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PREFACE

This manual contains information about operating the RSX-11M/M-PLUS
Error Logging System. It explains how the Error Logger collects
information on system events and errors and how the Report Generator
and Control File produce various kinds of reports on those events and
errors. It also includes information on the control file architecture
and on how to add user-written modules. The error logging system
allows you to monitor the reliability of the hardware on your system
and to set error limits and display messages on the console terminal
if the number of errors on a device exceeds those limits.

This manual assumes you are familiar with the following documents:

The RSX-11M/M-PLUS MCR Operations Manual

The RSX-11M/M-PLUS Utilities Manual

The RSX-11M-PLUS or RSX-11M System Generation and Installation
Guide i

The RSX-11M and RSX-11M-PLUS Information Directory and Master Index
define the intended readership for each manual in the documentation
set and provide a synopsis of each manual's contents. When this
manual refers to other documents, consult the appropriate information
directory for information about the document.

INTENDED AUDIENCE

This manual is intended for Field Service personnel, system managers,
and others responsible for maintaining the integrity of hardware
devices connected to an RSX-11lM or RSX-11M-PLUS system.

In addition to understanding the RSX-11M or RSX-11M-PLUS operating
system and the Error Logging System, you need a thorough knowledge of
the hardware devices that the Error Logging System is monitoring.
This manual does not attempt to describe or explain the hardware
information that appears in the Error Log Reports. For information
about a specific device, consult the hardware documentation for that
device.

STRUCTURE OF THIS DOCUMENT

Chapter 1 provides an overview of the purpose and function of the
Error Logging System. It describes some features and limitations of
the system and explains the operating system resources that error
logging requires.

Chapter 2 describes the procedures for operating the Error Logger and

explains the Error Log Interface commands to control logging and
limiting.

ix




Chapter 3 describes the procedures for operating the Report Generator
and describes the report formatting available.

Chapter 4 explains the control file modules in detail, including flow

of program control, interfaces between modules, and module
dispatching. A knowledgeable system programmer can use the
information presented to add user-written modules to the Error Logging
System. The chapter includes extensively annotated examples of

DIGITAL-supplied modules.

Chapter 5 describes the Control File Language, which is used to write
control-file modules.

Appendix A describes the indirect command file, TUNE.CMD, that you can
use to remove devices from the Error Logging ULB and make it smaller.

Appendix B describes the formats used for drive serial numbers on
DIGITAL devices.

Appendix C describes the formats for standard error.log subpackets.

CONVENTIONS USED IN THIS DOCUMENT

Examples of Error Log Reports illustrate the operation of the Report
Generator. They do not attempt to explain the specific
hardware-related events that the reports describe.

Black ink in command line descriptions designates what the computer
displays at the terminal.

Red ink designates what the user enters at the terminal.

Square brackets [] enclose the optional parameters for an ELI, RPT, or
CFL command.

Uppercase characters in command lines or syntax descriptions indicate
required syntax for the command.

Lowercase characters indicate variable parameters that the user
selects.




SUMMARY OF TECHNICAL CHANGES

The Error Logging System will now allow the hard and soft error limits
to be reached independently. Previously, reaching one of the limits
would disable logging of either kind of error on that device. Now,
reaching the soft 1limit will not affect the logging of hard errors,
nor will reaching the hard limit affect the logging of soft errors.

Device timeouts are now logged as hard errors if unrecoverable, and as
soft errors if recoverable.

When generating a report, RPT looks first for LX:[1l,6] ERRLOG.ULB. If
it fails to find that file, it looks for LB:[1l,6] ERRLOG.ULB.

The Executive ERROR module now resides in a directive common on
RSX-11M-PLUS systems and may reside in a directive common on RSX-11lM
systems. Therefore, drivers that create data areas containing
information to be passed to the Executive ERROR module must not create
the data area in memory mapped by APRS5.

There are no user interface changes except for a number of new error
messages.

Two new chapters in this manual document the architecture of error log
control files and the Control file Language (CFL). These chapters
replace Appendix A in the previous version of this manual.

There have been a number of minor changes in CFL. Here is a 1list of
differences Dbetween CFL in RSX-11M V4.1 and RSX-11M-PLUS V2.1l and the
previous releases:

e DYNAMIC TABLE statement:

DYNAMIC TABLE is a synonym for FILE. You should use this new
statement in place of any FILE statement in new code.

e  FILE statement:

The FILE statement will be removed from a future release.
Please convert your code to use DYNAMIC TABLE instead of FILE.

e 3CNVSxxx functions:

The field width parameter is now optional and interacts with
the optional fill character parameter to determine whether the
resulting string 1is printed as is or is left- or
right-justified. In the earlier version, the digits in the
string were always right-justified and blank-filled if no
fill character was specified.

xi




SUMMARY OF TECHNICAL CHANGES

$LOKSLENGTH function:

This function always returns the length of the data in a
packet or subpacket. The 1length word for the packet or
subpacket is not considered part of the data and is not
counted in determining the length value returned.

$LOKSBYTE, %LOKSWORD, %LOKSLONGWORD functions:

The offset parameter is the offset within the data of the
packet/subpacket at which the byte, word, or longword begins.
The offset unit is always in bytes, with the first byte of
data in the packet/subpacket being offset 0.

$STRSUPCASE function:

STRSUPCASE accepts an ASCII string as a parameter, and returns
the ASCII string with all lowercase ASCII characters converted
to uppercase.

WRITE and WRITE GROUP statements:

Because of overlay restrictions, the following operators and
functions cannot be used in expressions in WRITE or
WRITE GROUP statements:

single and double operand numeric operators
the MATCH operator
$CODSxxx functions
$CTLSxxx functions
$PKTSxxx functions
ZRPTSxxx functions
%$STRSxxx functions
$TIMSxxx functions
%$USRSxxx functions

xii




CHAPTER 1

INTRODUCTION

1.1 THE PURPOSE OF ERROR LOGGING

The RSX-11M/M-PLUS Error Logging System records information about
errors and events that occur on your system hardware, either for
immediate action or for later analysis and reporting. Error logging
handles mass storage device (disk and tape) errors, as well as memory
errors. Since error logging is a part of the RSX-11M/M-PLUS system,
it 1is most effective for hardware errors that allow the system to
continue functioning.

Error logging is not used to detect information about operating system
failures or about device problems that cause the system to fail.
However, it does provide information about what I/0 activities
occurred on a device at the time of an I/0 failure. If your system
includes the Crash Dump Analyzer (CDA), CDA can provide reports on
operating system failures.

You can use Error Log Reports to determine that a device 1is having
problems before the device actually fails and causes you to lose data.
For example, a report showing a pattern of recurring errors from

different blocks on a single disk head may indicate that the head
needs to be replaced.

1.2 ERROR LOGGING OPERATION
The complete Error Logging System is composed of four tasks.

e The Error Logger (ERRLOG)

e The Error Log Interface (ELI)

® The Report Generator (RPT)

e The Control File Language Compiler (CFL)
When the executive or a device driver detects an error, Executive
routines create an Error Log Packet in pool to describe the event.
(See Appendix C for a description of the Error Log packet.) ERRLOG
then writes the packet from pool into the Error Log File on disk,

usually within a few seconds of when the packet is created.

Figure 1-1 shows the interaction of the Error Logging System tasks
with routines in the Executive.
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INTRODUCTION

ERRLOG receives user commands from the Error Log Interface (ELI) to
control ERRLOG operation. These commands send error log packets
called command packets to the ERRLOG task.

The Report Generator (RPT) generates reports from the information in
the Error Log File.

RPT uses a library of modules written in the Control File Language
(CFL) to interpret data from the Error Log File and from user
commands. The CFL compiler is also part of the Error Logging System.
You can use CFL to recompile DIGITAL-supplied Control File Modules to
include patches to the modules supplied in the future. You can also
use CFL to create and compile Control File Modules for devices other
than those DIGITAL supplies. Chapter 4 explains the control file
module architecture and includes annotated DIGITAL control file
modules. Chapter 5 documents the Control File Language (CFL).

1.2.1 Executive Routines

Whenever the RSX-11M or RSX-11M-PLUS system 1is running and error
logging 1is active, routines in the Executive collect information from
device drivers and other tasks and write the information into error
log packets in system pool.

The Executive gathers information on the state of the registers when a
device error occurs, and includes information on system events, such
as device Mounts and Dismounts. You can also insert a text message
into the error log file using the MCR System Service Message command
(SSM) . (See the RSX-11M/M-PLUS MCR Operations Manual).

If Error Logging is not active on the system, the device drivers still
detect each hardware error, but the Executive does not create Error
Log packets.

The Error Logging System makes a distinction between hard errors and
soft errors. Hard errors are those that cause an I1/0 operation to be
aborted because the device driver cannot recover from the error. The
task that issued the 1I/0 request receives an error code indicating
that the operation failed. Soft errors are those from which the
device driver can recover. The task that issued the I/0 request does
not receive an error notification because the request eventually
succeeds.

The Error Logging System logs both hard and soft errors. Thus, you
can have a system functioning properly, with no errors reported to any
tasks in the system, with errors still being encountered and logged.
Thus error logging terminology sometimes refers to errors as events:
they do not always mean an actual failure.

When Error Logging is active, the Executive writes the data from a
single event into one Error Log Packet and assigns a sequence number,
unique to that event, to the packet. The Resource Monitoring Display
(RMD) shows the highest assigned sequence number as ERRSEQ, the total
number of errors since error logging operations began.

When ERRLOG writes the packet in a file, the packet gets a number that
describes its 1location in the file relative to other packets. RPT
uses this number to' refer to the event in later operations. The
number does not change unless the organization of the file changes.
For example, if an earlier error log file is appended to the current
error log file, the packet numbers in the appended file will change.
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Thus, you can generate a brief format RPT report to determine the
packet numbers of the most significant errors on your system, and then
generate a full format report, by packet number, of only those errors.

The Executive includes a directive for error logging (SMSGS$) that
sends Error Log Packets directly to the Error Logger. (See the
RSX-11M/M-PLUS Executive Reference Manual for an explanation of how to
use this directive.) User tasks can use SMSGS to communicate with the
Error Logger.

1.2.2 ERRLOG and ELI

ERRLOG writes the Error Log Packets from pool to the Error Log File in
binary format. Only RPT can interpret and format data from the Error
Log File.

To issue a command to ERRLOG, type an ELI command to perform one of
the ERRLOG functions (logging, limiting, or file naming). ELI sends
an error log command packet to ERRLOG with instructions on the
function to be performed, and ERRLOG returns the results, if any, to
ELI.

The ERRLOG task allows you to specify two files to contain the - error
log packets written to disk. ERRLOG uses the first file, the error
log file, unless an error is detected while ERRLOG writes to the file.
If an error 1is detected, ERRLOG switches to the second file, the
backup file. ELI commands allow you to establish or change the names
of the error log file and backup file.

The error logging system automatically limits the number of events it
logs on a given device. This error limit can be changed dynamically
by ELI commands while error 1logging 1is running. The system does
limiting in case the device starts to accumulate a large number of
errors. Without limiting in these cases, the error 1log file would
quickly become large and difficult to analyze. The limiting does not
throw away useful information, because usually when a large number of
events occurs on a device, most of them are the same and you can
generalize from a report on a small number of the events.

After a device reaches a particular error limit, logging of that type
of error on the device stops until you reset the error count to zero
or raise the error limit.

ERRLOG sends a message to the console terminal or to any terminal that
has allocated the device, explaining that the device reached the error
limit. Limiting does not affect operation of the device itself; it
only starts or stops error logging on the device.

1.2.3 RPT

RPT creates reports on the data in the Error Log File, based on
information in the Error Log Control File and commands supplied by the
user. Modules in the Error Log Control File tell RPT how to interpret
and print entries from the Error Log File for a specific operating
system.

When you are ready to generate an Error Log Report, you can run RPT to
select the information you want to include in the report. RPT can
generate reports in brief and full format on any collection of Error
Log Packets you select. For example, you can select reports on a

/”‘\




N

INTRODUCTION

specific device by device name, device type, volume label, pack
identification, or drive serial number. You can also select reports
of a specific error type or you can select a full report of all the
Error Log Packets in the Error Log File.

Error log reports can contain both context information and
device-supplied information.

Context information, which appears in full format reports, contains
operating system version information and some information about the
CPU model. Context information on the I/O operation that encountered
the failure is recorded for device errors. This information is useful
to correlate events recorded in the error log file with other events

in the system. For example, hard I/0 errors often cause the task
issuing the I/0 request to exit with an error, since many tasks cannot
recover from I/0 errors. Information on the I/O operation is also

useful to determine the operation the device driver attempted at the
time of the failure.

In a full report, RPT also includes all device-supplied information,
including registers and any other information the device provides.
Each device supplies one or more machine words of information when an
error OCcCurs. RPT decodes each item of device information according
to the terminology wused in the device maintenance manual. If
additional information 1is useful to understand the significance of a
decoded item, that information is listed in parentheses.

Decoded items that are abnormal are flagged with a "*" in reports.
These 1items may or may not represent error conditions, depending on
the state of the device. Interpret items flagged with a "*" as "look
at me first". RPT reports flag more than one item on most devices.

RPT reports also flag more than one item if a device encounters an
error or cannot perform an operation because of another error
condition. This condition occurs when an abnormal device status
condition causes an I/0 function to fail. The RPT report flags both
the I1/0 function failure and the abnormal device status.

An error type definition in the RPT report then boils all the
device~-supplied information down to a single item reflecting the most
probable error reported by the device.

1.2.4 CFL

The Error Logging System includes a Control File Language compiler
(CFL) used to recompile patched DIGITAL-written Control File Modules
or user-written modifications or additions to modules. Chapters 4 and
5 describe the operation of the CFL compiler and the DIGITAL-supplied
control file module for the RM02/RMO3.
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1.3 ERROR LOGGING OPTIONS
Routines in the Executive respond to four types of errors:
e Unexpected traps or interrupts
e Device errors
e Device timeouts
e Memory errors
All systems that include Error Logging support at system generation

include  support for loggin the girst@ thr t of errors
NG - : - 5 . L i
e

1.3.1 Unexpected Traps or Interrupts

When your system includes Error Logging support, all wunused system
vectors are filled with pointers to routines 1in the Executive.
Therefore, routines in the Executive are called if a trap or interrupt
occurs to one of these unused vectors. For example, a noisy
electrical environment or a static discharge may cause an unexpected
trap or interrupt to one of the unused vectors, or a valid interrupt
may be vectored to the wrong address. In these cases, the Executive
records this information.

1.3.2 Device Errors

Device errors are problems that a device encounters while carrying out
a software-requested operation. When a device error occurs and Error
Logging is active, the device driver calls Executive routines to
record the contents of the device registers or other hardware-supplied
information. The registers indicate the state of the device and its
controller. The routines also record information found in the actual
1/0 request to the driver, such as the type of operation attempted.
This information aids you in the interpretation of the device error.

1.3.3 1Interrupt Timeouts

Interrupt timeouts occur when the device that initiated an operation
fails to complete the operation within the length of time the driver
specified. Software timers that start when the transfer starts,
detect interrupt timeouts. The system records the same information
for timeouts that it records for device errors.

1.3.4 Memory Errors

Memory errors occur when the parity bit stored with the data during a
write operation does not match the parity calculated when the data is
read. Some types of main memory use parity to ensure integrity of the

o U ep! ge




CHAPTER 2

ERROR LOG TASK (ERRLOG) AND ERROR LOG INTERFACE (ELI)

This chapter describes how to use the Error Log Task (ERRLOG) and the
Exrror Log Interface (ELI). Chapter 1 provided a general overview of
how ERRLOG and ELI work, along with the Report Generator (RPT), to
form the complete Error Logging System.
ERRLOG gets event and status information from device drivers and the
executive in the form of Error Log Packets and writes the packets in
an Error Log File on disk. The executive also performs error limiting
to allow a maximum number of errors to be logged on each device before
logging stops.
ELI, the user interface to ERRLOG, includes switches to:

e Start or stop logging or limiting

® Change device error limits or error counts

e Establish or change log file or backup file names

e Display information about the error lbgging status of any
device or of the entire system

ERRLOG is the only part of the Error Logging System that must be

installed for error 1logging to occur. You can install ELI when you
1ssue commands to ERRLOG and install RPT when you create reports.

2.1 INSTALLING ERRLOG AND ELI

To install the ERRLOG task, enter the following MCR command from a
privileged terminal or as an entry in the system startup command file:

INS S$ERL GED

To install ELI, enter the following MCR -command from a privileged
terminal or as an entry in the system startup command file:

INS $ELI@ED

If ELI is not installed, you can invoke it from a privileged terminal
using the following MCR command:

RUN SELI GED
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2.2 USING ERRLOG AND ELI

To invoke ELI after it is installed, issue the following MCR command
from any terminal:

ELI @®ED
ELI>

You can use the ELI /SH switch to display error 1logging information
from any terminal. However, vyou must use a privileged terminal to
execute any other ELI commands.

Enter each command on a separate line unless the command description
specifies otherwise.

The general format of an ELI command is:
[filespec]/switchl[...switchn]
filespec

A device mnemonic or the name of an.error log file, backup file,
or file to append to the current error log file.

switches

Switches to set, change, or display ERRLOG operation. (You must
specify at least one switch on each ELI command line.)

If you want to use only the ERRLOG defaults and start 1logging, enter
the following ELI command:

/LOG

This command starts ERRLOG, using LB:[1,6]LOG.ERR as the default 1log
file and LB:[1,6]BACKUP.ERR as the default backup file. You must
specify the /LOG switch to use ERRLOG defaults.

The /LOG switch also starts error limiting to limit the number of hard
and soft errors ERRLOG records on each device before it stops logging
on that device. The default error limit, used when you begin limiting
with the /LOG switch, is five hard errors and eight soft errors for
each device. You can change these limits with the /HL or /SL switches
described in Section 2.3.2. However, you cannot use the switches to
change limits on the same command line as the /LOG switch.

2.3 ELI SWITCHES

This section describes the ELI switches and subswitches, divided 1into
four types:

e Logging switches

e Limiting switches

e File naming switches

e Display switch
Remember that these switches only control operation of the Error
Logger. Chapter 3 describes the RPT commands that generate actual

Error Log Reports. Chapter 5 describes the commands that control the
Control File Language Compiler.




Table 2-1 summarizes the ELI
that you specify at least two characters of a switch
name and as many additional characters as it takes to make the
unique.

syntax

ERROR LOG TASK (ERRLOG) AND ERROR LOG INTERFACE (ELI)

requires

However, the

switches

in alphabetical order.

Table 2-1
ELI Switches and Subswitches

Switch Subswitch

Function

filespec/AP
(Append)

/DE
(Delete)

filespec/BA
(Backup)

device(s)/HL:n
(Hard Error Limit)

/LIM
(Limiting)

/-LIM

/NOLIM

(No Limiting)
[filespec] /LOG
(Logging)

/-LIM

/NV
(New Version)

/-LOG
/NOLOG
(No Logging)

Appends the specified file to

the current Error Log File.

file
the

Deletes the specified
after appending it to
current Error Log File.

Sets the name for a backup file
to the next highest version of
the file named.

Set limits for hard (unre-
coverable) errors on a device.
You can use /SL, the Soft Error
Limits switch, on the same
command line.

Starts the use of error
limiting, using either 'default
limits or those set with ELI
switches. The /LOG switch
begins error limiting by
default.

Stops the use of limit-
ing.

error

Begins error logger
turns on error
default, and,

operation,
limiting by
if you specify a
file name, overrides the
default name of the error log
file (LB:[1,6]LOG.ERR). If the
error 1log file already exists,
the /LOG switch uses the
existing file.

Turns off error limiting while
the error logger is running.

Creates a new version of the
given file instead of using the
current version.

Stops error logger operation
and turns off error limiting.

(continued on next page)

ELI

switch
Logging and Limiting switches are called /LOG
and /LIM to make their names easier to remember.
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Table 2-1 (Cont.)
ELI Switches and Subswitches

Switch Subswitch Function

device (s) /RE Resets the QIO and error counts

(Reset) on the specified devices to
Zero.

device(s)/SH Displays error logging

(Show) information for the specified

- devices. (If you do not

specify device names, /SH

displays information for all
error logging devices on the

system.)
device(s)/SL:n Sets limits for soft (recover-
(Soft Error Limit) able) errors on a device. (You

can use /HL, the Hard Error
Limit switch, on the same
command linev.)

filespec/SW Copies current error log file’
(Switch) to the specified file and
transfers logging to that file.

/DE Deletes the old file after the
/SW switch performs the copy
operation.

/NV Creates a new version of the
specified file instead of
appending data to the current
version.

2.3.1 Logging Switches
[filespec] /LOG
/-LOG
/NOLOG

ELI Logging Switches start or stop 1logging on all error 1logging
devices in the system. (See Table 2-2)

Table 2-2 1lists the device modules included in the original
LB: [1,6]ERRLOG.ULB as distributed with the Error Logging System.
However, if you have deleted any device modules from this ULB, using
the indirect command file described in Appendix A, your system will
not include support for those devices. If you want error 1logging
support for the devices listed in Table 2-2, the Control File Module
listed with the device must be included in the ULB. See Appendix A
for information on how to include and delete modules from the ULB.

M




ERROR LOG TASK (ERRLOG) AND ERROR LOG INTERFACE (ELI)

Table 2-2
Error Logging Devices

Device Control File Module
ML11 EML11
RKO03/RK05 ERKO05
RKO06/RK07 ERK67
RLO1/RL02 ERL12
RMO5 ERMOS5
RM02/RMO3 ERM23
RA80/RA81 MSCP80

MSCPAT
MSCPCE
MSCPEN
MSCPTO
DEVUDA
RAGO . MSCP60
MSCPAT
MSCPCE
MSCPEN
MSCPTO
DEVUDA
RC25/RD51/RX50 MSCPSD
MSCPAT
‘MSCPCE
MSCPEN
MSCPTO
DEVUDA
RM80 ERM80
RPO7 ERPO7
RP02/RP0O3 ERP23
RP04/RP05/RP06 ERP456
RS11 ERS11
RS03 /RS04 ERS34
RX01 ERX01
RX02 ERX02
TAll ETAll
TCl1 ETC11
TS11/TU80 ETS11
TUS8 ETU58
TU77 ETU77
TUl6/TE16/TU45 ET1645
TU60 ETUGO
TS03/TE10/TU10 ET0310
TSVO05 ETSV05

The /LOG switch begins error logging operation and optionally allows
you to specify a file in which the error logger writes the data it
collects. (See the file naming section below.) If you specify an
existing file, the /LOG switch appends new data to that file unless
you also specify the New Version switch (/NV) in the command line.

The /LOG switch also turns on error limiting, by default, wunless you
specify the No Limiting (/-LIM) switch to override it.

The NOLOG (/-LOG) switch stops error logging and, by default, stops
error limiting.
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/LOG Subswitches:

You can use the following subswitches on a command line with the /LOG
switch:

/-LIM[IT]

The /-LIM subswitch turns off error limiting. This
subswitch overrides the default ERRLOG operation in which
/LOG automatically turns on error limiting.

/NV

The /NV subswitch causes the error logger to create a new
version of the error log file (either the file you specify
in the command 1line or the default error log file
LB:[1,6]LOG.ERR) . This subswitch overrides the default
operation in which the /LOG switch appends data to the
current version of the error log file.

2.3.2 ERROR Limiting Switches

The following switches control the error limiting operation of ERRLOG.
You can wuse them to start or stop error limiting or to change error
limits on specific devices. When a device reaches the user-specified
error limit or the default error limit, ERRLOG displays the following
warning message on the console terminal or on any terminal that has
allocated or attached the device:

ERRLOG -- **WARNING: Device dd: Exceeded (xxxx) Limit (n)

In the message, xxxx is the type of limit (hard or soft) and n is the
number to which the limit is set.

When the device reaches an error limit, error logging for that type of
error stops on the device until you reset the error and QIO counts to
0 or raise the error limit.

You can reset the error and QIO counts to zero with the ELI /RE
switch. Mounting or dismounting the device or rebooting the system
also resets the error and QIO counts to zero. However, using the
/-LOG switch to stop logging does not reset the error and QIO counts.

Logging on a device stops only when the device reaches both of the
limits set for hard and soft errors. 1If, for example, the device
reaches its limits for hard errors but not for soft errors, it will
continue to 1log soft errors until the soft error limit is also
reached.

2.3.2.1 The Limit Switch

/LIM

/-LIM

/NOLIM
The /LIM switch starts or stops use of error limits. These limits are
set by default for all devices on the system when you enable error
logging or they are set for individual devices with the hard and soft

limit switches described below. The /LIM switch does not activate
error logging if it is not currently active on the system.

2-6
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When you specify the /LOG switch to begin error 1logging, it
automatically starts error 1limiting on all error logging devices
unless you inhibit limiting with the /-LIM switch.

2.3.2.2 The Hard Limit Switch
devl:[,...devn]:/HL:n

The /HL switch sets limits for the number of hard errors that error
logging records on the device specified. Hard errors occur on a
device when an I/0O operation fails and cannot be recovered by the
device driver. You can set hard error limits for more than one device
in the same command line, as long as the limits are the same. The
default hard error limit on each device is five.

The value n can be 0 to 255. If you set the 1limit to 255, logging
continues without stopping (the limit is infinite). If the limit is
set to 0, no errors will be logged.

Subswitch:

You can use the following switch as a subswitch on a command line with
the /HL switch:

/SL:n

In this way, you can set both hard and soft error limits for
devices on the same command line.

2.3.2.3 The Reset Switch
devl:[,...devn:]1/RE[SET]

The /RE switch resets the QIO count and error count for the specified
devices to zero. You can specify up to 14 devices in one command
line. You cannot reset QIO and error counts on all devices 1in the
system at once by specifying the /RE switch without specifying
devices.

When ERRLOG resets the counts to zero, it displays the following
message on the Console Terminal:

ERRLOG -- Error and QIO counts reset for ddnn:

2.3.2.4 The Soft Limit Switch
devl:[,...devn:]/SL:n

The /SL switch sets limits for soft errors. Soft errors occur on a
device when an I/0 operation fails, but succeeds in a subsequent retry
attempt. You can set soft error limits for more than one device in
the same command line, as long as the limit is the same. The default
soft error limit for each device is eight.

The value n can be 0 to 255. If you set the 1limit to 255, logging
continues without stopping (the limit is infinite). If the limit is
set to 0, no errors will be logged.
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Subswitch:

You can use the following subswitch on a command 1line with the /SL
switch:

/HL

In this way, you can set both hard and soft error limits for
devices on the same command string.

2.3.3 File Naming Switches

The following sections describe switches that establish and change the
names of Error Log Files and Backup Files.

2.3.3.1 The Log Switch
[filespec] /LOG

The /LOG switch, which also initializes the error 1logger, sets the
name of the error log file that the error logger uses. If you specify
an existing error log file, the default operation is to append data to
the current version of that file. To override the default, specify
the /NV switch. The error logger then creates and writes data in a
new version of the file. This switch-does not work when error logging
is already active on your .system. The default error log file
specification is LB:[1,6]LOG.ERR. The /LOG switch also specifies
LB:[1,6]BACKUP.ERR as the backup file. See Section 2.3.3.4 for more
information.

2.3.3.2 The Append Switch
filespec/AP[PEND]

The /AP switch appends the specified file to the end of the current
log file., Error logging must be active for this switch to work.

The default operation is to append the specified file to the current
error log file and to keep the appended file.

Subswitch:

You can use the following subswitch on the command line with the /AP
switch:

/DE [LETE]
The /DE subswitch causes the error logger to delete the

specified file after it copies the file to the end of the
current error log file.

2.3.3.3 The Switch Switch
[filespec] /SW[ITCH]

The /SW switch copies the current error log file to the file vyou
specify and begins logging in that file. The default operation
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appends data to an existing version of the file and preserves the old
version of the error log file.
Subswitches:

You can use the following subswitches on the command line with the /SW
switch:

/NV
The /NV subswitch creates a new version of the file you
specify. This subswitch overrides the default operation in
which the /SW switch appends data to the latest version of
the file. ‘

/DE [LETE]

The /DE subswitch causes the error 1logger to delete the
current error log file after it copies the file to the new
file you specify.

2.3.3.4 The Backup Switch
filespec/BA [CKUP]

The /BA switch specifies the file to be used as a backup file if the
Error Logger cannot write to the current log file. By default, the
backup file is LB:[1,6]BACKUP.ERR.

The backup file specification is kept, but no file 1is created until
needed. You may wish to have your backup file on a different device
from the current log file. By default, both files are on pseudo
device LB:.

When the Error Logger cannot write to the current log file, it creates
and opens the backup file and writes to it. At that point, you no
longer have a backup file, and the Error Logger displays the following
message on the Console Terminal:

ERRLOG -- Log file error - logging continuing on backup file

After error logging switches to the backup file, there is no longer a
backup file available.

The error logger uses the specified backup file as the current error
log file. It does not rename the file to LOG.ERR, even though the
file is now the error log file.

At this point, you should specify a new backup file, wusing the /BA
switch. Otherwise, if error logging cannot write to the new log file,
it will not be able to continue by writing in a backup file.

If the error logger tries to switch logging to a nonexistent backup
file, it displays the following message:

ERRLOG -- Backup file error - logging discontinued
When that happens, logging stops and must be restarted.
If you create the backup file on a disk other than the disk containing

the error 1log file, this ensures that logging will continue even if
the disk with the error log file develops problems.
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2.3.4 Display Switch

The /SH switch allows you to display information on the status of
error logging on the system.

[devl,...devn] /SH[OW]

/SH[OW]
The /SH switch allows you to display information on the status of
error logging on the system. The /SH switch displays Error Logging
information on the devices specified (up to-14). If the command does
not specify devices, the Error Logger displays information on all
error logging devices in the system. Example 2-1 1illustrates the
output from the operation of the /SH switch:

Example 2-1 Error Logging Status
Error Logging Status 12-JAN-82 00:51:54
Logging: On Limiting: On
Log File: LB:[1,6]LOG.ERR File ID: DR3: 32,252

Backup File: LB:[1,6]BACKUP.ERR

Device Hard Error Soft Error QIO
Name Count/Limit Count/Limit Count
MMO : 0./5. 0./8. 23.
MM1: 0./5. 0./8. 9776.
MM2: 0./5. 0./8. 0.

MM3: 0./5. 0./8. 0.

DBO: 0./5. 0./8. 14144.
DB1l: 0./5. 0./8. - 0.

DB2: 0./5. * 8./8. 46528.
DRO: 0./5. 0./8. 0.

DR1: 0./5. 0./8. 0.

DR2: 0./5. 0./8. 164234,
DR3: 0./5. 0./8. 625364.
DSO: 0./5. 0./8. 130.
DS1: 0./0. 0./0. 0. (0Offline)
DKO: 0./5. 0./8. 1.

DK1l: 0./5. 0./8. 0.

DMO : 0./5. 0./8. 0.

DM1: 0./5. 0./8. 0.

DLO: 0./5. 0./8. 0.

DL1: 0./5. 0./8. 0.

DTO: 0./5. 0./8. 0.

DT1: 0./5. 0./8. 0.

DT2: 0./5. 0./8. 0.

DT3: 0./5. 0./8. 0.

DYO: 0./5. 0./8. 1.

DY1l: 0./5. 0./8. 1.

DDO: 0./5. 0./8. 0.

DD1: 0./5. 0./8. 0.

N
|
—
o
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If you specify device names in the /SH switch, the output is the same
as Example 2-1, except that the display only includes information on
the devices you specified.

The asterisk next to the soft error limit for DB2: indicates that
DB2: reached the soft error limit and logging of soft errors stopped.
Note that the logging of hard errors will continue on DB2: wuntil the
hard error limit is reached.

The display continues to record additional QIOs on the device, even
after logging stops because the Executive maintains the QIO count.

Therefofe, the ratio of errors to QIOs on the device does not
necessarily give you a statistical error percentage.

2.4 ERRLOG AND ELI MESSAGES

ERRLOG displays messages on the console terminal when errors occur
during an operation. In some cases, ERRLOG displays messages on any
terminal that has allocated or attached the device on which the error
occurs. ELI displays messages on the terminal that invoked it. This

section describes the messages, their causes, and possible user
response.

2.4.1 ELI Messages

ELI -- ERRLOG not installed
Explanation: ERRLOG is not installed on the system.
User Action: 1Install ERRLOG from a privileged terminal and issue
the ELI command again.

ELI -- Failed to communicate with ERRLOG

Explanation: ELI could not communicate with ERRLOG wusing the
Executive directive (SMSGS).

User Action: Fatal error. No user action is possible.

ELI -- File name must be specified

Explanation: You used a Backup, Append, or Switch switch without
specifying a file name.

User Action: Reenter the ELI command with an appropriate file

specification. ’
ELI -- Get Command Line error

Explanation: The Get Command Line procedure failed.

User Action: This may be a temporary condition. Retry the
operation.
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ELI -- Illegal switch combination
Explanation: You used an ELI switch 1in combination with
subswitches other than those allowed on a command string with
that switch. (See Table 3-1.)
User Action: Reenter the command string, specifying a legal
combination of switches on each string. Use a separate command
string for additional switches, if necessary.

ELI -- Maximum number of devices exceeded

Explanation: You attempted to reset QIO and error counts on more
than 14 devices in one command string.

User Action: Specify the /Reset Switch again, with 14 devices or
less.
ELI -- Switch requires device name (ddnn:) only

Explanation: You specified both a device name and UFD and/or
file name an ELI switch that only accepts a device name.

User Action: Reenter the command; omit the UFD and file name.

ELI -- Syntax error

Explanation: You used an illegal switch or file specification or
made some other syntactical error.

User Action: Reenter the command, using the proper command
string syntax.

2.4.2 ERRLOG Messages
ERRLOG -- Backup file error - logging discontinued

Explanation: ERRLOG encountered an error when it wrote 1in the
log file. It then tried to write in the backup file, but could
not. This error occurs if you fail to establish a new backup
file after ERRLOG switches logging to the backup file.

User Action: 1Issue an ELI /BA command to establish a new backup
file and restart logging.
ERRLOG -- Device not in system

Explanation: ERRLOG tried to use a device that 1is not in the
system configuration.

User Action: Check to be sure you specified the correct device
and reenter the command. If the device is correct, no user
action is possible.
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ERRLOG -- Error and QIO counts reset for ddnn:
Explanation: The error and QIO counts for a given device were
reset.
User Action: No user action 1is necessary. This is an

informational message.

ERRLOG -- Error Log packet too long

Explanation: ERRLOG encountered an Error Log Packet that was too
large. The error log packet was corrupt.

User Action: If the Error Logging System includes user-generated
error log packets, check the code to make sure none of the
packets are too long. Otherwise, submit an SPR.

ERRLOG -- Failed to assign LUN

Explanation: ERRLOG tried to assign a Logical Unit Number to a
terminal to send a notification message and the assignment
failed. This occurs when a device exceeds the error 1limit set
for it and ERRLOG tries to notify the terminal or task that has
the device allocated or attached.

User Action: No wuser action 1is necessary. The limiting
operation succeeded. This informational message tells you ERRLOG
was unable to notify the allocating terminal.

ERRLOG -- File I/0 error

Explanation: ERRLOG tried to execute a Switch or Append command
and could not open the new file or copy the o0ld file to the new
one. When this error occurs, logging continues in the original
log file.

User Action: No action is required to continue logging. Retry
the Switch or Append command.

ERRLOG -- Log file error - logging continued on backup file

Explanation: An error occurred when ERRLOG tried to write in the
Error Log File. The logging operation transferred to write in
the backup file. The backup file becomes the 1log file, but
retains the given name.

User Action: 1Issue an ELI command to establish a new backup
file. Otherwise, if ERRLOG gets an error when it writes in the
new file (the previous backup file), it will not £find a backup
file to use.

ERRLOG -- Logging already active

Explanation: ERRLOG received an ELI command to begin 1logging
when logging was running.

User Action: No user action is necessary to continue logging.
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ERRLOG -- Logging initialized

Explanation: When ELI starts ERRLOG operation, using the /LOG
switch, ERRLOG displays this message on the Console Terminal.

User Action: No wuser action 1is necessary. This is an
informational message.
ERRLOG -- Logging not active

Explanation: The ERRLOG task is not currently running on your
system.

User Action: 1Issue an  ELI /LOG command from a privileged
terminal and retry the operation.
ERRLOG -- Logging stopped

Explanation: When ELI stops ERRLOG operation, wusing the /-LOG
switch, ERRLOG displays this message on the Console Terminal.

User Action: No wuser action 1is necessary. This is an
informational message.

ERRLOG -- No data subpacket
Explanation: ERRLOG tried to use a corrupted data subpacket.
User Action: If the Error Logging System includes a user-written
control file module to generate error log packets, check the
code. Otherwise, submit an SPR.

ERRLOG -- No device subpacket
Explanation: ERRLOG tried to use a corrupted device subpacket.
User Action: If the Error Logging System includes a user-written
control file module to generate error log packets, check the
code. Otherwise, submit an SPR.

ERRLOG -- Privilege violation
Explanation: You tried to issue a privileged ELI command (to set
or change ERRLOG operations) from a nonprivileged terminal.
Nonprivileged users can only issue ELI Show commands.
User Action: Log on a privileged terminal and issue the
commands.

ERRLOG -- Task subpacket corrupted

Explanation: ERRLOG tried to use a corrupted task subpacket.

User Action: Submit an SPR.
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ERRLOG -- Unable to open file

Explanation: ERRLOG could not open the 1log file to begin
logging. ERRLOG then transfers 1logging to the backup file
immediately. '

User Action: 1Issue an ELI command to establish a new backup
file.

ERRLOG -- Unknown command packet subtype

Explanation: ERRLOG encountered an unknown command packet
subtype.

User Action: If the Error Logging System includes a user-written
control file module to generate Error Log Packets, check the
code. Otherwise, submit an SPR.

ERRLOG -- **WARNING: Device ddnn: exceeded xx Limit (x)

Explanation: Device ddnn exceeded the error limit set with an
ELI Hard or Soft Limit switch or the default error limit of five
hard errors and eight soft errors.

User Action: Check to see if the number of errors indicates a
serious hardware malfunction. To continue logging on the device,
reset the QIO and error counts to zero with the /Reset switch or
change the limits using the /HL or /SL switch.
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CHAPTER 3

REPORT GENERATOR TASK (RPT)

This chapter describes how to use the Report Generator Task (RPT) to
create Error Log Reports.

Chapter 1 provided an overview of the interaction of elements in the
Error Logging System (the Error Log Control File and the Control File
Language Compiler). The RPT switches described in this chapter use
modules from the Error Log Control File to determine how to interpret
and format information from the error log file. (See Chapter 2 for a
description of how the Error Logger creates the error log file.) RPT
and modules in the error log control file work together to interpret
the information in the error log file and define an event that occurs
on a device. They do not analyze the event 1itself or attempt to
diagnose hardware failures.

All RPT reports use the same entry number to refer the same Error Log
Packet, so you can use RPT brief reports to isolate a device or
specific events occurring on that device, and then specify entry
numbers to generate a full report on only the specific events you want
to look at in more detail. Note, however, that some ELI commands may
change the packet number associated with an event. For example,
appending a file to the error log file will change the packet numbers
in the appended file.

3.1 INSTALLING AND RUNNING RPT

Since RPT is a nonprivileged task, any user can usée it to create Error
Log Reports when it is installed on the system. To install RPT, enter
the following MCR command from a privileged terminal or as an entry in
the system startup command file:

> INS $RPTEED

If RPT is not installed, you can invoke it from any terminal, using
the following MCR command:

>RUN $RPT @ED
RPT>

To invoke RPT when it is installed, issue the following MCR command
from any terminal:

> RPT @ED
RPT>
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3.2 USING RPT TO CREATE ERROR LOG REPORTS

The Error Log Control file needs at least two types of information
from RPT switches to generate Error Log Reports:

e How to select which Error Log Packets to analyze

e How to format the Error Log Packets

Switches on the RPT command line provide this information, which is
independent of the file specification they accompany.

3.2.1 The RPT Command Line

The only element you must specify in an RPT command line is the equals
sign (=). All other file and switch specifications in the command
line are optional.

The géneral format of an RPT command line is
[teportfile[/switches]]=[inputfile[/switches]]

reportfile
The name of the listing file that contains the Error Log Report.

Instead of a report file, you can specify TI: to send the report
to your terminal. On RSX-11M-PLUS systems with transparent
spooling you can specify LP: to send the report to the 1line
printer.

switches

Optional switches to control how RPT selects, formats, and (on
RSX-11M-PLUS) summarizes information from the error log file.
You can use the same switches with either the report file
specification or the input file specification on the command
line. RPT uses the switches 1in the order vyou specify, but
ignores which file specification they accompany.

input file

The only input file you can specify in the command 1line 1is the
Error Log File, the disk file that the Error Logger creates.

RPT also uses a universal library of compiled control file modules as
input. RPT 1looks first for the file LX:[1l,6]ERRLOG.ULB. If it does
not find it, RPT looks for the file LB:[1l,6]ERRLOG.ULB. Use pseudo
device LX: 1if you wish to save space on LB:. RPT includes this file
by default and you cannot specify or change it from the command line,
so it is not part of the format described above.

RPT can, however, prompt for the name of a universal library. If vyou
want RPT to prompt you for the universal library name, you must edit
the RPTBLD.BLD file and make the value of USERCM non-zero, then relink
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RPT. If you do make this alteration, note that it has the additional
effect of preventing you from issuing an RPT command line from the MCR
level. That is, the following is the way to invoke RPT.

>RPT
CTL> (universal library filespec)
RPT> command line

The RPT input and output files described above assume the defaults
listed in Table 3-1, unless you specify otherwise in the command line.

Table 3-1
RPT File Specification Defaults
Universal
Report File Input File Library Filel

Device: SYO: LB: LX:, LB:
UIC: Current UIC [1,6] [1,6]
File Name: ERRREPORT LOG ERRLOG
File Type: .LST .ERR .ULB
Version: -new latest latest

1. Not specified by user.

3.2.2 Using Multiple Qualifiers in RPT Command Lines

You can only specify each RPT switch once in a command line. However,
some switches provide an alternative syntax that allows you to specify
more than one argument for the switch.

To specify more than one argument for an RPT switch, use the following
command syntax:

/switch: (qualifierl,qualifier2...qualifiern)
The parentheses, which are a required part of the command syntax,
allow RPT to wuse more than one qualifier for the switch. If you do
not specify the parenthesis, RPT displays the following message on
your terminal and exits:

ERLCNF-F-SYNTAXERR command line syntax error

For example, to specify a report on more than one device, use the
following RPT switch:

/DE: (DB,DM2:,DR)

RPT generates a report on all the DB and DR devices in your system, as
well as device DM2:.
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The switches that permit you to specify multiple qualifiers in this
way are:
e The DEVICE switch
e The PACKET switch

e The SERIAL switch (one drive and one pack serial number)

e The TYPE switch

3.2.3 Using the Default RPT Command Line
To use the RPT default command line, enter the following command:

RPT) =
This command causes RPT to use the file specification defaults (listed
in Table 3.1) and switch defaults (listed below). 1In general, this
command creates a brief format report, without any summaries, using
all of the Error Log Packets in the error log file.
The RPT default command line invokes the following switches:

/F[ORMAT] :B [RIEF]

Creates a brief format report containing one line for each error
log packet described in the report. (See Section 3.3.2.)

/T[YPE]:A[LL]
Creates a report on péckets describing all types of events:
peripheral, processor, memory, control, and system information
packets. (See Section 3.3.1.5.) '
/DA[TE] :R[ANGE] :* :* ‘
Creates a report on packets of all dates. (See Section 3.3.1.1.)
/DE [VICE] :ALL

Creates a report on all error logging devices in the system

/PA[CKET] :*:*

Creates a report for all packet numbers. (See Section 3.3.1.3.)

Creates a wide (132 column) report.
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3.3 RPT REPORT SWITCHES

This section describes the
requirement that they fulfill.
the following tasks:

® Select packets

e Format packets

RPT

switches,
These switches tell RPT how to perform

according to the RPT

® Summarize information from packets (on RSX-11M-PLUS only)

RPT syntax only requires that
command or qualifier to
/T for the /TYPE switch,

switch to distinguish it

The command line examples used throughout this chapter
switches

command they describe. Any

you
make it unique.
but you must specify /SU
from the /SERIAL switch.

specify enough characters in a
For example, you can specify

for the /SUMMARY

highlight the

not explained in the command

descriptions assume the default values described in Section 3.2.3.

Table 3-2 summarizes the RPT report switches in alphabetical order.

Table 3-2
RPT Report Switches and Subswitches

Switch Qualifiers Function
/DA:qualifier P[REVIOUS] :ndays Select packet based on date.
(Date) R[ANGE] :start:end

T [ODAY]

Y [ESTERDAY]

/DE:qualifier device_ name (,s) Select packets based on device.
(Device) ALL

/F:qualifier Describes how RPT formats the error
(Format) log packets.

B[RIEF] Display packets in brief format
(one 1line for each packet).

F [ULL] Display all of the information in
the specified packet.

N [ONE] Does not display information on a
packet-by-packet basis.

R[EGISTER] Displays the same information as
the FULL qualifier, but shows only
the device registers on packets for
peripheral errors.

/P:qualifier nnnn.nnn Select packets based on packet
(Packet number) nnnn.nnn [ :mmmm .mmm] number.

(continued on next page)
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Table 3-2
RPT Report Switches and Subswitches

(Cont.)

Switch Qualifiers Function
/R:qualifier DAY Invokes a predefined string of
(Report) MONTH switches for RPT to use. The
SYSTEM qualifier can be one of four
WEEK DIGITAL-defined strings or a user-

user_string defined switch string.
/SE:qualifier D[RIVE] :number Selects packets based on drive

(Serial number)

/T:qualifier
(Type)

P [ACK] :number

A[LL]

C [ONTROL]

E [RRORS]

M [EMORY]

PE [RIPHERAL]

and/or pack serial number. The pack
serial number 1is supplied only on

MSCP and last-track devices.

S

Selects packets based on packet
type.

Selects all packets in the Error Log
File.

Selects command packets from the
Error Log Interface (ELI).

Selects packets from the processor,
memory, and peripherals.

Selects packets from events that
occur in memory (such as memory
parity errors).

Selects packets from all peripheral
devices that support Error Logging.
This qualifier does not display
system information (such as mounts
or dismounts).

(continued on next page)

A
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Table 3-2

(Cont.)

RPT Report Switches and Subswitches

Switch Qualifiers

Function

/T:qualifier PR[OCESSOR]
(Type) (Cont.)

S[YSTEM_INFO]

/V:ivolume label
(Volume label)

/Wi:qualifier N [ARROW]
(Width) W[IDE]

Selects packets from events that
occur in the CPU, such asunknown
interrupts.

Selects packets from events that
occur on the system but are not
specifically tied to a single piece
of hardware (such as time changes,
system service messages, mounts and
dismounts) .

Selects packets based on volume
label.

Selects the width 'of the report RPT
creates (80 or 132 columns). The
narrow width qualifier is ignored on
summary reports,

3.3.1 Packet Selection Switches

The following switches tell RPT how to select which Error Log

Packets

to report on. This selection is based on an attribute of the device
or the packet or on the date and time that the packet was created.

3.3.1.1 The Date Switch
/DA[TE] :qualifier
QUALIFIERS:
P[REVIOUS] :n days
R[ANGE] :start_date:end_date
T [ODAY]
Y[ESTERDAY]
DEFAULT:

/DA:R:*:*

The /DATE switch allows you to select packets based on the date that

an event occurred. This switch includes qualifiers to

specify a range

of dates or to specify a particular day. DIGITAL also supplies switch

strings to wuse with the /REPORT switch that use the

create reports for the previous week

The RANGE qualifier accepts starting
RSX format:

DD-MMM-YY

(DD-MMM-YY HH:MM:SS)

/DATE switch to
or month.

and ending dates in the standard
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However, if you specify the second format, with time as well as date,
the parentheses are a required part of the syntax.

When you use the starting date and ending date format, the starting
date rounds off to a time of 00:00:00 and the ending date rounds off
to 23:59:59.

The asterisk (*) used at the beginning of a range specification
indicates any date through the specified ending date. For example,
*:12-JAN-82 specifies all of the packets from the beginning of the
error log file through January 12, 1982.

The asterisk (*) used at the end of a range specification indicates
any date since the specified beginning date. For example, 4-FEB-82:%*

specifies all of the packets from 00:00:00 on February 4, 1982 through
the end of the error log file.

3.3.1.2 The Device Switch
/DE[VICE] :qualifier
QUALIFIERS:

device name(,s)
ALL

DEFAULT:

/DE:ALL
The /DEVICE switch allows you to select packets for a particular
device, for more than one device, or for all the devices on the
system. You can specify more than one device with the /DEVICE switch

by using the special syntax described in Section 3.2.2.

RPT uses the following conventions for device names with the /DEVICE
switch:

Mnemonic Meaning
dad Selects all devices with the mnemonic d4d.
ddnn: Selects the device with the mnemonic dd and the wunit

number nn.

For example, /DE:DM selects all DM devices, and /DE: (DM,DB2:) selects
all DM devices and device DB2:.

3.3.1.3 The Packet Switch

P [ACKET] :nnnn.nn [ :mmm.mm]

DEFAULT:

/Pi¥ %
The /PACKET switch allows you to select a packet or range of packets
by specifying the packet identification numbers. You can determine

the packet numbers you want to see by examining a brief report of all
packets.
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To select just one packet you specify one packet number. For example,
/PA:123.4 selects only packet number 123.4., To select a range of
packets, you specify the first and last packet numbers of that range:

/PA:123.4:432.1 selects all the packets from packet 123.4 through
packet 432.1.

You can also specify more than one packet or packet range by using the
special syntax described in Section 3.2.2.

The asterisk (*) indicates an open-ended number. You can select all
the packets before a particular number (*:235.3), or all the packets
after a particular number (235.3:%).

3.3.1.4 The Drive and Pack Serial Number Switch
/SE[RIAL]:qualifier
QUALIFIERS:

D[RIVE]:serial number

P[ACK] :serial number
(D[RIVE]:serigl_number,P[ACK]:serialnumber)
(P[ACK] :serial number,D[RIVE] :serial number)

DEFAULT:

None

The /SERIAL switch allows you to select packets based on their drive
or pack serial number or both. This switch only applies to peripheral
errors. You can select packets from any device that has a serial
number by drive serial number, but you can only select packets from
MSCP and last track devices by pack serial number. Appendix B
explains where RPT gets drive serial numbers and lists the significant

digits in serial numbers for each error logging device.

You can specify one drive and one pack serial number or both in the
same command 1line by wusing the special syntax described in Section
3.2.2.

3.3.1.5 The Type Switch

/T[YPE]:[qualifier]
QUALIFIERS:

A[LL]

C [ONTROL]

E [RRORS]

M [EMORY ]

PE [RIPHERAL]

PR [OCESSOR]

S[YSTEM INFORMATION]

DEFAULT:

/T:A
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The /TYPE switch selects Error Log Packets based on their packet type.
You can select the following types of packets (or combination of
types) with the appropriate /TYPE switch qualifier:

Qualifier Packet Type
ALL All Error Log Packets in the Error Log
File.
CONTROL Error Log Command Packets sent by the

Error Log Interface (ELI).

ERRORS All Error Log Packets from peripherals,
processor, and memory.

MEMORY Exrror Log Packets from events that occur
in memory (such as memory parity errors).

PERIPHERAL Error Log Packets from all peripheral
devices that support Error Logging. This
qualifier does not display system

information (such as mounts and
dismounts) for the devices. That
information is displayed by the

SYSTEM_INFO qualifier.

PROCESSOR Error Log Packets from events that occur
in the CPU, such as unknown interrupts.

SYSTEM INFORMATION Error Log Packets from events that occur
on the system, but are not specifically
tied to a single piece of hardware (such
as time changes, system service messages
mounts, and dismounts).

You can specify more than one type of packet by using the special
syntax for the /TYPE switch, described in Section 3.2.2.

3.3.1.6 The Volume Label Switch

/V[OLUME] :volumelabel
DEFAULT:
None

The /VOLUME switch selects packets for peripheral errors based on the
volume label.

For example:
=/T:PE/V:ERRLOGSYS

This command line specifies that RPT find the device or devices
containing a volume with the label ERRLOGSYS and generate a report of
peripheral errors on those devices. Since the /TYPE switch
specification did not include system information, the report will not
include mounts or dismounts for the devices.
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3.3.2 Report Format Switch
/F[ORMAT] :qualifier
QUALIFIERS:

B[RIEF]
F[ULL]
R[EGISTER]
N [ONE]

DEFAULT:
/F:B

The /FORMAT switch tells RPT how to format a report from packets in
the error log file. You can select reports in brief format (one line
for each error), in full format (all the information from the error
log packets specified) or in register format (dumping only the
registers for device errors). The following sections describes
qualifiers to the /FORMAT switch.

3.3.2.1 Brief Reports
/F[ORMAT] :B [RIEF]

Brief reports are short, one-line per packet, reports on selected
packets.

The brief report shown in Example 3-=1 displays one line of information
about each of the error log packets specified in the RPT command line.
The following list describes the sections in the brief report. The
numbers in the 1list reflect the numbers of the sections in Example
3-1. Note that all these examples show wide width reports.

@ The Error Log Packet Entry Number which describes the
relative position 1in the Error Log File. This number does
not change unless the file 1is changed, by an ELI/APPEND
command, for example. It is not changed by normal logging
into the file.

The date and time the packet was logged.

The type of entry in the error log file; for example, hard
or soft device errors or system information.

The device on which the error occurred.

0 OO0

The error type as defined by the hardware information. RPT
does not do any interpretation of these errors; it merely
reports the hardware information.

@

Any other information error logging gathers on the error,
such as the 1I/0 function that occurred at the time of the
error. :
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RSX~11M/M~Plus Error Logging System
12}

Time Stamp

04~JAN-1983
04~-JAN-1983

04~JAN-1983
14-JAN~1983
15~FEB~1983

09:51:00
09:51:06

09:51:07
14:20:18
14:02:23

Example 3-1

Version VO~1

Entry Type

Device Hard
Device Hard

Device Hard

Device Soft
Device Soft

Error
Error

Error
Error
Error

- ,

Error Log Brief Report

11-MAR~1983 08:27:50

Device

DL000:
DLO00O:

DLOO0O:
DMO0O1:
MsS000:

Error Type

Cover Open
Data CRC Error

Data CRC Error
Data Check
Uncorrectable Data

Function
Function

Function
Function
Function

Additional Information

Read Data
Read Data

Read Data
Read Data
Write

(Ldy) MSVYI ¥OLVHINID Ly0dad
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3.3.2.2 Full Reports
/F[ORMAT] : F [ULL]

Full reports provide a detailed listing of device events. They list
and interpret all of ' the information collected in the Error Log
Packets they describe.

The full report, shown in Example 3-2, displays the complete contents
of error log packet number 4.4, a Cover Open Error described in the
brief report in Example 3-1. The following 1list describes the
sections of the full report. The numbers on the list reflect the
numbered sections in Example 3-2.

@ The same identification information listed in items 1-5 of
the brief report description.

@® System identification information including operating system
and base level, CPU type and address mapping type.

€) Device identification information including the device name,
device type, volume label, controller, unit number, pack and
drive serial numbers, total I/O count on the device, and the
number of hard and soft errors logged previous to this one.

® 1/0 operation identification includes the terminal and UIC
that 1initiated the operation, the task name, the beginning
physical memory address of the I/O buffer, the length of the
I/0 request (in Dbytes), the maximum number of retries the
device driver allows for an I/0 operation, the number of:
retries remaining, and the actual I/0 operation taking place.

® 1/0 operation information includes the device 1I/0 function
and type of error as defined by the hardware.

The device error position information locates the error by
cylinder, group, head, sector, and logical block number.

The device-supplied information includes a dump of the device
registers according to name, contents, and interpretation of
the bits in the registers. The * beside some bit
interpretations means that the condition is likely to have
contributed to the error. It is a sign that you may want to
examine the condition.

The following RPT command line generated the full report in Example
3-2:

RPT>EXEMPF .RPT=RAISIN.LOG/PA:4.4/F:F
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Example 3-2

RSX~11M/M~Plus Error Logging System Version vO~-1 21~JAN-1982 06:54:13

©@ Entry 4.4 Sequence 1. DL000: Device Hard Error (Cover Open)

System Identification:

@ System

RSX~11M~PLUS 10

Ident Processor Mapping CPU Format

PDP-11/70 22-~Bit = CPA 1.
Device Identification Information:

© Device Type Volume Label Controller Unit Subunit Pack SN

DL000: RLO1 <null label> DL A 0 N/A N/A

I/0 Operation Identification:

O rTI: uicC Task Name Address

TT000: 10240. 8. 8.

[003,054]

«+.BAD 340000

Error Log Full Report

Page 1

04-MAY~-1981 09:51:00

Drive SN

N/A

Length Maximum Retries Retries Remaining

I/0 Count Hard Errors Soft Errors

292. 0. 0.

Operation

IO.RLB ! IQ.X

(Ldd) MSVJI YOILVMANID ILyOoddy
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Example 3~2 (Cont.) Error

I/0 Operation Information:

@ Device Function Type of Error

Read Data Cover Open
Device Error Position Information:

@ Cylinder Group Head Sector Block

173. N/A 0 13. 6926.
Device Supplied Information:

@ Name Value Interpretation

RLCS 104335 *[15 ] Composite Error

9: 8] Drive Selected = 0
6 ]
3 ]

Interrupt Enabled

Function = Read Data

RLBA 043000 [15: 0] Bus Address Register

RLDA 126716 [15: 7] Cylinder Address =
[ 5: Q] Sector Address =

173.
14.

RLMP1 133333 [12: 0] Word Count = 9685. words remaining

RLMP2 046074 *[14 Current Head Error

Write Gate Error

Heads Out (over the disk)

]
1
[ 6 ] Head Address = Upper head
1
] Drive State = Seek

Log Full Report

*

*
— -
wuma-

Data CRC Erro

r

Controller Ready

BAl17,BAl6
Drive Ready

Head Selected

= 01

Spin Speed Error

Drive Type
Cover Open
Brushes Home

RLO1

(B)

Lower head

(LdY) MSVI YOLVHINID ILd0ddd
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3.3.2.3 Register Reports

/F[ORMAT] :R[EGISTER]
Register reports contain the same information as full reports for all
events except those that occur on peripherals. Register reports list
the contents of all device registers for peripherals, but contain no
other information.

The register report in Example 3-3 includes only the register section
of the full report for packet 4.4 (the Cover Open Error).

The following RPT command line generated the Register Report shown in
Example 3-3:

RPT>EXEMPN.RPT=RAISIN.LOG/F:R/PA:4.4
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Example 3-3 Error Log Register Report

RSX~-11M/M-Plus Error Logging System Version V0~-1 22~JAN~1982 08:31:15

Entry 4.4 Sequence

Device Supplied Information:

Name Value Interpretation
RLCS 104335 *[15 ] Composite Error

[ 9: 8] Drive Selected = 0

[ 6 ] Interrupt Enabled

[ 3: 1] Function = Read Data
RLBA 043000 [15: 0] Bus Address Register
RLDA 126716 [15: 7] Cylinder Address = 173.

[ 5: 0] Sector Address = 14.
RLMP1 133333 [12: 0] Word Count = 9685. words remaining
RLMP2 046074 *[14 ] Current Head Error

*[10 ] Write Gate Error
[ 6 ] Head Address = Upper head
[ 4 ] Heads Out (over the disk)
]

Drive State = Seek

1. DL000: Device Hard Error (Cover Open)

04~MAY-1981 09:51:00

et

Data CRC Error
Controller Ready
BAl17,BAl6 = 01 (B)
Drive Ready

Head Selected = Lower head

Spin Speed Error
Drive Type = RLO1
Cover Open

Brushes Home

Page

(Ld¥) MSVI dOLVYINAD LHOdIH
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3.3.2.4 No Report

/F[ORMAT] : N [ONE]

RPT does not generate a formatted output report on event information.
This switch satisfies the requirement to tell RPT how to format the
packets by telling it not to format the packets or produce a

packet-by-packet report.
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3.3.4 The Report Switch

/R[EPORT]:defined report string
DEFAULT:
None

The /REPORT switch invokes a predefined string of switches for RPT to
use. This switch string usually defines a particular type of report,
such as a report for a particular time period. The string contains
any legal combination of RPT switches. The string cannot include the
/REPORT switch. ' '

The /REPORT switch allows you to access a file that contains the
switch combinations you wuse frequently and 1lets vyou invoke the
switches, using the string name, instead of reentering the switches
explicitly.

RPT uses the normal default values deécribed in Section 3.2.1 for all
switches not defined in the switch string 1if the switches have
defaults.

The DIGITAL and user-defined switch strings are found in the Control
File Module, PARSEM, or 1in a disk file, LB:[1,6]ERRDEFINE.CFS,
respectively. The /REPORT switch first searches PARSEM, where it
finds DIGITAL-defined strings. If the string is not defined there,
RPT searches ERRDEFINE.CFS. : ’ :

Since RPT looks in the Control File Module first, you cannot redefine
the DIGITAL-supplied strings unless you alter the control file module.
DIGITAL does not recommend that you alter control file modules. You
can change the definitions for DIGITAL-supplied strings by slightly
altering their names and inserting the switch under the new name in
ERRDEFINE.CFS.

3.3.4.1 Predefined Switch Strings

DIGITAL supplies four predefined switch strings to wuse with the
/REPORT switch.
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On RSX- llM systems, ‘the sw1tch strlng”

e DAY - /FORMAT FULL/DA TOD'

oxfWEEK - /DA PREVIOUS:7

o SYSTEM - uses all default switches

Note that the names of the predefined switch strings must be entered
in full. They cannot be abbreviated.

3.3.4.2 User Defined Switch Strings
You can name and defineryour own switch strings to use with the
/REPORT switch by creating and editing LB:[1,6]ERRDEFINE.CFS and
inserting the switch strings you want to define.
Entries in this file must be in the form:
'switchname','switchstring’
Note that single quotation marks are a required part of the syntax.
switchname
The name of the switch string you are defining. This name
becomes the qualifier to the /REPORT switch when you want to
invoke the string. (The name must be nine characters or less.)

switchstring

The RPT switches you select to generate the report. (The switch
string must be 80 characters or less.)

For example, if you want to generate a brief report of peripheral
errors on all the DB devices on your system, edit ERRDEFINE.CFS and
insert the following line:

'DB','/FO:B/TY:PE/DE:DB'
You can then create this report with the following RPT command:

RPT> outfile=infile/R:DB

When you invoke a user-defined string, you must enter the full switch
string name.

3.3.5 The Width Switch
/W[IDTH] :qualifier
QUALIFIERS:

N [ARROW]
W[IDE]

DEFAULT:
JWiW
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The /WIDTH switch allows you to set the line width of the report RPT
generates to narrow (80 columns) or wide (132 columns). The basic
report format does not change when RPT creates a narrow report.
Instead, each 1long line of the report wraps onto the next line at an
appropriate place.

3.4 ERLCNF REPORT MESSAGES

The Error Log Control File displays messages on your terminal if
errors occur during report generation. The messages include an
abbreviation, a severity level code for the error (warning,
informational, or fatal), and text describing the error.

In some cases, RPT also writes the message in the Error Log Report, if
it explains an error that appears in the report. For example, when
RPT fails to find a control file module for a device you specify, it
displays a message on your terminal and in the report that includes
the error message.

This section lists the ERLCNF messages, along with possible causes and
methods for recovery.

The following are Fatal ERLCNF errors:

ERLCNF-F-ARGNOTUNQ, Argument specification <argument> is not unique

Explanation: You did not specify enough characters in a switch
argument to make it unique. It can be confused with another
argument.

User Action: Check the argument syntax and reenter the command.

ERLCNF-W-BADSUBPKT, Possible corruption in the <packetname> subpacket
in item <item label>

Explanation: RPT found something in the subpacket that appeared

to be abnormal. The file may be corrupted or it may be an
internal error within RPT. :

User Action: You should never see this message. If you do, send
in an SPR along with a dump of the packet that generated the
message and any other information you have. You can create a
dump of the packet using the starting virtual block number of the
packet: the nnn portion of the packet number nnn.m.

If the message refers to a packet that you have altered, or a
module that you wrote, correct the module, recompile and add it
to the library.

ERLCNF-W-DUILLFORM, MSCP format code <code> is undefined

Explanation: This may be an internal error within RPT. It
indicates a format code in the RA80 packet that is corrupted.

User Action: You should never see this message., If you do, send
in an SPR along with a dump of the packet that generated the
message and any other information you have (See BADSUBPKT
description).
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ERLCNF-F-ILLARGCOM, Illegal argument combination

Explanation: You specified an illegal combination of arguments
with a switch.

User Action: Check the syntax and reenter the command.

ERLCNF-F-ILLFILSPC, Illegal file specification - <filename>

Explanation: You used an illegal file specification with an RPT
report generating command.

User Action: Check the syntax and try the operation again.

ERLCNF-W-ILLPACCOD, Illegal code in packet <packetid>, Code = <xx>

Explanation: The major code for the indicated packet 1is beyond
the range that RPT can handle.

User Action: You should never see this message. If you do, send
in an SPR along with a dump of the packet that generated the
message and any other information you have (See BADSUBPKT
description).

If the message refers to a packet that you have altered, or a
module that you wrote, correct the module, recompile and add it
to the library.

ERLCNF-F-ILLPACRAN, Illegal packet range - LOW = <xx>, HIGH = <xx>

Explanation: The RPT Packet Selection switch requires arguments
to be packet numbers in a specific format.

User Action: Determine the correct number for the packet you
want to display, check the syntax and reenter the command.

ERLCNF-W-ILLPACSBC, Illegal subcode in packet <packetid>, Code = <xx>,
Subcode = <xx>

Explanation: The subcode for the indicated packet is beyond the
range that RPT can handle.

User Action: You should never see this message. If you do, send
in an SPR along with a dump of the packet that generated the
message and any other information +you have (See BADSUBPKT
description).

If the message refers to a packet that you have altered, or a
module that you wrote, correct the module, recompile and add it
to the library.

ERLCNF-F-ILLSWTARG, Illegal switch argument - <argument>

Explanation: RPT recognized the switch argument, but determined
that the argument is incorrect in the context given.

User Action: Check the syntax and reenter the command.




REPORT GENERATOR TASK (RPT)

ERLCNF-F-INTERR001, Internal error detected at position number <n>

Explanation: This is an internal RPT error. It occurs with the
PARSECLST and PARSECTION error messages.

User Action: You should never see this message. If you do, send
in an SPR and the command line that generated the message and any
other information you have.

ERLCNF-F-MODNOTFND, Module not found - <module>

Explanation: RPT searched ERRLOG.ULB for the module and did not
find it.

User Action: You should never see this message. If you do, send
in an * SPR and the command line that generated the message. Be
sure to include the name of the module that was missing.

ERLCNF-F-MULARGSPC, Argument <argument> specified multiple times

Explanation: You specified an RPT switch argument more than
once.

User Action: Check the syntax and reenter the command.

ERLCNF-F-MULSWTSPC, Switch <switch> specified multiple times

Explanation: You entered the specified switch more than once on
the same RPT command line. RPT only allows you to specify each
switch once.

User Action: Check the syntax and reenter the command. Use the
special syntax for multiple switch specifications described in
Chapter 3 if the switch allows it.

ERLCNF-F-NODIDPACK, No Device_ ID subpacket
Explanation: This is an internal error within RPT.
User Action: You should never see this message. If you do, send

in an SPR along with a dump of the packet that generated the
message and any other information you have.
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ERLCNF-W-NODRIVSZ, No drive of size <size> for mnemonic <ddnn>; wusing
EUNKWN

Explanation: This may be an internal error within RPT.

User Action: You should never see this message if you have all
DIGITAL hardware. If you have non-DIGITAL hardware, and you
receive this message, it is caused by a disagreement between
RPT's table of device sizes and the actual size of the device.
See Section 4.5.3.4 for information on changing the table of
device sizes.

ERLCNF-W-NODRIVTYP, No drive type <type> for mnemonic <dd>; using
EUNKWN

Explanation: This may be an internal error within RPT. From the
mnemonic, the drive appears to be a MASSBUS device. However, RPT
does not recognize the device type as a MASSBUS device.

User Action: You should never see this message if you have only
DIGITAL hardware. If you have non-DIGITAL hardware, the error is
caused by disagreement between RPT's table of device sizes and
the size of the actual device. See Section 4.5.3.4 for
information on changing the table of device sizes.

ERLCNF-F-NOINPFILE. No input file specified

Explanation: RPT did not find an input file on the command line.
This message occurs when you failed to specify an equals (=) sign
in the command.

User Action: Check the syntax and reenter the command.

ERLCNF-W-NONOTES, No notes available for device <devicename>

Explanation: RPT includes a facility for displaying notes at the
bottom of Full or Register reports. This internal error message
indicates that a device which did not have an associated NOTES
module.

User Action: You should never see this message. If you do, send
in an SPR along with a dump of the packet that generated the
message and any other information you have (See BADSUBPKT
description).

If the message refers to a packet that you have altered, or a
module that vyou wrote, correct the module, recompile and add it
to the library.

ERLCNF-F-NOREMATCH, No predefined switch string for <string>
Explanation: RPT did not find the defined report string you used
in a /R[EPORT] command, either in ERRDEFINE.CFS or among the
DIGITAL-defined report strings. Remember to use the entire name

of the DIGITAL or user-defined string.

User Action: Check the syntax and reenter the command.
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ERLCNF-F-OPNINPFIL, Failed to open the input file

Explanation: RPT could not open the input file specified. This
message is accompanied by the FILERRCOD information message, that
displays the FCS error code from the file.

User Action: Check the FCS error code and retry after correcting
the indicated condition.

ERLCNF-F-OPNREPFIL, Failed to open the report file
Explanation: RPT could not open the report (output) file
specified. This message is accompanied by the FILERRCOD
information message, that displays the FCS error code from the
report file.
User Action: Check the FCS error code and retry after correcting
the indicated condition.

ERLCNF-F-OPNUSRFIL, Failed to open the user file
Explanation: RPT could not open the user file specified. This
message is accompanied by the FILERRCOD information message, that
displays the FCS error code from the file.
User Action: Check the FCS error code and retry after correcting
the indicated condition.

ERLCNF-F-SWTNOTUNQ, Switch specification <switch> is not unique

Explanation: You did not specify enough characters of a switch
to make it unique. It can be confused with another switch.

User Action: Check the swit