










































































































































































































































































































6.18.3 Setting up a Modem or Virtual Terminal in tty 
Pass through 

This procedure allows the administrator to specify entries from the 
Host Definition File as resources and assign them to designated users. 
The Host Definition File must already be set up as a resource as 
described in section 6.18.2. 

To establish a tty passthrough connection on the network, you must 
make sure that the network virtual terminal server is activated on 
the host node (the node you are trying to connect to) and the virtual 
terminal consumer software is active on the node the user is exe
cuting from. 

To establish a modem connection, you must make sure that the mo
dem is installed and configured with the System Configuration Pro
gram (scp). 

I. Log in as idis and enter the following to go to the Resource 
Maintenance menu. 

Top 
Asettop 
Asystop 

Or, to use select ahead enter s s r < cr > from the Top menu. 

2. Make the rsrc selection in the Arsrc menu to display the Specify 
a Resource form. Enter < CTRL-b > to select a new form. In 
the resource name field, enter an appropriate resource name (up 
to 14 characters) for the remote host connection in the Host 
Definition File. 

3. Move the cursor to the resource type field. Press the < SPACE 
BAR> until the vt-Ian (for a virtual terminal connection) or vt
phone (for a modem connection) appears. Press < TAB> to go 
to the resource field (leave the node name field blank). 

4. Enter the host name that you entered in the host definition file 
for this virtual terminal connection into the resource field. The 
entry must match the host name for the operation to occur 
correctly. 

5. Move the cursor to the comment field and enter any information 
appropriate for this resource. This information is optional and 
appears whenever the resource is used in a dynamic list. 

6. Press < CTRL-e >, < CTRL-t > , and then < cr >. You will re
turn to the Resource Maintenance menu. 

7. Make the asg" selection in the Resource Maintenance menu. 
When the Specify the Resource Assignments form appears, enter 
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< CTRL-b > to select a new form, then complete the following 
entries: 

Resource nameCv) Press the < SPACE BAR> to scroll through 
the resource names or press the first few let
ters of the resource name you created in the 
resource form. 

Press < TAB> to move to the loginid field. 

Loginid: 

priority 

Comment: 

Enter either a user's login name, or: 

* to allow all users access. 

-G groupname to allow group members of 
groupname access. 

-N nodename to allow all users with the 
home node nodename access. 

Normally not used; a minus (-) indicates that 
the use of this resource by the specified log
ins is not permitted. 

This information is optional. 

8. When you have completed entering information in the form, press 
< CTRL-e >. If you have additional resources to assign, repeat 

step 7. If not press < CTRL-t > and then < cr > . 

9. When the Resource Maintenance menu appears, select trans and 
then sched to schedule the transactions. The resources you have 
just specified and assigned will not be identified to the subnet
work until the transactions have been completed. 

NOTE 

You should monitor the progress of the transaction with 
the tstat selection in the Atrans menu. 

When complete, assigned users will have access to network virtual 
terminal connections or remote systems via modem through the re
mote operations tty passthrough selection. 

6. 19 Setting Up a Host Communication Resource 
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There are two different sets of host communication products avail
able. that work with the iDIS DRM system. The 3274 SNA product 
is the only product used in this environment using the iSBC 88/45 
SNA communication board. The resource procedures for this prod
uct are covered in section 6.19.1. There are several host communi
cation products that work with the iSBC 188/48 communication 
board: VPM 188, 3270 BSC, RBTE 188, and HASP 188. Resource 
procedures for these products are covered in section 6.19.2. 
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6.19.1 Setting Up a 3274 SNA Host Communication 
Gateway 

After you have installed the 3274 SNA Host Communication prod
uct, the gateway must be specified and assigned to the users before 
they may access it. Perform the following to set up and assign the 
3274 SNA resource: 

1. Log in as idis and enter the following to go to the Resource 
Maintenance menu. 

Top 
Asettop 
Asystop 

Or, to use select ahead enter 5 5 r < cr > from the Top menu. 

2. Make the rsrc selection to display the Specify a Resource form. 
Enter < CTRL-b > to select a new form. In the resource name 
entry create a name for the 3274 SNA gateway (it may be up 
to 14 characters). 

3. Move the cursor to the resource type field and press the < SPACE 
BAR> until 3274SNA-gate appears. Press < TAB> to go to 
the node name field. 

4. Only select a node if you are connected to the network environ
ment. Select the node where the 3274 SNA product is physically 
installed. To select the node either enter the first few letters of 
the node name, or press the < SPACE BAR> to scroll through 
the accessible nodes. 

5. Move the cursor to the comment field (skip the resource field) 
and enter any information appropriate for this resource. This in
formation is optional and appears whenever the resource is used 
in a dynamic list. 

6. Press < CTRL-e >, < CTRL-t > and then < cr >. You will re
turn to the Resource Maintenance menu. 

7. Make the 8sgn selection in the Resource Maintenance menu. 
When the Specify the Resource Assignments form appears, enter 
< CTRL-b > to select a new form, then complete the following 

entries: 

Resource nameev) Press the < SPACE BAR> to scroll through 
the resource names or press the first few let
ters of the resource name you created in the 
resource form. 

Press < TAB> to move to the loginid field. 

Distributed Resource Management 6-27 



Loginid: 

priority 

Comment: 

Enter either a user's login name or: 

* to allow all users access 

-G groupname to allow group members of 
groupname access 

-N nodename to allow all users with the 
home node nodename access. 

Normally not used; a minus ( -) indicates 
that the use of this resource by the specified 
logins is NOT permitted. 

This information is optional. 

8. When you have completed entering information in the form press 
< CTRL-e >. If you have additional resources to assign, repeat 

step 7. If not press < CTRL-t > and then < cr > . 
9. If you are in a network environment, when the Resource Main

tenance menu appears, select the trans function then sched to 
schedule the transactions. The resources you have just specified 
and assigned will not be identified to the subnetwork until the 
transactions have been applied. 

NOTE 

You should monitor the progress of the transaction with 
the tstat selection in the Atrans menu. 

The 3274 gateway will now be available to assigned users from the 
sna selection under the remote operations menu. 

6.20 Setting Up the Key Operator Resource 

There are two possible ways in which to set up the key operator 
resource. First, if you have initialized a user as a key operator as 
instructed in section 4.9, that user has, by definition, key operator 
authority on the local node only. If you want to allow the user au
thority on additional nodes (noted here as the "span of authority"), 
refer to section 6.20.1. I f you have an existing user that does not 
have key operator authority that you want to have key operator au
thority, refer to section 6.20.2. Finally, if you want to remove key 
operator authority from a user, refer to section 6.20.3. 

6.20.1 Changing a Key Operator's Span of Authority 
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This procedure assumes that the user has already been initialized as 
a key operator (refer to section 4.9). This procedure allows the key 
operator to have the key operator authority on additional nodes. To 
add the authority, perform the following: 
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1. Log in as idis and enter the following to 'go to the Resource 
Maintenance menu. 

Top 
Asettop 
Asystop 

Or, to use select ahead enter s s r < cr > from the Top menu. 

2. Make the rsrc selection in the Arsrc menu to display the Specify 
a Resource form. Press < CTRL-n > until the keyoperator re-
source for the given key operator appears. • 

If you are adding a node to the key operator's span of authority, 
enter < CTRL-c > . Then move the cursor to the node name field, 
enter the node name where you want the key operator to have 
authority, and press < CTRL-e > . Repeat this for each node you 
are adding to the key operator's span of authority. When all nodes 
have been added, enter < CTRL-t > and then < cr > to com
plete the form. 

If you are deleting a node from the span of authority, scroll 
through the resource names until the key operator resource you 
are changing appears with the node name where you want to 
remove the authority. When the form appears, delete it by en
tering < CTRL-d >. Repeat this step for any other nodes that 
you want to delete. Enter < CTRL-t > and then < cr > to com
plete the form. 

NOTE 

If you are deleting all of the nodes that a key operator has 
authority over, you must also delete any assignments to that 
resource name in the Specify the Resource Assignments 
form. 

3. When the Resource Maintenance menu appears, select trans and 
then sched to schedule the transaction. The resources you have 
just specified will not be identified to the subnetwork until the 
transaction has been completed. 

NOTE 

You should monitor the progress of the transaction with 
the tstat selection in the Atrans menu. 

6.20.2 Adding Key Operator Authority for a User 

If an existing user was initialized with the iDISuser or iDISdeveloper 
templates, and you wish to add key operator authority to that user, 
perform the following steps: 
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I. Log in as idis on the node from which this user obtains his iDIS 
execution software and enter the following to go to the Resource 
Maintenance menu: 

Top 
Asettop 
Asystop 

Or, to use select ahead enter s s r < cr > from the Top menu. 

2. Make the rsrc selection in the Arsrc menu to display the Specify 
a Resource form. Enter < CTRL-b > to select a new form. Enter 
a new key operator resource name (up to 14 characters) that 
identifies the key operator. 

3. Press < TAB> to move to the resource type field. Press k and 
keyoperator should appear. Move the cursor to the node field. 
Press the < SPACE BAR> until the key operator's HOME node 
appears. 

NOTE 

This gives the key operator the default span of authority 
of his HOM E node only. To change his authority, refer to 
section 6.20.1. 

4. Move the cursor to the comment field and enter any appropriate 
information. 

S. Press < CTRL-e >, < CTRL-t > and then < cr > to return to 
the Resource Maintenance menu. 

6. Make the asgn selection from the Resource Maintenance menu. 
When the Specify the Resource Assignments form appears, enter 
< CTRL-b > to select a new form. Complete the following en
tries: 

Resource Name: Press the < SPACE BAR> to scroll through the 
resources until you find the key operator re
source name. 

Press < TAB> to move to the loginid field. 

Loginid: Enter the login 10 of the user you want to have 
the key operator authority. 

Press < TAB> to move to the comment field. 

Comment: This information is optional. 

Press < CTRL-e >, < CTRL-t > and then < cr > to complete 
the form. 

7. When the Resource Maintenance menu appears, select trans and 
then sched to schedule the transaction. The resources you have 
just specified will not be identified to the subnetwork until the 
transaction has been completed. 
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NOTE 

You should monitor the progress of the transaction with 
the tstat selection in the Atrans menu. 

8. If you do not have iMENU, enter the following: 

When the XENIX prompt appears, enter: 

When the file appears, find the entry which prohibits the new 
keyoperator from accessing the key operator menu and delete it. 
The entry will appear like: 

user name; Top;key 

To delete it, place the cursor on the line and press dd < cr > . 
Then exit the file by entering: 

When the XENIX prompt reappears, enter: 

When the process completes, return to the iDIS menu system 
(press < CTRL-d > ). 

9. If you have the iMENU software, use select ahead to enter the 
iMENU software. Enter .s d < cr >. When the list of menu sys
tems appears, select the iDIS menu system. 

NOTE 

If the iDiS menu system does not appear, Refer to section 
6.17 for those procedures. 

When the develop menu appears, enter d < cr >. When the 
deauthorization menu appears, enter e < cr > to edit the file. 
When the file appears, find the entry which prohibits the new 
keyoperator from accessing the key operator menu and delete it. 
The entry will appear like: 

user name; Top;key 

To delete it, place the cursor on the line and press dd < cr > . 
Then exit the file by entering: 

Then press < cr > to return to the menu. Next, enter a f < cr > 
to generate the authorization control file. 
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This completes the procedure for adding the key operator authority 
to an existing user. 

6.20.3 Removing Key Operator Authority from a User 
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To remove key operator authority from a user, perform the following 
steps: 

I. Log in as idis on the node from which this user obtains his iDIS 
execution software and enter the following to go to the Resource 
Maintenance menu. 

Top 
Asettop 
Asystop 

Or, to use select ahead enter s s r < cr > from the Top menu. 

2. Make the asgn selection from the Resource Maintenance menu. 
When the Specify the Resource Assignments form appears, press 
the < SPACE BAR> to scroll through the resources until you 
find the key operator resource name that you want to delete. Press 
< CTRL-d >, < CTRL-t > , and then < cr > to delete the entry 

and exit the form. 

3. When the resource Maintenance menu appears, select trans and 
then sched to schedule the transaction. The resources you have 
just specified will not be identified to the subnetwork until the 
transaction has been completed. 

NOTE 

You should monitor the progress of the transaction with 
the tstat selection in the Atrans menu. 

8. If you do not have iMENU, enter the following: 

When the file appears, add an entry which prohibits the new key 
operator from accessing the key operator menu and delete it by 
entering: 

Then exit the file by entering: 

When the XENIX prompt reappears, enter: 

Distributed Resource Management 



When the process completes, return to the iDIS menu system 
(press < CTRL-d > ). 

9. If you have the iMENU software, use select ahead to enter the 
iM ENU software. Enter .5 d < cr > . When the list of menu sys
tems appears, select the iDIS menu system. 

NOTE 

If the iDIS menu system does not appear, you must spec
ify it as a resource for iDlS. Refer to section 6.17 for those 
procedures. 

When the develop menu appears, enter d < cr >. When the 
deauthorization menu appears, enter e < cr > to edit the file. 
When the file appears, add an entry which prohibits the new key 
operator from accessing the key operator menu. For example, if 
you are using the vi editor, enter the following: 

Then exit the file by entering: 

Then press < cr > to return to the menu. Next, select a f < cr > 
to generate the authorization control file. 

This completes the procedure for deleting the key operator authority. 

6.21 Unassigning Users from a Resource 

Occasionally conditions will occur that will require the administrator 
to remove a resource's availability from users or from operation in 
general. The DRM facilities allow you to perform this without hav
ing to remove the entries from either the resource specification file 
or assignment file. This allows you to exclude the resource from op
eration, then reactivate it quickly and easily. Perform the following 
steps to unassign a resource: 

1. Log in as idis and enter the following to go to the Resource 
Maintenance menu. 

Top 
Asettop 
Asystop 

Or, to use select ahead enter 5 5 r < cr > from the Top menu. 
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2. Enter the Resource Assignment form by selecting asgn from the 
Resource Maintenance menu. 

3. When the form appears, press < CTRL-N > until the assignment 
that you want to deactivate appears. 

4. Move the cursor to the priority field and enter any letter (you 
may enter anything except numbers and -). Press < CTRL-e > 
when entered. Repeat this step on all assignments that you want 
to deactivate. 

5. Press < CTRL-t > and then < cr > to return to the Resource 
Maintenance menu. 

6. If you are on the network, select trans, then sched to apply the 
transaction. 

NOTE 

You should monitor the progress of the transaction with 
the tstat selection in the A trans menu. 

When complete, the resource will not be available to the users that 
you changed in the assignment form. To "reactivate" the resource 
after unassigning it, simply repeat the steps above, except remove 
the entry from the priority field. The resource will then be opera
tional just as before. 

6.22 Deleting a Resource 

6-34 

If you have a resource that is no longer in use and you want to de
lete it, perform the following steps: 

I. Log in as idis and enter the following to go to the Resource 
Maintenance menu. 

Top 
Asettop 
Asystop 

Or, to use select ahead enter s s r < cr > from the Top menu. 

2. Make the asgn selection to display the Specify the Resource As
signments form. Scroll through the resources and delete (press 
< CTRL-d > ) until all assignments for that resource are deleted. 

3. Press < CTRL-e >, < CTRL-t > , and then < cr > to complete 
the form. 

4. When the Resource Maintenance menu appears, make the rsrc 
selection to display the Specify a Resource form. 
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5. Press < CTRL-n > until the resource you want to delete appears. 
Press < CTRL-d > to delete the resource, then < CTRL-e > and 
< cr > to complete. 

6. If you are in the network environment, select the trans function 
from the Resource Maintenance menu. Then select sched to 
schedule the transaction. The resource you have deleted will still 
be recognized in the subnetwork until the transaction operation 
is complete. 

NOTE 

You should monitor the progress of the transaction with 
the tstat selection in the Atrans menu. 

6.23 Assigning User's to iDIS™ Execution Nodes 

Perform the following to assign a user to a specific execution node: 

1. Log in as idis and enter the following to go to the Resource 
Maintenance menu. 

Top 
Asettop 
Asystop 

Or, to use select ahead enter s s r < cr > from the Top menu. 

2. Make the asgn selection. When the Specify the Resource As
signments form appears, enter < CTRL-b > to select a new form, 
then complete the following entries: 

Resource name(v) Press the < SPACE BAR> to scroll through 
the resource names until the one correspond
ing to the execution node appears. For an ex
ecution node named "enode", the resource 
name will be "enode_didis" and the resource 
type will be "idis". Make a copy of the as
signment entry by pressing < CTRL-c > , then 
amend the other fields as shown below. 

Loginid: Enter either a user's login name or: 
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* to allow all users access. 

-G groupname to allow members of group 
groupname access. 

-N nodename to allow all users with the 
home node node name access. 
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636 

Priority 

Comment: 

Choose a numeric value in the range 0-99 to 
prioritize this assignment (the lower the 
number, the higher the priority). Blank is also 
a valid value for this field, and denotes a 
priority even higher than zero, but its use is 
discouraged. When a user logs into iDIS, all 
assigned execution nodes are checked (in 
priority order) for accessibility, and the first 
available one is used. 

This information is optional. 

Enter < CTRL-e >, < CTRL-t > and then < cr > to complete 
the form. 

3. When the Resource Maintenance menu appears, select the trans 
function and then sched to schedule the transactions. The re
sources you have just assigned will not be identified to the sub
network until the transactions are complete. 

NOTE 

You should monitor the progress of the transaction with 
the tstat selection in the Atrans menu. 

This completes the procedures for adding a user to an iDIS execu
tion node. 
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