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The purpose of this publication is to present CPF
(control program facility) component level information.
When this book is used in conjunction with What You
Should Know, CPF failures can be isolated to a failing
module.

This publication is intended for support level service
personnel (program support representatives and
technical support representatives). The personnel should
complete a customer engineering course in System/38
before attempting to use this document.

The Introduction provides general information about CPF.

The remaining sections provide specific component
information including:

« An overview of the components

« The relationship of the component to other
components

« A general description of each of the component
modules

Note: This publication follows the convention that he
means he or she.
WHAT YOU SHOULD KNOW

To use this publication, you should understand the
concepts in the following manuals:

« IBM Svstem/38 Control Program Facility Concepts
Manual, GC21-7729

o IBM System/38 Control Program Facility
Programmer’s Guide, SC21-7730

« IBM System/38 Control Language Reference Manual,
SC21-7731

« IBM System/38 Data Communications Programmer’s
Guide, SC21-7825

About This Manual

IF YOU NEED MORE INFORMATION

For more information, refer to the following manuals:

IBM System/38 Guide to Publications, GC21-7726

« IBM System/38 Guide to Program Product Installation
and Device Configuration, GC21-7775

« IBM System/38 Operator's Guide, SC21-7735

o IBM System/38 Messages Guide: CPF, RPG Ill, IDU,
SC21-7736

« IBM System/38 Control Program Facility Reference
Manual - Data Description Specifications, SC21-7806

« IBM System/38 Diagnostic Aids, SY21-0584

« IBM System/38 Functional Concepts Manual,
GA21-9330

- IBM System/38 Functional Reference Manual,
GA21-9331

o IBM System/38 Problem Determination Guide,
SC21-7876

SUMMARY OF CHANGES

The following changes have been made to this manual
for release 7, modification O:

« Addition of new components:
System/38 Finance Support
Network Facilities

Office Systems

SNA Distribution Services

« Miscellaneous updates and technical changes

About This Manual  xiii
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The CPF (control program facility) is the system support
program product for the IBM System/38. The CPF is
designed to support the use of interactive work station
applications. To supplement the support of the
interactive environment, the CPF also provides support
for concurrent processing in the batch environment. The
CPF is designed to support a wide range of operating
environments. No single environment has the exclusive
use of a given set of functions. Thus, any user in any
operating environment has access to any of the
functions.

Some of the functions provided by the CPF are:

« Data base support to rapidly make available, to any
job, up-to-date data

« Work management support to schedule quickly and
independently the processing of all user requests

« Application development support that allows online
development of new applications concurrently with
normal production activity

« System operation support that allows the system
operator to control the system through the system
console or any of the work stations using a control
language that provides prompting support for all
commands

« Message handling support that allows communication
between the system, system operator, work station
users, and programs that are executing in the system

» Security support to protect data and other system
resources from unauthorized use

Introduction

« Service support that allows service personnel to
diagnose and repair problems or install new functions
with minimal impact on normal work flow

« Object management support that allows objects to be
grouped and located in the system

« Data management facilities that support both data
base files and device files

« Save/restore functions that allow applications and
data files to be backed up concurrently with unrelated
system operations

The CPF functions are accessed through the use of the
control language and the data description specifications.
In addition, other program products (such as high-level
languages and the interactive data base utilities) also use
the CPF functions.

The CPF has many components. These components,
processing separately or interactively, provide the
support for the CPF functions. Figure 1 shows the CPF
components and their identifiers.

The logic diagrams use a heavy line to indicate transfer
of control ( ) and a light line to
indicate pointers and all other actions

( ).

The following sections contain descriptions and function
overviews for each of the CPF components. The
sections are arranged alphabetically by component
identifier.

Introduction  xv
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Component

Access Path Manager

5250 Information Display System Verification
Binary Synchronous Communications

Command Analyzer
Command Definition
Control Language Compiler
Console Function Manager
Copy

5424 Function Manager
Data Base

Device Configuration

Data Description

Device File Definition
Diskette Function Manager
Common Data Management
3270 Emulation
System/38 Finance Support
Graphics

Installation

Journal Management

Kanji

Data Base Logging
Librarian

Message Handler

Menu

Network Facilities

Office Systems

5211/3262/3203 Function Manager

Program Resolution Monitor
Prompter

Reclaim/Damage Notification
Service

Advanced Program-to-Program Communications Function Manager

Secondary Logical Unit
Concurrent Service Monitor
Spooling

Save/Restore

Switched Lines
Security

Tape Function Manager
Testing

Commitment Control
SNA-T3

Work Control
Subsystem Description
File Reference Function

Work Station Printer Function Manager
5251 Display Function Manager

Work Monitor
SNA Distribution Services

Figure 1. CPF Components and Their Identifiers

XVi

Identifier

AP
AR
BS
CA
CcD
cL
co
cpP
cs
DB
DC
DD
DF
DK
DM
EM
FN
GD
IN
Jo
KJ
LG
LI
MH
MN
NF
0s
PN
PR
PT
RC
sc
sI
sL
Sm
sP
SR
SW
sY
TA
TE
TN
T3
wC
WD
WH
wp
ws
wWT
zD
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INTRODUCTION.

The access path manager component of the CPF

(control program facility) provides a high-level, data
stream independent, and device file independent
interface to the APPC (advanced program-to-program
communications) support provided by the System/38 for
devices that operate as an SNA logical unit (type 6.2).
The APPC function manager, subsystem monitor, and
system arbiter interface with the access path manager to
perform all APPC-related operations.

GENERAL OVERVIEW

The APPC function manager, subsystem monitor, and
system arbiter create access path control blocks and
issue access path manager commands to allocate or
deallocate an APPC conversation, and transmit or
receive data. The access path manager builds a
source/sink request block containing the function
request code, option bit settings, transmission data
length, and transmission data. Information returned to
the APPC function manager, subsystem monitor, or
system arbiter includes the received data length,
received data type code, error information, and received
data, if any.

Access Path Manager Modules

The access path manager component consists of the
following modules:

Note: Modules identified with an arrow (-->) are entry
modules into the component. Indentation of a module
shows its dependency on a previous module.

-->QAPALCON-Allocate Conversation: This module

allocates a conversation to an access path control
block.

-->QARALSND-Allow Send: This module formats a
request that allows the remote program to send
application data.

-->QAPCANCL-Cance! Receive Request: This module
cancels an outstanding receive request.

Access Path Manager

-->QAPCRTRB-Create Access Path Manager Request
Blocks: This module creates the request blocks used
by the access path manager for |/O requests.

-->QAPDLCON-Deallocate Conversation: This module
deallocates a conversation from an access path
control block.

QAPDEQUE-Dequeue Outstanding 1/0O Request:
This module waits for the completion of a Request
I/ 0 instruction.

QAPERROR-Access Path Manager Error Handler:
This module handles errors resulting from damage
to the request block queue.

-->QAPEVOKE—-Evoke Program: This module formats a
request to initiate a remote program.

QAPGTSES—Get Session: This module obtains a
session for an active conversation.

-->QAPIOCMP—-Request |/0 Complete Event Handler:
This module handles the request |/0 complete event.

-->QAPRCV-Receive Input Data: This module requests
input data from the remote system.

QAPDEQUE-Dequeue Outstanding 1/0 Request:
This module waits for the completion of a Request
1/0 instruction.

-->QAPRSPPS-Send Positive Response: This module
sends a positive response to the remote program.

-->QAPSNDER-Send Error Data: This module sends a
negative response and error data to a remote
program.

-->QAPSNDSG-Send Signal Data: This module sends
a signal code (such as a write request) to the remote
program.

-->QAPSNDTA-Send Application Data: This module
formats a request to send application data to a

remote program.

-->QAPUIEH-Unsolicited Input Event Handler: This
module handles the unsolicited data events.

Access Path Manager AP-1
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-->QAPWAIT-Wait for Input Data: This module waits
for input data from the remote system and returns
the input data, input data length, data description,
and associated indicators.

QSIOPEN then calls QAPWAIT to wait for the
conversation to be allocated. QAPWAIT calls
QAPDEQUE to dequeue the allocated conversation

QAPDEQUE-Dequeue Outstanding 1/0 Request:
This module waits for the completion of a Request
I/0 instruction.

QAPERROR-Access Path Manager Error Handler:
This module handles errors resulting from damage
to the request block queue.

-->QAPXMT-Transmit Data: This module transmits all

buffered data and requests.

QAPDEQUE-Dequeue Outstanding I/0 Request:
This module waits for the completion of a Request
/0O instruction.

Access Path Manager Operation

Figure AP-1 and the following text describe the
operation of the access path manager.

When an APPC network is varied on, QLUS
(logical unit services process) of the switched line
component uses the access path manager to
perform the 1/0 requests associated with
negotiating the change number of sessions.

When a subsystem is started, the subsystem
monitor uses the access path manager to receive
program initiation requests from the remote
system, if the subsystem description contains a
communications entry for an APPC device.

A high-level language program, through the
QDMCOPEN module of common data
management, calls QSIOPEN to open a
communications file for |/O processing. QSIOPEN
calls QAPALCON to allocate a conversation to the
communications device. QAPALCON issues all
request |/Os necessary for conversation allocation.

request, to set up the access path control block
necessary to support the conversation, and to
return the session information to QSIOPEN.

After the file has been opened, the high-level
language program calls QSIPUT to evoke a remote
program. QSIPUT calls QAPEVOKE to format the
evoke request, and then calls QAPXMT to transmit
the evoke request.

The access path manager on the remote system
receives the evoke request, and returns it to the
subsystem monitor, which initiates the requested
program. The remote program opens a
communications file, allocates its end of the
conversation, and calls QSIGET to receive
information from the source program.

QSIGET calls QAPRCV to issue the receive
request, and then calls QAPWAIT to wait for the
completion of the receive. QAPWAIT calls
QAPDEQUE to wait for the completion of the
receive request 1/0.

The source program calls QSIPUT to send data to
the remote program. QSIPUT calls QAPSNDTA to
format the request to send application data.

When one of the transmit buffers becomes full,
QSIPUT calls QAPXMT to transmit data to the
remote program. QAPXMT uses double buffering
during write requests; one buffer is filled while the
other is transmitted. When both buffers are full,
QAPXMT calls QAPDEQUE to wait for the first
transmission to complete processing.

When data is received on the remote system, the
receive request |/0 completes, and QAPDEQUE
returns control to QAPWAIT. QAPWAIT returns
the data to QSIGET, along with information
describing the length of the data received, the type
of data, and the current state of the conversation.
QSIGET returns the data to the target program.

A program may send unexpected data when there
is no receive request pending. When this occurs,
the APPC station |/O manager sends an event to
the access path manager, and QAPUIEH is
invoked. QAPUIEH calls the APPC function
manager to receive the unsolicited data and
process it.

AP-2
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The high-level language program may issue a put
with invite request. When a put with invite request
is issued, QSIGET calls QAPRCV to issue a receive
request. When the APPC station |/O manager
receives enough data to satisfy the request, an
event is sent to the access path manager and
QAPIOCMP is invoked. QAPIOCMP calls the
APPC function manager to process the completion
of the receive request.

When one program is done communicating with
the other, it calls QSIPUT to detach the other
program. QSIPUT calls QAPDTACH to format the
detach request. QSIPUT then calls QAPXMT to
transmit the detach request. Once the detach
request has been transmitted, the programs can no
longer communicate with each other.

After a communications file has been processed,
the high-level language program calls QSICLOSE
to close the file. If any data remains in the output
buffer at this time, QSICLOSE calls QAPXMT to
transmit the data to the remote system.
QSICLOSE then calls QAPDLCON to terminate the
conversation.
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Figure AP-1. Access Path Manager Operation Overview
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3270/5250 Information Display System Verification

INTRODUCTION

The 5250 information display system verification
component of the CPF (control program facility) provides
test request support for the IBM display stations and
the IBM work station printers when they are attached to
the IBM System/38. The following test request
functions are provided:

» Display verification
» Printer verification
» Configuration data
« 5250 ERAP

- Link test

Menus are presented to a work station user to allow
selection of these tests. As the selected test is being
performed, displays showing test status or additional
test instructions are presented to the user. Tests are
invoked from the prime option menu, which is presented
to the user when the Test Request key is pressed. In
addition, the printer verification tests may also be
invoked by entering the Verify Printer (VFYPRT)
command.

GENERAL OVERVIEW
3270/5250 Information Display System Verification

Modules

The modules in this component are divided into six
categories:

« Router modules—control the component and
determine which test to select.

« Printer verification modules—control verification of the
printer.

« Display verification modules—control verification of the
display.

« ERAP modules—control error recording analysis
procedures.

» Link test modules—control link testing and conversion
of console data to 5250 data.

« Configuration modules—display the configuration data
of the requesting work station and other work
stations and controllers on the work station’s line or
work station controller.

The 3270/5250 information display system verification
component consists of the following modules:

Note: Modules identified by an arrow (-->) are entry
modules into the component. Indentation of a module
shows its dependency on a preceding module.

Router Modules

-->QARDRIVE-Test Request Driver: This module is
loaded when a test request event is processed. It
identifies the requesting terminal and opens a device
file for that terminal. QARDRIVE then calls
QAROPSEL. Upon completion of the requested tests,
QARDRIVE closes the device file and terminates the
process.

QAROPSEL-Test Selection Router: This module
determines if the requesting terminal is remote or
local and if there are any terminals associated with
it. It displays the prime option menu so that the
user can select a test.

3270/5250 Information Display Systemn Verification AR-1
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Printer Verification Modules Display Verification Modules

QARPSEL—Printer Selection: This module builds QARDISP-Display Test Selection Router: This
a list of printers on the same controller as the module displays the display verification menu to
requesting terminal. This list is displayed to the the user so that a function can be selected.

user so that a printer can be selected to verify.

QARPSTAT-Printer Test Selection and
Status: This module sends a menu to the
requesting terminal to allow the user to
choose how many times to print the test
pattern. It also displays completion and error
status messages.

QARPRNT-Printer Verification Control:
This module controls the printing of the
verification pattern.

QAR5256-5256 Print Command: This
module executes the print commands
common to the 5256 Printer.

QAR5219-5219 Print Command: This
module executes the print commands
common to all printers and unique to
the 5219 Printer.

QAR5225-5224 /5225 Print Command:
This module executes the print
commands unique to the 5224/5225
Printer.

QARKCHAR-Displayable Character:
This module displays a chart of all the
ideographic characters in the character
set for the ideographic display.

QAREVINP-Terminal Input Event
Handler: This module monitors input
from the terminal while the printer is
printing the pattern.

AR-2
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QARATTR-Display Attributes: This module
sends the display attributes pattern to the
Display. After the user selects an attribute to
be displayed, it is displayed on a portion of
the display.

QARCHAR-Displayable Character: This
module displays a chart of all of the
characters in the character set for this
device.

QARS2IGC-5553/5224-Model 12
5225-Model 11/5225 Model 12 Print
Command: This module executes print
commands unique to ideographic printers.

QARSPINP-Specified Input Fields: This
module displays several types of field
validation to the user. The user can then
check for invalid input.

QARFUNKY-Command Function Keys: This
module allows the user to test the Roll Up
and Roll Down function keys as well as the
command function keys.

QARCATTR-Color Display Attributes: This
module sends the color display attributes
pattern to the display. After the user selects
a color attribute to be displayed, it is
displayed on a portion of the display.

QARGMENU-Graphics Test Selection
Router: This module displays the graphics
verification menu so that the user can select
a test.

QARGDISP-Display Graphics: This
module displays five graphic patterns
designed to exercise the graphic
capabilities of the display.

QARGVDO-Video Device: This module
displays three patterns designed to be
used as an aid for calibration of the video
device.
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QARGPSEL-Graphics Plotter Verification Menu:
This module displays the graphics plotter
verification menu so that the user may select
either option 1 for the 7371 or option 2 for the
7372.

QARG7372—Plotter Graphics: This module
produces a test pattern on the IBM 7371
or 7372 corresponding to selection from
plotter verification menu.

QARGPRNT—Printer Graphics: This module
produces a test pattern on the graphics printer
to exercise the graphic printer functions.

ERAP Modules

QARERAP-Device Type Selection for Error
Statistics: This module displays the ERAP
option menu. It then allows the user to request
error history for a type of device (display,
printer, controller, or all devices).

QARDEVSL-ERAP Device Selection: This
module is used to select a device for which
error history information is desired.

QAROUTSL-Output Selection: This
module is used to select an output device
to which the error information is to be
sent.

QARERHST—Error History Table: This
module forces the logging of the
current data from the controller or work
station controller to the system error
log. This information (with the
information already in the log) and
controller {station) statistical data can’
then be retrieved.

Link Test Modules

QARLINK-Link Test Driver: This module
requests the concurrent service monitor to start
the link test service function.

QARCONVT-Console to 5250 Data
Conversion: This module converts data from
a format that can be displayed on the
console to a format that can be displayed on
an IBM 5250 Display.

QARWSCO-5250 to Console Data
Conversion: This module converts the format
of data received from an IBM 5250 Display
to a format that can be displayed on the
console.

Configuration Modules

QARCFIGR-Remote Configuration Data: This
module displays information that describes the
remote configuration environment of the
requesting terminal.

QARCFIGL-Local Configuration Data: This
module displays information that describes the
local configuration environment of the
requesting terminal.

3270/5250 Information Display System Verification AR-3
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5250 Overview and Relationship to Other
Components

Figure AR-1 and the following text describe the
operation of the 3270/5250 information display system
verification component and its relationship to other
components and processes.

n Pressing the Test Request key on a work station
causes a test request event to be signaled.

ﬂ The test request event handler runs in the system
arbiter process and notifies the appropriate
subsystem monitor process, which then creates a
job where QARDRIVE is the problem-state
program. This support is provided by the work
monitor component.

The six options that can be selected from the
prime option menu are:

C Terminate job

1 Display verification

2 Printer verification (only if a printer is
attached to the same controller as the
invoking terminal)

3 Configuration data

4 ERAP

5 Link test (only available from a remote
work station)

n The router modules control the operation of the
5250 information display system component and
select the proper group of modules to use for the
test specified from the prime option menu.

This document contains restricted materials of IBM. LY21-0571-6

o If option 1 is selected, the display verification
modules are used to present the display
verification menu. Those modules then
process any options selected from that menu
and present to the user any displays
associated with the options.

0 If option 2 is selected, the printer verification
modaules are used to present the printer
selection display so that a printer can be
selected for testing. Those modules then
process the request and present any displays
associated with the test. (This is only
available if there is a printer available with
the station.)

e If option 3 is selected, the configuration
modules are used to present the
configuration data displays, either local
station or remote station, depending on the
type of station that initiated the request.

Q If option 4 is selected, the ERAP (error
recording analysis procedure} modules are
used to present error statistic displays to the
user.

G If option 5 is selected, the link test modules
are used to invoke the host SDLC link test
program. (This is only available from a
remote station.)

If option C is selected from the prime option
menu, the job is terminated.

In addition to option 2 (see n 0), entry of the
Verify Printer (VFYPRT) command uses the printer
verification modules to print the test pattern.
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Figure AR-1. 3270/5250 Information Display System Verification Overview and Relationship to Other Components

3270/5250 Information Display System Verification
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C

INTRODUCTION

The BSC (binary synchronous communications)
component of CPF (control program facility) provides
applications written in RPG Ill, PL/1, and COBOL a way
to transmit data between System/38 and the following
IBM systems and devices:

System/Device Operating With

Series 1 RPS, EDX

System/32 RPG Il BSC

System/34 RPG Il BSC, ICF BSC

System/3 RPG I
Telecommunications
Support, BSCA
ML/MP Feature, CCP

System/38 RPG Ill, COBOL

System /370 DOS/VS BTAM,
0S/VS1
BTAM /TCAM,
0S/VS2
BTAM/TCAM

5280 DE.RPG, COBOL

5110/5120 APL, BASIC

3741 Model 2

5230 Model 2

5260

0S/6

6670

5520

3777, 3776

The application program uses DDS (data description
specifications) to describe the BSC files that are used to
communicate between a System/38 and any of the
above. Communication is supported on point-to-point
switched lines, point-to-point nonswitched lines, and
multipoint tributary lines. System /38 performs first level
error recovery if there are communication line errors.

Binary Synchronous Communications

The following data management functions are supported
by the BSC component:

« Open a BSC file

« Acquire a BSC device

« Put data to a BSC file

« Accept input from a BSC device
« Get data from a BSC file

« Release a BSC device

« Close a BSC file

« Provide error messages and exceptions

GENERAL OVERVIEW

Binary Synchronous Communications Modules
The BSC component consists of the following modules:

Note: An arrow (-->) identifies a module as being an
entry into the component. Indentation of a module
shows its dependency on a previous module.

-->QBSINASP-Initialize LUD-Associated Space: This
module initializes the BSC device-dependent portion
of the LUD-associated space. It runs under the
device configuration component as part of the vary
device (VRYDEV *ON) process. This module does not
change any lock states, or signal or receive any
events. It does not receive or send any messages.

Binary Synchronous Communications BS-1
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-->QBSOPEN-Function Manager BSC Open: This

module completes the path for nonswitched lines

between common data management open and the

BSC IOM for sending or receiving data over a BSC

communication line. It also prepares the path and

completes it up to the point of making the actual line

connection for switched lines. This module performs

the following functions:

— Determines that the device and the ODP (open
data path) are available

— Ensures that the device is usable and not in
service mode

— Expands the ODP, if necessary

— Initializes the variables in the work area

— Initializes the pointers in the UFCB (user file
control block) to the user's buffer

— Calculates and stores, within the function manager
work area, addressability to structures and objects
required in the function manager

— Performs compatibility checks on various
user-specified parameters

— Creates a 23 K object to contain seven request
blocks with two source/sink data areas

— Activates the device for a nonswitched line

— Enables the REQIO complete event monitor if the
INVITE keyword is defined in the device file

>QBSPUT-BSC Put: This module is used to pass

data, one record at a time, from the user to a buffer.

When the buffer is full, it is sent one record at a

time, to the BSC IOM for transmission across a line.

This module performs the following functions:

— Checks the connection FSM (finite state machine)
to determine if a line connection needs to be made
and calls QBSFSTIO to make the connection if
required

— Calls QBSBID to complete a bid to transmit data

— Obtains the record format for the put and obtains
the keywords selected on the put

— Uses the separate indicator area if specified in the
device file

— Moves the user’s data and appropriate BSC
control characters to the source/sink data areas in
the request block

— lIssues request blocks, one request block at a time,
to the BSC IOM

— Utilizes two request blocks (double buffers) to
optimize overlapped processing

— Dequeues and reuses request blocks as long as
the user continues issuing puts

BS-2
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— Calls QBSPUTCP to issue the last request block
and EOT (end-of-transmission) to BSC IOM and
sets the connection FSM to contention

— Calls QBSGET, via the INVITE keyword or put or
get function, to prepare for receipt of data

>QBSGET-BSC Get: This module is used to receive

data from the BSC IOM. It then passes the data, one

record at a time, to the user. This module performs
the following functions:

— Checks the connection FSM to determine if a line
connection needs to be made and calls QBSFSTIO
to make the connection if required

— Calls QBSBID to complete a bid to receive data

— Sends receive request 1/0s to the BSC IOM

— Utilizes two request blocks (double buffers) to
optimize overlapped processing

— Dequeues the next request block when data from
a previous request block has been exhausted

— Finds the record format that it is to use to process
the received data, via record ID processing, a
default format, or user-defined format

— Sets response indicators as specified by the record
format

— Uses the separate indicator area if specified in the
device file

— Moves the received data to the user’s input buffer
and updates the 1/0 feedback area

— Receives an EOT and sets the connection FSM to
contention

>QBSFSTIO-First 1/0: This module is used to
interface via the CPF LUD-opened event with the
switched lines component to establish a switched line
connection. The connection is made on the first put
or get operation after an open.

>QBSBID-Bid for Line: This module sets the line
connection of the FSM to put or get. All outstanding
put and get request blocks are dequeued. It also
issues a request | /0 for a bid and dequeues the bid
feedback record. I|f an error occurs in the feedback
record, this module calls QBSERP.

>QBSPUTCP-Put Complete: This module is used to
issue the last request block (with proper ending and
EOT) and to dequeue all outstanding put request
blocks.

©Copyright IBM Corp. 1980, 1981, 1982, 1983, 1984, 1985
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-->QBSCLOSE-Function Manager BSC Close: This
module 1s used to complete the |/0O if required, by
calling QBSPUTCP, and to clean up the system

L objects so that the BSC device can be reused. It
closes a BSC file or releases a BSC device.

-->QBSERP—Error Handler: This module is used for all
error handling within the BSC component. QBSERP
provides all of the error messages and exceptions
between the user or user programs for the BSC
component. When necessary, it does a request |/0
{continue) for the 1/0 modules. It also handles the
setting of certain areas in the ODP, function manager
work areas and LUD-associated space when
appropriate. These areas are:

- Device unusable flag

— File in error-set by QDMERRHP, which is called by
QBSERP

— Major-minor code for exceptions

— State of BSC FSM

-->QBSASYNC-BSC Asynchronous Input Request 1/0
Handler: This module receives control when a bid or
data request |/0O event completes. After dequeing
the request block, QBSASYNC signals the data
available event. Data management calls QBSGET to
process the data.

\, Binary Synchronous Communications Overview

Figure BS-1 and the following text describe the
operation of the BSC function manager.

n QBSINASP is called by the device configuration
component and 1s part of the vary on process.
QBSINASP initializes the device-dependent portion
of the LUD-associated space and passes control
back to the device configuration component.

n A high-level language program, through the
QDMCOPEN module of common data
management, calls QBSOPEN to complete the
opening of a BSC or mixed device file.

QBSOPEN s also called by common data

management to perform subsequent acquires of a
program device.

C
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o An argument list is passed that contains a
pointer to the UFCB (user file control block)
and an index into the device name list for the
device-dependent open.

O The message handler is called to signal
exceptions to the user.

After the file has been opened, information can be
passed by the user to the BIOM (BSC I/0
manager) or to the MIOM {MRJE I/O manager) by
calling QBSPUT.

o An argument list 1s passed that contains a
pointer to the UFCB, a pointer to the option
list, and a pointer to the control list. The
option list is not used by the BSC
component. The control list indicates which
record format in the device file should be
used for this request.

QBSPUT checks the connection FSM to determine
if a line connection needs to be made. If a
connection does not exist, QBSPUT calls
QBSFSTIO to establish a connection. QBSFSTIO
sets the connection FSM to a contention state.
QBSPUT then calls QBSBID to complete a bid to
transmit data.

When one of the put buffers becomes full, or a
special function is requested through the use of
communications file keywords, QBSPUT issues a
request 1/0 to the BIOM or to the MIOM to send
data to the remote station. QBSPUT calls
QBSPUTCP to issue the final request 1/0 of the
session when the application requests via a file
keyword.

QBSPUT uses double buffering during put
requests; one buffer is being filled while the other

is being transmitted.

o The message handler is called to signal
exceptions to the user.

Binary Synchronous Communications BS-3



After the file has been opened, information can be
received from the BIOM or from the MIOM by
calling QBSGET.

O an argument list is passed that contains a
pointer to the UFCB, a pointer to the option
list, and a pointer to the control list. The
option list is not used by the BSC
component. The control list indicates which
record formats in the device file should be
used for this request.

QBSGET checks the connection FSM to determine
if a line connection needs to be made. If a
connection does not exist, QBSGET calls
QBSFSTIO to establish a connection. QBSFSTIO
sets the connection FSM to a contention state.
QBSGET then calls QBSBID to complete a bid to
receive data. When the bid is complete, QBSGET
sends two receive request |/Os to the BIOM or to
the MIOM. QBSGET checks for any input data not
already deblocked from a previously received
request | /O before dequeuing the next RB.
QBSGET receives the data and passes it to the
user's input buffer.

QBSGET calls QBSPUTCP when the user issues a
get following a put, and the FSM indicates a put
state.

QBSGET uses double buffering during get
requests; one buffer is being emptied while the
other is being received.

o The message handler is called to signal
exceptions to the user.

This document contains restricted materials of IBM. LY21-0571-6

After a BSC file has been processed, QDMCLOSE
calls QBSCLOSE to close the file.

o An argument list is passed that contains a
pointer to the ODP control block, an index
into the ODP device name list, and the type
of close to perform. A temporary close is
invalid for BSC. If a temporary clése is
encountered, an exception will be signaled.

If QBSCLOSE is processing a permanent close or
a nonreclaim TCLOSE (normal) and the
file-in-error bit is not set and the FSM indicates
put state, QBSCLOSE calls QBSPUTCP to transmit
any data remaining in the buffers and sends a
normal EOT.

o The message handler is called to signal
exceptions to the user.

When a put with invite request is specified, and
the INVITE keyword is defined in the device file,
the completion of a request I/0 causes
QBSASYNC to execute. QBSASYNC dequeues a
request block and signals the data available event.
If an accept input to the BSC device is issued,
data management calls QBSGET to process the
records in the block.
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or

MRJE 1/0
Manager

Machine Interface

Machine Services
Control Point
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Figure BS-1. BSC Function Manager Operation Overview
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C

INTRODUCTION

The command analyzer component of the CPF (control
program facility) processes all commands. Command
processing consists of parsing the command, validity
checking, transferring control to a command processing
program or to an application program, and returning to
the caller of command analyzer.

The command analyzer uses information contained in a
CDO (command definition object), which is created by
the command definition component, to perform validity
checking and to determine the format of parameters to
be passed to application programs or command
processing programs. The CDO contains a description
of the command, the name of any user-defined validity
check program, and the name of the command
processing programs that processes the command. Each
command has its own unique CDO.

Validity Checking

Validity checking ensures that the required parameters
for a command are entered and that any values
specified are allowable values. If a command does not
meet its validity checking requirements, a message is
sent to the user describing the errors. The command
can then be corrected and reentered.

Validity checking standards for a single keyword allow
for:

« Values to be restricted to a list or range of values

« Transformation (mapping) of an input value to
another value

« Values that meet the syntax requirements for NAME,
DATE, TIME, NUMERIC, GENERIC-NAME, and so
forth

Validity checking can be used to test the relationship of
multiple keywords by:

« The existence of a keyword
« Comparing a keyword value to

— Another keyword
— A constant

Command Analyzer

The user can also define validity checking programs to
supplement the validity checking of the command
analyzer.

Parsing a Command

Parsing a command consists of taking the command and
converting it into a format that can be used by the
application program or command processing program.

The command analyzer receives a work area from the
caller that contains the length of the command string
and the command string itself. The command string is
processed and a token list is created from it.

Length of
Command

End of Cmd ID

T
} Command String
|

Example of Work Area

The token list is a list of elements, with each element
containing information about a part of the command
(command name, keyword, keyword value, qualified
name, list, number of list elements, and length). A token
list element consists of three parts:

« Attribute byte: defines the command part (token)
being described

« Length: defines the length of the keyword value or
list of keyword values

« Value of the keyword or number of list elements if
the attribute byte defines a list of keyword values

The token list is then processed and, using information
contained in the CDO, a positional list is created.

T
|

Length 'Value or Number of
List Elements

Attribute

Command Analyzer CA-1
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The positional list contains elements that further
describe the keyword values. Each element contains the
following information:

» Four bytes of attribute information

« A link to the next element

« A displacement value into the CDO that locates the

information about the keyword value

« A displacement value into the work area where the
converted value will be placed

« The length of the value data or the displacement to
the first element if the value is a list of values

« The value data itself or the number of elements if the
value is a list of values

Link to next element (O when last element for a parameter)

If the command is to be processed, an argument list
containing a pointer to each of the converted data
values in the work area is passed to the application
program or command processing program. |f the
command is to be processed at a later time, the
positional list is passed back to the caller.

Figure CA-1 shows an overview of command

processing.

CA-2
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Command Processing

CA-4

The command analyzer is called, with a pointer to
the positional list passed as an argument. Within
the positional list is a pointer to a work area. The
work area contains the command string.

QCAPARSE locates the command in the work area
and creates a token list from the various
parameters of the command. The command
parameters can be entered in both positional and
keyword formats on a single command (each
parameter can be specified only once). The
parameter values can be simple scalars, qualified
names, or lists of values (not necessarily in the
order required by the CDO). If a parameter is
entered in keyword format, the parameter value is
associated with the keyword name for use by
QCAPOS.

QCARULE finds the command name in the token
list and locates the CDO for this command. It also
validates the command environment and mode.

QCAPQOS reads the token list and creates a
positional list that will contain the keyword values
and defaults as specified by the CDO. Defaults are
provided by the CDO for unspecified optional
parameters. A vector table containing
displacement values is built into the positional list
to provide ordering of the parameters as specified
in the CDO.

QCAFLD validity checks the parameter values
(scalar value checks, interparameter checks, and
user-defined validity checks) as specified in the
CDO. The converted data values are then placed
in the work area.

If specified in the CDO, the user-defined validity
check program is called to perform extended
validity checking.

If the command is not to be executed immediately,
the command analyzer returns to the caller with
the positional list.

If the command is to be executed immediately, the
command analyzer transfers control to the proper
command processing program passing an
argument list that contains pointers to the
converted data values.

This document contains restricted materials of IBM. LY21-0571-6

GENERAL OVERVIEW

Some CPF components use the command analyzer only
to parse and validity check commands. The parsed and
validity checked form of the command is placed in a
positional list. The positional list is then passed back to
the caller to be used when the command is executed at
a later time. Components that use the command
analyzer only to parse and validity check commands are:

+ CL compiler (as the commands are being compiled)
« Command definition
« Spooling (for job commands)

« Prompter {for partial commands as they are entered
from the console or work station)

Some system functions and programs use the command
analyzer to parse, validity check, and immediately
execute commands. These are:

« Interpretive CL processor

« CL programs (to validity check and then execute the
commands)

« Prompter (to execute a command after it is
completely entered and processed)

« High-level language programs (to process commands
using the QCAEXEC interface); (see Command
Analyzer Modules for a description of the QCAEXEC
module functions.)

« Source entry utility {for validity checking only)

Two interfaces are provided to the command analyzer.
The QCAEXEC interface is used by all high-level
language programs. The parameters passed to
QCAEXEC, as seen from a high-level language
program, are:

« A command string to be processed

« A packed (15, 5) numeric value that specifies the
length of the command string

QCADRYV is the interface for the other CPF components.
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Command Analyzer Modules

The command analyzer component consists of the
following modules:

Note: An arrow (-->) identifies a module as being an
entry module into the component. Indentation of a
module shows its dependency on a previous module.

-->QCADRV-Command Analyzer Driver: This module
provides the interface between other CPF
components and the command analyzer. It controls
the module flow during the command analysis
process.

QCAPARSE-Command String Parser: This module
scans the command string and creates a token list
containing the keyword values.

QCAPRBLD—-Parser Table Build Routine: This
module builds the parser tables needed by
QCAPARSE.

QCARULE-Locate Command Definition Object:
This module establishes addressability to the CDO
and validates the command environment and
command mode.

QCAPQOS-Create Positional List: This module
creates a positional form (positional list} of the
command and adds defaults, as specified in the
CDO, if necessary.

QCAFSCAN-Scan Character Variable: This
module scans the contents of character
variables used on CL commands, classifies its
token type, and builds a token list element.

QCAFLD—-Parameter Validation and Conversion:
This module uses information in the CDO to
convert and validate individual field data.

QCAFEXPR—Process Expression: This module
processes and validates control language
expressions.

QCAFBIF-Process Built-in Function: This
module processes and validates built-in
functions.

QCABIFV-Built-in Function Validity Checker:
This module validity checks the number and
value of built-in function arguments.

QCAFCMD-Process-Embedded Commands:
This module processes embedded commands
on TYPE (*CMD) parameters.

QCAIFLD—-Perform Interparameter Checks: This
module performs validity checking used to test the
relationship between keywords.

QCACALL-Interpretive Call Processing: This
module invokes an application program when a call
is encountered.

QCATRS—Create Argument List and Invoke
Command Processing Program: This module
invokes user-defined validity check programs and
command processing programs.

-->QCAEXEC-High-Level Language Interface to
Command Execution: This module provides the
interface between a high-level language program and
the command analyzer. It converts commands in a
high-level language program into a form that can be
used by the QCADRYV interface. QCAEXEC moves
the command and command length into the work
area and passes this information to QCADRV.
QCADRYV then processes the command.

The following module is used by most of the command
analyzer modules:

QCAXTND—-Extend Command Analyzer Space Objects:
This module extends the space of a command analyzer
positional list or work area if additional space is needed.

Command Analyzer Overview

Figure CA-2 shows the components and functions that
use the command analyzer and the components and
functions used by the command analyzer to perform its
tasks. Following Figure CA-2 are other figures that
show specific component relationships to provide
command analyzer functions; with each figure is a
description of the relationship.

Command Analyzer CA-5

This document contains restricted materials of IBM. LY21-0571-6

©Copyright IBM Corp. 1980, 1981, 1982, 1983, 1984, 1985



Validity
Check,
Parse, and
Execute

Figure CA-2. Command Analyzer Overview

Components and
Functions Using
Command Analyzer

Spooling

CL
Compiler

Command
Definition

Screen Design Aid

Source
Entry
Utility

Components and
Functions Used By
Command Analyzer

Prompter

Command
Processing
Program

Command

Prompter

High-Level
Language
Programs

CL Programs

Subsystem
Controller

Batch
Subsystem
Controller

Interactive
Subsystem
Controller

Analyzer

Application
Program

This document contains restricted materials of IBM. LY21-0571-6

User-Defined
Validity Check
Program

Message
Handler

Work
Control

©Copyright IBM Corp. 1980, 1981, 1982, 1983, 1984, 1985

9



Command Analyzer as Used by Spooling, CL -
Compiler, Prompter, Command Definition, and the Spooling .
Source Entry Utility CL Compiler
/ Prompter
n A command is read by one of the components Command Defm!t.ion
shown in Figure CA-3, and the command analyzer Positional Source Entry Utility
is invoked to parse and validity check the

. List
command. The component using command B \

analyzer moves the command string and its length n
to the work area. An argument list containing a
pointer to the positional list space is passed. The Work Argument
positional list contains a pointer to the work area, Area List

the option bytes, and the return value. The work

area contains the command string and the length
of the command string.

Command

n Command analyzer, using information in the CDO,
Analyzer

validity checks the command.

If specified in the CDO, the user-defined validity n
check program is called to perform extended
validity checking.

N Command
Bl cControl is returned to the caller. A positional list Definition B

and work area containing the parsed command Object
and assigned default values are passed back at the
completion of parsing and validity checking.

User-Defined
Validity Check
Program

Figure CA-3. Command Analyzer as Used by Spooling, CL
Compiler, Prompter, Command Definition,
and the Source Entry Utility
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Command Analyzer as Used by a CL Program

Figure CA-4 and the following text describe how the
command analyzer is used by a CL program.

n The CL program assigns values to the symbolic
variables and invokes the command analyzer. A
token list, which resides in the associated space of
the CL program, is passed.

n The command analyzer, using information in the
CDO, validity checks the parameters and performs
interparameter checks in the command.

5 e 1

CL Program

Associated Space

Token
List

Command
Processing
Program

Argument
List

Command
Definition
Object

CL Program

Command
Analyzer

If specified in the CDO, the user-defined validity
check program is called to perform extended
validity checking.

The command analyzer transfers control to the
proper command processing program. An
argument list containing pointers to the converted
data values in the work area is passed.

If an error is detected during the command
analysis process, an exception is signaled and
control is passed back to the CL program.

The command processing program returns control
to the CL program.

Argument
List

User-Defined
Validity Check
Program

Figure CA-4. Command Analyzer as Used by a CL Program
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Command Analyzer as Used by a CL Program with B cControl is returned to the prompter if an error is
Prompting detected and an exception is signaled during

command validation, or to enter additional

Figure CA-5 and the following text describe how the command data.
command analyzer is used by a CL program with
prompting. H and B are repeated until the command is

completely entered and properly validity checked.
n The CL program invokes the command analyzer. A

token list, which resides in the associated space of If specified in the CDO, the user-defined validity
the CL program, is passed. check program is called to perform extended

validity checking.
n A positional list and work area are built, and

control is transferred to the prompter, passing this B cControl is transferred to the proper command
positional list and work area. processing program, passing an argument list
containing pointers to the converted data values in
The prompter calls the command analyzer to the work area.
validity check the command being entered and to
execute the command if it meets the validity check The command processing program returns control
requirements. to the CL program.
C!. Program — —CL?OE; m— —
with | Associ |
Prompting ssociated Space |
I Token l
B : List |
|
_____ _I
Positional
Comma.nd Command List
Processing Analyzer Work
Program ﬂ B Area

Argument

Prompter
List

User-Defined
Validity Check
Program

Figure CA-5. Command Analyzer as Used by a CL Program with Prompting
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Command Analyzer as Used by the Subsystem
Controller without Prompting

Figure CA-6 and the following text describe how the
command analyzer is used by the subsystem controller
without prompting.

The subsystem controller receives a command and
calls the command analyzer. An argument list
containing a pointer to the positional list space is
passed. The positional list contains a pointer to
the work area, the option bytes, and the return
level. The work area contains the command string
and the length of the command string.

The command analyzer, using information in the
CDO, validity checks the command.

If specified in the CDO, the user-defined validity
check program is called to perform extended
validity checking.

Control is transferred to the proper command
processing program. An argument list is passed
that contains pointers to the converted data values
in the work area.

Control is returned to the subsystem controller if a
null command is found, or an error is detected and
an exception is signaled.

Control is returned to the subsystem controller
after completion of the application program or
command processing program.

ﬂ Subsystem
Controller
without
Prompting
Argument
Command B B List
Processing
Program n
\
E Command
Argument Command Definition
List Analyzer Object

User-Defined
Validity Check
Program

Figure CA-6. Command Analyzer as Used by the Subsystem Controller without Prompting
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C

Command Analyzer as Used by a High-Level
Language Program

Figure CA-7 and the following text describe how the
command analyzer is used by a high-level language n
program.

n A compiled high-level language program invokes
the command analyzer by calling the high-level
language interface, QCAEXEC. An argument list is
passed that contains the command string and its
length. QCAEXEC. creates space for a work area
and a positional list and moves the command
string and its length into the work area. 6 |

ﬂ QCAEXEC calls QCADRYV, passing the work area
and positional list. QCADRV and other command
analyzer modules, using information in the CDO,
validity check and analyze the command, complete
the positional list, and convert the data values in
the work area.

High-Level
Language
Program

If specified in the CDO, the user-defined validity
check program is called to perform extended
validity checking.

Control is transferred and an argument list
containing pointers to the converted data in the
work area is passed to the proper command
processing program.

Control is returned to QCAEXEC if a null command
or an error is detected and an exception is
signaled.

Control is returned to QCAEXEC after completion
of the application program or command processing
program.

QCAEXEC returns control to the high-level
language program.

Argument
List

QCAEXEC
High-Level
Language

Interface

Positional List

Work Area

Argument List

Figure CA-7. Command Analyzer as Used by a High-Level Language
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Command Analyzer as Used by the Subsystem
Controller with Prompting

Figure CA-8 and the following text describe how the
command analyzer is used by the subsystem controller
with prompting.

The subsystem controller receives a command and
calls the command analyzer, passing a positional
list space that contains a pointer to a work area.
The work area contains the command character
string and length of character string.

The command analyzer, using information
contained in the CDO, validity checks the
command.

If the command is not valid, the positional list is
not built, an exception is signaled, and control is
returned to the subsystem controller.

If the command is valid, a positional list is built
containing an entry for the command name.
Control is transferred to the prompter passing the
positional list and work area. Only scalar validity
checking is performed; no interparameter checks
or user-defined validity checking has occurred.
The prompter will prompt for missing keywords,
values, or entry errors.

CA-12
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The prompter calls the command analyzer with
prompted data in the positional list. The command
analyzer validity checks the individual scalar values
and performs interparameter checks as requested
by the prompter. Errors are returned to the
prompter.

n and H are repeated until the command is
completely entered and properly validity checked.

Interparameter checks are performed and, if
specified in the CDO, the user-defined validity
check program is called to perform extended
validity checking.

If the command analyzer was called to only validity
check the command, as in the case of entering
command parameters one at a time, or an error
was found in the command, control is returned to
the prompter.

If the command analyzer was called to execute the
command and no errors were found, control is
transferred to the proper command processing
program. An argument list containing pointers to
the converted data values in the work area is
passed.

The command processing program returns control
to the subsystem controller.
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Figure CA-8. Command Analyzer as Used by the Subsystem Controller with Prompting
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INTRODUCTION

The command definition component of the CPF (control
program facility) provides command processing
programs for the following CL {control language)
commands:

« Create Command (CRTCMD)

Change Command (CHGCMD)
« Display Command (DSPCMD)
« Delete Command (DLTCMD)

Note: The command definition component owns the
command syntax, but the librarian component supplies
the command processing program for the Delete
Command command, the generic delete module
QLIDLOBJ.

Using these commands, along with their associated
command definition source statements, users can create,
change, display, or delete their own commands. This is
accomplished by creating, changing, displaying, or
deleting the CDO (command definition object) of the
specified command.

Command Definition Source Statements

The command definition source statements and their
functions are as follows:

« Command statement—-CMD: This statement defines
the prompt text to be associated with the command
being defined. There must be one and only one CMD
statement in the source file referred to by the Create
Command command.

« Parameter statement—PARM: This statement defines
the attributes of command parameters. The order of
the PARM statements in the source file specifies the
order in which the parameters are passed to the CPP
and validity check routine. At least one PARM
statement must precede all element, qualifier, or
dependent statements. There can be a maximum of
75 PARM statements associated with a command.

Command Definition

Element statement—ELEM: This statement defines the
attributes of elements in a list. If a command
parameter consists of a list of elements that are of a
different type, each element in the list must be
described by an element statement.

Qualifier statement—QUAL: This statement defines
qualified names. If a parameter or list element is a
qualified name, that qualified name must be
described by QUAL statements.

Dependent statement—DEP: This statement defines
which parameters are dependent on each other. The
presence or absence of a parameter and the value of
a parameter determine dependency.

Command Definition CD-1
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Command Definition Objects

Each command has its own unique CDO (command
definition object). The CDO contains information about
the command. Figure CD-1 shows the contents of a
CDO.

n The description of the parameters is in the form of
a binary tree (see Figure CD-2, which follows).
There is a node for each PARM (parameter), ELEM
{element), and QUAL (qualifier) statement. The
parameters are linked together in order;
specifically:

« Parameters are linked together in the order they
were specified in the CDS (command definition

source) statement.

- A PARM node may specify a link to a QUAL
or ELEM

+ An ELEM node may specify a link to a QUAL

Example:

Command definition statements:

PARM TYPE (E1)
PARM TYPE (*CHAR)
PARM TYPE (E2)

List of two elements
Scalar
List of three elements

E1: ELEM TYPE (*INT2) List element
ELEM TYPE (*INT2) List element
E2: ELEM TYPE (*CHAR) List element
ELEM TYPE (Q1) List element qualified
name of three
qualifiers
ELEM TYPE (*CHAR) List element
Q1: QUAL TYPE (*NAME) Qualifier
QUAL TYPE (*NAME)  Qualifier
QUAL TYPE (*NAME)  Qualifier

CD-2

or ELEM
+ ELEMs of alist are linked together
» QUALs of a qualified name are linked together

» A QUAL may not specify a link to another
QUAL or ELEM at a lower level. For example:

QUAL TYPE(Q1)
Q1 : QUAL

There is also a linked list in which each node in
the list represents interparameter dependencies.

Each of the nodes in the binary tree and linked list
have displacements to converted data that is used
to describe each parameter.

Each node in the binary tree has a displacement to
the prompt information associated with that node.
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