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About This Book 

This book provides an overview of the AIX* SystemView* NetView*/SOOO 
(AIX NetView/SOOO) host connection and contains instructions on how to 
implement and maintain the connection between the host and the AIX 
NetView/SOOO program. Through the connection, the NetView program, 
and optionally the NETCENTER program, can use the facilities of the 
AIX NetView/SOOO program in managing SNMP devices. 

Who Should Use This Book 
Anyone responsible for using and implementing the AIX System View 
NetView/SOOO host connection should read this book. The intended 
audience is system administrators. The reader is presumed to have an 
understanding of the NetView, NETCENTER, and AIX NetView/SOOO pro­
grams, the AIX Operating System, and the Systems Network Architecture 
(SNA) and TCP/IP networking environments. 

How to Use This Book 
This book explains the steps involved in setting up, testing, and using the 
AIX NetView/SOOO host connection. Use this book as a procedural guide 
or as a reference. 

This document contains four chapters and two appendixes. 

• Chapter 1, "Understanding the Host Connection" on page 1 provides 
a general overview of the connection. 

• Chapter 2, "Establishing and Maintaining the Host Connection" on 
page 7 provides a detailed description of the process involved in the 
connection. 

• Chapter 3, "Working with the Host Program" on page 35 describes 
considerations in working with the NetView program. 

• Chapter 4, "Using the Host Connection" on page 41 provides exam­
ples of how the connection is used. 

• Appendix A, "Reference Information" on page 47 lists the options for 
the daemons involved in the connection. 

• Appendix B, "Subvectors Included in SNA MS Major Vectors" on 
page 49 lists the subvectors that are included in the SNA Major 
Vectors 
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Highlighting and Operation Naming Conventions 
The following highlighting conventions are used in this book with the 
noted exceptions: 

Bold 

Italics 

Monospace 

Identifies commands and shell script paths (except 
in reference information), default values, user 
selections, daemon paths (on first occurrence), 
and flags (in parameter lists). 

Identifies parameters whose actual names or 
values are to be supplied by the user, and terms 
that are defined in the following text. 

Identifies subjects of examples, messages in text, 
examples of portions of program code, examples 
of text you might see displayed, information you 
should actually type, and examples used as 
teaching aids. 

The AIX NetView/SOOO operation naming convention used in this book 
shows the location of the operation in relation to the menu bar or context 
menu. The naming convention follows the format shown in this example: 

Options .. Event Configuration .. Trap-to-Alert Filter Control: SNMP .•. 

In this example, Options is a menu bar or context menu option, Event 
Configuration is an operation available from the Options submenu, 
Trap-to-Alert Filter Control is a second submenu, and SNMP is a 
function that is available when you click on Event Configuration. 

Some operations require you to make selections from several layers of 
submenus before reaching the submenu containing the operation. 

Terms and Abbreviations 
The term host program refers to the program, the NetView and 
optionally, the NETCENTER program, residing on the host 390 portion of 
the connection. 

Where to Find More Information 

The Bibliography describes publications that can be helpful when using 
the AIX NetView/SOOO program. The Internet Request for Comments 
(RFC) documents listed are shipped on the AIX NetView/SOOO program 
installation media and are installed in the lusr/OV/doc directory. 

The following list contains the names and order numbers of the publica­
tions in the AIX NetView/SOOO Version 2 library: 
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Diagnosis 

AIX System View NetViewl6000 Problem Determination, SC31-7021 

General Information 

AIX System View NetViewl6000 Concepts: A General Information Manual, 
GC31-6179 

Installation and Configuration 

AIX System View NetViewl6000 Installation and Configuration, 
SC31-7020 

Usage and Administration 

AIX System View NetViewl6000 User's Guide, SC31-7024 
AIX System View NetViewl6000 and the Host Connection, SC31-6178 

Programming 

AIX System View NetViewl6000 Programmer's Reference, SC31-7023 
AIX System View NetViewl6000 Programmer's Guide, SC31-7022 
AIX System View NetViewl6000 Application Design and Style Guide, 
SC31-7019 

Online Information 
The information in these books is also available online through the 
InfoExplorer* program. 

Related Sources of Information 
The following sources provide specific information that is not documented 
in the AIX SystemView NetView/6000 Version 2 library: 

• The lusr/lpp/nv6000/README file provides additional information 
about the AIX NetView/6000 program. 

• The online help facility provides task, dialog box, operation, and 
graphical interface information to help you use this program. 

• For more information about Simple Network Management Protocol 
(SNMP), Transmission Control Protocol/internet Protocol (TCP/IP), 
and general network basics, the following list is recommended 
reading: . 

Rose, Marshall T. The Simple Book: An Introduction to Manage­
ment of TCPIIP-based Internets. Englewood Cliffs, NJ: Prentice­
Hall, 1989 (ISBN 0-13-812611-9) 
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Comer, Douglas. Internetworking with TCPIIP: Principles, Proto­
cols, and Architecture, Volume 1. New York, NY: Prentice-Hall, 
1991. (ISBN 0-13-468505-9) 

Black, Uyless. Network Management Standards. The 051, 
SNMP, and CMOL Protocols. New York, NY: McGraw-Hili, 1992. 
(ISBN 0-07-005554-8) 



Chapter 1. Understanding the Host Connection 

Using the AIX NetView Service Point program in conjunction with the AIX 
System View NetView/SOOO (AIX NetView/SOOO) and the NetView pro­
grams, you can cooperatively manage both SNA networks and TCP/IP 
networks. As an option, you can use the NETCENTER program to 
graphically present and manage your IP-addressable devices. The AIX 
NetView Service Point program acts as a bridge between the AIX 
NetView/SOOO program and the host enabling the NetView or the 
NETCENTER program to use the facilities of the AIX NetView/SOOO 
program in managing SNMP devices. 

This chapter gives an overview of the connection between the AIX 
NetView/SOOO and the NetView and NETCENTER environments. It 
explains how the AIX NetView Service Point and the AIX NetView/SOOO 
programs combine to enable the NetView and NETCENTER programs to 
react to events in a TCP/IP environment. This chapter also explains how 
the AIX NetView/SOOO program transfers information between a TCP/IP 
environment and a Systems Network Architecture (SNA) environment. 

What Are the Software Requirements? 

To use the host connection, you need the following software programs: 

• NetView Version 1 Release 3 or above 

- (Version 1 Release 2 or above for VSE) 

• AIX NetView/SOOO Version 2 Release 1 

• AIX NetView Service Point Version 1 Release 2 

• SNA Services/SOOO Version 1 Release 2 

• NETCENTER Version 1 (optional) 

- See NETCENTER Service Point Interface Operation, Installation 
and Reference for a list of the hardware and software require­
ments. 

What Are the Uses of the Host Connection? 

One use of the host connection is to inform the host program of certain 
events in a TCP/IP network by converting selected traps into alerts and 
forwarding them to the host program. The host program can respond to 
the alert by returning a RUNCMD command that contains an appropriate 
response to the event. 

The host connection also enables the NetView, and optionally, the 
NETCENTER operator to issue a command for execution in the SNMP 
environment. The command will be enclosed in a RUNCMD and sent to 

© Copyright IBM Corp. 1992, 1993 1 



the SNMP environment for execution. The results will then be returned 
to the host program in another RUNCMD. 

Use the SMIT Set Options for Host Connection Daemons to specify 
whether you will be connecting to the NETCENTER program. This 
process is illustrated in Figure 1. 

Fi Itered Alerts 
----+I tralertd 

database 

RUNCMD request 

RUNCMD response 
NV390.log 

Figure 1. Principal Components in Cooperative Management 

The tralertd daemon receives the traps that have met the filtering criteria 
and uses the NetView Service Point APls to convert the traps into alerts 
(NMVTs). The NetView Service Point program then forwards the alerts 
to the host program. 

The host program responds to the alert by enclosing an appropriate 
command in a RUNCMD command. The RUNCMD command is exe­
cuted by the AIX NetView/6000 program, which then returns a response 
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to the host program. An overview of the process is shown in "Under­
standing the Relationship Between the Daemons" on page 4 

Figure 1 on page 2 shows the AIX NetView/6000 and the NetView 
Service Point programs residing in separate RiSe System/6000 systems. 
Both programs can reside in a single RiSe System/6000 if adequate 
storage is available. 
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Understanding the Relationship Between the Daemons 
The AIX NetView/6000 processes used in the host connection are: 

• The ovesmd daemon 
• The tralertd daemon 
• The spappld daemon 

Figure 2 shows the interrelationship of the processes and functions used 
in the connection. 

Host Program 
-.-------------.-------------------------------------------

AIX NetView Service Point _.-.-._._._._._.-.-.. .- -------- --------------------------
Manager 
System 

RUNCMD RUNCMD Alerts 
responses requests 

I NV390.log I 
I oveveni.log I 

spappld ) 

SNMP 
Alert traps 
information 

tralertd 1. J ovesmd ) 
SNMP '" 

tralertd I traps 
database 

Alert 
information 

Figure 2. A/X NetViewl6000 Processes and Functions Used in the Host Con­
nection 

The tralertd daemon receives the incoming SNMP traps, which have met 
the event filtering criteria, and uses the Service Point program APls to 
convert them to alerts."Filtering Events" on page 7 explains how to set 
the event filtering criteria. 

The AIX NetView Service Point program then forwards the alerts to the 
host program as network management vector transports (NMVTs). 
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The spappld daemon acts as a command interface between the host and 
the AIX NetView/6000 program. The spappld daemon receives a 
RUNCMD command, uses the facilities of the AIX NetView/6000 program 
to execute the contents of the RUNCMD command, and sends the 
response back to the host program as RUNCMD NMVTs. If a RUNCMD 
command requests trap information for an incomplete alert sent by the 
tralertd daemon, the spappld daemon queries the tralertd.log, and uses 
the gettrap command to retrieve the remaining trap information. 

Use the Tools .. Filter Editor and the Options. Event Configuration.Trap 
Customization menu items to determine which traps will be converted to 
alerts and forwarded to the host program. Use the Options. Event 
Configuration.Trap Customization.SNMP operations to configure the 
trap-to-alert mapping and to control what is displayed at the host 
program. 
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Chapter 2. Establishing and Maintaining the Host 
Connection 

The process for establishing and maintaining the host connection 
involves the following activities: 

• Using the event filter to limit the number of events forwarded to the 
tralertd daemon 

• Converting the filtered events to alerts 

• Sending the alerts to the host program 

• Using RUNCMDs to respond to the alerts and to operator-initiated 
commands. 

This chapter also describes the default process used in configuring alerts 
and the considerations for working with the NetView Service Point and 
NETCENTER programs. 

Filtering Events 

The AIX NetView/6000 program uses the event filter to identify which 
traps will be converted to alerts and to reduce the number of events that 
will be forwarded to the tralertd daemon. Traps are a type of event in 
which agents send information to the manager without an explicit request 
from the manager. Traps inform the manager about changes that occur 
on the agent system, such as restarting the system. 

To create the filtering criteria, you can use the Filter Editor entry in the 
Tools menu or the default filter (/usr/OV/eonf/tralertd.default). You can 
then use the seleetfilter command or the graphical interface to dynam­
ically vary the filtering criteria. Both methods provide an interface to the 
AIX eron command to specify when a filter will be activated and deacti­
vated. 

Defining a Simple Filter 
This section describes the process of defining a filter for a link-down trap 
from an IBM 6611 router. If the tralertd daemon detects a link-down trap 
from an IBM 6611 router, it will convert the trap into an alert and forward 
the alert to the host program. 

To create a simple filter: 

Step 1. Click on the Filter Editor entry in the Tools menu. The Filter 
Editor dialog box will appear. 

Step 2. From the Filter Editor dialog box, enter the path name of the 
filter file. The default is lusr/OV/filters/filter.samples. If you 
are not sure of the path name, click on the File List... button 
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and the File Selection dialog box will appear. Select the 
desired filter file. 

Figure 3 shows the Filter Editor dialog box. 

=1 Filter Editor 1"10 

File 

I/filterslfilter.samPles 1 I File List... I 

Name Description 

Display 
ReceiveJrom_6611 Jouter Receive enterprise-specific even 
Tra p Jo _A I e rt_T h re s hold convert one trap to an alert for Add Simple ... 
CompoundJilter threshold trap-to-alert default 

Add Compound ... 

Delete 

1 <31 1>1 
Modify ... 

I 

Copy to File ... 

I Close I I Help I 

Figure 3. Filter Editor Dialog Box 

Step 3. Click on the Add Simple ... button. The Simple Filter Editor 
dialog box will appear. 

Figure 4 on page 9 shows the Simple Filter Editor dialog box. 
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=1 Simple Filter Editor 

Filter Name Description 

I 6611Jnkdwn I llinkdown trap for 6611 I 
<> All Events Enterprise Name Generic Specific 

I I D I Add/Modify ..• I • Events Equal to Selected 

<> EVents not Equal to Selected I Delete I 
1 <II I 1>1 

OBJECT IDENTIFICATION 

<> From all Objects List of Objects 

• From Objects Equal to List b062-c12.raleigh. ibm.com I Add From Map I 
<> From Objects not Equal to List I Delete I 

Name or IP Address 

I I I Add to List I 

TIME RANGE THRESHOLD 

Time (HH:MM:SS) Date (DD:MM:VV) Frequency 
• Less Than or Equal To 

I I Start I I I I <> Greater Than or Equal To 

Stop I I I I 
Time Interval (seconds) 

I I 

I OK I I Save as .•. I I Cancel I I Help I 

Figure 4. Simple Filter Editor Dialog Box 

Step 4. Click on the Events Equal to Selected button and click on the 
Add/Modify ... button. The Enterprise Specific Trap Selection 
dialog box will appear. 

Figure 5 on page 10 shows the Enterprise Specific Trap 
Selection Dialog box. 
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Enterprise Specific Trap Selection 

Enterprise Name 

ALL 
rmon 
proteon 
ibm_AIX 
ibm3172 
ibmfr 

Object 10 

1.3.6.1.2.1.16 
1.3.6.1.4.1.1 
1.3.6.1.4.1.2.3.1.2.1.1. 
1.3.6.1.4.1.2.6.1 
1.3.6.1.4.1.2.6.2.8 

Ibm6611 1 3 6 1 4 1 2 6 2 

netView6000 

I <II 

A-

D 

Available Trap Types Selected Trap Types 

Generic Specific Generic Specific 

0 A- » Select » 2 o 
0 0 3 0 

4 0 
« Remove « 

5 0 
6 1 » Select All » 

6 2 
6 3 'iT « Remove All « 

Specific Trap Number 

Add To List 

OK L..-_AP_P_'y_ ..... 1 I Cancel Help 

Figure 5. Enterprise Specific Trap Selection Dialog Box 

Step 5. Select the appropriate Enterprise Name and desired generic 
trap type. In this example, a generic trap type of 2 (link-down 
trap) was selected for the ibm6611 enterprise. 

Step 6. Click on the OK button. The Simple Filter Editor dialog box will 
appear with the selected events. 

Figure 4 on page 9 shows the selected events. 

Step 7. Click on the Locate function from the main menu and then the 
Locate By Symbol Type function to locate the 6611 routers. 
When the 6611 routers have been located, click on the Select 
button. 

Step 8. From the Simple Filter Editor dialog box, click on the From 
Objects Equal to List and then the Add From Map buttons to 
move the selected items into the Object Identification window, 
click on the Add from Map button. You can also enter the IP 
addresses of the routers in the Object Identification field. 

Step 9. Click on the OK button. 
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Activating the Filter 
Use the Trap to Alert Filter Control dialog box to set the activation criteria 
for a filter. This dialog box is reached through the Options ... Event 
Configuration ... Trap to Alert Filter Control:SNMP menu item. (You must 
be a root user to perform this function.) 

Step 1. Select the name of the filter from the Filter/Description window. 

Step 2. To activate the filter immediately, click on the Activate button. 

Step 3. To select the times and dates that the filter will be activated or 
deactivated, click on the appropriate buttons and entering the 
times (in 24-hour format) in the Activation and Deactivation 
windows. 

Step 4. Click on the Add to cron button to update the AIX eron table. 

Figure 6 shows the Trap to Alert Filter Control dialog box. 

=1 Trap to Alert Filter Control laiD 

Input File 

1 1 I filters/filter.samples I File List 

Available Filters in File Active Filters List 

Filter/Description Filter/Description/Fite 

ReceiveJrom_6611 Jouter 

~ 
Tralertd_Unique_Ru Ie DO NOT DELETE!!!! 

TrapJo_Alert_Th ra sh 0 I d 1 Activate 1 Tr ap_Io_AI ertJ=i Ite r Default filter 10 
CompoundJilter 6611Jnkdwn linkdown trap for 
6611Jnkdwn 

1<3C:=== 1>1 1 <31 1>1 1 

1 Deactivate I 
I Display/Edit I I Display I I Refresh I 

CRON TABLE FILTER CONTROL 

Time Parameters Trap-la-Alert Cron Table Entries 

Activation (HH:MM) Deactivation (HH:MM) 

I I I I 
Activate Deactivate Filter File name 

Mon 6:00 Mon 18:00 6611Jnkdwn lusr/OVlfil 

1 Add to eron I Tues 6:00 Tues 18:00 6611Jnkdwn lusr/OVlfil 
0 Sunday 0 Sunday Wed 6:00 Wed 18:00 6611Jnkdwn fusrfOVlfil 

0 Monday 0 Monday 
Thur 6:00 Thur 18:00 6611Jnkdwn fusrJOVlfi1 

Fri 6:00 Fri 18:00 6611Jnkdwn JusrJOV/fiI 

0 Tuesday 0 Tuesday 

0 Wednesday 0 Wednesday I Modify I 
0 Thursday 0 Thursday 

1 <3 1 1>1 1 

0 Friday 0 Friday 

0 Saturday 0 Saturday I Sort ... I o Clean up I Remove I 

I Close I I Help I 

Figure 6. Trap to Alert Filter Control Dialog Box 
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Using the Alert Editor to Define an Alert 

The Alert Editor enables you to define an alert for a particular event. 
When the particular event occurs and passes through the trap to alert 
filter the tralertd daemon uses the values stored in tralertd.conf to gen­
erate the alert and send the alert to the host. 

The Alert Editor is accessed through the Event Configuration dialog box. 
This box is reached through the Options .. Event Configuration .. Trap 
Customization:SNMP menu item. After selecting this entry from the 
menu bar, the Event Configuration dialog box becomes available. 

The following sections describe how the Alert Editor is used to add a trap 
for a SynOptics** agent. The trap is defined as follows: 

chassisPowerSupply Failure 
ENTERPRISE 
VARIABLES 
STATUS 
OESCRI PTION 

::= a 

TRAP-TYPE 
SynOptics 
{ s3ChassisPsStatus } 
mandatory for all SynOptics agents 

"Concentrator power supply failure" 
-- axaa 

Figure 7. Example of a SynOptics Trap 

The steps of defining an alert and sending it to the host include: 

• Adding a New Enterprise 

• Adding a New Trap 

• Changing the Generic Alert Subvector 

• Changing the Probable Cause Subvector 

• Sending Qualifiers with the Alert 

• Changing the Causes and Actions Subvectors 

These sections show how to define an alert for when a SynOptics agent 
experiences a concentrator power supply failure. The trap is an enter­
prise specific trap with a generic trap number of 6 and a specific trap 
number of a (zero). 
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Adding a New Enterprise 
To add a new enterprise: 

Step 1. Click on the Add New Enterprise button of the Event Configura­
tion dialog box. A dialog box similar to that shown in Figure 8 
will appear. 

Step 2. Enter the Enterprise Name and the Enterprise 10. In this 
example, the Enterprise Name is SynOpt i cs and the Enterprise 
10 is 1.3.6.1.4.1.10. 

Step 3. Click on the Add button to complete the change. 

Event Configuration DO 
EVENT IDENTIFICATION 

Enterprise Name Enterprise 10 Generic Specific 

netView6000 1.3.6.1.4.1.2.6.3 

netView6000subagent 1.3.6.1.4.1.2.6.4 

ibm6611 1.3.6.1.4.1.2.6.5 

ibm 1.3.6.1.4.1.2 
~D 

cisco 1.3.6.1.4.1.9 
hp8000300 1.3.6.1.4.1.11.2.3.2.2 V Add New Trap 

:========A=d=d=N=e=w=E=n=te=r=pr=is=e======~1 I D Hex Display 

FORMAT SPECIFICATION 

Event Category New 

o Log Only o Defau 

o Threshold Events 

o Network Topology 0 Up 

o Error Events 0 Margi 

• Status Events 0 User 

o Node Configuration Events 0 Unma 

• Application Alert Events 

Alert Editor. .. 

Optional Command and Argument Format 

OK Apply Cancel Help 

Figure 8. Add New Enterprise Dialog Box 
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Adding a New Trap 
To add a new trap: 

Step 1. Click on the Add New Trap button of the Event Configuration 
dialog box. A dialog box similar to that shown in Figure 9 will 
appear. 

Step 2. Select the appropriate trap type and enter the specific trap 
number. This example shows an EnterpriseSpecific trap 
number of zero (0). 

Step 3. Click on the Add button to complete the change. 

Event Configuration 

EVENT IDENTIFICATION 

1.3.6.1.4.1.2.6.5 
SynOptlcs 13614110 
hp8000 300 
hp8000 900 
hp8000 700 

1.3.6.1.4.1.2 
1.3.6.1.4.1.9 

cD 

Generic Specific 

D 
Reset 

I Replace I 
<> Log Only Delete 

<> Threshold Events <> linkUp 

<> Network Topology <> authentication Failure 

<> Error Events <> egpNeighborLoss 

• Status Events 

Alert Editor ... 

Optional Command and Argument Format 

OK Apply Cancel Help 

Figure 9. Add New Trap Dialog Box 
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Changing the Generic Alert Subvector 
To change the Generic Alert subvectors (X '92 I ): 

Step 1. Select the desired alert from the Generic Alert subfield in the 
Event Configuration dialog box. The alert will be highlighted 
and the Alert Editor. .. button becomes available. 

Step 2. Click on the Alert Editor. .. button. The Alert Editor dialog box 
will appear. 

Figure 10 illustrates the Alert Editor dialog box. 

=1 Alert Editor 

Event Detail 

Event Type Description I (none) I I (none) I I Modify ... I 
Probable Causes Qualifiers I (none) I~II Modify ... II (none) I~II Modify ... I 
1<11 11>1 1<11 11>1 

Recommended Actions 

User Caused Actions I (none) I~II (none) I~I I Modify ... I 
1<11 11>1 1<11 11>1 

Install Caused Actions I (none) I~II (none) I~I , Modify .. , 
1<11 11>1 1<11 11>1 

Failure Caused Actions I (none) I~II (none) I~I , Modify ... , 

1<11 11>1 1<11 11>1 

C2K::J , Delete' , Cancel' ~ ~ 

Figure 10. Alert Editor Dialog Box 

The Alert Editor dialog box is divided into two portions; the top 
portion shows the information that is displayed on the NetView 
Event Detail screen, and the bottom portion shows the informa­
tion that is displayed on the NetView Recommended Actions 
panel. 
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The Event Detail portion of the dialog box shows the Event 
Type and the description of the event and contains the fol­
lowing subvectors: 

Generic Alert Data Subvector ('X' 92 ") 

Probable Causes Alert Subvector ('X' 93 ") 

Detailed Data Alert Subvector ('X' 98 ") 

The Recommended Actions portion of the dialog box contains 
fields for the following subvectors: 

User Caused ('X '94") User Actions ('X '81' ') 

Install Caused ('X '95 ") Install Actions ('X '81") 

Failure Causes ('X' 96") Failure Actions ('X '81") 

All fields can be modified by clicking on the appropriate Modify 
button. 

Step 3. On the Event Detail portion of the dialog box, click on the 
Modify ... button that is next to the Description field. The 
Generic Alert dialog box shown in Figure 11 will appear. 

=1 Generic Alert 

(Q~"f\(er-t b;~ St.oblfCkkJ,..- \1'" t;.t~; 
Event Type De~i,on 

• Permanent 
1140~1 LOSS OF CHANNEL ADAPTER ELECTRICAL POWER i 1402 LOSS OF LINE ADAPTER ELECTRICAL POWER 

<> Temporary ,1403 LOSS OF LIC UNIT ELECTRICAL POWER 
1404, LOSS OF MOSS ELECTRICAL POWER 

<> Performance 1410 I LOSS OF EXTERNAL ELECTRICAL POWER 
14111 POWER OFF DETECTED 
15~j LOSS OF EQUIPMENT COOLING OR HEATING 

<> Impending ~50 LOSS OF EQUIPMENT COOLING 

<> Unknown 1<11 

I Search ... I 

~ I Cancel I ~ 

Figure 11. Generic Alert Dialog Box 

e. 
CI 

V 

II> 1 

Step 4. Select the description that contains the desired code point and 
text string. Use the Search function to find the desired code 
pOint and text string. This example shows a code point of 1400 
with an accompanying text string of LOSS OF ELECTRICAL POWER. 

Step 5. Select the type of event. This example shows a type of Per­
manent. 

Step 6. Click on the OK button to complete the change. 
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Changing the Probable Cause Subvector 
To change the probable cause subvector (X I 93 '): 

Step 1. Click on the Modify ... button next to the Probable Causes field 
of the Alert Editor dialog box. The dialog box shown in 
Figure 12 will appear. 

=1 Probable Causes 

Available Probable Causes Selected Probable Causes 

0205 POWER SYSTEM PROCESSOR 
1:;. 

0203 POWER CABLE 
0210 BATTERY D 0204 POWER CORD 
0211 MOSS BATTERY [B 0202 INTERNAL POWER CONTROL UNIT 
0220 MAIN AC POWER SUPPLY 
0240 INTERNAL CLOCK 
0300 COOLING OR HEATING SUBSYSTEM @] 
0301 COOLING FAN 
0302 AIR FILTER 
0310 AIR FLOW DETECTOR V 

1<11 II> 1 1<11 

I Search ... I I Reorder ~ [YJ II Clear All I 

~ I Cancel I ~ 

Figure 12. Probable Causes Dialog Box 

The left portion of the dialog box shows the available code 
pOints and messages, and the right portion shows the code 
pOints and messages that have been selected for the sub­
vector. 

II> 1 

Step 2. Select an available code point and use the right arrow button to 
move it to the chosen field. You can use the Search function 
to find a code point. 

Step 3. Use the right and left arrow keys to add or remove selections 
from the selected field. Up to 15 selections can be added to 
the list. 

Step 4. Use the Reorder buttons to arrange the selections by putting 
the most likely cause at the top of the list and the least likely 
cause at the bottom of the list. 

Step 5. Click on the OK button to complete the change. 

1:;. 

D 

V 
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Sending Qualifiers (Detailed Data) 
To send detailed data (textual information that appears on NetView 
panels) with the alert: 

Step 1. Click on the Modify ... button next to the Qualifiers field of the 
Alert Editor dialog box. A dialog box similar to that shown in 
Figure 13 will appear. 

=1 Qualifiers 

Selected List 

0013 STATUS CODE 1 6. 

~ 
V 

! 1<11 It> 1 

I Reorder ~ ~ I I Add ... I I Edit... I I Clear All I 

~ I Cancel I ~ 

Figure 13. Qualifiers Dialog Box 

Step 2. Use the buttons to reorder the list, add detailed data to the list, 
edit specific entries in the list, or to clear the list. If you click on 
the Add ... button, a dialog box similar to that shown in 
Figure 14 on page 19 will appear. 

Step 3. Use the Search function to find the desired code point or text 
string. Enter the appropriate qualifiers in the Data field. This 
example shows a qualifier for a status code. 

18 Host Connection 



=1 Detailed Data 

Enter t Detailed Data Entry 

Choose Data ID 

, 10011 SENSE DATA 
t;. 

0012 SOFTWARE ERROR CODE 
0 

0014 SNA SENSE CODE 
0016 BUS STATUS CODE 

V 

1<11 It> I 

I Search ... I : 

Data 

I $1 I 
~ I Cancel I ~ 

Figure 14. Detailed Data Dialog Box 

Step 4. Click on the OK button to complete the change. 

Changing the Causes/Actions Subvectors 
To change the User Caused, Install Caused, or the Failure Caused 
subvectors: 

Step 1. Click on one of the Modify buttons in the Recommended 
Actions section of the Alert Editor dialog box. You will see a 
dialog box similar to that shown in Figure 15 on page 20. 
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=1 Failure Caused and Actions 

Available Failure Causes Selected Failure Causes 

0205 POWER SYSTEM PROCESSOR i1 0203 POWER CABLE i1 
[J 0204 POWER CORD [J 

0211 MOSS BATTERY IB 0202 INTERNAL POWER CONTROL UNIT 
0220 MAIN AC POWER SUPPLY 
0240 INTERNAL CLOCK 
0300 COOLING OR HEATING SUBSYSTEM @I 
0301 COOLING FAN 
0302 AIR FILTER 
0310 AIR FLOW DETECTOR V V 

1<11 I 1>1 1<11 II> 1 

1 Search ... 1 I Reorder g] IYJ II Detailed Data II Clear All 

Available Failure Actions Selected Failure Actions 

1330 ACTIVATE PORT i1 1320 CHECK CABLE CONNECTION AND RETRY ~ 
1331 ENABLE LINE [J 

1332 ACTIVATE LINE IB 13AO ACTIVATE ONE OR MORE PORTS 
13A1 ACTIVATE RESOURCES ATTACHED TO 

(DETAILED DATA QUALIFIER) @I 

V 

1<11 I 1>1 1<11 II> 1 

I Search ... I I Reorderg] IYJ II Detailed Data II Clear All 

~ I Cancel I ~ 

Figure 15. Failure Caused and Actions Dialog Box 

The top left portion of the dialog box shows the list of available 
failure causes code points and messages. The top right 
portion of the dialog box shows the list of failure causes code 
paints and messages that have been selected for the particular 
subvector. 

The bottom left portion of the dialog box shows the list of avail­
able failure actions code points and messages. The bottom 
right portion of the dialog box shows the list of failure actions 
code points and messages that have been selected for the par­
ticular subvector. 

Step 2. Add or remove entries from the selected list by using the right 
and left arrow buttons, respectively. Clicking on the right 
button adds the entry to the selected list and clicking on the left 
button removes the entry from the selected list. 

Step 3. Place the most probable entries at the top of the list and the 
least likely entries at the bottom of the list. Use the up and 
down buttons to reorder the entries. 
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Step 4. If the subvector requires additional detailed data, one set of 
code points and messages is displayed in the Detailed Data 
dialog box for each unit of detailed data. The detailed data 
associated with the code points can be edited by clicking on 
the Detailed Data button. 

Step 5. Click on the OK button to complete the change. 
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Putting It All Together 
This section describes what is displayed on the NetView Alerts-Dynamic, 
Recommend Actions, and Event Detail panels when the SynOptics trap 
is issued. 

Figure 16 contains an example of the Alerts-Dynamic panel. It shows 
the generic alert and primary cause that were defined in the Generic 
Alert and Probable Cause dialog boxes, respectively. 

NETVIEW 
NPDA-39A 

SESSION DOMAIN: NTV7A OPER3 
* ALERTS-DYNAMIC * 

12/94/92 19:99:27 

DOMAIN RESNAME TYPE TIME ALERT DESCRIPTION:PROBABLE CAUSE 

NTV7A NV6999 DEV 19:99 LOSS OF ELECTRICAL POWER:POWER CABLE 
NTV7A NV6999 DEV 19:99 OPERATOR NOTIFICATION:UNDETERMINED 
NTV7A NV6999 DEV 19:99 OPERATOR NOTIFICATION:UNDETERMINED 
NTV7A NV6999 DEV 99:59 LINK ERROR:LINE/REMOTE NODE 
NTV7A NV6999 DEV 99: 36 LINK ERROR: LINE/REMOTE NODE 
NTV7A NV6999 DEV 99: 36 OPERATOR NOTI FICATION: UNDETERMINED 
NTV7A NV6999 DEV 99:36 OPERATOR NOTIFICATION:UNDETERMINED 
NTV7A NV6999 DEV 99:35 NO COMM WITH REMOTE NODE:LINEIREMOTE NODE 
NTV7A NV6999 DEV 99:35 OPERATOR NOTIFICATION:UNDETERMINED 
NTV7A NV6999 DEV 99:35 OPERATOR NOTIFICATION:UNDETERMINED 
NTV7A NV6999 DEV 99:35 LINK ERROR:LINE/REMOTE NODE 
NTV7A NV6999 DEV 99:34 CONFIG/CUSTOMIZATION ERR:SOFTWARE PROGRAM 
NTV7A ADRIAN DEV 99:34 OPERATOR NOTIFICATION:UNDETERMINED 
NTV7A GFHANDEL DEV 99:34 OPERATOR NOTIFICATION:UNDETERMINED 
NTV7A REBECCA DEV 99:34 OPERATOR NOTIFICATION:UNDETERMINED 

DEPRESS ENTER KEY TO VIEW ALERTS-STATIC 

Figure 16. Alerts-Dynamic Screen 

Figure 17 on page 23 contains an example of the Recommended 
Actions panel. It shows what was defined in the Failure Causes and 
Actions dialog box. 
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NETVIEW 
NPDA-45A 

NTV7A 

SESSION DOMAIN: NTV7A OPER3 12/e4/92 10: 12:eS 
* RECOr+lENDED ACTION FOR SELECTED EVENT * PAGE 1 OF 1 

NTFFPUe4 A1234567 NV6aea NV6aea 
+--------+ +--------+ +--------+ +--------+ 

DOMAIN I SP 1---1 TP 1---1 DEV 1---1 DEV I 
+--------+ +--------+ +--------+ +--------+ 

USER CAUSED - NONE 

INSTALL CAUSED - NONE 

FAILURE CAUSED - POWER CABLE 
POWER CORD 
INTERNAL POWER CONTROL UNIT 

ACTIONS - 1174 - CHECK CABLE CONNECTION AND RETRY 

ENTER ST (MOST RECENT STATISTICS). OM (DETAIL MENU), OR 0 (EVENT DETAIL) 

Figure 17. Recommended Actions Screen 

Figure 18 and Figure 19 on page 24 contain examples of the Event 
Detail panel. They show the event type, the description, the chosen 
probable causes, and the qualifiers. 

NETVIEW 
NPDA-43S 

NTFFPUa4 

SESSION DOMAIN: NTV7A OPER3 
* EVENT DETAIL * 

A1234567 NV6aaa NV6aaa 

12/a4/92 10: 13:a2 
PAGE 1 OF 2 

NTV7A 

DOMAIN 
+--------+ +--------+ +--------+ +--------+ 
I SP 1---1 TP 1---1 DEV 1---1 DEV 
+--------+ +--------+ +--------+ +--------+ 

DATE/TIME: RECORDED - 12/a4 10:a9 CREATED - 12/a4/92 a9:5S:15 

OTHER RESOURCES ASSOCIATED WITH THIS EVENT: 
DEV NV6aaa. RALEIGH. IBM. COM 

EVENT TYPE: PERMANENT 

DESCRIPTION: LOSS OF ELECTRICAL POWER 

PROBABLE CAUSES: 
POWER CABLE 

ENTER A (ACTION) OR OM (DETAIL MENU) 

Figure 18. Event Detail Screen 
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NETVIEW 
NPDA-43S 

NTV7A NTFFPU94 

SESSION DOMAIN: NTV7A OPER3 
* EVENT DETAIL * 

A1234567 NV6990 NV6000 

12/94/92 19: 13:38 
PAGE 2 OF 2 

+--------+ +--------+ +--------+ +--------+ 
DOMAIN I SP 1---1 TP 1---1 DEV 1---1 DEV 

+--------+ +--------+ +--------+ +--------+ 

PROBABLE CAUSES (CONTINUED): 
POWER CORD 
INTERNAL POWER CONTROL UNIT 

QUAL! FI ERS: 
1) STATUS CODE 1 

UNIQUE ALERT !DENT! FI ER: PRODUCT !D - 5696-3620 ALERT!D - A9DBFOC3 

ENTER A (ACTION) OR DM (DETAIL MENU) 

Figure 19. Event Detail Screen (continued) 

Default Process for Configuring Alerts 

This section describes how the AIX NetView/6000 program configures an 
alert if the Alert Editor has not been used to define the alert. When a 
trap is detected, and passes the event filtering criteria, the tralertd 
daemon converts the trap to an SNA alert. If the MIB bindings for the 
alert cannot be transmitted in a single subvector, the original trap is 
saved in the tralertd.log. This log contains the trap and a unique log 10, 
which is sent in the alert. The host program then uses the log 10 to 
issue a RUNCMD command containing the gettrap command, 
requesting the complete trap information for the incomplete alert. 

The information sent to the hostfor a trap differs, based on whether the 
trap is IBM enterprise-specific, non-IBM enterprise-specific, or generic. 

IBM Enterprise-Specific Traps 
Certain IBM enterprise-specific traps are alertable errors logged by the 
error logging facilities provided by the AIX Version 3 Release 2 Oper­
ating System for the RISC System/6000. 

These errors are processed by the trap-notify process and converted to 
SNMP traps by the trapgend daemon. They are based on MIB exten­
sions carrying valid SNA code points and are logged in templates that 
include variable-bindings, which contain all relevant values for the trap. 
During conversion by the tralertd daemon, these bindings are decoded, 
and the resulting code points are put in the appropriate subvector. 
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The error template includes the following variable-bindings: 

• Err_type 
• Class 
• Report 
• Log 
• Alert 
• Err_Desc 
• Prob_Causes (from 0 to 4 code points) 
• User_Causes (from 0 to 4 code points) 
• User_Actions (from 0 to 4 code pOints) 
• Fail_Causes (from 0 to 4 code points) 
• Fail_Actions (from 0 to 4 code points) 
• InsCCauses (from 0 to 4 code points) 
• InsCActions (from 0 to 4 code points) 
• DetaiLData (length, code point, encoding) 

When the Alert field in the error template is set to True, an enterprise­
specific trap is built. 

Generic and Non-IBM Enterprise-Specific Traps 
Table 1 shows the SNMP trap information that is included in an SNA 
Alert Management Services major vector as a result of a trap. The 
location of each piece of data within the alert is also shown. The AIX 
NetView/6000 trap-to-alert conversion provides, in the SNA alert, all 
SNMP information in the originating trap. 

See Appendix B, "Subvectors Included in SNA MS Major Vectors" on 
page 49 for additional information on the alert components listed. 

Table 1 (Page 1 of 2). Location of SNMP Data in NMVTs Generated from 
Traps 

Data 

Contents of the sysObjectlD 
MIB variable of trap sender 

Contents of the agent-addr 
MIB variable of the agent gen­
erating the trap 

Contents of the iflndex MIB 
variable1 

Contents of the egpNeighbor 
MIB variable2 

Contents of the generic-trap 
trap field 

Contents of the specific-trap 
trap field 

Alert Component 

Detailed Data (X' 98') subvector, Detailed 
Data (X' 82 ') Network Alert Common subfield 

Cause Undetermined (X '97') subvector, 
Recommended Actions (X '81 ') Network Alert 
Common subfield 

Detailed Data (X '98') subvector, Detailed 
Data (X' 82') Network Alert Common subfield 

Detailed Data (X '98') subvector, Detailed 
Data (X' 82') Network Alert Common subfield 

Detailed Data (X' 98 ') subvector,. Detailed 
Data (X '82') Network Alert Common subfield 

Detailed Data (X '98') subvector, Detailed 
Data (X '82') Network Alert Common subfield 
(if enterprise specific) 
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Table 1 (Page 2 of 2). Location of SNMP Data in NMVTs Generated from 
Traps 

Data 

MIB variable names and 
values3 

Log 10 (trap/major vector 
identifier)3 

Note: 

Alert Component 

Detailed Data (X '98') subvector, Detailed 
Data (X' 82') Network Alert Common subfield 

Detailed Data (X' 98') subvector, Detailed 
Data (X' 82 ') Network Alert Common subfield 

1. For link-up and link-down traps. 
2. For EGP neighbor loss traps. 
3. For enterprise-specific traps. If names or values are 44 bytes or less, they 

are included in the alert. If names or values are more than 44 bytes, or there 
are more variables than the alert can hold, the information is logged in the 
tralertd database. A log 10 is assigned to the trap record. 

MIB II Agents 
Additional information is included for agents supporting MIS-II. This 
information includes: 

• The name of a contact for the trap sender in the sysContact MIS 
variable 

• The physical location of the device in the sysLocation MIS variable 

This information is sent in a Recommended Actions (X '81 ') Network 
Alert Common subfield of the Cause Undetermined (X' 97') subvector. If 
available, the first 44-bytes of each MIS variable is sent. 

Limit the data for the contact, device name, and location to codes, 
numbers, or internationally recognized terms. Following these guidelines 
provides consistent MIS data throughout a managed network and satis­
fies the requirements for textual data. 

Provide specific information. For example, instead of specifying Contact 
System Admi ni strator, provide a name and telephone number. Instead 
of specifying 2nd floor wiring closet, provide a specific location 
including room, building, and city. 

Internal Events 
The AIX NetView/6000 program's internally generated events are treated 
as non-ISM enterprise-specific traps. These events include the following 
information: 

• Description of the event in the sysDescr MIS variable 

• Host name 

A node name with the value <none> refers to the manager station that is 
running the AIX NetView/6000 program. 
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Support for the IBM 6611 Router 
The AIX NetView/6000 program incorporates support for IBM 6611 
router. Information about the router is contained in the Extended 
Detailed Data subfield (X' 85'). NetView V2R3 includes support for this 
subfield as part of the base product. NetView V2R2 MVS/XA and 
MVS/ESA users need to apply the following APARs to obtain the 
support: 

• MVS/ESA (APAR OY51850) 
- UY80062 
- UY83063 
- UY83064 
- UY83065 
- UY83066 

• MVS/XA (APAR OY51858) 
- UY83061 
- UY83065 
- UY83068 
- UY83069 
- UY83072 

Working with the NetView Service Point Program 

The AIX NetView Service Point program enables the host program and 
the AIX NetView/6000 program to exchange SNA MS major vectors over 
SNA services. The AIX NetView/6000 program supplies the spappld 
daemon as a service pOint application and starts it as a part of the AIX 
NetView/6000 program initialization process. The resulting connection 
enables a host operator to send SNA MS Execute (X' 8061 ') Major 
Vectors, containing RUNCMD commands, enabling the AIX 
NetView/6000 program to execute the contents of the RUNCMD in the 
SNMP environment. 

Naming the Service Point Application 
You have the option of choosing a name for the service pOint application 
or using the name automatically generated by SMIT. SMITs naming 
algorithm is based on the address of the node, thereby assigning each 
application a unique name. 

Each service point application's name must be unique within the scope of 
the AIX NetView Service Point program with which the application is reg­
istered to ensure that the RUNCMD commands are properly routed. If 
you provide the service point application name, use a scheme that pre­
vents duplication of service point application names and conforms to the 
host program naming requirements. Use SMIT to verify that the service 
point names for the tralertd and spappld daemons match. 

Note: If you are using the NETCENTER program, the name you select 
must be exactly eight characters long. 
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Preventing Case Conversion 
The AIX operating system is sensitive to the case of the command string. 
The NetView and NETCENTER programs automatically convert all com­
mands to upper-case characters. Unless specifically directed otherwise, 
the spappld daemon automatically converts all commands to lower-case 
characters. To prevent case conversion, indicate that the host program 
and the service point application are not to perform case conversion. 

In the NetView program, you can prevent case conversion by: 

• Issuing RUNCMO commands in command lists, which use the 
keywords ADDRESS NETVASIS, on machines supporting the REXX 
language. 

• Writing command lists in the NetView command list language sup­
ported on the NetView program issuing the RUNCMO command. 

To prevent the service point application from performing case conver­
sion, use the keyword asis as the first four characters of the command 
string in the command list. 

Note: Neither the NetView nor the NETCENTER programs support all 
AIX operating system Version 3 Release 2 characters. Some AIX 
special characters will not appear correctly, such as the square brackets 
used in MIB variables on the AIX Operating System. 

Service Point Application logs 
Two logs are used by each service point application. One log, with the 
default name of lusr/OV/log/NV390.log, records application interactions 
with the host and is used to diagnose configuration and connectivity 
problems between the AIX NetView/6000 program and the host program. 

The other log, located in lusr/OV/databases/tralertd, stores SNMP traps 
whose contents cannot be transmitted in a single alert. Each record con­
tains the original trap information and an associated log 10 sent in the 
alert. With this log 10, you can access the original trap information by 
using the gettrap command. You should not change the name of this 
database. 

Working with the NETCENTER Program 

This section describes the items that are needed to establish and main­
tain communication between the AIX NetView/6000 and NETCENTER 
programs. The following files are a key part of the communication 
between the NETCENTER and the AIX NetView/6000 programs: 

• The batch network definition file 

• The nc.seed file 

• The nc.objects file 
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The batch network definition file (nc.objects.bdf) is a sequential file that 
the NETCENTER program uses to define the non-SNA IP-addressable 
devices it will manage in its connection with the AIX NetView/6000 
program. The AIX NetView/6000 program creates the file and stores it 
as lusr/OV/conf/nc.objects.bdf. After the AIX NetView/6000 program 
generates the file from the nc.objects file, you need to transfer the file to 
the host so it can be used in the NETCENTER configuration. The 
nc.objects file is based on the contents of nc.seed file. 

Note: If you use doswrite for the transfer process, do not use the -a 
option. This will prevent formatting problems in the files that you 
transfer. 

Creating the nc.seed File 
The AIX NetView/6000 program uses the device types and hostnames 
listed in lusr/OV/conf/nc.seed as a basis for defining which devices and 
hosts will communicate with the NETCENTER program. You can edit 
this file to list the device types and hostnames that will be used in the 
connection with the NETCENTER program. This file must be present for 
the connection to work. The following example shows the seed file that 
is sent with the AIX NetView/6000 program. The symbol (#) indicates 
that the line is a comment. 
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# 
# COMPONENT_NAME: spappld 
# 
# Licensed Program Product: AIX NetView/6000 V2R1 
# 
# (C) COPYRIGHT International Business Machines Corp. 1992, 1993 
# All Ri ghts R 
# Licensed Material - Property of IBM 
# 
# US Government Users Restricted Rights - Use, duplication or 
# disclosure restricted by GSA ADP Schedule Contract with IBM Corp. 
# 
# Information provided in this file will be used to extract objects from 
# the NetView/6000 database of network objects and to generate the NETCENTER 
# batch definition file. 
# 
# After the line containing "TYPES:", enter any of the following types of 
# NetView/6000 managed devices that can be managed by the NETCENTER program. 
# Allowable types are: 
# node 
# device 
# computer 
# connector 
# bri dge 
# router 
# hub 
# repeater 
# PC 
# workstation 
# mini 
# mainframe 
# printer 
# server. 
# 
# Each entry must be placed on a separate line. 
TYPES: 

router 
node 

# After the line containing "HOSTNAMES:", enter the fully qualified hostname 
# of the individual NetView/6000 managed hosts that will be managed by the 
# NETCENTER program. 

HOSTNAMES: 
aixnm004.raleigh.ibm.com 
aixnmt05.raleigh.ibm.com 

Figure 20. The nc.seed file specifies the objects and the hosts used in the connection with the 
NETCENTER program. 
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In the previous example, the seed file causes the spappld daemon to 
survey the topology database and to extract all information about routers, 
servers, printers, and hosts aixnm004 and aixnmt05. 

Creating the nc.objects File 
If the batch network definition file does not exist when the spappld 
daemon is started, but an nc.objects file does exist, the spappld daemon 
uses the objects listed there rather than the ones listed in the current 
database in its creation of the file. If no nc.objects file exists, the 
spappld daemon uses the current contents of the topology database to 
generate a new nc.objects file. The daemon then uses that file in its 
generation of the batch network definition file. The following example 
shows the nc.objects file that the spappld daemon generated from the 
nc.seed file in the previous example: 

/I 
/I COMPONENT_NAME: spappld 
/I 
/I Licensed Program Product: AIX NetView/6666 V2R1 
/I 
/I (C) COPYRIGHT International Business Machine Corp. 1992, 1993 
/I All Rights Reserved 
/I Licensed Material - Property of IBM 
/I 
/I US Government Users Restricted Rights - Use, duplication or 
/I or disclosure restricted by GSA ADP Schedule Contract with IBM 
/I 
/I 
/I HostName IPAddress(es) NETCENTER 
/I name 

aixnme64.raleigh.ibm.com 9.67.166.211 6943A6D3 
ralname4.raleigh.ibm.com 9.67.166.3 6943A663 
nm3ps2.raleigh.ibm.com 9.67.166.36 6943A624 
daveys.raleigh.ibm.com 9.67.166.31 6943A61F 
aixnmt62.raleigh.ibm.com 9.67.166.224 6943A6E6 
aixnm612.raleigh.ibm.com 9.67.166.221 6943A6DD 
rocketeer.raleigh.ibm.com 9.67.166.216 6943A6D8 
aixnmt67.raleigh.ibm.com 9.67.166.228 6943A6E4 
aixnm615.raleigh.ibm.com 9.67.166.246 6943A6F6 
aixkanji.raleigh.ibm.com 9.67.161.256 6943A1FA 
aixnmt66.raleigh.ibm.com 9.67.166.227 6943A6E3 
client.raleigh.ibm.com 9.67.161.113 6943Al71 
aixnmmib.raleigh.ibm.com 192.2.1.81 C6626151 

192.1.6.66 
9.67.161.78 

Field(s) 

isNode 
isNode 
isNode 
isNode 
isNode 
isNode 
isNode 
isNode 
isNode 
isNode 
isNode 
i sRouter, isNode 

Figure 21. The nc.objects file is used to generate the batch network definition file. 

The nc.objects file contains the host name, IP addresses, the 
NETCENTER name, and the description of the devices that are shown at 
the NETCENTER program. You can use this information in determining 
how the devices will be represented. 
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Creating the Batch Network Definition File 

NV6999 SNMP 

NV6666 SNMP 

NV6969 SNMP 

NV6666 SNMP 

NV6966 SNMP 

NV6696 SNMP 

NV6900 SNMP 

NV6900 SNMP 

NV6060 SNMP 

NV6090 SNMP 

NV6096 SNMP 

NV6099 SNMP 

NV6090 SNMP 

NV6900 SNMP 

The next example contains the batch network definition file that the 
spappld daemon generated from the previous nc.objects file. The 
NETCENTER name of the devices being shown at the NETCENTER 
program is represented in eight hexadecimal digits (4 bytes). 

SNMP 5A 

6943A603 689.67.169.211 SNMP 

9943A693 98 9.67.166.3 SNMP 

9943A624 68 9.67.169.36 SNMP 

9943A91F 68 9.67.166.31 SNMP 

6943A6E0 08 9.67.160.224 SNMP 

9943A900 68 9.67.160.221 SNMP 

6943A0oa 989.67.160.216 SNMP 

6943A6E4 989.67.160.228 SNMP 

6943A6F6 08 9.67.169.246 SNMP 

6943AIFA 689.67.161.250 SNMP 

0943A0E3 08 9.67.166.227 SNMP 

0943A171 989.67.161.113 SNMP 

C0020151 08 192.2.1.81 SNMP 

Figure 22. The spappld daemon generates the batch network definition file from the nc.objects file. 

For more information on coding and the contents of a batch network defi-
nition file see NETCENTER Service Point Installation and Reference. 
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Updating the Batch Network Definition File 
Because the batch network definition file is a static file and the AIX 
NetView/6000 topology database is updated dynamically, the objects 
listed in the batch network definition file may not be the same as those 
known to the AIX NetView/6000 program. 

To update the batch network definition file: 

Step 1. Stop the spappld daemon. 

Step 2. Delete the current batch network definition file. 

Step 3. Update the nc.seed file. 

Step 4. Delete the current nc.objects file. 

Step 5. Restart the spappld daemon 

Step 6. Transfer the updated batch network definition file to the host. 

NETCENTER Options on spappld and tralertd 
The -C flag on the spappld and tralertd daemons specifies that the alerts 
will be formatted for a connection to the NETCENTER program. 

The -a flag specifies the value for the standalone alert timeout interval. 
The default value is 90 seconds. The standalone timeout interval is for 
alerts that do not have a corresponding opposite (such as ON/OFF). 

The standalone timeout interval specifies the time period that the objects 
affected by the standalone alert are to remain in the critical (red) state. 
After the time interval has elapsed, the AIX NetView/6000 program turns 
the objects back to the normal (green) state by returning a problem 
resolved alert to the NETCENTER program. The change is also 
reflected on the NetView Alerts Dynamic screen. 

Note: The domain name on spappld must be SNMP. 
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Chapter 3. Working with the Host Program 

This chapter describes key items to consider when you use the AIX 
NetView/6000 program with the NetView program and, optionally, the 
NETCENTER program. It provides information about: 

• "Responding to RUNCMD Commands" 

• "Creating User-Defined Generic Code Points" on page 37 

• "Restricting the Host Operator to a Subset of AIX Commands" on 
page 38 

• "Diagnosing Host Connection Problems" on page 39 

Responding to RUNCMD Commands 
The AIX NetView Service Point program routes a RUNCMD command 
from the host program to a specific AIX NetView/6000 program. The 
service point application that resides on that AIX NetView/6000 program 
then executes the contents of the RUNCMD. The connection that results 
enables a NetView or NETCENTER operator to issue commands to be 
executed in a TCP/IP environment. 

A RUNCMD command is the content of the Self-Defining Text (X '31') 
subvector of the Execute (X' 8061 ') SNA MS major vector. It can be 
sent from the host to AIX NetView/6000 in the following ways: 

• Automatically through automation table-invoked programs 
• Automatically as part of the NETCENTER NSI1 protocol exchange 
• Manually by an operator 

With NetView Version 2 Release 2 and later, the NetView program can 
respond to trap-prompted SNA Alert MS major vectors through auto­
mation facilities by taking the following actions: 

• Generating a message that characterizes the condition at the trap 
sender for a NetView operator. 

• Sending a RUNCMD command to the spappld daemon to issue a 
command or request the complete trap information for an alert in 
which partial information was sent. 

This information is sent to the specified AIX NetView Service Point 
program. The AIX NetView Service Point program extracts the 
RUNCMD command from the NMVT, passes the command string to the 
specified application, and waits for a response. 
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An example of the RUNCMD syntax is as follows: 

RUNCMD SP=NVSP. APPL=A1234567. ECHO SYSTEM SHUTDOWN IN FIVE MINUTES 

Where the variables indicate the following: 

SP Specifies the SNA name of the AIX NetView 
Service Point program that is to convert the 
command and forward it to the manager system. 
In this example, NVSP is the SNA name. 

APPL 

command string 

Specifies the name of the service point application 
registered with the AIX NetView Service Point 
program that is to receive and execute the 
command. In this example, A1234567 is the 
service point application name. 

Specifies the command to be executed. In this 
example, ECHO SYSTEM SHUTDOWN IN FIVE MINUTES 
is the command string. 

Refer to AIX NetView Service Point Installation, Operation, and Program­
ming Guide for information about setting up and configuring the AIX 
NetView Service Point program. 

Upon receiving a command string from the AIX NetView Service Point 
program, the spappld daemon executes the command and returns the 
results to the AIX NetView Service Point program. In turn, the AIX 
NetView Service Point program returns the results to the host in one or 
more Reply to Execute (X I 0061 ') Major Vectors containing a RUNCMD 
response. If the executed program did not return a message, the 
RUNCMD response carries a message informing the host operator the 
command has completed its task. 

If a message is not returned, check the lusr/OV/log/NV390.log file for a 
record of the interactions. If further steps are needed, use the AIX 
Version 3 Release 2 Operating System, the AIX NetView Service Point 
diagnostic facilities, and the spappld daemon tracing facilities. 

Note: The AIX NetView/6000 program recognizes the RUNCMDs that 
are issued from the NETCENTER program as being in an NSI1 
"tokenized" format. This format prohibits the use of any AIX command 
that begins with two capital letters followed by an equal sign. The 
NETCENTER program issues RUNCMDs under two conditions: as a part 
of its initialization protocol and when an operator issues a "point and 
shoot" command. 
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Creating User-Defined Generic Code Points 
To obtain problem determination support for the NetView program, enter 
the code points in the seven user tables that are shipped with the 
NetView program. The user tables code point range, X I EOOO I through 
X I EFFF I, is reserved for your use. The following section describes the 
process of defining and link-editing user tables in NetView Version 2 
Release 3. 

Defining User Tables 
For MVS ..... . 

For VM ..... . 

For VSE. ..... 

Table Formats 

Submit the NetView sample CNMSJM08, which allo­
cates the portioned data set, CNM.CODE.POINTS, 
defined by USERLIB in the CNMSJM07 sample. The 
CNMSJM08 sample contains the members or tables. 

Run the NetView sample CNMSVM08 to create the 
CMS files or tables. The filetype is NCCFLST. 
CNMSVM08 accepts the filemode as an input param­
eter. 

Run the NetView sample CNMSHM05, which creates 
the B books that are defined in CNMSHM04. NetView 
sample CNMSHM05 contains the tables. 

Each table contains a different type of code point. The user tables are: 

Table 

BNJ81UT 

BNJ82UTB 

BNJ92UTB 

BNJ93UTB 

BNJ94UTB 

BNJ95UTB 

BNJ96UTB 

Description 

Recommended action code points 

Detail data code points 

Alert description code points 

Probable cause code points 

User cause code points 

Install cause code pOints 

Failure cause code points 

The fourth and fifth characters of the table name identify the subvector or 
subfield that contains the code points. 
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Link-Editing the User Tables 
For MVS .. , 

For VM ... 

For VSE ... 

NetView sample CNMSJM07 checks the user tables for 
validity and link-edits them into a user-defined load data set. 
Concatenate this data set in the STEPLIB of the NetView 
start procedure and place it before the SYS1.NPDALIB state­
ment. 

NetView sample CNMSVM07 checks the user tables for 
validity and link-edits them into a user-defined LOADLIB. 
This LOADLIB precedes the NPDA LOADLIB in the GLOBAL 
LOADLIB statement in the NETSTRT GCS file. 

NetView sample CNMSHM04 parses the user tables for 
validity and link-edits them into a user-defined configuration 
library. Put this library in the search chain of the NetView 
startup procedure before the NetView phase library. 

Refer to NetView Samples for a copy of the desired job. The comments 
within the sample explain the operands and how the table is used. If no 
errors are found, the user table is link-edited into the appropriate data 
set. If errors are found, the job ends and a list of the errors is written to 
SYSPRINT. 

Note: Use the AIX errinstall command to add any additional code 
pOints. The new code points are recognized by the AIX NetView/6000 
program the next time you invoke the Alert Editor. 

Restricting the Host Operator to a Subset of AIX Commands 
System administrators can use the AIX restricted shell (Rsh) to define a 
subset of AIX commands that can be entered by a NetView or 
NETCENTER operator. To do this, set the operator's profile to point to 
the lusr/rbin directory. This directory should contain the AIX commands 
the operator is permitted to use. 

For example, assume a system administrator created a directory for a 
workstation that is used by novice NetView operators, and the lusr/rbin 
directory contained only the ps command. (The ps command enables 
the operator to list the processes running on the system.) If David, a 
novice NetView operator, issued a kill command to terminate any or all 
of the processes he found with the ps command, he would receive a 
message the kill command could not be found. If he tried to issue any 
command other than the ps command, he would receive a similar 
message. 
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Diagnosing Host Connection Problems 

If alerts from the AIX NetView/SOOO program are not reaching the host 
program, or if RUNCMDs or their responses are not moving between the 
tralertd and spappld daemons: 

Step 1. Verify the daemons are running. Both daemons are dependent 
on the following daemons: ovemsd, ovelmd, pmd, ovwdb, and 
trapd. 

If any of the daemons are not running, restart them through 
SMIT or by executing /usr/OV/bin/ovstart . 

Step 2. Verify that the dlctoken is available by executing the AIX 
command Isdev -C -I dlctoken. 

Step 3. Check the entries in /etc/services to see that the port numbers 
are correct. 

Step 4. If multiple RISC System/SOOO systems are using a single AIX 
NetView Service Point program, verify that each RISC 
System/SOOO processor has the AIX NetView Service Point 
Application Interface Library installed on it. 

Step 5. If the daemons are running, check the connection to the AIX 
NetView Service Point program. 

To check the connectivity, use the AIX rpcinfo command. Use 
this command to verify the AIX NetView Service Point program 
is available, and to determine the asynchronous serial commu­
nications port used by your session. If multiple users are listed 
as using the same port number, change the port number to a 
unique number. 

Refer to the AIX rpcinfo online man page for more information 
about using this command. 

Step S. Ensure the AIX NetView Service Point customization shell 
script was executed. If you are not sure, stop the AIX NetView 
Service Point program, execute 
/usrllpp/nvix/scripts/nvix_customize_sp, and restart the AIX 
NetView Service Point program. 

Step 7. Ensure the port mapper is running before you start the AIX 
NetView Service Point program. To restart the port mapper: 

Step a. Stop the AIX NetView Service Point program from 
SMIT. (/usr/lpp/nvix/scripts/nvix_control stop) 

Step b. Issue the stopsrc -s portmap command to stop the 
portmap process. 

Step c. Issue the startsrc -s portmap command to start the 
portmap process. 
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Step d. Start the AIX NetView Service Point program from 
SMIT. (/usr/lpp/nvixlscriptslnvix_control start) 

Step 8. Verify that if multiple service point applications are using the 
same AIX NetView Service Point program each application has 
a name that is unique within the scope of that AIX NetView 
Service Point program. To do this execute 
lusr/lpp/nvixlscript/nvix_control status 

Step 9. Check the service point application log to determine what 
activity the spappld daemon has recorded. The default log file 
is lusr/OV/log/NV390.log 

Step 10. Ensure that adequate paging space is available. If needed, 
increase paging space by using the following sequence of 
SMIT options from the Administer menu: 

Step a. Select Physical & Logical Storage from the System 
Management menu. 

Step b. Select Paging Space from the Physical & Logical 
Storage menu. 

Refer to the associated SMIT help entries for more information 
about using these options. 

Refer to the AIX NetView Service Point Installation. Operation. and Pro­
gramming Guide for more information about assigning ports. 
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Chapter 4. Using the Host Connection 

This chapter provides examples of using the NetView program with the 
AIX NetView/SOOO program. The following section describes suggestions 
on how to optimize communication between the AIX NetView/SOOO and 
the NetView programs. 

Optimizing Communication 
The NetView automation facilities can be utilized to optimize communi­
cation between the NetView and AIX NetView/SOOO programs. The 
examples reflect the algorithmic approach adopted by the AIX 
NetView/SOOO program for converting traps to alerts. 

This section shows examples of NetView automation table segments and 
command lists initiated by NetView automation facilities. These exam­
ples include the following functions: 

• Selecting and highlighting alerts from an SNMP device 

• Selecting SNA Alerts for a key event 

• Selecting SNA Alerts for incomplete trap information 

• Sending a RUNCMD command with mixed-case characters 

Note: The NetView automation facilities are available in all NetView 
environments that are Version 1 Release 3 or later. 

Selecting and Highlighting Alerts from an SNMP Device 
The following example shows a NetView automation table segment 
designed to select and highlight SNA alerts from a critical SNMP device 
according to the original SNMP trap type. The critical SNMP device sent 
SNMP traps to the AIX NetView/SOOO program where they were con­
verted to SNA alerts and forwarded to the NetView program. 
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IF «MSUSEG(eeee.97.81(1» = . HEX('eeBe') . ) & 
(MSUSEG(eeee.97.82(1) 4) = HEX('FE') • ) & 
(MSUSEG(eeee.97.82(1) 6) = HEX('F94BF6F74BF54BFIF2Fe'). » THEN 

BEGIN ; 
IF MSUSEG(eeee.98.82(2) 4) = HEX('FA') • THEN BEGIN; 
IF «MSUSEG(eeee.98.82(2» = . 'COLD START' .) I 

(MSUSEG(eeee.98.82(2» = • 'WARM START' .) I 
(MSUSEG(eeee.98.82(2» = • 'LINK UP' .» THEN 

COLOR(GRE) ; 
IF «MSUSEG(eeee.98.82(2» = . 'LINK DOWN' .» THEN 

COLOR(RED) ; 
IF «MSUSEG(eeee.98.82(2» = . 'EGP NEIGHBOR LOSS' .» THEN 

COLOR(YEL) ; 
END; 

END ; 

The IP address of the trap origin in all AIX NetView/6000-converted SNA 
alerts is found in a Recommended Actions (X' 81 ') Network Alert 
Common subfield of the Cause Undetermined (X' 97') subvector. Most 
of the important information from the SNMP MIS variable bindings 
portion of the trap are found in the Detailed Data (X' 98') subvector of 
the alert. The following list describes the previous example. 

• The first Recommended Actions (X '81') Network Alert Common 
subfield in the Cause Undetermined (X' 97') subvector contains the 
code point X' 00B0 ' . 

• A Recommended Actions (X' 81') Network Alert Common subfield 
with this code point in it is accompanied by a Detailed Data (X' 82 ' ) 
Network Alert Common subfield with the code point X' FE' , which 
indicates that an IP address is the data in the subfield. 

• The IP address of the highlighted node is 9.67.5.120. 

• The type of SNMP trap that prompted the alert is found in the 
second Detailed Data (X' 82 ') Network Alert Common subfield of the 
Detailed Data (X' 98') subvector. 

Selecting SNA Alerts for a Key Event 
The following example shows a NetView automation table segment 

( 
I .. 

designed to extract information from an SNA alert enabling the NetView ~ 

program to automatically issue a RUNCMD response to a given alert. 

! 

In this example, the automation table segment detects SNA alerts .. 
prompted by the receipt of a link-down trap from IP address 9.67.5.120. 
This example initiates the execution of the command list, FNDROUTE, to 
determine if, after the loss of an interface on this device (router), there 
remains a route between ROUTER2 and ROUTER3. 
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IF ((MSUSEG(0000.97.81(1)) = . HEX('00B0') . ) & 
(MSUSEG(0000.97.82(1) 4) = HEX('FE') . ) & 
(MSUSEG(0000.97.82(1) 6) = HEX('F94BF6F74BF54BFIF2F0') • )) THEN 

BEGIN ; 
IF ((MSUSEG(0000.98.82(2) 4) = HEX('FA') .) & 

(MSUSEG(0000.98.82(2)) = . 'LINK DOWN' . )) THEN 
EXEC(CMD('FNDROUTE ')) 

END; 

The selection of alerts in the previous example is based on the following: 

• Action is to be taken only if the alert was prompted by a link-down 
trap. The second Detailed Data (X' 82 ') Network Alert Common 
subfield of the Detailed Data (X' 98 ') subvector of the SNA alert con­
tains the trap type. 

• If the automation table segment determines that the link-down trap 
originated from the device at IP address 9.67.5.120, it initiates the 
command list. The command list determines whether two devices 
that previously used the trap sender as a gateway can still communi­
cate. 

The IP address of the trap sender is always sent in the first Recom­
mended Actions (X' 81 ') Network Alert Common subfield in the 
Cause Undetermined (X' 97') subvector with code point X'OOBO'. 

In the next example, the NetView command list, FNDROUTE, issues an AIX 
NetView/6000 findroute command to determine whether there is a route 
between two internet devices, routerl and router2, that support SNMP. 

The command list automatically retrieves the SNA name of the AIX 
NetView Service Point program and the service point application name 
from the SNA alert to create a RUNCMD command. These names are 
needed to correctly address the RUNCMD command. 

SERVPT= HIER(1) 
SERVPT = SUBSTR(SERVPT, I, 8) 
SPAPPL = HIER(2) 
SPAPPL = SUBSTR(SPAPPL, I, 8) 
CMD = 'findroute routerl router2 ' 
'RUNCMD SP='SERVPT',APPL='SPAPPL','CMD 

EXIT 

Selecting SNA Alerts for Incomplete Trap Information 
This example shows a NetView automation table segment designed to 
select SNA alerts for incomplete SNMP trap information. The automation 
table segment extracts a log ID from the SNA alert, enabling the NetView 
program to automatically issue a response to a given alert. 
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In this example, the automation table segment illustrates selecting SNA 
alerts that were prompted by an SNMP trap sent by the host program at 
9.67.5.120. The automation table segment checks for SNA alerts that 
do not contain the entire contents of the SNMP trap. 

Incomplete SNMP trap information is indicated by the presence of a log 
ID as the first Detailed Data (X '82') Network Alert Common subfield in 
the Detailed Data (X '98') subvector. The ID is the key for the trap 
record in the tralertd database. Its presence indicates that the AIX 
NetView/6000 program has logged the trap in the tralertd database and 
that all the information in the trap could not be forwarded to the NetView 
program. 

The automation table segment extracts the log ID and passes it to a 
command list, GETTRAP, that retrieves the complete trap record. 

IF «MSUSEG(0000.97.81(I» = . HEX('00S0') • ) & 
(MSUSEG(0000.97.82(1) 4) = HEX('FE') . ) & 
(MSUSEG(0000.97.82(I) 6} = HEX('F94BF6F74BF54BFIF2F0'). ) & 
(MSUSEG(0000.98.82(I) 4) = HEX('OA') HEX('00') HEX(IO») THEN 

EXEC(CMO('GETTRAP , 10» ; 

In the following example, the NetView command list, GETTRAP, automat­
ically issues a command to retrieve the trap information for an SNMP 
trap that was logged in the manager system's lusr/OV/databases/tralertd 
database. Trap information is stored in this database for SNMP traps 
that are converted to SNA alerts, but cannot completely fit in the SNA 
alert sent to the NetView program. 

In this example, the command list automatically issues a gettrap 
command on the manager system that is managing the SNMP device 
9.67.5.120; this device generated an SNMP trap. The SNMP trap was 
converted to an SNA alert, but all the information could not fit in the SNA 
alert. The trap information was logged in the tralertd database, and the 
record was assigned a log ID. The incomplete SNA alert containing the 
log ID was sent to the NetView program. This command list issues the 

» 

AIX NetView/6000 gettrap command to retrieve this trap information, ( 
using the unique log ID to identify the trap record. 
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Sending RUNCMDs with Mixed-Case Characters 
This example shows a NetView command list that automatically issues a 
command containing mixed-case characters. The command list contains 
keywords that enables a mixed-case command to be issued. 

In the following example, the command list automatically issues a AIX 
NetView/6000 snmpget command to obtain the sysDescr MIS variable 
binding from the host, a i xnm004 . 

Note that the keywords asis and ADDRESS NETVASIS are used to prevent 
case conversion from being performed by the NetView program and the 
service point application. 

The keyword as is precedes the snmpget command so that the service 
point application on the AIX NetView/6000 program will not perform case 
conversion on the received command. The service point application 
automatically converts commands to lower-case alphabetical characters. 

The keywords ADDRESS NETVASIS precedes the RUNCMD string so that 
the NetView program will not perform case conversion on the RUNCMD 
command string. The NetView program automatically converts com­
mands to upper-case alphabetic characters. 

SERVPT= HIER(l) 
SERVPT = SUBSTR(SERVPT, I, 8) 
SPAPPL = HIER(2) 
SPAPPL = SUBSTR(SPAPPL, I, 8) 
CMD = "asissnmpget aixnm664 public system.sysDescr.6" 
ADDRESS NETVASIS "RUNCMD SP="SERVPT","APPL="SPAPPL","CMD 

EXIT 
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Appendix A. Reference Information 

This appendix provides reference information about the following topics: 

• "Options for the tralertd and spappld Daemons" 

• "Events Automatically Converted to Alerts" on page 48 

Options for the tralertd and spappld Daemons 
The following table lists the daemons involved in the NetView con­
nection, their options, and their defaults: 

Table 2. AIX NetViewl6000 Daemon Options 

Daemon 

tralertd 

spappld 

Option 

Tracing mask 

Full path name of trace file 

Service point application 
name 

Are you using NETCENTER 

If yes, DOMAIN name 

If yes, standalone timeout 

Service point application 
name 

Execute shell state 

Execute shell path 

Log service point trans­
actions? 

Full path name of log file 

Tracing mask 

Full path name of trace file 

Are you using NETCENTER 

Default 

o 
lusr/OV Ilog/tralertd. trace 

A943A2BE 

no 

SNMP 

90 seconds 

A943A2BE 

bsh (Bourne) 

Ibin :/usr/bin :/usr/OV Ibin 

yes 

lusr/OV/log/NV390.log 

o 
lusr/OV/log/NV390.trace 

no 

Note: The name you choose for the service point application is used for the 
value of appl in the RUNCMD. SMIT automatically generates a unique name 
based on the address of the IP interfaces of the manager system. The following 
is an example of a RUNCMD command that a NetView operator can issue; the 
sp= variable indicates the service point application name. 

RUNCMD SP=NTFFPU04,APPL=REGIONl, gettrap 0123456789ABCDEF > /tmp/test 
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Events Automatically Converted to Alerts 

The AIX NetView/6000 program supports generic traps 0-to-5 for all 
enterprises and the following specific traps for the AIX NetView/6000 
enterprise. (The traps have a enterprise I D of 1. 3 . 6. 1. 4.2.6.3 and a 
specific trap number of 6.) By default, the following enterprise-specific 
events are automatically converted to alerts. 

Table 3. Events Automatically Converted to Alerts 

Event Event Event Description 
Number Name 

58720256 CPU_EV CPU Load 
58720257 DSPU_EV Disk Space Percentage Used 
58720258 IPD_EV Interface Percent Deferred 
58720259 IPC_EV Interface Percent Collisions 
58720260 ICE_EV Interface CRC Errors 
58720261 IPIE_EV Interface Percent Input Errors 
58720262 IPOE_EV Interface Percent Output Errors 
58720263 DCOL_EV Data Collector Detected Threshold 
58720264 DCRA_EV Data Collector Rearm Event 
58851330 FERR_EV Fatal Errors 
58916864 NUP_EV Node Up 
58916865 NDWN_EV Node Down 
58916866 IUP_EV Interface Up 
58916867 IDWN_EV Interface Down 
58916868 SC_EV Segment Critical 
58916869 NC_EV Network Critical 

The AIX NetView/6000 program, by default, also converts and forwards 
the following enterprise-specific traps: 

• netView6000subagent 
• ibm_aix 
• ibm6611 
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Appendix B. Subvectors Included in SNA MS Major 
Vectors 

The following sections identify the subvectors included in an SNA Alert 
Management Services (MS) major vector prompted by a trap from the 
AIX NetView/6000 program or a managed device running SNMP pro­
tocol. The subvectors included in an Alert MS major vector and the data 
carried are: 

Table 4. SNA Alert MS Major Vector Sub vectors 

Subvector 

Hierarchy/Resource List 
(X' 05') 

Product Set 10 (X' 10') 

Product Identifier 
(X' 11') 

Supporting Data Corre­
lation (X' 48 ' ) 

Generic Alert Data 
(X'92') 

Probable Causes 
(X'93') 

User Caused (X' 94') 

Install Causes (X' 95 ') 

Failure Causes (X '96') 

Cause Undetermined 
(X'97') 

Detailed Data (X' 98 ' ) 

«) Copyright IBM Corp. 1992, 1993 

Description 

Provides hierarchy of the resources involved in the 
trap conversion and the host name (if available) or 
IP address (first 8-characters) of the node origi­
nating the trap. 

Identifies products that implement a network com­
ponent as hardware or software. 

Identifies a product, hardware or software, as IBM 
or non-IBM, and includes detailed product informa­
tion. 

Provides a log 10 for an alertable error from the 
system error log if the alert was converted to an 
SNMP trap by the trapgend daemon. 

Provides alert type and description text. 

Provides a possible cause for the trap. 

Provides a possible user cause for the alert condi­
tion, and recommended actions to be taken. This is 
forwarded from the AIX error log. 

Provides a possible installation cause for the alert 
condition, and recommended actions to be taken. 
This is forwarded from the AIX error log. 

Provides a possible failure cause for the alert condi­
tion, and recommended actions to be taken. This is 
forwarded from the AIX error log. 

Provides recommended actions for further inquiries. 

Provides additional information from the trap, and a 
unique log 10 for the trap that allows further infor­
mation inquiries (if the trap was logged). 
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Hierarchy/Resource List (X 1 05 1 ) Subvector 
The Hierarchy/Resource List (X I 05 ') subvector indicates the hierarchy of 
the AIX NetView Service Point, service point application, SNMP 
manager, and SNMP agent participating in the trap conversion. 

This subvector carries the following subfields: 

• Hierarchy Name List (X I 10 ' ) subfield 
• Associated Resources (X I 11 ') subfield 

Hierarchy Name List (X 11 0 I) Subfield 
The Hierarchy Name List (X I 1 0 ') subfield will contain the instances 
shown in Table 5. This information appears on the NetView Event Detail 
(NPDA-43S) and Recommended Actions (NPDA-45A) screens, showing 
the hierarchy of the domain. 

Table 5 (Page 1 of 2). Hierarchy Name List (X' 10') Subfield 

Resource Identifier Display Name of Resource 
Resource 
Name 
Indicator 

X I 81 I SERVICE POINT 0 SNA name of the AIX NetView 
Service Point sending the NMVT. 
This is the SNA name entered through 
SMIT. If you are using the 
NETCENTER program, the name 
must be exactly eight characters long. 

X I 18 I TRANSACTION 0 The registered name of the service 
PROGRAM point application. 

X I 00 I UNSPECIFIED 0 Either SNMPMNGR or the name of 
DEVICE the SNMP manager doing the trap to 

NMVT conversion, if it is 8-bytes or 
less in length. 
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This name must reside in the 
letclhosts file on the AIX NetView 
Service Point so that RUNCMDs can 
be routed to the intended device. 



Table 5 (Page 2 of 2). Hierarchy Name List (X/ 10/) Subfield 

Resource Identifier Display Name of Resource 

X I 00 I UNSPECIFIED 
DEVICE 

Resource 
Name 
Indicator 

The name (if available), or IP address 
of the device sending the trap, if the 
name meets the same specifications 
given for the name of the SNMP 
manager. The first 8-characters of the 
name or IP address (in dot notation) 
are included. 

Note: When the trap is internally generated by AIX NetView/6000, the first 
device in the hierarchy indicates the name of the SNMP manager or 
SNMPMNGR, and the second device indicates the host name or IP address of 
the node about which the event is concerned. 

Associated Resources (X' 11 ') Subfield 
The Associated Resources (X I 11 ') subfield provides the host name or 
IP address of the node originating the alertable error that was logged in 
the AIX error log. 

This information appears on the NetView Event Detail (NPDA-43S) 
screen, in the Other Resources Associated With This Event field. 

Product Set 10 (X '1 0') Subvector and Product Identifier (X '11') 
Subvector 

The Product Set ID (X' 10') subvector identifies the product generating 
the event as either hardware (a RiSe System/6000) or software (AIX). 
Defaults values are provided when data is not available. The Product 
Identifier (X' 11 ') subvector provides details about the product, including 
whether the product is an IBM or non-IBM product. 

Four Product Identifier (X '11') subvectors are sent for each event. Two 
provide product identification information for the machine (hardware and 
software) running AIX NetView/6000 and sending the event to the host 
program. Two provide product identification information for the machine 
(hardware and software) generating the event. 

For events not processed by the trapgend daemon, the generating 
machine product information includes the first 30-characters of the 
sysDescr MIB variable (if available) for the hardware. The software is 
indicated as unknown. 

For an event generated by a failing RiSe System/6000 that was logged 
as an alertable error in the AIX error log and processed by the trapgend 
daemon, the product information is retrieved from the RiSe System/6000 
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Vital Product Data database. In this instance, the RISC System/6000 
product information is always included in the subvectors. For product set 
information about a failing component within the RISC System/6000, use 
the AIX errpt command, with the log ID supplied in the Supporting Data 
Correlation (X'48') subvector, to retrieve this information. 

For hardware products, the subfields carried include the following: 

Table 6. Subfields Carried for Hardware Products 

Subfield 

Hardware Product Identi­
fier (X' 00 ') Product 10 

Hardware Protjuct 
Common Name (X' DE ') 
Product 10 

Vendor Identification 
(X' OF') Product 10 

Data and Comments 

The machine type, machine model number, plant of 
manufacturer, and the sequence number. 

The name commonly used to identify the hardware 
product. 

Identifies the name of the product vendor, such as 
IBM. 

For software products, the subfields carried include the following: 

Table 7. Subfields Carried for Software Products 

Subfield 

Software Product 
Common Level (X' 04') 
Product 10 

Software Product 
Common Name (X' 06' ) 
Product 10 

Software Product 
Program Number 
(X' 08 ') Product 10 

Vendor Identification 
(X' OF') Product 10 

Data and Comments 

The common version, release, and modification 
level numbers as given in the software product 
announcement documentation. 

. The name commonly used to identify the software 
product. 

The program product number as assigned by dis­
tribution personnel, or a substitute value supplied by 
a user-written software program. 

Identifies the name of the product vendor, such as 
IBM. 

Supporting Data Correlation (X I 48 I) Subvector 

This subvector forwards a log ID for an alertable error from the system 
error log if the alert was converted to an SNMP trap by the trapgend 
daemon. 

Use the AIX errpt command and this log ID to retrieve additional data 
related to the event reported. The log ID is transported in the Detailed 
Data (X' 82') Network Alert Common subfield. 
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Generic Alert Data (X I 92 I) Subvector 

This subvector identifies the event type and provides an event 
description. 

For an event that was generated by a failing RiSe System/GOOO, logged 
as an alertable error in the AIX error log, and processed by the trapgend 
daemon, this subvector provides an error type and error description as 
contained in the AIX error log. 

For events not processed by the trapgend daemon, this subvector pro­
vides an alert type and code points that correspond to strings of text 
from the trap. 

The Alert Type field is set according to the received trap. The settings 
for the various generic traps are shown in Table 8. This information 
appears on the NetView Event Detail (NPDA-43S) screen in the Event 
Type field. 

Table 8. Alert Type Field in the Generic Alert Data (X'92') Sub vector 

SNMP Trap Type Meaning 

Cold start X'12' Unknown 

Warm start X'12' Unknown 

Link up X'12' Unknown 

Link down X'01' Permanent loss of availability 

Authentication failure X'11' Impending problem 

EGP neighbor loss X'01' Permanent loss of availability 

Enterprise-specific X'12' Unknown (Default) 

The code points used in the Generic Alert Data (X I 92 ') subvector are 
shown in Table 9. This information appears in the Description field of 
the NetView Alerts-Dynamic (NPDA-30A), Alerts-Static (NPDA-30B), and 
Event Detail (NPDA-43S) screens . 

Table 9 (Page 1 of 2). Generic Alert Data (X' 92') Subvector Code Points 

SNMP Trap Code Text 
Point 

Cold start X' AOOO' PROBLEM RESOLVED 

Warm start X' AOOO' PROBLEM RESOLVED 

Link up X'AOOO' PROBLEM RESOLVED 

Link down X'3300' LINK ERROR 

Authentication failure X'COOA' AUTHORIZATION FAILURE 
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Table 9 (Page 2 of 2). Generic Alert Data (X' 92') Subvector Code Points 

SNMP Trap Code Text 
Point 

EGP neighbor loss 

Enterprise-specific 
(*) 

X'3305' UNABLE TO COMMUNICATE WITH 
REMOTE NODE 

X' BOOC' SNMP RESOURCE PROBLEM 

Note: * For enterprise-specific traps not designed for NMVT conversion. 

Probable Causes (X' 93 .) Subvector 

The Probable Causes (X' 93 ') subvector contain a general indication of 
the cause of the trap. The probable causes appear in order of 
descending probability. 

For an event that was generated by a failing RISC System/SOOO, logged 
as an alertable error in the AIX error log, and processed by the trapgend 
daemon, the subvector provides probable causes as contained in the AIX 
error log. 

For events not processed by the trapgend daemon, the code points used 
are shown in Table 10. 

This information appears in the Probable Causes field of the NetView 
Alerts-Dynamic (NPDA-30A), Alerts-Static (NPDA-30B), and Event Detail 
(NPDA-43S) screens. 

Table 10. Probable Causes (X' 93') Subvector Code Points 

SNMP Trap Code Text 
Point 

Cold start X'FEDD' UNDETERMINED 

Warm start X'FEOO' UNDETERMINED 

Link up X'2132' LINE/REMOTE NODE 

Link down X'2132' LINE/REMOTE NODE 

Authentication failure X'6700' SECURITY PROBLEM 

EGP neighbor loss X'2200' REMOTE NODE 

Enterprise-specific X'FEOO' UNDETERMINED 
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User Caused (X I 94 ') Subvector 

The User Caused (X' 94 ') subvector transports code points for stored 
text detailing the probable user causes and the recommended actions to 
be taken. This subvector includes the following subfields: 

• User Causes (X' 01') subfield 
• Recommended Actions (X' 81 ') Network Alert Common subfield 
• Detailed Data (X' 82 ') Network Alert Common subfield 

This subvector is included for alertable errors logged in the AIX error log 
and processed by the trapgend daemon. AIX NetView/6000 forwards 
this information as it is defined in the AIX error log . 

These subfields are shown in Table 11. 

Table 11. User Caused (X' 94' ) Sub vector Subfields 

Subfield 

User Caused 
(X'01 ') 

Recom­
mended 
Actions 
(X '81 ') 

Detailed Data 
(X'82') 

Data and Comment 

A user cause is defined as a condition that an operator can 
resolve without contacting a service organization. It includes 
one or more code points indicating the probable user causes 
of the alert condition. 

Actions to be taken to resolve the alert condition. 

Additional information regarding the causes or recommended 
actions. 

Install Caused (X I 95 ') Subvector 

The Install Caused (X' 95 ') subvector transports code points for stored 
text detailing the probable installation causes and the recommended 
actions to be taken. 

This subvector includes the following subfields: 

• Install Causes (X' 01') subfield 
• Recommended Actions (X '81') Network Alert Common subfield 
• Detailed Data (X' 82 ') Network Alert Common subfield 

This subvector is included for alertable errors logged in the AIX error log 
and processed by the trapgend daemon. AIX NetView/6000 forwards 
this information as it is defined in the AIX error log. 

These subfields are shown in Table 12 on page 56. 
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Table 12. Install Causes (X' 95' ) Sub vector Subfields 

Subfield 

Install Causes 
(X'01') 

Recom­
mended 
Actions 
(X'81') 

Detailed Data 
(X'82') 

Data and Comment 

An installation cause is defined as a condition that results from 
the initial installation or setup of some equipment. Includes 
one or more code points denoting the probable installation 
causes of the alert condition. 

Recommended actions to be taken to resolve the alert condi­
tion. 

Additional information regarding the causes or recommended 
actions. 

Failure Causes (X I 96 I) Subvector 

The Failure Causes (X I 96') subvector transports code points for stored 
text detailing the probable installation causes and the recommended 
actions to be taken. This subvector includes the following subfields: 

• Failure Causes (X I 01 ') subfield 
• Recommended Actions (X' 81 ') Network Alert Common subfield 
• Detailed Data (X' 82 ') Network Alert Common subfield 

This subvector is included for alertable errors logged in the AIX error log 
and processed by the trapgend daemon. AIX NetView/6000 forwards 
this information as it is defined in the AIX error log. 

These subfields are shown in Table 13. 

Table 13. Failure Causes (X' 96' ) Sub vector Subfields 

Subfield 

Failure 
Causes 
(X'01') 

Recom­
mended 
Actions 
(X'81') 

Detailed Data 
(X'82') 
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Data and Comment 

A failure cause is defined as a condition that results from the 
failure of a resource. Includes one or more code points listing 
the probable failure causes of the alert condition. 

Recommended actions to be taken to resolve the alert condi­
tion. 

Additional information regarding the causes or recommended 
actions. 
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Cause Undetermined (X '97 ') Subvector 
The Cause Undetermined (X' 97') subvector provides recommended 
action information for alerts that indicate existing, impending, or resolved 
conditions. This information is in the Recommended Actions subfields. 

If the agent generating the trap supports MIS-II, additional information 
about a person responsible for that agent's host device, the location of 
the agent device, and the name of the agent device will be provided. 

When defining this information, it is recommended that you limit the data 
for the contact, system name, and location subfields to codes, numbers, 
or internationally recognized terms that do not require translation. While 
SNMP does not restrict the data you send in this subvector, SNA does 
impose these restrictions. Following these restrictions facilitates inter­
actions with the host program and provides consistency in MIS variables. 

The data from the Recommended Actions subfields appears in the 
Actions field of the NetView Recommended Action For Selected Event 
(NPDA-43S) screen. 

Recommended Actions for Link-Down, Authentication Failure, and 
EGP Neighbor Loss Traps 

The Recommended Actions subfields shown in Table 14 are for SNA 
Alert major vectors that indicate an existing or impending problem. 

Table 14. Alert Major Vectors: Recommended Actions Subfield Gode Points 

Code Point 

X'OOBO' 

X'31DO' 

Note: 

Text 

PERFORM PROBLEM DETERMINATION PROCEDURES 
FOR (detailed data qualifier). 

The detailed data for this code point is in Detailed Data 
(X '82') Network Alert Common subfield type data ID X' FE ' .1 

IF REQUIRED, QUERY (detailed data qualifier) AT (detailed 
data qualifier) ABOUT (detailed data qualifier). 

The detailed data for this code point is in Detailed Data 
(X' 82') Network Alert Common subfield type data ID X' F9' , 
X'4B', and X'33'.1.2 

1. See Table 16 on page 58 for detailed data. 
2. Only included when the agent sending the trap supports MIB-II. 
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Recommended Actions for Cold Start, Warm Start, and Link-Up 
Traps 

The Recommended Actions subfields shown in Table 15 are for SNA 
Alert major vectors that indicate a resolved condition. 

Table 15. Resolution Major Vectors: Recommended Actions Subfield Code 
Points 

Code Point 

X'0700' 

X'3302' 

X'OOBO' 

X'31DO' 

Note: 

Text 

NO ACTION NECESSARY 

IF PROBLEM CONTINUES TO OCCUR REPEATEDLY THEN 
DO THE FOllOWING 

PERFORM PROBLEM DETERMINATION PROCEDURES 
FOR (detailed data qualifier). 

The detailed data for this code point is in Detailed Data 
(X' 82 ') Network Alert Common subfield type data ID X' FE ' .1 

IF REQUIRED, QUERY (detailed data qualifier) AT (detailed 
data qualifier) ABOUT (detailed data qualifier). 

The detailed data for this code point is in Detailed Data 
(X' 82 ') Network Alert Common subfield type data ID X' F9' , 
X'4B', and X'33'.1, 2 

1. See Table 16 for detailed data. 
2. Included only when the agent sending the trap supports MIB-II. 

Detailed Data (X I 82') Network Alert Common Subfield for 
Recommended Actions Subfields 

The Detailed Data (X I 82 ') Network Alert Common subfield shown in 
Table 16 may be provided in a Cause Undetermined (X I 97 ') subvector. 

Table 16 (Page 1 of 2). Detailed Data (X' 82') Network Alert Common Subfield 

Data ID Data Type Data and Comment 

X'F9' CONTACT ID The sysContact binding. The system 
contact information from the MIB of the 
agent sending the trap. 

X'FE' 

X'33' 
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INTERNET PRO- The IP address of an adjacent node for the 
TOCOl ADDRESS EGP Neighbor loss trap. This data is from 

the agent addr field in the original trap. This 
data may also appear in the Detailed Data 
(X' 82') Network Alert Common subfield of 
the Detailed Data (X '98') subvector. 

COMPONENT ID The sysName binding. The component ID 
from the MIB of the agent sending the trap. 

• 

• 
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Table 16 (Page 2 of 2). Detailed Data (X' 82' ) Network Alert Common Subfield 

Data 10 Data Type Data and Comment 

X' 4B' LOCATION NAME The sysLocation binding. The location 
name from the MIB of the agent sending the 
trap. 

Detailed Data (X 198 I) Subvector 

The Detailed Data (X I 98 ') subvector consists of a series of Detailed 
Data (X I 82 ') Network Alert Common subfields, containing additional 
information from the trap. This subvector carries either the variable 
binding or the variable name of all variables whose values are sent in a 
trap. 

The unique log 10 (in X 'DA ') associates a SNA Alert MS major vector 
with a specific trap when the entire contents of the alert could not be 
transported to the host program. The host program can use this log 10, 
along with the gettrap command, to identify and retrieve the complete 
trap information for a specific trap. This trap-to-major vector identifier is 
stored in the tralertd database. The log 10 is used as the key to the 
required variable bindings. 

The contents of the Detailed Data (X I 98 ') subvector, when the Detailed 
Data (X I 82 ') Network Alert Common subfield are sent, as shown in 
Table 17. This information appears in the Qualifiers list of the NetView 
Event Detail (NPDA-43S) screen. 

Table 17 (Page 1 of 2). Contents of the Detailed Data (X' 98') Sub vector 

Data 10 Data Type Data and Comment 

X' DA' LOG ID The number identifying trap-to-alert conver­
sion. Provides a key to the tralertd data­
base. At times, an entire trap cannot be 
included in an alert. This log ID lets the 
host program get the MIB variable bindings 
that were sent in a trap but were not 
included in the alert. 

X'F2' 

X'FB' 

X'FA' 

INTERFACE 

ENTERPRISE 

SNMP GENERIC 
TRAP NUMBER 

The iflndex binding. Sent minimally for 
link-up and link-down traps . 

The sysObjectlD binding. 

The generic trap binding. Either COLD 
START, WARM START, LINK UP, LINK 
DOWN, AUTHENTICATION FAILURE, EGP 
NEIGHBOR LOSS, or ENTERPRISE SPE­
CIFIC for 0, 1, 2, 3, 4, 5, or 6 traps, respec­
tively, is sent. 
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Table 17 (Page 2 of 2). Contents of the Detailed Data (X' 98') Subvector 

Data 10 Data Type Data and Comment 

X' FB' SNMP The specific trap binding. The enterprise-

X'FC' 

X'FD' 

X'FE' 
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SPECIFIC-TRAP specific trap number. When the trap is not 
NUMBER enterprise-specific, this instance of the sub­

field may be omitted. If it is present under 
these circumstances, its value is zero (0). 

SNMP MIB VARI­
ABLE NAME 

SNMP MIB VARI­
ABLE VALUE 

INTERNET PRO­
TOCOL ADDRESS 

The MIB variable name. This variable name 
may be from either the standard MIB (lor II) 
or from an enterprise-specific extension to 
the MIB. This data may be available, if it 
was in the original trap. 

The SNMP MIB variable value. This 
detailed data is sent when the value of the 
MIB variable will fit in the allocated space 
and when the name of the variable is sent 
in the immediately preceding the Detailed 
Data subfield. This data may be available if 
it was in the original trap. 

The IP address of an adjacent node for the 
EGP Neighbor loss trap. This data is from 
the agent addr field in the original trap. The 
address of the trap sender will always be in 
the Recommended Actions subfields of the 
Cause Undetermined (X '97') subvector. 
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Glossary 

This glossary defines important AIX 
NetView/6000 and AIX NetView Service Point 
terms. It includes definitions from the Dic­
tionary of Computing, SC20-1699, which are 
identified by an asterisk (*). Definitions from 
draft proposals and working papers under 
development by the International Standards 
Organization, Technical Committee 97, Sub­
committee 1 are identified by the symbol 
(TC97). Definitions from the IBM RISC 
Systeml6000 Task Index and Glossary are 
identified by the symbol (R). Definitions from 
the CCITT Sixth Plenary Assembly Orange 
Book, Terms and Definitions and working doc­
uments published by the Consultative Com­
mittee on International Telegraph and 
Telephone of the International Telecommuni­
cation Union, Geneva, 1980 are identified by 
the symbol (CCITT/ITU). Definitions from pub­
lished sections of the ISO Vocabulary of Data 
Processing, developed by the International 
Standards Organization, Technical Committee 
97 Subcommittee 1 and from published 
sections of the ISO Vocabulary of Office 
Machines, developed by subcommittees of ISO 
Technical Committee 95, and identified by the 
symbol (ISO). 

This glossary may also include terms and defi­
nitions from the following sources: 

• The American National Dictionary for Infor­
mation Systems, ANSI X3.172-1990, copy­
right 1990 by the American National 
Standards Institute (ANSI). Copies may be 
purchased from the American National 
Standards Institute, 11 West 42 Street, 
New York, New York 10036. Definitions 
are identified by the symbol (A). 

• The ANSI/EIA Standard--440-A: Fiber 
Optic Terminology. Copies may be pur­
chased from the Electronic Industries 
Association, 2001 Pennsylvania Avenue, 
NW. Washington DC 20006. Definitions 
are identified by the symbol (E). 

• The Information Technology Vocabulary, 
developed by Subcommittee 1, Joint Tech­
nical Committee 1, of the International 
Organization for Standardization and the 

(I') Copyright IBM Corp. 1992, 1993 

International Electrotechnical Commission 
(ISO/IEC JTC1/SC1). Definitions of pub­
lished parts of this vocabulary are identified 
by the symbol (I). Definitions from draft 
international standards, committee drafts, 
and working papers being developed by 
ISO/IEC JTC1/SC1 are identified by the 
symbol (T), indicating that final agreement 
has not yet been reached among the par­
ticipating National Bodies of SC1. 

For abbreviations, the definition usually con­
sists only of the words represented by the 
letters; for complete definitions, see the entries 
for the words. 

Reference Words Used in the Entries 

The following cross-references are used in this 
glossary: 

A 

Contrast with: Refers'to a term that has 
an opposed or substantively different 
meaning. 

Deprecated term for: Indicates that the 
term should not be used. It refers to a pre­
ferred term, which is defined. 

Synonymous with: Appears in the com­
mentary of a preferred term and identifies 
less desirable or less specific terms that 
have the same meaning. 

Synonym for: Appears in the commentary 
of a less desirable or less specific term 
that has the same meaning. 

See: Refers to multiple-word terms that 
have the same last word. 

See also: Refers to related terms that 
have similar (but not synonymous) 
meanings. 

action. (1) In the AIX Operating System, a 
defined task that an application performs. An 
action modifies the properties of an object or 
manipulates the object in some way. * (2) An 
operation on a managed object, the semantics 
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of which are defined as part of the managed 
object class definition. 

address. See internet address. 

agent. In the TCP/IP environment, a process 
running on a network node that responds to 
requests and sends information. 

AIX. Advanced Interactive Executive. 

AIX Operating System. (1) IBM's implemen­
tation of the UNIX Operating System. The AIX 
Operating System runs on the RISC 
System/SOOO system. (2) See UNIX Operating 
System. 

AIX NetView/SOOO. An abbreviated name for 
AIX System View NetView/SOOO. 

AIX System View NetView/SOOO. A compre­
hensive management tool for heterogeneous 
devices on Transmission Control 
Protocol/Internet Protocol (TCP/IP) networks. 
The AIX SystemView NetView/SOOO program 
can use the IBM AIX Service Point program to 
communicate with the NetView and 
NETCENTER programs. 

alert. (1) An error message sent to the 
system services control point (SSCP) at the 
host system. (R) (2) In the AIX System View 
NetView/SOOO program, selected traps are con­
verted to alerts that are then forwarded to the 
NetView or NETCENTER programs for han­
dling. (3) In the NetView and NETCENTER 
programs, a high-priority event that warrants 
immediate attention. 

APPL. Application program. * 

B 
background process. (1) In the AIX Oper­
ating System, a mode of program execution in 
which the shell does not wait for program com­
pletion before prompting the user for another 
command. * (2) A process that does not 
require operator intervention but can be run by 
the computer while the workstation is used to 
do other work. * (3) Contrast with foreground 
process. * (4) See also daemon. 
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bridge. (1) A functional unit that intercon­
nects two local area networks that use the 
same logical link control protocol but may use 
different medium access control protocols. (T) 
(2) In the connection of local loops, channels, 
or rings, the equipment and techniques used to 
match circuits and to facilitate accurate data 
transmission. * (3) See also gateway. 

button. A word or picture on the screen that 
can be selected. Once selected and activated, 
a button begins an action in the same manner 
that pressing a key on the keyboard can begin 
an action. (R) 

c 
class. In the AIX Operating System, per­
taining to the I/O characteristics of a device. 
System devices are classified as block or char­
acter devices. * 

click. To press and release a mouse button. 

client. (1) In an AIX distributed file system 
environment, a system that is dependent on a 
server to provide it with programs or access to 
programs. (2) See also server. * 

CMIP. Common Management Information 
Protocol. 

CMOT. Common Management Information 
Protocol over TCP/IP. 

code point. In the NetView and NETCENTER 
programs, a 1- or 2-byte hexadecimal value 
that indexes a text string stored at an alert 
receiver and is used by the alert receiver to 
create displays of alert information. 

command. (1) A request from a terminal for 
the performance of an operation or the exe­
cution of a particular program. * (2) A request 
to perform an operation or run a program. 
When parameters, values, flags, or other oper­
ands are associated with a command, the 
resulting character string is a single command. 
(R) 

command list. A list of program commands 
and statements designed to perform a specific 
function for the user. * 



Common Management Information Protocol 
(CMIP). The protocol elements used to 
provide the operational and notification ser­
vices defined by Common Management Infor­
mation Services. CMIP is part of the 
Organization for Standardization (ISO) and 
Open Systems Interconnection (OSI) specifica­
tion. 

Common Management Information Services 
(CMIS). A suite of operational and notification 
services used for the management of systems. 
CMIS is a part of the International Organization 
for Standardization (ISO) and Open Systems 
Interconnection (OSI) specification. 

Common Management Information Proto­
cols over TCPIIP (CMOT). A protocol inter­
face defined by the Internet Engineering Task 
Force (IETF) that enables the use of CMIP 
over a TCP/IP protocol stack. 

component. Hardware or software that is part 
of a functional unit. * 

compound status. (1) The compound status 
scheme determines how status is propagated 
from symbols in child submaps to symbols of 
the parent object. The combined status of 
symbols determines the resulting compound 
status. Compound status can propagate up 
through multiple levels of submaps in the 
network map. The compound status setting 
applies to the entire map. In effect, the status 
of specific nodes propagates up to a symbol 
on a higher-level submap. Compound status is 
configured by using one of three schemes: 

• Default 
• Propagate Most Critical 
• Propagate at Threshold Value 

(2) See default compound status. 

configuration. (1) The manner in which the 
hardware and software of an information proc­
essing system are organized and intercon­
nected. (T) (2) The devices and programs that 
make up a system, subsystem, or network. * 
(3) The act of organizing and interconnecting 
the components of an information processing 
system. 

connection. (1) In system communications, a 
line over which data can be passed between 

two systems or between a system and a 
device. * (2) A physical or logical link between 
objects that appears as a line between them 
on the topology map. For example, the con­
nection line between a gateway and network 
represents an interface on that network. Mul­
tiple connections appear as one line. 
(3) Synonym for physical connection. 

context menu. (1) A menu (also known as a 
pop-up menu) that provides no visual cue to its 
presence, but pops-up when operators perform 
a menu selection with button 3 of a three­
button mouse. 

copy. (1) In the AIX System View 
NetView/SOOO program, a menu item function 
that copies selected symbols and objects to 
the cut buffer. To complete the copy opera­
tion, select the Paste menu item. (2) See cut, 
cut buffer, and paste. 

critical status. (1) In the AIX System View 
NetView/SOOO program, the status state, dis­
played by a symbol, that indicates a problem 
with the object. If the status is compound 
status, it reflects a critical condition in the 
parent object's child submap. If the status is 
direct status, it may reflect a critical condition 
for the symbol or the object. The default color 
for critical status is red. (2) See normal status, 
marginal status, and compound status. 

cut. (1) A function used to cut (delete) 
objects and place them in the cut buffer. The 
Cut Button can be used in conjunction with the 
Paste menu item to move objects by pasting 
them from the cut buffer to a submap (cut-and­
paste). (2) See copy, cut buffer, and paste. 

cut buffer. (1) A memory area where 
symbols and objects that are cut or copied are 
temporarily stored. The cut buffer enables cut 
and paste, or copy and paste, operations. 
(2) See copy, cut, and paste. 

o 
daemon. (1) A background process usually 
started at system initialization that runs contin­
uously and performs a function required by 
other processes. (2) In the AIX Operating 
System, a program that runs unattended to 
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perform a standard service. Some daemons 
are triggered automatically to perform their 
task; others operate periodically. * (3) See 
also background process. 

data. A representation of facts, concepts, or 
instructions in a form suitable for communi­
cation, interpretation, or processing by human 
or automatic means. Data includes constants, 
variables, arrays, and character strings. * 

. data set. The major unit of data storage and 
retrieval, consisting of a collection of data in 
one of several prescribed arrangements and 
described by control information to which the 
system has access. * 

default. An initial configuration setting. 
Defaults are supplied when the AIX 
SystemView NetView/6000 program is first run 
to reduce the amount of time required to start 
actively managing systems on a network. 
Users and applications can alter many default 
settings. 

default compound status. When a new map 
is created, compound status is set to a default 
value. The default value for compound status 
causes the graphical interface to propagate 
status. 

delete. (1) An Edit menu function that deletes 
symbols and objects. A confirmation box is 
displayed before the deletion is performed. 
Some objects may be rediscovered and their 
symbols can be hidden. The Delete function is 
available for maps, submaps, and snapshots. 
(2) See also hide symbol and edit menu. 

device. A mechanical, electrical, or electronic 
contrivance with a specific purpose. * 

dialog box. (1) A dialog box provides data 
fields and buttons for setting controls, selecting 
from lists, choosing from mutually exclusive 
options, entering data, and presenting the user 
with messages. The AIX SystemView 
NetView/6000 dialog boxes are defined by 
OSF/Motif. (2) A pop-up window that is used 
primarily to gather user input. 

discovery. The automatic detection of 
network topology changes (for example, new 
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and deleted nodes, new and deleted inter­
faces). 

display. (1) A visual presentation of data. (I) 
(A) (2) To present data visually. (I) (A) (3) A 
device or medium on which information is pre­
sented, such as a terminal screen. (4) Depre­
cated term for panel. * 

DOC. Documentation. * 

domain. (1) That part of a network in which 
the data processing resources are under 
common control. (T) (2) In a database, all the 
possible values of an attribute or a data 
element. * (3) In TCP/IP, the naming system 
used in hierarchical networks. The domain 
naming system uses the DOMAIN protocol and 
the named daemon. (4) In a domain system, 
groups of hosts are administered separately 
within a tree-structured hierarchy of domains 
and subdomains. * 

dynamic. (1) In programming languages, per­
taining to properties that can be established 
only during the execution of a program; for 
example, the length of a variable-length data 
object is dynamic. (I) (2) Pertaining to an 
operation that occurs at the time it is needed 
rather than at a predetermined or fixed time. * 
(3) In AIX System View NetView/6000, the con­
tents of windows in the event display function 
are either dynamic or static. In the dynamic 
display (workspace), events continue to be 
added to the cards/list. (4) Contrast with 
static. * 

E 
echo. In data communication, a reflected 
signal on a communications channel. On a 
communications terminal, each signal is dis­
played twice, once when entered at the local 
terminal and again when returned over the 
communications link. This allows the signals 
to be checked for accuracy. * 

edit menu. An action bar menu that contains 
items that enable the user to edit symbols and 
objects in an open map or submap. Editing 
includes tasks, such as adding, deleting, and 
copying. 



Enhanced X-Windows Toolkit. (1) In the 
AIX Operating System, a collection of basic 
functions for developing a variety of application 
environments. Toolkit functions manage 
Toolkit initialization, widgets, memory, events, 
geometry, input focus, selections, resources, 
translation of events, graphics contexts, 
pixmaps, and errors. * (2) See also X-Window 
System. 

enterprise. An entire business organization. 
An enterprise may consist of one or more 
establishments, divisions, plants, warehouses, 
and so on that require an information system. 

enterprise-specific MIB. (1) An SNMP man­
agement Information Base (MIB) developed by 
individual vendors for specific products. 
Vendors register their private MIBs under the 
enterprise object identifier subtree. (2) See 
MIB. 

entity. (1) In the AIX System View 
NetView/6000 program, an element on a 
network that has semantic attributes. (2) See 
also object. 

enterprise-specific trap. (1) An enterprise­
defined SNMP trap indicated by generic trap 
number 6 and a unique specific trap number 
that denotes an enterprise-unique event. 

error. A discrepancy between a computed, 
observed, or measured value or condition and 
the true, specified, or theoretically correct value 
or condition. (I) (A) 

error log. (1) A data set or file in the AIX 
Operating System where error information is 
stored. Applications write to the AIX error log 
in response to hardware and software errors. 
(2) A form in a maintenance library that is 
used to record error information about a 
product or system. * (3) A record of machine 
checks, device errors, and volume statistical 
data. * 

event. (1) An occurrence of significance to a 
task, such as an SNMP trap or an AIX 
System View NetView/6000 internal event. 
(2) In the AIX System View NetView/6000 
program, an unsolicited notification from the 
managed object or SNMP agent that at least 
one of the following has occurred: 

• A threshold limit was exceeded. 

• The network topology changed. 

• An informational message or an error 
occurred. 

• An object's status changed. 

• A node's configuration changed. 

(3) In the NetView and NETCENTER pro­
grams, a record indicating irregularities of oper­
ation in physical elements of a network. * 
(4) A CMIP event report. 

EXEC. (1) In the AIX Operating System, to 
overlay the current process with another exe­
cutable program. * (2) See also fork. 

F 
field. Fields are the building blocks of which 
objects are composed. A field is characterized 
by a field name, a data type (integer, Boolean, 
character string, or enumerated value), and a 
set of flags which describe how the field is 
treated by AIX System View NetView/6000. A 
field can contain data only when it is associ­
ated with an object. 

filter. (1) In the AIX Operating System, a 
command that reads standard input data, mod­
ifies the data, and sends it to the display 
screen. * (2) A device or program that sepa­
rates data, signals, or material in accordance 
with specified criteria. (A) (3) In the AIX 
System View NetView/6000 program, a set of 
criteria that determines which events are 
received by registered applications, selected 
for displaying, or forwarded to the NetView and 
NETCENTER programs as alerts. (4) In the 
NetView program, a function that limits the 
data that is to be recorded on the database 
and displayed at the terminal. See recording 
filter and viewing filter. * 

filtering. In the AIX System View 
NetView/6000 program, a process that applies 
tests to previously identified objects to extract 
a subset. 

foreground process. (1) In the AIX Oper­
ating System, a process that must run to com­
pletion before another command is issued to 
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the shell. The foreground process is in the 
foreground process group, which is the group 
that receives the signals generated by a ter­
minal. (2) In the AIX System View 
NetView/6000 program, the xnm application 
and the applications running under it. (3) Con­
trast with background process. 

fork. (1) In the AIX Operating System, to 
create and start a child process. * (2) See also 
EXEC. 

G 
gateway. (1) In the AIX Operating System, 
an entity that operates above the link layer and 
translates, when required, the interface and 
protocol used by one network into those used 
by another distinct network. * (2) A functional 
unit that interconnects two computer networks 
with different network architectures. A gateway 
connects networks or systems of different 
architectures. A bridge interconnects networks 
or systems with the same or similar architec­
tures. (T) (3) In TCP/IP, a device used to 
connect two systems that use either the same 
or different communication protocols. * 

generic alert. (1) A product-independent 
method of encoding alert data by means of 
both (a) code points indexing short units of 
stored text and (b) textual data. (2) Encoded 
alert information that uses code points (defined 
by IBM and possibly customized by users or 
application programs) stored at an alert 
receiver, such as the NetView program. * 

H 
help menu. An action bar menu to provides 
detailed help information about the AIX 
System View NetView/6000 graphical interface. 
It also provides information about registered 
applications that are integrated with the graph­
ical interface. 

. help panel. Information displayed by a 
system in response to a help request from a 
user. See task panel. * 

hide symbol. (1) An operation that enables 
users to prevent symbols from being displayed 
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on a submap. The symbols still exist but are 
not visible. 

highlighting. (1) In the AIX System View 
NetView/6000 program, a visual cue showing 
the nodes or connections that are the output of 
certain operations. (2) Emphasizing a display 
element or segment by modifying its visual 
attributes. (I) (A) 

host. (1) The primary or controlling computer 
in the communications network. (R) (2) A 
computer attached to a network. (R) (3) In 
TCP/IP, any system that has at least one 
Internet address associated with it. A host with 
multiple network interfaces may have multiple 
Internet addresses associated with it. * 
(4) See also host processor. * 

host processor. (1) A processor that con­
trols all or part of a user application network. 
(T) (2) In a network, the processing unit in 
which the access method for the network 
resides. * 

I 
ID. Identification. * 

interface. A shared boundary between two 
functional units, defined by functional charac­
teristics, signal characteristics, or other charac­
teristics, as appropriate. The concept includes 
the specification of the connection of two 
devices having different functions. (T) 

Internet. A wide-area network connecting 
thousands of disparate networks in industry, 
education, government, and research. The 
Internet network uses TCP/IP as the standard 
protocol for transmitting information. * 

Internet address. The numbering system 
used in TCP/IP Internetwork communications 
to specify a particular network, or a particular 
host on that network, with which to communi­
cate. Internet addresses are denoted in dotted 
decimal form. * 

internet-level submap. The highest level of 
the topology map that shows how internet pro­
tocol networks or subnets are connected by 
gateways. 



IP. Internet Protocol. * 

K 
keyword. (1) In programming languages, a 
lexical unit that, in certain contexts, character­
izes some language construct; for example, in 
some contexts, IF characterizes an if­
statement. A keyword normally has the form 
of an identifier. (I) (2) One of the predefined 
words of an artificial language. * (3) A name 
or symbol that identifies a parameter. * 
(4) Part of a command operand that consists 
of a specific character string, such as 
DSNAME=. * 

L 
label. A label is used to distinguish a symbol 
from other symbols on a submap and map. 
The label is displayed below a symbol. Labels 
can be assigned or modified at any time by 
using the Symbol Description dialog box. 

link. (1) In data communications, a trans­
mission medium and data link control compo­
nent that together transmit data between 
adjacent nodes. (R) (2) In TCP/lP, a commu­
nications line. A TCP/IP link may share the 
use of a communications line with SNA. * 

local. Pertaining to a device, file, or system 
that is accessed directly from your system, 
without the use of a communications line. 
Contrast with remote. (R) 

M 
mainframe. A large computer, particularly 
one to which other computers can be con­
nected so that they can share facilities the 
mainframe provides. The term usually refers 
to hardware only. * 

managed object. (1) An object that is being 
actively managed. Applications can monitor 
and manage objects for topology, status, and 
configuration changes. When you choose to 
manage an object, the objects in child 
submaps of the managed object also become 
managed. An object can be toggled between 

managed and unmanaged. You can choose 
which objects to manage, thereby, customizing 
the management region for any map. (2) See 
unmanaged object and management region. 

managed object class. A named set of 
managed objects sharing the same (named) 
sets of attributes, notifications, management 
operations (packages), and which share the 
same conditions for presence of those pack­
ages. (I) 

management region. The set of managed 
objects on a particular map that defines the 
extent of the network that is being actively 
managed. The management region may vary 
across maps. 

manager. The part of a distributed manage­
ment application that issues requests and 
receives notifications; that is, uses the services 
of one or more agents. 

menu. A list of options displayed to the user 
by a data processing system, from which the 
user can select an action to be initiated. (T) 

menu bar. A rectangular area at the top of 
the client area of a window that contains the 
titles of the standard pull-down menus for that 
application. (R) 

message. (1) An assembly of characters and 
sometimes control codes that is transferred as 
an entity from an originator to one or more 
recipients. A message consists of two parts: 
envelope and context. (2) Information from 
the system that informs the user of a condition 
that may affect further processing of a current 
program. (R) 

MIB. Management Information Base. 

monitor. (1) A device that observes and 
records selected activities within a data proc­
essing system for analysis. Possible uses are 
to indicate significant departure from the norm, 
or to determine levels of utilization of particular 
functional units. (T) (2) Software or hardware 
that observes, supervises, controls, or verifies 
operations of a system. (A) 

motif. See OSFIMotif. 
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N 
NETCENTER program. An IBM licensed 
program that enables network operators to use 
sophisticated online graphics and menus to 
work with images of a network. 

NetView program. An IBM licensed program 
used to monitor a network, manage it, and 
diagnose network problems. • 

NetView command list language. An inter­
pretive language unique to the NetView 
program that is used to write command lists. • 

network. (1) An arrangement of nodes and 
interconnecting branches. (T) (2) A configura­
tion of data processing devices and software 
connected for information interchange. • 

network operator. (1) A person who controls 
the operation of all or part of a network. • 
(2) In a multiple-domain network, a person or 
program responsible for controlling all domains. . 
NFS. Network File System. (R) 

NMVT. Network management vector trans­
port .• 

node. (1) An end point of a link, or a junction 
common to two or more links in a network. 
Nodes can be processors, controllers, or work­
stations, and they can vary in routing and other 
functional capabilities. (R) (2) The portion of a 
hardware component, along with its associated 
software components, that implements the 
functions of the seven architectural layers 
(SNA). (3) In a tree structure, a point at which 
subordinate items of data originate. (R) 

node name. In the AIX System View 
NetView/6000 program, the symbolic name 
assigned to a specific node during network 
definition. 

node-level submap. Contains the address­
able resources of a network, such as a 
gateway, router, workstation, and personal 
computer. 
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normal status. (1) Indicates that a network 
object is functioning normally. The default icon 
symbol color for normal status is green. The 
default connection symbol color for normal 
status is black. (2) See critical status and 
marginal status. 

notification. Information emitted by a 
managed object relating to an event that has 
occurred within the managed object. (I) 

o 
object. (1) In the AIX SystemView 
NetView/6000 program, a generic term for any 
entity that AIX System View NetView/6000 dis­
covers and displays on the topology map, or 
any entity that you add to the topology map. 
(2) In the AIX object data manager, an 
instance or member of an object class, con­
ceptually similar to a structure that is a 
member or array of structures. • (3) In the AIX 
SystemView NetView/6000 program, objects 
convey to the symbol various semantic attri­
butes that represent an entity. (4) See 
managed object. (5) See also entity and 
symbol. 

object class. (1) In AIX System View 
NetView/6000, objects are divided into four 
classes: computer, connector, device, software, 
location, and cards. (2) In the AIX object data 
manager, a stored collection of objects with the 
same definition. Conceptually similar to an 
array of structures. • (3) See also object 
class, symbol class, and managed object 
class. 

OK button. Saves and cancels the value of 
the dialog box. 

online. (1) Pertaining to the operation of a 
functional unit when it is under the direct 
control of the computer. (T) (2) Pertaining to a 
user's ability to interact with a computer. • 

open systems interconnection (051). The 
interconnection of open systems in accordance 
with standards of the International Organization 
for Standardization (ISO) for the exchange of 
information. (T) (A) 



operator. (1) A person who operates a 
device. * (2) A person or program responsible 
for managing activities controlled by a given 
piece of software such as MVS, the NetView 
program, or IMS. * (3) A person who keeps a 
system running. (4) See network operator. 

OSF. Open Software Foundation. 

OSF/Motif. (1) A graphical interface that con­
tains a tool kit, presentation description lan­
guage, window manager, and style guideline. 
(2) See also Open Software Foundation. 

051. Open systems interconnection. 

p 

page. The information displayed at the same 
time on the screen of a display device. * 

panel. (1) A formatted display of information 
that appears on a terminal screen. * (2) In 
computer graphics, a display image that 
defines the locations and characteristics of 
display fields on a display surface. * (3) See 
help panel. Contrast with screen. 

paste. (1) Used in conjunction with the Cut 
and Copy menu item to complete a cut-and­
paste operation or a copy operation. It 
retrieves items from the cut buffer and places 
symbols of objects on a submap of your 
choice. (2) See also copy and cut buffer. 

physical connection. (1) A connection that 
establishes an electrical circuit. (2) In the AIX 
SystemView NetView/SOOO program, a point-to­
point connection or multipoint connection. 
Synonymous with connection. 

port. (1) An access point for data entry or 
exit. * (2) A connector on a device to which 
cables for other devices, such as display 
stations and printers, are attached. * (3) In 
TCP/IP, a 1S-bit number used to communicate 
between TCP and a higher-level protocol or 
application. Some protocols, such as the File 
Transfer Protocol (FTP) and the Simple Mail 
Transfer Protocol (SMTP), use the same port 
number in all TCP/IP implementations. 
(4) The representation of a physical con­
nection to the link hardware. A port is some-

times referred to as an adapter. There may be 
one or more ports controlled by a single DLC 
process. 

protocol. (1) A set of semantic and syntactic 
rules that determine the behavior of functional 
units in achieving communication. (I) (2) In 
Open Systems Interconnection architecture, a 
set of semantic and syntactic rules that deter­
mine the behavior of entities in the same layer 
in performing communication functions. (T) 

R 
recommended action. Procedures suggested 
by the NetView program that can be used to 
determine the causes of network problems. * 

record. (1) In programming languages, an 
aggregate that consists of data objects, pos­
sibly with different attributes, that usually have 
identifiers attached to them. In some program­
ming languages, records are called structures. 
(I) (2) A set of data treated as a unit. (TC9?) 
(3) A set of one or more related data items 
grouped for processing. * 

recording filter. In the NetView program, the 
function that determines which events, statis­
tics, and alerts are stored on a database. * 

remote. (1) Pertaining to a system, program, 
or device that is accessed through a telecom­
munication line. * (2) A device that does not 
use the same protocol and is, therefore, 
unknown. (3) Contrast with local. 

repeater. A node of a local area network, a 
device that regenerates signals in order to 
extend the range of transmission between data 
stations or to interconnect two branches. (T) 

resource. Any facility of the computing 
system or operating system required by a job 
or task, and including main storage, 
inpuVoutput devices, the processing unit, data 
sets, and control or processing programs. * 

response. (1) In data communications, a 
reply represented in the control field of a 
response frame. It advises the primary or 
combined station of the action taken by the 

Glossary 71 



secondary or other combined station to one or 
more commands. * (2) See also command. 

RISC. Reduced instruction-set computer. * 

root-level submap. Contains the highest 
level of the submap hierarchy. Multiple net­
works can be placed within the root level 
submap. 

route. An ordered sequence of nodes and 
transmission groups (TGs) that represents a 
path from an origin node to a destination node 
traversed by the traffic exchanged between 
them. 

router. See Internet router. * 

s 
screen. (1) In the AIX extended curses 
library, a window that is as large as the display 
screen of the workstation. * (2) Deprecated 
term for display panel. * 

seed file. In the AIX System View 
NetView/SOOO program, a file that contains a 
list of nodes within an administrative domain, 
which the automatic discovery function uses to 
accelerate the generation of the network 
topology map. 

segment. (1) A group of display elements. * 
(2) A contiguous area of virtual storage allo­
cated to a job or system task. A program 
segment can be run by itself, even if the whole 
program is not in main storage. (3) A portion 
of a computer program that may be executed 
without the entire program being resident in 
main storage. * (4) In AIX Enhanced X 
Windows, one or more lines that are drawn but 
not necessarily connected at the end points. * 
(5) In the IBM Token-Ring Network, a section 
of cable between components or devices on 
the network. A segment may consist of a 
single patch cable, multiple patch cables con­
nected together, or a combination of building 
cable and patch cables connected together. * 

segment-level submap. Represents the 
topology of a segment of a network. A 
segment submap contains network nodes and 
connectors. 
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select. (1) In the AIX Operating System, to 
choose a button on the display screen. * 
(2) To place the cursor on an object (name or 
command) and press a button on the mouse or 
the appropriate key on the keyboard. 

server. (1) In the AIX Operating System, an 
application program that usually runs in the 
background and is controlled by the system 
program controller. (2) In Enhanced X 
Windows, provides the basic windowing mech­
anism. It handles IPC connections from 
clients, demultiplexes graphics requests onto 
screens, and multiplexes input back to clients. 
* (3) See also client. * 

shell script. A synonym for shell procedure. 

Simple Network Management Protocol 
(SNMP). A protocol running above the User 
Datagram Protocol (UDP) used to exchange 
network management information. 

SMIT. System Management Interlace Tool 

SNA. Systems Network Architecture. * 

SNA network. The part of a user-application 
network that conforms to the formats and pro­
tocols of Systems Network Architecture. It 
enables reliable transfer of data among end 
users and provides protocols for controlling the 
resources of various network configurations. 
The SNA network consists of network address­
able units (NAUs), boundary function, gateway 
function, and intermediate session routing func­
tion components; and the transport network. * 

SNMP. Simple Network Management Pro­
tocol. 

SP. Service point. * 

spappld daemon. A background process that 
receives the RUNCMD command from the host 
system that is running NetView and executes 
those commands on the AIX System View 
NetView/SOOO management station. 

static. (1) In programming languages, per­
taining to properties that can be established 
before execution of a program; for example, 
the length of a fixed length variable is static. 



(T) (2) In AIX System View NetView/SOOO, 
static workspace contains only certain events. 
The static workspace is not updated. (3) Per­
taining to an operation that occurs at a prede­
termined or fixed time. * (4) Contrast with 
dynamic. * 

station. An input or output point of a system 
that uses telecommunications facilities; for 
example, one or more systems, computers, ter­
minals, devices, and associated programs at a 
particular location that can send or receive 
data over a telecommunication line. * 

status. (1) The current condition or state of a 
program or device. (R) (2) In the AIX 
System View NetView/SOOO program, the condi­
tion of a node or portion of a network as 
represented by the color of a symbol on a 
submap. 

submap. (1) A particular view of some 
aspect of a network that displays symbols that 
represent objects. Some symbols may 
explode into other submaps, usually having a 
more detailed view than their parent submap. 
The application that creates a submap deter­
mines what part of the network the submap 
displays. (2) See also root-level submap, 
internet-level submap, node-level submap, and 
segment-level submap. 

subvector. A subcomponent of the network 
management vector transport (NMVT) major 
vector. * 

symbol. (1) In the AIX System View 
NetView/SOOO program, a picture or icon that 
represents an object. Each symbol has an 
outside and inside component. 

• The outside component differentiates the 
object classes. 

• The inside component differentiates the 
objects within the class. (2) See also 
object class and symbol class. 

symbol class. (1) A collection of symbols 
that have the same or similar properties. A 
symbol class is represented by the shape of 
the symbol. Each symbol subclass in a given 

class contains the same shape. Each symbol 
class has a unique set of subclasses associ­
ated with it. Applications may register addi­
tional symbol classes. Some of the registered 
symbol classes provided with the AIX 
System View NetView/SOOO program include: 

• Computer 
• Connector 
• Device 
• Software 
• Location 
• Cards 

You can view all the registered classes from 
the Display Legend panel, or from the Add 
Object Palette. (2) See also symbol subclass 
and symbol type. 

symbol subclass. (1) A set of symbols that 
is in a given symbol class. A particular sub­
class in a given class defines the type of the 
symbol. For example, in the symbol class 
called Computer, the subclasses consist of PC, 
workstation, mini, and mainframe. All symbols 
in the subclass of the same class contain the 
same outline (shape). The AIX SystemView 
NetView/SOOO program displays the symbol 
subclass as the graphic inside the outer shape 
of the symbol. (2) See also symbol class and 
symbol type. 

symbol type. (1) The symbol type consists of 
the symbol class and the symbol subclass. A 
specific symbol type is defined by the concat­
enation of a symbol class and a symbol sub­
class within that class. The symbol class is 
identified on submaps by the outer shape of 
the symbol and the symbol subclass by the 
graphic inside the shape. (2) See also symbol 
class and symbol subclass. 

Systems Network Architecture (SNA). The 
description of the logical structure, formats, 
protocols, and operational sequences for trans­
mitting information units through and controlling 
the configuration and operation of networks. * 

SystemView. The IBM systems management 
strategy for planning, coordinating, and oper­
ating open, heterogeneous, enterprise-wide 
information systems. 
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T 
task. In a multiprogramming or multiproc­
essing environment, one or more sequences of 
instructions treated by a control program as an 
element of work to be accomplished by a com­
puter. (I) (A) 

task index. (1) An index that provides online 
help entries for a variety of tasks that are avail­
able in the AIX System View NetView/6000 
program and applications that are integrated 
with the AIX System View NetView/6000 
program. The Task Index can be accessed 
from the Help menu. (2) See also help menu. 

TCP. Transmission Control Protocol. * 

TCP/IP. Transmission Control 
Protocol/Internet Protocol. * 

threshold. In the AIX System View 
NetView/6000 program, a setting that specifies 
the maximum value a statistic can reach before 
notification that the limit was exceeded. For 
example, when a monitored MIB value has 
exceeded the threshold, SNMPColiect gener­
ates a threshold event. 

token. (1) In a local area network, the symbol 
of authority passed successively from one data 
station to another to indicate the station tempo­
rarily in control of the transmission medium. 
Each data station has an opportunity to acquire 
and use the token to control the medium. A 
token is a particular message or bit pattern that 
signifies permission to transmit. (T) (2) A 
sequence of bits passed from one device to 
another along the token ring. When the token 
has data appended to it, it becomes a frame. 

tralertd daemon. A background process that 
receives SNMP traps, converts the traps to 
NMVT alerts, and sends the alerts to the host 
system that is running the NetView and 
NETCENTER programs. 

trap. An unsolicited event generated by an 
agent and forwarded to a manager. Traps 
inform the manager of changes that occur in 
the network. 
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trapgend daemon. An SNMP subagent that 
communicates with the AIX Operation System 
Version 3 Release 2 snmpd daemon through 
the Single multiplexer (SMUX) protocol. The 
subagent converts alertable AIX system errors 
into SNMP traps and sends them to the AIX 
SystemView NetView/6000 program. 

u 
UNIX Operating System. An operating 
system developed by Bell Laboratories that 
features multiprogramming in a multiuser envi­
ronment. The UNIX Operating System was 
originally developed for use on minicomputers 
but has been adapted for mainframes and 
microcomputers. * 

Note: The AIX Operating System is IBM's 
implementation of the UNIX operating system. 
See AIX. 

unknown status. (1) The status of an object 
that is not yet known or does not actually exist 
in the network. The default icon symbol color 
for unknown status is Blue. The default con­
nection symbol color is Black. (2) See critical 
status, normal status, unknown status, unman­
aged status, and status. 

unmanaged object. (1) An object that is not 
actively managed. An unmanaged object dis­
plays status as Unmanaged. It does not 
display active status (normal, marginal, critical). 
Unmanaged objects do not display compound 
status nor do they contribute to compound 
status. Objects can be kept in an unmanaged 
state if they are not of interest. An object may 
be toggled between a managed and unman­
aged state. (2) See managed object and 
unmanaged status. 

unmanaged status. (1) The status that indi­
cates that an object is unmanaged. The 
default icon symbol color displayed to indicate 
unmanaged status is Wheat. The default con­
nection symbol color displayed is Black. 
(2) See critical status, normal status, com­
pound status, unknown status, and status. 

user. Any person or anything that may issue 
commands and messages to or receive com-



mands and messages from the information 
processing system. (T) 

v 
value. (1) A specific occurrence of an attri­
bute, for example, "blue" for the attribute color. 
(TC97) (2) A quantity assigned to a constant, 
a variable, a parameter, or a symbol. * 

variable. (1) A name used to represent a 
data item whose value can change while the 
program is running. * (2) In programming lan­
guages, a language object that may take dif­
ferent values, one at a time. The values of a 
variable are usually restricted to a certain data 
type. * (3) A quantity that can assume any of 
a given set of values. (A) 

view. See submap. 

viewing filter. In the NetView program, the 
function that allows a user to select the alert 
data to be displayed on a terminal. All other 
stored data is blocked. * 

w 
window. A portion of a visual display surface 
in which display images pertaining to a partic­
ular application can be presented. Different 
applications can be displayed simultaneously in 
different windows. (A) 

workstation. (1) A functional unit at which a 
user works. A workstation often has some 
processing capability. (T) (2) One or more 
programmable or nonprogrammable devices 
that allow a user to do work. • (3) A terminal 
or microcomputer, usually one that is con­
nected to a mainframe or to a network, at 
which a user can perform applications. * 

x 
X Window System. (1) A network­
transparent windowing system developed by 
the Massachusetts Institute of Technology. It 
is the basis for Enhanced X-Windows, which 
runs on the AIX Operating System. (2) See 
also Enhanced X-Windows Toolkit. 
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