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About This Book

This book describes how to use the IBM* System Manager component of the
Multiprotocol Network Program Version 1 Release 3. The Multiprotocol Network
Program (5648-016) is the operating system that provides the bridging and routing
functions for the IBM 6611 Network Processor (667171). The Multiprotocol Network
Program is preloaded on the disk of the 6611. There are three components of the
Multiprotocol Network Program:

The base operating system performs routing and bridging, and supports the
Simple Network Management Protocol (SNMP) network manager agent.

The IBM Multiprotocol Network Program Configuration Program (Configuration
Program) allows you to customize the 6611 functions and how the 6611
communicates with the network.

The IBM Multiprotocol Network Program System Manager (System Manager) is
a user interface that performs operation and system management tasks.

The Operations and Problem Management is comprised of the following
information:

Chapter 1 provides an introduction to System Manager and shows an
hierarchical flow of the System Manager panels.

Chapter 2 explains the different screen types, and contains information on
understanding and working with the System Manager screens, and on using
System Manager helps. This chapter also includes a description of the System
Manager log and how to use it.

Chapter 3 explains how to access the 6611 locally and remotely and describes
the access commands that are supported by the 6611.

Chapter 4 explains the operating tasks that can be performed using the
System Manager. Examples of these tasks include performing file and diskette
operations and requesting network statistical information.

Chapter 5 provides information on running system diagnostics. It includes
instructions for obtaining traces, dumps, and performance data that you may
need to generate for the IBM service personnel.

Chapter 6 explains how to use the System Manager to perform configuration.

Chapter 7 explains how to install software changes on the 6611 using the
System Manager. It discusses how to initiate remote installation to one or
multiple 6611s from a single control point. It also contains information about
software vital product data.

Chapter 8 provides information about hardware vital product data.

Chapter 9 describes the commands available in the fast-path environment. It
also explains the fast-path environment, the structure of the commands, and
how to obtain help for the commands.

Appendix B provides the License Program Specification (LPS) for the IBM
Multiprotocol Network Program.

A list of abbreviations, a glossary, a bibliography, and an index follow the
appendixes.
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Summary of Changes

I

I Since the first edition of the /BM Multiprotocol Network Program Operations and

I Problem Management was published, technical changes include, but are not limited
I to:

I ¢ Fast-path command equivalents for the Clear the Error Log menu item

l ¢ Menu item equivalents for these fast-path commands:

files (transfer) checksum
files (transfer) compress
files (transfer) uncompress
files system view
hardware model update
hardware serial update

| ’ ¢ Limited access to AIX* commands

I ¢ New functions supported through both System Manager and the fast-path
I environment:

I — Display the protocol trace status

I — List the processes that protocols are running

| — Report network statistics on the transparent bridge protocol and the
I transparent bridge spanning tree

| — Send IP echo requests continuously from the 6611 to a remote node
| — Provide support for translational bridge protocol with:

! - Translational bridge network statistics

I - Translational bridge spanning tree network statistics

| - Translational bridge spanning tree trace

I — Display transparent bridge filter information

I ' — Display source route bridge filter information

I ¢ New functions supported only through the fast-path environment:

View or modify APPN class-of-service (COS) files
Send IPX echo requests

Turn DLSw negative cache parameter to on or off
Turn DLSw TCP delay parameter to on or off

I ¢ New adapter support

I * Protocol debug information collection facility
| Technical changes are marked with revision bars (l) in the left margin of the page.

| This edition contains miscellaneous corrections and clarifications of information that
I appeared in the first edition of the Multiprotocol Network Program IBM Multiprotocol
I Network Program Operations and Problem Management.

I For the sake of brevity, we will refer to equivalent adapters by one generic name.

I Table 0-1 lists the adapters supported by each model of the 6611 and the generic
I name used in this publication.
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Table 0-1. 6611 Adapter Names

Shortened Name

Full Adapter Name

Model 120 and Model 125

Model 140, Model 145, Model 170, and
Model 175

token-ring network
16/4 adapter

6611-A25 1-Port Token-Ring Network 16/4
Adapter

6611-A25 2-Port Token-Ring Network 16/4
Adapter

6611-A47 1-Port Token-Ring Network 16/4
Adapter

6611-A47 2-Port Token-Ring Network 16/4
Adapter

Ethernet adapter

6611-A25 1-Port Ethernet Adapter

6611-A47 1-Port Ethernet Adapter
6611-A47 2-Port Ethernet Adapter

serial adapter

6611-A25 2-Port Multi-Interface Serial
Adapter

6611-A25 4-Port Multi-Interface Serial
Adapter

6611-A47 2-Port Multi-Interface Serial
Adapter

6611-A47 2-Port Multi-Interface Serial
Adapter

serial/token-ring
combination adapter

6611-A25 Multi-Interface Serial/Token-Ring
Combination Adapter

6611-A47 Multi-Interface Serial/Token-Ring
Combination Adapter

serial/Ethernet
combination adapter

6611-A25 Multi-Interface Serial/Ethernet
Combination Adapter

6611-A47 Multi-Interface Serial/Ethernet
Combination Adapter

SDLC adapter

6611 4-Port SDLC Adapter

6611 4-Port SDLC Adapter

X.25 adapter

6611 X.25 Adapter

6611 X.25 Adapter

Who Should Use This Book

This book is intended for the customer who will operate and manage the 6611.
The users include the network planner, system programmer, network administrator,

and network operator.
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Figure 0-1. The 6611 Library
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Library Overview

Table 0-2 shows the IBM 6611 Network Processor and the IBM Multiprotocol
Network Program library, arranged according to tasks.

Table 0-2 (Page 1 of 2). Release 3 Library
Planning
GK2T-0334 IBM 6611 Network Processor Introduction and Planning Guide

Part | of this book provides information needed to understand
the functions of the 6611, how to order it, and how to plan
and to prepare for its installation. Part Il is an overview of
networking concepts and designs. Part lll is a protocol
reference that includes details about each of the protocols
that the 6611 supports. The IBM 6611 Network Processor
Connectivity poster is packaged with this book.

SX75-0096 IBM 6611 Network Processor Connectivity poster

This poster illustrates some of the connectivity options for
Models 120, 125, 140, 145, 170 and 175.

Note: This poster is shipped with the Introduction and
Planning Guide and can also be ordered separately.

GX27-3910 IBM 6611 Network Processor Cable Labels
These labels, when completed, provide information about the:

e 6611 adapters and the network devices to which the cables will
be connected

¢ Network to which the adapter will be attached
+ Network management support, if any, for that network

Note: In previous releases, the cable labels had been
included in the Introduction and Planning Guide; you
can now order them separately.

Installation and Maintenance
GA27-3993 IBM 6611 Network Processor Customer Setup Guide

This book, shipped with Models 120, 125, 145, and 175,
explains how to:

e Prepare each model for installation

¢ Install each model

» Verify the successful installation of each model

¢ Install the available features for each model

¢ Setup an ASCII terminal and a modem so that they can
communicate with the 6611

¢ Perform an orderly shutdown of the 6611

Note: GA88-6199 is the Japanese version of this book.

GA27-3941 IBM 6611 Network Processor Maintenance Information

This book provides maintenance information for Models

120, 125, 140, 145, 170 and 175. It also provides installation
instructions for Models 140 and 170. It shows how to
remove and replace field replaceable units and it

identifies adapters and cables that are used with the 6611.
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Table 0-2 (Page 2 of 2). Release 3 Library
GA27-3954 IBM 6611 Network Processor Translated Safety Information

This book provides translations for caution and danger notices and
other safety information found in the IBM 6611 Network Processor
Maintenance Information and the IBM 6611 Network Processor
Customer Setup Guide.

Configuration
SC31-6691 IBM Multiprotocol Network Program Configuration Guide

This book explains how to install and use the Configuration Program.
It also provides instructions, examples, and scenarios that enable
you to customize your 6611 configuration.

Operations and Management
SC31-6692 IBM Multiprotocol Network Program Operations and Problem
Management

This book describes how to use the System Manager component
of the IBM Multiprotocol Network Management Program to
perform these tasks:

e Operate the 6611 and monitor its status

Perform software problem determination

Install and maintain software

Maintain hardware

Use System Manager helps, including the fast-path
Use the fast-path commands

L] e o o o

GX27-3909 IBM 6611 Network Processor Operations Pocket Guide
This book shows how to operate the 6611 and explains error and
status codes. It provides brief descriptions of the System Manager
menus and fast-path commands.

GC30-3567 IBM 6611 Network Processor Network Management Reference
This book provides:

¢ Information on the network management facilities provided
by the IBM 6611.

¢ A high-level overview of the Simple Network Management
Protocol (SNMP) as well as complete descriptions of the SNMP
traps and SNA alerts supported.

¢ A description of how the IBM LAN Network Manager manages
token-ring networks that are remotely or locally attached
to the IBM 6611.

The IBM Multiprotocol Network Program MIB Diskette
is packaged with this book.

Library Ordering Information
All IBM 6611 publications can be ordered separately.
These publications are shipped with the IBM 6611:

IBM 6611 Network Processor Customer Setup Guide (shipped with Models 120,
125, 145, and 175)

IBM 6611 Network Processor Maintenance Information
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IBM 6611 Network Processor Operations Pocket Guide

IBM 6611 Network Processor Translated Safety Information

These publications are shipped with the IBM Multiprotocol Network Configuration
Program:

IBM Multiprotocol Network Program Configuration Guide
IBM Multiprotocol Network Program Operations and Problem Management
IBM 6611 Network Processor Introduction and Planning Guide

The IBM Multiprotocol Network Program MIB Diskette is packaged with the /IBM
6611 Network Processor Network Management Reference. The MIBs are also
available over the Internet. Internet retrieval instructions are included in the IBM
6611 Network Processor Network Management Reference.

Obtaining Softcopy Information
Softcopy BookManager® READ library information will be available for many of the
IBM 6611 publications on the IBM Networking Systems Softcopy Collection Kit. To
place a single order for the CD-ROM, use form number SK2T-6012. To place a
single order for the 3480 cartridge, use form number SK2T-6013.

Yearly subscriptions for the IBM Networking Systems Softcopy Collection Kit,
product number 5636-PUB, are available through your branch office representative.
Order feature code 2003 and media code 5003 for CD-ROM format. Order feature
code 2004 and media code 5004 for 3480 cartridge format.

Note: The Customer Setup Guide, Maintenance Information, Translated Safety
Information, Connectivity poster, and Cable Labels are not available in softcopy
format.
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Chapter 1. Using the System Manager

About This Chapter . . . . ... ... ... .. ... ......
Introduction to System Manager . . . ... ... ... ....
Using the System Manager Main Menu . . . . . . . ... ..
Maps of the System Manager Menu Screens
Operations Menu ltems . . . .. ... ... .. .......
Problem Determination Menu ltems . . . . ... ... ..
Configuration Menu ltems . . . . . .. ... ... ... ..
Software Installation and Maintenance Menu ltems
Hardware Maintenance Menu ltems . . . . . ... .. ..
System Manager Help Menu items . . . . . . .. ... ..
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About This Chapter

This chapter describes what System Manager is and provides a hierarchical flow of
the System Manager menus.

Introduction to System Manager

The IBM Multiprotocol Network Program System Manager (System Manager) is a
menu-driven user interface that is designed to simplify system management and
operation tasks. The System Manager supports tasks for performing change
management, network management, and problem determination, and many system
operations. System Manager is invoked automatically whenever you access the
6611. For more information about accessing the 6611, see Chapter 3.

Using the System Manager Main Menu

Figure 1-1 shows the main menu of System Manager. Each menu item represents
one area of operations available through System Manager. Use the up and down
arrows to highlight your selection and the Enter key to register your selection. If
you are on a System Manager screen other than the main menu, you may press
F10 (Esc+0) to return to the System Manager main menu.

IBM 6611 hostname
System Manager

Move cursor to desired item and press Enter.

Operations
Problem Determination

Configuration
Software Installation and Maintenance
Hardware Maintenance

System Manager Help

Fl=Help F2=Redraw Screen F3=Fast Path F4=SysID
F10=Logoff Esc+L= Turn Log On

Figure 1-1. System Manager Main Menu

To go to the fast-path environment from System Manager, press F3 (Esc+3) on the
main menu. To go to the System Manager from the fast-path environment, type
exit or quit at the fast-path environment prompt and press Enter. See “Using the
Fast-Path Environment” on page 2-15 for more information about using commands
in the fast-path environment.

Press F10 (Esc+0) from the System Manager main menu to exit (or logoff from) the

System Manager. When you access the 6611 through the S1 or S2 serial port
locally or using a modem, you exit to the login prompt by pressing F10 (Esc+0).
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When you access the 6611 using the telnet or rlogin command, your remote
connection is closed. To return to the System Manager, you are required to issue
the telnet or rlogin command again. For more information about how to access
the System Manager, see Chapter 3.

Another way to exit the System Manager is to press Ctrl+C. This takes you to the
fast-path command environment.

Note: You cannot return to the System Manager when you enter the fast-path
environment by this method. If you enter exit, you are logged out of the 6611.

Refer to “Using the Function Keys in the System Manager” on page 2-11 for
explanations of System Manager function key designations.

Maps of the System Manager Menu Screens

Table 1-1 through Table 1-6 on page 1-7 show the navigation of the System
Manager screens. Use these tables as references to locate System Manager task

information.

There is a table for each of the System Manager main menu items. Where
applicable, the choices available on a lower-level menu are shown. A page
reference for more information is given for each item.

Operations Menu ltems

For operations tasks, see Chapter 4 for details.

Table 1-1 (Page 1 of 2). Operations Menu Map

Operations menu item

Items on next menu

Page reference

Protocol and Interface Monitor 4-4
Route Tables 4-9
AppleTalk** Zones Information Table 4-11
. . VINES** Neighbor Table 412
Routing Information
DLSw Partners 4-13
DECnet** Routing Information 413
OSPF Routing Information 4-14
Remote Host Echo (Ping)/Route Trace 4-18
Connection 4-22
Interface Status 4-23
Interface Utilization Monitor 4-25
Network Statistics
Packet Traffic 4-26
Protocol 4-27
Bridge 4-29
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Table 1-1 (Page 2 of 2). Operations Menu Map

Operations menu item

Items on next menu

Page reference

View IP ARP Table

4-32

Add IP ARP Entry 4-33
Delete IP ARP Entry by Hardware 4-34
ARP Table Management Address
Delete IP ARP Entry by Host Name 4-33
Delete All IP ARP Entries 4-34
View AppleTalk ARP Table 4-35
Filters 4-36
Network Management Information 4-37
(MIBs)
File Systems 4-40
View Transfer Directory File 4-42
Rename Transfer Directory File 4-43
Delete Transfer Directory Files 4-43
Send Transfer Directory File 4-43
Receive Transfer Directory File 4-45
Checksum Transfer Directory Files 4-46
File and Diskette Operations gic:rencgﬁisll:lillz;:ompress Transfer 4-46
Scan Transfer Directory Files 4-46
Clear Log Files 4-47
View Static Directory File 4-47
Send Static Directory File 4-48
List Diskette Files 4-49
Format Diskette 4-50
Remote Access to Other Nodes 3-2
Login Information 4-51
System Activity Report 4-53
EIA 232 Serial Ports 4-54
System Shutdown 4-58
Date and Time 4-61

Problem Determination Menu ltems
For problem determination tasks, see Chapter 5 for details.
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Table 1-2 (Page 1 of 2). Problem Determination Menu Map

Problem Determination menu item

items on next menu

Page reference

Processes 5-4
Process Commands 5-6
Process Information 5-7
Process Information Process Status and Resource 59
Utilization
Processes by Protocol 5-11
Process Table Information 5-12
Virtual Memory 5-15
Input/Output 5-16
System Statistics Memory Management 5-18
Paging Space 5-19
System Socket 5-20
Active Internet Connection 5-21
Three-Digit LED Display 5-21
View an Error Report 5-24
View Error Log Continuously 5-27
Error Logs and Reports ;:Ee:]::cirmjr:be;ort for a Single 5-28
Copy Error Log to Transfer Directory 5-30
Clear the Error Log 5-31
Start 5-32
View Dump Information 5-34
Copy to Diskette or Transfer 5-34
System Dump Directory
Format 5-35
Extract Error Log Records 5-36
Extract Trace Log Records 5-37
Start Nondisruptive 5-38
Protocol and Process Dumps View Nondlsruptive >39
Start Disruptive 5-39
View Disruptive 5-40
Start 5-42
System Trace Stop 5-43
Format 5-43
Start 5-46
Protocol and Process Traces Stop >47
View 5-48
Status 5-49
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Table 1-2 (Page 2 of 2). Problem Determination Menu Map

Problem Determination menu item Items on next menu Page reference
Read Memory 5-51

Adapter Debug View Registers 5-52
Start Line Trace 5-53
Dump Memory 5-54
Source Route Bridge Adapter Table 5-55
Network Management Subsystem 5-57
Information

Protocol Debug DLSw General Information 5-58
Protocol Debug Collection 5-59
X.25 Traffic Monitor 5-59

Concurrent Hardware Diagnostics 5-81

Configuration Menu ltems
For configuration tasks, see Chapter 6 for details.

Table 1-3. Configuration Menu Map

Configuration menu item Items on next menu Page reference
System Manager Configuration Utility 6-7
List All Users 6-18
Add a User 6-18
User IDs and Passwords Delete a User 6-19
Change User Password 6-19
Change Your Password 6-20
Apply Changes 6-20
Commit Changes 6-21
Reject Uncommitted Changes 6-22
Configuration Reports 6-22
Receive and Apply Configuration 6-24
Send Configuration 6-26
Reinstate a Saved Configuration 6-26

Software Installation and Maintenance Menu ltems

For software installation and maintenance tasks, see Chapter 7 on page 7-1 for
details.
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Table 1-4. Software Installation and Maintenance Menu Map

Software Installation and Maintenance

menu item Items on next menu Page reference
Receive Installation File(s) 7-25
List Installation Files 7-26
List All Problems Fixed by Software 7-27
Updates

Apply Software Updates 7-27
Clean up After a Failed Installation 7-28
List All Applied but Not Committed 7-29
Software

Commit Applied Updates 7-29
Reject Applied Updates 7-31
View Software Vital Product Data 7-32

Hardware Maintenance Menu ltems

For hardware maintenance tasks, see Chapter 8 on page 8-1 for details.

Table 1-5. Hardware Maintenance Menu Map

Hardware Maintenance menu item Items on next menu Page reference
Installed Devices 8-4
Device Characteristics 8-5
Hardware Vital Product Data 8-6
Configuration Change VPD Update 8-7
Serial Number 8-8
Model Number 8-9

System Manager Help Menu ltems

For System Manager help information, see Chapter 2 on page 2-1.

Table 1-6. System Manager Help Menu Map

System Manager Help menu item Items on next menu Page reference
Menu Screens 2-3

Selector Screens 2-6

Dialog Screens 2-7

Command Status Screens 2-8

Function Keys 2-1

Selecting Choices from a List 2-14

Fast Path 2-15
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About This Chapter

This chapter describes the different screen types within the System Manager and
the different types of help that are available throughout the System Manager. It
includes help for the fast-path environment, using the fast-path log, and how to
execute the fast-path command environment. Figure 2-1 shows the System
Manager Help menu.

IBM 6611 hostname
System Manager Help

Move cursor to desired item and press Enter.

Menu Screens

Selector Screens
Dialog Screens

Command Status Screens

Function Keys
Selecting Choices from a List

Fast Path
Fl=Help F2=Redraw Screen F3=Return F4=SysID
F10=Main Menu Esc+L=Turn Log On

Figure 2-1. System Manager Help

Refer to the following for information about the individual menu items:

¢ “Menu Screens” on page 2-3.

e “Selector Screens” on page 2-6.

¢ “Dialog Screens” on page 2-7.

e “Command Status Screens” on page 2-8.

¢ “Using the Function Keys in the System Manager’ on page 2-11.
¢ “Selecting Choices from a List” on page 2-14.

¢ “Using the Fast-Path Environment” on page 2-15.

Understanding the System Manager Screens
The System Manager has these four major types of screens:

¢ Menu screens

¢ Selector screens

¢ Dialog screens

¢ Command status screens
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Other supporting screens in the System Manager include:

Contextual help screens
Describe specific help information for a given field. On menu
screens, the help information describes the task that the menu item
performs. On selector screens, the help information describes the
list of items to select. On dialog screens, the help information gives
instructions for data entry in a field. On command status screens,
the help information describes the function performed and the
output provided. To get help, position the cursor beside the item on
which help is desired and press F1 (Esc+1).

General help screens
Contain help information either for the entire System Manager or for
a specific screen type. General help for the entire System Manager
is invoked from the System Manager main menu, and from within
each contextual help screen, information message screen, and error
message screen. General help for screen types is available on
pop-up list screens, field edit screens, and command status
screens.

To get help, position the cursor beside the item on which help is
desired and press F1 (Esc+1).

Information message screens
Give status information when attempting to execute a task.

Error message screens
Identify problems that occur when attempting to execute a task.

Pop-up list screens
Appear when F4 (Esc+4) is pressed on an entry field of a dialog
screen that contains a list of options that can be selected for the
given dialog item. These dialog items contain a “+” on the right
side of the screen.

Field edit screens
Appear when F6 (Esc+6) is pressed on a field of a dialog screen
that can be edited.

For information about function keys and key sequences, see Table 2-1 on
page 2-12.

Menu Screens
Each menu screen has a list of items that can be selected to perform a specific
task or group of tasks that are described by the menu item. In the top right corner
of the menu screen, the host name that is associated with this 6611 appears, if
configured. The host name is only updated when the user logs in. If the host
name changes during the login session and you want the new name to appear on
the screen, you need to exit the 6611 and log in again. The menu title appears on
the second line of the menu screen.
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Many menu paths lead to dialog screens, which provide a means of interactive
dialog.

Figure 2-2 shows the main menu screen of the System Manager.

IBM 6611 hostname
System Manager

Move cursor to desired item and press Enter.

Operations
Problem Determination

Configuration
Software Installation and Maintenance
Hardware Maintenance

System Manager Help

Fl=Help F2=Redraw Screen F3=Fast Path F4=SysID
F10=Logoff Esc+L=Turn Log On

Figure 2-2. System Manager Main Menu

To select a menu item, move the cursor beside that menu item and press Enter.
With some terminal types, the selected menu item is shown in reverse video. One
of the following screens appears:

¢ Another menu screen

¢ A command status screen
¢ A selector screen

¢ A dialog screen

From each of the menu screens, press F4 (Esc+4), labeled SysID, to view
high-level system configuration information. This information can be viewed only
when it is configured. The configuration information includes:

¢ Host name

The host name must be configured using either the Configuration Program or
the System Manager. (Using the Configuration Program rather than System
Manager is highly recommended.)

¢ Model number

The model number is added to the hardware vital product data during the
manufacturing process. If you replace your hard disk, it may be necessary to
update the hardware vital product data with the model number.

You can update the model number with the System Manager function, Model
Number from the Hardware Maintenance menu, or with the fast-path
command:

hardware model update model_number
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¢ Serial number

The serial number is added to the hardware vital product data during the
manufacturing process. [f you replace your hard disk, it may be necessary to
update the hardware vital product data with the serial number.

You can update the serial number with the System Manager function, Serial
Number from the Hardware Maintenance menu, or with the fast-path
command:

hardware serial update serial number
¢ Configuration name

The configuration name is the name of the configuration currently running in the
IBM 6611. If the current configuration was sent from the Configuration
Program, this name is the one that was specified when you saved the
configuration. If the current configuration was updated last with the System
Manager, the name has the format: Tocalhost (userid) date time. The userid
is the user name that was used to update the current configuration at the date
and time specified. Any configuration change made from the System Manager
must be applied or committed for it to become the current configuration.

Refer to Chapter 6 for details on using the System Manager for updating
configuration parameters. It is highly recommended that you use the
Configuration Program for all your configuration needs, except for setting user
IDs and passwords.

¢ Configuration status

The System Manager configuration status presented is from the perspective of
the user who has pressed F4 (Esc+4)=SysID to view this information. The
configuration status can be:

current: all configuration changes made from the user ID that you are
logged into have been committed. However, there may be unapplied or
applied configuration changes made from a different user ID. If another
user has some applied (but not committed) changes, the configuration
name will have the localhost format. The user ID will contain the name of
the user who has applied, but not committed, the last configuration
changes. The only way to determine if there are unapplied configuration
changes is to login with each controlling user ID and press F4
(Esc+4)=SysID to view its configuration status.

applied: the user ID that you are logged into has some applied, but not
committed, configuration changes.

unapplied: the user ID that you are logged into has some unapplied
configuration changes. These changes are unnamed. Thus, the
configuration name is not associated with these changes.

partially applied: the user ID that you are logged into has some applied
and unapplied configuration changes.

e Adapter slot list

A list of the adapter slots and the type of adapter contained in each slot is
displayed along with the adapter and interface names associated with the
adapter.

When viewing the System Conﬁguration Information screen, press Enter to return
to the System Manager menu screen.
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Selector Screens

A selector screen displays a list of options from which a selection must be made to
complete the task. This screen appears between menu screens and dialog or
command status screens throughout the System Manager.

Figure 2-3 is an example of a selector screen in the System Manager.

IBM 6611 hostname
Routing Information

Move cursor to desired item and press Enter.
Route Tables

AppleTalk Zone Information Table

Protocol name
Move cursor to desired item and press Enter.

A11 protocols

1P - Internet Protocol
XNS - Xerox Network Services Internet Transport Protocol
IPX - Internet Packet Exchange Protocol
DECnet - Digital Network Architecture Protocol
VINES - Banyan Virtual Networking System Protocol
AppleTalk - AppleTalk Network Protocol
Fl=Help F2=Redraw Screen F3=Return
F5=Top F6=Bottom F7=Page Up
F8=Page Down F10=Main Menu
F1
F1

Figure 2-3. Example of a Selector Screen

To select an option on a selector screen, use the up and down arrow keys to place
the cursor beside the item in the selection list.

For lists that are too long to be displayed on one screen, the following indications
appear at the top or bottom of the list:

[TopP] Indicates the top of the list

[BOTTOM] Indicates the bottom of the list

[MORE...nn] Indicates that nn items in the list are not displayed on the screen.
Place the cursor on the item to be selected and press Enter to select the item.
One of the following screens appears:

* Another selector screen
¢ A command status screen
¢ A dialog screen

Contextual help is available for the group of items on the selection list.

" For information about function keys and key sequences, see Table 2-1 on
page 2-12.
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Dialog Screens

In a dialog, you provide details about the task you selected. Values are placed into
the entry fields on the dialog screen by selecting an item from an option ring, from
a pop-up list, or by typing in the value for dialog items that do not have a list.

In the top right corner of the menu screen, the host name that is associated with
this 6611 appears, if configured. The host name is only updated when the user
logs in. If the host name changes during the login session and you want the new
name to appear on the screen, you need to exit the 6611 and log in again.

Figure 2-4 is an example of a dialog screen in the System Manager.

IBM 6611 Issue IP Echo (Ping) to Any IP Node hostname
Type or select values in entry fields.
Press Enter after making all desired changes.

[Entry Fields]
* Host name or IP address
* Packet size [64] #
* Number of echoes [3] #
Fl=Help F2=Redraw Screen F3=Return F4=List
F5=Undo F6=Edit F7=Page Up F8=Page Down
F10=Main Menu Esc+L=Turn Log On

Figure 2-4. Example of a Dialog Screen

To select a dialog item, use the up and down arrow keys to move the cursor to the
entry field.

The following symbols indicate the various types of entry fields on the dialog
screens:

Symbol Meaning

[] Indicates an entry field

<> Indicates more text to the left or right of the visible entry field. Use
the right and left arrow keys to scroll the field.
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The following symbols appear at the left side of the screen:
Symbol Meaning

* Indicates that this dialog item requires a value.

The following symbols appear at the right side of the screen:
Symbol Meaning

+ Indicates that a list of choices or an option ring is available. A list of
choices is a pop-up list with the selections available for a particular
entry field. An option ring allows you to tab through each selection
available for a particular entry field.

Press F4 (Esc+4) to display the list of choices. You will see a screen
of your option list. Use the up and down arrow keys to place the
cursor on an option in the list that you want to select. Press Enter to
select the option for a single selection list when one choice is allowed.
Press F9 (Esc+9) to select items for a multiple selection list and press
Enter to indicate all choices that are selected. When an option ring is
available, the entry field is not enclosed in brackets in most instances.
Press Tab to display and make a selection from the option ring. For
an explanation of option rings, single and multiple selection lists, refer
to “Selecting Choices from a List” on page 2-14.

# Indicates that a numeric value must be supplied.

X Indicates that a hexadecimal value must be supplied.

When dialog items are too long to be displayed on one screen:
[TOP] Indicates the top of the list of dialog items.
[BOTTOM] Indicates the bottom of the list of dialog items.

[MORE...nn] Indicates that nn dialog items are not displayed on the screen.
Contextual help is available for each entry field on the dialog screen.

For information about function keys or key sequences, see Table 2-1 on
page 2-12.

Command Status Screens

The command associated with a selected task is invoked when you press Enter on
a

¢ Dialog screen
* Selector screen
e Menu screen that does not lead to a dialog screen

A command status screen is displayed as a result of issuing most commands.
While the command is executing, the Command: running message is displayed in
the upper left side of the screen. The function key designations are not displayed.
As the output is formatted for the screen, a Processing data ... message is
displayed at the bottom the screen. When the command completes, the Command:
0K message or Command: failed message is displayed in the upper left side of the
screen. The first screen of the output is displayed on the screen and the function
key designations appear at the bottom of the screen.
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In the upper right corner of the menu screen, the host name that is associated with
this 6611 appears, if configured. The host name is only updated when the user
logs in. If the host name changes during the login session and you want the new
name to appear on the screen, you need to exit the 6611 and log in again.

Press F1 (Esc+1) for contextual help describing the function just performed and the
output produced.

Figure 2-5 is an example of a command status screen in the System Manager.

IBM 6611 COMMAND STATUS hostname

Command: 0K stdout: yes stderr: no
Function name: Protocol Interface Statistics
Fast Path: [at | dec | ip | ipx | vines | xcs] stat (view) -intf "intf"

ocIpForwarding
ocIpDefaultTTL = 255
ocIpInReceives = 87
ocIpInHdrErrors = 0
ocips_toosmall = 0
ocips_badver = 0
ocips_badhlen = 0
ocips_badsum = 0
ocips_badlen = 0
ocips_tooshort = 0
ocips_badttl = 0
[MORE. . .27]

Fl=Help F2=Refresh Data F3=Return F5=Top
F6=Bottom F7=Page Up F8=Page Down F10=Main Menu

Figure 2-5. Example of a Command Status Screen

When the output cannot be displayed on one screen:
[ToP] Indicates the top of the list
[BOTTOM] Indicates the bottom of the list

[MORE...nn] Indicates that nn items of the list are not displayed on the screen.

For information about function keys or key sequences, see Table 2-1 on
page 2-12.

With some commands, the command status screen is not used for output. The
System Manager clears the screen and gives control of the screen to the command
being invoked. When the command finishes, control is returned to the System
Manager. This is used mainly in situations requiring interactive dialog between you
and the command being issued (for example, changing passwords).

There are also situations when the System Manager gives control of the screen to
the command being invoked and then exits. (Examples of these situations are for
configuration changes or when issuing a system dump.) When the command is
completed, System Manager does not regain control of the screen. Therefore, you
will have to log in again to the 6611 to restart System Manager.

Chapter 2. System Manager Help 29



Whenever this situation occurs, you will see an
ARE YOU SURE?

message. You are given a chance to cancel the command which would cause
System Manager to exit.

Getting System Manager Help

Help is available for System Manager screens. The type of help displayed is
determined by the cursor location when you request help or by the task you are
doing when you request help.

Contextual Help

Contextual help is available for dialog entry fields, selector screens, menu items,
and command status screens. To get contextual help, position the cursor on the
entry field, list item, or menu item and press F1 (Esc+1).

On dialog screens, the help information gives instructions for data entry in a field.
On selector screens, the help information describes the list of items to select. On
menu screens, the help information describes the task that the menu item performs.
On command status screens, the help information describes the function performed
and the output produced.

General Help

General help is available for the entire System Manager interface. This general
help describes how to use the System Manager and the different screen types.
This help is invoked from the System Manager main menu and from each of the
contextual help screens, information screens, and error message screens. To
access this general help from the contextual help screen, the information message
screen, and the error message screen, press F1 (Esc+1).

There are three ways of obtaining general System Manager help from the main
menu, as shown in Figure 2-6 on page 2-11:
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IBM 6611 hostname
System Manager

Move cursor to desired item and press Enter.

Operations
Problem Determination

Configuration
Software Installation and Maintenance
Hardware Maintenance

System Manager Help H

Fl=Help F2=Redraw Screen F3=Fast Path F4=SysID
F10=Logoff Esc+L=Turn Log On

Figure 2-6. System Manager Main Menu

» Position the cursor on the title of the System Manager main menu, |, and
press F1 (Esc+1).

* Position the cursor on the System Manager Help menu item, [J, and press F1
(Esc+1).

« Position the cursor on the System Manager Help menu item, B, and press
Enter. There is another menu from which you can select from one of five
general help topics. See Figure 2-1 on page 2-2.

To access general help on a dialog entry field, press F4 (Esc+4) to bring up a
pop-up list. To get help, press F1 (Esc+1) while viewing the list of choices.

To access general help on the field edit screen, press F6 (Esc+6) on a dialog entry
field. To get this help, press F1 (Esc+1) while viewing the field edit screen.

Using the Function Keys in the System Manager

In the System Manager, function key designations appear at the bottom of the
screens. Only the function keys that are valid for the specific screen type are
displayed. Table 2-1 describes these function keys.

The key sequences function according to the way the first key functions. All keys
are designated by a plus sign (+) separating the keys.

« |If the first key is the Esc key, it is pressed and released. The second key is
pressed shortly after the Esc key.

o If the first key is the Ctrl or Shift key, it is pressed and held down while the
second key is pressed.

Note: The following functions are valid only when your keyboard has not been
remapped.
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Table 2-1 (Page 1 of 2). System Manager Function Keys

Function Key Meaning Description

F1 or Esc+1 Help Gives more information about the item selected. In
some areas of the System Manager, you can move
to the next level for more information.

F2 or Esc+2 Redraw Redraws the screen. Use if the console messages

menu, dialog, Screen overwrite the screen.

and selector

screens

F2 or Esc+2 Refresh Data Reexecutes the function described by the Function

command status
screens

name.

F3 or Esc+3 Return From the main menu, F3 (Esc+3) will take you to the
fast-path command environment.

From other screens, F3 (Esc+3) returns one level to
the previous screen.

F4 or Esc+4 List Presents a list of possible choices for an entry field.

dialog screens A scrollable pop-up list is displayed.

F4 or Esc+4 SysID Displays a screen with high-level system

menu screens configuration parameters, such as host name, serial
number, model number, and configuration file name.

F5 or Esc+5 Undo Resets the entry field to the original setting.

dialog screens

F5 or Esc+5 Top Scrolls to the top of the list or command output.

selector and

command status

screens

F6 or Esc+6 Edit Allows editing of an entry field. Use this key if a

dialog screens larger entry field is needed.

F6 or Esc+6 Bottom Scrolls to the bottom of the list or command output.

selector and

command status

screens

F7 or Esc+7 Page Up Scrolls to the previous page.

F8 or Esc+8 Page Down Scrolls to the next page.

F9 or Esc+9 Select Makes individual selections on multiple selection lists.

F10 or Esc+0 Logoff Exits the System Manager. Log in again to return.

on Main Menu

F10 or Esc+0 Main Menu Returns to the System Manager Main Menu.

on other

screens

Enter Do Performs the selected function.

Ctrl+C Interrupt When used on System Manager continuous display
output screens, exits the command. When used on
other System Manager screens, exits System
Manager into the fast-path environment. If a file is
viewed from the fast-path environment using the
More Facility, it exits the file. Refer to “The More
Facility” on page 9-7 for more information.

Home or Esc+< Top Scroll to the top of the command output.
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Table 2-1 (Page 2 of 2). System Manager Function Keys

Function Key

Meaning

Description

End or Esc+>

Bottom

Scroll to the bottom of the command output.

Esc+L Turn log on or It serves as a toggle switch for the System Manager

off log. If the System Manager log is off, this turns the
log on. If the System Manager log is already on, this
turns the log off.

Page Up or Page up Scrolls backward to the previous page.

Esc+V :

Page Down or Page down Scrolls forward to the next page.

Ctrl+Vv

Tab Forward the Moves forward through a list of choices associated
list of options with a dialog item. A list of choices is denoted by a

plus (+) symbol located to the right of the entry field
and the absence of brackets ([ ]) surrounding the
entry value.

Arrow keys Moves the Scrolls through the information. Moves between
cursor up one entry fields on dialog screens. Moves the cursor
line or down beside menu items on the menu screens.
one line

Backspace Delete Deletes the character at the left of the screen.
character
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Selecting Choices from a List
In the System Manager, you can make selections from one of three types of lists:

Single selection lists:
Appear on selector screens.

Are available with most dialog items when you use the list option, F4
(Esc+4). Are denoted by the plus (+) symbol on a dialog screen.

Multiple selection lists:
Appear with a few dialog items when you use the list option, F4 (Esc+4).

When multiple selection lists are available, the select option, F9 (Esc+9),
is available on the selector screen.

Option rings:
Appear on some dialog items.

Are denoted by the plus (+) symbol and the absence of brackets
surrounding the entry field.

To select an item from a single selection list:

1. Move the cursor to the correct item.
2. Press Enter to select the item.

To select more than one item from a multiple selection list:

1. Move the cursor to the first item to be selected.

2. Press F9 (Esc+9) to select the individual item. Press F9 (Esc+9) a second
time to undo the selection.

3. Continue selecting until all desired items are highlighted.

4. Press Enter to confirm choices.

To select an item from an option ring:

1. Press Tab to move forward through the list of choices.
2. Press Shift+Tab key sequence to move backward through the list of choices.
3. Press Enter to select the item.

Using the System Manager Log

The Multiprotocol Network Program maintains a System Manager log which began
with Version 1 Release 2. Output is always directed to the screen, if it is less than
512 K bytes long. (If it is longer than 512 K bytes, you can view it from the
fast-path environment.) You can select to have the output of all functions that are
directed to the screen to also be sent to a single log file in the transfer directory.

To request that output be sent to the log, you must turn on the log. This is done by
pressing the Esc+L keys. This key combination serves as a toggle switch. The
key description at the bottom of each menu reminds you of the log's status. A
statement of Turn Log On means the log is off. Turn Log Off means the log is
currently turned on.

Output is appended to the log file. It does not overwrite information that is already
there.
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There can be a separate System Manager log for each user ID. The System
Manager log name has the form:

sysman.log.userid
where userid is the user who is logged into the System Manager. Each System
Manager log is monitored when a user logs into the System Manager.

If the file is longer than 512 K bytes, it is renamed to:

sysman.log.userid.old

A new log is created when data is directed to the log. The previous
sysman.log.userid.old is overlaid.

Using the Fast-Path Environment

The fast-path environment is a command line interface that enables you to execute
most of the same functions provided in the System Manager screens. The
fast-path environment uses commands to execute 6611 functions without having to
navigate through the System Manager screens to perform the tasks.

— Fast-Path Command(s)

Throughout this manual, this box is used to show command alternatives to
System Manager menu paths. Where applicable, this command equivalent is
shown under the set of menu steps needed to complete a task.

For almost any command, the -1og option can also be specified, although it is
not shown in the examples. This will send command output to the fast-path log.

For each command, the long form is given. Defaults and abbreviations can be
specified. Refer to Chapter 9 on page 9-1 for command details and a
description of command syntax, or the IBM 6611 Network Processor Operations
Pocket Guide for a summary.

Note: The fast-path commands perform error checking on most, but not all, of the
entered parameters.

Refer to Chapter 9 on page 9-1 for:

¢ General information about the commands (such as output)
¢ Executing commands

¢ Use of the fast-path log

¢ Use of global and object-specific fast-path help

e Use of the More facility to view help text

e Details on the commands themselves

The commands can be used in the fast-path environment, with the rexec or rsh
command, or in rsh scripts. Information on the commands needed to execute the
tasks in this book are listed under Chapter 9. For more information on the
commands, use the fast-path help provided with System Manager.

Chapter 2. System Manager Help 2-15




2-16  Operations and Problem Management



Chapter 3. Accessing the 6611

About This Chapter . . . . . . . .. . . . 3-2
Accessinga Local 6611 . . . . ... ... ... ... 3-2
Accessing a Remote 6611 . . . . . . .. ... .. 3-2
Using an IP Network Connection . . . .. . ... ... ... .......... 3-3
Using Telnet . . . . . . . . . .. 3-4
Remote IP Stationtoa 6611 . . .. ... ... ... ... . ... .... 3-4

6611 1to Any IP Station . . . . .. .. ... . . ... ... 3-6

Using Remote Login . . . . . ... . ... ... ... 3-6
Remote IP Stationtoa 6611 . . . . . ... ... ... .. ... .. ... 3-7

6611 to Any IP Station . . . . . ... ... ... 3-7

Using Rlogin for Extended Modem Connection . . . ... ... ... ... 3-8
Using Remote Execution . . . . . . .. ... ... ... .. L. 3-9
Using Remote Shell . . . . . .. . . ... . . 3-10
Remote IP Stationtoa 6611 . . .. . . ... ... ... . ... .... 3-11

6611 to Another 6611 . . . . . . .. . . ... ... ... ... .. ... 3-11
Comparing REXECand RSH . . . . .. ... ... ... ... . ... ... 3-11
Usinga Modem . . . . . .. . ... ... 3-12
Verifying a Link Connection . . . . . .. . ... .. ... ... ... 3-13
Logging Intoa 6611 . . . . .. . .. .. ... 3-13
User IDs and Passwords . . . . . . .. ... ... ... .. .. ... ... .. 3-15
Tasks Restricted to ControllingUsers . . . . . ... ... ... ....... 3-16

© Copyright IBM Corp. 1992, 1994 3-1



About This Chapter

This chapter describes the methods used to access the 6611. The 6611 can be
accessed locally and remotely through either of the EIA 232 serial ports, S1 and S2
(labeled S1 and S2 on the Model 120 and Model 170, and labeled Serial 1 and
Serial 2 on the Model 140).

Unless specific reference is made to the Model 140, the EIA 232 serial ports are
referred to as S1 and S2 throughout.

Users who configure the S2 serial port to support network management of the
Cylink** 4201 cannot use the S2 serial port for local or remote access to the 6611
as described in Chapter 3 on page 3-1. See the IBM Muiltiprotocol Network
Program Configuration Guide for information on configuring Cylink. For more
information on accessing the 6611, including terminal attachment, see the IBM
6611 Network Processor Introduction and Planning Guide.

Accessing a Local 6611

Local access to the 6611 is needed only in isolated situations, such as to replace
hardware components or to replace remote service when there is no modem
access and the 6611 cannot be reached through the IP network.

Most service procedures require an ASCII terminal (or terminal emulating an ASCII
device). For local access, it is attached to the 6611 through one of the EIA 232
serial ports. Attaching the terminal does not disrupt the operation of the 6611.

When the terminal is connected to the serial port, the login screen appears. Enter
a configured user ID and password. After password verification, a prompt for the
terminal type appears. After the correct terminal type is entered, control is passed
to the System Manager. See the IBM 6611 Network Processor Introduction and
Planning Guide for more information about the supported ASCII terminal types.
Refer to “Logging In to a 6611” on page 3-13 for more information about logging
into the 6611.

Accessing a Remote 6611

Remote access is the method both you and IBM service personnel use to access
the 6611 most of the time. All management and operation tasks can be performed
over the IP network connection from your network management station. Access by
modem is the best for IBM service personnel.

If IBM service personnel are given access to the 6611, you do not need to know
how to issue dumps and traces or retrieve problem, performance, or configuration
information. IBM service personnel can perform all the problem determination tasks
and gather all the data they need.
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Using an IP Network Connection

Using the IP network, the following TCP/IP remote access commands can access
the 6611:

¢ Telnet (telnet)

Remote login (rlogin)

File Transfer Protocol (ftp)
Remote shell (rsh)
Remote execution (rexec)

When you use each of these commands depends on the specific situation and
location at which the command is being issued. If you are located at an IP node on
your IP network that is not a 6611, you can issue any of the commands listed
above to your 6611, provided the IP node supports the command. The same
commands can also be issued from the System Manager or from the fast-path
environment of any 6611 to another 6611 with the exception of rexec. Rexec is no
longer valid from a 6611. Each of the above commands, except rsh and rexec,
can be issued from the System Manager or from the fast-path environment of a
6611 to another node on the IP network that is not a 6611.

In the remainder of this chapter, each of the remote access commands is
discussed in detail with explanations of how they are issued to and from a 6611.
There are fast-path commands that are used with the rsh and rexec remote access
commands. You may refer to Chapter 9 or use online help from the fast-path
environment to get detailed information on the commands.

When you use the System Manager to execute these remote access commands,
there is a specific menu item for the telnet, rlogin, and rsh functions that are
accessed from the Operations menu, called the Remote Access to Other Nodes
menu. See Figure 3-1 for the functions available on the Remote Access to Other
Nodes selector screen.

IBM 6611 hostname
Operations

Move cursor to desired item and press Enter.

Protocol and Interface Monitor
Routing Information

Remote Host Echo/Route Trace

Network Statistics

ARP Table Management

Filters

Network Management Information (MIBs)

Access method
Move cursor to desired item and press Enter.
telnet

rlogin - Remote Login
rsh - Remote Shell

Fl=Help F2=Redraw Screen F3=Return
F5=Top F6=Bottom F7=Page Up
F8=Page Down F10=Main Menu

Fl
F1

Figure 3-1. Remote Access Selector Screen
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Using Telnet _

Telnet is the most widely used method for one node on an IP network to reach
another node. A user at a remote station can log in and interactively execute
multiple commands at the destination station. Both IP stations must support Telnet
for the session to be established. When a Telnet session is established to a 6611,
all the same tasks can be performed with the remote session as with the local
attachment of the ASCII terminal to the EIA 232 serial ports.

Two Telnet session initiation procedures are outlined below:

¢ From a remote IP station to access a 6611
* From one 6611 to access any other IP station (including another 6611)

Remote IP Station to a 6611: The 6611 can be accessed from any station on the
IP network using Telnet. The Telnet protocol requires you to know the host name
or IP address, a user ID, and a password configured for the 6611. User IDs and
passwords must be configured using the Configuration Program, by a controlling
user using the System Manager, or a fast-path environment command. Refer to
“Logging In to a 6611” on page 3-13 for more information about 6611 users.

The following steps show the details of a Telnet session’s initiation from a remote
station to a 6611. You must have the host name registered with the name server
for the host name to be recognized, or the host name can be mapped to its IP
address in the 6611 using the Configuration Tool or the fast-path command
hostname map add host_name IP_address. What you are expected to input from
the remote station is provided under “Type in”. What you should expect to find
displayed on the screen is provided under “Output displayed”.
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Type in:

telnet hostname

The IP address of the 6611 can be used in the place of the host name.

Output displayed:
Trying...

Connected to hostname.domainname.

Escape character is '~T'.

6611 telnet (hostname)
W W W W WA % % % % % %
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\ % % % % % % \ \ \ Multiprotocol Network Program
2 W W
% VNV N\ Welcome to the System Manager
% % % % VN N0\
% % % U W W U WY
% % LS W U W W
(c)Copyrights by IBM and by others 1992, 1994
hostname Login:
Type in:
userid
Output displayed:
userid's password:

Type in: (Enter the password. It will not be displayed.)

Output displayed:

The current terminal type is [sun].
Press the ENTER key to accept this value or
type NO to see a Tist of supported terminals.

Type in:
no
Output displayed:
SUPPORTED TERMINALS

1. ibm3101 2. ibm3151 3. ibm3161 4. ibm3162 5. ibm3163
6. ibm3164 7. sun 8. vt100 9. vt320 10. vt330

11. vt340 12. hft 13. vt100-am

Type the number corresponding to your choice:
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Type in:
12 (for example)

Output displayed: The main menu of the System Manager.

The last four steps can be eliminated if the remote station and the 6611 negotiate

the correct terminal type. At the completion of the login process, control is passed
to the System Manager. If you exit the System Manager using F10 (Esc+0) from

the System Manager main menu, the remote connection is closed. To access the
System Manager again, you are required to reenter the telnet command.

Refer to Chapter 1 and Chapter 2 for details about using the System Manager. If
you want to execute 6611 functions that require controlling user privileges, you
must log in with a controlling user ID. For more information about controlling user
privileges, refer to “Tasks Restricted to Controlling Users” on page 3-16.

6611 to Any IP Station: A Telnet session can also be initiated from the 6611.
This is accomplished with the System Manager or a fast-path environment
command.

To initiate a Telnet session from a 6611 to another IP station using the System
Manager:

1. Select Operations on the System Manager main menu.
2. Select Remote Access to Other Nodes on the next menu.
3. Select telnet on the selector screen.

A dialog screen appears requesting the host name or IP address of the remote IP
station being accessed. After entering the host name, you are prompted for a user
ID and password defined in the remote IP node. When you enter the password
correctly, control is passed to the login environment of the remote station.

To initiate a Telnet session from the fast-path environment to another IP station,
type:
telnet dest_host_name

where dest_host_name is the host name or IP address of the remote station. After
issuing that command, you are prompted for a user ID and password defined in the
remote IP node. When the password is entered correctly, control is passed to the
login environment of the remote station.

Using Remote Login

There is an alternate method for one node on an IP network to reach another node
on the IP network. It is called remote login, or rlogin. Using remote login, as with
Telnet, a user at a station remote from another station can log in and interactively
execute multiple commands at that station. Both stations must support rlogin to
use this method. When a remote login session is established with a 6611, all the
same tasks can be performed from the remote session as with the local attachment
of the ASCII terminal to the EIA 232 serial ports.

Two rlogin session initiation procedures are outlined below:

e From a remote |P station to access a 6611
¢ From a 6611 to access any other IP station (including another 6611).
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Remote IP Station to a 6611: The 6611 can be accessed from any station on the
IP network using the rlogin command, provided the station supports rlogin. The
remote login requires you to know the host name or IP address and a user ID and
password configured for the 6611. User IDs and passwords must be configured
using the Configuration Program, or by a controlling user using the System
Manager. Refer to “Logging In to a 6611” on page 3-13 for more information about
6611 users.

The following steps show the details of a remote login session initiation from a
remote station to a 6611. What you are expected to input from the remote station
is provided under “Type in”. What you should expect to find displayed on the
screen is provided under “Output displayed’.

Type in:
rlogin hostname (or IP address) -8 -1 6611 userid

The -8 instructs the rlogin command to use eight bit communication for data
transfer. This is necessary when data is transferred over multiple nodes.
The -/ tells the rlogin command that the user ID follows.

Output displayed:
userid’s Password:

Type in: (Enter the password. It will not be displayed.)

Output displayed:

The current terminal type is [sun]. Press the ENTER key to
accept this value or type NO to see a list of supported terminals.

Type in:
no
Output displayed:
SUPPORTED TERMINALS

1. ibm3101 2. ibm3151 3. ibm3161 4. ibm3162 5. ibm3163
6. ibm3164 7. sun 8. vt100 9. vt320 10.  vt330
11. vt340 12. hft 13. vt100-am
Type the number corresponding to your choice:
Type in:
12 (for example)
Output displayed: The main menu of the System Manager.
At the completion of the login process, control is passed to the System Manager. If
you exit the System Manager using F10 (Esc+0) from the System Manager main

menu, the remote connection is closed. To access the System Manager again, you
must reenter the rlogin command.

6611 to Any IP Station: You can also initiate a remote login from the 6611. This
is accomplished with the System Manager or a fast-path command.
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To issue the rlogin command from a 6611 to another IP station on the same IP
network using the System Manager: '

1. Select Operations on the System Manager main menu.
2. Select Remote Access to Other Nodes on the next menu.
3. Select rlogin—Remote login on the selector screen.

A dialog screen appears requesting:

¢ Host name (or IP address) of the remote IP node
* User name (ID)

After you have completed these required fields, you are prompted for the password
of the user ID given in the dialog. When you enter the password correctly, control
is passed to the login environment of the remote station. If the remote IP station is
another 6611, control is passed to the 6611’s System Manager.

To initiate a remote login session from the fast-path environment to another IP
station, type:

rlogin hostname userid

Where:
¢ hostname is the host name or IP address of the remote station

* userid is any configured user in the 6611 specified by the host name

After issuing that command, you are prompted for the password of the user ID.
When you enter the password correctly, control is passed to the login environment
of the remote station.

Using Rlogin for Extended Modem Connection

There are more IP stations supporting telnet than rlogin. The 6611 supports both
methods. It is recommended that you use telnet for most of your remote session
needs. However, the following scenario shows a particular situation in which an
rlogin session is needed because a telnet session cannot work.

Scenario: A file needs to be transferred from one 6611 (referred to as 6611 A) to a
station with an ASCII terminal that is modem-attached to another 6611 (6611 B).
Procedure:

1. The user at the ASCII terminal initiates the call to 6611 B and logs in to the
6611, specifying user ID, password, and terminal type when prompted.

2. From the System Manager main menu of 6611 B that is displayed automatically
at login completion:

a. Select Operations on the System Manager main menu.
b. Select Remote Access to Other Nodes on the next menu.
c. Select rlogin—-Remote login on the selector screen.

3. A dialog screen appears on which the user types in the host name and a user
ID at the 6611 A.

4. The user enters the password when prompted and control passes to the
System Manager of the 6611 A.
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5. From the System Manager main menu on IBM 6611 A:

a. Select Operations on the System Manager main menu.

. Select File and Diskette Operations on the next menu.

. Select Send Transfer Directory File on the next menu.

. Select modem connected host on the selector screen.

. Supply the name of the file to send to the remote host on the next selector
screen.

O o 0T

6. Return to the remote host connected to IBM 6611 B to receive the selected
transferred file.

If in Step 2 on page 3-8, you prefer to use Telnet instead of rlogin, the transfer
cannot be made directly to the ASCII terminal. A technical difference between
Telnet and rlogin is that rlogin allows data transfer across many nodes, but Telnet
does not. This is the only situation in which rlogin is preferred over Telnet. Refer
to “Transferring Files” on page 4-62 for further details on file transfer.

Using Remote Execution

With the telnet and rlogin commands, you can have access to the full function of a
6611. However, there are scenarios when this is not needed. If you only need to
execute a single command at a remote 6611, you can use rexec. To use the
rexec command, it must be supported by the IP station issuing the command.

The 6611 supports the rexec command with a large number of commands. The
commands and the parameters needed to execute them are listed under

Chapter 9. They are summarized in the IBM 6611 Network Processor Operations
Pocket Guide. Refer to “Using the Fast-Path Environment” for general information
on using these commands, which are also supported in the fast-path environment.
You may use online help from the fast-path environment to get detailed information
on the commands. Most functions that can be performed from the System
Manager can also be performed using the rexec command and the fast-path
commands without logging into the 6611.

Each rexec command can execute one fast-path command at the 6611 to which
the command is directed. The output from the fast-path command is displayed at
the station that issued the rexec command. The station that issues the command
can be any station on the same IP network as the 6611 to which the command is
sent that supports remote execution.

Remote execution requires you to know the host name or IP address and a user ID
and password configured for the 6611. User IDs and passwords must be
configured using the Configuration Program or by a controlling user using the
System Manager or a fast-path environment command. If you want to execute
commands that require controlling user privileges, you are required to specify a
controlling user ID when prompted. For more information about the commands that
require controlling user privileges, refer to “Logging In to a 6611” on page 3-13.

The rexec command can be issued to the 6611 from a remote IP station. The
following steps show the details of a remote execution scenario from a remote
station to a 6611. Your input from the remote station is provided under “Type in”.
The output that you should expect to see on the screen is provided under “Output
displayed”.

Type in:
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rexec hostname command-object subobject action -option parameters
The IP address of the 6611 can be used in place of the host name.
Output displayed:

Name (hostname:local_userid):
Type in:

remote_userid
Output displayed:

Password (hostname:remote userid):

Type in:  (Enter the password. It will not be displayed.)

Output displayed: Command output follows, if any.

Many of the commands place the command output in the transfer directory of the
6611 to which the command is directed. If these commands are issued from an
RSH or REXEC environment, the rsh or rexec commands should be followed by
an ftp to retrieve the output file. Refer to “Transferring Files” for information on
using ftp.

Using Remote Shell

The remote shell (rsh) command can be used in a similar way to the rexec
command. To use the rsh command, it must be supported by the IP station
issuing the command. The 6611 supports the rsh command with a large number
of commands. The commands and the parameters needed to execute them are
listed under Chapter 9. They are summarized in the IBM 6611 Network Processor
Operations Pocket Guide. Refer to “Using the Fast-Path Environment” for general
information on using the commands. You may use online help from the fast-path
environment to get detailed information on the commands. Most functions that can
be performed from the System Manager can also be performed with rsh and the
fast-path command without logging in to the 6611.

The rsh command executes fast-path commands one at a time at the 6611 to
which the command is directed. The output from the command is displayed at the
station at which the rsh command is issued. The station that issues the command
can be any station on the same IP network as the 6611 to which the command is
sent.

As with the rexec command, rsh requires you to know the host name or IP address,
and a user ID and password configured for the 6611. If you want to execute 6611
functions that require controlling user privileges, you must specify a controlling user
ID. For more information about the commands that require controlling user
privileges, refer to “Logging In to a 6611” on page 3-13.

Two rsh command procedures are outlined below:

¢ From a remote IP station to access a 6611
* From a 6611 to access another 6611
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Remote IP Station to a 6611: A typical situation for using a rsh command is
within a script. A typical rsh command for the script is entered as follows:

rsh hostname -l userid passwd object subobject action -option parameters

Where:

* Hostname is the host name of the 6611 to which the command is sent. The IP
address of the 6611 can be used in place of the host name.

e Userid is a user ID defined at the 6611 to which the command is sent.

¢ Passwd is the password for the user ID.

» Object subobject ... represent one of the supported commands.

The output of the command is displayed at the station issuing the rsh command.

6611 to Another 6611: To issue an rsh command from a 6611 to another 6611:

1. Select Operations on the System Manager main menu.
2. Select Remote Access to Other Nodes on the next menu.
3. Select rsh—-Remote Shell on the selector screen.

A dialog screen appears requesting:

¢ Host name or IP address of the 6611
e User name

e Password

s« Command

¢ Parameters for the command

Each of these fields can be edited using F6 (Esc+6). A pop-up edit screen is
displayed with a long line on which to type the input. This is especially helpful
when typing in a long command.

Comparing REXEC and RSH

Remote execution and remote shell perform the same tasks using the fast-path
commands. The main difference is in how you issue the commands. When the
rsh command is sent to the 6611, you are not prompted for the user ID and
password. The user ID and password must be typed on the command line. This
allows the rsh command and fast-path commands to be combined in a user-written
script containing more than one rsh command with or without the ftp command.
This allows you to perform several functions while only issuing one script.

IBM suggests that you use the rexec command when you need to execute a 6611
command outside of a user-written script. This is because the password is not
displayed as it is typed in after the prompt. With the rsh command, the password
must be typed on the command line with the password in full view. If the screen
output is saved, the password is also visible in the saved data.

Some of the commands place the command output in the transfer directory of the
6611 to which the command is directed. If these commands are issued from an
RSH or REXEC environment, the rsh or rexec commands should be followed by
an ftp command to retrieve the output file. Refer to “Transferring Files” on

page 4-62 for further details on using ftp.

The fast-path log option on commands is not available in the RSH or REXEC
environments.
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Using a Modem
Remote access to the 6611 can also be reached through a modem that is
connected to an EIA 232 serial port. The modem should be 2400 baud and
compatible with the Attention (AT) Command Set. When the terminal is connected
through the modem to the port, a login procedure is initiated. You are asked to
supply the terminal type you are using immediately after login verification. After
you have supplied the correct terminal type, the main menu of the System Manager
is displayed.

When a connection is made using a modem, it is possible for you to access any
6611 on the IP network using the network connection commands (telnet, rlogin,
rsh, and ftp). You can have full remote modem access to any 6611 on the
network using only one modem connection. For most purposes, the single modem
can be attached to an IP workstation instead of a 6611 as long as the station
supports rlogin.

When the modem connection is established, the call must be initiated from a station
that is not a 6611. The 6611 does not support connection initiation. It can only
receive the switched call.

There are three tasks you may need to perform to set up the modem connection
physically:

1. Plug the modem into one of the EIA 232 serial ports.
2. If necessary, change the line speed (baud rate) of the serial port for a modem
connection.

The S1 or Serial 1 serial port is initially configured with a baud rate of 9600
bps.

The S2 or Serial 2 serial port is initially configured for use with a modem with a
baud rate of 2400 bps.

You can change the baud rate of the serial port with the Configuration Program
or from the fast-path environment. To change the baud rate of the serial port
using a fast-path command, use:

serialport baud set -s1 baud_rate
serialport baud set -s2 baud_rate

Use online help from the fast-path environment for more details about this
command.
3. Enable auto-answer mode for the modem.

The method for enabling auto-answer mode for the modem you purchased
depends on the modem. Some modems may contain a physical switch for this
function. Others require an AT command to be sent to the modem over the
EIA 232 serial port. Please read the documentation that accompanies the
modem to see which method to use.

Refer to “EIA 232 Serial Ports” on page 4-54 for information using the EIA serial
ports to send AT commands.

To establish a modem connection, you initiate the call from a remote station that
supports CALLOUT. If you want to transfer files, this station must also support the
Xmodem Protocol. Xmodem is available with many communication packages for
personal computers and workstations and is used to access the 6611’s
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asynchronous serial line. Read the documentation sent with the communication
package to understand the details of establishing the connection.

To establish a connection, you are required to know the telephone numbers and
serial line parameters of the phone line of the modem you are calling. Refer to
“Transferring Files between a RISC System/6000 and a 6611” on page 4-70 for
information about the procedure for transferring files from a RISC System/6000
workstation using a modem connection.

When the connection to the 6611 is established, you are prompted for a user ID
and password that have previously been configured for the 6611 on the receiving
end of the switched connection. Refer to “Logging In to a 6611” for further
discussion about the login procedure.

To access a 6611 that is on the IP network but not equipped with a modem, it is
necessary to establish an rlogin session between the 6611 that needs to be
accessed and the IP station on the network equipped with the modem. The remote
login is initiated from the 6611 or another IP node in the network equipped with the
modem. If a node other than a 6611 has the modem, it must support rlogin and
Xmodem commands for transferring files. Refer to “Using Remote Login” on

page 3-6 for details of the remote login procedure.

Verifying a Link Connection

You may need to determine if you can reach another node in your network. These
protocols provide an echo facility that you can use to verify connection to another
node:

o IP

¢ AppleTalk
* XNS

¢ VINES

e |PX**

In addition, the IP protocol has a route trace facility. For information on using the
echo facilities with the various protocols, or using the route trace facility, refer to
“Remote Host Echo (Ping)/Route Trace” on page 4-18.

Logging In to a 6611

If you are local or remote and using a network connection or a modem connection,
the login procedure for the 6611 is the same. You are prompted for a user ID,
password, and terminal type. The login scenario for remote access using the
Telnet command is found in “Using Telnet” on page 3-4. The login scenario for
remote access using the rlogin command is found in “Using Remote Login” on
page 3-6.

The following steps show the details of the login procedure from a terminal
connected to the S1 or S2 serial pon, either directly or through a modem. Your
input from the ASCII terminal is provided under “Type in”. The output that you
should expect to see displayed on the screen is provided under “Output
displayed”.
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Output displayed:
VOV NV VD % % % % % %

AN 5 %5 %5 % % % == == == ===== =====
AN DN % % %5 %5 %5 % ==
VAN % % % %5 % %\ == s=mmm== == =m===== ==
LS W L U U 2 2 WA == == == == =====
AU U U U 2 2 W WY ======  ========= === ===
VNN %% %\ A s=====  ======== === =
VNV % % % VN L L
\ % % % % % % \ \ \ Multiprotocol Network Program
% % % % % % \ O\ \\
% % % % % % VNV \ Welcome to the System Manager

%S % % % % % AR W W W WY

(c)Copyrights by IBM and by others 1992, 1994
hostname Login:

Type in:
userid
Output displayed:
userid's password
Type in:  (Enter the password. It will not be displayed.)
Output displayed:

The current terminal type is [vt100].
Press the ENTER key to accept this value or
type NO to see a list of supported terminals.

Type in:

no
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Output displayed:
SUPPORTED TERMINALS

1. ibm3101 2. ibm3151 3. ibm3161 4. ibm3162 5. ibm3163
6. ibm3164 7. sun 8. vt100 9. vt320 10. vt330
11. vt340 12. hft 13. vt100-am
Type the number corresponding to your choice:

Type in:
6 (for example)

Output displayed: The main menu of the System Manager.

When logging in through the EIA 232 serial ports, the terminal type chosen on the
previous login is presented as the default type. It is assumed that the terminal type
used for this connection is normally the same from login to login.

At the completion of the login process, control is passed to the System Manager. If
you exit the System Manager using F10 (Esc+0) from the System Manager main
menu, you will return to the login prompt.

User IDs and Passwords

To log into the 6611, you are required to have a user ID and password. There are
two classes of users:

e Controlling

Controlling users have access to and can perform all System Manager
functions.
e Viewing

Viewing users have limited access to System Manager functions.

You can configure multiple controlling and viewing users. Up to 10 users, either
controlling or viewing, can be logged into the 6611 simultaneously. However, IBM
recommends that you only allow up to five users at one time to improve system
performance.

User IDs and passwords are defined using either the Configuration Program, the
System Manager, or commands in the fast-path environment. Both the user ID and
the password must be defined together.

Two default user IDs are preconfigured with the 6611:
 ibm661lc—a controlling user ID '

e ibm6611lv—a viewing user ID

The password for each user ID is the user ID itself. The default user IDs are to be
used during initial configuration of the 6611, if performed using the System
Manager. Refer to “Initial Configuration without Using a Diskette” on page 6-11 for
details about using the System Manager for initial configuration.

IBM recommends that you delete these user IDs or change the passwords
immediately after receiving the 6611. Refer to “User IDs and Passwords” on
page 6-17 for details of setting user IDs and passwords.
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Tasks Restricted to Controlling Users

Many of the System Manager functions require controlling user privileges. If you
attempt to execute a System Manager function from a viewing user ID that requires
controlling user privileges, you will receive a message similar to the one shown
here:

Only a controlling user can perform this function.

The following list shows all the functions that only a controlling user can perform.
Each of the menu items is listed under the main menu item under which it appears.
Menu items are listed as they appear on System Manager menu screens, except
for the text within parentheses. This text is added to provide context for the
functions.

¢ QOperations

— Protocol and Interface Monitor

— Add IP ARP Entry

— Delete IP ARP Entry by Host Name

— Delete IP ARP Entry by Hardware Address
— Delete All IP ARP Entries

— Rename Transfer Directory File

— Delete Transfer Directory Files

— Compress/Uncompress Transfer Directory Files
— Clear Log File

— Login Information

— System Activity Report

— EIA/232 Serial Ports

— System Shutdown

— Date and Time

¢ Problem Determination

— Process Table Information

— Virtual Memory (System Statistics)

— Input/Output (System Statistics)

— Three-Digit LED Display

— Clear the Error Log

— Start (System Dump)

— View Dump Information (System Dump)

— Copy to Diskette or Transfer Directory (System Dump)
— Format (System Dump)

— Extract Error Log Records

— Extract Trace Log Records

— Start Nondisruptive (Process Dumps—IP, VINES, APPN¥)
— Start Disruptive (Process Dumps)

— Start (System Trace)

— Stop (System Trace)

— Start (Process Traces)

— Stop (Process Traces)

— Read Memory (Adapter Debug)

— View Registers (Adapter Debug)

— Start Line Trace (Adapter Debug)

— Dump Memory (Adapter Debug)

— DLSw General Information (Protocol Debug)
— X.25 Traffic Monitor (Protocol Debug)
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— Protocol Debug Collection Facility (Protocol Debug)
— Concurrent Hardware Diagnostics

e Configuration

— System Manager Configuration Utility
— List All User IDs

— Add a User ID

— Delete a User ID

— Change Any Password

— Change Your Password

— Apply Changes

— Commit Changes

— Reject Uncommitted Changes

— Receive and Apply Configuration
— Reinstate a Saved Configuration

* Software Installation and Maintenance

— Receive Installation File(s)

— List Installation Files

— List All Problems Fixed by Software Updates
— Apply Software Updates

— Clean Up after a Failed Installation

— List All Applied but Not Committed Software
— Commit Applied Updates

— Reject Applied Updates

* Hardware Maintenance

— Configuration Change VPD Update
— Serial Number
— Model Number
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About This Chapter

This chapter provides information about logging into the 6611 and about using the
Operations facilities provided by the System Manager. Operations tasks may be
selected from the Operations menu. Tasks are presented so that those that may
have to be done more often are at the top of the list.

Figure 4-1 shows the Operations menu.

IBM 6611 hostname
Operations

Move cursor to desired item and press Enter.

Protocol and Interface Monitor
Routing Information

Remote Host Echo (Ping)/Route Trace
Network Statistics

ARP Table Management

Port Filters

Network Management Information (MIBs)

File Systems

File and Diskette Operations
Remote Access to Other Nodes
Login Information

System Activity Report

EIA 232 Serial Ports

System Shutdown

Date and Time

Fl=Help F2=Redraw Screen F3=Return F4=SysID
F10=Main Menu EsctL=Turn Log On

Figure 4-1. Operations Menu

Refer to the following for information about the individual menu items:

¢ “Protocol and Interface Monitor” on page 4-4

¢ “Routing Information” on page 4-8

¢ “Remote Host Echo (Ping)/Route Trace” on page 4-18
¢ “Network Statistics” on page 4-22

¢ “ARP Table Management” on page 4-31

» “Port Filters” on page 4-36

¢ “Network Management Information” on page 4-37
¢ “File Systems” on page 4-40

¢ “File and Diskette Operations” on page 4-41

¢ “Login Information” on page 4-51

¢ “System Activity Report” on page 4-53

e “EIA 232 Serial Ports” on page 4-54

* “System Shutdown” on page 4-58

e “Date and Time” on page 4-61

Chapter 4. Operations 4-3



Using the 6611 Operations Facilities

To gather the operations data, select Operations from the System Manager main
menu, and the menu in Figure 4-1 on page 4-3 is displayed.

Making selections from the Operations menu lets you gather information about the
performance of many of the components in the 6611, including:

¢ Main operating system

* Running user processes

« Installed adapters

¢ Configured protocols

» Hard disks

¢ Network, as viewed from both the adapters and the main system

The Simple Network Management Protocol (SNMP) Management Information Base
(MIB) variables can also be viewed from this menu.

Most output is displayed on the screen if it is less than 512 kilobytes long. If it is
more than 512 K bytes, you can view it from the fast-path environment.

Output can also be sent to the System Manager log in the transfer directory. To
start this, you must turn the log on (Esc+L). When the notation at the bottom of
each System Manager menu shows Esc+L=Turn Log Off, the log is on.

When the output is placed in the transfer directory, it can be sent to a diskette or
transferred to a remote node. When the remote node is attached through the
Internet Protocol (IP) network, the output must be sent using the File Transfer
Protocol (FTP). When the 6611 is accessed using a modem, the output must be
sent using the Xmodem Protocol.

Protocol and Interface Monitor
The protocol and interface monitor displays the number of packets sent and

received for each protocol or installed adapter. The monitor periodically updates
the packet traffic information screen until you press Ctrl+C to stop it.
To monitor protocol or interface packet traffic using the System Manager:

1. Log in using a controlling user ID.

2. Select Operations from the System Manager main menu.

3. Select Protocol and Interface Monitor from the next menu.

Figure 4-2 on page 4-5 shows the dialog screen that appears.
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IBM 6611 Protocol and Interface Monitor hostname

Type or select values in entry fields.
Press Enter after making all desired changes.

[Entry Fields]
* Number of seconds between displays [60] #
* Display protocols or interfaces? protocols +

This is a continuous display.

Fl=Help F2=Redraw Screen F3=Return Fa=List
F5=Undo F6=Edit F7=Page Up F8=Page Down
F10=Main Menu Esc+L=Turn Log On

Figure 4-2. Protocol and Interface Monitor Dialog Screen

4. Enter the number of seconds between information updates on the output
screen. The number of seconds has a minimum value of 10 and a maximum
value of 60. The default is 60 seconds. IBM recommends you accept the
default to minimize the monitor's use of system resources.

5. Select protocols or interfaces to determine where to monitor packet
throughput. The default is protocols.

6. Press Enter to start monitoring packet traffic.

Figure 4-3 on page 4-6 shows an example of the output produced when you
select protocols.
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PACKET TRAFFIC INFORMATION FOR PROTOCOLS

Protocol rcv xmt  Status| Protocol rcv xmt  Status
ip 1135 330 up
tcp 261 226 up
udp 802 99 up
snmp 59 50 up
PPP 4 23 up
decnet 0 0 down
dls 0 0 down
FmR1 0 0 down
Brdg 0 0 down
ipx 0 0 down
xns 0 0 down
APPN 0 0 down
AppTk 0 0 down
TBrdg 0 0 down
Vines 0 0 down

Press Ctr1+C to return to System Manager

Figure 4-3. Sample Protocol Monitor Output

The output contains these fields:

Protocol
rcv

xmt
Status

Name of the protocol

Number of packets received
Number of packets transmitted
Protocol status

If the status is up, the protocol is enabled and running. If the
status is down, the protocol is either not enabled or has stopped.

Figure 4-4 on page 4-7 shows an example of the output produced when you
select interfaces.
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PACKET TRAFFIC INFORMATION FOR INTERFACES

Interface rcv xmt Status| Interface rev xmt Status
100 386 386 up
tko 13592 146 up
do@ 0 0 down
dol 0 0 down
do2 4 36 up
ct0 0 0  down

Press Ctr1+C to return to System Manager

Figure 4-4. Sample Interface Monitor Output

The output contains these fields:

Interface

rcv
xmt
Status

Interface name.

Refer to Table 4-1 for a description of the possible interface
names. The monitor only lists installed adapters.

Number of packets received

Number of packets transmitted

Interface status.

If the status is up, the interface is installed and configured. If the
status is down, the interface is physically installed but not
configured.

7. Press Ctrl+C to end this command.

Table 4-1 (Page 1 of 2). Adapter Interface Name Table

Interface Name

Adapter or Interface

tk#

1-port token-ring network 16/4 adapter

to? 2-port serial adapter

te# 1-port Ethernet adapter

xt% X.25 adapter

mpq& SDLC adapter

ce+ Serial or Ethernet interface on the serial/Ethernet combination
adapter

ct+ Serial or token-ring interface on the serial/token-ring combination
adapter

de? 2-port Ethernet adapter

Chapter 4. Operations 4-7



Table 4-1 (Page 2 of 2). Adapter Interface Name Table

Interface Name

Adapter or Interface

do@

4-port serial adapter

at?

2-port token-ring network 16/4 adapter

lo$

Internal wrap test network interface, loopback

Legend: '

et ® QRN W™

— Fast-Path Command(s)

A number from 0 to 6
A number from 0 to 13
A number from 0 to 3
A number from 0 to 23
Either O or 1

A number from 0 to 20
A number from 0 to 27

system statistics monitor [(-protocol)l-interface] number_seconds

Routing Information

From the Routing Information menu (as shown in Figure 4-5), you can display the
route table and request specific routing information on supported protocols. You
can also display the complete route table or only the portion pertaining to a specific
protocol. You can access the Routing Information menu from the Operations menu
of the System Manager.

IBM 6611

Route Tables

DLSw Partners

Fl=Help
F10=Main Menu

Routing Information

AppleTalk Zone Information Table
VINES Neighbor Tables

DECnet Routing Information
OSPF Routing Information

F2=Redraw Screen

Move cursor to desired item and press Enter.

F3=Return
EsctL=Turn Log On

F4=SysID

hostname

Figure 4-5. Routing Information Menu

The following sections explain how to accomplish the tasks presented on the

Routing Information menu using the System Manager.
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Route Tables

The route tables contain the routes for lists of valid paths through which hosts or a
network can communicate with other hosts in that network. Route tables are
supported for most of the configured protocols in the 6611.

To view a route table using System Manager:
1. Select Operations on the main System Manager menu.
2. Select Routing Information on the next menu.
3. Select Route Tables on the next menu.

4. Select a protocol or All protocols from the selector screen (refer to Figure 4-6).
The supported protocols are:

e [P

o XNS**

* IPX

e DECnet
e VINES

e AppleTalk

5. A COMMAND STATUS screen will display the output. The display format
indicates the available routes and their states.

IBM 6611 hostname
Routing Information

Move cursor to desired item and press Enter.
Route Tables

AppleTalk Zone Information Table

Protocol name
Move cursor to desired item and press Enter.

A11 protocols

1P - Internet Protocol

XNS - Xerox Network Services Internet Transport Protocol
IPX - Internet Packet Exchange Protocol

DECnet - Digital Network Architecture Protocol

VINES - Banyan Virtual Networking System Protocol

AppleTalk - AppleTalk Network Protocol
Fl=Help F2=Redraw Screen F3=Return
F5=Top F6=Bottom F7=Page Up
F8=Page Down F10=Main Menu
F1
F1

Figure 4-6. Route Tables Selector Screen
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— Fast-Path Command(s)

system routes view {-log}

ip routes view -system

xns routes view -system

ipx routes view -system
decnet routes view -system
vines routes view -system
appletalk routes view -system

For IP, IPX, XNS, VINES, and DECnet, each route consists of a destination host or
network and a gateway to use when forwarding packets. Direct routes are created
for each interface attached to the local host. These routing tables contain the
fields:

Destination Provides the IP address or host name at the end of the route.
Gateway Provides the address of the outgoing interface.
Flags Shows the state of the route:

Up

The route is to a host rather than to a network.

The route is to a gateway. (This is an indirect route.)
The route was created dynamically by a redirect.
The route has been modified by a redirect.

The link-level address is present in the route entry.

rZ2060IC

Refcnt Gives the current number of active uses for the route.
Connection-oriented protocols hold on to a single route for the duration
of a connection, while connectionless protocols obtain a route while
sending to the same destination.

Use Provides a count of the number of packets sent using that route.

Interface Indicates the network interfaces used for the route. Refer to Table 4-1
on page 4-7 for a description of the interfface names used to identify
the adapters.

Figure 4-7 shows an example of an IP route table.

Routes for the Internet Protocol Family:

Destination Gateway Flags Refcnt Use Interface
1.1.1 1.1.1.4 U 2 18172 tkO
9.67 1.1.1.2 UG 0 14519 tkO
127 127.0.0.1 U 0 0 100
127.0.0.1 127.0.0.1 UH 5 80900 100
224.0.0.9 127.0.0.1 UH 0 0 100

Figure 4-7. Example of Route Table for IP

For AppleTalk, the route tree contains one entry for each network that the 6611
Each entry is composed of these fields:
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Network Identifies the destination network
Hop Cnt  Distance to the destination network, measure in hops

Next Net.Next Hop Node address of the next router in the path to the destination
network

Interface Indicates the network interfaces used for the route Refer to Table 4-1
on page 4-7 for a description of the interface names used to identify
the adapters.

Rte State Identifies the current state of the route, either good, suspect, or bad

Route Tree for AppleTalk:

Network Hop Cnt Next Net.Next Hop Interface Rte State
5 1 0 tko good
31-36 3 11 dol good
84 2 11 dol good

Total number of AppleTalk networks: 8

Figure 4-8. Example of Route Table for AppleTalk

AppleTalk Zone Information Table
An AppleTalk zone is an administrative grouping of networks. This table lists the
zone name and ranges of network addresses contained within each AppleTalk
zone.
To view AppleTalk zone information using the System Manager:

1. Select Operations from the System Manager main menu.

2. Select Routing Information from the next menu.

3. Select AppleTalk Zone Information Table from the néxt menu.

4. A COMMAND STATUS screen will display with the table information. An
example of the output for an AppleTalk zone table is in Figure 4-9.

— Fast-Path Command(s)

appletalk zones view

Zone: myZone contains these nets:
1234-1245  1255-1267 1300-1399  1450-1455  1460-1465
1477-1477
Zone: herZone contains these nets:
222-225 5-6

Total number of zones: 2

Figure 4-9. AppleTalk Zone Output

Chapter 4. Operations 4-11



VINES Neighbor Tables

This table contains information on neighboring VINES nodes.

In some cases, neighboring VINES nodes may go off-line or change their VINES
network numbers, and the 6611 might not be aware of changes. If this occurs, you
must manually delete the obsolete neighbors' entries from the 6611 VINES
neighbor table by using System Manager.

Using System Manager to delete the obsolete addresses is necessary only if the
Enable periodic full routing updates parameter is not enabled on the 6611 interface
to which the VINES neighbors are connected. If the Enable periodic full routing
updates parameter is enabled, then the 6611 will automatically remove these
addresses after not hearing from them after approximately six minutes.
- To view VINES neighbor table information using the System Manager:
1. Select Operations from the System Manager main menu.
2. Select Routing Information from the next menu.
3. Select VINES Neighbor Tables from the next menu.
4. Select one of these choices from the selector screen:
* view system-to view the entire VINES neighbor table

* view interface—to view the VINES neighbor table entries pertaining to a
specified interface

Refer to Table 4-1 on page 4-7 for a description of the interface names
used to identify the adapters.

» delete entry—to delete an entry from the VINES neighbor table

5. A COMMAND STATUS screen displays the VINES neighbor table information.
An example of the output is in Figure 4-10 on page 4-13.

—— Fast-Path Command(s)

vines neighbors view -all
vines neighbors view interface
vines neighbors delete net_number

The VINES neighbor table contains these fields:
Network ID A 4-byte hexadecimal network ID.

Intf Indicates the network interface used for the route. Refer to
Table 4-1 on page 4-7 for a description of the interface names
used to identify the adapters.

Link address For an interface (Intf) value of:

tk# or te# Indicates the MAC address of the network interface

to? Indicates the DLCI address of the network interface
Metric Displays the value assigned by VINES to select the best route.
TTL Shows the time left, in seconds, before the route is aged out.
Flags Shows the state of the route:
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U Up
P Permanent
C Change
R  Redirect
S  Suppress
Ri Routing information (Token-Ring specific information)

Network ID Intf Link address Metric TTL Flags

3080abab:0001 ted 08005a13209c¢ 2 360 u
0027d089:0001 ted 10025a8229f7 2 360 U
0027d389:0001 tk0 10035a8229f7 2 360 U
RI=9000:2000:2000:1000:2300

00274089:0001 tkO 10045a8229f7 2 360 U

Figure 4-10. VINES Neighbor Table Output

DLSw Partners

Select this option to view the DLSw partners' addresses and the state of the
connections. To get a list of the DLSw partners, and the connection state to the
partners:

1. Select Operations from the System Manager main menu.
2. Select Routing Information from the next menu.
3. Select DLSw Partners from the next menu.

4. A COMMAND STATUS screen will display the DLSw partner connection state
information. An example of the output is in Figure 4-11.

— Fast-Path Command(s)

disw partners view

DLSw PARTNER CONNECTION STATE
* % LISTEN
125.5.5.1.2065 ESTABLISHED
125.5.5.1.2067 ESTABLISHED

Figure 4-11. DLSw Partners Output

DECnet Routing Information
This selection lets you view DECnet routing data base members. You may view a
whole member, starting with the first entry, or choose a starting point entry.
To view DECnet routing information using the System Manager:
1. Select Operations from the System Manager main menu.

2. Select Routing Information from the next menu.
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3. Select DECnet Routing Information from the next menu.

4. Select the data structure option you want from the selector screen.
The data structures are defined as follows:
hop matrix path length from the 6611 to the destination address.
cost matrix path cost from the 6611 to the destination address.

minimum hop vector path length of the least cost path from the 6611 to the
destination address.

minimum cost vector path cost of the least cost path from the 6611 to the
destination address.

area hop matrix path length from the 6611 to the destination area.
area cost matrix path cost from the 6611 to the destination area.

area minimum hop vector path length of the least cost path from the 6611 to
the destination area.

area minimum cost vector path cost of the least cost path from the 6611 to
the destination area.

reach vector whether the destination address is reachable.
area reach vector whether the destination area is reachable.

output adjacency vector identifies adjacency (next node) on which to forward
packets to the destination address.

area output adjacency vector identifies adjacency on which to forward
packets to the destination area.

adjacency vector supplies information on each adjacency.
circuit vector supplies information on each circuit (interface).
executor information supplies global DECnet information.

Depending on your selection, you will get a dialog screen on which to supply
information, such as the number of entries to display, and which entry with
which to start. (The defaults depend on the information selected.)

—— Fast-Path Command(s)

decnet routes view -route_info
plus appropriate option and parameters

OSPF Routing Information

To view OSPF routing information using the System Manager:
1. Select Operations from the System Manager main menu.
2. Select Routing Information from the next menu.

3. Select OSPF Routing Information from the next menu.

4. Select the type of routing information from the next menu. Refer to
Figure 4-12 for the OSPF Routing Information menu.
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IBM 6611 hostname
OSPF Routing Information

Move cursor to desired item and press Enter.

OSPF Interface Status
OSPF Neighbors

Link State Database
OSPF General Information

Fl=Help F2=Redraw Screen F3=Return F4=Sys1D
F10=Main Menu Esc+L=Turn Log On

Figure 4-12. OSPF Routing Information Menu

5. A COMMAND STATUS screen will display the output.

— Fast-Path Command(s)

ip ospf view [(-neighbors) | -interface | -Isdb | -general_info] /P_address

An example of the output for OSPF interface status is in Figure 4-13.

Area IP Address Type State Pri DR BDR
0.0.0.0 211.7.192.202 Bcast DR 1 211.7.192.202 0.0.0.0
0.0.0.0 211.7.192.227 PtoP P To P 0 0.0.0.0 0.0.0.0
0.0.0.0 211.7.192.230 PtoP P To P 0 0.0.0.0 0.0.0.0

Figure 4-13. Sample OSPF Interface Status Output

The output contains these fields:

Area OSPF area ID for this 6611
IP Address Interface IP address

Type (interface)

e Bcast: Broadcast or point-to-point
e PtoP: Point-to-point
 NBMA: Non-Broadcast multi-access

State (interface)

¢ Down: The interface is down
¢ Loopbck: The interface used for loopback
¢ Waiting: The interface is waiting
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¢ P to P: The interface is point-to-point

¢ DR: Designated router

* DR Othr: The interface is eligible to be the designated router
e Bckup DR: Backup designated router

Pri (priority) 0 means the neighbor router is not the designated router

1-255 means the designated router is the one with the highest

number.
DR The IP address of the current designated router
BDR The IP address of backup designated router

An example of the output for OSPF neighbors is inFigure 4-14 .

Router Id Nbr IP Addr State Pri

211.7.192.158 211.7.192.226  Full 0
211.7.192.81 211.7.192.231  Full 0

Figure 4-14. Sample OSPF Neighbors Output

The output contains these fields:

Router ID The neighbor's router ID. There is a unique ID for each router
equal to one of its IP addresses.

Neighbor IP address
The IP address of the neighbor's interface that is directly
attached.

Neighbor state

e Down: The neighbor is unreachable

o Attempt: Attempting to communicate with the neighbor

¢ Init: One-way communication is established with the
neighbor

e 2 Way: Two-way communication is established with the
neighbor

e Exch Start: Starting to exchange OSPF databases with the
neighbor

¢ Exchange: Exchanging OSPF databases with the neighbor

* Loading: Exchanging OSPF databases with the neighbor

¢ Full: 6611 and neighbor databases are synchronized

Neighbor interface priority
0 means the neighbor router is not the designated router.

1 - 255 means the designated router is the one with the highest
number.

An example of the output for link state database is in Figure 4-15 on page 4-17.
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Area LSType Link ID Adv Rtr Age Sequence

0.0.0.0 Router 211.7.192.50 211.7.192.50 743 80000280
0.0.0.0 Router 211.7.192.81 211.7.192.81 863  8000005B
0.0.0.0 Router 211.7.192.97 211.7.192.97 1161 80000A31
0.0.0.0 Router 211.7.192.101 211.7.192.101 819 8000151F
0.0.0.0 Router 211.7.192.138 211.7.192.138 259  800002BD
0.0.0.0 Router 211.7.192.158 211.7.192.158 325 80000240
0.0.0.0 Router 211.7.192.179  211.7.192.179 327 8000028A
0.0.0.0 Router 211.7.192.202 211.7.192.202 231 80000238
0.0.0.0 Net 211.7.192.101 211.7.192.101 1364 800003CD

Figure 4-15. Sample Link State Database Output

The output contains these fields:
Area OSPF area ID for this 6611
LSType The type of link state advertisement for the advertising node:

¢ Router: The advertisement is for another OSPF router

¢ Network: The advertisement is for a network

e SumNet: The summary advertisement of a network in another
area

¢ SumASB: The summary advertisement of an autonomous
system border (ASB) router

e ASE: The advertisement of an autonomous system external

router
Link ID The interface IP address forwarding advertisement
Adv Rtr The router ID of the router that originated the link state
advertisement
Age Elapsed time in seconds since the advertisement was originated

Sequence The version of the advertisement from the originator

An example of the output for OSPF general information is in Figure 4-16 .

Routerld: 211.7.192.202

AdminStatus: enabled Version: 2

Area Border Router: false External LSA Count: 2

AS Border Router: false External LSA Checksum: 0x190c0
TOS Support: false

Figure 4-16. Sample OSPF General Information Output

The output contains these fields:

Routerld A unique ID for each router equal to one of its IP
addresses.

AdminStatus Enabled: OSPF is enabled
Disabled: OSPF is disabled

Version The version of OSPF code
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Area Border Router True: The 6611 is an area border router

False: The 6611 is not an area border router

AS Border Router True: The 6611 is an autonomous system b rder Router
False: The 6611 is not an autonomous system border
Router

TOS Support True: 6611s support type of service

False: 6611s do not support type of service
External LSA Count The number of external link state advertisements

External LSA Checksum
Database checksum of the external link state
advertisements

| Remote Host Echo (Ping)/Route Trace

The echo facilities send ECHO_REQUESTS to obtain ECHO_RESPONSES from the
destination nodes. They are useful to:

¢ Determine the status of the network and various remote stations
e Track and isolate hardware and software problems
¢ Test, measure, and manage networks

If the station is operational and the station is on the network, it responds to the
echo.

The echo commands calculate round-trip times and packet loss statistics, and
display a brief summary upon completion. They complete after sending a specified
number of echo requests. Echo requests can be issued from the System Manager
or from the fast-path environment.

IBM 6611 hostname
Operations

Move cursor to desired item and press Enter.
Protocol and Interface Monitor

Routing Information
Remote Host Echo (Ping)/Route Trace

Type of request
Move cursor to desired item and press Enter.

IP Echo (ping)

IP Echo (ping) - continuous
AppleTalk Echo

XNS Echo

VINES ICP Echo

IP Route Trace

| Fl=Help F2=Redraw Screen F3=Return
| F5=Top F6=Bottom F7=Page Up
| F8=Page Down F10=Main Menu

F1

Figure 4-17. Remote Host Echo(Ping)/Route Trace Selector Screen
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IP Echo (ping)

To issue a discrete number of IP echo requests to another node:
1. Select Operations from the System Manager main menu.
2. Select Remote Host Echo (Ping)/Route Trace from the next menu.

3. Select IP Echo (ping) on the selector screen as shown in Figure 4-17 on
page 4-18.

4. Enter the following information on the dialog screen:
e Host name or IP address
The destination IP node for the echo request packets
* Packet size
The number of bytes sent with each echo request. The default is 64.
* Number of echoes
The number of echo requests sent to the destination. The default is 3.
5. Press Enter to activate your request.
6. A COMMAND STATUS screen will display the output.

Note: The IP echo command is commonly known as ping. Full ping support is
only provided in the fast-path environment.

Fast-Path Command(s)

ip echo dest_host_name packet_size num_echoes

IP Echo (ping) - continuous
To issue IP echo requests to another node continuously:

1. Select Operations from the System Manager main menu.
2. Select Remote Host Echo (Ping)/Route Trace from the next menu.

3. Select IP Echo (ping) - continuous on the selector screen as shown in
Figure 4-17 on page 4-18.

4. Enter the following information on the dialog screen:
¢ Host name or IP address
The destination IP node
* Packet size
The number of bytes sent with each echo request. The default is 64.
e Echo interval

The number of seconds the 6611 waits between sending echo request
packets. The default is 2.

5. Press Enter to activate your request.
6. Press Ctrl+C to end your request.

Note: The IP echo command is commonly known as ping. Full ping support is
only provided in the fast-path environment.
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— Fast-Path Command(s)

ip echo -continuous dest_host_name packet_size num_echoes

AppleTalk Echo
To issue AppleTalk echo requests to another node:

1. Select Operations from the System Manager main menu.
2. Select Remote Host Echo (Ping)/Route Trace from the next menu.

3. Select AppleTalk Echo on the selector screen as shown in Figure 4-17 on
page 4-18.

4. Enter the following information on the dialog screen:
e AppleTalk network id
Unique for each AppleTalk network address
e AppleTalk node id
Unique for each AppleTalk network address
* Number of echoes
The number of echo requests sent to the destination. The default is 3.
5. Press Enter to activate your request.
6. A COMMAND STATUS screen will display the output.

— Fast-Path Command(s)

appletalk echo dest_network_id dest_node_id number_echos

XNS Echo

To issue XNS echo requests to another node:
1. Select Operations from the System Manager main menu.
2. Select Remote Host Echo (Ping)/Route Trace from the next menu.

3. Select XNS Echo on the selector screen as shown in Figure 4-17 on
page 4-18.

4. Enter the following information on the dialog screen:
o XNS network address
This must be four hexadecimal bytes.
* XNS host address
This must be six hexadecimal bytes.
» Packet size (Any value from 1 to 100)
This is the number of bytes sent with each echo request. The default is 64.
¢ Number of echoes (Any value from 1 to 1000)
The number of echo requests sent to the destination. The default is 3.

5. Press Enter to activate your request.
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6. A COMMAND STATUS screen will display the output.

— Fast-Path Command(s)

xns echo dest_net_num dest_host_addr packet_size num_echoes

VINES ICP Echo

To issue VINES ICP echo requests to another node:
1. Select Operations from the System Manager main menu.
2. Select Remote Host Echo (Ping)/Route Trace from the next menu.

3. Select VINES ICP Echo on the selector screen as shown in Figure 4-17 on
page 4-18.

4. Enter the following information on the dialog screen:
¢ VINES network number

The destination node for the echo request. This must be 4 hexadecimal
bytes.

e Packet size (Any value from 1 to 100)
This is the number of bytes sent with each echo request. The default is 64.
¢ Number of echoes (Any value from 1 to 1000)
The number of echo requests sent to the destination. The default is 3.
5. Press Enter to activate your request.
6. A COMMAND STATUS screen will display the output.

— Fast-Path Command(s)

vines echo dest_net_num packet_size num_echoes

IP Route Trace
To issue an IP route trace:

1. Select Operations from the System Manager main menu.
2. Select Remote Host Echo (Ping)/Route Trace from the next menu.

3. Select IP Route Trace on the selector screen as shown in Figure 4-17 on
page 4-18.

4. Enter the following information on the dialog screen:
* Destination host name or IP address
* Source host name or IP address
e Packet size (Any value from 1 to 2048)
This is the number of bytes sent with each echo request. The default is 40.
e Number of queries (Any value from 1 to 1000)
The default is 3.

¢ Maximum number of hops (Any value from 1 to 255)
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The default is 30.
5. Press Enter to activate your request.
6. A COMMAND STATUS screen will display the output.

— Fast-Path Command(s)

ip routes trace dest_host_name packet_size num_queries maximum_hops
source_host_name

Network Statistics
The system network connection statistics list the:
e Maximum transmission unit (MTU)

¢ Inbound packets and errors
¢ Outbound packets and errors

Figure 4-18 shows the Network Statistics menu, which is accessed by the
Operations menu.

IBM 6611 hostname
Network Statistics

Move cursor to desired item and press Enter.

Connection

Interface Status

Interface Utilization Monitor
Packet Traffic

Protocol

Bridge
Fl=Help F2=Redraw Screen F3=Return F4=SysID
F10=Main Menu Esc+L=Turn Log On

Figure 4-18. Network Statistics Menu

Connection
To view connection statistics using the System Manager:

1. Select Operations from the System Manager main menu.
2. Select Network Statistics on the next menu.

3. Select Connection on the next menu.
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4. A COMMAND STATUS screen will display the output. An example of the
output is in Figure 4-19 on page 4-23.

If you receive an asterisk (*) beside any of the listed interface names, this is an

indication that the adapter or port is not enabled.

— Fast-Path Command(s)

system connections view

Name Mtu  Network Address Ipkts Ierrs Opkts Oerrs Coll
100 1536 <Link> 39457 0 39457 0 0
100 1536 127.0.0.1 127.0.0.1 39457 0 39457 0 0
to0 1500 <Link> 2235 0 2233 0 0
to0 1500 none none 2235 0 2233 0 0
tol 1500 <Link> 2235 0 2233 0 0
tol 1500 none none 2235 0 2233 0 0
tk@ 1492 <Link> 18005 0 19343 0 0
tkd0 1492 1.1.1 1.1.1.1 18005 0 19343 0 0
tkd 1484 wvn:30800001H 1H 18005 0 19343 0 0
Figure 4-19. Example of Connection Output

The output in Figure 4-19 contains these fields:

Name Interface name

Mtu Represents the maximum transmission unit.

Ipkts Represents input packets.

lerrs Represents input errors.

Opkts Represents output packets.

Oerrs Represents output errors.

Coll Represents collisions.

Interface Status
Select Interface Status to view detailed information about a specified active
interface in the 6611. Part of the output you will receive is protocol-specific.

1. Select Operations from the System Manager main menu.
2. Select Network Statistics on the next menu.
3. Select Interface Status on the next menu.

4. Select an interface name from the selector screen. Refer to Table 4-1 on

page 4-7 for a description of the interface names used to identify the adapters.

5. You will see the output on a command status screen.

— Fast-Path Command(s)

interface state view interface

An example of the generic output received is:
te0: flags=1c0063<UP,BROADCAST,NOTRAILERS,RUNNING,MULTICAST,DEEP>

where the hexadecimal flags are defined as:
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PKTCHG

WAN

NOECHO
DEEP_ENABLE
DEEP
MULTICAST
DCD
DO_HW_LOOPBACK
ALLCAST
SNAP

BRIDGE
SIMPLEX
OACTIVE
ALLMULTI
PROMISC
NOARP
RUNNING
NOTRAILERS
POINTOPOINT
LOOPBACK
DEBUG
BROADCAST
up

0x80000000
0x40000000
0x02000000
0x00100000

0x00080000 -
0x00040000 -
0x00020000 -
0x00010000 -
0x00008000 -
0x00002000 -
0x00001000 -
0x00000800 -
0x00000400 -
0x00000200 -
0x00000100 -
0x00000080 -
0x00000040 -
0x00000020 -
0x00000010 -
0x00000008 -
0x00000004 -
0x00000002 -
0x00000001 -

Packet charges imposed

WAN interface

Receives echo packets

Deep adapter enabled

Adapter is deep (card-to-card)
For oncard IP Multicast code
DCD is raised

Force Toopback through hardware
Global broadcast

Receive all ns packets
Receive all bridge packets
Cannot hear own transmissions
Transmission is in progress
Receive all multicast packets
Receive all packets

No address resolution protocol
Resources allocated

Do not use trailers
Point-to-point link

Loopback network

Turn on debugging

Broadcast address valid
Interface is up

A sample of IP-specific output is:
inet 145.1.1.3 netmask OxffffffO0 broadcast 145.1.1.255

The IP-specific output includes the IP address, network mask, and broadcast

address.

A sample of VINES-specific output is:
vines 30800533H.1H --> 0.1H

The VINES-specific output includes the VINES network number.host number and
the destination address, if configured.

A sample of DECnet-specific output is:
decnet 1.367 netmask Oxfc00 broadcast 63.1023

The DECnet-specific output includes DECnet network address, network mask, and
broadcast address.

A sample of AppleTalk-specific output is:

at 666-666 666.6 zone: greenzone hop weight: 1
at cnfg flags=5<ATUP,NBPFLT>
at oper flags=1<UP>

address filters:
additional zones:

remote port:
zone:
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On the first line, the AppleTalk-specific output includes the AppleTalk network
number range, AppleTalk network ID, default zone name, and hop weight. The
second line gives configuration flags defined as :

ATUP
ATDOWN
ADR

CHKSUM

CNSD
DDACK
DLYNBP
DSACK
FRUP
NBPFLT
TRT
INFLT

The third line of the AppleTalk-specific output gives operation flags defined as:

DOWN
DAD
NAD
NSD
NZL
up

AppleTalk is currently enabled for routing

AppleTalk is currently disabled for routing

AppleTalk address needs to be sent to the adapter

(FR ports) ‘

The port is configured to generate checksum in outgoing
packets

The port is configured as nonseed

Waiting for AppleTalk daemon to acknowledge port restart
NBP Broadcast optimization enabled

Waiting for system daemon to acknowledge port restart
Serial adapter has enabled frame relay port

Security filter based on resource names enabled

Trusted port

Security filter based on zone names enabled

The port is currently in down state and is not routing
Duplicate address indication received

Probing for and acquiring AppleTalk address P!
Nonseed port

Nonseed port waiting for zone information from seed router

The port is currently in up state and is routing

Additional AppleTalk information includes:

address filters List of network range port filters
additional zones List of any additional zone names
remote port Network range for remote network configured as a

zone

selected network configured to control import of
routing information.
List of zones in selected network.

address filters List of address filters in selected network.

Interface Utilization Monitor
Select Interface Utilization Monitor to determine the data rate of each of the
active interfaces, and the percentage that each is being used.

To view interface utilization information:

1. Select Operations from the System Manager main menu.

2. Select Network Statistics from the next menu.

3. Select Interface Utilization Monitor from the next menu.

4. Select or type the line speed information on the dialog screen for X.25, if
appropriate. (The dialog screen will only display if an X.25 adapter is present.)

5. A single-screen adapter interface monitor reports the current data rate of the
interface in bits per second, and the percentage of the line capacity being used.

Figure 4-20 on page 4-26 shows an example of the output. Refer to Table 4-1 on
page 4-7 for a description of the interface names.
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Interface Bits/Sec Percent

to0 2867 0.02
tol 503 0.45
tko 998 1.66
te0 4672 5.67
xt0 255 34.45

Figure 4-20. Sample Interface Ultilization Output

The screen is continually updated every 15 seconds until you choose to stop it.
Press Ctri+C to stop the screen updates and to end the command.

Packet Traffic
The main operating system keeps counters on various network parameters for the
adapter interfaces. The statistics for packet counts are gathered here. They are
displayed on the screen every few seconds, depending on the interval value.
To view packet traffic statistics using the System Manager:

1. Select Operations from the System Manager main menu.

2. Select Network Statistics on the next menu.

3. Select Packet Traffic on the next menu.

4. Select the location of the packet traffic you want to view.

¢ Select system to view packet traffic from the system card perspective.
» Select interface to view packet traffic from the peer-capable adapter
perspective.

5. Select an interface name from the selector screen. Refer to Table 4-1 on
page 4-7 for a description of the interface names.

6. Enter the number of seconds between displays on the dialog screen. The
default is 2.

7. Press Ctrl+C to end this command.

8. Press Enter to return to System Manager.

— Fast-Path Command(s)

system statistics view -traffic inferface number_seconds
interface statistics view -traffic inferface number_seconds

Figure 4-21 on page 4-27 shows an example of system packet traffic output.
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input (te0) output input  (Total) output
packets errs packets errs colls packets errs packets errs colls

208 0 208 0 0 11428 0 11411 0 0
0 0 0 0 0 0 0 0 0 0
0 0 0 0 0 0 0 0 0 0
0 0 0 0 0 0 0 0 0 0

Figure 4-21. Example of Packet Traffic Output

The output contains the fields:

Errs Represents errors.
Coll Represents collisions.
Protocol

The adapter protocol statistics list the protocol statistics kept on the specified
adapter for the specified protocol.

To view protocol statistics using the System Manager:
1. Select Operations from the System Manager main menu.
2. Select Network Statistics on the next menu.
3. Select Protocol on the next menu.

4. Select the protocol for which you want to view protocol statistics from the next
selector screen. The protocols supported are:

e IP

e IPX

XNS
DECnet
VINES
AppleTalk

5. For any of the protocols except DECnet or AppleTalk, select the location of the
statistics you want to view.

¢ Select system to view protocol statistics from the system card perspective.
» Select interface to view protocol statistics from the peer-capable adapter
perspective.

If you selected interface, or if you selected DECnet or AppleTalk from Step 4,
select the adapter interface name for the adapter containing the protocol
statistics you want to view from the selector screen.

6. A COMMAND STATUS screen will display the output. An example of the
protocol output for the Internet protocol is in Figure 4-22 on page 4-28. In the
example, icmp is Internet Control Message Protocol. Refer to Table 4-1 on
page 4-7 for a description of the interface names used to identify the adapters.
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— Fast-Path Command(s)

appletalk statistics view interface
decnet statistics view interface
ip statistics view -system

ip statistics view interface

ipx statistics view interface

ipx statistics view -system

vines statistics view inferface
vines statistics view -system
xns statistics view interface

xns statistics view -system

ip:

icmp:

ocIpForwarding =

ocIpDefaultTTL
ocIpInReceives
ocIpInHdrErrors

1

255

0
=0

ocips_toosmall = 0

ocips_badver =
ocips_badhlen =
ocips_badsum =
ocips_badlen =
ocips_tooshort
ocips_badttl =

ocIpInDiscards
ocIpInDelivers
ocIpOutRequests
ocIpOutDiscards
ocIpOutNoRoutes
ocIpReasmTimeou
ocIpReasmReqds
ocIpReasmOKs =
ocIpReasmFails
ocIpFragOks = 0
ocIpFragFails =
ocIpFragCreates

0
0
0
0
ocIpInAddrErrors

ocIpForwDatagrams = 0
ocIpInUnknownProtos =

t
0

0

0

-0

0
0
0

0
0
0

=0
0

0

0
-0

ocIpRoutingDiscards = 0

ocIcmpInMsgs =

ocIcmpInErrors

ocicps_tooshort
ocicps_badlen =
ocicps_checksum
ocIcmpOutMsgs =
ocIcmpOutErrors

0
0

o 1o
(<]

0

ocicps_squelched = 0
Output histogram:
Input histogram:

Figure 4-22. Example of Protocol Statistics Output
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Bridge
Bridge statistics are gathered for:

¢ LAN bridge

¢ Source route bridge
¢ Transparent bridge
¢ Translational bridge

The bridge statistics display counters for various network parameters kept on the
peer-capable adapters. These are useful for solving problems with the bridge
protocol. They are displayed on the screen every few seconds, depending on the
interval value.

To view bridge statistics using System Manager:
1. Select Operations from the System Manager main menu.
2. Select Network Statistics on the next menu.
3. Select Bridge on the next menu.
4. Select the type of bridging statistics you want to view. Your choices are:

LAN bridge system

LAN bridge interface

LAN bridge internal protocol frame

Source route bridge

Source route bridge spanning tree

Source route bridge spanning tree frame relay
e Transparent bridge

e Transparent bridge spanning tree

¢ Transparent bridge spanning tree frame relay
* Translational bridge spanning tree

» Translational bridge spanning tree frame relay

Figure 4-23 on page 4-30 shows the selector screen.
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IBM 6611

F10=Main Menu

Move cursor to desired item and press Enter.

LAN Bridge System Statistics
LAN Bridge Interface Statistics
LAN Bridge Internal Protocol Frame Statistics

Source Route Bridge Statistics
Source Route Bridge Spanning Tree Statistics
Source Route Bridge Spanning Tree Frame Relay Statistics

Transparent Bridge Statistics

Transparent Bridge Spanning Tree Statistics

Transparent Bridge Spanning Tree Frame Relay Statistics
Translational Bridge Spanning Tree Statistics
Translational Bridge Spanning Tree Frame Relay Statistics

Fl=Help F2=Redraw Screen F3=Return F4=SysID

hostname
Bridge

Esc+L=Turn Log On

Figure 4-23. Bridge Statistics Menu

5.

Select the interface name from the next selector screen. Refer to Table 4-1 on
page 4-7 for a description of the interface name used to identify the adapters.

. Enter the number of seconds between displays on the dialog screen. The

default is 2.

Press F1 (Esc+1) for help on the dialog screen title to view a description of the
output for the particular type of bridge statistics.

. Press Ctrl+C to end this command.

If you choose an adapter interface that is not enabled for bridging, there is no
output displayed with this command. However, you still need to press Ctrl+C
to end the command.

. Press Enter to return to System Manager.
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— Fast-Path Command(s)

For LAN bridge:
bridge Ib view -statistics interface number_seconds
bridge Ib view -internal_frames interface number_seconds

For source route bridge:

bridge srb view -statistics interface number_seconds

bridge srb view -statistics -spt infterface number_seconds
bridge srb view -statistics -sptfr port_index number_seconds

For transparent bridge:

bridge tb view -statistics interface number_seconds

bridge tb view -statistics -spt interface number_seconds
bridge tb view -statistics -sptfr port_index number_seconds

For translational bridge:
bridge tib view -statistics -spt interface number_seconds
bridge tlb view -statistics -sptfr port_index number_seconds

Figure 4-24 shows an example of bridge output for source route bridge statistics,
as shown in these fields:

iSPEC Specifically routed frames received

oSPEC Specifically routed frames sent

iARB All route broadcasts received

oARB All route broadcasts sent

iSRB Single route broadcasts and non-broadcasts received
oSRB Single route broadcasts and non-broadcasts sent
MTU Discarded frames due to oversize

Dups Duplicated ring numbers in route indicator frame
Mismatch Ring number mismatches

iSPEC oSPEC  iARB  o0ARB  iSRB  0oSRB MTU  Dups Mismatch

9 18 9 9 0 0 0 0 0
1 2 2 2 0 0 0 0 0
0 0 0 0 0 0 0 0 0

Figure 4-24. Example of Source Route Bridge Statistics Output

ARP Table Management
The Address Resolution Protocol (ARP) translates unique IP addresses into unique
hardware addresses. Tables on the peer-capable adapters store the mapping of
the hardware address to its host name or IP address. You can view the tables,
and add or delete entries from the tables. Tables may be IP or AppleTalk ARP
tables.

Figure 4-25 on page 4-32 displays the ARP Table Management menu.
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IBM 6611 hostname
ARP Table Management

Move cursor to desired item and press Enter.

View IP ARP Table

Add IP ARP Entry

Delete IP ARP Entry by Host Name
Delete IP ARP Entry by Hardware Address
Delete A11 IP ARP Entries

View AppleTalk ARP Table

Fl=Help F2=Redraw Screen F3=Return FA=SysID
F10=Main Menu Esc+L=Turn Log On

Figure 4-25. Address Resolution Protocol (ARP) Menu

View IP ARP Table
To view IP ARP entries using the System Manager:

1. Select Operations from the System Manager main menu.
2. Select ARP Table Management from the next menu.

3. Select View IP ARP Table from the next menu.
4

. Select the adapter interface from the selector screen. Refer to Table 4-1 on
page 4-7 for a description of the interface names used

5. A COMMAND STATUS screen will display a copy of all of the current entries in
the IP ARP table.

The format for the table entries is as follows:
hostname (IP address) at HWaddress [HWtype]

An example of an ARP table is shown below:

666.8 at 10:0:5a:a8:a5:5 [802.3] permanent timer: 0
444.4 at 11:0:6a:a7:11:3 [802.3] permanent timer: 0

— Fast-Path Command(s)

ip arp view interface
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Add IP ARP Entry
To add an IP ARP entry using the System Manager:

—_

6.

. Log in using a controlling user ID.

. Select Operations from the System Manager main menu.
. Select ARP Table Management from the next menu.

. Select Add IP ARP Entry from the next menu.

. Enter this information or select the appropriate values in the dialog screen and
press Enter:

Host name or IP Address
Specify the remote host being added. [f the host name is not
known, you can use its IP address. The format for an IP
address is nnn.nnn.nnn.nnn where nnn can be any decimal
number from 1 to 255.

Hardware address
Specify the address of the adapter in use for the ARP entry
action being performed. The format for a hardware address is
nn:nn:nn:nn:nn:nn where nn can be any hexadecimal nhumber
from X'0' to X'FF".

Is this entry temporary or permanent? »
Select whether the system ARP table entry is permanent or
temporary. Temporary entries are removed when the table fills
up. Permanent entries are only removed if the system is
restarted. The default is permanent.

Do you want to publish this entry?
Select whether this 6611 system should act as an ARP server
and respond to requests for the host name being added, even
though the host address does not exist on this particular 6611.
This 6611 responds to translation requests for the host name,
if the entry is published. The default is no.

A COMMAND STATUS screen will display a message specifying the added
entry. For example:

Entry lorax (17.17.17.3) was added to the system ARP table.

— Fast-Path Command(s)

ip arp add -permanent -nopublish host_name hw_address interface
ip arp add -permanent -publish host_name hw_address interface
ip arp add -temporary -nopublish host_name hw_address interface
ip arp add -temporary -publish host_name hw_address interface

Delete IP ARP Entry by Host Name
To delete an IP ARP entry with a host name using the System Manager:

1. Log in using a controlling user ID.
2. Select Operations from the System Manager main menu.
3. Select ARP Table Management from the next menu.

4. Select Delete IP ARP Entry by Host Name from the next menu.
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5. Select the adapter interface name from the selector screen. to identify the

— Fast-Path Command(s)

adapters.

. Specify the remote host name of the entry to be deleted on the dialog screen

and press Enter. You can use the IP address of the remote host, if the host
name is not known. The format for an IP address is nnn.nnn.nnn.nnn where
nnn can be any decimal number from 1 to 255.

. You receive a COMMAND STATUS screen displaying a message regarding the

delete entry. For example:
jack (36.24.36.2) deleted

The entry in the adapter interface ARP table is deleted for the specified host
name or IP address.

ip arp delete -host_name host_name interface

Delete IP ARP Entry by Hardware Address
To delete an IP ARP entry with a hardware address using the System Manager:

1.

a ~ 0N

— Fast-Path Command(s)

ip arp delete -hwaddress hw_address interface

Log in using a controlling user ID.

. Select Operations from the System Manager main menu.
. Select ARP Table Management from the next menu.
. Select Delete IP ARP Entry by Hardware Address from the next menu.

. Select the adapter interface name from the selector screen. Refer to Table 4-1

on page 4-7 for a description of the interface names used to identify the
adapters.

. Enter the hardware address of the entry to be deleted on the dialog screen and

press Enter. The format for a hardware address is nn:nn:nn:nn:nn:nn where
nn can be any hexadecimal number from X'0' to X'FF'.

. A COMMAND STATUS screen will display a message regarding the delete

entry. For example:
10:0:5a:¢c8:0:5a (36.24.36.2) deleted

The entry in the adapter interface ARP table is deleted for the specified
hardware address.

Delete All IP ARP Entries
This function clears out the IP ARP table for a specific network interface.

To clear an adapter ARP table using the System Manager:

1.
2.

Log in using a controlling user ID.

Select Operations from the System Manager main menu.
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3. Select ARP Table Management from the next menu.

. Select Delete All IP ARP Entries from the next menu.

5. Select the adapter interface name from the selector screen. Refer to Table 4-1

—— Fast-Path Command(s)

ip arp delete -all inferface

on page 4-7 for a description of the interface names used to identify the
adapters.

. A COMMAND STATUS screen will display a message stating that the ARP

table for the specified adapter is cleared.

View AppleTalk ARP Table

The AppleTalk ARP (AARP) translates AppleTalk addresses into hardware
addresses. The AARP table only exists on the peer-capable adapter. To view this
table and its entries using the System Manager:

1.

. Select ARP Table Management from the next menu.

A WO N

Select Operations from the System Manager main menu.

. Select View AppleTalk ARP Table from the next menu.

. Select one or more interfaces names from the selector screen. Refer to

Table 4-1 on page 4-7 for a description of the interface names used to identify
the adapters.

5. Press Enter after making all selections.

. A COMMAND STATUS screen will display a copy of all of the current entries in

each of the interface's AARP table.

The format for the table entries is as follows:

network number.nodeID at HWaddress [HWtype] Status EntryAge

The HWtype includes [802.3] Ethernet, [802.5] token-ring, and [T1] serial
interfaces.

The AARP status indicators are in_use, permanent, need_AARP, did_AARP,
and new_entry.

The EntryAge is represented in seconds, where the low values represents
recently used entries and high timer values represent old entries.

An example of an AARP table is shown below:

666.8 at 10:0:5a:a8:a5:5 [802.3] permanent timer: 0
444 .4 at 11:0:6a:a7:11:3 [802.3] permanent timer: 0

—— Fast-Path Command(s)

appletalk arp view -interface inferface
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Port Filters

The filter information lists the configured filters for the specified protocol.

To view filter information using the System Manager:
1. Select Operations from the System Manager main menu.
2. Select Port Filters on the next menu.

3. Select the protocol for which you want to view filter information from the
selector screen. The supported protocols are:

IP

IPX

XNS

VINES

DECnet

AppleTalk

Source route bridge
Transparent bridge

4. Select the interface name for which you want to view adapter interface
statistical data from the selector screen. If you select VINES, you have the
additional choice of selecting either VINES RouTing Update Protocol (RTP)
filters or the VINES interface filters. Refer to Table 4-1 on page 4-7 for a
description of the interface names used to identify the adapters.

5. A COMMAND STATUS screen will display the output. An example of the
output for AppleTalk is in Figure 4-26.

If you choose an adapter interface that is not enabled for the chosen protocol,
no output is displayed with this command.

—— Fast-Path Command(s)

ip filters view interface

decnet filters view interface
ipx filters view interface

xns filters view interface

vines filters view interface
vines filters view -RTP
appletalk filters view interface
bridge srb view -filter interface
bridge tb view -filter interface

AppleTalk Network Number Filter Data:

Fltr ‘ Filtered_Packets
F1t FilterRange Type Intf Slot Port InBound OutBound

1 1-10 PERMIT to0 4 1 0 0

Figure 4-26. Example of Filter Output for AppleTalk

The field descriptions for the AppleTalk filter output are:
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Fit Filter number
FilterRange Filter Range
Fltr Type Filter Type:

¢ Permit—Allow data to flow through the filter
¢ Deny—Do not allow data to flow through the filter

Intf Interface Name on which filter resides
Slot Slot number of interface
Port Port number of interface

Filtered_Packets InBound
Number of filtered packets, inbound

Filtered_Packets OutBound
Number of filtered packets, outbound

Network Management Information
The Simple Network Management Protocol (SNMP) network management data that
is gathered for all the adapters and the base operating system can be viewed. The
output you receive is based on the Management Information Base (MIB) variable
that you select and the type of request.

To view network management information using the System Manager:
1. Select Operations from the System Manager main menu.
2. Select Network Management Information (MIBs) from the next menu.

3. Select a MIB module to be viewed from the list in the selector screen.

A management information base (MIB) module is a collection of MIB variables
relating to a common management area. The module defines each of the MIB
variables, providing their syntax, numeric names, and textual names. The MIB
module you select will be used to interpret the MIB variable name you provide.
You provide the MIB variable name in the MIB variable being requested entry

field on the next dialog screen.

MIB modules are provided for standard MIBs as well as many vendor specific
MiIBs.

Note: If you are querying an IBM 6611, select IBM_6611 Complete MIB.
This is the default.
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4. Enter or select values for the dialog items that follow:

Type of request.
The following requests are supported:

dump
Requests the value of the specified MIB variable and all of its objects.
This request allows you to query MIB variables without knowledge of each
instance present. By specifying the first object in the MIB (in the MIB
variable being requested entry field), the dump request lets you query the
entire MIB.

Dump is the default for type of request.

next
Requests the value of the MIB variable following the specified variable.
Like the dump request, the next request makes it possible to query MIB
variables without knowledge of the instance qualifiers.

get
Requests the value of the specified MIB variable. You must specify the
exact instance (in the MIB variable being requested entry field) of the
variable you are querying. For example, if you want to query the
sysDescr variable in MIB-Il, you must specify sysDescr.0. It is often
easier to use a dump request for the entire table and then sort through
the resulting data until you find the data for which you are looking.

Press Tab to select either dump, next, or get.

Community name to be used with query
This entry field specifies the community name to be used with the query.
Each node supporting SNMP is configured with specific communities from
which it will accept SNMP commands. A community is a pairing of a
community name and an IP address. You must provide a community name
that the node you are querying will accept from the address that is issuing
the SNMP command. If this value is not specified, a community name of
public is used.

Name of host to be queried
This entry field specifies the host name or the IP address of the host to be
queried for MIB information. If this field is left blank, the MIB information is
obtained from this IBM 6611. If you specify a host name, the host name
must be mapped to an IP address in this IBM 6611 or be translated to one
by a name server. You cannot specify an IP address that is associated with
the local end of an Serial Adapter or a V.35/V.36 Serial Adapter. In order to
obtain MIB information from a remote host, there must an IP route to that
host. The IP address format is nnn.nnn.nnn.nnn, where nnn can be any
decimal number from 1 to 255.

MIB variable being requested
There are two methods for specifying the MIB variable to be queried:

a. If you know the name of the desired MIB variable, type it in the entry
field. If you have selected get as the type of request, you will use this
method.

The variable is specified in Variable.Instance format.
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Variable:
Specifies the name in text format or numeric format of a specific MIB
variable as defined in the specified MIB module. If the type of request
is next or dump, the Variable parameter can be a MIB group.

Instance:
Specifies the instance qualifier for the MIB Variable parameter. The
Instance parameter is required if the request is get. The Instance
parameter is optional, if the request is next or dump.

. Press F4 (Esc+4) to get a list of all the MIB variables available for the

selected MIB module. A very long list is displayed. The list contains
only variable groups without instance qualifiers. Press Enter to select
the desired MIB variable.

Internet is the default for MIB variable being requested.

Figure 4-27 shows an example of network management information output.

ifNumber.0 = 6
ifIndex.
ifIndex.
ifIndex.
ifIndex.
iflIndex.
ifIndex.
ifDescr.
ifDescr.
ifDescr.
ifDescr.
ifDescr.
ifDescr.

ifType.
ifType.
ifType.
ifType.
ifType.
ifType.
ifMtu.
ifMtu.
ifMtu.
ifMtu.
ifMtu.
ifMtu.

SO W

o B WN

DO P WNEFEF OO WN

i
(S S A N

=6

= "100; Software Loopback"

= "teO; enty®; IBM 6611 Ethernet Network Interface"

= "tel; entyl; IBM 6611 Ethernet Network Interface"

= "tk0; trty0; IBM 6611 Token-Ring Network Interface"
= "te2; enty2; IBM 6611 Ethernet Network Interface"

= "to0; tlty®; IBM 6611 Serial Network Interface"

= softwarelLoopback(24)
= ethernet-csmacd(6)

= ethernet-csmacd(6)

= i15088025-tokenRing(9)
= ethernet-csmacd(6)

= tl-carrier(18)

1536
1500
1500
1500
1500
1500

Figure 4-27 (Part 1 of 2). Example of Network Management Information Output
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ifSpeed.1 = 0

ifSpeed.2 = 10000000

ifSpeed.3 = 10000000

ifSpeed.4 = 4000000

ifSpeed.5 = 10000000

ifSpeed.6 = 0

ifPhysAddress.1 =

ifPhysAddress.2 = 08:00:5a:13:22:4d
ifPhysAddress.3 = 08:00:5a:13:20:29
ifPhysAddress.4 = 08:00:5a:13:00:6a
ifPhysAddress.5 = 08:00:5a:13:22:18
ifPhysAddress.6 =

Figure 4-27 (Part 2 of 2). Example of Network Management Information Oufput

For additional network management information, refer to the IBM 6611 Network
Processor Network Management Reference.

| File Systems

I The File Systems function allows you to view the used and available space on the
I 6611 file systems. If the usage for the /tmp directory exceeds 75%, you should

I delete files from the transfer directory. Refer to “File Names for Output in Transfer
| Directory” on page 4-62 for more information about deleting files from the transfer
I directory.

I To view the storage usage on the file systems:

I 1. Select Operations from the System Manager main menu.

| 2. Select File Systems from the next menu.

| 3. A COMMAND STATUS screen displays the output.

— Fast-Path Command(s)

I files system view

! Figure 4-28 shows an example of the output.

! Filesystem Total KB free %used iused %iused Mounted on
| /dev/hd4 8192 2272 72% 731 35% /

I /dev/hd9var 4096 1716  58% 114 11% /var

I /dev/hd2 405504 130384 67% 17521 17% [usr

I /dev/hd3 8192 5840  28% 56 2% [tmp

| /dev/hdl 106496 23776 77% 946 3% /home
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The field descriptions for file systems output are:

Filesystem Name of the file system

Total KB

free

Total number of kilobytes allocated to the file system

Number of kilobytes currently available



%used Percentage of kilobytes currently used
iused Number of inodes used
%iused Percentage of inodes used

Mounted on Directory name where file system is mounted

File and Diskette Operations

The File and Diskette Operations menu (Figure 4-29) allows you to perform several
tasks involving the manipulation of files.

IBM 6611 hostname
File and Diskette Operations

Move cursor to desired item and press Enter.

View Transfer Directory File

Rename Transfer Directory File

Delete Transfer Directory Files

Send Transfer Directory File

Receive Transfer Directory File

Checksum Transfer Directory Files
Compress/Uncompress Transfer Directory Files
Scan Transfer Directory Files

Clear Log Files

View Static Directory File
Send Static Directory File

List Diskette Files
Format Diskette

Fl=Help F2=Redraw Screen F3=Return F4=SysID
F10=Main Menu Esc+L=Turn Log On

Figure 4-29. File and Diskette Operations Menu

Transfer Directory Files

A file transferred into the 6611 is placed in the transfer directory. A file that needs
to be transferred out of the 6611 must be in either the transfer directory or the
static directory.

You can view, rename, delete, and transfer the files in the transfer directory. Only
a controlling user can rename or delete files in the transfer directory. The static
directory holds special files placed there by system components that allow the files
to be viewed or transferred out of the 6611, but do not ailow them to be deleted or
renamed.

A few files in the transfer directory are trace logs that can grow. Most of these are
not started by System Manager commands. Do not erase these files, unless you
are instructed to do so by IBM service personnel.

There is a detailed discussion about the transfer directory files in “File Names for
Output in Transfer Directory” on page 4-62. If you notice some files in the transfer
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directory which are not listed in the tables in that section, contact IBM service
personnel.

View Transfer Directory File

You may use System Manager to view files in the transfer directory. For example,
you may want to view transfer directory files before performing a system back up
so as to decide if you can delete them or not.

To view the files in the transfer directory using the System Manager:
1. Select Operations from the System Manager main menu.

2. Select File and Diskette Operations from the next menu screen.

3. Select View Transfer Directory File from the next menu to view the contents
of a selected file in the transfer directory.

4. Select the file to view on the selector screen. At the top of the screen, the
amount of space available in the transfer directory is displayed.

5. A COMMAND STATUS screen displays the contents of the file you selected to
view. Refer to Figure 4-30 for an example of viewing a summary configuration
report in the transfer directory.

Command: 0K stdout: yes stderr: no
Before command completion, additional instructions may appear below.

[TOP]
Summary Configuration Report
IBM 6611 '661lhost' on Mon Jul 13 14:09:57 1992

IBM 6611 Host Name: 661lhost

IBM 6611 Domain name:

System contact:

System name:

System location:
STot 1 contains a 6611 X.25 Adapter
STot 2 contains a 6611 Ethernet Adapter

[MORE. . .46]

Figure 4-30. Viewing a Report in the Transfer Directory

— Fast-Path Command(s)

files transfer view file_name

4-42 Operations and Problem Management



Rename Transfer Directory File
To rename a file in the transfer directory using System Manager:

1. Log in using a controlling user ID.

. Select Operations from the System Manager main menu.

. Select File and Diskette Operations from the next menu.

. Select Rename Transfer Directory File from the next menu.
. Select the file to rename on the selector screen.

. Enter the new name of the file on the next dialog screen.

. A COMMAND STATUS screen displays the following message:

File, old_file_name, in the transfer directory has been renamed to new_file_name.

N o o A WD

— Fast-Path Command(s)

files transfer rename file_name new_file_name

Delete Transfer Directory Files
You may use System Manager to delete files in the transfer directory. You may
want to delete long, unnecessary files (such as dumps) before performing a system
backup so as to save time.
To delete a file in the transfer directory using the System Manager:
1. Log in using a controlling user ID.
. Select Operations from the System Manager main menu.
. Select File and Diskette Operations from the next menu.

. Select Delete Transfer Directory Files from the next menu.

o A WODN

. Select the files to delete on the selector screen. Press F9 (Esc+9) to select
the files to delete. Press Enter to register the selections.

A COMMAND STATUS screen will display the following message:

Files file_name deleted from the transfer directory

— Fast-Path Command(s)

files transfer delete file_name
files transfer delete -all

If you need to transfer files to or from the transfer directory, refer to “Transferring
Files” on page 4-62.

Send Transfer Directory File

To transfer a file out of the transfer directory using System Manager:
1. Select Operations from the System Manager main menu.
2. Select File and Diskette Operations from the next menu.

3. Select Send Transfer Directory File from the next menu.
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4. Select the file destination on the selector screen as shown in Figure 4-31 on
page 4-44.

IBM 6611 hostname
File and Diskette Operations

Move cursor to desired item and press Enter.

View Transfer Directory File
Rename Transfer Directory File
Send Transfer Directory File
Receive Transfer Directory File
Delete Transfer Directory Files

File destination
Move cursor to desired item and press Enter.

remote host via FTP
modem connected host
DOS diskette
UNIX diskette

F1=Help F2=Redraw Screen F3=Return
F5=Top F6=Bottom F7=Page Up
F8=Page Down F10=Main Menu

F1

F1

Figure 4-31. Send Transfer Directory File Selector Screen

If you select remote host via FTP, you must specify the host name or IP
address of where to send the file on the dialog screen. You will then be
entered into an interactive FTP dialog. Refer to “Using the File Transfer
Protocol” on page 4-67 for information on using FTP and for an example of an
interactive dialog. You will be prompted for a user ID and password configured
at the remote node and for the name of the file to send.

Note: To do a send, you would specify put "file_name" in the interactive
dialog.

— Fast-Path Command(s)

files transfer send -ftp host_name

If you select modem connected host, you must specify the file to transfer.
You may do this either on a dialog screen or o