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Preface

This publication is a reference manual designed for all users. It contains messages

and codes produced by the IBM Virtual Machine/System Product (VM/SP).

This publication contains three sections: Introduction, System Codes, and System

Messages.

The “Introduction” contains:

¢ The format of messages VM/SP generates
e Syntax conventions this publication uses
e CP problem determination procedures

The “System Codes” are divided into the following categories:

¢ Return Codes

e CP wait state codes

* Loader wait state codes

e Stand-alone dump facility wait state codes
¢ SFS reason codes

e CP abend codes

¢ CMS abend codes

¢ GCS abend codes

e TSAF abend codes

e AVS abend codes

The “System Messages™ section of this publication is divided as follows:

¢ Control Program (CP) Messages

¢ Conversational Monitor System (CMS) Messages

¢ Interactive Problem Control System (IPCS) Messages
¢ Group Control System (GCS) Messages

¢ Transparent Services Access Facility (TSAF) Messages
e APPC/VM VTAM Support (AVS) Messages
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Introduction

This section describes:
¢ The format of messages VM/SP generates.
¢ Syntax conventions used in this publication.

¢ CP problem determination procedures.

VM/SP Message Format

Messages consist of a message identifier (for example, DMKCQGO020E) and message
text. The identifier distinguishes messages from each other. The text is a phrase or
sentence describing a condition that has occurred or requesting a response from the
user.

The message identifier consists of four fields: a prefix, a module code, a message
number, and a severity code. The format of the message identifier is:

xxxmmm###s or xxxmmm####s

where:
XXX is the prefix. Messages are prefixed as follows:
¢ CP messages -- DMK
e CMS messages -- DMS
¢ IPCS messages -- DMM
* GCS messages -- CSI
¢ TSAF messages -- ATS
¢ AVS messages - AGW
mmm is the module code, three characters that indicate which module

generated the message. This field is usually an abbreviation of the
name of the module in which the error occurred.

### or #### is the message number, three or four digits that are associated with the
condition that caused the message to be generated.

S is the severity code, a letter that indicates what kind of condition
caused the message. The definition of the severity codes depends on
the nature of the routine producing the message.

Table 1 on page 2 summarizes the message severity codes for each of the four
VM/SP components.
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Table 1. Types and Meanings of Severity Codes

Prefix Code Meaning
CP Commands (DMK)

Response!

Immediate action required
Information only
Warning or System Wait
Error

CMS Commands (DMS) Response!
Information only
Warning

Error

Severe Error

Terminating error

IPCS Commands (DMM) Response!
Information only
Error

Severe error

GCS Commands (CSI) Response!
Information only
Error

Severe error

Terminating error

TSAF Commands (ATS) Information only
Warning

Error

Severe error

Terminating error

AVS Commands (AGW) Information only
Warning
Error

Severe error

vmg—|Humg~ | Jum - % | o~ m|dvumgs- R | ms~ >

VM/SP System Product Editor Messages
Error messages for the System Product Editor are located in the CMS section of this
publication. VM/SP System Product Editor messages are spread between message
numbers 497E and 700E. However, the messages within the 500 range
(DMSmmm500E - DMSmmm599S) are only System Product Editor messages.

Messages With 4nxx Identifiers

All messages issued from the CMSBAM physical saved segment, as well as many of
the messages issued from the CMSVSAM and CMSAMS physical saved segment are
identified by a 4nxx prefix. The text of these messages is in VSE format rather than
the standard CMS format. Explanations for these messages are not in this manual.
The appropriate message manual to be used for reference for 4nxx prefix messages is
determined by the associated access method. Messages relating to Sequential Access
Method (SAM) are described in VSE/Advanced Functions Messages. Messages

1 For Response (R), the system waits for a response from the user.
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relating to Virtual Storage Access Method (VSAM) are described in VSE/VSAM
Messages and Codes.

Unnumbered Responses
All normal, unnumbered responses indicating the successful completion of a
command (such as ready messages) are included in the following publications:

e VM/SP CP General User Command Reference
e VM/SP CP System Command Reference
e VM|SP CMS Command Reference (CMS commands).

Unnumbered responses can also be the result of executing system generation macro
instruction or service programs. These responses, referred to as MNOTES, are
documented in logic listings only.

VM/SP Message Syntax Conventions
The syntax used in the VM/SP messages as printed in this book is as follows:

1. For uppercase messages (some CP, some CMS, some TSAF, and all IPCS
messages), variables are denoted by lowercase; for mixed-case messages (most
CP, most CMS, most TSAF, all GCS and all AVS messages), variables are
denoted by italics. These variable names are replaced at execution time with the
information they describe.

Note: There may be situations where the same message is displayed in both
mixed and uppercase. This happens when many modules issue the same
message, but the case of the text is coded differently in each module.

See Table 2 on page 4 for a partial list of variables used in this publication.
(This table does not contain every message variable, just those that might be a
little more difficult to identify.)

2. Any quote (') in message text in the manual will be displayed when the message
appears On your screem.

3. Anything within braces {...|...} indicates alternate text that will be selected at
execution time.

4. Anything within brackets [...] may be optionally left out, depending on the
condition arising.
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Table 2 (Page | of 2). Selected Message Variables

Variable Meaning

a... alphabetic or numeric information
bbcchh bin, cylinder, and head

cc cylinder number

cchhr cylinder, head, record

char character

col column

cm command code, in hexadecimal
cpuid central processing unit identification
csw channel status word

date system date

devclass class of IBM device

devname mnemonic name for an IBM device type
devtype IBM device type

execname filename of an exec

exectype filetype of an exec

fileid fn ft [fm]

fm file mode

fn file name

ft file type

hexloc hexadecimal location

imagelib 3800 printer image library

libname library name

Irecl logical record length

membername library member name

mode mode letter, or mode letter and mode number
mmm module name code

n.. decimal information

nodeid node of a user

page page number

pathid virtual machine path identification
prefix prefix subcommand or macro

psw program status word

range range (of addresses or registers)
rdev real device address (formerly ‘raddr’ or ‘cuu’)
recfm record format
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Table 2 (Page 2 of 2). Selected Message Variables
Variable Meaning

rid resource identifier
routine CMS or GCS routine

rr record number

rstor real storage address
segname segment name

sense sense bytes

spoolid spool file identification
storarea storage area

subl.book a book of a sublibrary
svC supervisor call number
sysname system name

vdev virtual device address (formerly ‘vaddr’ or ‘cuu’)
vname virtual screen name

volid volume serial number
vstor virtual storage address
wname window name

X hexadecimal information
yyyy reason code (GCS abend)

Displaying Messages at the Terminal

When you log on to VM/SP at your terminal, the default setting for the display of
messages is TEXT. This means that only the text portion of the message appears
when the message is displayed. The message identifier is not displayed.

Since this book is organized by message numbers within component codes, it will be
difficult for you to find the explanations of messages if you search through the book
for the message text. Therefore, you should issue the CP command SET EMSG ON
after you log on. This command causes the message identifier to be displayed along
with the text.

Note: If you do not use the SET EMSG ON command, you can still determine the
message identifier by referring to “Message Text-to-Message Identifier
Cross-Reference” in System Messages Cross-Reference. This section has the
messages listed in alphabetical order by message text, along with the identifier.

In some cases, the text of a message is longer than a line on the display screen. The
message text may be divided in the middle of a word and continued on the next line.
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Displaying Messages in Other Languages

All messages are documented in this book in American English; however, most
messages are displayed at your terminal in the language set for your virtual machine.
If your virtual machine is set to another language (either by the SET LANGUAGE
command or the OPTION LANG directory statement), you will receive most
VM/SP messages in that language.

CP Problem Determination

CP error messages are divided into several categories according to the message
number (nnn of the identifier xxxmmmnnns). See Table 3 for a complete list of
message numbers and related functions.

Table 3. CP Error Message Numbers

Numbers

Related Function

Received By

001-349

CP commands and console functions

General Users

350-399

400-424

425-449

450-474

475-499

500-549

550-599

600-649

650-699

Nucleus loading

Paging

Spooling

Dispatching and service routines
Directory routine

Input/output error recovery
Input/output error recording
Machine check recovery

Reserved for IBM use only

Primary System
Operators

700-729

730-749

750-799

800-849

850-899

900-999

DDR (dump restore) service program
FMT (format) service program

DIR (directory) service program
Reserved for IBM use only

DMM (VMFDUMP) service routine

Checkpoint, warm start, dump initialization

System Support
Personnel
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General User Action
If in the normal use of CP commands error messages in the range of 001 to 349
persist, you should perform the following steps before contacting your system
representative for programming assistance.

1. Keep the terminal sheet that identifies the problem.

2. Attempt to reproduce the problem, making sure that the full error message
function is in effect by issuing the CP command:

SET EMSG ON

3. Obtain the virtual machine's current configuration by issuing the CP command:
QUERY VIRTUAL

4. Where appropriate, and depending upon conditions, obtain a virtual storage
dump by issuing the CP command:

VMDUMP 0-END
or
DUMP O-END

System Operator Action
System operators (classes A, B, C, and D) who observe problems with CP commands
should do the following:

1. Keep the console output sheet identifying the problem.

2. Attempt to reproduce the problem with full error message by issuing the CP
command:

SET EMSG ON

3. Obtain the real machine's configuration status by issuing the CP command:
QUERY ALL

4. Reissue the CP command that has been causing the errors. If the problem
recurs, force a CP abend dump by pressing the RESTART key (not RESET).
This technique automatically suppresses tracing while storage is being dumped.
When the system restarts, use the VMFDUMP command to format and print
the dump.

Caution: This will cause a system restart and all users must log on again. The
advantage of using this technique is that it provides you with a formatted dump.

If it is too disruptive to log off all users, you can obtain a dump using the CP
command DMCP, which allows all users to remain logged on. Such a dump
goes directly to the printer and is not formatted.

Note: You must weigh the advantages and disadvantages of both techniques.

5. If you use the DMCP command, first reissue the CP command causing the
problem. Then enter “alter/display” mode and display the following:

a. DP-PSW
b. D G - General registers
c. D C - Control registers

Next, use the class A CP command MONITOR STOP CPTRACE to turn off
tracing. Otherwise, the dump would show the dumping activity in the trace
table.
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Then obtain the dump by issuing:
DMCP 0-END

Last, turn tracing back on by issuing the CP command MONITOR START
CPTRACE.

Note: If you do not have privilege class A, you can stop tracing by issuing the
class C command STCP to store X‘0000’ at location X‘400°. Resume tracing by
storing X‘FFFF’ at location X*400°.

Refer to the VM/SP Library Guide and Master Index, GC19-6207, for unfamiliar
terms used in this publication.
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System Codes

Return Codes

Return Codes Produced by CMS

A return code of zero is passed to register 15 if no warning messages, error messages,
severe error messages, or terminal error messages are generated during execution of a
command.

If however, during execution of a command, a condition arises that results in the
display of a warning message, error message, severe error message, or terminal error
message, the command passes a nonzero return code to register 15.

Commands that invoke program products pass a nonzero return code to the user.
This return code has been redefined by the program product or compiler in
operation.

The following list does not contain all return codes. Other return codes are shown
in the descriptive text of the issuing message.

Code  Meaning

-0001 No CP command with this name was found. (The CP error code of +1 is
converted by CMS to -0001 for commands entered from the virtual console.)

-0002 An attempt was made to execute a CMS command while in CMS subset
mode, which would have caused the module to be loaded in the user area
(LOADMOD error code 32).

-0003 No CMS command issued from EXEC was found with this name, or an
invalid function occurred when the SET or QUERY command was issued
from EXEC with IMPCP active.

-0004 The LOADMOD failed (for example, there was an error in the module).

-0005 A LOADMOD was attempted in the wrong environment (for example, the
module was generated by the GENMOD command with the OS option, and
LOADMOD was attempted with DOS=ON specified).

-0006 An attempt was made to invoke a CMS function or macro from the
command line (or from a REXX exec via an ADDRESS CMS or
&PRESUME &SUBCOMMAND CMS).

4 The user did not specify all the conditions necessary to execute the command
as intended. Execution of the command continues, but the result may or
may not be as the user intended.

6 The command completed successfully, but the requested data was not found.
For example, the QUERY LOCK command returns this only when the
STACK or XEDIT options are specified and no locks are outstanding.

8 Device errors occurred for which a warning message is issued, or errors were
introduced into the output file.

12 Errors were found in the input file.

System Codes 9



20

24

28

31

32

36

38
40

41
44
55
64
68
70

74
76
80

81

82
83
84
88

There was an invalid character in the file ID. Valid characters are: 0-9, A-Z,
$, @, #, and a-z, +, -(hyphen), :(colon), _(underscore) or Window name of
“*” or “=" not allowed.

The user did not correctly specify the command line or
CMS virtual screen or window cannot be deleted.

An error occurred while the system tried to access or manipulate a user’s
files or Virtual screen, window or queue not defined. Also, file not found or
already exists, directory not found or already exists, or insufficient authority.

An error occurred while trying to access an SFS file, and a rollback occurred
on the default work unit ID.

The user's file was not in the expected format, or the user's file did not
contain the expected information, or an attempt was made to execute a
LOADMOD command while in CMS subset mode. This caused the module
to be loaded in the user area or Invalid position specified.

An error occurred in the user’s devices. For example, a disk or directory
was not accessed or was in read-only status, and needed to be in write status
in order to write out a file or Window not connected or displaying virtual
screen or No field to write data/color/exthi/PSset.

Invalid reentry into a module.

A functional error for which the user is responsible occurred during
execution of the command, or the user failed to supply all the necessary
conditions for executing the command or end of file, end of tape (where
applicable).

Insufficient storage was available for execution of the command.
Shared segment not available.

Communications error. This can be for IUCV, APPC/VM, etc.
Architecture conflict.

Conflicting AMODE/RMODE.

File sharing conflict. This includes locking conflicts and failures caused by
uncommitted changes.

Requested function not valid for minidisks.
Authorization error. The user doesn’t have the authority to do the request.

An I/O error occurred while an OS data set or DOS file was being read or
an OS or DOS disk was detached without being released.

The file is an OS read-password-protected data set or a DOS file with the
input security indicator on.

The OS data set or DOS file is not BPAM, BSAM, or QSAM.
The OS data set or DOS file has more than 16 user labels or data extents.
The OS data set is unsupported.

A CMS system restriction prevented execution of the command, or the
function requested is an unsupported feature, or the device requested is an
unsupported device or TTY device.
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99

100

104

256

2XXXX

A required system resource is not available or not installed. This could
mean that the CSL library is not installed, or perhaps the server is
unavailable for some reason.

Input/output device errors.

A functional error for which the system is responsible occurred during
execution of the command or insufficient storage.

All unexpected errors for which the system is responsible (Terminal Error)
occurred during execution of the command or request rejected by IUCV

HNDIUCV

Return Codes Produced by the Callable Services Library (CSL)
DMSCSL can also generate return codes when it encounters a problem, such as
parameters not matching what is in the template file. Return codes from DMSCSL
are also stored in the retcode parameter, but they are negative values. The following
list contains the return codes possible from CSL.

Code

-11

Meaning

Routine not loaded

Routine has been dropped
Insufficient virtual storage available
Too many parameters specified

Not enough parameters specified.

Return Codes Produced by the CMS Extract/Replace Facility
For return codes produced by the CMS Extract/Replace facility, refer to the VM/SP
Application Development Reference for CMS.

Return Codes Produced by the CP DIRECT Command
Return codes produced by the CP DIRECT command are listed in Table 4. xx is
the CMS routine return code.

Table 4. Return Codes Produced by the CP DIRECT Command

Code| Meaning

1 Invalid filename, or file not found

2 Error loading the directory

3 Invalid option from CMS

4 Directory not swapped; user not class A, B, or C

5 Directory not swapped; system (old) directory locked

6 Directory not swapped; the directory in use by the system is not the

directory that was updated

Ixx

Error in the CMS RDBUF routine (the error code explanation for xx can
be found under FSREAD in VM/SP Application Development Reference
for CMS)

2xX

Error in the CMS TYPLIN routine

System Codes 11



Sample Return Code from a CP Command
Figure 1 shows an example of the CP LINK command invoked from CMS mode.
Commands or functions of commands passed to CP, in turn, pass the return code
(via CP) to register 15.

ipl cms
VM/SP CMS - mm/dd/yy hh:mm

cp link to * vaddrl as vaddr2 r

Figure 1. Example of a CP LINK Command

The user has entered the CP LINK command to user ID *. The user's own
directory will be searched for device vaddrl. Vaddr2 is the virtual address assigned
to the device for this virtual machine. Read-only access is requested. No password is
required because the user has linked to one of his own disks.

The result will be one of the following:
Ready; a successful execution.

R(nnnnn); indicating an error (where ‘nnnnn’ is the return code).

Return codes can be used by system programmers in the DEBUG subcommand and
also in EXEC procedures. See the VM/SP CMS Command Refzrence for a
description of the &RETCODE special variable.

The returr codes associated with each command directly correspond to the message
numbers. For example, if you received a return code of 22 when executing the
LINK command, you could look at the description for message number 022:

DMKLNMO22E Virtual device address missing or invalid

Return Codes Produced by the CMS DDR Command

The CMS DDR command produces several return codes. These return codes along
with their meanings are listed in Table 5 on page 13. xx is the CMS routine return
code.
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Table 5. Return Codes Produced by the CMS DDR Command

Code

Meaning

1

Invalid file name or file not found

Error running the program

Flagged DASD track

2
3
4

Permanent tape or DASD I/O error

Ixx

Error in PRINTIO routine

2xx

Error in CONREAD routine

3xx

Error in RDBUF routine

dxx

Error in TYPLIN routine

20

Error in the decoding routine.

Return Codes Produced by IPCS

There are six return codes produced by IPCS. These return codes along with their
meanings are listed in Table 6.

Table 6. Return Codes Produced by IPCS

Code

Meaning

4

An incorrectly entered parameter.

8

System failure; a read/write error or an invalid internal parameter.

12

IPCS Processing Error.

100

CMS error reading file.

200

CMS error writing file.

500

CMS error writing to the printer.

System Codes
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CP Wait State Codes
001

Explanation: The machine check handler has encountered an unrecoverable failure.
Probable hardware error. Issued by module DMKMCH and DMKMCT.

Note: This wait state is also loaded if a malfunction alert occurred on the main
processor.

Operator Response: Run CPEREP or the System Environment Record Edit and
Print (SEREP) program, depending on your processor support, before restarting the
system. To restart, clear storage and IPL the system, specifying CKPT start. If the
problem persists, contact your system support personnel. Do not use the SEREP
program on 3081 and 4341 processors as you will get invalid results.

002

Explanation: The channel check handler has encountered an unrecoverable failure.
Probable hardware error. Issued by module DMKCCH.

Operator Response: Run CPEREP or the System Environment Record Edit and
Print (SEREP) program, depending on your processor support, before restarting the
system. To restart, clear storage and IPL the system, specifying CKPT start. If the
problem persists, contact your system support personnel. Do not use the SEREP
program on 3081 and 4341 processors as you will get invalid results.

003

Explanation: A system failure occurred during dump processing or restart
processing. Issued by module DMKDMP upon detecting one of the following
conditions:

1. No printers defined in the system (DMKRIO) and dump trying to go to printer.
2. All printers are offline and dump was trying to go to printer.

3. Unable to restart system - fatal I/O error condition on IPL device.

4. Fatal I/O error condition on dump device (tape or printer).

5. Abend was on non-IPL processor but system not genned for AP/MP.

The specific failing condition can be found by looking at register 14 at the time of
the wait. This register is a BAL register within DMKDMP and is used when
entering the wait state.

Operator Response: Reload (via IPL) the system. If the error persists, check to see
if error message DMK908I appeared. If this message did appear, it displays an
abend code; look up this abend code in Figure 11 on page 82 and then follow the
instructions in the ‘Action’ column. If message DMK908I did not appear, you can
get the abend code by looking in the CPABEND field of absolute page 0, location
X‘374’; once you find the abend code, look it up in Figure 11 on page 82 and then
follow the instructions in the ‘Action’ column.

004

Explanation: A console or an output device is not operational, or a console or
output device has produced an inexplicable error status. Probable hardware error.
Issued by module DMKDMP.

Operator Response: Reload (via IPL) the system. To restart, clear storage and IPL
the system, specifying CKPT start. If the problem persists, contact your system
support personnel.
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005

Explanation: During CP initialization, no operational primary or alternate console
could be located, or a terminal error occurred while writing to the console, or a
sense operation failed attempting to obtain sense data for either a primary or any
alternate consoles. Possible hardware error. This wait state may also occur if the
primary and alternate console addresses are defined incorrectly during system
generation in DMKRIO, or if there is a discrepancy in the CONMODE and
DMKRIO console definitions when running second level. Issued by DMKCPJ,
DMKOPE, and DMKTOD.

Operator Response: Verify that the console addresses are correctly defined in
DMKRIO. Reload the system via IPL. If the problem persists, contact your system
support personnel.

006

Explanation: This is a normal wait when a system shutdown is completed. Issued
by module DMKCP]J.

Operator Response: Follow normal operating procedures.

007

Explanation: A program check, a machine check, a permanent I/O error, invalid
warm start data, an invalid warm start cylinder, or a full warm start cylinder was
encountered by the checkpoint program. Issued by module DMKCKP.

Operator Response: For message DMKCKP901W, run CPEREP or SEREP,
depending on your processor support, to document the machine check, then contact
your system support personnel. For message DMKCKH902W, which indicates an
unrecoverable I/O error, move the SYSRES volume if possible and try to checkpoint
the system. For message DMKCKP910W, if more than one SYSRES volume is
mounted, check to see that the correct volume is loaded (via IPL) and try a
checkpoint operation. If the operation fails again use the following procedure. This
procedure is to be used for all other DMKCKP messages as well.

1. Dump the first 55,296 (hexadecimal D800) storage locations.

2. Dump the warm start cylinders.

3. Contact program support personnel.

4. To restart, clear storage and initialize the system, specifying CKPT start.

The following storage locations contain information related to wait state 007 for the
non-V =R user.

Hexadecimal

Location Contents

10 Sense data up to 24 bytes

40 Channel status word (8 bytes)

48 Channel address word (4 bytes)

FF8 Length of error message (4 bytes)

FFC Pointer to error message (4 bytes)

1016 Cylinder address of the first nucleus cylinder (2 bytes) (CKD only)
1018 Cylinder address of the last nucleus cylinder (2 bytes) (CKD only)
1000-6FFF Checkpoint program

7000-D800 Checkpoint work area
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If the SYSRES device is FB-512 (RDEVTYPC =CLASFBA), the contents of the
following hexadecimal locations are changed:

1016 Block address of the first page of the CP nucleus (4 bytes)
1022 Block address of the last page of the CP nucleus (4 bytes)

An error message preceding the wait state may or may not be displayed, depending
upon the status of the console. If the error message is not displayed, location X‘FF8’
- X‘FFB’ contains the message length and location X‘FFC’ - X‘FFF’ contains the
message address.

008

Explanation: Checkpoint and system shutdown are complete or system recovery has
failed. Issued by module DMKCKP.

Operator Response: If messages preceded the wait, follow normal operating
procedures prescribed by your installation after shutdown. If messages did not
precede the wait, either:

1. The console printer was unavailable for some reason. Before initializing a new
system, make sure the console printer has been made operational, or

2. The system is running from the alternate console. Messages DMKCKH910W,
DMKCKH911W, DMKCKP960I, and DMKCKP961W do not appear on the
alternate console. Follow normal operating procedures prescribed by your
installation after shutdown.

009

Explanation: An error condition occurred which prevents a warm start. Issued by
module DMKWRM or DMKCPJ.

Operator Response: If the message is DMKWRM904W or DMKWRM921W,
immediately retry warm start system initialization. If the error message recurs, move
the VM/SP SYSRES pack to another location and try a warm start again. If
message DMKWRM903W, DMKWRM912W or DMKCPJI912W is encountered,
ensure that all system volumes (Warm start, Checkpoint, and Error- recording
volumes), are correctly mounted with no duplicate labels, and then attempt a warm
start.

If warm start errors persist, force a system dump to the printer by pressing the
system console RESTART key, and save the results for the installation support
personnel.

If the message is DMKWRMO920W, restart the system using CKPT start. Otherwise,
use a FORCE or COLD start.

00A

Explanation: A machine check occurred while DMKSAYV was attempting to save or
restore a page image copy of the nucleus on a SYSRES device. Probable hardware
error. Issued by module DMKSAV.

Operator Response: Run CPEREP or the System Environment Record Edit and
Print (SEREP) program, depending on your processor support, before reloading. If
the problem persists, contact your system support personnel. Do not use the SEREP
program on 3081 and 4341 processors as you will get invalid results.
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00B

Explanation: A machine check error occurred during system initialization. Probable
hardware error.

Operator Response: Run CPEREP or the System Environment Record Edit and
Print (SEREP) program depending on your processor support, before performing
another IPL. If the problem persists, contact your system support personnel. Do
not use the SEREP program on 3081 and 4341 processors as you will get invalid
results.

00C

Explanation: An IPL was performed on a system volume that had never had a
nucleus written on it.

Operator Response: Follow normal operating procedure.

00D

Explanation: The generated system is larger than the real machine size, or else a
hardware malfunction has occurred which inhibits the system from using the
necessary storage. Issued by modules DMKSEG and DMKOPE.

Operator Response: Take a standalone dump and notify the system programmer.

COE

Explanation: An error condition prevents a CKPT start. Issued by module
DMKCKS.

Operator Response: If message DMKCKS915E is issued, try CKPT start again. If
the error persists, move the VM/SP SYSRES pack to another DASD and try again.
If message DMKCKS916E is issued, reload (via IPL) the system, using the FORCE
option of the START command. If message DMKCKS903E or DMK.CKS912E is
issued, ensure that all system volumes (no duplicate labels) are correctly mounted,
and then attempt a CKPT start. If message DMKCKS917E is issued, reload (via
IPL) the system via a COLD start.

00F

Explanation: Hardware errors are being received on the system paging device(s).
Issued by module DMKPAG.

Operator Response: This wait state is preceded by message
DMKPAGA15E CONTINUOUS PAGING ERRORS FROM DASD xxx

If there are multiple paging devices on the system, disable the device causing the
error condition and reload (via IPL) the system. Or, move the paging volume pack
to another physical device. This error condition results if the system paging volume
has not been formatted correctly.

010

Explanation: A recoverable error occurred during a system nucleus save operation.
Issued by module DMKSAYV.

Operator Response: This wait state is preceded by either the message
DMKSAV3S50W or DMKSAV351W. Correct the problem stated in the message and
present an external interrupt to initiate a retry.
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011
Explanation: An unrecoverable I/O error occurred. Issued by module DMKSAV.

Operator Response: This wait state is normally preceded by message
DMKSAV352W, DMKSAV353W or DMKSAV354W, and it can occur while
attempting to read or write the nucleus. Correct the problem and save or restore the
nucleus again.

012

Explanation: This is a normal wait state on completion of a nucleus load. Issued by
module DMKSAV.

Operator Response: Follow normal operating procedure.

013

Explanation: The machine check handler encountered an unrecoverable error on the
attached processor. Probable hardware error. Issued by module DMKMCT.

Notes:

1. This wait state is also loaded if a malfunction alert occurred on the attached
processor and CP was in control.

2. This wait state is also issued by DMKAPI during Attached Processor
initialization: either because of a malfunction alert or unrecoverable machine
check on the attached (being varied on) processor.

Operator Response: Run CPEREP or the System Environment Record Edit and
Print (SEREP) program, depending on your processor support, before restarting the
system. If the problem persists, contact your system support personnel. Do not use
the SEREP program on 3081 and 4341 processors as you will get invalid results.

To restart, clear storage and IPL the system, specifying CKPT start.

Note: VM/SP cannot checkpoint and warm start after a machine check error on
System/370 Models 165 and 168. The inability to warm start is caused by running
the 165 or 168 SEREP program.

014

Explanation: A failing storage frame was encountered during a CP system save or
check point operation. Issued by DMKSAYV and DMKCKP.

Operator Response: Run CPEREP or the System Environment Record Edit and
Print (SEREP) program, depending on your processor support, before restarting the
system. To restart the system, clear storage and initialize (via IPL) the VM/SP
system, specifying CKPT start. If the problem persists, contact your system support
personnel.

015

Explanation: A SIGP issued to the attached processor during system initialization
by DMKCPI or DMKAPI was unsuccessful. The following information is made
available:

¢ RO = SIGP order code

¢ RI SIGP status information when the SIGP condition code is 1

* R2

Il

Processor address that was signalled
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Note: The wait state PSW will contain the condition code returned from the SIGP.
The PSW is in the BC format. Refer to the IBM System/370 Principles of Operation
for a functional description of the SIGP instruction.

Operator Response: If hardware errors are present. run CPEREP or the System
Environment Record Edit and Print (SEREP) program, depending on your
processor, before retrying. If the status information indicates an operator
intervention, clear the condition on the attached processor and reinitialize CP. If the
status indicator of the required microprogram is not loaded. load the microprogram
and reinitialize CP. If the problem persists, contact your system support personnel.
Do not use the SEREP program on 3081 and 4341 processors as you will get invalid
results.

016

Explanation: (1) The CP initialization module (DMKCPI) could not connect the
channel set to the main processor or the IPL device is not accessible through any
available channel set. Probable hardware error. Issued by DMKCPI. (2) A
hardware error occurred on the I/O processor or the I/O processor was being varied
offline. An attempt to disconnect, then connect the channel set to the attached
processor failed. Probable hardware error. Issued by DMKCPU.

Operator Response: Run CPEREP or the System Environment Record Edit and
Print (SEREP) program, depending on your processor support, before restarting the
system. If the problem persists, contact your system support personnel.

To restart, clear storage and initialize the VM/SP system, specifying checkpoint start.

017

Explanation: An I/O error or any other type of program check occurred while
attempting to read page 2 of the DMKCKP module from the system residence
volume during an IPL or restart.

Operator Response: Correct the I/O error and re-IPL.

018

Explanation: Invalid TOD clock. The clock must be set before an IPL can be
completed. Issued by module DMKCPIL.

Operator Response: Manually do a clock set; if that fails, call IBM for hardware
assistance.

019

Explanation: (1) This processor is being terminated, and its new PSWs have been
set up by the processor termination routine to load disabled wait PSWs with code
X'019'. This processor then took an interruption. (2) The processor termination
routine was entered on this processor while processor termination was in process for
this processor (issued by DMKMCT). (3) Processor termination was in process for
the other processor, but the other processor continued to run and obtained a system
lock (issued by DMKCPP and DMKMCT.)

Operator Response: Usually caused by bad status received during a SIGP, which
initiates processor termination actions. The bad status may have been caused by
hitting the STOP button on one processor in the configuration. If STOP is to be hit,
both processors in the configuration must be STOPed. If neither processor has been
manually stopped, there is probably an hardware error associated with the SIGP
function.
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01B

Explanation: A wrong or inconsistent allocation extent was found on during IPL.
Issued by DMKCPI.

Operator Response: Use IPL FMT program to check the allocation extent map (use
END statement only to display current status). In case of error, correct it and IPL
the system again.

Note: The problem can occur even when the allocation extent map looks correct, if
the system residence volume was restored or copied from a different sized FB-512
device (for example, from 3370 to 3310). Running IPL FMT's allocation function
with END as the sole entry will fix this.

01C

Explanation: The device type code generated in the RDEVICE macro of DMKRIO
does not match the actual code obtained from the RDC data during IPL of the
SYSRES device.

Operator Response: Correct the DEVTYPE operand in the RDEVICE macro of
DMKRIO so that it matches the actual device type. Then rebuild the CP nucleus
and re-IPL.

01F

Explanation: This wait state is preceded by message DMKSAV972E. The CP
nucleus you are trying to install is too big and cannot fit into its designated area. As
a result, the SYSNUC area of the target disk is not updated. This problem could
happen, for example, when service is added to the system, causing the nucleus to
grow beyond the defined storage area. Issued by module DMKSAV.

Operator Response: Notify the system programmer and indicate the number of
PAGES or CYLINDERS (from DMKSAV972E) that would be required for this
nucleus.

027

Explanation: An unrecoverable I/O error occurred or system input is incorrect.
Issued by module DMKSSP.

Operator Response: Correct the input/output error or the system input, and reload
(via IPL) the starter system.

028

Explanation: An unrecoverable I/O error has occurred while trying to write the
warm start data area. Issued by module DMKOPE.

Operator Response: Clear the first record of warm start data and re-IPL the system
to attempt a CKPT (checkpoint), FORCE, or COLD start.
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Loader Wait State Codes

The loader (DMKLDOOE) is a service program that loads a CP or CMS nucleus and
produces a load map. The loader loads the object modules (TEXT files) supplied
with it, resolves CCW addresses, and resolves address constants.

If the loader is terminated, one of the wait codes shown in Table 7 is indicated in
the instruction counter.

Table 7. Wait Codes Upon Loader Termination

Code Meaning

Xir A program check occurred. When loading a nucleus with a
V=R area, the user area must include: loader + nucleus
that is being loaded + the V=R area = total storage
requirement. The area must be larger than this total to use
the loader. (Refer to the VM/SP Planning Guide and
Reference.)

X‘222222 A unit check occurred while the bootstrap routine was
reading in the loader.

X‘999999° An SVC was issued.

X'AAAAAA’ A failing storage frame was entered during loading of the

CP nucleus. This is a hardware error. If the problem
persists, contact your system support personnel.

X‘BBBBBB’ A machine check occurred.
X‘Cccceee An I/O error occurred on the card reader.
X‘FFFFFF’ An I/O error occurred for the console (X‘00° contains the

message UNRECOVERABLE ERROR), or the control
card for changing the default I/O addresses for the printer

or terminal is invalid (X‘00’ contains the message BAD
DEVICE CARD or INVALID DEVICE SPECIFIED).

If the instruction counter contains X‘999999’, indicating an SVC wait state, examine
the interruption code (the third and fourth bytes of the supervisor old PSW). The
interruption codes (shown in hexadecimal below) indicate the error condition.

64

Explanation: An error occurred during conversion of a value from hexadecimal to
binary format. This can be caused by invalid input in one of the loader statements,
or by an error in the loader.

Operator Response: Validate the copy of the loader you are currently using against
the copy on the original distribution tape. If the current copy is no longer valid,
replace it. If the input in the statements is invalid, correct it. If the problem persists,
contact your system support personnel.
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65
Explanation: There is no more free storage available for the loader.

Operator Response: Define a larger storage size for the virtual machine and
reexecute the loader.

66

Explanation: A duplicate type 1 ESD (External Symbol Dictionary) entry has been
encountered. The loader cannot resolve this reference. This may be the result of a
duplicate text deck in the input stream, or of having the same label in two different
text decks in the same input stream.

Operator Response: Close the printer to get the load map printed. Look at the load
map to see which text deck and which entry are causing the problem. If you can
correct the problem, do so; otherwise, contact your system support personnel.

67
Explanation: The “name” in the LDT (Loader Terminate) statement is undefined.

Operator Response: Verify that the name in the LDT statement is correct; if it is,
make sure that it is defined as an entry point in the program to be loaded.

68

Explanation: The control section named in the ICS (Include Control Section)
statement was not found by end of file.

Operator Response: Verify that the control section name in the ICS statement is
correct; if it is, make sure that the control section is defined in the program to be
loaded.

69

Explanation: The loader attempted to add another entry to the reference table,
which would have caused the table to overflow. Since the reference table supplied by
VM/SP is large enough to allow the CP nucleus to be generated, it must be assumed
that the inclusion of local additions to the CP nucleus have caused the excessive
references to be generated.

Operator Response: Increase the size of the reference table by changing the
MAXREEF equate field in the source code for the loader program, reassembling it,
and then reexecuting the loader. Once the size of the reference table has been
increased, error code 6A may occur. In that case, define a larger storage size for the
virtual machine. If the problem persists, contact your system support personnel.

6A
Explanation: The object modules being loaded are about to overlay the loader.

Operator Response: Define a larger storage size for the virtual machine. To see
which module was about to overlay the loader, close the printer to get the load map
printed. The last line of the load map indicates the last module that was loaded.
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6B

Explanation: The objeét modules being loaded are about to overlay an address
between 0 and 100 (hexadecimal). This state can result if an SLC card changed the
address at which loading was to start.

Attempting to load an incorrectly-assembled text deck can also cause this wait state
to occur.

Operator Response: Check the SLC card to make sure it does not specify an address
between 0 and 100 (hex). If you must place data at an address in that range, do not
do so with the loader; instead use a program containing a Move Character
instruction after the loaded system has started execution. The loaded program is
responsible for initializing that part of storage.

If the wait state results from an attempt to load an incorrectly-assembled text deck,
the load map will indicate this. The last deck in the load map will be flagged with
an error message.

6D

Explanation;: The loader is trying to release storage that is not on a doubleword
boundary. This is an internal loader error.

Operator Response: Reexecute the copy of the loader that is in your reader. If the
problem persists, regenerate the system to be loaded and try to execute it again. If
the problem still persists, the current copy of the loader itself may be damaged:
replace it with the loader on the distribution tape. If the problem still persists,
contact your system support personnel.

The 3CARD LOADER is a service program used for the following stand-alone
utilities:

¢« DDR DASD Dump Restore

e DSF Device Support Facility (Initializing DASD)
¢ DIR Directory

¢ FMT Format (CP Format)

If the loader is terminated, the wait state code shown in Table 8 is indicated in the
instruction counter.

Table 8. 3CARD LOADER Wait Codes Upon Loader Termination

Code Meaning

X123 A unit check occurred while the 3CARD LOADER was
loading one of the stand-alone utilities. This is a hardware
error. If the problem persists, have hardware support
personnel check the device.
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Stand-Alone Dump Facility Wait State Codes

Communications from the stand-alone dump facility to the user is done through wait
state codes in the PSW. If the system enters the wait state while generating or
executing the stand-alone dump program, the user can display the current PSW to
determine if the dump was successful or to determine the cause of the error.

One set of wait states is used during generation of a stand-alone dump program.
Another set of wait states is used during execution of the stand-alone dump
program. Intervention required results in an enabled wait state.
The following information may also be of value when error conditions are detected:
¢ The Channel Status Word is at location X‘40’
e The [/O address is at location X‘BA’
* 32 bytes of sense data are at location X‘2E(Q’

* The starting and ending addresses of the CP Trace Table are stored in the PSA
at X‘7B0’ and X‘7B4’, respectively, in addition to the low storage locations.

Stand-Alone Dump Program Generation Wait State Codes
912

Explanation: The stand-alone dump facility has been successfully placed on the IPL
device.

User Response: None.

991

Explanation: An error occurred while reading from the DASD. Register 15 should
contain the DIAGNOSE X‘20’ reason code for the failure.

User Response: Display general register 15, which indicates what the error condition
is, then take the appropriate action to correct the problem and retry the Stand-Alone
Dump Utility.

992

Explanation;: The name of the volume owner in the volume label on record 3 is not
CP370. This indicates that the volume is not CP formatted.

User Response: CP format at least cylinder 0 and allocate it as permanent space.

993

Explanation: The DASD is not a CP formatted volume with cylinder 0 allocated as
permanent space.

User Response: Allocate cylinder 0 as permanent space.
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994

Explanation: The DASD device type specified at the time the Stand-Alone Dump
Configuration deck was generated does not match the DASD device at the address
given as the IPL device.

User Response: Fither obtain the DASD device type specified at the time the
Stand-Alone Dump was configured, or rebuild the Stand-Alone Dump Configuration
deck to match the current DASD device type.

995

Explanation: The tape device type specified at the time the Stand-Alone Dump
Configuration deck was generated does not match the device at the address given as
the IPL device.

User Response: Either obtain the tape device type specified at the time the
Stand-Alone Dump was configured, or rebuild the Stand-Alone Dump Configuration
deck to match the current tape device type.

996

Explanation: The device class specified at the time the Stand-Alone Dump
Configuration deck was created does not match the device class at the address given
as the IPL device.

User Response: Either obtain the proper device of the class specified at generation
time, or rebuild the Stand-Alone Dump Configuration deck to match the current
device class.

997

Explanation: There is no device corresponding to the IPL device address specified in
the SAD MACRO.

User Response: You must obtain a device at the address specified at generation time
or build a new Stand-Alone Dump Configuration deck to match the existing devices.
999

Explanation: An error occurred while writing the stand-alone dump facility onto the
IPL device. Register 15 should contain the DIAGNOSE X‘20’ reason code for the
failure.

User Response: Display general register 15, which indicates what the error condition
is, then take the appropriate action to correct the problem and retry the Stand-Alone
Dump Utility.

Stand-Alone Dump Program Execution Wait State Codes
905

Explanation: A program check occurred during stand-alone dump program
execution.

User Response: This action should be the same as for a PRG00! abend. Examine
the Program Check Old PSW to determine where the problem occurred.

System Codes 25



906

Explanation: A machine check occurred during stand-alone dump program
execution.

User Response: A possible hardware problem exists. You can RESTART the
Stand-Alone Dump Facility.

909

Explanation: Intervention required on the dump output device.

User Response: Correct the intervention required condition and the Stand-Alone
Dump will continue.

912

Explanation: Successful completion.

User Response: None.

913
Explanation: An operational dump device is not available.

User Response: Make one of the devices specified in the dump device list, created at
Stand-Alone Dump Configuration time, ready. Then RESTART the Stand-Alone
Dump Facility.

Note: Do NOT re-IPL the Stand-Alone Dump Facility, this will cause the dump to
dump itself.
914

Explanation: An error occurred while reading the pre-dumped pages from the IPL
device.

User Response: If there is something obviously wrong with the IPL device, for
example dropped power, correct the problem and RESTART the Stand-Alone
Dump Facility.

Note: Do NOT re-IPL the Stand-Alone Dump Facility.

915
Explanation: The dump output device is neither tape nor printer.

User Response: The Stand-Alone Dump Configuration deck indicates that the dump
output device is neither a tape nor printer. Reconfigure the Stand-Alone Dump
Facility.

916

Explanation: An unrecoverable I/O error occurred on tape.

User Response: Mount another tape to be used as the dump output device and
RESTART the Stand-Alone Dump Facility.

If the error occurs on the IPL tape, do not remove it; READY another tape at one
of the addresses specified in the dump device address list and RESTART the
Stand-Alone Dump Facility.

Note: Do NOT re-IPL the Stand-Alone Dump Facility.
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Normal Waits

917
Explanation: An unrecoverable I/O error occurred while writing a record to tape.

User Response: If the error occurs on the IPL tape, do NOT remove it; READY
another tape at one of the addresses specified in the dump device address list and
RESTART the Stand-Alone Dump Facility.

If the error occurs on a tape device other than the one holding the IPL tape, replace
the output tape with another dump output tape and RESTART the Stand-Alone
Dump Facility.

Note: Do NOT re-IPL the Stand-Alone Dump Facility.

918
Explanation: An unrecoverable I/O error occurred while printing.

User Response: READY another printer specified in the the dump out list and
make the printer causing the error not-READY. Then RESTART the Stand-Alone
Dump Facility.

Note: Do NOT re-IPL the Stand-Alone Dump Facility.

1909
Explanation: File Protect/Intervention required on the dump output tape.

User Response: Place a write-ring in the dump output tape and ready it.

These are normal waits for I/O to complete and are for informational purposes only.
No action is required from the user.

920
Explanation: SIO resulted in condition code 0.

User Response: None

921

Explanation: SIO resulted in a condition code 1 with BUSY and Status Modifier
posted.

User Response: None

922
Explanation: SIO resulted in a condition code 1 with BUSY posted.

User Response: None

923
Explanation: SIO resulted in a condition code 2.

User Response: None
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924 ;
Explanation: An unsolicited Channel Available Interrupt was received.

User Response: None

Note: Additional wait-state messages with numbers over 999 are documented in the
IBM SYSTEM/[370 Principles of Operation, number GA22-7000-10.
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SFS Reason Codes

SFS Reason Codes

This section lists SFS reason codes in numerical order. For reason codes that might
be issued by any SFS callable services library (CSL) routine, “Common Reason
Code” is shown in the “CSL Routine” column. If the reason code is returned only
by a subset of the CSL routines, the CSL routine name is listed.

Although the reason codes are listed by CSL routine, they may also be returned in
various system messages. In this case, any of the meanings for a particular reason
code could apply. Note that a particular reason code has the same general meaning
no matter which CSL routine or message returns it.

Table 9 (Page 1 of 52). SFS Reason Codes

Reason | Severity CSL Routine Description
Code
02000 ERROR Common Reason Your attempt to use an object in a file pool
Code conflicted with an explicit lock held on that object
or another object. Usually, this means you
attempted to open a file for write that another
user already has open for write.
02050 WARNING DMSDELOC - The specified lock is not held.
SFS Delete Lock
02050 WARNING DMSENAFS - The specified lock is not held.
SFS Enable File
Space
02050 WARNING DMSENASG - The specified lock is not held.
SFS Enable
Storage Group
02080 WARNING DMSCRLOC - You already hold the requested lock.
SFS Create Lock
02080 WARNING DMSDISFS - You already hold the requested lock.
SFS Disable File
Space
02080 WARNING DMSDISSG - You already hold the requested lock.
SFS Disable
Storage Group
02100 ERROR Common Reason You attempted to acquire an explicit lock, the lock
Code request failed, and a deadlock condition was
detected.
02102 ERROR Common Reason File pool has encountered a deadlock. System
Code tried to get a lock that was already held.
02200 ERROR Common Reason You attempted to acquire an implicit lock, and the
Code lock request failed because the requested lock
conflicts with an implicit lock held by another
user. Usually, this means that you attempted to
open a file for write that is already open for write.
02400 ERROR DMSCRLOC - You already hold a SHARE lock on the object

SFS Create Lock

and you have requested an UPDATE or
EXCLUSIVE lock.
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SFS Reason Codes

Table 9 (Page 2 of 52). SFS Reason Codes

Reason | Severity CSL Routine Description
Code
02400 ERROR DMSDISFS - You already hold a SHARE lock on the file space
SFS Disable File and you have requested an EXCLUSIVE lock.
Space
02400 ERROR DMSDISSG - You already hold a SHARE lock on the storage
SFS Disable group and you have requested an EXCLUSIVE
Storage Group lock.
02500 ERROR DMSCRLOC - You already hold an UPDATE lock on the object
SFS Create Lock and you have requested a SHARE or
EXCLUSIVE lock.
02600 ERROR DMSCRLOC - You already hold an EXCLUSIVE lock on the
SFS Create Lock object and have requested a SHARE or UPDATE
lock.
02600 ERROR DMSDISFS - You already hold an EXCLUSIVE lock on the file
SFS Disable File space and you have requested a SHARE lock.
Space
02600 ERROR DMSDISSG - You already hold an EXCLUSIVE lock on the
SFS Disable storage group and you have requested a SHARE
o Storage Group lock.
02700 ERROR DMSCRLOC - Another user holds a SHARE lock on the object
SFS Create Lock and you have requested an UPDATE or
EXCLUSIVE lock.
02700 ERROR DMSDISFS - Another user holds a SHARE lock on the file
SFS Disable File space and you have requested an EXCLUSIVE
Space lock.
02700 ERROR DMSDISSG - Another user holds a SHARE lock on the storage
SFS Disable group you have requested an EXCLUSIVE lock.
Storage Group
02800 ERROR DMSCRLOC - Another user holds an UPDATE lock on the
SFS Create Lock object.
02900 ERROR DMSCRLOC - Another user holds an EXCLUSIVE lock on the
SFS Create Lock object.
02900 ERROR DMSDISFS - Another user holds an EXCLUSIVE lock on the
SFS Disable File file space.
Space
02900 ERROR DMSDISSG - Another user holds an EXCLUSIVE lock on the
SFS Disable storage group.
Storage Group
03000 ERROR DMSDEUSR - Another user has a directory or file locked.
SFS Delete User
03100 - | ERROR DMSERASE - The specified file or directory, or a file in the
SFS Erase specified directory is explicitly locked by the

requestor.
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10000 ERROR DMSCLBLK - System error. Attempt to write a block but the file
SFS Close Blocks is not open for NEW, WRITE, or REPLACE.
10000 ERROR DMSCLOSE - System error. Attempt to write a block but the file
SFS Close is not open for NEW, WRITE, or REPLACE.
10000 ERROR DMSRDBLK - System error. File is not open.
SFS Read Blocks
10000 ERROR DMSREAD - System error. File is not open.
SFS Read
10000 ERROR DMSWRBLK - File is not open with intent NEW, WRITE, or
SFS Write Blocks REPLACE.
10000 ERROR DMSWRITE - File is not open with intent NEW, WRITE, or
SFS Write REPLACE.
10050 WARNING DMSCLBLK - No write was done for a new file created as a
SFS Close Blocks result of OPEN NEW or OPEN WRITE. Upon
closing, the file no longer exists.
10050 WARNING DMSCLOSE - No write was done for a new file created as a
SFS Close result of OPEN NEW or OPEN WRITE. Upon
closing, the file no longer exists.
10070 WARNING DMSCLBLK - Open intent was REPLACE, but no write was
SFS Close Blocks issued. Original file is kept.
10070 WARNING DMSCLOSE - Open intent was REPLACE, but no write was
SFS Close issued. Original file is kept.
10100 ERROR DMSCLBILK - System error. Conflicting file attributes. Number
SFS Close Blocks of blocks does not match MAXBLOCK or not all
blocks have been written.
10100 ERROR DMSCLOSE - System error. Conflicting file attributes. Number
SFS Close of blocks does not match MAXBLOCK or not all
blocks have been written.
10100 ERROR DMSWRBLK - System error. Conflicting file attributes. Number
SFS Write Blocks of blocks does not match MAXBLOCK or not all
blocks have been written.
20000 ERROR DMSCLBLK - Duplicate object found in a file pool catalog. This
SFS Close Blocks can happen if you have created a file pool object
within the current unit of work, and another user
created an object of the same name and committed
the update before you. Applicable only when
COMMIT parameter is specified.
20000 ERROR DMSCLCAT - Duplicate object found in a file pool catalog. This
SFS Close can happen if you have created a file pool object
Catalog within the current unit of work, and another user

created an object of the same name and committed
the update before you.
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20000 ERROR DMSCLDIR - Duplicate object found in a file pool catalog. This
SFS Close can happen if you have created a file pool object
Directory within the current unit of work, and another user
created an object of the same name and committed
the update before you. Applicable only if the
COMMIT parameter was specified.
20000 ERROR DMSCLOSE - Duplicate object found in a file pool catalog. This
SFS Close can happen if you have created a file pool object
within the current unit of work, and another user
created an object of the same name and committed
the update before you. Applicable only when
COMMIT option is specified.
20000 ERROR DMSCOMM - Duplicate object found in a file pool catalog. This
SFS Commit can happen if you have created a file pool object
within the current unit of work, and another user
created an object of the same name and committed
the update before you.
20000 ERROR DMSCRALI - Alias name already exists as a base file or an alias
SFS Create Alias in the same directory.
20000 ERROR DMSCRDIR - Directory with the same name already exists.
SFS Create
Directory
20000 ERROR DMSENUSR - A specified user ID is already enrolled.
SFS Enroll User
20000 ERROR DMSERASE - Duplicate object found in a file pool catalog. This
SFS Erase can happen if you have created a file pool object
within the current unit of work, and another user
created an object of the same name and committed
the update before you. Applicable only if the
COMMIT option was specified.
20000 ERROR DMSEXIDI - Duplicate object found in a file pool catalog. This
SFS Exist - can happen if you have created a file pool object
Directory within the current unit of work, and another user
created an object with the same name and
committed the update before you. Applicable only
if the COMMIT option was specified.
20000 ERROR DMSEXIFI - Duplicate object found in a file pool catalog. This
SFS Ecxist - File can happen if you have created a file pool object
within the current unit of work, and another user
created an object of the same name and committed
the update before you. Applicable only if the
COMMIT option was specified.
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20000 ERROR DMSEXIST - Duplicate object found in a file pool catalog. This
SFS Exist can happen if you have created a file pool object :
within the current unit of work, and another user
created an object of the same name and committed
the update before you. Applicable only if the
COMMIT option was specified.
20000 ERROR DMSFILEC - The target file already exists and REPLACE was
SFS Filecopy not specified. ‘
20000 ERROR DMSGRANT - Duplicate object found in a file pool catalog. This
SFS Grant can happen if you have created a file pool object
Authority within the current unit of work, and another user
created an object of the same name and committed
the update before you. Applicable only if the -
COMMIT parameter was specified.
20000 ERROR DMSOPBILK - Intent was NEW, but the file already exists.
SFS Open Blocks
20000 ERROR DMSOPEN - Intent was NEW, but the file already exists.
SFS Open
20000 ERROR DMSRELOC - The directory to be relocated already exists in the
SFS Relocate target directory.
20000 ERROR DMSRENAM - The specified ‘new’ directory name already exists
SFS Rename in the specified file pool.
20000 ERROR DMSREVOK - Duplicate object found in a file pool catalog. This
SFS Revoke can happen if you have created a file pool object
Authority within the current unit of work, and another user
created an object of the same name and committed
the update before you. Applicable only if the
COMMIT parameter was specified.
20010 ERROR DMSRELOC - The file to be relocated already exists in the target
SFS Relocate directory.
20010 ERROR DMSRENAM - The file IDs are identical. The source file or
SFS Rename directory name is the same as the target.
30000 ERROR DMSDELOC - You do not have administrator authority and the
SFS Delete Lock request was to delete a lock held by another user.
30000 ERROR DMSDEUSR - You do not have administrator authority.
SFS Delete User
30000 ERROR DMSDISSG - You do not have administrator authority.
SFS Disable
Storage Group
30000 ERROR DMSENAFS - You are not a file pool administrator, and the

SFS Enable File
Space

request is to enable a file space that was disabled
by another user.
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30000 ERROR DMSENASG - You are not a file pool administrator, and the
SFS Enable request is to enable a storage group that was
Storage Group disabled by another user.
30000 ERROR DMSENUSR - You do not have administrator authority.
SFS Enroll User
30000 ERROR DMSOPCAT - You do not have administrator authority.
SFS Open
Catalog
30000 ERROR DMSQLIMA - You do not have administrator authority.
SFS Query Limits
30000 ERROR DMSQLIMU - You do not have administrator authority.
SFS Query Limits | Administrator authority is required when the
- Single User request is for another user or for “ALL” users.
30000 ERROR DMSRELBK - You do not have administrator authority.
SFS Release
Blocks
30000 ERROR DMSWRACC - You do not have administrator authority.
SFS Write
Accounting
Record
30100 ERROR Common Reason You do not have connect authority to the specified
Code file pool. You are not enrolled in the file pool, and
PUBLIC is not enrolled.
30200 ERROR DMSWRACC - NOACCOUNT specified as a file pool server
SFS Write start-up parameter.
Accounting
Record
30300 ERROR Common Reason You have attempted a remote connection to a file
Code pool server that was started for local use only.
32000 ERROR DMSOPCAT - Specified user ID is not enrolled in the file pool.
SFS Open
Catalog
32010 ERROR DMSDISFS - The userid part of the file space identifier
SFS Disable File parameter is missing or is longer than 8 characters.
Space
32010 ERROR DMSENAFS - The userid part of the file space identifier
SFS Enable File parameter is missing or is longer than 8 characters,
Space or the userid parameter is longer than 8
characters.
32010 ERROR DMSENASG - The userid parameter is longer than 8 characters.
SFS Enable
Storage Group

34 vmMm/sp System Messages and Codes




SFS Reason Codes

Table 9 (Page 7 of 52). SFS Reason Codes

Reason | Severity CSL Routine Description
Code
32010 ERROR DMSOPCAT - The userid part of the file space identifier
SFS Open parameter is missing or is longer than 8 characters.
Catalog
32040 WARNING DMSDEUSR - Cae or more of the specified user IDs is not
SFS Delete User enrolled.
32050 WARNING DMSQLIMU - A specified user ID is not enrolled.
SFS Query Limits
- Single User
32100 ERROR DMSDEUSR - A specified user cannot be deleted because the
SFS Delete User user’s file space is currently being accessed.
32640 WARNING DMSREVOK - One or more specified user IDs does not have
SFS Revoke authority to the specified file pool object.
Authority
32650 WARNING DMSGRANT - Read authority granted to a user ID who already
SFS Grant has write authority.
Authority
32680 WARNING DMSREVOK - One or more specified user IDs is your userid. You
SFS Revoke cannot revoke authority from yourself.
Authority
44000 ERROR DMSCRALI - Authorization or existence failure due to one of
SFS Create Alias the following conditions:
e The base file, its parent directory, or the target
directory does not exist.
* You do not have read or write authority to
the base file.
* You do not have write authority to the target
directory.
* The owner of the target directory does not
have read or write authority to the base file.
44000 ERROR DMSCRDIR - Parent directory does not exist or you are not the
SFS Create owner of it.
Directory
44000 ERROR DMSCRLOC - The file pool object to be locked does not exist or
SFS Create Lock you are not authorized to lock it in the requested
mode.
44000 ERROR DMSDELOC - The specified file pool object does not exist or you
SFS Delete Lock are not authorized to it.
44000 ERROR DMSDISFS - The file space to be locked does not exist or you
SFS Disable File are not authorized to it.
Space
44000 ERROR DMSENAFS - The file space does not exist or you are not

SFS Enable File
Space

authorized to enable it.
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44000 ERROR DMSENASG - The storage group does not exist or you are not
, SFS Enable authorized to enable it.
Storage Group
44000 | ERROR DMSERASE - The specified directory or file does not exist or you
SFS Erase are not authorized to erase it.
44000 ERROR DMSEXIDI - The specified directory does not exist or you are
SFS Exist - not authorized for it.
Directory
44000 ERROR DMSEXIFI - The specified file or directory does not exist or you
SFS Ecxist - File are not authorized for it.
44000 ERROR DMSGRANT - File does not exist or you are not authorized to
SFS Grant grant authority to it.
Authority
44000 ERROR DMSOPBILK - Intent was NEW, and the directory does not exist
' SFS Open Blocks or you are not authorized to create a file in the
directory, OR, Intent was WRITE or REPLACE,
and the file does not exist and you are not
authorized to create a file in the directory, or you
are not authorized to write to the file, or the
directory does not exist, OR, Intent was READ,
and the file does not exist or you are not
authorized to read the file.
44000 ERROR DMSOPCAT - Specified file space does not exist, or you are not
SFS Open the owner of the file space and you do not have -
Catalog administrator authority.
44000 ERROR DMSOPDIR - For Open Directory for AUTH, LOCK, or
SFS Open ALIAS, the specified directory or specified file
Directory does not exist or you are not authorized to read
the directory.
44000 ERROR DMSOPEN - e Intent was NEW, and the directory does not
SFS Open exist or you are not authorized to create a file
in the directory, or,

o Intent was WRITE or REPLACE, and the file
does not exist and you are not authorized to
create a file in the directory, or you are not
authorized to write to the file, or the directory
does not exist, or,

¢ Intent was READ, and the file does not exist
or you are not authorized to read the file.

44000 ERROR DMSRELOC - The directory or file to be relocated does not exist
SFS Relocate or you are not authorized to relocate it.

44000 ERROR DMSRENAM - The directory or file to be renamed does not exist
SFS Rename or you are not authorized to rename it.
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44000 ERROR DMSREVOK - Specified file or parent directory does not exist or
SFS Revoke you are not authorized to revoke authorities
Authority granted on the file.
44010 WARNING DMSREVOK - Object is protected by external security manager
SFS Revoke (revoke successful).
Authority
44030 WARNING DMSOPBLK - Intent was WRITE or REPLACE, and the file did
SFS Open Blocks not previously exist.
44030 WARNING DMSOPEN - Intent was WRITE or REPLACE, and the file did
SFS Open not previously exist.
44040 WARNING DMSGETDA - All of the selected data has been returned.
SFS Get Subsequent Get Directory requests will result in
Directory - reason code 90275,
Searchall
44040 WARNING DMSGETDD - All of the selected data has been returned.
SFS Get Subsequent Get Directory requests will result in
Directory - Dir reason code 90275.
44040 WARNING DMSGETDF - All of the selected data has been returned.
SFS Get Subsequent Get Directory requests will result in
Directory - File reason code 90275.
44040 WARNING DMSGETDI - All of the selected data has been returned.
SFS Get Subsequent Get Directory requests will result in
Directory reason code 90275.
44040 WARNING DMSGETDK - All of the selected data has been returned.
~ SFS Get Subsequent Get Directory requests will result in
Directory - Lock reason code 90275.
44040 WARNING DMSGETDL - All of the selected data has been returned.
SFS Get Subsequent Get Directory requests will result in
Directory - Alias reason code 90275.
44040 WARNING DMSGETDS - All of the selected data has been returned.
. SFS Get Subsequent Get Directory requests will result in
Directory - reason code 90275.
Searchauth
44040 WARNING DMSGETDT - All of the selected data has been returned.
SFS Get Subsequent Get Directory requests will result in
Directory - Auth reason code 90275.
44040 WARNING DMSRDCAT - No more entries to follow.
SFS Read
Catalog
44060 ERROR DMSFILEC - The source file does not exist or you are not

SFS Filecopy

authorized to read it.
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44100 ERROR DMSFILEC - REPLACE was not specified and the target
SFS Filecopy directory does not exist or you are not authorized
to create a file in the target directory, or
REPLACE was specified and the target directory
does not exist or you are not authorized to create
a file in the target directory or the target file does
exist but you are not authorized to write to the
target file.
44100 ERROR DMSRELOC - The target directory does not exist or you are not
SFS Relocate authorized to write to it.
44150 WARNING DMSFILEC - REPLACE was specified, but the target file did
SFS Filecopy not previously exist. The target file was created.
44200 ERROR DMSFILEC - You have the target file open for NEW, WRITE,
SFS Filecopy or REPLACE.
44200 ERROR DMSOPBLK - You already have the file open for NEW, WRITE,
SFS Open Blocks or REPLACE.
44200 ERROR DMSOPEN - You already have the file open for NEW, WRITE,
SFS Open or REPLACE.
44300 ERROR DMSGRANT - Grant failed because object is protected by
SFS Grant external security manager.
Authority
50100 ERROR DMSDISSG - Specified storage group number is invalid (less
SFS Disable than 2 or greater than MAXDISKS server
Storage Group parameter).
50100 ERROR DMSENASG - Invalid storage group specified.
SFS Enable
Storage Group
50100 ERROR DMSENUSR - Specified storage group number is invalid (less
SFS Enroll User than O or greater than MAXDISKS server
parameter).
50100 ERROR DMSOPCAT - Specified storage group number is invalid (less
SFS Open than 2 or greater than MAXDISKS server
Catalog parameter).
50100 ERROR DMSRELBK - Specified storage group number is invalid (less
SFS Release than 2 or greater than MAXDISKS server
Blocks parameter).
50105 ERROR DMSOPCAT - Invalid storage group number. When opening a
SFS Open directory or a file space, the specified storage
Catalog group number must be zero.
50200 ERROR DMSDISSG - Specified storage group does not exist.
SFS Disable
Storage Group
50200 ERROR DMSENUSR - Specified storage group does not exist.
SFS Enroll User
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50200 ERROR DMSOPCAT - Specified storage group does not exist.
SFS Open
Catalog
50200 ERROR DMSRELBK - Specified storage group does not exist.
SFS Release
Blocks
50300 ERROR DMSENUSR - Specified storage group does not exist and
SFS Enroll User MAXDISKS limit reached by file pool server.
50400 ERROR DMSENUSR - You cannot assign a file space to storage group 1.
SFS Enroll User
50500 ERROR DMSCLBLK - Attempt to exceed the number of committed 4K
SFS Close Blocks file blocks allowed for the user. Applicable only
when COMMIT parameter is specified.
50500 ERROR DMSCLDIR - Attempt to exceed the number of committed 4K
SFS Close file blocks allowed for the user.
Directory
50500 ERROR DMSCLOSE - Attempt to exceed the number of committed 4K
SFS Close file blocks allowed for the user.
50500 ERROR DMSCOMM - Attempt to exceed the maximum number of 4K
SFS Commit file space blocks allowed for this user.
50500 ERROR DMSCRALI - Attempt to exceed the number of committed 4K
SFS Create Alias file blocks allowed for the user (COMMIT option
only).
50500 ERROR DMSCRDIR - Attempt to exceed the maximum number of 4K
SFS Create file space blocks allowed for this user.
Directory
50500 ERROR DMSERASE - Attempt to exceed the maximum number of 4K
SFS Erase file space blocks allowed for this user.
50500 ERROR DMSEXIDI - Attempt to exceed the maximum number of 4K
SFS Exist - file space blocks allowed for this user.
Directory
50500 ERROR DMSEXIFI - Attempt to exceed the maximum number of 4K
SFS Exist - File file space blocks allowed for this user.
50500 ERROR DMSEXIST - Attempt to exceed the maximum number of 4K
SFS Exist file space blocks allowed for this user.
50500 ERROR DMSFILEC - Attempt to exceed the number of committed 4K
SFS Filecopy file blocks allowed for the user. Applicable only if
the COMMIT option is specified.
50500 ERROR DMSGRANT - Attempt to exceed the maximum number of 4K
SFS Grant file space blocks allowed for this user.
Authority
50500 ERROR DMSRENAM - Attempt to exceed the maximum number of 4K
SFS Rename file space blocks allowed for this user.
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50500 ERROR DMSREVOK - Attempt to exceed the maximum number of 4K
SFS Revoke file space blocks allowed for this user.
Authority
51000 ERROR DMSCLBILK - Storage group space limit exceeded. Applicable
SFS Close Blocks only when COMMIT parameter is specified.
51000 ERROR DMSCLDIR - Storage group space limit exceeded.
. SFS Close
Directory
51000 ERROR DMSCLOSE - Storage group space limit exceeded.
SFS Close ‘
51000 ERROR DMSREAD - Storage group space limit exceeded.
SFS Read
51000 ERROR DMSWRBLK - Storage group space limit exceeded.
SFS Write Blocks
51000 ERROR DMSWRITE - Storage group space limit exceeded.
SFS Write
51010 ERROR Common Reason No data space left in catalog space.
Code
51020 ERROR Common Reason No index space left in catalog space.
Code
51050 WARNING DMSCLBLK - File space warning threshold reached or exceeded.
SFS Close Blocks
51050 WARNING DMSCLOSE - File space warning threshold reached or exceeded.
SFS Close
51050 WARNING DMSERASE - Still exceeding file space warning threshold after
SFS Erase erasing the file or directory.
51050 WARNING DMSFILEC - File space warning threshold reached or exceeded.
SFS Filecopy
51050 WARNING DMSREAD - Read was successful, but your file space warning
SFS Read threshold was reached or exceeded. This can occur
on a read request due to CMS buffering.
51050 WARNING DMSWRBIK - File space warning threshold reached or exceeded.
SFS Write Blocks
51050 WARNING DMSWRITE - File space warning threshold reached or exceeded.
SFS Write
51055 ERROR DMSENUSR - Specified warning threshold percentage is invalid.
SFS Enroll User
51100 ERROR DMSCLOSE - System error. No minidisks assigned to the storage
SFS Close group.
54000 ERROR DMSCLOSE - System error. Attempt to read logical block
SFS Close number not associated with the file. This can
occur on a close request due to CMS buffering.
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54000 ERROR DMSRDBLK - Attempt to read logical block number not
SFS Read Blocks associated with the file.
54000 ERROR DMSREAD - System error. Attempt to read logical block
SFS Read number not associated with the file.
54000 ERROR DMSWRITE - System error. Attempt to read logical block
SFS Write number that is not associated with the file. This
can occur on a write request due to CMS
buffering.
55000 ERROR Common Reason Insufficient virtual storage in the file pool server
Code machine to process your request.
56000 ERROR Common Reason Request denied because you have a file pool
Code catalog open for WRITE for the specified work
unit ID. The only requests that will be accepted
for that work unit ID are Write Catalog, Close
Catalog, and Rollback.
56100 ERROR DMSOPCAT - Required explicit lock not in effect. Prior to the
SFS Open Open Catalog, the object being opened must have
Catalog been locked SHARE or higher for READ, or
EXCLUSIVE for WRITE.
56300 ERROR DMSWRCAT - Invalid record type.
SFS Write
Catalog
56400 ERROR DMSCLCAT - System error. The catalog is not open.
SFS Close
Catalog
56400 ERROR DMSRDCAT - Catalog is not open, or is not open with intent
SFS Read READ.
Catalog
56400 ERROR DMSWRCAT - Catalog is not open, or the requested operation
SFS Write conflicts with the open intent.
Catalog
57050 WARNING DMSCLCAT - You attempted to restore user ID(s) that are
SFS Close currently enrolled in other storage group(s). These
Catalog user IDs are returned in a list as described in
Close Catalog output. The file spaces of the listed
user IDs were not restored into the storage group.
57080 WARNING DMSCLCAT - User ID(s) were deleted from the storage group. If
SFS Close a user ID was found in the storage group but not
Catalog in the restore file, the file space of the user ID was
deleted from the storage group. These user IDs are
returned in a list as described by Close Catalog
output.
60000 ERROR DMSERASE - The specified directory contains one or more files
SFS Erase or aliases and the FILES option was not specified.
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60100 ERROR DMSERASE - You have the specified file or one or more files in
SFS Erase the specified directory open.
60100 ERROR DMSRENAM - You have the directory or file open.
SFS Rename
60200 ERROR DMSCRDIR - Attempt to create top-level directory.
SFS Create
Directory
60200 ERROR . DMSERASE - You cannot erase a top-level directory.
SFS Erase
60200 ERROR DMSRELOC - You have attempted to relocate a top-level
SFS Relocate directory.
60200 ERROR DMSRENAM - You have attempted to rename a top-level
SFS Rename directory.
60300 ERROR DMSERASE - Specified directory contains one or more
SFS Erase subdirectories.
60400 ERROR DMSERASE - You have the specified directory open.
L SFS Erase
61000 ERROR DMSRELOC - Your Relocate request would have resulted in a
SFS Relocate directory name having more than 8 levels.
61200 ERROR DMSRELOC - The parent of the directory to be relocated has the
SFS Relocate same name as the specified target directory.
61300 ERROR DMSRELOC - The directory to be relocated has the same name
SFS Relocate as the specified target directory.
61400 ERROR DMSRELOC - You have attempted to relocate a directory such
SFS Relocate that the directory would be a subdirectory of itself.
61500 ERROR DMSRELOC - The directory to be relocated and the target
SFS Relocate directory are not in the same directory hierarchy.
61600 ERROR DMSRENAM - Attempt to rename other than the lowest level of a
SFS Rename directory name.
61700 ERROR DMSRENAM - Attempt to rename a file to a directory or a
SFS Rename directory to a file.
61800 ERROR DMSRENAM - Attempt was made to change file mode number of
SFS Rename an alias. The file mode number of the alias
remains the same as the file mode number of the
base file.
61900 ERROR DMSRENAM - You cannot change file mode numbers when
SFS Rename renaming aliases.

71000 ERROR

Common Reason
Code

System error in file pool server reading a file pool
catalog.

71100 ERROR

Common Reason
Code

System error in file pool server writing to a file
pool catalog.
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71200 ERROR Common Reason System error in file pool server file access function.
Code
71300 ERROR Common Reason System error in file pool server locking function.
Code
71400 ERROR Common Reason System error in file pool server query function.
Code
71500 ERROR Common Reason System error in file pool server storage
Code management function.
71600 ERROR Common Reason System error in file pool server system services
Code function.
73000 ERROR Common Reason System error. Invalid request input to file pool
Code server.
73100 ERROR Common Reason System error. Conflicting count of connected
Code communication paths between user machine and
server machine.
73200 ERROR DMSCLCAT - System error. For a Close Catalog request for a
SFS Close file space opened with intent to write, an
Catalog EXCLUSIVE explicit lock on the storage group
was not found.
74000 ERROR Common Reason System error. Inconsistent file pool catalogs.
Code
75000 ERROR Common Reason Service level of your machine is not compatible
Code with the service level of the SFS server machine.
76000 ERROR DMSCLBILK - System error in file pool server commit function.
SFS Close Blocks The current unit of work has been rolled back.
Applicable only when COMMIT parameter is
specified.
76000 ERROR DMSCLCAT - System error in file pool server commit function.
SFS Close The current unit of work has been rolled back.
Catalog
76000 ERROR DMSCLDIR - System error in file pool server commit function.
SFS Close The current unit of work has been rolled back.
Directory
76000 ERROR DMSCLOSE - System error in file pool server commit function.
SFS Close The current unit of work has been rolled back.
76000 ERROR DMSCOMM - System error in file pool server commit function.
SFS Commit The current unit of work has been rolled back.
76000 ERROR DMSCRALI - System error in file pool server commit function.
SFS Create Alias The current unit of work has been rolled back
(COMMIT option only).
76000 ERROR DMSCRDIR - System error in file pool server commit function.
SFS Create The current unit of work has been rolled back
Directory (COMMIT parameter only).
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76000 ERROR

DMSCRLOC -
SFS Create Lock

System error in file pool server commit function.
The current unit of work has been rolled back.

76000 ERROR

DMSDELOC -
SIS Delete Lock

System error in file pool server commit function.
The current unit of work has been rolled back.

76000 ERROR

DMSDEUSR -
SFS Delete User

System error in file pool server commit function.
The current unit of work has been rolled back.

76000 ERROR

DMSDISFS -
SFS Disable File
Space

- System error in file pool server commit function.

The current unit of work has been rolled back.

SFS Enable File
Space

76000 ERROR DMSDISSG - System error in file pool server commit function.
SFS Disable The current unit of work has been rolled back.
Storage Group

76000 ERROR DMSENAFS - System error in file pool server commit function.

The current unit of work has been rolled back.

76000 ERROR

DMSENASG -
SFS Enable
Storage Group

System error in file pool server commit function.
The current unit of work has been rolled back.

76000 ERROR

DMSENUSR -
SFS Enroll User

System error in file pool server commit function.
The current unit of work has been rolled back.

76000 ERROR

DMSERASE -
SFS Erase

System error in file pool server commit function.
The current unit of work has been rolled back.
Applicable only if the COMMIT option was
specified.

76000 ERROR

DMSEXIDI -
SFS Exist -
Directory

System error in file pool server commit function.
The current unit of work has been rolled back.

76000 ERROR

DMSEXIFI -
SIS Exist - File

System error in file pool server commit function.
The current unit of work has been rolled back.

76000 ERROR

DMSEXIST -
SFS Exist

System error in file pool server commit function.
The current unit of work has been rolled back.

76000 ERROR

DMSFILEC -
SFS Filecopy

System error in file pool server commit function.
The current unit of work has been rolled back.
Applicable only if the COMMIT option is

specified.

76000 ERROR DMSGRANT - System error in file pool server commit function.
SFS Grant The current unit of work has been rolled back.
Authority Applicable only if the COMMIT parameter is
specified.
76000 ERROR DMSRELBK - System error in file pool server commit function.
SFS Release The current unit of work has been rolled back.
Blocks
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76000 ERROR DMSRELOC - System error in file pool server commit function.
SFS Relocate The current unit of work has been rolled back.
76000 ERROR DMSRENAM - System error in file pool server commit function.
SFS Rename The current unit of work has been rolled back.
76000 ERROR DMSREVOK - System error in file pool server commit function.
SFS Revoke The current unit of work has been rolled back.
Authority Applicable only if the COMMIT parameter was
specified.
76000 ERROR DMSWRACC - System error in file pool server commit function.
SFS Write The current unit of work has been rolled back.
Accounting
Record
76002 ERROR Common Reason I/O error encountered while reading the file pool
Code catalog.
76004 ERROR Common Reason A file pool system limit has been reached.
Code
76010 WARNING DMSDEUSR - A failure occurred after some file pool changes
SFS Delete User were committed. The request is partially
successful.
76050 ERROR Common Reason An implicit rollback occurred. This code will
Code appear only as part of the work unit error
information that is provided when you specify the
wuerror parameter.
76055 ERROR DMSWUERR - Invalid FPERROR number specified. Itis < 1 or
SFS Wuerror > number of FPERROR returned.
Deblocker
76056 ERROR DMSWUERR - No FPERROR is returned in the wuerror buffer.
SFS Wuerror Return code 0 and reason code 0 was returned
Deblocker from the server on the call.
90101 WARNING DMSREAD - Read was successful, but the output buffer was too
SFS Read small to hoid all of the requested data. The data is
truncated to the buffer size.
90102 WARNING DMSREAD - Read was successful, but the output buffer was too
SFS Read small to hold all of the requested data, and your
file space warning threshold was reached or
exceeded. The data is truncated to the buffer size.
90103 WARNING DMSREAD - No records read. End of file was reached, or the
SFS Read position parameter specified a record number
greater than the number of records in the file.
90105 ERROR DMSCLOSE - Invalid record format.
SFES Close
90105 ERROR DMSOPEN - Invalid record format.
SFS Open
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90105 ERROR DMSREAD - Invalid record format.
SFS Read

90105 ERROR DMSWRITE - Invalid record format.
SFS Write

90106 ERROR DMSREAD - Number of records to read is not greater than
SFS Read Zero.

90106 ERROR DMSWRITE - Number of records to write is not greater than
SFS Write zero.

90107 ERROR DMSREAD - Number of records to read is not exactly one for a
SFS Read file containing variable length records.

90107 ERROR DMSWRITE - Number of records to write is not exactly one for
SFS Write a file containing variable length records.

90108 ERROR DMSREAD - Size of output buffer is not greater than zero.
SFS Read

90108 ERROR DMSWRITE - Size of input buffer is not greater than zero, or
SFS Write you have attempted to write a null record to a file

containing variable length records.

90109 ERROR DMSWRITE - Size of input buffer is not evenly divisible by the

SFS Write number of records to be written to a file
containing fixed length records.

90110 ERROR DMSWRITE - Size of input buffer is greater than 65535 for a file
SFS Write containing variable length records.

90111 ERROR DMSREAD - Invalid buffer address.
SFS Read

90111 ERROR DMSWRITE - Invalid buffer address.
SFS Write

90112 ERROR DMSREAD - Position specifies a negative record number.
SFS Read

90112 ERROR DMSWRITE - Position specifies a negative record number.
SFS Write

90113 ERROR DMSREAD - Position plus the number of records to read
SFS Read exceeds 23! - 1, which is the file system capacity.

90113 ERROR DMSWRITE - Position plus the number of records to write
SFS Write exceeds 23! - 1, the file system capacity.

90114 ERROR DMSWRITE - Position specifies a record number that is more
SFS Write than one greater than the current number of

records in a file containing variable length records.
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90115 ERROR DMSWRITE - File system capacity exceeded; a write operation

SFS Write attempted to put more than 23! - 1 times blocksize

bytes of data in a file, requiring a logical block
number greater than 23! - 1. This can occur for
files having either fixed-length records or
variable-length records:

* For a file with fixed-length records, it occurs
when the product of the record number of the
last record to be written and the logical record
length is greater than 23! - 1 times the block
size.

e For a file with variable-length records, it
occurs when the sum of the byte offset of a
variable-length record and the length of that
record is greater than 23! - 1 times the block
size.

90117 ERROR DMSREAD - The variable length record read is invalid. The
SFS Read length is either zero or outside of the range (1 to

logical record length).

90120 ERROR DMSWRITE - You have attempted to alter the record length of a
SFS Write file containing fixed length records.

90121 ERROR DMSWRITE - You have attempted to replace an existing variable

_ SFS Write length record with one of a different length.

90128 ERROR Common Reason Unable to obtain space on the system stack for a
Code file system module’s dynamic storage.

90129 ERROR DMSCLOSE - There are already 23! - 1 blocks in the file, there-
SFS Close fore a new logical block is not available.

90129 ERROR DMSREAD - There are already 23! - 1 blocks in the file.
SFS Read

90129 ERROR DMSWRITE - File system capacity exceeded: the design limit
SFS Write does not permit more than 23! - 1 blocks to be

allocated to the file.

90130 ERROR Common Reason Insufficient free virtual storage available for file
Code system control blocks.

90200 WARNING DMSEXIFI - Specified file mode number does not match the file
SFS Exist - File mode number of the specified file.

90200 WARNING DMSEXIST - Specified file mode number does not match the file
SFS Exist mode number of the specified file.

90210 ERROR DMSDEUSR - Extraneous characters in file pool ID specification.
SFS Delete User

90210 ERROR DMSDISFS - Extraneous characters in input parameter.

SFS Disable File
Space
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90210 ERROR DMSDISSG - Extraneous characters in one of the following
SFS Disable parameters: SHARE|EXCLUSIVE, or
Storage Group DETACH|NODETACH.

90210 ERROR DPMSENAFS - Extraneous characters in an input parameter.
SFS Enable File
Space

90210 ERROR DMSENUSR - Extraneous characters in file pool ID specification.
SFS Enroll User

90210 ERROR DMSOPCAT - Extraneous characters in input parameter.
SFS Open
Catalog

90210 ERROR DMSQLIMA - Extraneous characters in input parameter.
SFS Query Limits

90210 ERROR DMSQLIMU - Extraneous characters in input parameter.
SFS Query Limits
- Single User

90215 ERROR DMSQLIMA - Invalid buffer length.
SFS Query Limits

90215 ERROR DMSRDCAT - Invalid buffer length.
SFS Read
Catalog

90215 ERROR DMSWRCAT - Invalid buffer length.
SFS Write
Catalog

90215 ERROR DMSWUERR - Invalid buffer length specified for input wuerror
SFS Wuerror buffer.
Deblocker

90216 ERROR DMSCHECK - The specified request ID does not match any
SFS Check active request.

90220 ERROR DMSERASE - The specified file does not exist or you are not
SFS Erase authorized to erase it.

90220 ERROR DMSEXIST - The specified file or directory does not exist or you
SFS Exist are not authorized to it.

90220 ERROR DMSOPDIR - The specified file does not exist in the specified
SFS Open directory, or no files exist that match the specified
Directory wildcard pattern.

90221 ERROR DMSQLIMD - Invalid user number specified. It is less than 1 or
SFS Query Limits | greater than the returned number of users enrolled.
- Deblocker

90222 WARNING DMSCHECK - The asynchronous request(s) has (have) not
SFS Check completed.

90230 ERROR DMSERASE - The specified directory does not exist or you are
SFS Erase not authorized to it.
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90230 ERROR DMSEXIST - The specified directory does not exist or you are
SFS Exist not authorized to it.

90230 ERROR DMSGRANT - Directory does not exist or you are not authorized
SFS Grant to grant authority to it.
Authority

90230 ERROR DMSOPDIR - The specified directory does not exist or you are

: SFS Open not authorized to it.

Directory

90230 ERROR DMSREVOK - Specified directory does not exist or you are not
SFS Revoke authorized to revoke authorities granted on it.
Authority

90240 ERROR DMSOPDIR - You already have the directory open.
SFS Open
Directory

90245 ERROR DMSGETDA - Directory was opened for a different intent. It
SFS Get must be opened with intent of SEARCHALL.
Directory -
Searchall

90245 ERROR DMSGETDD - Directory was opened for a different intent. It
SFS Get must be opened with intent of DIR.
Directory - Dir

90245 ERROR DMSGETDF - Directory was opened for a different intent. It
SFS Get must be opened with intent of FILE.
Directory - File

90245 ERROR DMSGETDK - Directory was opened for a different intent. It
SFS Get must be opened with intent of LOCK.
Directory - Lock

90245 ERROR DMSGETDL - Directory was opened for a different intent. It
SFS Get must be opened with intent of ALIAS.
Directory - Alias

90245 ERROR DMSGETDS - Directory was opened for a different intent. It
SFS Get must be opened with intent of SEARCHAUTH.
Directory -
Searchauth

90245 ERROR DMSGETDT - Directory was opened for a different intent. It
SFS Get must be opened with intent of AUTH.
Directory - Auth

90250 ERROR DMSEXIFT - The file name and file type (or namedef) are ,//
SFS Exist - File required but were not specified.

90250 ERROR DMSOPDIR - File ID must be specified for Open Directory for
SFS Open SEARCHALL, SEARCHAUTH, ALIAS, or
Directory FILE.

System Codes

49



SFS Reason Codes

Table 9 (Page 22 of 52). SFS Reason Codes

Reason | Severity CSL Routine Description

Code

90255 ERROR DMSEXIDI - A file name, file type, or file mode number may
SFS Exist - not be specified in a dirname parameter.
Directory

90255 ERROR DMSOPDIR - File ID cannot btc specified for Open Directory for
SFS Open DIR.
Directory

90260 ERROR DMSGETDA - The directory has been closed. The directory was
SFS Get erased, or your authority to it was revoked.
Directory -
Searchall

90260 ERROR DMSGETDD - The directory has been closed. The directory was
SFS Get erased, or your authority to it was revoked.
Directory - Dir

90260 ERROR DMSGETDF - The directory has been closed. The directory was
SFS Get erased, or your authority to it was revoked.
Directory - File

90260 ERROR DMSGETDI - The directory has been closed. The directory was
SFS Get erased, or your authority to it was revoked.
Directory

90260 ERROR DMSGETDK - The directory has been closed. The directory was
SFS Get erased, or your authority to it was revoked.
Directory - Lock

90260 ERROR DMSGETDL - The directory has been closed. The directory was
SFS Get erased, or your authority to it was revoked.
Directory - Alias

90260 ERROR DMSGETDS - The directory has been closed. The directory was
SFS Get erased, or your authority to it was revoked.
Directory -
Searchauth

90260 ERROR DMSGETDT - The directory has been closed. The directory was
SFS Get erased, or your authority to it was revoked.
Directory - Auth

90270 ERROR DMSCLCAT - Output buffer was too small to contain all of the
SFS Close requested output. The output has been truncated
Catalog to the buffer length.

90270 ERROR DMSEXIST - Output buffer is too small to contain the requested
SFS Exist fixed length output.

90270 ERROR DMSGETDI - Output buffer is too small to contain one record.
SFS Get
Directory

90270 WARNING DMSOPCAT - Output buffer was too small to contain alil of the
SFS Open requested output. The output has been truncated
Catalog to the buffer length.

50 VM/SP System Messages and Codes




SFS Reason Codes

Table 9 (Page 23 of 52). SFS Reason Codes

Reason | Severity CSL Routine Description
Code
90270 WARNING DMSQLIMA - Output buffer is too small. Data has been
SFS Query Limits | truncated.
90275 ERROR DMSGETDA - No data found for this Get Directory request.
SFS Get Your previous Get Directory request issued
Directory - warning 44040 to indicate that all of the requested
Searchall data has been returned.
90275 ERROR DMSGETDD - No data found for this Get Directory request.
SFS Get Your previous Get Directory request issued
Directory - Dir warning 44040 to indicate that all of the requested
data has been returned.
90275 ERROR DMSGETDF - No data found for this Get Directory request.
SFS Get Your previous Get Directory request issued
Directory - File warning 44040 to indicate that all of the requested
data has been returned.
90275 ERROR DMSGETDI - No data found for this Get Directory request. For
SFS Get Open Directory LOCK or ALIAS, no locks or
Directory aliases were found. For other types of Open
Directory, your previous Get Directory request
issued warning 44040 to indicate that all of the
requested data has been returned.
90275 ERROR DMSGETDK - No data found for this Get Directory request. No
SFS Get locks were found or your previous Get Directory
Directory - Lock request issued warning 44040 to indicate that all of
the requested data has been returned.
90275 ERROR DMSGETDL - No data found for this Get Directory request. No
SFS Get aliases were found, or your previous Get Directory
Directory - Alias request issued warning 44040 to indicate that all of
the requested data has been returned.
90275 ERROR DMSGETDS - No data found for this Get Directory request.
SFS Get Your previous Get Directory request issued
Directory - warning 44040 to indicate that all of the requested
Searchauth data has been returned.
90275 ERROR DMSGETDT - No data found for this Get Directory request.
SFS Get Your previous Get Directory request issued
Directory - Auth warning 44040 to indicate that all of the requested
data has been returned.
90276 ERROR DMSCPYBF - No response data available for the previous Open
SFS Copy Buffer Catalog or Close Catalog.
90280 WARNING DMSGETDI - More data was requested than will fit in the
SFS Get output buffer. There is more data to be returned.
Directory
90290 ERROR DMSGETDI - Invalid number of records specified. Number of
SFS Get records must be equal to or greater than one.
Directory

System Codes 51



SFS Reason Codes

Table 9 (Page 24 of 52). SFS Reason Codes
Reason | Severity CSL Routine Description
Code
90300 ERROR DMSCLDIR - Illegal parameter specified. The .
SFS Close COMMIT/NOCOMMIT parameter was missing
Directory or specified incorrectly, or extraneous parameters
were found. '
90300 ERROR DMSCLOSE - Illegal parameter specified. The
SFS Close COMMIT/NOCOMMIT parameter was missing
or specified incorrectly, or extraneous parameters
were found.
90300 ERROR DMSCRALI - Invalid parameter in CSL parameter list. Must be
SFS Create Alias COMMIT or NOCOMMIT.
90300 ERROR DMSCRDIR - Invalid parameter in CSL parameter list. Must be
SFS Create COMMIT or NOCOMMIT.
Directory
90300 ERROR DMSCRLOC - Invalid lock description parameter - (SHARE,
SFS Create Lock UPDATE, or EXCLUSIVE, and SESSION or
LASTING).
90300 ERROR DMSDEUSR - Invalid input parameter in CSL parameter list.
SFS Delete User Specified user ID is longer than 8 characters.
90300 ERROR DMSENUSR - Invalid input parameter in CSL parameter list.
SFS Enroll User Specified user ID is longer than 8 characters.
90300 ERROR DMSEXIDI - Illegal parameter specified. The
SFS Exist - COMMIT/NOCOMMIT parameter was missing
Directory or specified incorrectly, or extraneous parameters
were found. R
90300 ERROR DMSEMIFT - Nllegal parameter spccified. The
SFS Exist - File COMMIT/NOCOMMIT parameter was missing
or specified incorrectly, or extraneous parameters
were found.
90300 ERROR DMSEXIST - Hiegal parameter specified. The
SFS Exist COMMIT/NOCOMMIT parameter was missing
or specified incorrectly, or extraneous parameters
were found.
90300 ERROR DMSOPDIR - Invalid parameter specified. Type of Open
SFS Open Directory is invalid, or extraneous keywords are
Directory present.
90300 ERROR DMSOPEN - Invalid parameter in CSL parameter list.
SFS Open
90300 ERROR DMSPOPWU - Invalid input parameter in CSL parameter list.
Pop Default The parameter was not ALL.
Workunitid
90300 ERROR DMSPURWU - Invalid input parameter in CSL parameter list.
Purge The only valid input parameter is FORCE.
Workunitids
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90300 ERROR DMSQLIMU - Invalid input parameter in CSL parameter list.
SFS Query Limits | Specified userid is longer than 8 characters.
- Single User
90300 ERROR DMSREAD - Invalid parameter in CSL parameter list.
SFS Read
90300 ERROR DMSRELOC - Invalid parameter in CSL parameter list. File
SFS Relocate mode number erroneously specified, or file
name/file type specified in target dirname.
90300 'ERROR DMSRENAM - Invalid parameter in CSL parameter list. Must be
SFS Rename COMMIT or NOCOMMIT.
90305 ERROR DMSERASE - FILES option is invalid when you are erasing a
_ SFS Erase file.
90310 ERROR DMSDELOC - Invalid option in CSL parameter list. Specified
SFS Delete Lock userid is greater than 8 characters in length.
90310 ERROR DMSERASE - Invalid parameter: COMMIT, NOTCOMMIT, or
SFS Erase FILES not specified correctly.
90310 ERROR DMSFILEC - Invalid option in CSL parameter list. Valid
SFS Filecopy options are COMMIT, NOCOMMIT, REPLACE,
OLDDATE, and NEWDATE.
90310 ERROR DMSGRANT - Invalid option in CSL parameter list.
SFS Grant
Authority
90310 ERROR DMEOPEN - Invalid option in CSL parameier list.
SFS Open
90310 ERROR. DMSREVOK - Invalid option in CSL parameter list.
SFS Revoke
Authority
90315 ERROR DMSDELOC - Missing option in CSL parameter list. Specified
SFS Delete Lock userid is all blanks.
90315 ERROR DMSERASE - Missing parameter: COMMIT or NOCOMMIT
SFS Erase not specified.
90315 ERROR DMSGRANT - Missing option in CSL parameter list.
SFS Grant
Authority
90315 ERROR DMSREVOK - Missing option in CSL parameter list.
SFS Revoke
Authority
90320 ERROR DMSCRALI - Conflicting options in CSL parameter list.
SFS Create Alias COMMIT and NOCOMMIT are mutually
exclusive options.
90320 ERROR DMSCRDIR - Conflicting options in CSL parameter list.
SFS Create COMMIT and NOCOMMIT are mutually
Directory exclusive parameters.
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90320 ERROR DMSCRLOC - Conflicting options in CSL parameter list. The
SFS Create Lock following options are mutually exclusive:
UPDATE vs. EXCLUSIVE vs. SHARE
_ SESSION vs. LASTING
90320 ERROR DMSDISSG - Conflicting options. DETACH was specified and
SFS Disable the lock type was not EXCLUSIVE.
Storage Group
90320 ERROR DMSERASE - Conflicting parameter: COMMIT and
SFS Erase NOCOMMIT both specified.
90320 ERROR DMSFILEC - Conflicting options in CSL parameter list.
SFS Filecopy COMMIT and NOCOMMIT, or OLDDATE and
NEWDATE were both specified.
90320 ERROR DMSGRANT - Conflicting options in CSL parameter list.
SFS Grant
Authority
90320 ERROR DMSOPEN - Conflicting options in CSL parameter list.
SFS Open
90320 ERROR DMSREVOK - Conflicting options in CSL parameter list.
SFS Revoke
Authority
90330 ERROR DMSCRALI - Duplicate options in CSL parameter list.
SFS Create Alias COMMIT or NOCOMMIT was specified more
than once.
90330 ERROR DMSCRDIR - Duplicate options in CSL parameter list.
SFS Create COMMIT or NOCOMMIT specified more than
Directory once.
90330 ERROR DMSCRLOC - Duplicate options in CSL parameter list.
SFS Create Lock UPDATE, EXCLUSIVE, SHARE, SESSION,
LASTING was specified more than once.
90330 ERROR DMSERASE - Duplicate parameter; COMMIT, NOCOMMIT,
SFS Erase or FILES already specified.
90330 ERROR DMSFILEC - Duplicate options in CSL parameter list.
SFS Filecopy
90330 ERROR DMSGRANT - Duplicate options in CSL parameter list.
SFS Grant
Authority
90330 ERROR DMSOPEN - Duplicate options in CSL parameter list.
SFS Open
90330 ERROR DMSREVOK - Duplicate options in CSL parameter list.
SFS Revoke
Authority
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90350 ERROR DMSCRALI - Incorrect number of blank-delimited tokens in the
SFS Create Alias fileid or dirname parameter. There must be at least
1 and not more than 4 tokens in the string.
90350 ERROR DMSCRDIR - Incorrect number of blank-delimited tokens in the
SFS Create dirname parameter.
Directory
90350 ERROR DMSCRLOC - Incorrect number of blank-delimited tokens in the
SFS Create Lock fileid or dirname parameter. There must be at least
1 and not more than 4 tokens in the string.
90350 ERROR DMSDELOC - Incorrect number of blank-delimited tokens in the
SFS Delete Lock fileid or dirname parameter. There must be at least
1 and not more than 4 tokens in the string.
90350 ERROR DMSERASE - Incorrect number of blank-delimited tokens in the
SFS Erase fileid or dirname parameter. There must be at least
1 and not more than 4 tokens in the string.
90350 ERROR DMSEXIDI - Incorrect number of blank-delimited tokens in the
SFS Exist - fileid or dirname parameter. There must be at least
Directory 1, and no more than 4, tokens in the string.
90350 ERROR DMSEXIFI - Incorrect number of blank-delimited tokens in the
SFS Exist - File fileid or dirname parameter. There must be at least
1 and not more than 4 tokens in the string.
90350 ERROR DMSEXIST - Incorrect number of blank-delimited tokens in the
SFS Exist fileid or dirname parameter. There must be at least
1 and not more than 4 tokens in the string.
90350 ERROR DMSFILEC - Incorrect number of blank-delimited tokens in the
SFS Filecopy fileid or dirname parameter. There must be at least
1 and no more than 4 tokens in the string.
90350 ERROR DMSGRANT - Incorrect number of blank-delimited tokens in the
SFS Grant Jn ft or dirname parameter. There must be at least
Authority 1 and not more than 3 tokens in the string.
90350 ERROR DMSOPBLK - Incorrect number of blank-delimited tokens in the
SFS Open Blocks fileid or dirname parameter. There must be at least
1 and not more than 4 tokens in the string.
90350 ERROR DMSOPDIR - Incorrect number of blank-delimited tokens in the
SFS Open fileid or dirname parameter. There must be at least
Directory 1 and not more than 4 tokens in the string.
90350 ERROR DMSOPEN - Incorrect number of blank-delimited tokens in the
SFS Open fileid or dirname parameter. There must be at least
' 1 and not more than 4 tokens in the string.
90350 ERROR DMSRELOC - Incorrect number of blank-delimited tokens in the

SFS Relocate

fileid or dirname parameter. There must be at least
1 and not more than 4 tokens in the string.
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90350 ERROR DMSRENAM - Incorrect number of blank-delimited tokens in the
SFS Rename fileid or dirname parameter. There must be at least
1 and not more than 4 tokens in the string.
90350 ERROR DMSREVOK - Incorrect number of blank-delimited tokens in the
SFS Revoke fileid or dirname parameter. There must be at least
Authorjty 1 and not more than 3 tokens in the string.
90380 ERROR DMSCRALI - Missing parameter in CSL parameter list.
SFS Create Alias COMMIT or NOCOMMIT must be specified.
90380 ERROR DMSCRDIR - Missing parameter in CSL parametef list.
SFS Create COMMIT or NOCOMMIT is required.
Directory
90380 ERROR DMSCRLOC - Missing parameter in CSL parameter list. One of
SFS Create Lock each of the following sets of options must be
specified:
o UPDATE or EXCLUSIVE or SHARE
o SESSION or LASTING
90380 ERROR DMSFILEC - Missing parameter in CSL parameter list.
SFS Filecopy
90410 ERROR DMSCRALI - Invalid length specified for COMMIT or
SFS Create Alias NOCOMMIT parameter or file ID parameter.
90410 ERROR DMSCRDIR - Invalid length specified for COMMIT or
SFS Create NOCOMMIT parameter or for directory ID
Directery parameter.
90410 ERROR DMSCRLOC - ~ Invalid length specified for the fileid or dirname
SFS Create Lock parameter or the lock description parameter
(UPDATE, EXCLUSIVE, or SHARE, and
SESSION or LASTING).
90410 ERROR DMSDELOC - Invalid length specified for file ID or directory
SFS Delete Lock name.
90410 ERROR DMSERASE - Invalid length specified for COMMIT,
SFS Erase NOCOMMIT, or FILES parameter.
90410 ERROR DMSFILEC - Invalid length specified for COMMIT or
SFS Filecopy NOCOMMIT parameter.
90410 ERROR DMSGRANT - Invalid parameter length specified.
SFS Grant
Authority
90410 ERROR DMSREVOK - Invalid parameter length specified.
SFS Revoke
Authority
90420 ERROR DMSCRALI - The file name is longer than eight characters or
SFES Create Alias contains an invalid character.

56 VM/SP System Messages and Codes




SFS Reason Codes

Table 9 (Page 29 of 52). SFS Reason Codes

Reason | Severity CSL Routine Description
Code
90420 ERROR DMSCRLOC - The file name in the fileid parameter is invalid.
SFS Create Lock The file name is longer than eight characters or
contains an invalid character.
90420 ERROR DMSDELOC - The file name in the fileid parameter is invalid.
SFS Delete Lock The file name is longer than eight characters or
contains an invalid character.
90420 ERROR DMSERASE - The file name in the fileid parameter is invalid.
SFS Erase The file name is longer than eight characters or
contains an invalid character.
90420 ERROR bMSEXIFI - The file name in the fileid parameter is invalid.
SFS Exist - File The file name is longer than eight characters or
contains an invalid character.
90420 ERROR DMSEXIST - The file name in the fileid parameter is invalid.
SFS Exist The file name is longer than eight characters or
contains an invalid character.
90420 ERROR DMSFILEC - The file name in the fileid parameter is invalid.
SFS Filecopy The file name is longer than eight characters or
contains an invalid character.
90420 ERROR DMSGRANT - The file name in the fileid parameter is invalid.
SFS Grant The file name is longer than eight characters or
Authority contains an invalid character.
90420 ERROR DMSOPBILK - The file name in the fileid parameter is invalid.
SFS Open Blocks The file name is longer than eight characters or
contains an invalid character.
90420 ERROR DMSOPDIR - The file name in the fileid parameter is invalid.
SFS Open The file name is longer than eight characters or
Directory contains an invalid character.
90420 ERROR DMSOPEN - The file name in the fileid parameter is invalid.
SFS Open The file name is longer than eight characters or
contains an invalid character,
90420 ERROR DMSRELOC - The file name in the fileid parameter is invalid.
SFS Relocate The file name is longer than eight characters or
contains an invalid character.
90420 ERROR DMSRENAM - The file name in the fileid parameter is invalid.
SFS Rename The file name is longer than eight characters or
contains an invalid character.
90420 ERROR DMSREVOK - The file name in the fileid parameter is invalid.
SFS Revoke The file name is longer than eight characters or
Authority contains an invalid character.
90430 ERROR DMSCRALI - The file type is longer than eight characters or
’ SFS Create Alias contains an invalid character.
90430 ERROR DMSCRLOC - The file type in the fileid parameter is invalid. The

SFS Create Lock

file type is longer than eight characters or contains

an invalid character.
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90430 ERROR DMSDELOC - The file type in the fileid parameter is invalid. The
SFS Delete Lock file type is longer than eight characters or contains
an invalid character.
90430 ERROR DMSERASE - The file type in the fileid parameter is invalid. The
SFS Erase file type is longer than eight characters or contains
an invalid character.
90430 ERROR DMSEXIFI - The file type in the fileid parameter is invalid. The
SFS Exist - File file type is longer than eight characters or contains
. an invalid character.
90430 ERROR DMSEXIST - The file type in the fileid parameter is invalid. The
SFS Exist file type is longer than eight characters or contains
an invalid character.
90430 ERROR DMSFILEC - The file type in the fileid parameter is invalid. The
SFES Filecopy file type is longer than eight characters or contains
an invalid character.
90430 ERROR DMSGRANT - The file type in the fileid parameter is invalid. The
SFS Grant file type is longer than eight characters or contains
Authority an invalid character.
90430 ERROR DMSOPBILK - The file type in the fileid parameter is invalid.
SFS Open Blocks The file type is longer than eight characters or
contains an invalid character.
90430 ERROR DMSOPDIR - The file type in the fileid parameter is invalid. The
SFS Open file type is longer than eight characters or contains
Directory an invalid character.
90430 ERROR DMSOPEN - The file type in the fileid parameter is invalid. The
SFS Open file type is longer than eight characters or contains
an invalid character.
90430 ERROR DMSRELOC - The file type in the fileid parameter is invalid. The
SFS Relocate file type is longer than eight characters or contains
an invalid character.
90430 ERROR DMSRENAM - The file type in the fileid parameter is invalid. The
SFS Rename file type is longer than eight characters or contains
an invalid character.
90430 ERROR DMSREVOK - The file type in the fileid parameter is invalid. The
SFS Revoke file type is longer than eight characters or contains
_ Authority an invalid character.
90440 ERROR DMSCRALI - The specified file mode number is invalid. It must
SFS Create Alias be a single-digit numeral between 0 and 6.
90440 ERROR DMSEXIFI - The specified file mode number is invalid. It must
SFS Exist - File be a single-digit numeral between 0 and 6.
90440 ERROR DMSEXIST - The specified file mode number is invalid. It must
SFS Exist be a single-digit numeral between 0 and 6.
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90440 ERROR DMSFILEC - The specified file mode number is invalid. It must
SFS Filecopy be a single-digit numeral between 0 and 6.
90440 ERROR DMSOPBLK - The specified file mode number is invalid. It must
SFS Open Blocks be a single-digit numeral between 0 and 6.
90440 ERROR DMSOPEN - The specified file mode number is invalid. It must
SFS Open be a single-digit numeral between 0 and 6.
90440 ERROR DMSQFMOD - The specified file mode is invalid. It must be an
Query Filemode alphabetic character.
90440 ERROR DMSRENAM - The specified file mode number is invalid. It must
SFS Rename be a single-digit numeral between 0 and 6.
90450 ERROR DMSCRALI - Wildcard characters (* or %) were found in either
SFS Create Alias the file name or file type part
90450 ERROR DMSCRLOC - Wildcard characters (* or %) were found in either
SFS Create Lock the file name or file type part of the fileid
parameter.
90450 ERROR DMSDELOC - Wildcard characters (* or %) were found in either
SFS Delete Lock the file name or file type part of the fileid
parameter.
90450 ERROR DMSERASE - Wildcard characters (* or %) were found in either
SFS Erase the file name or file type part of the fileid
parameter.
90450 ERROR DMSEXIFI - Wildcard characters (* or %) were found in either
SFS Exist - File the file name or file type part of the fileid
parameter.
90450 ERROR DMSEXIST - Wildcard characters (* or %) were found in either
SFS Exist the file name or file type part of the fileid
parameter.
90450 ERROR DMSFILEC - Special characters (* or %) were found in either
SFS Filecopy the file name or file type part of the fileid
parameter.
90450 ERROR DMSGRANT - Wildcard characters (* or %) were found in either
SFS Grant the file name or file type part of the fileid
Authority parameter.
90450 ERROR DMSOPBLK - Wildcard characters (* or %) were found in either
SFS Open Blocks the file name or file type part of the fileid
parameter.
90450 ERROR DMSOPEN - Wildcard characters (* or %) were found in either
SFS Open the file name or file type part of the fileid
parameter.
90450 ERROR DMSRELOC - Wildcard characters (* or %) were found in either

SFS Relocate

the file name or file type part of the fileid
parameter.
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90450 ERROR DMSRENAM - Wildcard characters (* or %) were found in either
SFS Rename the file name or file type.
90450 ERROR DMSREVOK - Wildcard characters (* or %) were found in either
SFS Revoke the file name or file type.
Authority
90460 ERROR DMSCRALI - File pool IDs in source and target directory names
SFS Create Alias are not the same.
90460 ERROR DMSFILEC - File pool IDs in source and target directory are
SFS Filecopy not the same. ‘
90460 ERROR DMSRELOC - File pool IDs in source and target directory names
SFS Relocate are not the same.
90460 ERROR DMSRENAM - File pool IDs in source and target directory names
SFS Rename are not the same.
90470 ERROR DMSOPCAT - Invalid Open Catalog parameter, must be
SFS Open FILESPACE, GROUP, or DIRECTORY.
Catalog
90472 ERROR DMSCLBLK - Invalid requestid specified, must be 0 or 1.
SFS Close Blocks
90472 ERROR DMSCLCAT - Invalid requestid specified, must be 0 or 1.
SFS Close
Catalog
90472 ERROR DMSCRLOC - Invalid request ID specified, must be 0 or 1.
SFS Create Lock
90472 ERROR DMSDELOC - Invalid request ID specified, must be 0 or 1.
SFS Delete Lock
90472 ERROR DMSDISFS - Invalid requestid specified, must be 0 or 1.
SFS Disable File
Space
90472 ERROR DMSDISSG - Invalid requestid specified, must be 0 or 1.
SFS Disable
Storage Group
90472 ERROR DMSENAFS - Invalid requestid specified, must be 0 or 1.
SFS Enable File
Space
90472 ERROR DMSENASG - Invalid requestid specified, must be 0 or 1.
SFS Enable
Storage Group
90472 ERROR DMSOPBLK - Invalid requestid specified, must be 0 or 1.
SFS Open Blocks
90472 ERROR DMSOPCAT - Invalid requestid specified, must be 0 or 1.
SFS Open
Catalog
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90472 ERROR DMSQCONN - Invalid mode specified, must be 0 or I.
SFS Query
Connect

90472 ERROR DMSQLIMA - Invalid requestid specified, must be 0 or 1.
SFS Query Limits

90472 ERROR DMSQLIMU - Invalid mode specified, must be 0 or I.
SFS Query Limits
- Single User

90472 ERROR DMSRDBLK - Invalid requestid specified, must be 0 or 1.
SFS Read Blocks

90472 ERROR DMSRDCAT - Invalid requestid specified, must be 0 or 1.
SFS Read
Catalog

90472 ERROR DMSRELBK - Invalid requestid specified, must be 0 or I.
SFS Release
Blocks

90472 ERROR DMSWRBLK - Invalid requestid specified, must be 0 or 1.

’ SFS Write Blocks

90472 ERROR DMSWRCAT - Invalid requestid specified, must be 0 or 1.
SFS Write
Catalog

90476 ERROR DMSCRALI - Invalid file pool ID specified.
SFS Create Alias

90476 ERROR DMSCRDIR - Invalid file pool ID specified.
SFS Create
Directory

90476 ERROR DMSCRLOC - Invalid file pool ID specified.
SFS Create Lock

90476 ERROR DMSDELOC - Invalid file pool ID specified.
SFS Delete Lock

90476 ERROR DMSDEUSR - Invalid file pool ID specified.
SFS Delete User

90476 ERROR DMSDISFS - Invalid file pool ID specified.
SFS Disable File
Space

90476 ERROR DMSDISSG - Invalid file pool ID specified.
SFS Disable
Storage Group

90476 ERROR DMSENAFS - Invalid file pool ID specified.

SFS Enable Fiie
Space
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90476 ERROR DMSENASG - Invalid file pool ID specified.
SFS Enable
Storage Group

90476 ERROR DMSENUSR - Invalid file pool ID specified.
SFS Enroll User

90476 ERROR DMSERASE - Invalid file pool ID specified.
SFS Erase

90476 ERROR DMSEXIDI - Invalid file pool ID specified.
SFS Exist -
Directory

90476 ERROR DMSEXIFI - Invalid file pool ID specified.
SFS Exist - File

90476 ERROR DMSEXIST - Invalid file pool ID specified.
SFS Exist

90476 ERROR DMSFILEC - Invalid file pool ID specified.
SFS Filecopy

90476 ERROR DMSGRANT - Invalid file pool ID specified.
SFS Grant
Authority

90476 ERROR DMSOPBLK - Invalid file pool ID specified.
SFS Open Blocks

90476 ERROR DMSOPCAT - Invalid file pool ID specified.
SFS Open
Catalog

90476 ERROR DMSOPDIR - Invalid file pool ID specified.
SFS Open
Directory

90476 ERROR DMSOPEN - Invalid file pool ID specified.
SFS Open

90476 ERROR DMSQCONN - Invalid file pool ID specified.
SFS Query
Connect

90476 ERROR DMSQLIMA - Invalid file pool ID specified.
SFS Query Limits

90476 ERROR DMSQLIMU - Invalid file pool ID specified.
SFS Query Limits
- Single User

90476 ERROR DMSRELBK - Invalid file pool ID specified.
SFS Release
Blocks

90476 ERROR DMSRELOC - Invalid file pool ID specified.
SFS Relocate
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90476 ERROR DMSRENAM - Invalid file pool ID specified.
SFS Rename

90476 ERROR DMSREVOK - Invalid file pool ID specified.
SFS Revoke
Authority

90476 ERROR DMSWRACC - Invalid file pool ID specified.
SFS Write
Accounting
Record

90477 ERROR DMSCHECK - Invalid wait option specified, must be WAIT or
SFS Check NOWAIT

90478 ERROR DMSDISSG - Invalid parameter, must be DETACH or
SFS Disable NODETACH.
Storage Group

90479 ERROR DMSCPYBEF - Invalid keyword specified, must be DMSOPCAT
SFS Copy Buffer or DMSCLCAT.

90480 ERROR DMSDISFS - Invalid lock type, must be SHARE or
SFS Disable File EXCLUSIVE.
Space

90480 ERROR DMSDISSG - Invalid lock type, must be SHARE or
SFS Disable EXCLUSIVE.
Storage Group

90482 ERROR DMSCLBLK - Attributes parameter was not specified for a file
SFES Close Blocks opened with intent of NEW, WRITE, or

REPLACE.

90482 ERROR DMSOPBLK - Attributes parameter was not specified for a file

SFS Open Blocks opened with intent of NEW, WRITE, or
REPLACE.

90483 ERROR DMSOPCAT - WRITE option is not valid when opening a
SFS Open catalog for a directory.
Catalog

90484 ERROR DMSOPBILK - Invalid open type. must be READ, WRITE,
SFS Open Blocks REPLACE, or NEW.

90484 ERROR DMSOPCAT - Invalid open type, must be READ or WRITE.
SFS Open
Catalog

90485 ERROR DMSCLCAT - Invalid buffer length specified.
SFS Close
Catalog

90485 ERROR DMSCPYBEF - Invalid buffer length specified.

SFS Copy Buffer
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90485 ERROR DMSOPCAT - Invalid buffer length specified.
SFS Open
Catalog

90485 ERROR DMSQCONN - Invalid length specified for server status
SFS Query parameter.
Connect

90438 ERROR DMSRDBILK - Invalid number of buffers specified.
SFS Read Blocks

90488 ERROR DMSWRBILK - Invalid number of buffers specified.
SFS Write Blocks

90490 ERROR DMSENUSR - Invalid number of file space blocks specified.
SFS Enroll User

90490 ERROR DMSRDBIK - Invalid number of blocks specified.
SFS Read Blocks

90490 ERROR DMSWRBLK - Invalid number of blocks specified.
SFS Write Blocks

90492 ERROR DMSCLBLK - Invalid parameter, must be COMMIT or
SFS Close Blocks NOCOMMIT.

90494 ERROR DMSCLBLK - Invalid date format; must be in the form
SFS Close Blocks YY/MM/DD.

90494 ERROR DMSCLOSE - Invalid date format; must be in the form
SFS Close YY/MM/DD.

90494 ERROR DMSCRDIR - Invalid date format; must be in the form
SFS Create YY/MM/DD.
Directory

90494 ERROR DMSENUSR - Invalid date format; must be in the form
SFS Enroll User YY/MM/DD.

90496 ERROR DMSCLBLK - Non-numeric value in date specification.
SFS Close Blocks

90496 ERROR DMSCLOSE - Non-numeric value in date specification.
SFS Close

90496 ERROR DMSCRDIR - Non-numeric value in date specification.
SFS Create
Directory

90496 ERROR DMSENUSR - Non-numeric value in date specification.
SFS Enroll User

90498 ERROR DMSCLBLK - Invalid time format; must be in the form
SFS Close Blocks HH:MM:SS.

90498 ERROR DMSCLOSE - Invalid time format; must be in the form
SFS Close HH:MM:SS.
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90498 ERROR DMSCRDIR - Invalid time format; must be in the form
SFS Create HH:MM:SS.
Directory
90498 ERROR DMSENUSR - Invalid time format; must be in the form
SFS Enroll User HH:MM:SS.
90499 ERROR DMSCLBLK - Non-numeric value in time specification.
SFS Close Blocks
90499 ERROR DMSCLOSE - Non-numeric value in time specification.
SFS Close
90499 ERROR DMSCRDIR - Non-numeric value in time specification.
SFS Create
Directory
90499 ERROR DMSENUSR - Non-numeric value in time specification.
SFS Enroll User
90500 ERROR DMSCRALI - The specified dirname is invalid.
SES Create Alias
90500 ERROR DMSCRDIR - The specified dirname is invalid.
SFS Create
Directory
90500 ERROR DMSCRLOC - The specified dirname is invalid.
SFS Create Lock
90500 ERROR DMSDELOC - The specified dirname is invalid.
SFS Delete Lock
90500 ERROR DMSERASE - The specified dirname is invalid.
SFS Erase
90500 ERROR DMSEXIDI - The specified dirname is invalid.
SFS Exist -
Directory
90500 ERROR DMSEXIFT - The specified dirname is invalid.
SFS Exist - File
90500 ERROR DMSEXIST - The specified dirname is invalid.
SFS Exist
90500 ERROR DMSFILEC - The specified dirname is invalid.
SES Filecopy
90500 ERROR DMSGRANT - The specified dirname is invalid.
SFS Grant
Authority
90500 ERROR DMSOPBLK - The specified dirname is invalid.
SFS Open Blocks
90500 ERROR DMSOPCAT - The specified dirname is invalid.
SFS Open
Catalog
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90500 ERROR DMSOPDIR - The specified dirname is invalid.
SFS Open
Directory
90500 ERROR DMSOPEN - The specified dirname is invalid.
SFS Open
90500 ERROR DMSRELOC - The specified dirname is invalid.
SFS Relocate
90500 ERROR DMSRENAM - The specified dirname is invalid.
SFS Rename
90500 ERROR DMSREVOK - The specified dirname is invalid.
SFS Revoke
Authority
90505 ERROR DMSCRALI - The specified dirname is of a form that represents
SFS Create Alias a file mode, such as ‘+ A’, and is, therefore, a
dirid but not a dirname. Only dirnames are
allowed on program function calls.
90505 ERROR DMSCRDIR - The specified dirname is of a form that represents
SFS Create a filemode, such as ”+A”, and is therefore a dirid
Directory but not a dirname. Only dirnames are allowed on
program function calls.
90505 ERROR DMSCRLOC - The specified dirname is of a form that represents
SFS Create Lock a file mode, such as ‘+ A’, and is therefore a dirid
but not a dirname. Only dirnames are allowed on
program function calls.
90505 ERROR DMSDELOC - The specified dirname is of a form that represents
SFS Delete Lock a file mode, such as “+ A’, and is therefore a dirid
but not a dirname. Only dirnames are allowed on
program function calls.
90505 ERROR DMSERASE - The specified dirname is of a form that represents
SFS Erase a file mode, such as ”+ A”, and is therefore a dirid
but not a dirname. Only dirnames are allowed on
program function calls.
90505 ERROR DMSEXIDI - The specified dirname is of a form that represents
SFS Exist - a file mode, such as ‘+A’, and is therefore a dirid
Directory but not a dirname. Only dirnames are allowed on
program function calls.
90505 ERROR DMSEXIFTI - The specified dirname is of a form that represents
SFS Exist - File a file mode, such as *+ A’, and is therefore a dirid
but not a dirname. Only dirnames are allowed on
program function calls.
90505 ERROR DMSEXIST - The specified dirname is of a form that represents
SFS Exist a file mode, such as “+ A,” and is therefore a dirid
but not a dirname. Only dirnames are allowed on
program function calls.
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90505 ERROR DMSFILEC - The specified dirname is of a form that represents
SFES Filecopy a file mode, such as “+A,” and is therefore a dirid

but not a dirname. Only dirnames are allowed on
program function calls.

90505 ERROR DMSGRANT - The specified dirname is of a form that represents
SFS Grant a file mode, such as ‘+A’, and is therefore a dirid
Authority but not a dirname. Only dirnames are allowed on
program function calls.
90505 ERROR DMSOPBLK - The specified dirname is of a form that represents

SFS Open Blocks a file mode, such as ‘+ A’, and is therefore a dirid
but not a dirname. Only dirnames are allowed on
program function calls.

90505 ERROR DMSOPCAT - The specified dirname is of a form that represents
SFS Open a file mode, such as ‘+ A’, and is therefore a dirid
Catalog but not a dirname. Only dirnames are allowed on

program function calls.
90505 ERROR DMSOPDIR - The specified dirname is of a form that represents
SES Open a file mode, such as ‘+ A’, and is therefore a dirid
Directory but not a dirname. Only dirnames are allowed on

program function calls.
90505 ERROR DMSOPEN - The specified dirname is of a form that represents
SFS Open a file mode, such as ‘+A’, and is therefore a dirid

but not a dirname. Only dirnames are allowed on
program function calls.

90505 ERROR DMSRELOC - The specified dirname is of a form that represents
SFS Relocate a file mode, such as *+A’, and is therefore a dirid
but not a dirname. Only dirnames are allowed on
program function calls.

90505 ERROR DMSRENAM - The specified dirname is of a form that represents
SFS Rename a file mode, such as *+ A’, and is therefore a dirid
but not a dirname. Only dirnames are allowed on
program function calls.

90505 ERROR DMSREVOK - The specified dirname is of a form that represents
SFS Revoke a file mode, such as ‘+ A’, and is therefore a dirid
Authority but not a dirname. Only dirnames are allowed on

program function calls.

90510 ERROR DMSCRALI - The namedef part of the fileid parameter is longer
SFS Create Alias than 16 characters.

90510 ERROR 7 DMSCRDIR - The namedef parameter is longer than 16
SFS Create characters.
Directory

90510 ERROR DMSCRLOC - The namedef part of the fileid or dirname
SFS Create Lock parameter is longer than 16 characters.

90510 ERROR DMSDELOC - The namedef part of the fileid or dirname
SFS Delete Lock parameter is longer than 16 characters.
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90510 ERROR DMSERASE - The namedef part of the fileid or dirname
SFS Erase parameter is longer than 16 characters.
90510 ERROR DMSEXIDI - The namedef part of the dirname parameter is
SFS Exist - longer than 16 characters.
Directory
90510 ERROR DMSEXIFT - The namedef part of the fileid or dirname
SFS Exist - File parameter is longer than 16 characters.
90510 ERROR DMSEXIST - The namedef part of the fileid or dirname
SFS Exist parameter is longer than 16 characters.
90510 ERROR DMSFILEC - The namedef part of the fileid or dirname
SFS Filecopy parameter is longer than 16 characters.
90510 ERROR DMSGRANT - The namedef part of the fileid or dirname
SFS Grant parameter is longer than 16 characters.
Authority
90510 ERROR DMSOPBLK - The namedef part of the fileid or dirname
SFS Open Blocks parameter is longer than 16 characters.
90510 ERROR DMSOPCAT - The namedef part of the dirname parameter is
SFS Open longer than 16 characters.
Catalog
90510 ERROR DMSOPDIR - The namedef part of the fileid or dirname
SFS Open parameter is longer than 16 characters.
Directory
90510 ERROR DMSOPEN - The namedef part of the fileid or dirname
SFS Open parameter is longer than 16 characters.
90510 ERROR DMSRELOC - The namedef part of the fileid or dirname
SFS Relocate parameter is longer than 16 characters.
90510 ERROR DMSRENAM - The namedef part of the fileid or dirname
SFS Rename parameter is longer than 16 characters.
90510 ERROR DMSREVOK - The namedef part of the fileid or dirname
SFS Revoke parameter is longer than 16 characters.
Authority
90530 ERROR DMSCRALI - The namedef part of the fileid parameter does not
SFS Create Alias exist or was used incorrectly. For example, a
namedef that was created for a dirname was used
where a file name/file type namedef was expected.
90530 ERROR DMSCRDIR - The specified namedef does not exist or was used
SFS Create incorrectly. For example, a namedef that was
Directory created for a file name/file type was used where a
dirname namedef was expected.
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90530 ERROR DMSCRLOC - The namedef part of the fileid or dirname
SFS Create Lock parameter does not exist or was used incorrectly.
For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90530 ERROR DMSDELOC - The namedef part of the fileid or dirname
SFS Delete Lock parameter does not exist or was used incorrectly.
For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90530 ERROR DMSERASE - The namedef part of the fileid or dirname
SFS Erase parameter does not exist or was used incorrectly.
For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90530 ERROR DMSEXIDI - The namedef part of the dirname parameter does
SFS Exist - not exist or was used incorrectly. For example, a
Directory namedef that was created for a dirname was used
where a file name/file type namedef was expected.
90530 ERROR DMSEXIFI - The namedef part of the fileid or dirname
SFS Exist - File parameter does not exist or was used incorrectly.
For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90530 ERROR DMSEXIST - The namedef part of the fileid or dirname
SFS Exist parameter does not exist or was used incorrectly.
: For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90530 ERROR DMSFILEC - The namedef part of the fileid or dirname
SFS Filecopy parameter does not exist or was used incorrectly.
For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90530 ERROR DMSGRANT - The namedef part of the fileid or dirname
SFS Grant parameter does not exist or was used incorrectly.
Authority For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90530 ERROR DMSOPBLK - The namedef part of the fileid or dirname

SFS Open Blocks

parameter does not exist or was used incorrectly.
For example, a namedef that was created for a
dirname was used where a filename/filetype
namedef was expected.
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SFS Relocate

90530 ERROR DMSOPCAT - The namedef part of the dirname parameter does
SFS Open not exist or was used incorrectly. For example, a
Catalog namedef that was created for a filename/filetype
was found where a dirname namdedef was
expected.
90530 ERROR DMSOPDIR - The namedef part of the fileid or dirname
SFS Open parameter does not exist or was used incorrectly.
Directory For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90530 ERROR DMSOPEN - The namedef part of the fileid or dirname
SFS Open parameter does not exist or was used incorrectly.
For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90530 ERROR DMSRELOC - The namedef part of the fileid or dirname

parameter does not exist or was used incorrectly.
For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.

SFS Delete User

90530 ERROR DMSRENAM - The namedef part of the fileid or dirname
SFS Rename parameter does not exist or was used incorrectly.
For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90530 ERROR DMSREVOK - The namedef part of the fileid or dirname
SFS Revoke parameter does not exist or was used incorrectly.
Authority For example, a namedef that was created for a
dirname was used where a file name/file type
namedef was expected.
90540 ERROR DMSCOMM - Specified work unit ID is invalid.
SFS Commit
90540 ERROR DMSCRALI - Specified work unit ID is invalid.
SFS Create Alias
90540 ERROR DMSCRDIR - Specified work unit ID is invalid.
SFS Create
Directory
90540 ERROR DMSCRLOC - Specified work unit ID is invalid.
SFS Create Lock
90540 ERROR DMSDELOC - Specified work unit ID is invalid.
SFS Delete Lock
90540 ERROR DMSDEUSR - Specified work unit ID is invalid.
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90540

ERROR

DMSDISFS -
SFS Disable File
Space

Specified work unit ID is invalid.

90540

ERROR

DMSDISSG -
SFS Disable
Storage Group

Specified work unit ID is invalid.

90540

ERROR

DMSENAFS -
SFS Enable File
Space

Specified work unit ID is invalid.

90540

ERROR

DMSENASG -
SFS Enable
Storage Group

Specified work unit ID is invalid.

90540

ERROR

DMSENUSR -
SFS Enroll User

Specified work unit ID is invalid.

90540

ERROR

DMSERASE -
SFS Erase

Specified work unit ID is invalid.

90540

ERROR

DMSEXIDI -
SFS Exist -
Directory

Specified work unit ID is invalid.

90540

ERROR

DMSEXIFTI -
SFS Exist - File

Specified work unit ID is invalid.

90540

ERROR

DMSEXIST -
SFS Exist

Specified work unit ID is invalid.

90540

ERROR

DMSFILEC -
SFS Filecopy

Specified work unit ID is invalid.

90540

ERROR

DMSGRANT -
SFS Grant
Authority

Specified work unit ID is invalid.

90540

ERROR

DMSOPBLK -
SFS Open Blocks

Specified work unit ID is invalid.

90540

ERROR

DMSOPCAT -
SFS Open
Catalog

Specified work unit ID is invalid.

90540

ERROR

DMSOPDIR -
SFS Open
Directory

Specified work unit ID is invalid.

90540

ERROR

DMSOPEN -
SFS Open

Specified work unit ID is invalid.

90540

ERROR

DMSPUSWU -
Push Default
Workunitid

Specified work unit ID is invalid.
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90540 ERROR DMSQCONN - Specified work unit ID is invalid.
SFS Query
Connect
90540 ERROR DMSQLIMA - A logical unit of work is already in process for the
SFS Query Limits | specified work unit ID.
90540 ERROR DMSQLIMU - Specified work unit ID is invalid.
SFS Query Limits
- Single User
90540 ERROR DMSRELBK - Invalid work unit ID specified.
SFS Release
Blocks
90540 ERROR DMSRELOC - Specified work unit ID is invalid.
SFS Relocate
90540 ERROR DMSRENAM - Specified work unit ID is invalid.
SFS Rename
90540 ERROR DMSREVOK - Specified work unit ID is invalid.
SFS Revoke
Authority
90540 ERROR DMSROLLB - Specified work unit ID is invalid.
SFS Rollback
90540 ERROR DMSWRACC - Specified work unit ID is invalid.
SFS Write
Accounting
Record
90550 ERROR DMSGETWU - Work unit ID counter has wrapped; no more work
Get Workunitid unit IDs are available. You must re-IPL your
virtual machine to reset the counter.
90555 ERROR DMSCHECK - 0 was specified for the request ID, but there are no
SFS Check active asynchronous requests.
90590 ERROR DMSCRALI - There is no default file pool currently defined, and
SFS Create Alias filepoolid was not specified as part of the dirname.
90590 ERROR DMSCRDIR - There is no default file pool currently defined, and
SFS Create file pool ID was not specified as part of the
Directory dirname.
90590 ERROR DMSCRLOC - There is no default file pool currently defined, and
SFS Create Lock filepoolid was not specified as part of the dirname.
90590 ERROR DMSDELOC - There is no default file pool currently defined, and
SFS Delete Lock filepoolid was not specified as part of the dirname.
90590 ERROR DMSERASE - There is no default file pool currently defined, and
SFS Erase filepoolid was not specified as part of the dirname.
90590 ERROR DMSEXIDI - There is no default file pool currently defined, and
SFS Exist - filepoolid was not specified as part of the dirname.
Directory
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90590 ERROR DMSEXIFT - There is no default file pool currently defined, and
SFS Exist - File filepoolid was not specified as part of the dirname.
90590 ERROR DMSEXIST - There is no default file pool currently defined, and
SFS Exist filepoolid was not specified as part of the dirname.
90590 ERROR DMSFILEC - There is no default file pool currently defined, and
SFS Filecopy filepoolid was not specified as part of the dirname.
90590 ERROR DMSGRANT - There is no default file pool currently defined, and
SFS Grant filepoolid was not specified as part of the dirname.
Authority
90590 ERROR DMSOPBLK - There is no default file pool currently defined, and
SFS Open Blocks file pool ID was not specified as part of the
dirname.
90590 ERROR DMSOPDIR - There is no default file pool currently defined, and
SFS Open filepoolid was not specified as part of the dirname.
Directory
90590 ERROR DMSOPEN - There is no default file pool currently defined, and
SFS Open Silepoolid was not specified as part of the dirname.
90590 ERROR DMSRELOC - There is no default file pool currently defined, and
SFS Relocate file pool ID was not specified as part of the
dirname.
90590 ERROR DMSRENAM - There is no default file pool currently defined, and
SFS Renanie filepoolid was not specified as part of the dirname.
90590 ERROR DMSREVOK - There is no default file pool currently defined, and
SFS Revoke filepoolid was not specified as part of the dirname.
Authority
90600 ERROR DMSGETFM - No free file modes available.
Get Filemode
90700 ERROR DMSQFMOD - Minidisk or directory not accessed.
Query Filemode
95100 ERROR Common Reason System error. Invalid request type passed to the
Code SFS file pool server communication adapter. The
SFS communication adapter is the part of CMS in
a user machine that communicates with file pool
server machines.
95200 ERROR Common Reason A fatal communication error occurred during a
Code previous request. Any attempt to communicate
with a file pool server will be rejected until your
virtual machine is re-IPLed.
95300 ERROR Common Reason System error. An invalid link management

Code

function was requested internally by the SFS
communication adapter. The SFS communication
adapter is the part of CMS in a user machine that
communicates with file pool server machines.
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95400 ERROR DMSCRLOC - A logical unit of work is already in process for the
SFS Create Lock specified work unit ID.

95400 ERROR DMSDELOC - A logical unit of work is already in process for the
SFS Delete Lock specified work unit ID. .

95400 ERROR DMSDEUSR - A logical unit of work is already in process for the
SFS Delete User specified work unit ID.

95400 ERROR DMSDISFS - A logical unit of work is already in process for the
SFS Disable File specified work unit ID.
Space

95400 ERROR DMSDISSG - A logical unit of work is already in process for the
SFS Disable specified work unit ID.
Storage Group

95400 ERROR DMSENAFS - A logical unit of work is already in process for the
SFS Enable File specified work unit ID.
Space

95400 ERROR DMSENASG - A logical unit of work is already in process for the
SFS Enable specified work unit ID.
Storage Group

95400 ERROR DMSENUSR - A logical unit of work is already in process for the
SFS Enroll User specified work unit ID.

95400 ERROR DMSRELBK - A logical unit of work is already in process for the
SFS Release specified work unit ID.
Blocks

95400 ERROR DMSRELOC - A logical unit of work is already in process for the
SFES Relocate specified work unit ID.

95400 ERROR DMSWRACC - Logical unit of work already in process for the
SFS Write specified work unit ID.
Accounting
Record

95500 ERROR DMSCRALI - You have made uncommitted changes to another
SFS Create Alias file pool for the specified work unit ID.

95500 ERROR DMSCRDIR - You have made uncommitted changes to another
SFS Create file pool for the specified work unit ID.
Directory

95500 ERROR DMSERASE - You have made uncommitted changes to another
SFS Erase file pool for the specified work unit ID.

95500 ERROR DMSFILEC - You have made uncommitted changes to another
SFS Filecopy file pool for the specified work unit ID.

95500 ERROR DMSGRANT - You have made uncommitted changes to another
SFS Grant file pool for the specified work unit ID.
Authority
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95500 ERROR DMSOPBLK - Intent was NEW, WRITE, or REPLACE, and
SFS Open Blocks you have made uncommitted changes to another

file pool for the specified work unit ID.

95500 ERROR DMSOPCAT - Intent was WRITE, and you have made
SFS Open uncommitted changes to another file pool for the
Catalog specified work unit ID.

95500 ERROR DMSOPEN - Intent was NEW, WRITE, or REPLACE, and
SFS Open you have made uncommitted changes to another

file pool for the specified work unit ID.

95500 ERROR DMSRENAM - You have made uncommitted changes to another
SFS Rename file pool for the specified work unit ID.

95500 ERROR DMSREVOK - You have made uncommitted changes to another
SFS Revoke file pool for the specified work unit ID.
Authority

95600 ERROR DMSCLBLK - You have another file pool object open and
SFS Close Blocks specified “COMMIT.”

95600 ERROR DMSCLCAT - You have another file pool object open for the
SFS Close specified work unit.
Catalog

95600 ERROR DMSCLDIR - COMMIT parameter specified, and you have
SFS Close another file pool object open for the specified
Directory work unit ID.

95600 ERROR DMSCLOSE - You have another file pool object open and
SFS Close specified COMMIT.

95600 ERROR DMSCOMM - You have a file pool object open for the specified
SFS Commit work unit ID.

95600 ERROR DMSCRALI - COMMIT option specified, and you have a file
SFS Create Alias pool object open for the specified work unit ID.

95600 ERROR DMSCRDIR - COMMIT parameter specified, and you have a file
SFS Create pool object open for the specified work unit ID.
Directory

95600 ERROR DMSERASE - COMMIT option specified, and you have a file
SFS Erase pool object open for the specified work unit ID.

95600 ERROR DMSEXIDI - COMMIT parameter specified, and you have a file
SFS Exist - pool object open for the specified work unit ID.
Directory

95600 ERROR DMSEXIFI - COMMIT parameter specified, and you have a file
SFS Exist - File pool object open for the specified work unit ID.

95600 ERROR DMSEXIST - COMMIT parameter specified, and you have a file
SFS Exist pool object open for the specified work unit ID.

95600 ERROR DMSFILEC - COMMIT parameter specified, and you have a file

SFS Filecopy

pool object open for the specified work unit ID.
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95600 ERROR DMSGRANT - COMMIT parameter specified. and you have a file
SFS Grant pool object open for the specified work unit ID.
Authority
95600 ERROR DMSRENAM - COMMIT parameter specified, and you have a file
SFS Rename pool object open for the specified work unit ID.
95600 ERROR DMSREVOK - COMMIT parameter specified, and you have a file
SFS Revoke pool object open for the specified work unit ID.
Authority
95700 ERROR DMSCLBLK - No open file pool object found for the specified
SFS Close Blocks token.
95700 ERROR DMSCLCAT - No open file pool object found for the specified
SFS Close token.
Catalog
95700 ERROR DMSCLDIR - No open directory found for the specified token.
SFS Close
Directory
95700 ERROR DMSCLOSE - Systerr error. No open file found for internal
SFES Close token passed to the SFS communication adapter.
The SFS communication adapter is the part of
CMS in a user machine that communicates with
file pool server machines.
95700 ERROR DMSGETDA - No open directory found for the specified token.
SFS Get
Directory -
Searchall
95700 ERROR DMSGETDD - No open directory found for the specified token.
SFS Get
Directory - Dir
95700 ERROR DMSGETDF - No open directory found for the specified token.
SFS Get
Directory - File
95700 ERROR DMSGETDI - No open directory found for the specified token.
SFS Get '
Directory
95700 ERROR DMSGETDK - No open directory found for the specified token.
SFS Get
Directory - Lock
95700 ERROR DMSGETDL - No open directory found for the specified token.
SFS Get
Directory - Alias
95700 ERROR DMSGETDS - No open directory found for the specified token.
SFS Get
Directory -
Searchauth
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95700 ERROR DMSGETDT - No open directory found for the specified token.
SFS Get
Directory - Auth
95700 ERROR DMSRDBLK - No open file pool object found for the specified
SFS Read Blocks token.
95700 ERROR DMSRDCAT - No open file pool object found for the specified
SFS Read token.
Catalog
95700 ERROR DMSREAD - System error. No open file found for internal
SFS Read token passed to the SFS communication adapter.
The SFS communication adapter is the part of
CMS in a user machine that communicates with
file pool server machines.
95700 ERROR DMSWRBLK - No open file pool object found for the specified
SFS Write Blocks token.
95700 ERROR DMSWRCAT - No open file pool object found for the specified
SFS Write token.
Catalog
95700 ERROR DMSWRITE - System error. No open file found for internal
SFS Write token passed to the SFS communication adapter.
The SFS communication adapter is the part of
CMS in a user machine that communicates with
file pool server machines.
95750 ERROR DMSCLOSE - No open file found for the specified token.
SFS Close
95750 ERROR DMSREAD - No open file found for the specified token.
SFS Read
95750 ERROR DMSWRITE - No open file found for the specified token.
SFS Write
95777 ERROR DMSCLOSE - The ERASE function issued by DMSCLOSE for a
SFS Close filemode number 3 file failed.
95800 ERROR DMSPURWU - System error. Incorrect work unit range passed to
Purge the SFS communication adapter. The SFS
Workunitids communication adapter is the part of CMS in a
user machine that communicates with file pool
server machines.
95900 ERROR DMSPURWU - Logical unit of work in process for an active work
Purge unit ID and FORCE option not specified. No
Workunitids communication paths were severed.
95950 WARNING DMSPURWU - Logical unit of work was in process for an active
Purge work unit ID and FORCE option was specified.
Workunitids Any active work has been rolled back.
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Code
96100 ERROR Common Reason Insufficient virtual storage in the user machine to
Code satisfy a storage request from the Shared File
System.
96100 ERROR DMSQLIMA - Insufficient virtual storage for a get storage
SFS Query Limits | request from a user’s machine.
96100 ERROR DMSQLIMU - Insufficient virtual storage for a get storage
SFS Query Limits | request from a user’s machine.
- Single User
96200 ERROR Common Reason System error in storage management while trying
Code to satisfy a storage request from the Shared File
System.
96200 ERROR DMSQLIMA - Error while trying to acquire virtual storage in a
SFS Query Limits | user’s machine.
96200 ERROR DMSQLIMU - Error while trying to acquire virtual storage in a
SFS Query Limits | user’s machine.
- Single User
96400 ERROR Common Reason System error. Error in APPC/VM IDENTIFY
Code function.
96500 ERROR DMSCLBILK - COMMIT was specified, and there is an
SFS Close Blocks asynchronous request in process for the specified
work unit.
96500 ERROR DMSCLCAT - There is an asynchronous request in process for
SFS Close the specified work unit.
Catalog
96500 ERROR DMSCLDIR - COMMIT parameter specified, and you have an
SFS Close asynchronous request in process for the specified
Directory work unit ID.
96500 ERROR DMSCLOSE - COMMIT was specified, and there is an
SFS Close asynchronous request in process for the specified
work unit.
96500 ERROR DMSCOMM - You have an asynchronous request in process for
SFS Commit the specified work unit ID.
96500 ERROR DMSCRALI - COMMIT option specified, and you have an
SFS Create Alias asynchronous request in process for the specified
work unit ID.
96500 ERROR DMSCRDIR - COMMIT parameter specified, and you have an
SFS Create asynchronous request in process for the specified
Directory work unit ID.
96500 ERROR DMSERASE - COMMIT option specified, and you have an
SFS Erase asynchronous request in process for the specified

work unit ID.
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96500 ERROR DMSEXIDI - COMMIT parameter specified, and you have an
SFS Exist - asynchronous request in process for the specified
Directory work unit ID.
96500 ERROR DMSEXIFI - COMMIT parameter specified, and you have an
SFS Ecxist - File asynchronous request in process for the specified
work unit ID.
96500 ERROR DMSEXIST - COMMIT parameter specified, and you have an
SFS Exist asynchronous request in process for the specified
work unit ID.
96500 ERROR DMSFILEC - COMMIT parameter specified, and you have an
SFS Filecopy asynchronous request in process for the specified
work unit 1D.
96500 ERROR DMSGRANT - COMMIT parameter specified, and you have an
SFS Grant asynchronous request in process for the specified
Authority work unit ID.
96500 ERROR DMSRENAM - COMMIT parameter specified, and you have an
SFS Rename asynchronous request in process for the specified
work unit ID.
96500 ERROR DMSREVOK - COMMIT parameter specified, and you have an
SFS Revoke asynchronous request in process for the specified
Authority work unit ID.
96600 ERROR Common Reason Error from CSL when attempting to call the SFS
Code user accounting exit.
96700 ERROR Common Reason Request issued while a commit is in process for the
Code specified work unit ID.
96800 ERROR DMSCLCAT - One or more files or directories are open for the
‘SFS Close specified work unit ID.
Catalog
97100 ERROR Common Reason Non-zero return code received from CMS/SFS
Code user accounting exit.
97200 ERROR Common Reason System error detected by APPC/VM.
Code
97250 ERROR Common Reason You have attempted to establish more APPC/VM
Code connections than the maximum allowed for your
virtual machine, as determined by the
MAXCONN value in your CP directory.
97280 ERROR Common Reason Your attempt exceeds the number of APPC/VM

Code

connections allowed for the file pool.
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Code

Reason | Severity CSL Routine Description
Code
97400 ERROR Common Reason Sever condition returned from APPC/VM
Code communication request.
If your application receives this reason code
intermittently, but the file pool is still available
and other commands execute successfully, the file
pool server may be improperly configured. Notify
your file pool administrator of this condition.
(Ask him or her to check the USERS start-up
parameter value.)
97480 ERROR Common Reason Communication path severed due to an error
Code detected by a file pool server. This code will
appear only as part of the workunit error
information that is provided when you specify the
wuerror parameter.
97500 ERROR Common Reason Specified file pool is unavailable (no resource
Code identified to APPC/VM for the specified file pool
ID).
97500 ERROR DMSQLIMA - File pool not available or unknown.
SFS Query Limits
97500 ERROR DMSQLIMU - File pool not available or unknown.
SFS Query Limits
- Single User
97600 ERROR Common Reason A function other than DMSCHECK was invoked
Code while an outstanding asynchronous request was in
process for the specified file pool ID and work
unit ID.
97700 ERROR Common Reason A DMSCHECK request was passed to the SFS
Code communication adapter when no asynchronous
request was in process for the specified file pool
ID and work unit ID. The SFS communication
adapter is the part of CMS in a user machine that
communicates with file pool server machines.
97800 ERROR Common Reason For a DMSCHECK request passed to the SFS

communication adapter, the request type did not
match the request type of the outstanding
asynchronous request. The SFS communication
adapter is the part of CMS in a user machine that
communicates with file pool server machines.
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CP Abend Codes

System Operator Action
When an abend occurs, the system operator must follow several steps:

—

. Collect information about the error.

2

Collect information about the system status.

3. Recover from the abend so processing can continue.

Collecting Information
Unless the operator has issued the SET DUMP command and changed the default
(which he generally should not do), the system is set for SET DUMP AUTO CP.
When an abend occurs, the dump will be written on disk as a spool file. This spool
file is automatically spooled to the virtual reader of the operator who was designated
at system generation time to receive all dumps. This operator should then IPL CMS
and issue the IPCSDUMP command (see the VM/SP Operator’s Guide). This moves

the dump to the operator's A-disk so that it can be processed by the following
VM/SP IPCS commands:

¢ [PCSPRT to print a copy of the dump.
e IPCSSCAN to display view the dump.

This procedure should be followed for every abend.

For problem determination, the operator should save and submit:
1. The formatted dump.
2. The console sheet, as far back as the last IPL of the system.

3. The output of any moenitor program running at the time.

If an APAR (authorized program analysis report) is to be submitted, the
documentation provided with it should include, in addition to the above, a load map
showing applied updates and resolved locations. You can obtain as many copies of
the load map as you need if, at system generation time, you respond “RDR” to the
prompting message:

ROUTE LOAD MAP TO PRINTER OR READER? --

RESPOND (RDR|PRT)

This sends to your virtual reader a copy of the load map, which can be read in as a
CMS file named, for example, LOAD MAP.

To take a dump to tape and send the dump to another location (for example, when
submitting an APAR by mail), use the following procedure:

1. Allow the dump to be written to a spool file by issuing
SET DUMP CP

2. Format this spool file and write it onto a CMS disk by issuing
IPCSDUMP

3. Write this disk file on tape by issuing the CMS command
TAPE DUMP
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You can then send this tape to another location, where the file can be recreated
on disk using the TAPE LOAD command.

Recovering from the Abend
The system usually reloads itself (self-IPL). If it does not, you must attempt to
warm start the system. You may get errors from which you can recover; if so,
correct the cause of the error and try again to warm start. If unrecoverable errors
occur, clear storage and try to checkpoint (CKPT) start. If this fails, try to force
start. If this also fails, as a last resort you must cold start the system.

System Programmer Action
Table 10 on page 83 describes the reasons for each of the CP abend codes and
discusses what the system programmer should do to locate and correct the error that
caused the abend.
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Abend

Code Reason for Abend Action

API001 The global system lock or the system Check DMKLOKSY. If the attached
operator's VMBLOK lock could not be processor owns the system lock, check R12
obtained by the main processor during value in DMKLOKSY +4 to determine who
IPL. obtained the lock. If the global system lock is

held by the main processor, check the system
operator's VMBLOK to see if the VMBLOK
is locked by the attached processor. If so,
VMLOCKER contains the base address of
the obtainer of the lock and can be used to
determine why the lock was obtained.

APS001 The LPRTBLOK chain ended before Verify the Print Driver Machine is
finding the LPRTBLOK with the operational. Check that the LPRTBLOK
matching IUCV pathid. chain has not been altered.

ATS001 DMKATS was called to make a shared The SHRTABLE may have been overlaid or
named system unshared. However, the the shared page that was changed was altered
SHRTABLE associated with the shared by another virtual machine. If the
page that was changed could not be SHRTABLE was not overlaid, find out which
located. virtual machine altered the shared page and

why it was not detected.

ATS002 A shared page was changed and the A shared page was altered by another virtual
corresponding VMABLOK could not machine without being detected. Investigate
be found. the system routines that could allow an

undetected alteration of a shared page.

ATS003 During the unshare of a user from a The SHRTABLE, SAVEWRK?2 and
shared named system, DMKSNTBL SAVEWRK3 area of DMKATSs save area
was brought back in to reconstruct the (R13 contains address of save area) or
SWPTABLE of the violator. The DMKSNTBL (R4 contains its address) have
named system could not be found in been altered. Investigate the routine that
DMKSNTBL. would allow alteration.

ATS004 During the unshare of a user from a The system name table entry (R4 contains its
shared named system, the system address), the SYSOWN list or the
volume containing the named system RDEVBLOKSs have been altered. Investigate
could not be found. the routine that would allow alteration.

ATS005 During the unshare of a user from a The CORTABLE. SHRTABLE,
shared named system, a shared PAGTABLE, or ACCRETBL have been
CORTABLE entry (R7 contains its altered. Investigate the routine that would
address) was found with the I/O lock allow alteration.
bit on.

ATS006 The resident page count in the Inspect modules that update VMPAGES for

VMBLOK (VMPAGES) does not
match the number of CORTABLE
entries.

the virtual machine. Check the routine to
determine why it is inconsistent with the
number of CORTABLE entries assigned to
this virtual machine.
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and the CPEXBLOK for the waiting
task cannot be found on the
VRRCPEX queue.

Abend

Code Reason for Abend Action

BLD001 R8 should contain a pointer to the Verify that R8 points to an RDEVBLOK for
RDEVBLOK for the user's terminal. a terminal. If it does not, there is probably
DMKBLDVM attempts to create and an error in the calling program. Identify the
partially initialize a VMBLOK for a calling routine by means of the return address
user. DMKBLDVM abnormally and the base register in the save area pointed
terminates if R8 does not contain a to by R13. Then, attempt to identify the
pointer to the user. source of the incorrect RDEVBLOK address.

BLD002 Pages are being released but the page Examine the dump and determine why the
invalid bit is not on in the page table page was released without the page invalid bit
entry. turned on.

BLD003 A request was made to build a page R13 points to a save area. SAVERI13
table for more than 16 pages. contains the base address of the module

issuing the request. SAVERI contains the

beginning and ending address range of the

page table being built. Examine the calling
| module to determine why R1 is invalid.

BLD004 The routine calling BLD has not cleared | Examine R6 to ensure that it contains the
all the segment table activity before address of a segment table entry. If it
calling BLD. contains the address of a segment table entry,

R13 contains the address of the module
calling BLD. Examine this module to
determine why this segment table entry has
not been cleared.

BLD005 An attempt is being made to release a Examine R6 to ensure that it contains the
segment whose page table has been address of a segment table entry. If it
migrated. contains the address of a segment table entry,

R13 contains the address of a save area.
SAVERI2 contains the base address of the
module calling BLD. Examine this module to
determine why the page table was migrated or
why the migration bit was not reset.

CFGO10 DMKCFGCL was called to perform an Identify the caller by the return address and - -
unsupported function. Supported base register in the save area pointed to by

. values are: R13 to identify the source of the unsupported
e X'01' LOAD SYS function request.
¢ X'02' FIND SYS
¢ X'04' PURGE SYS
CFRO001 An 1/O task is waiting for a RELEASE Examine the dump and determine why the

virtual device block is marked as waiting for
access to the device but CPEXBLOK does not
exist on the VRRCPEX. Queue to resume the
task. "
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Abend

Code Reason for Abend Action

CFR002 DMKSCNVU was unable to locate all Determine whether the unit address in register

~of the virtual I/O control blocks for the | is valid for the user. R11 contains the
virtual unit address. address of the user's VMBLOK. If invalid,
the user's virtual I/O configuration has been
altered because of the abend. Examine the
dump to determine how it was altered.

CKS001 The map for a dynamic checkpoint was The map should be allocated via a call to
not allocated prior to a call to entry points DMKCKSIN or DMKCKVWM
DMKCKSPL. from DMKWRM. Check DMKWRM for

called entry points and that they do allocate a
map.

CKS002 The spool file identification in the map DMKCKVWM or DMKCKSIN did not set
and in the checkpoint area do not up the map properly, a call to DMKCKSPL
match. caused the mismatch, or the SFBLOK was

released but the map was not updated.

CKS003 No function was specified in the call to Check SAVERTN in the save area pointed to
DMKCKSPL. by R13. This indicates which routine called

DMKCKSPL with insufficient data.

CKV001 The map for dynamic checkpoint was The map should not be allocated before
previously allocated prior to a call to DMKCKVWM was called. Map pointer field
DMKCKVWM. is probably being overlaid.

CKV004 A spool file to be deleted cannot be The SFBLOK for the file should have been
found on the system printer, punch, or queued previously on by DMKCKVWM
reader file chains. when performing a CKPT start. Check for an

~error in this logic.

CLKO003 The system TOD clock is not Examine the CPABEND code in each
operational on the main processor or processor's PSA to determine the unit
attached processor. The wait state can receiving the clock error. Call IBM for
only be received when it is configured hardware support to fix the clock.
with an attached processor.

CPI1002 A valid system"directory file could not Display the volume labels for all owned

be located. You may have reallocated
the volume containing the directory, but
did not reinitialize the directory.

volumes. If the volumes do not contain an
active directory pointer, run DMKDIR (the
standalone directory program) to recreate the
system directory on an owned volume. If an
active directory pointer is present in at least
one volume label, verify that the device is
online and ready before trying to IPL the
system. Verify that a valid allocation record
is present on the volume containing the
directory.
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determine the device address in cuu
format from real device block address
in R6, R7, and RS.

Abend

Code Reason for Abend Action

CPI005 A valid CP message repository could Check the load map. If DMKMES is
not be found during system missing, rebuild the system and ensure that
initialization. DMKMES is included in the nucleus when

you build the system. If DMKMES is found,
then the contents of the text deck may be
invalid. A valid message repository contains
the identifier "MSGREP' in the first six bytes
of the text deck. Obtain a valid message
repository and rebuild the system.

CPJ001 The system TOD clock is not Call IBM for hardware support to fix the
operational. clock.

CPO003 DMKACRO returned a nonzero Examine the storage dump. From the list of
condition code to DMKCPO. A system-owned devices located by
VARY OFFLINE PROCESSOR DMKSYSOW, find the online path
command was issued in MP mode; prior | information for these devices. The online
to accepting the VARY OFFLINE path information in REDEVPTHS may be
command as valid, DMKCPO verified overlaid.
that online paths would still exist to all
mounted system-owned devices.

Between that time and the call to
DMKACRCO, the configuration has
changed and a path has been lost. The
system cannot continue operation if
there are not paths to all system-owned
devices.

CPP001 The user page count in the VMBLOK Examine the storage dump. The VMBLOK
was incorrectly decreased to less than has probably been overlaid.
zero.

CPP002 During the VARY processor offline Examine the storage dump. The SHRTABLE
function, DMKSNTBL was brought or DMKSNTBL has probably been overlaid.
back in to reconstruct the attached
processor's SWPTABLE for shared
pages. The named system could not be
found in DMKSNTBL.

CPV001 The resident page count in the Inspect modules that update VMPAGES for
VMBLOK (VMPAGES) is reduced to a | the virtual machine. Check the routine to
negative value. determine why it is inconsistent with the

number of CORTABLE entries assigned to
this virtual machine.

CQP001 DMSCNRA was called and unable to Examine the storage dump. DMKSNRA

returns an error if it cannot find the address
of the real control unit block from the real
device block. The control unit block address
in register 7 probably invalid.
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Abend

Code Reason for Abend Action

CQQ001 DMSCNRA was called and unable to Examine the storage dump. DMKSNRA
determine the device address in cuu returns an error if it cannot find the address
format from real device block address of the real control unit block from the real
in R6, R7, and R8. device block. The control unit block address

in register 7 is probably invalid.

CQU001 During QUERY TERMINAL Examine the storage dump. The VMBLOK
command processing, VCONBRK in has probably been overlaid.
the user’'s VMBLOK did not contain a
valid terminal break key value.

CVT001 The system TOD clock is in error or is Call IBM for hardware support to fix the
not operational. clock.

DRD001 The device code index in the Verify that the contents and order of the

DRE00! compressed DASD address for the owned list have not been altered since the
system dump file points to an dump was taken. If these fields have not been
RDEVBLOK for an invalid DASD. altered, the SFBLOK for the dump file may
The valid DASDs are 2305, 2314/2319, | have been destroyed. The owned list is
3330, 3340, 3350, 3375, and 3380. specified by the SYSOWN macro in

DMKSYS.

DSP001 During I/O interruption, unstack, and The integrity of the user's virtual I/O
reflection, DMKSCNVU could not configuration has probably been violated.
locate all of the virtual control blocks The unit addresses or indexes in the virtual
for the interrupting unit. control blocks are in error, or the virtual

configuration has been altered by
ATTACH/DETACH while I/O was in
progress. Check for a device reset failure in
DMKCFQRD.

DSP002 The dispatcher (DMKDSP) is Most likely, a free storage violation has
attempting to dispatch a virtual relocate | occurred. First look at the DMKPRYV and
user whose shadow segment tables or DMKVAT modules. Examine the real,
virtual extended control register 0 are virtual, and shadow translation tables for
invalid. consistency of entry size and format. Also

compare page and segment size.

DSP003 The interval timer was not incremented Check the timer fields in real storage. The

properly. This is most likely a
hardware error. The dispatcher tests
for interval timer errors and abnormally
terminates if such an error occurs.
Results would be unpredictable if CP
continued when the interval timer was
in error.

value of the real interval timer is at real
storage location X'50'. The dispatcher loads
the value of the real interval timer in real
storage location X'54' when a user is
dispatched. The value of the real interval
timer is loaded into real storage location
X'4C' when an interrupt occurs. If the value
stored at X'4C" is not less than the value
stored at X'54', the dispatcher abnormally
terminates. Check the routines that control
the value of the time fields at X'4C"', X'50°,
and X'54".
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and the global system lock is not held.

Abend

Code Reason for Abend Action

DSP004 While tracing SIOs or I/O interrupts, Examine the operator’s console sheet and the
the virtual device was detached. Now, user’s terminal sheet to see who detached the
the VDEVBLOK cannot be found. device. Warn the person responsible that

devices should not be detached during I/O
tracing.

DSP005 During extend, a block is found to be R1 contains the VMBLOK address at the
unstacked, but the lock for the time of the abend. Check VMLOCK to see if
associated VMBLOK is not available, the VMBLOK is locked by the other
or count of priority CPEXBLOKSs in a processor. If this is the case, VMLOCKER
VMBLOK is less than 0, but no priority | gives the base address of the obtainer of the
CPEXBLOK is found for the virtual lock and can be used to determine why the
machine, or during post-extend lock was not released. If the VMBLOK is not
processing, either the expected locked by the other processor, check
processor-related priority CPEXBLOK VMPRRCT, (the count of priority
is not found or the lock for the CPEXBLOKSs). If this is nonzero but there
associated VMBLOK is not available. are no priority CPEXBLOKSs on the

dispatcher's stack, this field has probably
been overlaid and other methods must be used
to determine the cause of the overlay.

DSP006 DMKDSPRU, the run-user entry to the | Use the trace table to help determine the
dispatcher was entered when the system caller of DMKDSPRU.
was not in attached processor mode.

DTS001 The CPTRAP facility has fielded an Search the internal CP trace table for the last
SVC 28 interrrupt from a location that SVC code X'1C" to find the location of the
does not correspond to the SVC that caused the abend. If the SVC call
TRPRADDR field in any of the defined | came from a location where a trap of type
TRPBLOKSs. DATA is located, then there is something

wrong with the TRPBLOK chain. If not,
then there was an error in storage in the SVC
location.

EXTO001 A serial signal request has been received | In the PSA of the abending processor, the

work/save area SIGSAVE contains the return
address of the caller of DMKEXTSP; this
address is at offset X'8' into SIGSAVE. At
offset 0 into SIGSAVE is the base address of
the caller.
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Abend

Code Reason for Abend Action

EXT004 A CPU timer interrupt occurred either Check CPSTATUS in the PSA to determine
while the system was in a wait state or whether the interruption occurred while in a
when an enable window was opened. wait state or during an enable window. If the

interruption occurred while in a wait state
(CPWAIT on in CPSTATUS), the timer value
at the time of the interruption is stored in the
PSA's WAITEND. If the interrupt occurred
during an enable window (CPEX on in
CPSTATUS), the timer value is stored in the
first two words of PSA's TEMPSAVE. If the
timer value is negative, it is probably a
programming error. Try to determine why
the timer was set to a negative value. If the
timer value is positive, obtain hardware
support to determine why the interrupt
occurred.

FREO006 A module is requesting a block of Using FREER14 and FREERI12 in the PSA,
storage whose size (contained in RO) is identify the module. Check for an error in
less than or equal to zero. calculating the block size. Improper use of

the instructions ICM and STCM can cause
truncation of high order bits that result in a
calculation error.

FREO10 A program is attempting to extend free If the storage requests that caused the abend
storage while storage is being extended. are due to channel activity, place the device
This can be caused by I/O interruptions involved on channel 0, which is disabled
or channel programs involving channels during free storage extension.
other than channel 0.

FREO12 An extend was entered while extending. The system workload requires more free
The free storage extend buffer is storage than is available. Either: (1)
unavailable. Reassemble DMKSYS with a larger value for

FREE in the SYSCOR statement and reinstall
the CP nucleus, (2) Restrict the number of
users on the system, or (3) Add more real
storage.

FREO014 DMKFRE must defer satisfying a free Examine the internal trace table and storage
storage request when it is necessary to dump to determine why the free storage
call DMKPRTFR and the global extend buffer was not previously replenished.
supervisor lock cannot be obtained.

The free storage extend buffer reserved
for this purpose is not available.
FRT001 The size of the block being returned Using FREER14 and FREERI2 in the PSA,

(via RO} is less than or equal to 0.

identify the CP module releasing the storage.
Check for an error in calculating the size of
the block or for a modification to the stored
block size for variable-size blocks.
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FRT002 The address of the free storage block
being returned matches the address of a
block already in the free storage chain.

Identify the CP module returning the storage
by means of the return address and base
registers (FREER14 and FREERI?2 in the
PSA). The most common cause of this type
of failure is a module that returns a free
storage block but fails to clear a pointer to
the block that has been saved elsewhere. All
modules that return blocks via a call to
DMKFRET should first verify that the saved
pointer is nonzero; after returning the block,
any saved pointers should be set to zero.

FRT003 The address of the free storage block
being returned overlaps the next lower
block on the free storage chain.

A free storage pointer may have been
destroyed. Also, the module releasing the
lower (overlapped) block may have returned
too much storage. Examine the lower block
and determine its use and former owner, or
identify the CP module returning the storage
by means of the return address and base
registers (FREER14 and FREER12 in the
PSA). The most common cause of this type
of failure is a module that returns a free
storage block but fails to clear a pointer to
the block that has been saved elsewhere. All
modules that return blocks via a call to
DMKFRET should first verify that the saved
pointer is nonzero; after returning the block,
any saved pointers should be set to zero.

FRTO004 The address of the free storage block
being returned overlaps the next higher
block on the free storage chain.

A free storage pointer may have been
destroyed. Also, the module releasing the
higher (overlapped) block may have returned
too much storage, or the module may be
attempting to release storage at the wrong
address.

FRTO005 A module is attempting to release
storage in the resident system nucleus.

A module is probably attempting to release
location 0. Check for the module picking up
a pointer to the free storage block without
first testing the pointer for 0. Use FREER14
and FREERI2 in the PSA to identify the
module.

FRT007 A module is attempting to release a
block of storage whose address exceeds
the size of real storage.

A free storage pointer may have been
destroyed. Attempt to identify the owners of
the free storage blocks adjacent to the one
containing the pointer that was destroyed.
Check for moves and translation where initial
counts of zero have been decremented to
minus 1, thus generating an executed length
code of X'FF', or an effective length of 256
bytes.
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FRTO008 The address of the free storage block Identify the CP module returning the storage
being returned matches the address of by means of the return address and stored
the first block in the subpool for that base registers (FREER14 and FREERI12 in
size. the free storage save area in the PSA).

FRTO009 The address of the free storage block The common cause of this type of failure is a
being returned matches the second module that returns a free storage block but
block in the subpool for that size. fails to clear a pointer to the block that has

been saved elsewhere. All modules that return
blocks via a call to DMKFRET should first

. verify that the saved pointer is nonzero; after
returning the block, any saved pointers should
be set to zero.

FRTOI11 A CP module has attempted to return a Identify the program returning the storage by
block of storage that is in the user means of the return address and stored base
dynamic paging area. registers (FREER14 and FREER12 in the

PSA). The common cause of this type of
failure is a module that returns a free storage
block but fails to clear a pointer to the block
that has been saved elsewhere. All modules
that return blocks via a call to DMKFRET
should first verify that the saved pointer is
nonzero; after returning the block, any saved
pointers should be set to zero.

FRTO013 The CP FRET Trap has detected that a Identify the module returning the storage by

module is attempting to release storage
and the trap extension area cannot be
located.

means of the return address and base registers
(FREER14 and FREERI2 in the PSA). The
size to return in FREERO or the free storage
pointer in FREER1 may have been destroyed.
Also, the extension may have been overlaid by
the use of more storage than was given. This
may also be an illegal attempt to return only
a portion of the original storage obtained.
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FRTO15

The CP FRET Trap has detected that a
module is attempting to release storage
and the size in FREERO does not
match the size found in the trap
extension area.

Identify the module returning the storage by
means of the return.address and base registers
(FREE14 and FREERI2 in the PSA). If the
system running is UP generated or AP/MP
generated but not running, examine the
extension to the storage at FREERI + the
value of FREERO in bytes. Consult
“Trapping Improper Use of CP Free Storage”
in the VM Diagnosis Guide for problem
determination information in the extension.
The value in FREERLI is in error. Examine
the trace table for entries for storage requests
by the same VMBLOK that have not been
returned. Examine the code for destruction of
the free storage pointer in FREERI.

If the system running is AP/MP, the abend
could have been caused by an illegal attempt
to return only a portion of the original
storage obtained. Examine storage for the
ALLO tag at FREER1 + the value of
FREERO in bytes. If the tag is found,
examine the problem determination
information in the rest of the extension. The
free storage pointer in FREERI could be
incorrect or the abend could have been caused
by an illegal attempt to return the back
portion of the storage. If the ALLO tag is
not found at FREER1 + FREERO, examine
the trap extension area at FREER1 + the
value of FREERO in bytes + X‘CO’ bytes.
The free storage pointer in FREERI could be
incorrect or the abend could have been caused
by an illegal attempt to return the front
portion of the storage.

FRTO16

The CP FRET Trap has detected that a
module is attempting to release storage
that contains the FRET tag in the trap
extension area.

Identify the module returning the storage, by
means of the return address and base registers
(FREER14 and FREERI12 in the PSA).
Examine the extension to the storage at
FREERI1 + the value of FREERO in bytes.
Consult “Trapping Improper Use of CP Free
Storage” in the VM Diagnosis Guide for the
problem determination information in the
extension area. The most common causes for
this type of failure are: the storage may have
been previously returned, or the free storage
pointer in FREERI may have been destroyed.

92 VM/SP System Messages and Codes




CP Abend Codes

Table 10 (Page 11 of 26). CP Abend Codes

Abend

Code Reason for Abend Action

GRCO001 DMKGRCUP was called to generate The registers at entry to DMKGRCUP are
the order required to update the 3270 saved in BALRSAVE,; the calling module can
screen, but the CONTASK supplied be identified from BALRI14, the input
was too small for the data stream CONTASK address is in BALR6 and the
required. input parameters in BALR?2 define the type of

screen updating to be done. See the
GRTBLOK macro for definitions of these
parameters and of the screen orders that are
used.

HPS001 A routine process was called to a device | Check the trace for activity to the device.
that was not a logical device.

HVDO001 The user pointed to by R11 issued a The RDEVBLOK for the SYSRES device was
DIAGNOSE instruction while probably destroyed, or a volume with the
attempting to format the I/O error, same serial number as the SYSRES volume
channel check, or machine check was mounted. If a volume with the same
recording areas; the SYSRES device is serial number was mounted, check the
unrecognizable. ATTACH processing in the DMKVDB

routine.

HVEQ001 The user pointed to by R11 issued a The RDEVBLOK for the SYSRES device was
DIAGNOSE instruction while probably destroyed, or a volume with the
attempting to format the I/O error, same serial number as the SYSRES volume
channel check, or machine check was mounted. If a volume with the same
recording areas; the SYSRES device is serial number was mounted, check the
unrecognizable. ATTACH processing in the DMKVDB

routine.

HVG001 The system was built incorrectly and Check the load map for missing modules.
modules are missing from the load Update the load list and rebuild the system.
deck.

10Q003 DMKIOQ is attempting to remove an Register 2 points to the RCHBLOK,
IOBLOK from a queue, but that RCUBLOK, or RDEVBLOK from whose
IOBLOK contains an invalid address. queue the IOBLOK is being removed.

Register 10 points to the [IOBLOK. Use the
CP internal trace table to determine which
module called DMKIOS twice to start the
same JOBLOK.

10Q005 DMKIOQ was called to find a channel Examine the [OBLOK to determine its
path for an IOBLOK dequeued from second-level interrupt handler (IOBIRA).
the control unit. If the I/O request was should make it possible to determine which
for a fixed path and I0Q was not module was responsible for initializing fields
entered on the requested processor path, | in the IOBLOK before the original call to
I0Q must go to the requested 10S. IOBRADD or IOBPROC may have
processor's channel index table to been set up incorrectly, or the IOBLOK may
calculate the address of the requested have been overlaid.

RCHBLOK. The abend occurs when
the index value for the requested
channel is invalid (X‘FFFF’).
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10Q006 DMKIOS was called to perform I/O to Examine the trace table and storage dump to
a device that is logically online, but for determine what routine has incorrectly altered
which there is not available path online. | either RDEVDISA or RDEVPTHS.

That is, the online path status in
RDEVPTHS does not match the status
indicated by RDEVDISA.

10Q007 In attempting to start an I/O request, Examine the trace table to determine the
I0Q must remove all alternate path sequence of events that led to two IOBs being
IOBs that exist on paths to the device passed to IOS and then having both IOBs
except the one that is about to be occur on the same request chain.
started. In scanning the chain of these
IOBs, two were not marked as
mini-IOB, indicating two real requests
for the same I/O.

10S001 The caller is trying to reset an active The IOBLOK may have been returned (via
IOBLOK from the RCHBLOK queue, DMKFRET) or destroyed. Verify that the
but that IOBLOK contains an invalid IOBLOK was valid and use the IOBLOK and
address. RDEVBLOK to determine the last operation.

108002 DMKIOS is attempting to restart an The IOBLOK may have been returned (via
IOBLOK from the RCHBLOK queue, DMKFRET) or destroyed. Verify that the
but that IOBLOK contains an invalid IOBLOK was valid and use the IOBLOK and
address. RDEVBLOK to determine the last operation.

108004 DMKIOSHA was called to halt I/O Examine the trace table in the storage dump
associated with an IOBLOK pointed to and determine what routine built and called
by register 10. However, register 10 DMKIOSHA with IOBLOK marked as a
points to an IOBLOK that is marked as | mini-IOB. That routine is in error.

a mini-IOB. A mini-IOB is not allowed
to exist outside the control of
DMKIOS.

108005 DMKIOS was called to do a fixed path Examine the trace table and determine who
I/O request and one of the following called IOS to request fixed path I/O. Either
occurred: an incorrect call was made to DMKIOS, RS8

I. The RDEVBLOK located by using | 9 I‘:°;g;’;“;‘° the °.°”‘:1°t re;“ ‘Iiflv(i)ce block,
the cuu address in IOBRADD is O ey atis pointec to by 1D was
not equal to the RDEVBLOK )
pointed to by R8 at entry point
DMKIOS.

2. In an MP environment, the real
channel block requested for the
fixed path could not be located.

105009 A Start I/O is attempted for a sense Examine the dump to determine why there is
CCW after a short busy sequence from no IOERBLOK address in IOBIOER.

a 3270. This causes the IOBLOK to be
queued. The IOBSNSIO is on and
there is no IOERBLOK address in
IOBIOER.
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105010 In attempting to restart pending I/O Examine the CP trace table to find upon
requests after an I/O interrupt has made | which channel, control unit, and device path
an I/O unit available, DMKIOS finds the I/O interrupt occurred. Examine
that the current RCHBLOK does not DMKIOT and DMKIOS logic to see why
belong to the current processor. DMKIOS is trying to restart I/O on a

different channel. If the trace table shows
that DMKIOS received control as a result of
a call, examine DMKIOS logic to see how its
internal indicators were changed to show
entry due to an I/O interruption.

TUA001 A program check occurred on the last Locate the last IUCV instruction from the
system-initiated IUCV function. trace table and determine the type of IUCV

function requested. Determine what ITUCV
exceptions are generated by that [UCV
function (see the VM/SP System Facilities for
Programming manual).

TUCo001 The path of the target communicator Locate the path description for the specified
contained inconsistent or conflicting path ID. Then locate the corresponding path
status flags. ID for the target communicator and

determine why the entry has been marked
invalid.

1UCo02 A pending connection for the path Locate the path ID that was specified to
specified could not be found on the determine why no corresponding entry can be
pending connection chain. found on the pending connection chain.

IUEO001 On a Receive, IUCV has located a Locate the message block with the specified
message block on the queue with the message ID and determine the path ID that it
specified message ID. The path ID in contains. Search the path description segment
the message block is invalid (as returned | for the corresponding path description and
from DMKIUAPD). determine why the entry has been marked

invalid.

1UGO001 On a Reject, IUCV has located a Same as IUEOO1.
message block on the queue with the
specified message ID. The path ID in
the message block is invalid (as returned
from DMKIUAPD).

1UG002 No room was found for a new path in Compare the number of current connections
the CCT. When the CCT was built (by with the number of connections from the
the Declare Buffer function), enough directory. One possible reason for this error
room was allocated for all possible is if the directory is modified dynamically and
connections. the connection limit for a user is increased,

the space that was allocated for CCT is no
longer large enough.

1UJ001 The path of the target communicator Locate the path description for the specified

contained inconsistent or conflicting
status flags.

path ID. Then locate the corresponding path
ID for the target communicator and
determine why the entry has been marked
invalid.
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Abend
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10UJ002 A pending connection for the path Locate the path ID that was specified to
specified could not be found on the determine why no corresponding entry can be
pending connection chain. found on the pending connection chain.

1UJ003 Anu error was encountered on a [UCV Locate the message block that was to be
Reject for a message that is supposed to | rejected or purged and determine on which
be valid but was not found on the queue it should be located. Search the
message queues. message queue to determine why it could not

be located.

1UJ004 An error was encountered on a JUCV Locate the message block that was to be
Purge for a message that is supposed to rejected or purged and determine on which
be valid but was not found on the queue it should be located. Search the
message queues. message queue to determine why it could not

be located.

TULO001 On a Test Completion, IUCV has Locate the message block with the specified
located a message block on the queue message ID and determine the path ID that it
with the specified message ID. The contains. Search the path description segment
path ID in the message block is invalid for the corresponding path description and
(as returned from DMKIUAPD). determine why the entry has been marked

invalid.

IUP0OO1 The path of the target communicator Locate the path description for the specified
contained inconsistent or conflicting path ID. Then locate the corresponding path
status flags. ID for the target communicator and

determine why the entry has been marked
invalid.

LOKO001 An OBTAIN request has been made for | R1 contains the lockword address at the time
a lock that is held by the requesting of the abend. In the PSA of the abending
processor. processor, the save area LOKSAVE contains

the return address of the caller at offset X'38'
and the entry point address into DMKLOK
at offset X'3C'.

LOK003 A RELEASE has been issued for a lock Use the supervisor old PSW in the PSA of the
that is not owned by the requesting abending processor to identify the module
processor. DMKIOK does not get where the error occurred. R1 contains either
control for a RELEASE request. the lockword address (in the case of a global

lock) or the address of the VMBLOK (in the
case of a VMBLOK lock) at the time of the
abend.

MCT001 Automatic Processor Recovery Check DMKLOKSY to determine if the

system lockword has been overlaid. If the
attached processor owns the lock, check the
R12 value in DMKLOKSY +4 to determine
who obtained the lock. The system should
not be in automatic processor recovery if the
attached processor was in supervisor state.
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MHCO001 A MSSFCALL Diagnose instruction This is not an error condition. If the problem.
was issued and a nonzero condition persists, contact your system support
code was returned. personnel.

Note: Possible condition codes are 0
and 2. A condition code of 2 indicates
that the MSSF is busy. This condition
should not occur since CP never issues a
request if an interrupt for the MSSF is
pending.

MHC002 An unsolicited MSSF interrupt has been | This is an error condition, if the problem
received. persists, contact your system support
Note: Unsolicited MSSF interrupts personnel.
should not occur.

MIA003 An unrecoverable DASD 1/O error In most cases, location X'BA" will contain
occurred on a paging device. the unit address of the failing device. For

certain errors, it may be necessary to scan the
trace table (from the current entry) looking
for an I/O interrupt from a paging device with
a CSW error. Call IBM hardware support.

MNT001 The RDEVBLOK corresponding to the Verify that an entry for the IPLed device has
address of the IPLed device cannot be been made in DMKRIO and that the defined
located. address matches the IPLed address.

NLE001 During execution of a NETWORK Correct the RDEVICE macro specifying the
DUMP command, or during an 3704 or 3705, reassemble the DMKRIO
automatic dump of a 3704 or 3705, the module, and regenerate the CP nucleus with
system detected sufficient DASD spool the corrected module.
space to contain the information from
the 3704 or 3705. The MODEL
operand of the RDEVICE macro
describing the 3704 or 3705 was not
specified correctly. VM/SP determines
the storage size of a 3704 or 3705 by
the model specified on the RDEVICE
macro.

PGS00! The resident page count in the Inspect module that updated VMPAGES for

VMBLOK (VMPAGES) is reduced to a
negative number.

the virtual machine. Check the routine to
determine why it is inconsistent with the
number of CORTABLE entries assigned to
this virtual machine.
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PGT001

The number of cylinders in use stored in
the allocation block (ALOCBLOK) is
less than the maximum but the
DMKPGT module was unable to find
available cylinders.

Also see below.

The RDEVALLN field of the RDEVBLOK is
the anchor for ALOCBLOK/ALOFBLOK
chain for the device in question and points to
either the ALOCPGFH (RECBLOK anchor
for preferred FH paging cylinders),
ALOCPGMH (RECBLOK anchor or
preferred MH paging cylinders), ALOCRECS
(RECBLOK anchor for non-preferred
cylinders), or ALOCRECP (RECBLOK
anchor for temporary cylinders on the page
chain). Verify that a RECBLOK exists for
each cylinder marked and allocated in the
ALOCBLOK. If RECBLOKs for some
cylinders are missing, it is possible that the bit
map in the ALOCBLOK has been destroyed.
If all cylinders are accounted for, the updating
of the count field is in error.

PGTO001

For FB-512 devices (DMKPGT is
allocating on an FB-512 device) the
number of pages in use (ALOFUSED)
is less than the maximum
(ALOFMAX), but DMKPGT could
not find a RECBLOK containing an
available page.

Also see above.

Inspect the extents of TEMP space stored in
the ALOFBLOK. The ALOFBLOK has a
24-byte extension for each extent of TEMP
space pages on the volume. Anchored in this
extension are the RECBLOKSs that describe
the availability of each page in this extent.
Inspect each RECBLOK to see if all the pages
in each RECBLOK are used. It is possible
that the RECBLOK chain or the
ALOFBLOK extension has been destroyed.
If all pages are accounted for, the number of
available pages in all RECBLOKSs should add
up to the number of available pages stored in
the ALOFBLOK extension (ALOFNUMA).
Also, the ALOFNUMA fields of all
ALOFBLOK extensions should agree with the
number of available pages described in the
ALOFBLOK root
ALOFMAX-ALOFUSED). If these count
fields do not agree, the updating logic in
DMKPGT is in error.

PGT002

The count of pages in a page allocation
block (RECBLOK) is less than the
maximum but the DMKPGT module
was unable to find available pages.

If the RECBLOK in question is in use for
paging, then locate a SWPTABLE entry for
each page represented by this RECBLOK.
FB-512 RECBLOKSs describe the range of
page numbers in fields RECSTRT and
RECEND. However, if the pages are in use
for spooling, it is possible that the
RECBLOK itself has been destroyed or that
the updating of the use count is faulty.
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Abend
Code Reason for Abend Action
PGU0O01 The DASD page slot being released is Identify the module attempting to release the
not marked allocated. page by means of the caller's return address
and base register stored in BALR14 and
BALRI12 in the BALRSAVE save area in
PSA. Locate the source (control block or
SWPTABLE entry) of the DASD address
being released to verify that they have not
been destroyed. If the DASD pageisin a
spool file, it is possible that the file or the
RECBLOK chain has been incorrectly
checkpointed and warmstarted after a system
shutdown or a system crash.
PGU002 The dummy RECBLOK indicating the The spool file pointers may have been
spooling DASD pages on the cylinder destroyed while the file was being processed,
that are to be released contains a page or the allocation chain may be in error. A
count greater than the number of pages cold start may be necessary. If feasible, use
allocated on the cylinder. the DASD dump/restore program to print the
DASD areas containing the affected file, and
try to locate the incorrect pointers.
PGUO003 A module is trying to release a DASD Use BALR14 and BALRI2 in the
page slot on a cylinder or FB-512 extent | BALRSAVE save area of the PSA to identify
for which no page allocation block the module attempting to release the page.
(RECBLOK) exists. For count-key-data DASD, verify that the
DASD cylinder address is valid for the device
in question. If it is and the rest of the DASD
address is valid, verify that the cylinder is in
the dynamically allocatable area. For FB-512
DASD, verify that the page number is valid
and in the dynamically allocated area. If
these restrictions are met, the DASD page
must have been used by more than one user.
PGU004 The last DASD page slot in a The ALOCBLOK has probably been
RECBLOK has been deallocated but destroyed, or the chain pointer in the
the bit representing the cylinder in the RDEVBLOK is in error.
cylinder allocation block (ALOCBLOK)
is not currently set to one, indicating
that the cylinder was not allocated.
Note: Because allocation of pages on
an FB-512 device does not use this bit
map, this code is not applicable to
FB-512 devices.
PGUO005 The system's virtual storage buffers Request users to close all spool files that are

have been exhausted because of an
excessive number of open spool files.

no longer active.
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PGU006 A module is trying to release a page of Use BALR14 and BALRI2 in the
virtual storage in use by the VM/SP BALRSAVE save area of the PSA to identify
control program that has not been the module attempting to release the page.
marked allocated. Locate the control block containing the
virtual page address that is being released. It
is possible that the address has been
destroyed, or a pointer to a virtual page has
been retained after the page was destroyed.
PRGO001 Program check (operation) in the Examine the old PSW and identify the
control program. module having the program check.
PRGO002 Program check (privileged operation) in Same as PRGO001.
the control program.
PRGO003 Program check (execute) in the control Same as PRG0O01.
' program.
PRG004 Program check (protection) in the Same as PRG0O1.
control program.
PRGO005 Program check (addressing) in the Same as PRG001.
control program.
PRGO006 Program check (specification) in the Same as PRGO001.
control program.
PRGO007 Program check (data) in the control Same as PRG001.
program.
PRGO008 Program check (fixed-point overflow) in | Same as PRGO0O0!.
the control program.
PRGO009 Program check (fixed-point divide) in Same as PRGO001.
the control program.
PRGO10 Program check (decimal overflow) in Same as PRGO001.
the control program.
PRGO11 Program check (decimal divide) in the Same as PRGO001.
control program.
PRGO12 Program check (exponential overflow) Same as PRGO001.
in the control program.
PRGO13 Program check (exponential underflow) Same as PRGO001.
in the control program.
PRGO14 Program check (significance) in the Same as PRGO0O1.
control program.
PRGO15 Program check (floating-point divide) in | Same as PRGO0OL.
the control program.
PRGO16 Program check (segment) in the control Same as PRGO001.
program.
PRGO17 Program check (paging) in the control Same as PRGO001.

program.
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Abend
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PRGO18 Program check (translation) in the Same as PRGOO01.
control program.

PRGO19 Program check (special operation) in Same as PRGOO01.
the control program.

PRG254 A translation specification exception has | If the set of translation tables pointed to by
been received for a virtual machine that RUNCRI is correct, a hardware failure has
is not in extended control mode. occurred, possibly with dynamic address

translation. Otherwise, call IBM for software
support.

PRG255 A PER (program event recording) has Retry the program causing the error; if the
been received for a virtual machine that problem persists, call IBM for software
is running with PER disabled in its support.
virtual PSW.

PSA002 The “System Restart” console key was Examine the resulting abend dump for a
pressed. The operator normally takes dynamic picture of the system's status.
this action when an unusual system
condition occurs, such as a system loop
or slow machine operation.

PSA003 An unrecoverable DASD error occurred | Check the trace table for a Start 1/O in the
on a paging device, or the paging device | paging device with a condition code 3 to
is offline. verify device is offline. If offline, vary paging

device online. Check the unit address at
X'B9' in the PSA to find paging device in
error. This is a hardware error.

PSA004 A CPU timer interrupt occurred either Check CPSTATUS in the PSA to determine
while the system was in a wait state or whether the interrupt occurred while in a wait
when an enable window was opened. state or during an enable window. If the

interrupt occurred while in a wait state
(CPWAIT on in CPSTATUS), the timer value
at the time of the interrupt is stored in the
PSAs WAITEND. If the interrupt occurred
during an enable window (CPEX on in
CPSTATUS), the timer value is stored in the
first two words of the PSAs TEMPSAVE. If
the timer value is negative, it is probably a
programming error. Try to determine why
the timer was set to a negative value. If the
timer value is positive, obtain hardware
support to determine why the interrupt
occurred.

PTRO002 A program is attempting to unlock a Use the values of register 14 and register 12 at

page frame whose address exceeds real
storage size.

the time of the abend to identify the module
attempting to unlock the page frame. Check
for the source of the invalid address.
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the free list points to a valid PTE (page
table entry), but the page is allocated.

Abend

Code Reason for Abend Action

PTRO003 A program is attempting to unlock a Same as PTR002.
real storage page frame whose
CORTABLE entry is not flagged as
locked.

PTRO004 The lock count in the CORTABLE Check the routines that update the lock count
entry for the page frame being unlocked | field and CORTABLE entry.
has been decremented to a value that is
less than 0.

PTRO07 DMKFRE requested a page for fixed Examine the dump for one of the following
free storage but DMKPTR determined conditions:
zll;zgatmh;:;ep;v;ﬁ:gn;gages left in the 1. Excessive amounts of free storage have

) been allocated by CP and not released via
DMKFRET. Look for blocks of
identical data and determine which
modules built that data.

2. A block of storage greater that 4096 bytes
was requested. Requests for large blocks
of free storage require contiguous pages
from DMKPTR and as a result have a
higher probability of failure than requests
for one page or less. If possible, change
the application to reduce the size of
storage requests. Otherwise schedule the
application when storage is less
fragmented.

PTRO008 A CORTABLE entry on the free list Pages on the free list should not contain valid
points to a valid PTE (page table PTEs. Examine the dump to determine which
entry), but the page is allocated. module called DMKPTRFR. The module

that called DMKPTRFR probably contains
an error.

PTRO10 The count of the number of resident The field DMKPTRRC contains the number

‘ reserved pages incorrectly decremented of reserved pages. DMKPTRRC must always
so that the count is now less than zero. be less than DMKDSPNP. Check the
routines that update these two count fields
(DMKDSPNP and DMKPTRRC).

PTRO11 A CORTABLE entry to be placed on Pages to be put on the free list should not
the free list points to a valid PTE (page contain valid PTEs. Examine the dump to
table entry), but the page is allocated. determine why the page was not marked
An abend occurs trying to honor a invalid before the call the DMKPTRFT.
deferred request.

PTRO12 A CORTABLE entry to be placed on Pages on the FREELIST should not contain

valid PTEs. Examine the dump to determine
which module called DMKPTRFT, it
probably contains an error.
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PTRO14 DMKPRTFT was called to put a page A page that is already on the FREELIST
on the FREELIST that is already on should not be specified in a call to
the FREELIST. DMKPPTFT. Check the FREELIST and

flush list for validity. Restart the system and,
if the problem persists, call IBM for software
support.

PTROLS The core table entry for a flush list page | Examine the storage dump to determine either
does not contain a page table pointer. how the page was placed on the flush list

without a PTE pointer or what module
subsequently modified the core table entry.

PTRO18 The resident page count in the Inspect modules that update VMPAGES for
VMBLOK (VMPAGES) is reduced to a | the virtual machine. Examine the routine to
negative value. determine why is it inconsistent with the

number of CORTABLE entries assigned to
this virtual machine.

QCO001 An I/O buffer is being returned to Search the trace table to determine why the
FREE storage but the CORFPNT for storage being released does not have CONB
the page does not contain the character in CORPFNT. The page is obtained by a call
string CONB. This means QCO is to DMKPTRFR and is released by a call to
trying to return a page to the free list DMKPRTRFT.
which was not used as an I/O buffer for
a CONMODE 3270 SCRNSAVE
operation.

RNHO001 An unrecoverable I/O error occurred Retry. If the problem persists, ensure that the
during read or write for the 3704/3705. 3704/3705 and channel hardware are
Status indicates program failure. functioning correctly.

RNHO002 A response that should not occur was Verify that the 3704/3705 NCP is operating
received from the 3704/3705 control correctly. Use the NETWORK TRACE
program. command to determine the exact cause of the

response.

RPA0O1 For RPAOO1, the virtual address The virtual storage belongs either to the user

RPA002 supplied to DMKRPAGT is outside of whose VMBLOK is pointed to by R11 or, if

the virtual storage being referenced.

For RPA002, the virtual address
supplied to DMKRAPT is outside of
the virtual storage being referenced.

R2 in the SAVEAREA indicates a PARM of
SYSTEM, to the system VMBLOK. Identify
the calling program by means of the return
address and base registers in the SAVEAREA
pointed to by R13. If the virtual address was
obtained from the system's virtual storage,
examine the virtual page allocation routine,
DMKPTRVG. If the virtual page refers to a
user's storage, attempt to identify the routine
that generated the incorrect address. Verify
that the VMSIZE in the relevant VMBLOK
reflects the correct storage size for the system
or user being referenced.
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RPA003 The user page count in the VMBLOK A module has attempted to release more
became negative. pages than it originally received. The module

that last called DMKRPA is probably the
module in error.

SCHO001 The total number of interactive users The field SCHNI is the count of the number
plus batch users in the scheduler's of interactive users and the field SCHN2 is
queue is less than zero. A counter was the count of the number of batch users.
probably decremented incorrectly. Check the routines that update these two

count fields (SCHN1 and SCHN2) to
determine why their sum was negative.

SCHO002 A call was made to DMKSCHDL that Examine the registers in BALRSAVE to find
resulted in an attempt to drop a user the caller to DMKSCHDL. See why the
from a runable list, but the global caller did not hold the global system lock.
system lock was not held by the caller.

SCN002 RDEVDISA equals zero but Check trace table for activity to the device.
DMKSCNE-P can find no online path Try to determine why RDEVPATHS has no
to the device. online paths yet RDEVDISA indicates that

the device is online.

SC0001 The VDEVLINK chain is invalid. A IPL to restart. If the problem persists,
VDEVBLOK has a link field that examine the VDEVBLOKSs in the link chain
points to another VDEVBLOK as well as the one whose link field points into
associated with the same real device. the chain but is not in the chain. Determine
The first VDEVBLOK is not pointed to | what the owner of the VDEVBLOK was
by any other link field in the chain. doing at the time.

SEG001 None of the devices defined in Verify that the SYSRES volume serial number
DMKRIO and available to the system is the same as that specified in the SYSRES
match the label defined in the SYSRES macro. If it is not the same, it may have been
macro in DMKSYS. altered by the LABEL option of the

FORMAT function of the stand alone CP
format program (IPL FMT or DMKFMT).
Otherwise, the image of the nucleus saved on
the SYSRES may have been altered. Restore
the nucleus to the SYSRES volume from a
backup copy and try to IPL.

SEG002 The label on the IPLed device does not Since Abend Code SEGO00! did not occur, a

device with the correct label does exist.

Verify that the correct device was IPLed;
otherwise, verify that the SYSRES volume
serial number is the same as that specified in
the SYSRES macro in DMKSYS. If it is not
the same, it may have been altered by the
LABEL option of the FORMAT function of
the stand alone CP format program (IPL
FMT or DMKFMT). Otherwise, the image of
the nucleus saved on the SYSRES may have
been altered. Restore the nucleus to the
SYSRES volume from a backup copy and try
to IPL.
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SEG003 An error occurred attempting to page Try to determine whether the errors are being
out DMKVMI or DMKSYM, or while caused by the paging device or by the paging
attempting to read in a pageable volume. If the device is failing, disable it and
module. reload (via IPL) the system; call IBM for

hardware support. If the volume is failing, try
reformatting it. If the error condition recurs,
discontinue using that volume and call your
system support personnel.

SPTO001 DMKSPT was attempting to allocate 255 simultaneous SPTAPE DUMP operations
an SPTAPE operation number but the is the limit that can be handled. If this is not
bit map pointed at DMKSPSOP the case, than there is a probable overlay in
indicates that there are already 255 DMKSPS at label DMKSPSOP or a logic
SPTAPE DUMP operations active. error in the code that maintains the bit map.

STKO001 DMKSTK was attempting to stack an Verify that the counters in the VMBLOK
IOBLOK, a TRQBLOK, or a reflects the correct number of BLOKSs stacked
CPEXBLOK for a particular virtual for this virtual machine. If they do not,
machine and the counter in the determine who has overlaid either
VMBLOK overflowed its half-word VMSTKCNT (the count of IOBLOKSs,
boundary making the counter appear TRQBLOKSs, and normal CPEXBLOK3s) or
negative. Since this will happen only VMPRRCT (the count of processor related
when the counter exceeds 32,767, the CPEXBLOKSs). If the VMBLOK counters
probable cause of this error is either a are accurate, identify the caller of DMKSTK
program loop that includes the stacking by looking in SWTHSAVE in the PSA of the
of a CPEXBLOK, IOBLOK, or abending processor. The R14 value in the
TRQBLOK, or an overlay of the save area contains the return address of the
VMBLOK. caller of DMKSTK.

STRO01 LRA gets a translation or length If the problem persists, obtain a dump and
condition code for a valid page. call IBM for software support.

STRO03 An attempt is being made to migrate a Same as STRO01.
table into storage for a segment that is
already valid.

STRO004 An attempt is being made to bring a Same as STROOL.
page into storage that does not exist.

STRO07 The save area stack chain is invalid or Same as STROOL.
the specific request could not be found
on the chain.

SVCo001 No free storage is available for save Try to identify the extreme load condition
areas. that caused the problem. If the storage

requests are valid and the problem occurs
regularly, alter the DMKCPI module to
allocate more than six pages of free storage
per 256K bytes of storage.

SVC002 A supervisor state SVC was issued Use the supervisor old PSW in the PSA of the
without the global system lock. abending processor to identify the module

that issued the SVC without the system lock.
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VMBLOK (VMPAGES) is reduced to a
negative number.

Abend
Code Reason for Abend Action
SvCo003 An unrecoverable DASD I/O error In most cases, location X'B9' will contain the
occurred on a paging device. unit address of the failing device. For certain
errors it may be necessary to scan the trace
table (from the current entry) looking for an
I/O interrupt from a paging device with a
CSW error. Call IBM for hardware support.
SVC004 Error in SVC 24 CPEXBLOK Examine the internal trace table to determine
maintenance. An SVC 24 has been why the two preallocated SWITCH
issued during the EXTEND process. CPEXBLOKSs have not been dequeued.
There is no preallocated CPEXBLOK
available for use by SVC 24. Most
likely the system is attempting to enter
EXTEND while already performing
EXTEND processing.
TDKO001 For TDKO001, a program is attempting Verify that R8 points to a RDEVBLOK for a
TDK002 to deallocate a cylinder or FB-512 CP-owned volume. If it does not, the error
extent(s) of T-disk space for which no may originate in the calling program. Identify
cylinder allocation block (ALOCBLOK) | the caller by the return address and base
exists. For FB-512 devices, the register in the SAVEAREA pointed to by
allocation control block is called R13, and try to identify the source of the
ALOFBLOK. incorrect RDEVBLOK address. If the
RDEVBLOK is valid, it may be that the

For TDKO002, A program is attempting cylinder number passed is incorrect. The

to deallocate cylinder(s) of T-disk space VDEVBLOK for the device which the T-disk

that are not marked allocated. was defined may have been destroyed. If the
cylinder number appears valid, examine the
allocation record on the real volume by
running DMKFMT (Format program),
invoking the ALLOCATE option without
allocating any new space. If the output shows
deallocated cylinder falls within an area
defined for T-disk allocation, the
ALOCBLOK or ALOFBLOK chained to the
RDEVBLOK may be destroyed.

TODO001 The system TOD clock is not Call IBM for hardware support to fix the
operational. clock.

UDRO01 The user directory module is looping Use the DASD Dump Restore program to
trying to read all of the UDIRBLOK print the UDIRBLOK page buffers from the
page buffers from the directory device, directory device. Determine whether the
or a directory containing over 10,816 chain pointers are valid.
users was loaded.

UDRO002 The resident page count in the Inspect modules that update VMPAGES for

the virtual machine. Check the routine to
determine why it is inconsistent with the
number of CORTABLE entries assigned to
this virtual machine.
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VCX001 DMKVCX issues this abend if the Check the IUCV paths and SNA CCW
Inter-User-Communication Vehicle control blocks to determine what is in error.
(IUCV) paths for SNA Console
Communications Services (SNA CCS)
are invalid.

VCX002 DMKVCX issues this abend if SNA Examine the control block structure and SAN
Console Communication Services (SNA CCS trace table entry for the abend to
CCS) control block structure is invalid. determine what is in error.

VDRO002 DMKSCNVU was unable to locate all Determine whether the unit address in register
of the virtual I/O control blocks for the 1 is valid for the user. R11 contains the
virtual unit address. address of the users VMBLOK. If invalid,

the user's virtual I/O configuration has been
altered after losing control. Examine the
dump to determine how it was altered.

VDRO003 The DASD link chain is invalid. In the IPL to restart. If the problem persists,
case of minidisks, detaching a minidisk examine the RDEVSYS flag. If the
that points to an RDEVBLOK whose RDEVSYS flag is off, the problem is
count of users is already zero causes especially serious; print and examine the
this abend. dump. Examine the VDEVBLOK and

RDEVBLOK checking the link chain.

VDS001 A virtual device definition has been Examine the virtual blocks for the existing
requested for a minidisk that is already links to the minidisk and determine why the
defined to the system (either as a existing virtual device block pointed to by R3
different device to the user or a device does not point to a VRRBLOK.
to another user on the system). The
directory indicates that the minidisk
uses the virtual reserve release logic, but
there is no existing VRRBLOK.

VIO002 DMKSCNVU was unable to locate all Verify that the unit address in the field
of the virtual ¥/O control blocks for the IOBVADD in the IOBLOK pointed to by
virtual unit address associated with the R10 is valid for the user who initiated the 1/O.
interrupt just stacked. The field IOBUSER contains the address of

the user's VMBLOK. If the address is valid,
the integrity of the user's virtual I/O
configuration has probably been destroyed. If
the address is not valid, the IOBLOK has
been altered, or was built incorrectly in the
first place.

VIOO003 DMKIOS has returned an IOBLOK Condition code 2 should never be returned to

indicating a condition code of 2 was
received from the START 1/O for the
operation.

the virtual I/O interrupt handler. Its presence
indicates either a failure in the I/O supervisor
(DMKIOS), or that the status field in the
IOBLOK (IOBSTAT) has been destroyed.
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VIO0C4 DMKSCNVU was unable to locate all Determine whether the unit address in register
of the virtual I/O control blocks for the 1 is valid for the user. R1l contains the
virtual unit address. address of the users VMBLOK. If invalid,

the user's virtual I/O configuration has been
altered after losing control. Examine the
dump to determine how it was altered.

VMAO008 The resident page count in the Inspect modules that update VMPAGES for
VMBLOK (VMPAGES) is reduced to a | the virtual machine. Check the routine to
negative value. determine why it is inconsistent with the

number of CORTABLE entries assigned to
this virtual machine.

VMEO001 The dump chain anchored Initialize the system to restart. If the problem
DMKRSPDP has lost the in-process persists, notify the system programmer.
VMDUMP.

VSP001 The virtual spooling manager could not Verify that the unit address (IOBVADD) in
locate all virtual control blocks for an the IOBLOK is valid. If the address is valid,
interrupting unit. the integrity of the virtual I/O configuration

has probably been destroyed. If the address is
not valid, the IOBLOK has been altered or
was built incorrectly.

VSVo001 DMKVSVLD was called to analyze a Determine the caller of DMKVSRLD and see
3800 printer op-code and the CCW why it was called when VSPCCW could not
op-code in VSPCCW was not a valid be handled by this module.

3800 printer Load CCW.

WRN001 The map for a dynamic checkpoint was The map should be allocated via a call to
not allocated prior to a call to entry points DMKCKSIN or DMKCKVWM
DMKWRNPL. from DMKWRM.

108 VM/SP System Messages and Codes




CMS Abend Codes

CMS Abend Codes

When a CMS abend occurs, you must do the following:

1. Either enter DEBUG mode and issue the DUMP subcommand, or get a CP
read on your terminal (or type #cp), and issue the DUMP command.

Either of these actions causes a storage dump. Do not issue the DUMP
command in CMS mode, because abend processing will take place before the
dump is performed and the indications of the error will be lost.

to

Save the console sheet. If you are using a display terminal as your virtual
console, it is a good idea to spool your console output to the printer by issuing
the CP command SPOOL CONSOLE START cither at the start of the session
or by having the command in your PROFILE EXEC. Then if a problem does
arise, a copy of your terminal activity will be available for reference. If the
session is uneventful, the resulting printer file can be purged.

3. After the DUMP command is executed, the system automatically initiates
recovery procedures, so it should not be necessary to IPL CMS again. If,
however, an error message is displayed indicating that error recovery has failed,
you should reinitialize (via IPL) CMS.

4. To report a CMS problem, give the dump, the console sheet (or printed console
file, if it was spooled), and copies of the CMS files involved to system support
personnel.

Table 11 on page 110 lists the CMS abend codes and the modules that issue them,

the cause of the abnormal termination, and the action the user should take to
recover and continue.

System Codes 109



CMS Abend Codes

Table 11 (Page | of 5). CMS Abend Codes

Abend
Code

Module
Name
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001

DMSSCT

The problem program
encountered an input/output
error processing an OS macro.
Either the associated DCB did
not have a SYNAD routine
specified or the I/O error was
encountered processing an OS
CLOSE macro.

Message DMSSCT120S indicates the possible
cause of the error. Examine the error
message and take the action indicated.

034

DMSVIP

The problem program
encountered an I/O error while
processing a VSAM action
macro under VSE/AF for
which there is no OS
equivalent. An internal error
occurred in a VSE/VSAM
routine.

Refer to the VSE/VSAM Messages and Codes
to determine the cause of the VSAM error.

035

DMSVIP

An error occurred in
VSE/VSAM processing while
running an OS/VSAM
program for which there is no
equivalent OS/VSAM error
code.

Refer to the VSE/VSAM documentation for
the error and return codes indicated in the

CMS error message preceding the ABEND.

09F

DMSITP

A vector operation exception
(program interrupt code X‘19%)
occurred at a specified
location.

Type DEBUG to examine the PSW and
registers at the time of the exception. Use the
CP DISPLAY command to examine the
Vector Registers.

Refer to the IBM System[370 Vector
Operations, SA22-7125 for a description of
the vector operation exception.
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Table 11 (Page 2 of 5). CMS Abend Codes
Abend | Module
Code Name Cause of Abend Action
0Cx DMSITP The specified hardware Type DEBUG to examine the PSW and
exception occurred at a registers at the time of the exception.
specified location. “x” is the ‘
type of exception:
x Type
1 Operation
2 Privileged operation
3 Execute
4  Protection
5 Addressing
6  Specification
7 Data
8  Fixed-point overflow
9  Fixed-point divide
A Decimal overflow
B Decimal divide
C Exponent overflow
D Exponent underflow
E Significance
F Floating-point divide
0D3 DMSITP A special operation exception Type DEBUG to examine the PSW and
(program interrupt code X‘13”) | registers at the time of the exception.
occurred at a specified
location.
0EQ DMSITP A hardware exception Type DEBUG to examine the PSW and
occurred at a specified registers at the time of the exception. Bytes 2
location. and 3 of the BC Mode Program Old PSW are
the program interrupt code. This indicates
the type of exception that occurred.
Refer to the IBM System/370 Principles of
Operation, GA22-7000 or the IBM
System[370 Vector Operations, SA22-7125 for
a description of the hardware exception.
0F0 DMSITS Insufficient free storage is If the abend was caused by an error in the
available to allocate a save application program, correct it; if not, use the
area for an SVC call. CP DEFINE command to increase the size of
" virtual storage and then restart CMS.
Refer to the IBM System/370 Principles of
Operation, GA22-7000 or the IBM
System[370 Vector Operations, SA22-7125 for
a description of the hardware exception.
OF1 DMSITS An invalid halfword code is Enter DEBUG and type GO. Execution
associated with SVC 203. continues.
0F2 DMSITS The CMS nesting level of 20 None. Abend recovery take place when the
has been exceeded. next command is entered.
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error occurred while the editor
was reading from the CMS
console stack, or the editor
was unable to allocate a save
ared.

Abend | Module

Code Name Cause of Abend Action

0F3 DMSITS CMS SVC (202 or 203) Enter DEBUG and type GO. Control
instruction was executed and returns to the point to which a normal return
provision was made for an would have been made.
error return from the routine
processing the SVC.

0F4 DMSITS The DMSKEY key stack Enter DEBUG and type GO. Execution
overflowed. continues and the DMSKEY macro is

ignored.

0F5 DMSITS The DMSKEY key stack Same as 0F4.
underflowed.

0F6 DMSITS The DMSKEY key stack was Enter DEBUG and type GO. Control
not empty when control returns from the command or function as if
returned from a command or the key stack had been empty.
function.

0F7 DMSFRE Occurs when When a system abend occurs, use DEBUG to
TYPCALL =SVC (the default) | attempt recovery.
is specified in the DMSFREE
or DMSFRET macro.

OF8 DMSFRE Occurs when When a system abend occurs, use DEBUG to
TYPCALL=BALR is attempt recovery.
specified in the DMSFREE or
DMSFRET Macro calls.

101 DMSSVN The wait count specified in an Examine the program for excessive wait count
OS WAIT macro was larger specification.
than the number of ECBs
specified.

- 104 DMSVIB The OS interface to See the additional error message

VSE/VSAM is unable to accompanying the abend message, correct the
continue execution of the error, and reexecute the program.
problem program.

155 DMSSLN Error during LOADMOD See the last LOADMOD (DMSMOD) error
after an OS LINK, LOAD, message for error description. In the case of
XCTL, or ATTACH. The an I/O error, recreate the module. If the
compiler switch is on. module is missing, create it.

I5A DMSSLN Severe error during load See last LOAD error message (DMSLIO) for
(phase not found) after an OS the error description. In the case of an I/O
LINK, LOAD, XCTL, or error, recreate the text deck or TXTLIB. If
ATTACH. The compiler either is missing, create it.
switch is on.

160 DMSXSU Xedit has failed because; an Issue the XEDIT command again. If the

problem persists, contact your system support
personnel.
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detected when reading a SL
tape. User replied ‘cancel’ to
message 425R or the user’s
program contained a block
count error routing that
returned a code of 0 under OS
simulation.

Abend | Module
Code Name Cause of Abend Action
174 DMSVIB The OS interface to See the additional error message
VSE/VSAM is unable to accompanying the abend message, correct the
continue execution of the error, and reexecute the program.
problem program.
177 DMSVIB The OS interface to Same as 174.
DMSVIP VSE/VSAM is unable to
continue execution of the
problem program.
200 DMSSFF There is an error in the Find out what caused the error and rerun the
overlay process. job.
240 DMSSVT No work area was provided in Check RDJFCB specification.
the parameter list for an OS
RDJFCB macro.
305 DMSSMN The request to freemain was Check the macro specification and correct the
30A invalid. problem. If the problem still persists, contact
378 Reason your system programmer.
Code
Explanation
14 The storage address was
not in the specified
subpool.
18 An attempt was made to
subpool FREEMAIN on
an unallocated subpool.
IC An attempt was made to
subpool FREEMAIN
with a specified length not
equal to zero.
400 DMSSVT An invalid or unsupported Examine program for unsupported XDAP
form of the OS XDAP macro macro or for SVC 0.
was issued by the problem
program.
40A DMSSMN A request was issued to Examine the program to determine where the
478 FREEMAIN (40A, 478, both error occurred. Fix and re-run the program.
Reason Code 8) subpool 0.
500 DMSTLB A block count error was Find out what caused the block count error.

Then reload CMS and rerun the job.
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Abend | Module
Code Name Cause of Abend Action
704 DMSSMN An OS GETMAIN macro Change the program so that it specifies
(SVC 4) was issued specifying allocation of only one area at a time.
the LC or LU operand. These
operands are not supported by
CMS.
705 DMSSMN An OS FREEMAIN macro Change the program so that is specifies the
(SVC 5) was issued specifying release of only one area at a time.
the L operand. This operand
is not supported by CMS.
804 DMSSMN An OS GETMAIN macro (see Check the program for a valid GETMAIN
80A list below) was issued that request. If more storage was requested than
878 requested more storage than was available, increase the size of the virtual
was available. machine and retry. If you ran out of storage
Code SVC while trying to a?quire a large GETMAIN
SVC 4 804 area, and your virtual machine size is above
the start of the CMS nucleus, you should IPL
SVC 10 80A ) . .
SVC 120 878, dependent on a CMS system generated at a lugher virtual
- address than the one you are using.
the following Reason
Code:
Code Explanation
0  Storage unavailable
14 SVC issued with a
negative size
18 SVC issued with a
negative size
905 DMSSMN An OS FREEMAIN macro Check the program for a valid FREEMAIN
90A (905 - SVC 5, 90A - SVCI0, request; the address may have been
978 978 - SVC 120, Reason Code incorrectly specified or modified.
4) was issued specifying an
area to be released whose
address was not on a
doubleword boundary.
A0S DMSSMN An OS FREEMAIN macro Same as 905 and 90A.
AOA (A0S - SVC 5, AOA - SVC 10,
A78 A78 - SVC 120, Reason Code
0) was issued specifying an
area to be released that
overlaps an existing free area.
B04 DMSSMN An invalid subpool was Check subpool specifications and retry. Valid
BOS specified in a subpools are within the range 0 to 127.
BOA GETMAIN/FREEMAIN
B78 request (all abend codes are

Reason Code 8).
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GCS Abend Codes

Responding to Abends in GCS

If an abend occurs in a Group Control System application program:

1. The GCS supervisor will clean up the GCS system resources that the failed
application was using. In addition, the application can specify exit routines to
do further cleaning up and to try to resume processing.

[0S)

If the application has no exit routines that try to restart it, the operator must
manually restart it. If the GCS system itself has failed, the operator must re-IPL
the system.

3. If the application includes the ERRET parameter on the LOAD macro, the
application branches to the specified address instead of abending.

GCS provides several aids for diagnosing and correcting the problem that caused the
abend.

For some problems, you may find that Table 12 on page 117 will provide all the
information you need. Entries in the table explain the causes of GCS abends and
list steps you can take to recover and continue. The table is arranged numerically by
abend code.

For more difficult problems, GCS provides trace and dump facilities, interactive
dump analysis under CMS, and interactive debugging under CP. An overview of
these facilities follows; for more detailed information, please see the VM/SP Group
Control System Command and Macro Reference.

Overview of Problem Determination Facilities
GCS supports both internal and external tracing for error analysis. Internally, the
GCS trace table automatically records GCS supervisor activity. With the ITRACE
command and GTRACE macro, you can record other activity in particular GCS
virtual machines or in the GCS group as a whole. External tracing, using the CP
CPTRAP and GCS ETRACE commands, records activity in a spool file. This file
can then be formatted for viewing using the Interactive Problem Control System
(IPCS) of VM/SP.

If a GCS application program fails, GCS will automatically produce a dump when:
1. The GCS supervisor terminated the program by issuing the ABEND macro.
2. The failing application program issued ABEND with the DUMP operand.

3. The exit routine specified in an ESTAE, TASKEXIT, or MACHEXIT macro
requested a dump.

The dump will be sent to the designated dump receiver, if there is one, or to the
reader of the virtual machine in which the application failed. You can manually
request a dump of GCS storage by issuing the GDUMP command from the GCS
console.

Your installation may want to set up application programs to produce dumps
automatically if they abend. Dumps produced during abend processing may capture
more information about an error than dumps produced with GDUMP or
VMDUMP, after abend processing has been completed.
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If a severe error occurs and the GCS supervisor abends, the GCS machine
termination module will try to take a dump of GCS storage. If the machine
termination module is unable to get the dump, you can use the CP VMDUMP
command to get it. The CP command SYSTEM RESTART will also produce a
dump of GCS storage.

Once storage has been dumped, you can interactively analyze the dump using the
VM/SP Interactive Problem Control System (IPCS).

If you are authorized to do so, you can also use CP debugging commands such as

BEGIN, DISPLAY, DUMP, PER, and STORE to trace GCS execution
interactively.
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Abend | Reason | Module

Code Code Name Cause of Abend User Response

001 CSISCT | An input/output error occurred Error message CSI306S (input errors)
during BSAM or QSAM or CSI307S (output errors) will have
processing. preceded this abend message. Look

up the error code from the error
message under message 306 or 307 in
the GCS message reference. Use the
error code tables for ‘SER’ or ‘SCT’
messages, and respond accordingly.

005 CSISQS, | An error occurred during GET, Correct the invalid address

CSISBS | PUT, READ, or WRITE
macro processing. A required
address was not specified or
was not valid. The required
address may have been the
DCB address, the DCBRECAD
address, the DCBEOBAD
address or the area address.

00A CSISCT | An error occurred during Correct the invalid address.
CHECK, NOTE, or POINT
macro processing. A required
address was missing or was
invalid. The required address
may have been the DCB
address or the DECB address.

010 CSISBS | An error occurred during Remove the ‘SB’ option.

READ macro processing
because the SB option was
specified. This option is not
supported by GCS.

013 CSISOP | An error occurred during the Error message CSI308E or CSI348E
execution of an OPEN macro (OPEN errors) will have preceded
instruction. this abend. Please see the ‘User

Response’ sections for those messages
and respond as indicated.

014 CSISCL | An error occurred during Error message CSI309E or CSI349E
execution of a CLOSE macro (CLOSE errors) will have preceded
instruction. this abend message. Please see the

‘User Response’ sections for those
messages and respond as indicated.

035 CSIVIP | An error was detected by A GCS error message will have

VSE/VSAM for which there is
no equivalent OS/VS VSAM
error code.

preceded this abend message. Please
see the ‘User Response’ section for
the error message that appeared and
respond as indicated.
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DRBA was specified and those
parameters are not supported.

Abend | Reason | Module

Code Code Name Cause of Abend User Response

036 CSIVIB, | An error was detected while A GCS error message will have

CSIVSI trying to access the VSAM, preceded this abend message. Please
BAM, or VTAM shared see the ‘User Response’ section for
systems. the error message that appeared and

respond as indicated.

037 CSIDAS,| A disk defined for use with a For modules CSIDAS and CSIVIP, a

CSIDOS,| VSAM program could not be GCS error message will have

CSIVIP | used. The disk was in the preceded this abend message. Please
wrong format, was not see the ‘User Response’ section for
accessed, or was not attached. the error message that appeared and

respond as indicated. There is no
preceding error message when this
abend is issued from module
CSIDOS.

038 CSIDOS | An I/O error occurred on a disk | A GCS error message will have
being used for VSAM preceded this abend message. Please
processing. see the ‘User Response’ section for

the error message that appeared and
respond as indicated.

039 CSIVIP, | An internal error occurred A GCS error message will have

CSIDAS,| during VSAM processing. preceded this abend message. Please

CSIDOS, see the ‘User Response’ section for

CSILDF the error message that appeared and
respond as indicated.

03A CSIVIP | The number of exits defined for | A GCS error message will have
use with VSAM exceeded the preceded this abend message. Please
limit of 128 exits. see the ‘User Response’ section for

the error message that appeared and
respond as indicated.

03B CSIVIP, | An invalid address was detected | A GCS error message will have

CSIVIR | ina VSAM control block or preceded this abend message. Please
VSAM parameter list. The see the ‘User Response’ section for
address is not located in storage | the error message that appeared and
that the current program has respond as indicated.
access to.

03B CSIVIP | A TYPE parameter of CHK or A GCS error message will have

preceded this abend message. Please
see the ‘User Response’ section for
the error message that appeared and
respond as indicated.
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Abend | Reason | Module
Code Code Name Cause of Abend User Response
0Cn CSIITP | A program check has occurred. Examine the Program Old PSW at
The ‘n’ in the Abend Code location 40 (X‘28’) to find out the
column for this entry stands for | cause of the program check.
the number of the program
check that has occurred. ‘n’
should be one of the following
in your message:
Code Meaning
0 A program check other
than 1-F has occurred.
1 Operation
2 Privileged operation
3 Execute
4 Protection
5 Addressing
6 Specification
7 Data
8 Fixed-point overflow
9 Fixed-point division
A Decimal overflow
B Decimal divide
C Exponent overflow
D Exponent underflow
E Significance
F Floating-point divide
0F3 CSIITS An SVC 202 or 203 routine Find out why the error occurred, or
indicated that an error occurred indicate that an error return is
in processing the SVC, but no desired. To allow for an error
provision has been made for an return, provide an error address for
error return from the routine the SVC 202, or negate the halfword
processing the SVC. code for the SVC 203 and reissue the
command.
0F8 CSIITS A task has issued an SVC 202, Find out why the contents of register
but register 1 was pointing to 1 were invalid and correct the
non-addressable storage. problem.
OFA CSIITS GCS could not process an SVC Find out why the DOS bit was on

issued by a user program that
was running in problem state.
The failure occurred because
the DOS bit-- a flag controlled
by the GCS supervisor--was on
when the SVC was issued. This
bit must always be off when a
problem state program issues an
SVC.

and correct the problem. The DOS
bit may have been turned on by
mistake by an authorized GCS
program, or the GCS supervisor may
have malfunctioned.
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BLDL macro. The problem
may have been that (1) the start
or end of the BLDL list
referred to an address that was
in a different key than that of
the calling program; or

(2) the number of entries was
less than 1; or

(3) the length of a list entry was
less than 58 bytes.

Abend | Reason | Module
Code Code Name Cause of Abend User Response
101 CSIWAL | Invalid parameter list for the Correct the WAIT macro parameter
WAIT macro. WAIT was specifying the number of events.
issued with other than 0 or 1 That parameter must be either 0 or 1.
entered as the number of events
to be completed before the
waiting task can proceed.
102 CSIWAI | A POST macro has been issued Check to see that the ECB address is
with an invalid ECB address. correct. If you are posting an ECB
The user is not authorized to that is part of an ECBLIST, check
access the storage specified by that the task that issued the WAIT is
the ECB address. still authorized over it's storage area.
The ECBLIST addresses may have
been overwritten.
106 CSILOS, | The supervisor was unable to If the reason code is 0B, correct the
CSIPMC,| fetch the program requested in cause of the I/O errors. If the reason
CSIPML | a LINK, LOAD, or XCTL code is 0C, use a larger virtual
macro into virtual storage. storage size, delete unneeded
Register 15 contains a reason modules, or take other steps to make
code: more efficient use of storage.
Code Meaning
0B I/O error while
loading the module.
0cC Insufficient virtual
storage available.
This abend can result when a
user program issues a LINK,
LOAD, or XCTL macro
directly. But the failure may
also occur when an ATTACH
macro or an OSRUN or
LOADCMD command is
issued, since these call LINK or
LOAD.
112 CSIPMB | Invalid input was passed to a Check that the parameter list is not

being incorrectly modified. Make
sure that the starting address,
number of entries, and
length-of-entry fields are correct.
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Abend
Code

Reason
Code

Module
Name

Cause of Abend

User Response

12C

CSIATT

The task id that has been
passed to a CHAP macro is
invalid for one of the following
reasons:

e The task id is associated
with a system task instead
of a user task. That is, the
task id was 1 or 2.

e The task id does not exist.

¢ The task identified by the
task id is not an immediate
descendant of the task that
issued the CHAP. A task
must have ATTACHed a
sub-task in order to issue a
CHAP for the sub-task.

¢ The task identified by the
task id has already
terminated.

Correct the faulty CHAP parameter.
Make sure that the task id address is
a fullword with the task id in the two
low-order bytes. Make sure that the
task id matches the task id that was
returned when the ATTACH macro
was issued for this sub-task.

12F

CSITIM

The time interval address
passed to the STIMER macro is
invalid for one of the following
reasons:

* The storage key for the
time interval address differs
from that of the task that
issued the STIMER macro,
and the address is located
in fetch-protected storage.

¢ The time interval passed in
the DINTVL or TOD
parameter was not in
unpacked decimal format.

Correct the time interval addresses.

130

CSIENQ

The resource to be released by a
DEQ macro was not previously
obtained by an ENQ from the
same task, and the
RET=HAVE operand was not
coded in the call to DEQ.

Issue ENQ to obtain the resource
before issuing DEQ, or include the
RET=HAVE operand as a DEQ
parameter.

138

CSIENQ

Two ENQ macros were issued
in the same task for the same
resource without a DEQ macro
call in between. The second
ENQ did not specify TEST,
USE, CHNG, or HAVE in the
RET operand.

Check to see if you intended to use
another resource name for the second
ENQ. If not, you can (1) issue a
DEQ to release the resource after the
first ENQ; or (2) specify TEST, USE,
CHNG, or HAVE in the RET
operand in the second ENQ macro.
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access the storage specified by
the ECB in a WAIT macro
parameter list.

Abend | Reason | Module

Code Code Name Cause of Abend User Response

13C CSIABD | An invalid parameter list was Check to see if the correct parameter
specified on an ESTAE macro list was passed to ESTAE.
by a problem state program.

The storage key for the
parameter list differed from the
storage key for the problem
state program.

13E CSIATT | A DETACH has been issued Be sure that the subtask completes
for a sub-task that has not yet execution before a DETACH is
terminated. The sub-task has issued. To synchronize the
abnormally terminated with this | DETACH with task completion, you
code. The sub-task's ETXR can use the ECB or ETXR parameter
(exit routine) was not executed. on the ATTACH macro. This ECB

is posted or the ETXR exit runs
when the sub-task terminates.

144 CSISER | An error occurred during Make sure that the ACSMETH
execution of the SYNADAF parameter on the SYNADAF macro
macro. An invalid access is correctly g:oded, or that the high
method code was specified in order byte of register 15 contains a
the high order byte of register valid access method code, before
15. SVC 68 SYNADATF is issued.

1CB CSIITS An unauthorized caller issued If a system-only SVC was attempted,
an SVC 203. Either a find out what SVC should have been
system-only SVC 203 was issued and correct the problem.
requested, or a program Otherwise, find out if the calling
running in problem state tried program should have been running in
to issue the SVC 203. An SVC supervisor state or should have issued
203 can only be issued by a another SVC.
program running in supervisor
state.

201 CSIWAI | The user is not authorized to Check the ECB address entered in

the WAIT macro.
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Abend
Code

Reason
Code

Module
Name

Cause of Abend

User Response

202

CSIWAI

The state block address in an
ECB that is being POSTed does
not refer to a state block in the
caller's task block/state block
structure. The state block
address loaded into the WAIT
ECB may have been altered, or
the state block may have been
destroyed.

The POST routine will reduce
the state block's wait
count--allowing the waiting
program to move out of the
wait state--only if the state
block address that was loaded
into the WAIT ECB is still
valid.

Make sure that ECB contents are not
being changed, and that the waiting
program state block has not been
destroyed.

206

CSIPMC,
CSIPMD,
CSIPML,
CSILOS

The parameter list address or
an address in the parameter list
(1) was undefined; or (2) was in
a different key than that of the
calling program and was
located in fetch-protected
storage.

Code Meaning

04 Address is not within
caller’s private storage
location.

A reason code of 04 occurs only
when the ERRET parameter of
the LOAD macro is specified.

Make sure that no parameter list is
being incorrectly modified. Ensure
that all addresses are correct.

20D

CSIABD

A subtask of the current
program has ended abnormally
with the STEP parameter.
STEP causes GCS to
abnormally end all tasks and
commands that are related to
the ABENDed subtask.

Correct the problem in the subtask
that failed.

22A

CSIATT

Invalid parameters were passed
to an ATTACH macro. A
share subpool value greater
than 127 was specified on the
SHSPV parameter, or a share
subpool value greater than 127
was included in a list whose
address was coded in the
SHSPL parameter.

Correct the SHSPV or SHSPL
parameter. Make sure that the
parameter address is correct if an
SHSPL parameter is used.
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supplied to the DETACH
macro is invalid for one of the
following reasons:

* The storage key for the task
id address differs from that
of the issuing task and the
address is in fetch-protected
storage.

* The task id is zero.

* The task id does not exist.

* The sub-task identified by
the task id is not a direct
descendant of the task that
issued the DETACH.
Tasks may DETACH only
tasks that they
ATTACHed.

Abend | Reason | Module

Code Code Name Cause of Abend User Response

22C CSIATT | The storage key for the id Provide a valid task id address.
address passed to a CHAP
macro differs from that of the
task that issued the CHAP, and
the address is located in
fetch-protected storage.

230 CSIENQ | A length of zero was specified First, check to see if the RNAME
for the name representing a LENGTH parameter for the DEQ
resource in a call to the DEQ macro is zero. If it is zero, then the
macro. first byte of the minor name field

should contain the length of the
minor name field and must not be
zero. Note that no explicit length
need be coded; RNAME length
defaults to the assembled length of
RNAME if the value is not given
elsewhere.

233 CSIDUM| A user program has called the Correct the user program to pass a
SDUMP macro with an invalid valid parameter list address.
parameter list address.

238 CSIENQ | A length of zero was specified First, check to see if the RNAME
for the RNAME in an ENQ LENGTH parameter is zero. If itis
macro parameter list. zero, then the first byte of the minor

name field must contain its length
and must not have a value of zero.
A non-zero length must be coded in
one of these fields.

23E CSIATT | The address of the task id Correct the parameter on the

" DETACH macro. Make sure that

the task id address is a fullword with
the task id in the two low- order
bytes. Also make sure that this task
id matches the task id returned when
the ATTACH macro was issued for
this sub-task.
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Abend | Reason | Module

Code Code Name Cause of Abend User Response

244 CSISER | The address of the caller's Make sure that register 13 points to a
savearea (in register 13) was register savearea within user storage
found to be invalid during when SYNADAF SVC 68 is issued.
execution of the SYNADAF If SYNADAF is issued from a
macro. SYNAD routine, make sure that

register 13 has not been altered since
the SYNAD routine was entered, and
that register 13 contained the address
of a valid register savearea when the
last data management macro was
issued.

2CB CSHTS An SVC 203 was issued, but the | Correct the halfword code so that it
halfword code issued with the specifies the desired function.

SVC did not match any valid
SVC 203 function.

301 CSIWAI | The wait flag is already on for Check to see if two WAIT macros
the ECB coded in a WAIT are unintentionally being issued for
macro parameter list. the same ECB. Zero out the ECB

before it is used by a WAIT macro.

305 CSIFSV | An error occurred when (1) an Check the FREEMALIN causing the
SVC 5 FREEMAIN tried to error and make sure that the subpool
release storage belonging to an specified is correct.
unsupported subpool; or
(2) an SVC 5 FREEMAIN tried
to release storage belonging to a
subpool requiring authorization,
and the program that issued the
request is not authorized; or
(3) the storage being released
has a subpool number different
from the number of the subpool
from which the storage was
obtained.

30A CSIFSV | A program has issued an SVC Make sure that the subpool is coded

10 FREEMALIN, and one of the
following three errors has
resulted: (1) the task has
released storage belonging to an
unsupported subpool;

(2) the task has released storage
belonging to a subpool for
which authorization is required,
and the program is not an
authorized program; or

(3) the storage being released
has a subpool number different
than the number of the subpool
from which the storage was
obtained.

correctly in the FREEMAIN.
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344

CSISER

An invalid DCB address or
DCB DEB (DCBDEBAD)
address was encountered during
execution of the SYNADAF
macro.

Correct the invalid address. For
QSAM, the DCB address should be
passed to SYNADAF as the PARM1
operand on the SYNADAF macro
instruction. (For BSAM and QSAM,
the DCB address is in register 1 on
entry to the user's SYNAD routine.)

378

CSIFSV

A program has issued an SVC
120 FREEMAIN and (1) has
tried to release storage
belonging to an unsupported
subpool;

(2) the task has tried to release
storage belonging to a subpool
for which authorization is
required, and the task is not
authorized; or

(3) the storage being released
has a subpool number that is
different from the number of
the subpool from which it was
obtained.

Make sure that the subpool being
passed to the FREEMAIN is correct.

406

CSIPMC

The module that was to be
LINKed, XCTLed,
ATTACHed or OSRUNed was
marked ‘Only Loadable’ by the
linkage editor. The failure may
have occurred when the user
program issued a LINK or
XCTL macro directly. But the
failure may also have resulted
when an ATTACH macro or an
OSRUN command called the
LINK macro.

LOAD should be used to bring a
module marked ‘Only Loadable’ into
storage before other operations are
performed. If the module is not only
loadable, relink the module to
remove the attribute.

42A

CSIATT

The ECB address specified in
the ECB parameter for an
ATTACH macro is invalid.
The address is in a different
storage protection key than that
of the program that issued the
ATTACH.

Provide a valid address for the ECB
parameter.

430

CSIENQ

An invalid parameter list was
coded in a call to the DEQ
macro. The calling program is
not authorized to access the
storage area specified in the
parameter list.

Check the list address and the
addresses of major and minor names
in the DEQ parameter list.

126 VM/SP System Messages and Codes




GCS Abend Codes

Table 12 (Page 11 of 24). GCS Abend Codes

Abend | Reason | Module

Code Code Name Cause of Abend User Response

438 CSIENQ | An invalid parameter list was Check the list address input
entered in a call to the ENQ parameter and the addresses of major
macro. The calling task is not and minor names in the ENQ
authorized to access the storage parameter list.
area specified in the parameter
list.

43E CSIATT | An invalid address was passed GCS system storage has been
to a DETACH macro. The modified since your sub-task was
ECB address was valid, but attached. Contact your system
now is not in the same storage programmer.
key as the task that issued the
ATTACH.

444 CSISER | An invalid DECB address was For BSAM, the DECB address
encountered during execution of | should be passed to SYNADAF as
the SYNADAF macro. the PARM2 operand on the macro

instruction. (The DECB address is in
register 0 on entry to the user's
SYNAD routine.)

530 CSIENQ | A DEQ has been issued before Try coding RET=HAVE as a DEQ
an ENQ for the same resource parameter. The DEQ request will
could be filled. The same task not be honored and a return code
issued both the ENQ and the will be produced if the ENQ has not
DEQ, and RET=HAVE was been completed before the DEQ is
not coded in the DEQ call. issued. But with RET=HAVE, the

task will not abend.

604 CSIGSV | The GETMAIN macro just Check the coding of the GETMAIN
issued had (1) an invalid macro instruction, and re-execute the
address in the A or LA program after correcting the
operand; or instruction.

(2) an invalid parameter list
address. The address in the A
or LA operand was invalid
because it specified a location
outside the the virtual storage
assigned to the task.

605 CSIFSV | A program has issued an SVC 5 | Check to see that the storage
FREEMAIN (E-type or V-type protection key for the FREEMAIN
FREEMAIN), but the parameter lists is correct.
FREEMAIN parameter lists
were protected by a storage key
that the issuing program could
not read from.

638 CSIENQ | The storage requested by the Re-execute the program.

ENQ macro was not available.
GETMAIN could not get the
storage necessary for control
blocks.
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704 CSIGSV,| An uncorrectable machine, Check to see if the mode byte is
CSIATT | system or indeterminate error correct if the user is coding his own
occurred while processing a mode byte. Otherwise, increase the
GETMAIN macro call. An size of the virtual machine and
improper mode byte may have re-IPL it.

been sent to the GETMAIN
entry module, or there may not
be sufficient system storage to
process the GETMAIN.

705 CSIFSV, | There was not enough storage Increase the size of the virtual
CSIATT | available to meet the internal machine and re-IPL it.
processing needs of an SVC 5
FREEMAIN.
706 CSILOS | The module requested in a Correct the problem in the requested
LINK, LOAD, XCTL, or load module and relink-edit it into a

ATTACH macro, or OSRUN LOADLIB.
or LOADCMD command
could not be used. Either the
module was marked as not
executable by the linkage editor,
or the module is an overlay
module, which is not allowed in
GCS.

This abend can result when a
user program issues a LINK,
LOAD, or XCTL macro
directly. But the failure may
also occur when an ATTACH
macro or an OSRUN or
LOADCMD command is
issued, since these call LINK or
LOAD.

A reason code of 04 occurs only
when the ERRET parameter of
the LOAD macro is specified.
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70A

CSIFSYV,
CSIGSV

An uncorrectable machine,
system or indeterminate error
occurred while processing an
R-type GETMAIN or
FREEMAIN (an SVC 10
GETMAIN or FREEMAIN).
The abnormal end may have
occurred because an improper
mode byte was sent to the
GETMAIN entry module, or
because there was not enough
storage to process the
GETMAIN.

Check to see that the mode byte is
correct if the user is coding his own
mode byte. Otherwise, increase the
amount of storage and re-IPL the
virtual machine.

72A

CSIATT

An address passed to the
ATTACH macro is invalid
because the storage key for the
address differs from that of the
calling program, and because
the address is in fetch-protected
storage. The address is one of
the following:

¢ the address of the
ATTACH parameter list

¢ the EPLOC or DE address

e the SHSPL address (the
address is invalid or the
first byte in the list has a
value of zero).

Provide a valid address for the
incorrect parameter.

778

CSIFSV,
CSIGSYV,
CSIATT,
CSITIM

(1) An uncorrectable machine,
system, or indeterminate error
occurred while processing an
RU-type GETMAIN or
FREEMAIN macro. The
problem may have occurred
because an improper mode byte
was sent to the GETMAIN
entry module, or because not
enough storage was available to
complete the GETMAIN or
FREEMAIN; or (2) A
GETMAIN or FREEMAIN
issued by STIMER or
ATTACH has failed because
not enough storage was
available to complete the
GETMAIN or FREEMAIN.

To correct the first problem, make
sure that the mode byte is correct if
the user coded it himself. If the
mode byte is not in error, increase
the amount of storage and re-IPL the
virtual machine. To correct the
second problem, increase the amount
of storage and re-IPL the virtual
machine.
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or a value too large for
available storage.
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804 CSIGSV | The length field passed to a Choose the appropriate action from
GETMAIN macro contained among the following:
either a negative or zero length, 1. Check the coding of the LV
or specified a length that
exceeded the available virtual operand. Re-execute the
storage. program after making

corrections.

2. Change the problem program so
that it requests a smaller amount
of storage.

3. Increase the amount of storage in
the virtual machine and re-IPL
it. ‘

806 CSILOS | A LINK, LOAD, XCTL, or If the reason code is 04, be sure that
ATTACH macro requested a you issued the GLOBAL command
program that could not be with the LOADLIB parameter and
found, or an I/O error occurred the names of the LOADLIBs which
while processing the request. may contain the requested module.
Register 15 contains a If the reason code is 08, correct the
hexadecimal reason code: cause of the I/O error. Note that this

. is probably not a user program error.
Code Meaning If the code is 10, rerun the job. Note
04 The program could not .
that this is probably not a user

be found or no

LOADLIBs were defined | Prosram error.

by the GLOBAL

command.
08 An uncorrectable I/O

error occurred when the

BLDL control program

routine attempted to

search the directory.
10 CLOSE gave a non-zero

return code after the

module was loaded.

80A CSIGSV | The length field passed to an Choose the appropriate action from

among the following:

1. Check the coding of the LV
operand and re-execute the
program.

2. Change the problem program so
that it requests less storage.

3. Increase the amount of storage
and re-IPL the virtual machine.
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878 CSIGSV | The length field passed to an Choose the appropriate action from
RU-type GETMAIN macro among the following:
contained either a pegatwe or I. Check the coding of the LV
zero value, or specified a length
too large for available storage. operand and re-execute the
program.
2. Change the problem program so
that it requests less storage.
3. Increase the amount of storage
and re-IPL the virtual machine.
905 CSIFSV | A task issued an SVC 5 Correct the address parameter for the
FREEMAIN, but the address FREEMAIN.
of the storage being released is
not on a doubleword boundary.
906 CSILOS | The Load and/or Use count for Check for loops which cause the
the module requested by a same macro instruction to be issued
LINK, LOAD, XCTL, or too often.
ATTACH macro is already the
maximum of 32767.
A Reason Code of 04 occurs
only when the ERRET
parameter of the LOAD macro
is specified.
90A CSIFSV | A task has issued an SVC 10 Correct the address parameters for
FREEMAIN, but the address the FREEMAIN.
of the storage that is being
released is not on a doubleword
boundary.
944 CSISER | An invalid savearea address was | Make sure that register 13 points to
encountered during execution of | the savearea address that was
SYNADRLS. The invalid provided by SYNADAF. Also,
address was either the make sure that the user's savearea
SYNADAF savearea address in | address, (located 4 bytes into the
register 13, or the pointer to the | savearea pointed to by the address in
caller's savearea. register 13), has not been altered.
978 CSIFSV | A task has issued an SVC 120 Correct the address parameter being
FREEMAIN, but the address passed to FREEMAIN.
of the storage being released is
not on a doubleword boundary.
A03 CSIATT | This abnormal end occurred Make sure that all sub-tasks are

during normal task termination.
The task that was terminating
had a sub-task that had not
been DETACHed.

DETACHed before a task
terminates.
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A05 CSIFSV | A task issued an SVC S Check the parameters for the
FREEMAIN and (1) the FREEMAIN to make sure that all
storage being released overlaps addresses and lengths have been
storage that is already free; or coded correctly. Also check to see
(2) the storage being released is that any locked storage has been
on a page that has been locked unlocked before it is released.
by PGLOCK.

A06 CSIPMC | The current task is already Do not allow an asynchronous exit
waiting for the serially reusable to reference the same serially reusable
module that has been requested module as the task it is running for,
by LINK, XCTL, or ATTACH. | at the same time as the task it is

running for. Also, do not allow
simultaneous reference to the same
serially reusable module by two
asynchronous exits running for the
same task. Finally, do not allow a
serially reusable module to try to
re-enter itself.

AOA CSIFSV | A task has issued an SVC 10 Make sure that the address and
FREEMAIN, and (1) the length parameters passed to
storage being released overlaps FREEMAIN are correct. Also check
storage that is already free; or to see that any storage that has been
(2) the storage being released is focked is unlocked before it is
on a page that has been locked released.
by PGLOCK.

A78 CSIFSV | A task has issued an SVC 120 Check to make sure that address and
FREEMAIN, and (1) the length parameters passed to
task-related storage that is FREEMAIN are correct. Also check
being released overlaps storage to see that any storage that has been
that is already free; or locked is unlocked before it is
(2) the storage that is being released.
released is on a page that has
been locked by PGLOCK.

BO3 CSIATT | Normal termination of a task Make sure that all locks are released

before a task terminates.
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B04

CSIGSV

An invalid subpool number was
specified on an E- or V-type
GETMAIN macro. The
number may have been invalid
because:

l. A program running in
problem state tried to
access a subpool with a
number outside the 0-127
range; or

2. A program running in
supervisor state tried to
access an unsupported
subpool. (Supervisor state
programs can access
subpools with numbers in
the 0-127 range, PLUS
subpools 229, 230, 231, 241,
243, and 244.)

Check the coding of the SP operand
of the GETMAIN macro.

BOA

CSIGSV

A subpool number greater than
127 was passed to a R-type
GETMAIN macro. An invalid
subpool number was specified
on an E- or V-type GETMAIN
macro. The number may have
been invalid because:

1. A program running in
problem state tried to
access a subpool with a
number outside the 0-127
range; or

2. A program running in
supervisor state tried to
access an unsupported
subpool. (Supervisor state
programs can access
subpools with numbers in
the 0-127 range, PLUS
subpools 229, 230, 231, 241,
243, and 244.)

Check the coding of the SP operand
of the GETMAIN instruction.
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B78 CSIGSV | A subpool number greater than Check the coding of the SP operand
127 was passed to a RU-type of the GETMAIN instruction.
GETMAIN macro. An invalid
subpool number was specified
on an E- or V-type GETMAIN
macro. The number may have
been invalid because:

1. A program running in
problem state tried to
access a subpool with a
number outside the 0-127
range; or

2. A program running in
supervisor state tried to
access an unsupported
subpool. (Supervisor state
programs can access
subpools with numbers in
the 0-127 range, PLUS
subpools 229, 230, 231, 241,
243, and 244.)

Co03 CSIATT | Normal termination of the Make sure that all resources have
current task has been been released by DEQ before a task
interrupted because the task still | terminates.
holds resources through ENQs.

D03 CSIFSV | A program tried to terminate Make sure that all resources are
with resources still held by released by DEQ before exiting the
ENQ. program.

D05 CSIFSV | A program has issued an SVC 5 | Check to see that the address and
FREEMAIN, and (1) the length parameters of the
task-related storage that is FREEMAIN are correct. Also check
being released is not owned by to see that storage keys that were
the active task or by a task that | changed have been reset to what they
is sharing storage with the were when the storage was obtained.
active task; or Lastly, make sure that the task
(2) the storage has had its releasing the storage owns the
storage key changed since it was | subpool specified in the FREEMAIN
obtained. macro, or shares the subpool with an

ancestor.
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DOA CSIFSV | A program has issued an SVC Check that the address and length
10 FREEMAIN, and (1) the parameters passed to the
task-related storage that is FREEMAIN are correct. Make sure
being released is not owned by that a storage key that has been
the current task or by a task changed has been reset to its original
sharing storage with the current | setting. Also make sure that the task
task; or which is releasing the storage owns
(2) the storage that is being the subpool specified in the
released has had its storage FREEMAIN macro, or shares the
protection key changed since subpool with an ancestor.
the storage was obtained.

D23 CSIRPY | A validate was issued for the Specify a reply buffer address within
reply buffer address specified in the range of your virtual storage.
the ORE (Operator Reply
Element) Data Area. The
return code from validate
indicates the address is
inaccessible to the user. The
task that issued the WTOR will
be abnormally terminated.

D23 CSIWTR/| One of two errors has occurred: To correct the first problem, make
(1) An invalid address was sure all parameter list addresses are
passed to a WTO or WTOR within your range of storage. To
macro. The address or correct the second problem, either
addresses passed in the increase the amount of virtual
parameter list are located in storage available to the program or
storage that the user cannot reduce the program’s storage needs.
access.

(2) A GETMAIN macro was
unable to get a WQE or ORE
buffer because not enough
storage was available.

D78 CSIFSV | A task has issued an SVC 120 Make sure that the address and
FREEMAIN, and (1) the length parameters being passed to
task-related storage that is FREEMAIN are correct. Check to
being released is not owned by see that a storage key that has been
the active task or by a task that | changed is reset to its original setting
shares storage with the active before the storage is released. Also
task; or make sure that the task that is
(2) the storage key for the releasing the storage owns the
storage that is being released subpool specified in the FREEMAIN
has been changed since the macro, or shares the subpool with an
storage was obtained. ancestor.

E04 CSIGSV | A GETMAIN macro has been Rewrite the problem program so that

called with an MVS parameter
that is not supported in the
GCS environment. The
unsupported parameter is either
LC or LU mode.

it requests allocation of only one
storage area at a time.
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E05 CSIFSV | A task has issued an SVC 5 Change the macro call so that it uses
FREEMAIN using an only supported parameters.

unsupported MVS parameter.
The parameter is one of the
following:

* EC
¢ VC
¢ ILC
e L

EOA CSIFSV | A task has issued an SVC 10 Change the macro call to use an LV
FREEMAIN, but (1) the SVC parameter with a non-zero length.
10 was called without an LV
parameter; or (2) a zero length
was specified as the LV
parameter for the FREEMAIN,

EOB CSITIM | A parameter that is not Change the macro call so that it uses
supported by GCS was used in only supported parameters.

a call to the TIME macro.
Unsupported parameters
include TU, MIC, STCK, and

ZONE=GMT.
E23 CSIRPY | A validate was issued for the Specify a reply buffer address within
ECB address specified in the the range of your virtual storage.

ORE (Operator Reply Element)
Data Area. The return code
from validate indicates the
address is inaccessible to the
user. The task that issued the
WTOR will be abnormally

terminated.

E23 CSIWTR| An invalid ECB or reply area Make sure that the ECB or replyarea
address has been passed to the address passed to WTOR is within
WTOR macro. The error or your storage range.

reply area address is located in
storage that the user program
cannot access.

E2E CSITIM [ The CANCEL parameter for Change the macro call so that it uses
the TTIMER macro was not only supported parameters.

specified, or a parameter that is :

not supported by GCS was

passed to TTIMER.

Unsupported parameters

include TU and MIC.
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E2F

CSITIM

A parameter that is not
supported by GCS was passed
to the STIMER macro.
Unsupported parameters
include TASK, GMT,
TUINTVL, and MICVL.

Change the macro call so that it uses
only supported parameters.

E30

CSIENQ

A parameter that is not
supported in the GCS
environment was coded in a call
to the DEQ macro. The
parameter is one of the
following:

* GENERIC=YES

¢ RMC=STEP

¢ SYSTEM

e SYSTEMS

e TCB

¢ UCB

¢ Multiple requests in one
macro call.

Change the macro call so that it uses
only supported parameters.

E38

CSIENQ

A parameter that is not
supported in the GCS
environment was coded in a call
to the ENQ macro. The
parameter is one of the
following:

¢ SMC=STEP

¢ SYSTEM, SYSTEMS

s TCB

e Multiple requests with one
macro call.

Change the macro call so that it uses
only supported parameters.

E78

CSIFSV

A task has issued an SVC 120
FREEMAIN and (1) the SVC
120 was called without an LV
parameter; or

(2) A zero length was specified
in the LV parameter and a zero
address was specified in the A
parameter.

Change the FREEMAIN call so that
it uses an LV parameter with a
non-zero length, and/or change the A
parameter to specify a non-zero
address.
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FCA 0300 CSICMD| The GCS CMDSI service has Make sure that parameter list
been called with an invalid addresses are within the range of
parameter list. The return code your storage, and that a valid
from a VALIDATE issued on command length is specified.
addresses in the list indicates
that (1) the parameter list
address or addresses within the
parameter list are not accessible
to the user; or
(2) the command length was
invalid.

FCA 0400 CSIDUM]| A user program has invoked the | Correct the user program to pass a
GDUMP command with an valid parameter list address.
invalid parameter list address.

FCA 0500 CSIGIM | The GENIO macro has been Ensure that the parameter list and
issued with an invalid any addresses contained in the
parameter list. Either the parameter list reside in storage
parameter list address itself is accessible to the issuing program.
invalid, or an address within the
parameter list is invalid.

FCA 0501 CSIGIM | GENIO STARTR is an Make sure that the calling program is
authorized function, and the in supervisor state before GENIO
calling program was not in STARTR is issued.
supervisor state.

FCA 0C00 CSIACC | User is not authorized to access Check the address in the plist to

CSIARE | the storage specified in the plist. | make sure that fetch access is
CSIGLB possible.
CSIOSR

FCA 0EO1 CSIREX | An invalid parameter list has Ensure that the parameter list and
been passed to the REXX any addresses contained in the
processor. Either the parameter | parameter list reside in storage
list address itself is invalid, or accessible to the issuing program.
an address within the parameter
list is invalid.

FCA 0F00 CSIFLD | A user program issued a Correct the program so that it passes
FILEDEF command with an a valid parameter list address.
invalid parameter list address.

FCA 1001 CSINXT [ A FREEMAIN macro has Re-IPL the system. If the problem
returned a non-zero return persists, contact your IBM support
code, indicating a failure to personnel.
release storage.

FCA 1101 CSIIUE, | A GETMAIN issued by the First, try re-executing the program in

CSITUX | current task has failed. which the failure occurred. If the
problem persists, increase the size of
the virtual machine and re-IPL it.
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FCA 1200 CSIQRY | The GCS QUERY command Make sure that parameter list
has been called with an invalid addresses are within the range of
parameter list. The return code your storage.
from a VALIDATE issued on
addresses in the list indicates
that the parameter list address
or addresses within the
parameter list are not accessible
to the user.

FCA 1300 CSIRPY | The GCS REPLY command Make sure that parameter list
has been called with an invalid addresses are within the range of
parameter list. The return code your storage.
from a VALIDATE issued on
addresses in the list indicates
that the parameter list address
or addresses within the
parameter list are not accessible
to the user.

FCA 1400 CSILDC | The GCS LOADCMD Make sure that parameter list
command has been called with addresses are within the range of
an invalid parameter list. The your storage.
return code from a VALIDATE
issued on addresses in the list
indicates that the parameter list
address or addresses within the
parameter list are not accessible
to the user.

FCA 1500 CSIYTE | A user program has invoked the | Correct the user program so that it
ETRACE command with an passes a valid parameter list address.
invalid parameter list address.

FCA 1600 CSIYTG | A user program has invoked the | Correct the user program so that it
ITRACE command with an passes a valid parameter list address.
invalid parameter list address.

FCA 1700 CSIDLB | An invalid address was detected | A GCS error message will usually
during SET command have preceded this abend message.
processing. Please see the ‘User Response’

section for the error message that
appeared and respond as indicated.

FCA 1800 CSIDLB | An invalid address was detected | A GCS error message will usually

during DLBL command
processing.

have preceded this abend message.
Please see the ‘User Response’
section for the error message that
appeared and respond as indicated.
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unsupported SVC number.
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FCB 0100 CSILAC | An AUTHCALL macro was Correct the problem in the
issued, but the issuing program application program.

did not have access to the
address of the name of the
authorized program.

FCB 0601 CSILLK | A program tried to acquire the Make sure the program acquires the
common lock on GCS common local lock before requesting the GCS
storage without first getting the common lock.
local lock on resources in the
program's own virtual machine.

FCB 0A01 CSISDX | Not enough free storage was Check to make sure the abend is not
available for GETMAIN to being caused by an error in the
secure an AEB for the application program. Correct the
SCHEDEX macro. application program if it is at fault.

: ' Otherwise, increase the size of
storage.

FCB 0DO01 CSIREX | Invalid shared variable request Make sure that the addresses have
block addresses were passed to been coded correctly.
the EXECCOMM routine.

Fxx The SVC number that was Correct the SVC number and reissue

the command.
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TSAF Abend Codes

When a Transparent Services Access Facility (TSAF) abend occurs, the TSAF
operator must follow several steps:

1. Collect information about the error.

Save the console sheet or spooled console output of the TSAF virtual machine.
Save and process, via the IPCS MAP command and the IPCSDUMP command,
any dumps produced by TSAF. Save any CPTRAP file that contains TSAF
data.

2. Collect information about the system status.

The following information can be useful and even necessary in problem
determination:

¢ the status of real and virtual devices in use by TSAF

e the level of system load at the time of failure on any of the systems using
TSAF and the status of each system (e.g. did one abend?)

» the types of applications that are using TSAF at the time and any
information about them that can be freely provided

¢ the physical connection configuration of the systems in use.

3. Recover from the abend so processing can continue.

When an abend occurs in TSAF, either because TSAF issued an ABEND or
because a TSAF or CMS operation caused a program exception, TSAF
produces a dump via the CP VMDUMP command. The dump is placed in
TSAF’s virtual reader. TSAF then issues a CP SYSTEM RESET command. If
the CONCEAL option is on, as recommended, CP automatically IPLs CMS.
Otherwise, operator intervention is required to re-IPL CMS. Similarly, if TSAF
is not invoked from the PROFILE EXEC, the operator must restart it manually.

Table 13 on page 142 lists the TSAF abend codes and the modules that issue them,

the cause of the abnormal termination, and the action the user should take to
recover and continue.
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TSAF Abend Codes

Table 13 (Page | of 2). TSAF Abend Codes
Abend Module
Code Name Cause of Abend Action
ATS010 ATSCTL | Error return from ABNEXIT. Save any problem information that CMS or
- TSAF presents. Issue a VMDUMP
This is a system error. The
. command to dump the contents of the
TSAF abend exit was not . . .
. virtual machine. Contact your service
established, so no dump was representative
taken, nor will the normal p )
problem determination
information be displayed on
the console.
ATS300 ATSIIN Error on the HNDIUCV SET Save any problem information that CMS or
CMS function. TSAF presents. Contact your service
This is a system error. TSAF representative.
was unable to successfully
issue an HNDIUCV SET
CMS function during
initialization.
ATS302 ATSIH1 *CRM is already in use by Determine what other virtual machine(s) are
another virtual machine. authorized to connect to this system service.
. Make the necessary corrections to the
There is already another .
. . system directory and perform the local
virtual machine that has a . .
. procedures for starting these virtual
connection to the *CRM .
. machines. Then restart TSAF on the
system service. CP allows only . . . .
. 5 . appropriate virtual machine. If this does not
one virtual machine at a time
to be connected to this system correct tl}e problem, save any problem
. information that CMS or TSAF presents,
service. . .
and contact your service representative.
ATS303 ATSIIN Not authorized to connect to Make any needed corrections to the system
*CRM. directory, and restart TSAF on the
This virtual machine is not appropriate virtual machine. If this does not
P correct the problem, save any problem
authorized in the system . .
. information that CMS or TSAF presents,
directory to connect to the and contact your service representative
*CRM system service. TSAF y p )
does not take a dump on this
abend.
ATS304 ATSIIN Error on the CMSIUCV Save any problem information that CMS or
CONNECT to *CRM. TSAF presents. Contact your service
This is a system error. TSAF fepresentative.
was unable to successfully
issue the CMSIUCV SET
necessary to establish an
IUCV path to the *CRM
system service.
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Table 13 (Page 2 of 2). TSAF Abend Codes

Abend
Code

Module
Name Cause of Abend Action

ATS888

ATSxxx Unable to obtain required Provide more storage for the TSAF virtual
storage. machine, and restart TSAF. If it fails again,

A specific TSAF module contact your system programmer.

requested free storage from
CMS. CMS diagnosed an
error on that request. The
problem may have occurred
because the TSAF virtual
machine was given insufficient
virtual storage.

ATS890

ATSxxx Unable to release storage. Save the problem information and contact
A specific TSAF module tried your system programmer or service

to return storage to CMS. representative.
CMS diagnosed an error on
that request. TSAF will have
taken a dump and reset the
virtual machine in order to
cause a re-IPL of CMS.

ATS999

ATSxxx TSAF system error. Save the problem information and contact
your system programiner or service

A TSAF module encountered .
representative.

a condition that should not
have occurred. TSAF will
have taken a dump and reset
the virtual machine to cause a
re-IPL of CMS.

Note: xxx represents any TSAF module that issues this message.
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AVS Abend Codes

When an AVS abend occurs, the following actions are required:

e (Collect information about the error.

Print the console log for the time that the error occurred. Save the console
sheet or spooled console output from the AVS virtual machine.

Save and process any dumps that AVS produces.

Issue the MAP command to convert the GCS load map to a format that
allows IPCSDUMP to append the GCS load map to the dump.

Issue the IPCSDUMP command to process the dump in question. Study the
problem report produced by IPCSDUMP processing.

Issue the IPCSSCAN command with the necessary subcommands to look at
the contents of the dump.

Save any CPTRAP file that contains AVS data (described in the VM/SP
Diagnosis Guide in the chapter titled “DEBUGGING AVS”).

¢ Collect system status information. The following information can help better
determine problems:

The system load at the time of failure on any systems using AVS and the
status of each system (for example, did another system abend?).

The types of applications that are using AVS at the time and any
information about them.

The physical connection configuration of the systems in use.

¢ Recover from the abend to continue processing.

— When an abend occurs in AVS, either because AVS issued an ABEND or

because an AVS or GCS operation caused a program exception, AVS
produces a dump via the CP VMDUMP command (described in the VM/SP
CP General User Command Reference).

Table 14 lists the major AVS abend code, along with the probable cause of the
abnormal termination, and the action the user should take to recover and continue.

Table 14. AVS Abend Codes

Abend Explanation System User
Code Action Response
80C Ran out of stack AVS AVS processing is Increase the size of the

stack storage. There was
no more storage available
for the AVS stack
manager.

virtual machine in which
AVS resides.

terminated. A dump is
produced.
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001E

002E

003E

004E

005E

006E

Unknown CP command: command

Explanation: User has issued an invalid CP command
after logging on to VM/SP.

User Response: Reissue the command in full, or in the
proper ubbreviated form.

Invalid operand - {operand|message}

I
Explanation: Onc of the operands was incorrectly |
specified, missing, or found in the wrong place on the |
command line. This message is also displayed if a |
MONITOR STOP command is issued while data |
collection is inactive, or if a MONITOR START |
command is issued and data collection is already in |
progress. |
System Action: The entire command line is ignored. |
I
|
|
|
|

User Response: Reissue the command with a valid
operand.

Invalid option - option

Explanation: One of the options was incorrectly
specified or is invalid with the particular variation of
the command. The option may be shorter than the
minimum abbreviation required.

If your system has RACF installed, you may not be
authorized to send data to the nodename on the TAG
command.

User Response: Reissue the command with a valid
option.

Invalid hexloc - operand 007E

Explanation: The hexadecimal location is incorrect

_ because of nonhexadecimal data in the operand or the

operand is longer than six characters. If the operand
was not a hexadecimal location, it was misspelled.

User Response: Reissue the command; specify the
operand correctly.
Invalid hexdata - data

Explanation: The data supplied either contains
nonhexadecimal characters or is longer than eight
characters.

User Response: Reissue the command; specify the
hexadecimal data.

008E

Invalid device type - devaddr

Explanation: The device type specified is not
recognized as a valid CP device, or it is incorrect for
the function requested. Examples of conditions that

cause this message to be displayed are: 009E

¢ If a teletypewriter terminal user issues a
TERMINAL APL ON command.

e [f the NOTREADY command is issued for a
device other than a spooled unit record or console
device.

o If the device specified with a READY command is
a virtual channel-to-channel adapter that has not
yet been attached via the COUPLE command to

DMK

another device. The virtual CTCA can be made
ready only by issuing the COUPLE command.

¢ The user has issued a SET VMSAVE command
for a DASD type with the volid specified in the
NAMESYS macro. Module DMKSNT is not
supported for this function.

* The operator attempted to set TERMINAL
SCRNSAVE on a console that is not a local
non-SNA display unit with a 3270 compatible
command set.

* The user tried to set TERMINAL BREAKIN
from a remote terminal, or from a local
VM/VTAM terminal which does not have a 3270
compatible command set.

* The operator attempted to set TERMINAL
BRKKEY to a program function key on a console
that is a remote or VM/VTAM terminal.

¢ The user tried to set TERMINAL BRKKEY or
CONMODE 3270 on a local, remote or
VM/VTAM terminal which does not have a 3270
compatible command set.

¢ The operator attempted to set TERMINAL
CONMODE, BREAKIN, SCRNSAVE, or
BRKKEY without a virtual console defined.

User Response: Reissue the command with a valid
device type. For some of the requests, there can be no
user action because a real device does not allow the
option specified.

Invalid userid - userid

Explanation: userid contains more than eight
characters.

If your system has RACF installed, you may have tried
to SPOOL or TRANSFER data to a user you are not
authorized to send data to.

User Response: Reissue the command with a valid
user ID.

If you are trying to use the SPOOL or TRANSFER
command, contact your system administrator and
request authorization to send data to the user ID.

Invalid spoolid - spoolid

Explanation: The spool ID specified was not a valid
decimal number, or it was larger than four digits.

User Response: Reissue the command with a valid
spool ID number.

Invalid range - range

Explanation: The range of addresses or registers
specified is incorrect. For instance, the end address
may be smaller than the starting address, too many
ranges were specified, or the number of pages to be
locked may be equal to or greater than the number of
pages available in the dynamic paging portion of real
storage.

User Response: Reissue the command; specify the
range.
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010E Invalid register - register

Explanation: The register specified is not in the range
0 through 1S or hexadecimal 0 through F, or the
register specified is not 0, 2, 4, or 6 for a floating-point
register.

User Response: Reissue the command; specify a valid
register.

011E Invalid device type - userid vdev

Explanation: The device type is invalid. If this is a
DIAL command, the device specified is not a virtual
low speed line. If this is a COUPLE command:

* The device specified is not a virtual
channel-to-channel adapter, or,

* You tried to couple a 3088 channel-to-channel
device to a channel-to-channel adapter.

User Response: Ensure that the device is the correct
type for the function, and reissue the command.

012E Invalid PSW - psw

Explanation: The PSW (program status word)
specified by the STORE command is invalid. An
invalid PSW is one where:

* The virtual machine is operating in extended
control mode and some of the bits that are defined
by the architecture to be zero have been turned on,
or

* The virtual machine is operating in basic control
mode, and the extended control mode bit has been
specified.

User Response: Change the PSW to a valid format for
the mode of the virtual machine. If this is not done,
attempting to run the virtual machine with an invalid
PSW causes an invalid PSW message to be issued from
the CP dispatcher.

013E Conflicting option - {optionloption] and option2}

Explanation: This message occurs when:

* The same option is specified twice in the same
command, or

* The function required by the given option is
incompatible with a previously specified operand.

* Only DSS is specified in a VMDUMP command
line or the DIAGNOSE code X‘94’ parameter list
but no discontiguous saved segments exist.

* The function requested is incompatible with the
system.

¢ Conflicting options (optionl and option2) are
specified on the same PER command line.

* The DEST option was specified more often than
allowed by the command.

System Action: If the DEST option was specified
more often than allowed by the command, then the
command is not processed.

User Response: Consult the VM/SP CP General User
Command Reference or the VM[SP CP System
Command Reference for the correct specification of the
command and the allowed options, and reissue the
command.
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013W

014E

015E

016E

017E

Conflicting option - {NORUN conflicts with
PRINTER|PRINTER conflicts with
NORUNISTEP conflicts with
PRINTER|PRINTER conflicts with STEP};
{BOTH|RUN} option forced

Explanation: An overriding option conflicts with an
existing option in the PER traceset.

System Action: The overriding option is applied to the
trace element. The conflicting option in the trace
element is reset so that a conflict does not exist.

User Response: Issue QUERY PER ALL to see how
the tracesets have been changed.

Tape rdev dump tape capacity exceeded

Explanation: On the SPTAPE command with the
DUMP option, the tape defined by rdev has reached
end-of-reel before all spool files were dumped.

System Action: The tape is file mdrked at the last
complete spool file, the tape is unloaded, and the
command is terminated.

User Response: Use a larger tape reel or dump by
spool class or type.

Command not valid before LOGON: command

Explanation: User has issued an invalid CP command
before logging on to VM/SP.

System Action: Displays a menu of related CP
commands to assist the user.

User Response: Enter one of the commands from the
displayed menu.

TAG invalid for specified file type

Explanation: The spool file cannot be tagged. The
splink (the data buffer) does not leave space for tag
information (accounting, dump, and monitor files).

User Response: This is an invalid command. No
action possible.

Insufficient screen space - clear screen and re-dial

Explanation: A DIAL command was issued from a
local 3270 terminal with an insufficient number of lines
left on the screen to display the command and
resulting message. If allowed to proceed, the terminal
would go into a holding state. This would tie up the
terminal, because the processing of DIAL disables the
terminal from unsolicited interrupts, thereby
preventing the release of the holding state.

User Response: Clear the screen and then reissue the
command.

{Groupid|Userid} missing or invalid

Explanation: userid or groupid is either missing or not
recognized. The user ID is not in the system directory.
The user ID or group ID is longer than eight
characters. This message is issued if an attempt is
made to attach a logical or other non-DASD device to
the system. This message is also issued if a user who
does not have privilege class D issues the command
QUERY FILES CLASS x userid, because the userid
operand is valid only for class D users.

Syst_em Action: The command is rejected.



021E

022E

023E

024E

User Response: Reissue the command with a valid
user ID or group ID. If you should have privilege
class D, check that you do.

Real device address missing or invalid [rdev]

Explanation: The real device address is either missing
or invalid. Valid device addresses:

* Are no more than three hexadecimal characters
long, or

* Begin with the character L followed by three
hexadecimal characters.

User Response: Reissue the command with a valid real
or logical device address.

Virtual device address missing or invalid

Explanation: The virtual device address is either
missing or invalid. An invalid virtual device address
either:

* Is longer than three characters, or
¢ Contains nonhexadecimal data, or

* Is greater than X‘SFF’ for a virtual machine
running in basic control mode, or

* Is associated with an unsupported device type
(specified in the command IPL vdev), or

* Is associated with a virtual machine that is in the
process of logging off (specified in the command
‘LOCATE userid vaddr’), or

* Was previously used to define a device for your
virtual machine.

User Response: Reissue the command with a valid
virtual device address.

Note: If this message is issued in response to the
‘LOCATE userid vaddr’ command, it means that the
virtual machine designated as ‘userid’ is in the process
of logging off and that the system can’t determine if a
virtual device at ‘vaddr’ even exists.

Volid missing or invalid

Explanation: The volume identification is either
missing or invalid. A volid longer than six characters is
considered invalid.

User Response: Reissue the command with a valid
volume identification.

{CYLS|BLKS|FORM NUMBER|DEST} missing
or invalid

Explanation: The number of cylinders (or blocks if
FB-512) must be specified with the command, but it is
missing or invalid. An invalid cylinder specification is
one that is four or more characters, or larger than the
maximum number of cylinders available on the device
type specified. An invalid block number specification
is one that is seven or more characters, or larger than
the maximum number of blocks on the device type
specified. If ‘FORM NUMBER’ appears in the
message text, the form number following the FORM
keyword is missing or it is over 8 characters long. The
DESTination name is missing or is not of the right
format. The DESTination name is a one to eight
character name your installation assigns.

025E

026E

027E

028E

029E

030E

031E

DMK

System Action: The command is not processed.

User Response: If DEST missing or invalid, Consult
the VM[SP CP General User Command Reference or
the VM[SP CP System Command Reference for the
correct specification of the command and the allowed
options. Reissue the command.

Otherwise. reissue the command; specify the number
of cylinders, blocks, or form number correctly.

Storage missing or invalid

Explanation: The amount of storage is either missing
or invalid. An invalid storage specification contains
invalid digits or does not end with the letter K or M.

User Response: Reissue the command; specify the
storage requirement.

Operand missing or invalid

Explanation: A required operand is either missing or
invalid.

User Response: Reissue the command with a valid
operand.

Spoolid missing or invalid

Explanation: The command requires that a spool ID
be supplied, but it is either missing or invalid. An
invalid spool ID is one that contains nondecimal
characters.

User Response: Reissue the command with a valid
spool ID.

Class missing or invalid

Explanation: The class value is either missing or
invalid. An invalid class is one that is not in the range
A through Z or 0 through 9.

User Response: Reissue the command with a valid
class.

Filename and/or filetype missing or invalid

Explanation: The file name and/or file type is missing
or invalid. An invalid file name is larger than 24
characters. An invalid file type is larger than eight
characters if the file name is eight characters or less.

User Response: Reissue the command; specify the
required file name and/or file type.

Copies missing or invalid

Explanation: The operand that specifies the number of
copies is either missing or invalid. An invalid copy
specification is nondecimal, greater than 255, or zero.

User Response: Reissue the command; specify the
required number of copies.
Buffer missing or invalid [modifier]

Explanation: The FCB or UCSB could not be loaded.
The modifier indicates the reason for failure:

¢ If there is no modifier it means that the buffer
name is missing or invalid. Valid buffer names are
established by the system programmer. Any buffer
name longer than eight characters is invalid.

e If the modifier is “FCB too long” it means that the
FCB is too long for the printer.
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032E

033E

034E

035E

036E

037E
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* If the modifier is “extended FCB not supported,”
it means that an attempt is being made to send an
extended FCB image 1o a printer that does not
support the extended FCB format.

System Action: The buffer has not been transferred to
the device.

User Response: Reissue the command using a valid
buffer name, or a buffer that is compatible with the
device.

Distribution code missing or invalid

Explanation: The distribution code is cither missing or
invalid. An invalid distribution code is longer than
eight characters.

User Response: Reissue the command with a valid
distribution code.

Hexloc missing or invalid

Explanation: The hexadecimal location is either
missing or invalid. An invalid hexadecimal location is
one that contains nonhexadecimal characters or is
longer than six characters.

User Response: Reissue the command with a valid
hexadecimal location.

Channel missing or invalid

Explanation: The channel number is either missing or
invalid. An invalid channel number either is longer
than one character or is nonhexadecimal.

User Response: Reissue the command with a valid
channel number.

Device type missing or invalid

Explanation: The command requires that a valid CP
spool device type be entered as an operand, but it is
either missing or invalid. Valid device types are
READER (R, RDR), PRINTER (P, PRT), and
PUNCH (PU, PCH).

User Response: Reissue the command with a valid
spool device type.

Index missing or invalid

Explanation: If INDEX MISSING is the condition,
the requested FCB (forms control buffer) image in
DMKFCB does not have an index value, therefore one
must be supplied in the command. If INDEX
INVALID is the condition, nn was not a number from
1 to 31, where nn corresponds to the number of the
first print position.

User Response: Supply the value for INDEX in the
FCB image or ensure that nn is a number from 1 to
31, whichever is appropriate. Reissue the command.

Tape rdev invalid for SPTAPE command

Explanation: On the SPTAPE command with the
LOAD/SCAN options, the tape specified by rdev was
not generated by SPTAPE commands and has and
invalid tape format.

System Action: The tape is unloaded and the
command is terminated.

User Response: Have the operator verify that the tape
was created by the SPTAPE command.
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038E

039E

040E

042E

Parameter for option option missing or invalid

Explanation: FORMAT was specified in-a - VMDUMP
command without an operand, the operand was longer
than 8 characters, or the parameter for the named
option of a CP request was missing or longer than
allowed.

User Response: Reissue the correct command.

Processor address missing or invalid

Explanation: An ATTACH CHANNEL or DETACH
CHANNEL command was issued and the processor
address was (a) missing from the command (MP mode
only), or (b) an invalid address. While the processor
address is not required on the ATTACH/DETACH
CHANNEL command in UP or AP modes, if specified
it will be checked for validity. In AP mode, the
processor address must be that of the I/O processor.

System Action: The ATTACH/DETACH CHANNEL
command is rejected.

Operator Response: Reissue the ATTACH/DETACH
CHANNEL command with a valid processor address.

Device {rdev|vdev} does not exist

Explanation: The device address specified does not
exist, or a TIO to that device resulted in condition
code 3. If the device address is a real device, it is not
configured in the CP system, or the device is
configured in CP but is not operational; if it is a
virtual device address the virtual device is not
configured in the virtual machine.

If the specified device address is valid, this message
may indicate a problem with the Network Control
Program and/or the 370x.

If issued from DMKCPT after a VARY ONLINE
command was issued, and the device is configured in
CP as one of a string of DASD (but not head of
string), then the device is either not operational or not
ready. The hardware will return the same indication
(CC1 with intervention required in the sense) for either
condition. The user should determine which condition
applies. If not operational, the device cannot be varied
online. If not ready, the user must ready the device
before it can be varied online.

User Response: Reissue the command; specify the
required real or virtual device address.

{Spoolid nnnn does not exist| SPOOLID nnnn
DOES NOT EXIST OR IS HELD}

Explanation: The spool ID number specified does not
exist within the specified device type. If the spool ID
specified is an open reader file (in use by the virtual
machine), it cannot be changed or purged. A CLOSE
command will purge an open reader file unless SPOOL
RDR HOLD is in effect.

DMKTRR issues this message to indicate that the file
could not be located. The reasons that DMKTRR
might not find the file include:

e The file is not there.
e The file is not a reader file.
* The file is held..

User Response: Reissue the command; specify only
known and valid spool IDs.



043E

045E

046E

047E

Buffer name does not exist

Explanation: The buffer name supplied with the
command is not known to the CP system. The buffer

does not exist if it cannot be found in one of the 048E
following CP modules:

¢ DMKFCB = 3211 Forms Control Buffers

* DMKUCB = 3211 UCS Buffers

* DMKUCS = 1403 UCS Buffers

¢ DMKPIA = 3289 Font Offset Buffers
User Response: Reissue the command; specify a valid 049E

buffer name.

System sysname does not exist

Explanation: The system name specified does not
exist.

User Response: Reissue the command; specify a valid
system name.

userid not logged on

Explanation: userid specified is not logged on. The
command cannot execute properly unless the user 050E
specified is logged on.

User Response: Reissue the command; specify only
users who are currently logged on.

{Device rididevtype rdev} offline

Explanation: The specified device or resource is offline

i i ilable to the CP .
and is considered not available to the system 051E

System Action: The command is rejected.

User Response: If this message was issued for DEV
rid, issue the NETWORK VARY command to vary
the resource online, and then reissue the command. If
the message was issued for devtype rdev, issue the
VARY command to vary the device online, and then
reissue the command. If the command was the VARY
command, the device had been forced offline and
cannot be varied online again. If the message was
issued for volid, the checkpoint program was unable to
access a CP owned volume needed during system
shutdown because that volume was offline.

052E

{userid {vdev|segname}| The current traceset|The
traceset fraceset|A saved traceset} does not exist

Explanation:

1. The device specified for the particular userid does 053E

not exist in that user’s virtual machine
configuration. If the message is issued for the
DIAL or COUPLE command, the particular
device specified with those commands is not
defined in the receiving user’s virtual machine
configuration. |

2. For DMKSEG, the segname does not exist. 054E

3. For the PER command, an action was requested to
be performed on a traceset and the traceset does
not exist. |

User Response: |

1. Reissue the command; specify only existing virtual
device addresses for the receiving virtual machine.

2. For DMKSEG, reissue the command using a valid
segname.

DMK

3. For PER, establish a traceset before requesting an
operation to be performed on it.

Channel x [processor xx] does not exist

Explanation: The channel specified in the ATTACH
CHANNEL command is not configured in the CP
system on the specified processor.

User Response: Reissue the command; specify only
valid and defined real channel addresses.

{Device rid|devtype rdev} in use

Explanation: An attempt was made to vary an active
teleprocessing line or graphic device offline; or to vary
online additional paths to a device for which a real
RESERVE may be outstanding.

System Action: The command is rejected.

User Response: In a case of an attempt to vary offline
an active line, first deactivate the line by using the
DISABLE command; then reissue the VARY
command.

LOGON unsuccessful—-incorrect password
Explanation: The password supplied is incorrect.

System Action: Displays a menu of related CP
commands to assist the user.

User Response: Enter one of the commands from the
displayed menu.

Maximum virtual devices exceeded in directory

Explanation: The logon cannot be completed because
the directory has more virtual devices defined in it than
CP allows.

User Response: Notify the system operator that you
cannot complete your logon because of this error in
your directory.

Error in CP directory

Explanation: The link or logon cannot be
accomplished because of a permanent I/O error
encountered while reading the directory.

User Response: Send a message to the system operator
stating that you cannot complete your link or logon
because of an error in the directory.

userid not in CP directory

Explanation: userid supplied was not found in the
directory or the user ID has a password of NOLOG.

User Response: Reissue the command with a valid
user ID or contact your system administrator to
establish a new valid password.

Already logged on
{{line|l GRAFILUNAME|LDEV|device} rdev|line
disconnected}

Explanation: The user ID supplied in the LOGON or
AUTOLOG command is already logged on at the
given line address. /ine indicates a line mode device
and GRAF indicates a display terminal. LDEV
indicates a logical device, device is the device name and
rdev is a real device. Line disconnected happens when
a user is trying to log on to a user ID that is in the
process of logging off. The terminal is no longer
associated with the user, but a ‘wait’ is set on that
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055E

056E

057W

momentarily prevents the user from logging off. This 058E
situation only exists for a short time, but it is possible

to receive the message. For SNA terminals LUNAME

indicates that the user ID supplied in the LOGON or

AUTOLOG command is already logged on at a given

location. CP doesn’t know the actual location of the

SNA terminal so it uses the LUNAME of the terminal.

User Response: Log on specifying a different user ID,
or send a message to the operator or the logged-on
user requesting information on the logon status.

059E

Line(s) not available on userid
Explanation: One of the following occurred:

(1) The DIAL command has been issued to a user ID
from a 270X terminal and either that user ID has no
270X lines, the lines are not enabled, or the lines are all
busy.

(2) The DIAL command has been issued to a user ID
from a 3270 terminal and either that user ID has no
3270 lines or the lines are all busy.

User Response: If you issued the DIAL command
from a 270X terminal, reissue the command specifying
a user ID that has enabled virtual 270X lines that are
not already servicing a user.

If you issued the DIAL command from a 3270
terminal, reissue the command specifying a user ID
that has virtual 3270 lines that are not already
servicing a user.

Line vdev busy on userid

Explanation: The virtual 270X or 3270 line specified in
the DIAL command is busy.

User Response: Reissue the DIAL command at a later
time when the line becomes available.

userid not receiving; {disconnected|MSG off|{message
too large| SMSG off|not authorized]l WNG
offf VMCEF error nnn|IUCYV error nnn| quiesced}

Explanation: The user ID specified in a MESSAGE,
SMSG, WARNING, or CMS TELL command did not
receive the message due to one of the following
conditions:

* The user is disconnected.

* The user has SET messages, special messages, or
warnings OFF.

* The user is not authorized to receive the message.

* The message being sent was too long to fit into the
user's message buffer. This can happen if the
CMS TELL command or CP SMSG command is
used to send a large message to a user at another
node.

* The user has not established the proper VMCF or
IUCYV connection.

User Response: If the MSG TOO LARGE condition
occurs, shorten the message text or split it into two
shorter messages; then reissue the command.
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CTC vdev busy on userid

Explanation: The virtual channel-to-channel device
specified in the COUPLE command is busy on the
receiving user ID’s virtual machine.

User Response: Reissue the command; specify an
available virtual channel-to-channel device.

AUTOLOG failed for userid - message

Explanation: An AUTOLOG command was issued
for a user, but the command could not be executed for
one of the following reasons:

1. IPL missing - there was no IPL record in the user’s
directory entry.

2. IPL failed - the IPL did not complete successfully.

3. accounting errors - the logon accounting routine
returned a nonzero return code.

4. incorrect password - The password from the
autolog command does not match the password in
the directory.

5. 1/O error on terminal - An error occurred with
Input/Output processing on the user’s terminal.

6. IPL failed; error in CP directory - The Initial
Program Load could not be completed successfully
because of an error in the Control Program
directory. G

System Action: The user is not logged onto the
system.

User Response: For reason 1, have your system
administrator place an appropriate IPL record in the
specified user’s directory.

For reason 2, log onto the user ID in the usual manner
to determine the cause of the IPL failure.

For reason 3, contact your system programmer to
verify the correct password or reissue the autolog
command with the correct password.

For reason 4, contact your system programmer for
specific requirements of your local acccounting
procedures.

For reason 5, reissue the AUTOLOG command. If the
error persists, contact the system administrator to
correct the terminal problem.

For reason 6, contact the system programmer to check
the specified user’s CP directory.

Dump failed; virtual printer unavailable

Explanation: The virtual printer either does not exist
or is not ready.

User Response: If a virtual printer exists, issue the CP
READY command for it and then reissue the DUMP
command. If a virtual printer does not exist, use the
CP DEFINE command to create one and reissue the
DUMP command.



061E

062E

063E

064E

[Dump failed;] virtual printer error
Explanation:

1. Either an IO error occurred while a dump was
being spooled to DASD, or spool space has been
filled.

2. For PER, a problem has occurred while attempting
to write PER output to the user’s virtual printer.

User Response:
1. Notify the system programmer.

2. For PER, if a virtual printer exists, issue the CP
READY command. If a virtual printer does not
exist, issue the CP DEFINE command.

ECMODE not set on

Explanation: A SET STBYPASS was issued to a
virtual machine without the ECMODE option being in
effect.

System Action: The command is terminated.

User Response: Issue the SET ECMODE ON
command which will reset the virtual machine. Then
IPL the virtual system and reissue the command.

Shadow table bypass; not set

Explanation: The virtual machine is not running in
extended control mode or the virtual control register 1,
or segment or page table entries are not architecturally
valid.

Note: If virtual machine assist is available, the
STFIRST option must be specified in the user’s
directory.

System Action: The highest virtual =real address is set
to zero.

User Response: Use the SET STBYPASS command
only after the virtual relocate system has been reloaded
and is running.

Shadow table bypass; reset
Explanation:

Virtual =Real USER: The virtual system was running
with ‘SET STBYPASS VR’. The virtual machine
attempted to run with translation tables resident in the
first 4K of storage.

Virtual = Virtual USER: Either the virtual operating
system attempted to map a virtual address, not equal
to its real address, to an address below the highest
virtual =real address in the virtual address space or the
virtual machine loaded a BC mode PSW or the virtual
system was reset.

System Action: The SET STBYPASS command has
been SET OFF. Virtual machine execution will
continue.

User Response: Use the SET STBYPASS command
only when running a virtual relocation operating
system that does not violate the shadow tlable bypass
restriction.

065E

066E

067E

068E
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Highest allowable high-water mark value is xxxxxK

Explanation: The value specified by the ‘SET
STBYPASS nnn’ command exceeded the highest
allowable high-water mark value. The high-water
mark value will be set only if it is not higher than the
following:

¢ the virtual machine size

e a high-water mark value determined from the
virtual machine’s page and segment tables.

The highest allowable high-mark value may not be the
true water mark value because the virtual translation
tables may have several pageable page frames
contiguous with the true high-water mark.

System Action: The high-water mark value is set to
zero, turning off the function.

User Response: Determine the true high-water mark
value from the virtual systems configuration. Then
reset the SET STBYPASS nnn command with the
high-water mark value.

STMULTI option CSEG reset

Explanation: The previously defined value of the
CSEG option of the STMULTI command has been
reset to zero because the virtual machine has been
reset.

System Action: The CSEG option of the STMULTI
command has been reset to zero.

User Response: Issue the SET STMULTI command
with the desired value of the CSEG specified.

Command format not valid

Explanation: The password was entered on the same
line as the command or a valid option was misspelled.

User Response: Reenter the command omitting the
password or reenter the command with the correctly
spelled option.

Note: With the PROTECT option on, the LOGON
password may not be entered on the same line as the
LOGON command. Enter the password as a response
to the “ENTER PASSWORD™" message.

SEND command failed; receiver message

Explanation: The receiver was specified in the SEND
command. ‘message’ is one of the following:

* is not disconnected

¢ has not authorized sender

* has no virtual console

* has console input waiting

* is executing a console function

System Action: Text is not sent to receiver in any
situation.

User Response:

1. Secondary user not in effect because receiver is
logged on at a terminal.

9

. The sender must be specified as secondary user of
the receiver on the CONSOLE directory control
statement.

3. Receiver requires a virtual console.
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070E

071E

4. Receiving virtual machine must do a console read
for input that is already waiting, then the SEND
command can be reissued.

5. Receiving virtual machine must complete console
function before another CP command can be sent.

6. If the primary machine was disconnected with
FULLSCREEN ON, this message will be received
on the second attempt to SEND a command to the
primary machine. Before logging off, have the
primary user set FULLSCREEN Mode to
SUSPEND or OFF.

Device not available - MSS devices allocated

Explanation: User is logged on with a minidisk
defined on a system volume that is not mounted.
When attempting to find an MSS volume with the
correct volid, an MSS 3330V is required. There are no
MSS 3330Vs available to try a volume count.

Note: This message is immediately followed by the
current DMKLNK 108E message specifying the
referenced ‘vdev’ and ‘volid’.

System Action: The operation failed.

User Response: Determine whether the ‘volid’ required
is an MSS volume or standard 3330-1. Ifitisa
standard 3330-1, follow the actions for message 108E.
If it is an MSS volume, notify the system operator so
that the volume may be made accessible.

Device not available - MSS cannot be accessed

Explanation: The control program has attempted an
operation that requires MSS access. The routine to
communicate with the MSS (DMKMSS) is not active
because of one of the following reasons:

* The communicator virtual machine has not been
logged on.

¢ The VM system has not yet been initialized in the
virtual machine.

e The DMKMSS program has not been started in
the virtual machine.

¢ The communicator virtual machine is no longer
available (DIAGNOSE code X‘078’ subcode X‘10°
has been issued.)

This message can be issued during execution of any
operation that initiated MSS mount or demount
activity.

Note: This message will always be followed by a
message from the specific control program routine that
needed MSS activity.

System Action: The operation failed.

User Response: Request that the system operator
makes the communicator virtual machine available or
wait until the communicator virtual machine can be
initialized.
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072E

073E

0741

075E

Device not available - rdev not proper type

Explanation: A dedicate or attach operation is in
process for device ‘rdev’; device ‘rdev’ is a 3330V. The
‘rdev’ is not the proper type (VIRTUAL or
SYSVIRT).

System Action: The attach or dedicate operation
failed.

User Response: Reissue the command with the correct
‘rdev’ or if the ‘rdev” was specified correctly, request
that the system operator use the DEFINE command to
reset the 3330Vs characteristics.

MSS device not available - MSS error

Explanation: The control program has determined
that the only possible way to satisfy a request for a
virtual device is to issue an MSS mount request. The
MSS accepted the request, but later generated an error
indication.

System Action: The control program command that
initiated the MSS request will produce a message to
indicate the eventual result of the MSS error.

User Response: Contact the system operator to ensure
that action is underway to correct the MSS error.
Reissue the command when the error has been
corrected.

Missing interrupt - device vdev

Explanation: The virtual machine started 1/O to its
device ‘vdev’, that is an MSS 3330V in the control
program. A cylinder fault occurred on the 3330V but
the corresponding attention interruption was not
received in the specified time interval.

System Action: The original 1/O operation is restarted
to the device so that if the cylinder fault is satisfied, the
request wiil complete normally.

User Response: If the message recurs, it may indicate
an error in the MSS staging adapter. The pending I/O
request can be cleared by issuing the RESET ‘vdev’
command.

The variations of this message are explained below.

MESSAGES:
¢ Device volid is not available

Explanation: An ATTACH command has been
processed to attach a ‘volid’ to the system.
However, the ‘volid’ is a SYSVIRT 3330V and that
volume is mounted and its serial number is not the
same as that specified on the ‘volid’ parameter.

System Action: The specified ‘volid’ is not
attached.

User Response: Choose an available SYSVIRT
‘volid’ and reissue the command. The QUERY
command can be used to find an available ‘volid’.

¢ Device vdev is not available

Explanation: The tape device is not available for
the RESET command for the giver.

System Action: The operation is ignored.

User Response: Reissue the command after the
tape is returned.



076E

077E

0781

079E

080E

The volid parameter is invalid

Explanation: The ‘volid’ parameter was specified with
a range or multiple of real addresses on the ATTACH
command. This not a valid combination.

System Action: No addresses are attached. 081E

User Response: Reissue the command with a valid
combination of operands.

Invalid request for device nnn

Explanation: A DEFINE command was issued with
the VIRTUAL or SYSVIRT parameter for device
‘nnn’. Device ‘nnn’ cannot be defined because it is
already the specified type or it is active in its current
state.

System Action: The status of the device is not
changed. No further DEFINE command processing
occurs.

User Response: The QUERY command can be used 082E

to determine the exact status of ‘nnn’. The operator
can either issue the DEFINE command with a
different address specification or wait until the status
of ‘nnn’ has changed.

MSS mount proceeding for volume volid

Explanation: The control program mounted the
system volume ‘volid’ while processing an MDISK or
DED directory statement or a LINK or ATTACH
command. The MSS is now mounting the volume.

System Action: RC=160.

The allocation of the virtual device is queued, pending 083E
the completion of the mount. Any SIO instruction

issued by the virtual machine to the virtual address

corresponding to the MSS volume is trapped by

VM/SP and queued until the volume is mounted.

Control is not returned to the user until the volume is

mounted and the SIO has been passed to the volume.

User Response: None. However, if a SIO is issued 1o

the virtual device before the mount is complete, that

SIO will be queued by VM/SP and the virtual machine

processing will be suspended pending the completion

of the mount. The user can cancel the S1O, rather 084E
than waiting for the mount, by getting into CP mode

and issuing the RESET command for the virtual

address. This will cause CP to dequeue the SIO and

generale a condition code 3.

CP command via central server is not possible

Explanation: A user issued a control program
command from the central server VIRTSYS requiring
action from the central server. 085SE

System Action: The operation is ignored.

User Response: Do not attempt to issue CP

commands in this environment. It is not possible.
No preallocated VMISAVE area

Explanation: The VMSAVE option was specified in
the directory at logon, or a SET VMSAVE ON
command was issued, and there is no entry in
DMKSNT with a USERID = specification for this
user.

System Action: The VMSAVE option is not enabled.
User Response: Verify that the NAMESYS macro
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defining the target area is specified correctly. If none
is present, add a NAMESYS macro defining the target
area in module DMKSNT. Issue the SET VMSAVE
ON or SET VMSAVE area-name to enable the option.

VMSAVE area already in use, must use SET
command

Explanation: The VMSAVE option is specified in the
directory but a valid saved VMSAVE system already
exists in the DASD target area.

System Action: The VMSAVE option is not enabled.

User Response: Verify that the NAMESYS macro is
specified correctly for this VMSAVE target area. Use
the QUERY VMSAVE command to determine when
the system was saved. Use the IPL command to load
the system or the SET VMSAVE ON command to
clear the area.

More than one VMSAVE area allocated, must
specify area name

Explanation: The VMSAVE option is specified in the
directory or the user has issued a SET VMSAVE ON
command when he has more than one target
VMSAVE area available to the user.

System Action: The VMSAVE option is not enabled.

User Response: I[ssue a QUERY VMSAVE command
to determine what areas are available and then issue a
SET VMSAVE area-name command to enable the
VMSAVE option.

VMSAVE area does not contain valid saved system

Explanation: The user has issued an IPL command to
a VMSAVE target DASD area. The DASD area
specified does not contain a valid system.

System Action: The IPL command is terminated.

User Response: Verify that the correct name was
specified on the IPL command. Ensure that the
NAMESYS specification points to the correct DASD
area. Reissue the IPL command.

VARY failed, device rdev busy or reserved

Explanation: A vary command was issued for the
specified device (rdev) and a perpetual busy was
encountered. This may be the result of the device
being reserved by another processor.

System Action: The vary fails.

Operator Response: Try the command at a later time.

Vary failed, fatal I/O error, dev rdev

Explanation: An 1/O error occured on the specified
device when attempting to perform a READ DEVICE
CHARACTERISTICS command (CCW command

code X'E4").

System Action: The device is placed in offline status,
and system opgralion continues.

Operator Response: Contact your system support
personnel.
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086E

0871

0891

090E

091E

092E

I/O error on DASD

Explanation: The VMSAVE option was specnf‘ed and
an error occurred on the DASD.

The VMSAVE option is not enabled.

User Response: Reissue the set VMSAVE command
to enable the VMSAVE option.

093E
System Action:

Device vdev is in the process of being reset

Explanation: A RESET command has been issued for
a virtual device already in the process of being reset.

System Action: The second RESET is not executed.

User Response: Reissue the command when the
previous reset is complete.
094E
Device vdev is in the process of being detached

Explanation: A RESET command has been issued for
a virtual device that is being detached.

System Action: The second RESET command is not
executed.

User Response: No user action is required; the device 095E
will be detached when it is available.
Device vdev not defined; device {rdev|volid} not
available R

Explanation: The virtual device has not been defined
in the virtual machine’s configuration because the real
device described in the directory DEDICATE card is
not available. A real device is considered not available
if it is: 097E
* Already attached to another user, or

¢ In use by the CP system, or

e Offline.

User Response: Ask the system operator about the
status and availability of the real device. The operator
can attach the required device or an alternate device to
the virtual machine.

DASD vdev not defined; temp space not available

Explanation: The virtual device has not been defined
in the virtual machine configuration because the
temporary space requested is not available. Temporary
space is considered not available if:

098E

* No space has been allocated by the installation for
temporary use, or

¢ The number of cylinders (or blocks if FB-512
device) requested cannot be satisfied from the
available space remaining.

User Response: The space cannot be defined if it has
not been allocated. If space has been allocated, issue
the DEFINE command requesting fewer cylinders (or
blocks if FB-512 device.)

Device vdev not defined; devtype vdev already defined

Explanation: The virtual device specified has not been
previously defined within the virtual machine’s
configuration, or that address is already defined within
the virtual machine’s configuration.

User Response: Reissue the command; specify a
virtual device address that is not already defined within
the virtual machine configuration, or detach the
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conflicting virtual device address before reissuing the
command.

Device vdev not defined; error in CP directory

Explanation: The requested virtual device has not
been defingd within the virtual machine configuration
because of an error in the CP directory. An example
of this condition is a dedicated 2305 device which did
not specify the ﬁrst exposure address for both the
virtual and real addresses on the DEDICATE
statement. '

User Response: Send a message to the system operator
slaung the problem so that the error in the CP
directory can be corrected.

Storage exceeds allowed maximum

Explanation: The storage specified in the DEFINE

command exceeds the maximum allowable as specified

in the CP directory.

User Response: Reissue the DEFINE command
specifying a smaller storage size.

Device vdev not defined; insufficient free storage

Explanation: Sufficient free storage could not be
acquired to define a virtual device as a result of the
logon process ora DEFINE command.

User Response. Reduce the number of virtual devices
in the user conf' iguration. The system programmer
may want to allocate more free storage to the system.

Device vdev2 not defi ned devxce vdevl has active
i/0

Explanation: An attempt was made to redefine a
device at address ‘vdev2’ while this device (now at
address ‘vdevl’) is busy with 1/O, or while it was in an
"intervention-required” state.

System Action: The command is rejected.

User Response: Reissue the command after the 1/O
completes on the specified device, or when the
"intervention-required" condition has been satisfied.

Device rid mode switch not possible

Explanation: If this message was issued in response to
the DIAL command, it indicates that the DIAL
command was issued from a terminal connected to a
37xx that is running the Network Control Program
(NCP) or the Partitioned Emulation Program (PEP),
and the terminal cannot be switched from network
control mode to emulation mode.

System Action: Command execution is terminated.

User Response: For the DIAL command, verify that
the correct 37xx control program is active, and that the
specific resource in use was generated with the mode
switch capability. Note that the DIAL command
cannot be used with the NCP, because the NCP does
not support the mode switching function.



101W

102W

103W

104E

105E

DEVICE rdev ENVIRONMENTAL DATA 106E
RETRY COUNT EXCEEDED

Explanation: More than 255 retrics of CP or Diagnose
I/0O resulted in the generation of sense data with
cnvironmental data present.

System Action: System operation continues.

DASD vdev forced R/O; R/O by {nnn users|userid}

Explanation: The virtual device specified has been
forced into read-only status because other users on the
system already are linked to the same device with
read-only access. If only one user has read-only
access, that user’s user ID is displayed at the terminal.

107E

User Response: This is a warning message for
information only and no further action is required.

DASD vdev forced R/O; R/W by {nnn users|userid}

Explanation: The virtual device specified has been
forced into read-only status because other users on the
system already have access to the same disk area in
read/write mode. If only one user has read/write
access, that user's user ID is displayed at the terminal.

108E

User Response: This is a warning message for
information only and no further action is required.

DASD vdev forced R/O; R/W by {nnn
users|userid}, R]/O by {nnn users|userid}

Explanation: The given virtual device has been forced
into read-only status because the disk is in read/write
use by some users and read-only use by other users
linked to the same disk area. If the number of users
having read/write or read-only access is one, the single
user 1D is displayed at the terminal.

109E

User Response: This is a warning message for
information only and no further action is required.

userid vdev not linked; R/O by {nnn users|userid}

Explanation: The link to the user’s virtual device has
not been accomplished because that disk area is
already in read-only use by one or more users. If the
number of users is one, the single user 1D is displayed
at the terminal.

110E

User Response: Reissue the LINK command,
specifying the appropriate alternate access to obtain a
link to the desired area in read or write mode.

userid vdev not linked; R/W by {nnn users|userid}

Explanation: The link to the user’s virtual device has
not been accomplished because that disk area is

already in read/write use by one or more users. If the
number of users is one, the single user ID is displayed

at the terminal. 111E

User Response: Reissue the LINK command,
specifying the appropriate alternate access to gain a
link to the device in the required mode.

DMK

userid vdev not linked; R/W by {nnn users| userid},
R/O by {nnn users|userid}

Explanation: The link to the user’s virtual device has
not been accomplished because the disk is in read/write
use by some users and read-only use by other users. If
the number of users is one, the single user ID is
displayed at the terminal.

User Response: Reissue the LINK command,
specifying the appropriate alternatc access required to
gain the correct link to the disk area.

userid vdev not linked; not in CP directory

Explanation: The link to the user’s virtual device has
not been accomplished because that virtual device
address is not defined in the directory for the specified
user ID.

User Response: Reissue the LINK command,
specifying the correct virtual device address or the
correct user ID.

userid vdev not linked; volid vol/id not mounted

Explanation: The link to the user’s virtual device
address has not been accomplished because the virtual
device is defined on a volume that is not currently
mounted on the CP system.

User Response: Send a message to system operator
asking that the specified volume be mounted and
attached to the CP system. Reissue the LINK
command when the operator confirms that the correct
volume has been mounted.

userid vdev not linked; invalid link device

Explanation: The link to the user’s virtual device has
not been accomplished because the virtual device
defined in the user’s CP directory entry is not a
minidisk to which a link can be accomplished.

User Response: Reissue the LINK command with a
valid user ID and virtual device address.

userid vdev not linked; devtype vdev already defined

Explanation: The link to the user’s virtual device has
not been accomplished because this virtual machine
already has a device with the same address defined in
its configuration. If a CTCA is defined in the virtual
machine's configuration, 16 virtual addresses are
defined for that CTCA and a link using one of those
addresses cannot be made.

User Response: Reissue the LINK command
requesting a different virtual device address, detach the
device with the conflicting virtual address from the
virtual machine, and then reissue the LINK command.

userid vdev not linked; no read password

Explanation: The link to the user’s virtual device has
not been accomplished because no read access to it is
allowed.

User Response: Contact your sysltem programmer to
request a directory change.
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112E

113E

114E

115E

116E

117E

userid vdev not linked; no write password

Explanation: The link to the user’s virtual device has
not been accomplished because no write access to it is
allowed.

User Response: Contact your system programmer Lo
request a directory change.

userid vdev not linked; no multiple password

Explanation: The link to the user’s virtual device has
not been accomplished because no multiple-access
password is specified for the user’s minidisk.

User Response: Contact your system programmer to
request a directory change.

userid vdev not linked; mode or password incorrect

Explanation: The link to the user’s virtual device has
not been accomplished because an incorrect password
or file mode was entered. On systems with RACF
installed, you may not be authorized to link to the
minidisk you specified.

User Response: Reissue the LINK command and
specify the correct password. On a system with RACF

installed, you must contact the owner of the minidisk

and request authorization to link to that minidisk.

{AUTOLOGY|LINK} invalid; excessive incorrect
passwords

Explanation: The AUTOLOG command issued from
a virtual machine by a DIAGNOSE instruction is now
invalid because the user has entered four incorrect
passwords associated with the AUTOLOG command
during the current terminal session.

The LINK command is now invalid because the user
has exceeded the limit of ten incorrect passwords for
access to minidisks during the current terminal session.

User Response: You must logoff and logon again to
be able to LINK to any minidisk. You may issue the
AUTOLOG command from the virtual machine
environment; however, you must allow the CP system
to prompt you for the password rather entering it as
part of the input line. This error condition from the
AUTOLOG or LINK command is designed to
prohibit password guessing by repetitive calls to the
command from within the virtual machine.

userid vdev not linked; CP directory in use

Explanation: The user ID to which you are linking is
either logging on the system, or someone else is
attempting a link to the same user ID at this time.

User Response: Reissue the LINK command.

userid userid not linked; volid vo/id conflict

Explanation: The volume label in the user’s directory
entry matches the volume label on the real device, but
the device class and device type are not the same.

User Response: Correct the error in the directory for
the device that cannot be linked.

156 VM/SP System Messages and Codes

118E

119E

120E

121E

122E

123E

userid vdev not linked; command format not valid

Explanation: The LINK password was entered on the
same line as the LINK command or a valid option was
misspelled.

User Response: Reenter the LINK command omitting
the password or reenter the LINK command with the
correctly spelled option.

Note: - With the PROTECT option on, the LINK
password may not be entered on the same line as the
LINK command. Enter the password as a response to
the “ENTER PASSWORD:” message.

userid vdev not linked; insufficient free storage

Explanation: Sufficient free storage could not be
acquired to satisfy the link request for a virtual device.

User Response: Reduce the number of virtual devices
in the user configuration or in other user
configurations. The system programmer may want to
allocate more free storage to the system.

devtype rdev not attached; userid vdev already
defined

Expianation: The real device has not been attached to
the specified user ID because that user ID has already
defined a virtual device of the specified virtual address.

Operator Response: Reissue the ATTACH command
specifying a different virtual device address for the
user. You should first send a message, via the
MESSAGE command, to the user asking what action
should be taken and what virtual device should be
assigned. The user may wish to detach the conflicting
virtual device from his machine configuration and ask
the operator to reissue the ATTACH command.

devtype rdev not attached to userid

Explanation: The real device has not been detached
from the specified user ID because it was not attached
to that user. Either the real device or the user ID has
been incorrectly specified.

User Response: Reissue the DETACH command
specifying the correct device address for the user ID.

devtype rdev already attached to userid

Explanation: The requested real device is already
attached to another user ID. The operator has
probably specified an incorrect real device address.

Operator Response: Reissue the ATTACH command,
specifying the correct real device address.

DASD rdev CP-owned

Explanation: The command has not been processed
for the requested user ID because that device is owned
by the CP system. A CP-owned device is one that is
defined in the system-owned list and is in use for
paging or spooling space.

User Response: The command cannot be specified for
the real device because that device must remain owned
and in use by the CP system.



124E

125E

126E

127E

128E

129E

130E

DASD rdev in use by nnn users 131E

Explanation: The command has not been executed
because the device is in use by the stated number of
users.

User Response: The command cannot be executed for
the specified real device until all users who have
minidisks in use on that device detach them.

DASD rdev volid volid already attached to system

Explanation: The volid is already mounted and
attached to the system.

Operator Response: Reissue the ATTACH command

specifying the correct volid. It may be necessary to

detach the real device from the system that contains 132E
the duplicate volid before attempting the ATTACH

command again.

DASD rdev error reading volid

Explanation: The specified device could not be
attached to the system because of an error in reading
the volume label.

Operator Response: Check that there are no
equipment failures; reissue the ATTACH command. 133E

DASD rdev volid volid does not match

Explanation: The real device has not been attached to
the system because the volid read from the label does
not match the one specified with the command.

Operator Response: Reissue the ATTACH command 134E
specifying the correct volid.

DASD rdev error reading allocation record

Explanation: The volume, which is a CP-owned
volume, has not been allocated for CP use because the
allocation record could not be read.

Operator Response: Detach the device from the system
and reattach it to the system, after checking that there
are no equipment failures. 135E

Channel x [processor xx] devices in use

Explanation: The ATTACH CHANNEL command
has not been executed because the devices on that
channel (on the specified processor) are already in use.

Operator Response: Detach devices from users and the
system before reissuing the ATTACH CHANNEL 136E
command.

Channel x [processor xx] not attached to userid

Explanation: The DETACH CHANNEL command
has not been accomplished because (1) channel x is not
attached to the specified user ID, or (2) the channel is
not attached on the specified processor.

System Action: The DETACH CHANNEL command
is rejected.

Operator Response: Reissue the command; be sure o
specify the correct channel (and processor) for the user
ID.

DMK

Insufficient free storage available for
{ATTACH|LOGON} request

Explanation: An attempt was made to acquire storage
for virtual device/control unit/channel blocks from free
storage. The storage request could not be satisfied. In
the case of ATTACH. no devices are attached. In the
case of LOGON, logon processing is accomplished but
no virtual devices are available in the user‘s
configuration.

User Response: Reduce the amount of storage being
requested by reducing the number of virtual devices
being attached or logged on. The system programmer
may want to allocate more free storage to the system.

Channel x already defined by userid

Explanation: The user ID’s virtual machine already
has a channel with the same address defined in the
virtual machine.

Operator Response: Request that the user detach all
devices from the requested virtual channel and then
reissue the command specifying the correct channel
address.

DASD rdev not ready

Explanation: An attempt has been made to attach a
DASD device that is not ready.

Operator Response: Make the device ready and reissue
the command.

devtype vdev not attached; channel x dedicated

Explanation: The command has not been executed for
the requested user ID because the user has attached a
dedicated channel with the same channel number as
the virtual channel number specified in the ATTACH
command.

Operator Response: Verify that the vdev in the
ATTACH command is correct.

deviype vdev not detached; channel x dedicated

Explanation: The command has not been executed
because the device was attached via the ATTACH
CHANNEL command.

Operator Response: If the channel is no longer
needed, issue the DETACH CHANNEL command.

Device {vdev|rdev} not {defined|varied}; channel x
dedicated

Explanation: A VARY ONLINE command for device
rdev or a DEFINE command for device vdev has been
issued and the channel to which the device is attached
is dedicated.

System Action: The command is rejected.

Operator Response: In order to vary on or define
more devices on channel x, the channel must first be
detached from the user ID to which it is attached.
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137E

140E

141E

142E

143E

DASD vdev not linked; channel x dedicated

Explanation: Channel x is dedicated to this virtual
machine. The vdev appearing in the error message has
a virtual channel that is equal to the real dedicated
channel. Users of dedicated channels are not permitted
to link to DASD device(s) where the virtual channel
equals the real dedicated channel.

User Response: Reissue the LINK command using a
different virtual channel address.

Channel x [processor xx] not attached; insufficient
free storage

Explanation: Sufficient free storage could not be
acquired to satisfy the attach channel request. The
request cannot be satisfied unless all devices on the
channel (on the specified processor) can be attached.

User Response: Reduce the number of virtual devices
in the user configuration. The system programmer
may want to allocate more free storage to the system.

devtype rdev attached to userid

Explanation: The device specified is not under CP
control but is attached to the specified user ID for its
exclusive control.

User Response: Reissue the command; specify only
devices under CP control. The operator must detach
the device from the specified user in order to make it
available to another user.

devtype rdev not active

Explanation: The command has not been executed
because the device specified was not performing any
spooling function.

User Response: Reissue the command; specify the
correct real device, if necessary.
devtype rdev not drained

Explanation: The command has not been executed
because the device specified was not in a drained
status.

Operator Response: Drain the specified device via the
DRAIN command, and reissue the command.

devtype rdev in use by system
Explanation: The specified device either:

¢ Is attached to the system, or
* Is performing 1/O activity.
System Action: The command is not executed.

Operator Response:

¢ For any device other than a 37xx, detach the
device if possible, or wait for the 1/O activity to
cease, and then reissue the command.

* For an active 37xx, the command cannot be
executed.

¢ If a NETWORK DUMP is required. use the
3704/3705 LOAD button to activate automatic
dump and reload procedures.

* If a NETWORK LOAD of a 3704/3705 control
program other than the active one is required. use
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144W

1451

1461

147E

the NETWORK DUMP command with the OFF
operand o suppress automaltic recovery, and then
use the subsequent NETWORK LOAD command.

devtype vdev RESET BY userid

Explanation: The HALT command was used to
terminate an active channel program and that channel
program was associated with a specified virtual device.

System Action: The real device is halted and all
pending interrupts are cleared from the specified
virtual device. The virtual machine then enters CP
command mode.

Programmer Response: Ensure that a valid channel
program was started to the specified virtual device.

User Response: IPL the virtual system to continue.

USERID userid AT rdev WITH INVALID
{LINK|LOGON} PASSWORD NO nnn HAS
VIOLATED THE LIMIT OF /imit

Explanation: The installation defined threshold for
invalid passwords has been reached by “userid” or
“rdev.”

rdev - address of terminal being used.
nnn - current invalid password count.
limit - current limit.

When the current limit is met, message DMKJRL145]1
is sent.

If the optional information “[,A = auserid]” is present,
the message is the result of an AUTOLOG command.
In this case “userid” is the user ID specified in the
AUTOLOG command, and “auserid” is the user ID of
the issuer of the AUTOLOG.

Operator Response: None.

User Response: Each installation will have to define
the specific action they wish to take when this situation
arises. Since the situation is a possible attempt to
penetrate the system, it should not be ignored.

VMDUMRP failed; spooling error

Explanation: The system was unable to supply the
necessary spool file blocks for the VMDUMP.

System Action: The VMDUMP request is canceled
and any spool file blocks are freed.

User Response: Do not reissue the command until
spool space is available.

Channel x [processor xx] not attached; alternate
paths defined

Explanation: An ATTACH CHANNEL command
has been issued to attach channel x (to processor nn).
There is at least one device on the specified channel
that has an alternate path generated.

System Action: The ATTACH CHANNEL command
is rejected. The ATTACH CHANNEL command is
used to dedicate all the devices on a real channel to a
specified virtual machine; the one-lto-one
correspondence of virtual devices to real devices cannot
be maintained if alternate paths to any of the devices
are generated.

Opérator Response: None.



148E

149E

150A

1511

devtype rdev buffer load name failed 152E

Explanation: The buffer load cannot be accomplished
because of an 1/O failure on the specified device, or the
I/O task has been reset.

It could also mean that module DMK UCS,
DMKUCB, or DMKUCC has exceeded a page
boundary (4K).

User Response: Rcissue the command, attempting to
load the buffer as before. If the problem persists, there
is probably a hardware error. Call your system
support personnel for assistance.

DEVICE PATH rdev PRESENTED CC=3 ON 153E
1/0 REQUEST

Explanation: An I/O operation has found an offline
path to a device. The device will appear online to a
QUERY command.

Operator Response: Make sure the control unit and
device switches are on. If all switches are on, a
hardware malfunction is probably the cause of this
offline condition. Notify your system support
personnel.

System Action: The I/O operation was started on
another path if one exists. If another path does not
exist, an unrecoverable error was posted to the calling
task for this I/O operation.

User userid has issued a {CP|VM} read 154E

Explanation: A disconnected user, for whom this user
is acting as the secondary user, has issued a console
read, or CP has issued a console read on behalf of the
disconnected user.

System Action: The console read is not actually
performed, but a record of it is kept in a queue.

User Response: A SEND command must be issued to 157E
satisfy the console read.

DASD vdev not attached; busy persists,
IOBSTAT = xx, [OBCSW +4 = xxxx

Explanation: Following an ATTACH command, the
system issued 256 test I/O instructions to the DASD
and a busy condition persisted.

System Action: The device is not attached.

User Response: Use the IOBSTAT with the
IOBCSW +4 statuse byte to find out what caused the
busy condition.

Values Meaning

IOBSTAT =01 and short control unit 1581
IOBCSW +4 = 7000 busy

IOBSTAT =01 and busy device
I0BCSW +4=1000

IOBSTAT =01 and
IOBCSW +4=0000

IOBSTAT =02 and
IOBCSW +4=0000

For the first three cases, check for a possible shared
control unit or a reserved DASD operating in a shared
dasd environment. In all cases, reissued the ATTACH
DASD command once the busy condition has been
cleared.

busy control unit

channel or
subchannel busy

DMK

{PFCOPY|PFTAB} NOT AVAILABLE

Explanation: VM/SP does not support COPY or TAB
function settings for program function keys on TTY
terminals. You can set tabs using appropriate
hardware facilities. For the 3101, you can use the
PRINT keys instead of the PFCOPY function if a 3102
is attached. See the related hardware publications for
the affected device, listed in the preface.

System Action: Ignores the PF request.

User Response: Do not use the PF keys for COPY or
TAB functions.

Device {vdevirange|channel x} exceeds maximum
number of virtual devices

Explanation: An attempt was made to create (via
LINK, DEFINE, or ATTACH) a virtual device, a
range of devices or a channel which would have
resulted in the maximum number of virtual devices for
the user's virtual machine.

System Action: The command is rejected.

User Response: Detach a sufficient number of existing
virtual devices or channels from the user's virtual
machine so that the total number of virtual devices or
channels will not exceed the maximum allowable.
Then reissue the command or request that the
ATTACH be re-attempted.

Device rdev VARY failed, VARY in process

Explanation: A VARY command was issued for the
specified device (rdev) while another VARY command
was being processed for that device.

System Action: The VARY command is canceled.

User Response: Reissue the VARY command.

‘CLUSTER =’ parameter missing from RDEVICE
macro - device rdev

Explanation: While attempting to network enable a
device for line XXX, DMKNET found thal there was
no cluster specified for the line (RDEVNICL = 0).

System Action: Network enable command processing
is terminated.

User Response: Correct the RDEVICE macro for
device XXX by coding the CLUSTER = parameter. If
a CLUSTER = parameter is coded, check for an
incorrect continuation from the previous line. Ensure
that (in the DMKRIO listing for device XXX) the
RDEVBLOK contains a label for RDEVNICL.

UCS image name mismatch; image name loaded is
image

Explanation: The UCSB name given in the
LOADBUF UCS command does not match the UCSB
currently loaded in the printer.

System Action: None.

User Response: Verify that the correct UCS image
name is indicated on the command line. If the name is
correct, verify that the band image loaded in the
printer is correct.
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159E

160E

161E

162W

160

SPMODE on - cannot unlock Virtual= Real

Explanation: The user is attempting to use the
UNLOCK command to unlock pages that are within
the V=R region while running an AP/MP
configuration with SPMODE set on.

System Action: Execution of the command is
terminated.

User Response: Do not attempt to unlock the V=R
region in this environment. It is not possible.

Hexloc hiexloc exceeds storage

Explanation: The hexadecimal location specified
exceeds the storage size. If the hexadecimal location
was a virtual address, the address was beyond the
range of the virtual machine storage size; if it was a
real address, then the address was beyond the range of
the real storage size.

Note that the storage created by a virtual operating
system running under VM/SP is beyond the range of
the virtual machine storage size. Thus, the virtual
region of a VS operating system running under
VM/SP, for example, cannot be displayed.

User Response: Reenter the command, using only
valid hexadecimal locations within the range of the real
or virtual storage size.

Shared page hexloc altered by userid

Explanation: The operator has issued an STCP (store
CP) command for the shared page at hexadecimal
location ‘hexloc’. This page has just been altered by the
currently dispatched user, ‘userid’, and it therefore will
belong solely to ‘userid’. Another copy of the shared
page will be created at another location for the other
users sharing the page before the next user is
dispatched. Since it is assumed that the operator
wishes to change the contents of the shared page, not
the individually-owned page, the STCP command is
not executed.

Operator Response: If you want to change the
contents of the shared segment, use the class A LOCK
command with the MAP operand to determine the real
address of the page, and then reissue the STCP
command with the corrected shared page address. If
you want to change the contents of the altered,
individually owned page, reissue the STCP command;
this time it will be executed.

Invalid ECR x - xxxxxxxx

Explanation: The virtual machine is running in
extended control mode and an attempt has been made
to store the reset value specified into the control
register specified. The store is completed.

User Response: Verify your intention to reset the
specified control register before continuing in extended
control mode.
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1651

166E

168E

1691

STORE exceeds maximum register

Explanation: The STORE command has been
specified for registers with a number of operands to be
stored in contiguous registers, and the number of
operands specified would place the store beyond the
valid register range.

System Action: The system has stored up to and
including the maximum register allowed for the store
function.

User Response: Verify that the STORE command was
entered correctly and that the beginning register was
correctly specified. If they were not, reissue the
STORE command, specifying the correct registers and
operands.

Hexloc hex/oc non-addressable storage

Explanation: The hexadecimal address specified with
the command lies within a nonaddressable storage
range. Nonaddressable storage is storage created by
named systems such as VSAM.

User Response: Reissue the command, specifying a
valid hexadecimal address.

Page hexloc not locked; shared page

Explanation: The page user at hexadecimal location
“hexloc” cannot be locked because it is a shared page.

System Action: The system skips this page and
continues to lock any remaining unshared pages in the
range specified in the LOCK command.

User Response: If more pages are to be locked, the
user must reissue the LOCK command specifying
unshared pages.

Changed shared page not written to auxiliary
storage

Explanation: The store into a shared page has been
made, but a copy of the change has not been written to
backup storage. The recompute bit is on and no page
slot is available. The change may be lost if it is
assigned later as a private page.

User Response: Provide more paging space.

STATUS operand requires ECMODE

Explanation: The virtual machine is not running in
extended control mode and an attempt is made to store
selected data to virtual machine’s low storage
locations.

System Action: The STORE command is cancelled.

User Response: The virtual machine must be in
extended control mode and reissue the STORE
command.

VARY not performed, device rdev not ready

Explanation: A VARY command was issued to a 3480
tape device, which had an outstanding
intervention-required condition.

System Action: The VARY command is cancelled.

User Response: Take appropriate action to make the
device ready. Reissue the VARY command.
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171E

172E

System sysname exceeds storage

Explanation: If this message was issued in the
response to the SAVESYS, SET VMSAVE, or IPL
command, the system name specified uses a virtual
storage size larger than that defined for the virtual
machine.

If this message was issued in response to a
NETWORK command, the specified 3704/3705 control
program is larger than the 3704/3705 storage (as
specified by the RDEVICE macro), and the control
program image cannot be loaded into the specified
3704/3705.

User Response: For any of the above commands,
reissue the command, specifying a system name that
will fit within the virtual machine storage size.
Optionally, redefine the virtual machine storage size
using the DEFINE command, and then reissue the
command (except for the SET VMSAVE command).

For NETWORK, reissue the command specifying
another control program that will fit in the 3704/3705.

System sysname volid volid not mounted

Explanation: If this message was issued in the
response to the SAVESYS or the SET VMSAVE
command, the system name cannot be saved because it
requires a volume that is not mounted. This may be
the volume on which the named system was to be
saved or the volume that the saved system needs in
order to properly execute once loaded.

If this message was issued in response to the IPL
command, the system name cannot be loaded because
it requires a volume that is not mounted. This may be
the volume that contains the saved system, or the
volume that the saved system needs in order to
properly execute once loaded.

If this message was issued in response to the
SAVENCP command, the volume specified by
SYSVOL in the NAMENCP macro in DMKSNT is
not currently available.

If this message was issued in response to a
NETWORK command, the Network Control Program
cannot be loaded because the volume on which it
resides is not mounted.

User Response: Send a message to the system operator
stating which volume is not mounted, and request that
he mount the desired volume and attach it to the
system. Reissue the command once the operator has
verified that the correct volume is mounted and
attached.

System sysname DASD vdev - incompatible
SYSRES

Explanation: The system name specified cannot be
saved or loaded (via IPL) because the direct access
storage device address within the virtual machine’s
configuration does not match the DASD address and
location specified in the name table of the CP system.

User Response: No action can be directly taken by the
user. Verify that the system name you are trying to
save or IPL contains the correct virtual device address
and that that virtual device address matches the extent
on the required owned volume for that system.

173E

174E

174W

175E

DMK

System sysname requires DASD vdev

Explanation: The system name specified with a
SAVESYS or IPL command requires that the virtual
machine be using a direct access storage device with
the specified virtual address.

User Response: In the virtual machine configuration,
define the required DASD address. Then reissue the
command, specifying the correct system name.

Paging error - {I/O|address exception}|: message]

Explanation: A paging error was detected; either 1/0
or addressing exception.

System Action: Defined in the ‘message’ text:

¢ Checkpoint area invalidated: Unable to read
checkpoint page. Another message (919) followed
describing the system action.

e Command terminated: Command terminated
before completion of requested functions.

e [PL failed: IPL not complete

¢ Page not locked: The lock was not completed on
that page.

¢ Command complete: Portions of the requested
address range encountered paging errors. A dump
has been created.

¢ No dump created: Every page or portions of the
requested address range encountered paging errors.

User Response: If the message resulted from a warm
start or checkpoint processing, notify installation
personnel about the DASD 1/O error; check the
operator response for message 919. Otherwise, reissue
the command; if the failure persists, notify the system
operator.

Paging. error - I/O: default printer logo will be used

Explanation: An I/O error occurred trying to page
DMKBOX into the system to construct the
installation-defined printer logo.

System Action: Printing continues with default logo.

User Response: None required.

{RESERVE|name} already in use by userid

Explanation: For RESERVE, the RESERVED
operand specified in the SET command cannot be
applied to the specified user because that function is
already in use by the user 1D identified in the error
message.

For name, the VMSAVE area specified is in use by the
user ID identified.

User Response: For RESERVE, turn off RESERVED
operand for the user specified in the error message.
and reissue the SET command specifying the new user
ID for the desired function.

For name. send a message to the other user asking him
to release the area or issue the QUERY VMSAVE
command to find out if any other areas are available.
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176E

177E

178E

179E

180E

Virtual = Real area in use by {userid|system}

Explanation: The UNLOCK VIRT=REAL function
could not be executed because the given user ID is
logged on and occupying the virtual =real area. If the
virtual =real area is in use by the system, the

virtual =real area has been unlocked and is unavailable
for virtual =real use until the system is reloaded.

User Response: Request that the user log off, or force
the user to log off, and then reissue the command
specifying the virtual =real area.

Parameter exceeds xx characters

Explanation: The PARM option on your IPL
statement is followed by a parameter string longer than
can be passed 10 the system to be IPLed. The value of
‘xx” specifies the maximum length of the string that can
be passed. The largest value ‘xx’ can have is 64. If the
value of ‘xx’ is less than 64, then the named saved
system specified by the IPL command was defined by
your installation with a PARMRGS range of less than
16 registers.

System Action: The command is not executed.
System operation continues.

User Response: Reissue the IPL command with not
more than ‘xx’ characters in the parameter string
following the PARM option. If you received this
message while logging on (LOGON), contact your
installation support group.

System sysname exceeds available DASD space

Explanation: The amount of DASD space reserved by
the NAMENCP macro is insufficient to contain both
the 3704/3705 control program image and the system
control information.

User Response: Increase the amount of DASD space
reserved by the NAMENCP macro, and reissue the
command. Verify that the extra pages required for the
system control information were included when the
DASD space was assigned.

System sysname volid volid not CP-owned

Explanation: The DASD volume specified by
SYSVOL in the NAMENCP or NAMESYS macro is
currently attached to the VM/SP system, but it is not a
CP-owned volume, and therefore is not a valid
residence volume for the saved system image.

User Response: Ensure that the correct DASD volid
was specified in the NAMENCP or NAMESYS macro
in DMKSNT, and that the physical DASD volume
mounted is the correct volume. Verify that the
specified volid is included in the SYSOWN macro in
DMKSYS, and reissue the SAVENCP diagnose or the
SAVESYS command.

PER trace not in effect

Explanation: The user has tried to perform an
operation on a traceset and no tracesets are defined.

System Action: None.

User Response: Establish a traceset before trying to
perform the operation that caused this message to be
issued.
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180W

181E

1821

183E

184E

TRACE not in effect

Explanation: The TRACE END function has been
specified and the TRACE function was not in effect.

User Response: This is a warning message for
information only and no further action is required.

Shared system sysname replaced with non-shared
copy

Explanation: The virtual machine has issued the CP
commands STORE, ADSTOP or TRACE and the
address targeted by the command is referencing a
shared named system page. The shared named system
is released and a replacement of the named system is
made with a nonshared copy.

User Response: The virtual machine continues to run
but is now running the shared named system in
nonshared mode. The user should be aware that total
system efficiency decreases as the number of users
running with nonshared copies of a shared named
system increases. When the user no longer needs his
own copy of a nonshared system he should attempt to
replace it with a shared copy. In most instances this
would mean reload (via IPL) of the shared named
system.

PER trace is active

Explanation: 10,000 PER interrupts have occurred
without a display to the terminal. Certain tracing may
take longer than others depending on the events and
ranges chosen for the trace. This is related to the way
that the hardware recognizes a successful PER event.
The PER command allows greater selectivity than the
hardware for the PER events that are displayed.
Therefore, some PER interrupts generated by the
hardware are not displayed due to the selectivity of the
PER command.

System Action: None.

User Response: You can prevent this message by
issuing the CP command SET IMSG OFF.

VM assist not active

Explanation: A SET ASSIST ON or a SET ASSIST
SVC command was issued. However, the operator
deactivated the assist feature for the whole machine.
On an Attached Processor system, this message
indicates that the assist is not active on any processor,
unless the user has affinity set on. If the user has
affinity set on, then the message describes the state of
the assist for the affinity processor only.

System Action: The user description is updated to use
the assist feature when the operator activates it for the
system.

User Response: None.

VM assist not available [on processor xx]

Explanation: A SET ASSIST or a SET SASSIST
command was issued bul the hardware assist feature is
not available on the indicated processor address. In an
Attached Processor system, the response with an
optional parameter indicales the assist is not available
on either processor. The optional parameter is
provided for the SET ASSIST command only if the
user has affinity set on, and the assist feature is not
available on the affinity processor.



185E

186E

187E

188E

189E

System Action: If the assist feature is not available on 190E
any processor, execution of the command is

terminated. If the assist feature is available on the

other processor, the user VMBLOK is updated to use

the assist feature when the user resets his affinity.

User Response: None.

CP assist level nnnn not supported; CP assist
disabled

Explanation: When VM/SP was loaded, a mismatch 191E
was detected between the hardware assist level and the

software. Errors might result if the CP assist or the

extended virtual machine assist feature were used.

System Action: CP assist is set unavailable.
User Response: Update the processor or software
support lo an equivalent level.

CP assist not available

Explanation: A SET CPASSIST command was issued
but Extended Control-Program Support is not
available on the processor, or there is a mismatch
between the hardware assist level and the software.

192E

User Response: Noue.

Timer assist not available

Explanation: A SET ASSIST TMR command was
issued on a processor that does not have VM/370
Extended Control-Program Support, or on a processor
on which virtual machine assist has been temporarily
disabled by the operator.

System Action: If the processor does not have this
support, no further action is taken. If the support is
disabled, the bit VMFVTMR is set, so that if the
support is enabled at a later time the timer assist will
be used (provided the user has issued SET TIMER ON
or SET TIMER REAL and does not have TRACE
EXT active).

User Response: None.

Specified processor unavailable 1931
Explanation: The processor specified in the command
is not online. This message is issued in response to the
following commands: SET AFFINITY, SET ASSIST,
ATTACH CHANNEL, and DETACH CHANNEL.

If the command issued was SET AFFINITY ON, the -

processor in the user directory entry is not online. 1941

System Action: The command is rejected.

Operator Response: Reissue the command; be sure to

specify the address of a processor that is online.
AFFINITY not set, system in uniprocessor mode

Explanation: The requested processor is in use. Since
only one processor is being used, the requestor is
always executed on that processor.

195A

User Response: None.

DMK

No AFFINITY specified in directory

Explanation: The SET AFFINITY ON command
could not be cxecuted. The user’s directory was
checked and no affinity specification was found. No
affinity was set for the user.

User Response: Reissue the command with an explicit
processor address, or update the directory entry for the
user to include AFFINITY.

Processor xx does not exist

Explanation: Numerous attempts were made to bring
processor nn online and it was found that processor xx
was not available to the system.

System Action: The command is not processed.
Operator Response: Reissue the command with the
required processor number.

VARY PROCESSOR command failed

Explanation: A VARY PROCESSOR OFFLINE
command was issued and one of the following
occurred:

* The system is in uniprocessor mode.
e The processor is not online.

* The processor is the main processor and the
channel set switching feature was not installed or
did not work.

A VARY PROCESSOR ONLINE command was
issued and one of the following occurred:

* The system is not generated for attached processor
mode.

¢ The multiprocessor feature is not installed.
* The system is already in attached processor mode.
System Action: The command is not processed.

Operator Response: None.

PROCESSOR xx ONLINE

Explanation: The specified processor is now online
and operational.

System Action: None.

Operator Response: None.

PROCESSOR xx OFFLINE

Explanation: The specified processor is now offline
and not being used.

System Action: None.

Operator Response: None.
370E FEATURE UNAVAILABLE ON
PROCESSOR xx

Explanation: Processor nn has been varied online.
(The system has gone from attached processor mode to
uniprocessor mode.) The attached processor does not
have the 370E hardware feature.

System Action: The user is placed in console function
mode.

User Response: If the 370E feature is needed, a class
A user should do the following:
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196E

197E

198W

1. Issue the QUERY PROC command to obtain the
addresses of the processors online.

o

. Set affinity to the processor with the 370E feature
(the address appearing first in the QUERY PROC
response).

3. Key in “begin” to continue.

All other users should notify the system operator if the
370E feature is still needed. Otherwise, key in “begin”

"to continue.

Secondary user not in CP directory

Explanation: A user who has specified a secondary
user logs on but the secondary user 1D is not in the CP
directory.

System Action: Logon continues.

User Response: If valid secondary user is desired, add

secondary user to CP directory and logon again.
Secondary user is not available

Explanation: Secondary user is either disconnected or

" not logged on. :

System Action: DISCONNECT continues normally.

User Response: Logon the secondary user if terminal
services are required.

LAST PATH TO DEVICE rdev ON
PROCESSOR xx

Explanation: A VARY OFFLINE PROCESSOR
command has been issued in a multiprocessing
configuration; it is being rejected because it would
cause the last online path to system-owned device
‘rdev’ to be lost. :

. System Action: System continues operation in MP

199E

200E

mode.

Operator Response: In order to vary offline processor
XX, a path to device ‘rdev’ from the other processor
will have lo be brought online.

Command rejected; device rdev pending offline

Explanation: A command has been issued that would

- cause device ‘rdev’ to be activated. The device is
- pending offline due to a VARY OFFLINE PROC

command.
System Action: The command is rejected.

Operator Response: Reissue the command, specifying
a device that will still be online when the VARY
OFFLINE PROC command completes.

Virtual = Real area not available; in use by
{userid|system}

Explanation: The virtual =real (V=R) area is not
available to the user logging on because another user
(identified in the error message), or the system, already
has that area. The user logging on is permitted to run
as a virtual machine without the use of the

virtual =real area.

User Response: If the priority of the user logging on
warrants the use of the V=R area, the user now
occupying the area should log off. The user logging on
can then get the virtual =real area by LOGOFF and
LOGON or by issuing the DEFINE STORAGE
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201E

202E

203E

204E

206E

nnnnnk command. However, if the area is in use by
SYSTEM. the V=R area has been unlocked and is
unavailable for V=R use until the system is reloaded.

Virtual = Real area not available; damaged pages

Explanation: The virtual =real area is not available to
the user logging on. Machine checks have occurred
which identified damaged pages within the V=R area.
The user logging on is permitted to run as a standard
virtual machine without the use of the virtual =real
area.

User Response: Notify the system operator that this
message has occurred. The system operator can issue
the UNLOCK VIRT =REAL command so that CP
can use the area for paging, or he can issue the
SHUTDOWN command to allow users with the
virtual = real option to reclaim the area.

Note: System support personnel should be notified
that machine check record(s) have been recorded that
identify the system’s hardware malfunction.

Virtual = Real area not available; insufficient storage

Explanation: The virtual =real area is not available to
the user logging on because:

e The virtual =real area was not generated at system
generation time, or

e The virtual =real area is not large enough to
contain the virtual machine size defined in the
directory for the user logging on.

User Response: If the virtual =real area was not
generated, no action can be taken. Otherwise, issue the
DEFINE STORAGE command to redefine the virtual
machine storage size equal to or smaller than the
actual virtual =real size that was generated.

Virtual = Real area requires IPL by device address

Explanation: A shared system or one that uses saved
segments cannot be loaded (via IPL) into a virtual
machine running in the virtual =real area.

System Action: None.

User Response: Reissue the IPL command, specifying
the address of the device on which a nonshared version
of the system resides.

Invalid page(s) specified - Virtual =Real area
Explanation: The user is attempting to use the

UNLOCK command to unlock pages that are within
the V=R region.

System Action: Execution of the command is
terminated.

User Response: Reissue the UNLOCK command with
the VIRT = REAL operand or specify pages not within
the V=R region.

Cannot connect to host virtual machine

Explanation: User attempted to LOGON through a
logical device to a virtual machine that has created a
logical device, or to DIAL a logical device to the host
virtual machine that created the logical device.

System Action: The command is ignored.

User Response: DIAL or LOGON to a valid virtual
machine.



208E

211E

212E

213E

214E

215E

216E

Printer rid not enabled 217E

Explanation: The resource specified cannot be
attached because it is not enabled.

System Action: None.
User Response: Do a *“NET ENABLE resource’ or
‘NET ENABLE ALL".

Monitor tape is already active

Explanation: The MONITOR START TAPE
command was issued while monitor data collection was
already active.

218E
System Action: Processing continues.
User Response: None required; the Monitor is already
active.
Monitor is not active

Explanation: The MONITOR STOP TAPE command
was issued while monitor data collection was not
active.

System Action: Processing continues. 2191

User Response: None required.

Monitor CPTRACE is already active

Explanation: The MONITOR START CPTRACE
command was issued while the internal trace table was
already active.

System Action: Processing continues.

User Response: None required.

Monitor CPTRACE is not active

Explanation: The MONITOR STOP CPTRACE
command was issued when the internal trace table was 2201
not active.

System Action: None.

User Response: None required.

Monitor active, DASTAP cannot be enabled
dynamically

Explanation: The MONITOR ENABLE command
was issued with the DASTAP class when monitor data
collection was active.

System Action: None.

User Response: The DASTAP class cannot be enabled
dynamically. If the DASTAP class is required, stop
the monitor, enable the DASTAP class, and then
restart the monitor. Otherwise, reissue the command
without the DASTAP class.

221E

SYSPROF class is dependent on schedule and
DASTAP

Explanation: The MONITOR ENABLE command
was issued with the SYSPROF class, but without the
SCHEDULE and DASTAP classes.

System Action: None.

User Response: Both the SCHEDULE and DASTAP
classes must be specified with the SYSPROF class.

DMK

Monitor tape not started, no class enabled

Explanation: A MONITOR START TAPE command
was issued when no classes of data collection were
enabled.

System Action: The data collection process is not
started.

User Response: Issne the MONITOR ENABLE
command specifying the desired class or classes, and
then reissue the MONITOR START TAPE command.

Monitor not stopped, outstanding I/O

Explanation: A MONITOR STOP TAPE command
was issued when the data collector was attempting to
recover from an I/O error or was handling an
end-of-tape condition.

System Action: The command is rejected; however,
the monitor tape is stopped by the system because of
cither the tape I/O error or the end-of-tape condition.

User Response: None required.

End of monitor tape, monitor stopped by system

Explanation: An end-of-tape condition has occurred
on the monitor tape.

System Action: Two tape marks are written, the tape
is rewound and unloaded, and the tape drive is
released. Data collection stops and all classes are
disabled.

Operator Response: If you are not the user who issued
the MONITOR command, consult with the person
who did. The user may want to mount another tape.

If so, rcissue the MONITOR ENABLE and
MONITOR START TAPE commands.

Error on monitor tape, monitor stopped by system

Explanation: An uncorrectable I/O error occurred on
tape during data collection.

System Action: An attempt is made lo write a tape
mark. The tape is released and data collection stops.

Operator Response: If you are not the user who issued
the MONITOR START command, consult with the
person who did. The user will probably want to mount
another tape. If so, reissue the MONITOR ENABLE
and MONITOR START TAPE commands.

Monitor to spool is already active

Explanation: A MONITOR START SPOOL
command was issued when the monitor was already
running. It may have started automatically according
1o the SYSMON macro specifications in DMKSYS.

System Action: None.

User Response: Review the current automatic
monitoring specifications in DMKSYS as defined by
the SYSMON macro and make sure that they still
meet the daily moni