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Preface

VM System Facilities for Programming, SC24-5288, contains reference
information pertaining to specific facilities of VM. It is intended for
VM/SP and VM/SP HPO system programmers, system analysts, and others
who know Basic Assembler Language and have experience with
programming concepts and techniques. The material in this manual was
previously found in the VM/SP System Programmer’s Guide, SC19-6203 and
the VM|SP HPO System Programmer’s Guide, SC19-6224.

This manual provides reference information concerning facilities in VM,
such as IUCV, VMCF, and the DIAGNOSE instruction. This manual is one
of a set of reference manuals for VM system programmers. Other books in
the set include

o VM/SP CP for System Programming, SC24-5285,
or VM|SP HPO CP for System Programming, SC19-6224, if you have
VM/SP HPO.

o VM|SP CMS for System Programming, SC24-5286

o VM/SP Group Control System Command and Macro Reference,
SC24-5250

o VM|SP Transparent Services Access Facility Reference, SC24-5287
o VM Diagnosis Guide, LY24-5241

The order numbers for other books in the VM/SP and VM/SP HPO libraries
can be found in the bibliography in the back of this manual.

This publication consists of two parts and two appendixes.

“Part 1. VM System Facilities” contains functional descriptions as well as
guidance in using the following facilities and services provided with your
VM system.

The DIAGNOSE Instruction

The Inter-User Communications Vehicle TUCV)

CMS IUCV

CP System Services

The Special Message Facility

The Single Console Image Facility

The Logical Device Support Facility

The Virtual Machine Communication Facility (VMCF)
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“Part 2. VM System Applications” contains a functional description, as
well as guidance in using the following applications provided with your VM
system:

o The Programmable Operator Facility
e Getting National Languages on Your System

“Appendix A: CP Device Classes, Types, Models, and Features for
DIAGNOSE code X’24"” lists possible device type classes and device type
values for DIAGNOSE code X’24",

“Appendix B: Sample CMS IUCV Program” contains a short program using
CMS IUCV support to use the CP Message System Service.

“Appendix C: Converting Programmable Operator Routing Tables” gives
instruction on how to convert old routing tables (VM Release 2) to the
current format.

In the back of the manual, five more sections may help you use this manual
more easily:

Summary of Changes
summarizes the enhancements made to this manual since the last edition
was issued.

Abbreviations of Terms
explains the acronyms and device numbers of IBM products that we use
in this manual for convenience.

Glossary
lists and defines technical terms used in this manual.

Bibliography
lists publications that may be helpful to you while usir~ vour VM
system and other related IBM licensed programs.

Index
lists the content of this manual alphabetically with page numbers.
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RarthiAVVISystemlEacilities

Part 1 contains chapters about the following VM system facilities:

The DIAGNOSE Instruction

The Inter-User Communications Vehicle TUCV)

CMS 1UCV

The CP System Services

— SNA Virtual Console Communication Services (*CCS)
— The Message System Service (*MSG)

— The Message All System Service (*MSGALL)

— The DASD Block I/O System Service (*BLOCKIO)
— The Signal System Service (*SIGNAL)

~ The Error Logging System Service (*LOGREC)

— The SPOOL System Service (*SPL)

The Special Message Facility

The Single Console Image Facility

The Logical Device Support Facility

The Virtual Machine Communication Facility (VMCF)
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Crepter 1. The InstructionlinfalVirtuallViachine

The DIAGNOSE instruction cannot be used in a virtual machine for its
normal function. If a virtual machine tries to execute a DIAGNOSE
instruction, a program interrupt returns control to CP. Since a DIAGNOSE
instruction issued in a virtual machine results only in returning control to
CP and not in performing normal DIAGNOSE functions, the instruction is
used for communication between a virtual machine and CP. The machine
language format of DIAGNOSE is: |

0 1 2 3
83 Rx Ry CODE
where:
83 is X’83’ and is the S/370 operation code for the DIAGNOSE
instruction.

Note: There is no mnemonic for DIAGNOSE.

Rx, Ry are general purpose registers that contain operand storage
addresses or function codes passed to the DIAGNOSE functions,
or return codes from the DIAGNOSE functions. If the registers
contain addresses, those addresses must be real to the virtual
machine issuing the DIAGNOSE! The registers are specified as
X’xy’. Unless otherwise noted, the register specified as Ry
contains the return code on completion.

CODE is a two-byte hexadecimal value that CP uses to determine what
DIAGNOSE function to perform, such as X’0008’. The codes
defined for the general VM user are described in this section.
The code must be a multiple of four. Codes X’00’ through X"FC’
are reserved for IBM use, and codes X’100’ through X’1FC’ are
reserved for users. The privilege class for each code is indicated.

Because DIAGNOSE operates differently in a virtual machine than it does
in a real machine, a program should determine that it is operating in a
virtual machine before issuing a DIAGNOSE instruction, and prevent
execution of a DIAGNOSE when in a real machine. The Store Processor ID
(STIDP) instruction provides a program with information about the
processor in which it is executing, including the processor version number.
If STIDP is issued from a virtual machine, the version code, which precedes

1 Except for DIAGNOSE code X‘04’ which examines real storage.
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DIAGNOSE Codes

the CPUID field, will be X’FF’. For a preferred machine assist guest
(VM/SP HPO), it is the real processor id. For a preferred machine assist
guest with the control switch assist, CP returns X'FF’.

A virtual machine issuing a DIAGNOSE instruction should run with
interrupts disabled. This prevents loss of status information about the
DIAGNOSE operation such as condition codes and sense data.

Notes:

1. A DIAGNOSE instruction with invalid parameters may at times result in
a specification exception, protection exception, or dddressing exception.
Unauthorized use (not having the correct CP authorization class) results
in a privileged operation exception.

2. If you change the privilege class for DIAGNOSE instructions using the
OVERRIDE command, the privilege classes mentioned in this manual for
DIAGNOSE instructions may no longer be correct for your installation.

3. If you have VM|SP HPO, you cannot use the DIAGNOSE instruction in
a virtual machine when preferred machine assist is active unless control
switch assist is also active. In the latter case, the following DIAGNOSE
codes can be used:

DIAGNOSE

Code Description

X‘00’ Store Extended-Identification Code
X‘04’ Examine Real Storage

X‘08’ Virtual Console Funciton

X40’ Cleanup after Virtual IPL by Device
X4C Generate Accounting Records

X‘68’ Virtual Machine Communication Facility
X‘6C’ Shadow Table Maintenance

X“78’ MSS Communication

X80’ MSSFCALL

DIAGNOSE Code X‘00’ -- Store Extended-ldentification Code

All privilege classes (except ANY)

DIAGNOSE code X’00’ allows a virtual machine to examine the
extended-identification code. For example, an OS/VS1 virtual machine
issues a DIAGNOSE code X’00’ instruction to determine if the version of
VM under which it is executing supports the VM/VS Handshaking feature.
If the extended-identification code is returned to VS1, VM supports
handshaking; otherwise, it does not.

Note: If you have VM/SP HPO, DIAGNOSE code X‘00’ is supported by a
preferred machine assist guest with the control switch assist active.
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- |

Eniry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’00":

Rx
Contains the doubleword aligned virtual storage address where the VM
extended-identification code is to be stored.

Ry
Contains the number of bytes to be stored entered as an unsigned binary
number.

Exit Values: If the VM system currently executing does not support the
DIAGNOSE code X’00" instruction, no data is returned to the virtual
machine. If it does support the DIAGNOSE code X’00’ instruction, the data
in Figure 1 is returned to the virtual machine (at the location specified by

Rx):
Field Description Characteristics
System “VM/SP” 8 bytes,
Name EBCDIC
RESERVED | (for IBM use) 3 bytes, zeroes
Version VM/SP executes the STIDP (Store Processor ID) 1 byte,
Code instruction to determine the version code. hexadecimal
MCEL VM/SP executes the STIDP instruction to determine the 2 bytes,
maximum length of the MCEL (Machine Check Extended hexadecimal
Logout) area.
Processor VM/SP executes the STAP (Store Processor Address) 2 bytes,
Address instruction to determine the processor address. hexadecimal
Userid The userid of the virtual machine issuing the DIAGNOSE. | 8 bytes,
EBCDIC

Figure 1 (Part 1 of 2). Data Returned to DIAGNOSE code X‘00’

Chapter 1. The DIAGNOSE Instruction in a Virtual Machine
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Field

Description

Characteristics

Licensed
Program
Bit Map

Identifies the licensed programs that are installed. Valid
values and the licensed programs each identifies are:

Value

X*8000000000000000°
X‘4000000000000000°
X*2000000000000000’
X‘1000000000000000°
X*‘0800000000000000°
X‘0400000000000000°
X‘0200000000000000°
X*0080000000000000°
X“0040000000000000’
X*0020000000000000°
X‘0010000000000000°
X‘0008000000000000
X*0004000000000000°
X*0002000000000000°
X*‘0001000000000000’

X‘0000800000000000’
X‘0000400000000000°
X*0000200000000000°
X*0000100000000000’
X*‘0000080000000000’

Note:

Licensed Program

Basic System Extensions 2

System Extensions, Release 2

VM/SP, Release 1

VM/SP, Release 2

VM/SP, Release 3

VM/SP, Release 4

VM/SP, Release 5

VM/SP HPO, Release 1

VM/SP HPO, Release 2

VM/SP HPO, Release 2.5

VM/SP HPO, Release 3

VM/SP HPO, Release 3.2

VM/SP HPO, Release 3.4

VM/SP HPO, Release 3.6

VM/SP HPO, with 3880
Model 21 support

VM/SP HPO, with VDLE support

VM/SP HPO, Release 4.0

VM/SP HPO, Release 4.2

VM/SP HPO, with Scheduler/Monitor|

changes
VM/SP HPO, Release 5.0

These bits are cumulative. For example, if your
system is VM|SP Release 4, the bits would be on for

all releases of VM|SP giving you
X‘FC000000000000000°. If your system is VM/|SP
HPO Release 4.2 and has all of the listed features,
all the bits would be on (including all the bits for
VM|SP since VM[SP Release 4 is a prerequisite)
giving you X‘FCFDF000000000000°.

8 bytes,
hexadecimal

Time Zone
Value

Represents the time zone differential in seconds from
Greenwich Mean Time.

Note:

The Time Zone Value is a signed hexadecimal

fullword value in seconds. Negative values

represent differentials west of Greenwich Mean Time

and positive values represent differentials east of
Greenwich Mean Time.

4 bytes,
hexadecimal

Version
Number

The first byte is the release number, the second byte is the
release modification level, the third and fourth bytes are
the PLC (Program Level Change) number.

4 bytes,
hexadecimal

Figure 1 (Part 2 of 2).

Data Returned to DIAGNOSE code X‘00°

If VM is executing in a virtual machine, another 40 bytes, or less, of
extended identification data is appended to the first 40 bytes described
above. Up to five nested levels of VM virtual machines are supported by
this DIAGNOSE instruction resulting in a maximum of 200 bytes of data
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that can be returned to the virtual machine that initially issued the
DIAGNOSE instruction.

On return, Ry contains its original value less the number of bytes that were
stored.

Condition and Return Codes: No return code is received, and the
condition code remains unchanged.

DIAGNOSE Code X‘04’ -- Examine Real Storage

Privilege class C or E
DIAGNOSE code X’04’ allows a user to examine real storage.

Note: If you have VM/SP HPO, DIAGNOSE code X‘04’ is supported by a
preferred machine assist guest with the control switch assist active.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’04”:

Rx
Contains the virtual address of a list of CP (real) addresses to be
examined.

Ry
Contains the count of entries in the list.

Ry+1
Contains the virtual address of the result field. The result field contains
the values retrieved from the specified real locations.

Exit Values: For each address in the list of CP addresses, VM provides a
fullword of data obtained from the specified address in real storage. VM
stores this data into the result field identified by Ry +1.

There is a one-to-one correspondence between entries in the list of
addresses and entries in the result field. For example, data obtained from
the address in the first entry of the address list is stored in the first entry of
the result field, data obtained from the second entry of the address list is
stored in the second entry of the result field, and so forth.

Program Exceptions: If DIAGNOSE code X'04’ is specified incorrectly,
the following exceptions are received:

Addressing
If the requested CP storage is outside the real machine storage size.
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Specification
If Ry contains a zero or negative count, or Ry is greater than 1024.

If the request list and the result list are not in the same virtual page.
If the request list and the result list cross a page boundary.
If the requested real page frame is disabled.

Notes:

1. The request and result tables must be in the same page of virtual storage,
and that page must be resident in real storage, at the time the
DIAGNOSE is executed. This is guaranteed if the instruction itself is
also in the same page.

2. In the attached processor or multiprocessor environment, each processor
has a prefix register to relocate addresses between 0 and 4095 to another
page frame in main storage. The prefix register enables each processor to
use a different page frame to avoid conflict with the other processor for
such activity as interrupt code recording. Thus, the range 0 through 4095
refers to different areas of storage, depending on which processor
generates the address.

In attached processor mode, all references to main storage from either
processor are handled as if they were made on the main processor. In
multiprocessor mode, references to main storage from either processor are
handled as if they were made on the IPL processor. Existing user
programs remain valid for performance data; they receive the statistics for
the main (or IPL) processor.

References to the PSA of the attached processor (or non-IPL processor, in
multiprocessor mode) may be made as follows: first, retrieve the value of
PREFIXB, the value of the prefix register for the other processor (the
attached processor in this case). Next, specify addresses that are the sum
of the value of PREFIXB and the PSA displacement. References to 0
through 4095 are made by summing the value of PREFIXA and the PSA
displacement to form the request address. Several system values that are
processor independent are maintained in 0 through 4095, such as the
restart PSW and the trace table vectors.

For details on attached processor and multiprocessor environments, please
see VM|SP CP for System Programming or VM|SP HPO CP for System
Programming.

3. If a reference is made to a real page frame that CP has determined to be
disabled, results cannot be predicted. The CORETABLE entry
corresponding to the real page address is checked and, if a disabled
condition is found, the operation is terminated and a program check for a
specification exception is presented to the virtual machine.
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4. If you have VM|SP HPO, extended storage support allows CP to use
storage above the 16Mb line. However, DIAGNOSE code X‘04’ cannot
access storage above 16Mb.

DIAGNOSE Code X‘08’ -- Virtual Console Function

All privilege classes (except ANY)

DIAGNOSE code X’08’ enables a virtual machine running in supervisor
state to issue CP commands. The virtual machine must specify the
command, the command parameters, and whether CP is to return the
command response to the user’s terminal or to a buffer. In addition to
returning the command response, CP sets a return code in Ry and may set a
condition code.

Note: If you have VM/SP HPO, DIAGNOSE code X‘08’ is supported by a
preferred machine assist guest with the control switch assist active.

Entry values: Set up the input registers as follows when invoking
DIAGNOSE code X’08":

Rx
Must point to the character string in virtual storage that contains the
CP commands and parameters. If the character string contains multiple
commands, each command and its associated parameters must be
separated from adjacent commands by the value X"15’.

Ry
Contains flag bits in the high-order byte; the other three bytes specify,
in bytes, the length of the CP commands and parameters. The maximum
allowable length is 240 characters.

Set, the flag bits in the high-order byte of Ry as follows:

X‘80° For CP to reject a password entered on the same line as a LINK
command. CP rejects passwords only if the installation specified
password suppression during system generation.

X‘40’ For CP to return the command response in a buffer.

X‘20'° To make the virtual machine responsible for prompting the user
for the LINK or AUTOLOG password and reissuing the LINK or
AUTOLOG command with the correct password in the command
buffer.

If the command response is to be returned in a buffer, Rx and Ry cannot
be consecutive registers nor can either be register 15. In addition, Rx+1
and Ry +1 must be setup as follows:

Chapter 1. The DIAGNOSE Instruction in a Virtual Machine 9
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Rx+1
Must point to the buffer in virtual storage where CP is to return the
command response.

Ry+1
Must specify, in bytes, the length of the buffer.

Exit values: If Ry contains the value X’00000000’, the DIAGNOSE code
acts as a no-operation (NOP) instruction. As a consequence, the issuing
virtual machine is placed into a CP-READ state.

Condition Codes: If the command response is to be returned in a buffer,
CP sets a condition code and returns information as follows:

CC=0 The request was successful. Rx+1 points to the buffer that contains
the command response. Ry +1 specifies the length of the response.

CC=1 The request was unsuccessful. The response does not fit into the
buffer. Ry+1 contains a value that specifies how many bytes of the
response would not fit into the buffer.

Return Codes: When CP returns to a program executing a DIAGNOSE
code X"08’ instruction, the length value that was supplied in Ry is replaced
by the CP return code value. This value is 0 if the CP console function was
successfully executed. If an error occurred, the return code is the numeric
value expressed in the message describing the error (unless X'20’ is
specified in the high-order bit of Ry). For example, if error message
DMKCFMO45E is issued, CP sets a return code of 45.

If the virtual machine assumes responsibility for prompting and a password
is not in the command buffer on a LINK or AUTOLOG command issued
through DIAGNOSE code X’08’, and the information in the command buffer
is valid, one of five unique return codes is passed back to the virtual
machine. These return codes indicate which password prompt the virtual
machine should issue. The short logon prompt and extended logon prompt
return codes are 8013 and 8014, respectively, for the AUTOLOG command.
The read, write, and multi password prompt return codes are 8015, 8016, and
8017, respectively, for the LINK command. The link or autolog request
should then be reissued via another DIAGNOSE code X’08" with the
password in the command buffer.

If the user has not specified a command response buffer, error messages and
informational messages are generated according to the current values
established by SET EMSG, SET IMSG, and SET MSG commands.

If a command response buffer is used, error and informational messages are
always put into the buffer instead of being written to the console. Each
line of the response is followed by a new line character (X’15"). If the buffer
is not long enough to contain all of the response lines, only as many
complete lines as can fit into the buffer are supplied, so the last character
written into the response buffer by CP is always a new line character. Any
unused portion of the response buffer is not changed. The setting of EMSG
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determines only whether the error message code is retained. (SET EMSG
OFF is treated the same as SET EMSG ON; SET EMSG TEXT suppresses
error message codes.) Messages affected by SET MSG are not put into the
command response buffer unless MSG is set on (SET MSG ON).

The return code values returned by CP are not affected by the values of
EMSG and IMSG, or by using a command response buffer.

If CP is executing multiple commands and encounters an invalid command,
processing stops and CP ignores the remaining commands.

Service Virtual Machine System Integrity: Certain virtual machines
process or manage either data or other resources for multiple applications
or users. At the interfaces these service virtual machines provide to user
virtual machines, there is the potential for accidental or intentional misuse
of the interface. Such misuse could lead to exposures to data security or
data integrity.

Where such interfaces allow the user directly or indirectly to request or
specify functions to be performed by the control program, it is the
responsibility of the service virtual machine to determine that the functions
to be performed are valid for the environment in which they will be
performed.

For example, the CP Virtual Console Function facility allows the character
string pointed to by Rx to contain more than one CP command. If a service
virtual machine were to accept such a string from an unauthorized user
virtual machine, and then pass the string to CP’s Virtual Console Function
facility without checking the validity of the command or commands and the
command parameters in the string, then it is possible that a data security or
data integrity problem could occur.

- Programs that accept character data, which is embedded in strings passed

to CP, should ensure that such data does not contain the X"15” character
unless it is specifically desired that multiple commands be permitted.

Example: Following are two examples showing how to specify DIAGNOSE
code X’08". The first example shows how a program issues the QUERY
FILES command. In this example the response is returned to the user’s
terminal. Note that in virtual storage environment, a load real address
(LRA) instruction must be used to load Rx.

LAl 6,CMMD

LA 10,CMMDL

DC X'83',X'"6A"' ,XL2'0008"
CMMD DC C'QUERY FILES'
CMMDL EQU *—CMMD

The second example shows how to specify a string of commands when
multiple commands are to be issued.
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LAL 6 ,CMMD

LA 10, CMMDL

DC X'83',X'6A',XL2'0008"
CMMD DC C'QUERY FILES'

DC X'15"

DC C'PURGE PRINTER'
CMMDL EQU *—CMMD

Notes:

1. If you are in EC mode you must code a LRA instruction instead of a LA

instruction if you are running a virtual storage system (for example,
MVS) in a virtual machine and want to specify the address of the CMMD
parameter.

The logical line editing characters (described in the VM|SP Terminal
Reference and under the TERMINAL command in the VM|SP CP
Command Reference or the VM[SP HPO CP Command Reference) are
only recognized by CP when entered from a terminal, not when passed to
CP via DIAGNOSE code X‘08’. Therefore a command such as #CP is not
recognized by CP when issued via DIAGNOSE code X08’ and results in
error message “DMKCFCO00IE Unknown CP command: name”. The
value X‘15°, as described in the “Entry Values”, is the only value
recognized by DIAGNOSE code X08’ for issuing multiple commands.

DIAGNOSE Code X‘0C’ -- Pseudo Timer

All privilege classes (except ANY)

DIAGNOSE code X’0C’ causes CP to store four doublewords of time
information in the user’s virtual storage.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’0C”:

Contains the address of the 32-byte area where the time information is to
be stored. The address must be on a doubleword boundary. The
information returned is in the format shown below.
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DIAGNOSE
<4—— 8 bytes ———»

MM/DD/YY
HH:MM:SS
VIRTCPU
TOTCPU

Figure 2. Format of Pseudo Timer Information

The first eight bytes contain the Month/Day-of-Month/Year. The next eight
bytes contain the time of day in Hours:Minutes:Seconds. The last 16 bytes
contain an unsigned binary number that represents the virtual and total
processor time (in microseconds) of the virtual machine that issued the

DIAGNOSE.

Condition and Return Codes: No return code is received, and the
condition code remains unchanged.

DIAGNOSE Code X‘10’ -- Release Pages

All privilege classes (except ANY)

Pages of virtual storage can be released by issuing DIAGNOSE code X'10".
A released page is considered all zero.

Do not use DIAGNOSE code X’10’ to release noncontiguous storage; use
DIAGNOSE code X’64’ for this purpose.

Entry values: Set up the input registers as follows when invoking
DIAGNOSE code X’10":

Rx
Contains the address of the first page to be released.

Ry
Contains the address of the last page to be released.

Both addresses must be on page boundaries. A page boundary is a storage
address whose low-order three digits, expressed in hexadecimal, are zero.

Condition and Return Codes: No return code is received, and the
condition code remains unchanged.
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DIAGNOSE Code X‘14’ -- Input Spool File Manipulation

All privilege classes (except ANY)

DIAGNOSE code X’14’ causes DMKDRDER to manipulate the input spool
files.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’14":

Rx
Contains a buffer address, a copy count, or a spool file identifier
depending on the value of the function specified.

Ry
Which must be an even register, contains either the virtual address of a
spool input card reader or, if Ry +1 contains X’0FFF’, a spool file ID
number.

Ry+1
Contains a hexadecimal code indicating the file manipulation to be

performed, and a flag with the optional size of the spool file block.

The function subcodes are:

Code Function

0000 Read next spool buffer (data record)

0004 Read next print spool file block (SFBLOK)
0008 Read next punch spool file block (SFBLOK)
000C Select a file for processing

0010 Repeat active file nnn times

0014 Restart active file at beginning

0018 Backspace one record

001C Read next monitor spool file block

0020 Read next monitor spool record

0024 Read last spool buffer (active file)

O0FFE Select next file not previously selected
OFFF Retrieve subsequent file descriptor

Notes:

1. Subcodes X001C’ and X‘0020° are the only subcodes of DIAGNOSE
code X‘14’ that can be used for monitor files.

2. For subcodes X‘0000°, X‘0004°, X‘0008°, X‘000C’, X‘001C’, and X 0020,
held files are skipped.

Condition Codes: On return Ry +1 may contain error codes that further
define a returned condition code of 3.
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Condition
Code Ry+1 Error
0 Data transfer successful
1 End of file or if subcode X’0018” and

file is at first record

2 File not found

3 4 Device address invalid

3 8 Device type invalid

3 12 Device busy, reader not ready, or

device is a real device

16 Fatal paging I/O error

Page already locked for I/O

24 File in use by system; probable
paging or spooling error.

W ww
DO
(=]

| Subcode X‘0000’ -- Read Next Spool Buffer

I¥

Rx start address of full-page virtual buffer
Ry = virtual spool reader address
Ry+1 = function subcode

The specified device is checked for a file activated via DIAGNOSE. If one
is found, the next full-page buffer is made available to the virtual machine
via a call to DMKRPAGT. If a file is not found, the chain of reader files is
searched for a file for the calling user and connected to the virtual device
for further reading. If no file is found, virtual condition code 2 is set. When
the end of an active file is reached, the device status settings are tested for
“spool continuous.” If not set, virtual condition code 1 is set, indicating
end of file. If the device is set for continuous input, the active file is
examined to determine if it is a multiple-copy file. If it is, reading is
restarted at the beginning of the file. If it is not, the file is closed via
DMKVSUCR and the reader chain is searched for another input file. If no
other file is found, virtual condition code 1 is set. A specific DIAGNOSE
code X"14’ subcode X’0000” must be issued to get the first spooled page
again,

Notes:

1. Subcode X‘0000° returns a 3 condition code if an active monitor file or CP
dump file is found.

2. Issuing DIAGNOSE code X‘14’ subcode X‘0000’ against a locked page
causes the page to become unlocked.

3. For Subcode X‘0000’, held files are skipped.
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| Subcode X‘0004’ -- Read Next Print Spool File Block

Rx = virtual address of an SFBLOK buffer

Ry = virtual spool reader address
Ry+1 = flag, optional size of SFBLOK in doublewords, and function
subcode.

If the specified device is in use via DIAGNOSE, the VSPLCTL block is
checked to see if this is a repeated call for printer SFBLOKSs. If it is, then
the chain search continues from the point where the last SFBLOK was
given to the virtual machine. In this case, CC=1 is set when there are no
more print files. If this is the first call for an SFBLOK, or if there have
been intervening calls for file reading, the spool input chain is searched
from the beginning, and CC=2 is set if no files are found.

If the high-order byte of the subcode register (Ry +1) is zero, then only 13
doublewords of the SFBLOK are returned and the rest could be truncated.
However, if bit zero of the register is on, then bits 2 to 7 specify the amount
of data to be returned (in doublewords). If the actual SFBLOK is shorter,
the extra space is filled with zeroes.

Notes:

1. If the virtual buffer specified by Rx crosses a page boundary, a
specification exception results.

2. For Subcode X0004’, held files are skipped.

3. For Subcode X‘0004’, the format definition for a VM SFBLOK can be
found in the system macro library.

| Subcode X‘0008’ -- Read Next Punch Spool File Block

Rx = virtual address of an SFBLOK buffer

Ry = virtual spool reader address
Ry+1 = flag, optional size of SFBLOK in doublewords, and function
subcode.

Processing for subcode X’0008’ is the same as for subcode X’0004’, except
that only punch files are processed.

Notes:
1. For Subcode X‘0008’, held files are skipped.

2. For Subcode X‘0008’, the format definition for a VM SFBLOK can be
found in the system macro library.
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| Subcode X‘000C’ -- Select a File For Processing

Rx = file identifier of requested file
Ry = virtual spool reader address
Ry+1 = function subcode

The spool input chain is searched for the file specified. If it is not found,
CC=2 is set. If it is found, the file is moved to the head of the chain so
that it is the next file processed by any of the other functions.

Note: For Subcode X‘000C’, held files are skipped.

| Subcode X‘0010’ -- Repeat Active File ‘nnn’ Times

Rx = new copy count (nnn) for the active file
Ry = virtual spool reader address
Ry+1 = function subcode

The specified device is checked for an active file. If no file is active, CC =2
is set. Otherwise, the copy COUNT (nnn) for the file is set to the specified
value, with a maximum of 255. If the specified count is not positive, a
specification exception is generated.

| Subcode X‘0014’ -- Restart Active File at Beginning

Ry = virtual spool reader address
Ry+1 = function subcode

The specified device is checked for an active file. If no active file is found,
CC =2 is set. Otherwise, the VSPLCTL pointers are reset to the beginning
of the file.

| Subcode X‘0018’ -- Backspace One Record

Rx = start address of virtual full-page buffer
Ry = virtual spool reader address
Ry+1 = function subcode

The specified device is checked for an active file. If no active file is found,
CC =2 is set. Otherwise, the file is backspaced one record and the record is
given to the user as in subcode X’0000". If the file is already positioned at
the first record, the first record is given to the user.
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| Subcode X‘001C’ -- Read Next Monitor Spool File Block

Rx = virtual address of an SFBLOK buffer
Ry = virtual spool reader address
Ry+1 = flag, optional size of SFBLOK in doublewords, and function

subcode.

Processing is the same as subcode X’0008’, except that only monitor spool
files, as identified by the SFBMON flag is SFBFLAG2, can be handled.

Note: For Subcode X‘001C’, held files are skipped.

| Subcode X‘0020’ -- Read Next Monitor Spool Record
Rx = start address of virtual full-page buffer
Ry = virtual spool reader address

Ry+1 = function subcode

Processing is the same as subcode X’0000", except that only monitor spool
files, as identified by the SFBMON flag in SFBFLAG2, can be handled.

Note: For Subcode X‘0020°, held files are skipped.

| Subcode X‘0024’ -- Read Last Spool Buffer

Rx start address of virtual full-page buffer
Ry = virtual spool reader address
Ry+1 = function subcode

The specified device is checked for an already active file. If there is one,

the last full-page buffer is made available to the virtual machine via a call
to DMKRPAGT. If there is no active file, CC=2 is set.

| Subcode X‘OFFE’ -- Select Next File Not Previously Selected

| Rx = virtual address of a 332-byte buffer

Ry = code to further determine function
Ry+1 = flag, optional size of SFBLOK in doublewords, and function
subcode.

If Ry code = 0, the next reader spool file that was not previously seen is
selected and returns data? to the user’s buffer.

2 The data for the X’0FFE’ and X’0FFF’ subcodes of DIAGNOSE code X’14’ are
SFBLOK, 40 bytes of the 3800 data from the first SPLINK (if requested), the
| first CCW, the following TIC, and up to 136 bytes of TAG data.
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If Ry code = 1, the bit in the SFBLOK is be reset to indicate that the spool
file was previously selected and data? from the first spool file is returned to
the user. CC=1 is returned if no file is found.

If Ry is neither 0 or 1, a specification exception error is reflected.

Subcode X’0FFE’ waits for a file being used by a system function. If,
however, the file is not available within the 250 millisecond time limit, a
condition code of 3, RC of 24 is returned. This condition indicates system
problems because of performance or errors in the spooling area.

Subcode X‘OFFF’ -- Retrieve Subsequent File Descriptor :

Rx = virtual address of a 332-byte buffer

Ry = spool file ID number

Ry+1 = flag, optional size of SFBLOK in doublewords, and function
subcode.

If Ry is nonzero, the spool input chain is searched for a file with a matching
ID number: If none is found or if one is found that is owned by a different
virtual machine (VM/SP only), CC=2 is set. The chain search is continued
from the file that was found, or from the anchor if Ry is zero, for the next
file owned by the caller, independent of file type, class, etc. If none is
found, CC=1 is set. If a file is found but it has the INUSE flag on, CC=3
(RC=12) is returned. Otherwise, the data? is returned to the user’s buffer.

As with subcode X’0FFE’, subcode X’0OFFF” also waits for a file being used
by a system function. If, however, the file is not available within the 250
millisecond time limit, a condition code of 3, RC of 24 is returned. This
condition indicates system problems because of performance or errors in the
spooling area.

Note: Data chaining may occur when 3800 load CCW’s are present in a
spool file. If the data following a 3800 load CCW is more than 4080 bytes
long, that data cannot be contained in one DASD spool file buffer. Instead,
the CCW is data-chained to succeeding DASD buffers until all the data has
been entered into the spool file. If the file contains 3800 load CCW’s, either
the SFBLDBEG or the SFBLDMID flags are set in the SFBLOK.

The amount of SFBLOK data returned is calculated as described under
subcode X’0004’. In addition, if bit zero of the subcode register (Ry+1) 1s
on, 40 bytes of 3800 data is returned immediately following the SFBLOK
and preceding the TAG data. The data returned is described in the
SPLINK DSECT starting at label SPCHAR.
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Programming Information for Users of DIAGNOSE Code X‘14’

To optimize storage and performance of spooled data transmitted between
VM and other systems, CP automatically:

o Truncates blanks from the end of each data line; and
e Merges carriage control CCW commands.
This processing can cause the loss of significant data.

The rest of this section explains how SPOOL File Compression support
corrects the problem of lost data. Programmers should find the information
useful if their applications require a complete record image (i.e., all trailing
blanks intact).

The DIAGNOSE code X’14’ interface includes subcodes that allow an
application program to read the control blocks associated with a virtual
spool file:

SFBLOK
The Spool File Block retains all the information relating to a spool file.

SPLINK
The Spool Page Buffer Linkage Block resides in auxiliary storage and
contains one page (4096 bytes) of unit record spool information
consisting of data and all required CCWs.

Note: A detailed map of the SFBLOK and SPLINK fields is given in
VM/[SP Data Areas and Control Block Logic Volume 1 ( CP) and VM/SP
HPO Data Areas and Control Block Logic - CP.

Data records are stored in the spool buffer data area which begins at
X’10’ displacement into the SPLINK. The format of the data records are as
follows:

e For a printer (PRT), punch (PUN), or console (CON) file created by a
virtual output device the spool buffer data area takes the form of a
“Virtual Channel Program.” That is, it is formatted like a channel
program (containing CCWs interspersed with data), but every address is
specified as a relative displacement from the beginning of the closest
“data moving” CCW.

e For a reader (RDR) file created by a real card reader, the spool buffer
data area takes the form of a “Real Channel Program.” In this case
each address is specified as a complete address, but since the address is
based on the 4K page of storage that was used at the time of creation, it
is not a reliable value for use by an application program.
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Reading a Virtual Spool File

1.

Read an SFBLOK (subcodes X‘0004’, X‘0008’, X‘0FFE’, or X‘0FFF").
SFBTYPE can be used to determine whether the file was created by a
system reader or a virtual output device. SFBRECSZ contains the
logical record length for the file. If the SFBVLEN bit is on in
SFBFLAGA4, the the files contains “Original Length” information for
each record.

Read a Spool Page Buffer (subcodes X‘0000’, X‘0018’, or X‘0024’).
SPRECNUM contains the number of data records in the buffer.

Start working at a displacement of SPSIZE into the buffer.
For a file created by a system reader:

a. Use a fixed displacement (SPSIZE =96) to the beginning of each
entry.

b. The 80-byte data record is located 12 bytes into the entry.

c. SFBRECNUM specifies the number of entries in the buffer.
For a file created by a virtual output device:

a. Immediate operations (e.g., Skip to Channel 1) take up 8 bytes.

b. Data movers (e.g., Write and Space 2) occupy a variable amount of
space depending on the length of the data and the type of operation:

CCW tiiveeencennasnss 8 bytes

TIC CCW vvvvevnnnnns 4 bytes

Data Record ........ variable

Original Lengths .... 2 bytes

Backchain .......... 2 bytes (PUNCH only)
Pad ceivieirnnenanes 0-7 bytes

Control Records do not contain an original length field. Only
Punch records reserve an additional 2 bytes to insure that a 4-byte
work area is available after the last byte of the data record.4

The “Original Length” field is the length of the record presented to the
virtual machine’s spooling device before the trailing blank suppression
algorithm.

An “Original Length” field is not included on files created in VM Release 4 or
earlier.
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DIAGNOSE Code X‘18’ -- Standard DASD 1/0

All privilege classes (except ANY)

DIAGNOSE code X’18" allows a virtual machine to perform input/output
operations to a direct access device, of the type used by CMS. CP returns
no I/O interrupts to the virtual machine; the DIAGNOSE instruction
completes only when the READ or WRITE commands associated with the
DIAGNOSE completes.

Note: If you have VM/SP HPO, DIAGNOSE code X’18’ only supports CCW
read/write codes of X’05” and X’06’.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’18":

Rx
Contains the virtual device address of the direct access device.

Ry
Contains the address of a chain of CCWs.

R15
Contains with the number of READs or WRITEs in the CCW chain. The
CCW chain must be in a standard format that CP expects when
DIAGNOSE code X’18’ is used, as shown below.

Use: DIAGNOSE code X’18’ checks that the byte count from the user’s
read or write CCW does not exceed 4096 bytes. If the byte count exceeds
4096 bytes, CP flags it as an error. If the byte count is less than or equal to
4096 bytes, DIAGNOSE code X’18” makes an additional check for valid CMS
standard block-sizes. The standard CMS block-sizes are 512, 800, 1K, 2K, or
4K bytes. The latter check is necessary and only pertinent in the event
that the user’s channel program is directed to a device that is capable of
executing extended count-key-data channel commands (for example, a 3380
attached to a 3880 Control Unit equipped with the Speed Matching Buffer
Feature).

CP converts user’s channel programs to the extended count-key-data (CKD)
format when the channel programs:

o Are directed to a 3380 attached to a 3880 Control Unit equipped with
the Speed Matching Buffer (Feature #6550). (The Speed Matching
Buffer is not supported for 3380 Models AD4/BD4 or AE4/BE4.)

e Are directed to a 3375 attached to a 3880 Control Unit equipped with
the Speed Matching Buffer (Feature #6560).

5  For non-standard channel programs (more than one consecutive READ or
WRITE CCWs chained together), no extended CCW is transformed if this is
directed to a 3380 with the Speed Matching Buffer.
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And when they:
e Contain READ or WRITE CCW'’s with valid CMS block-sizes.

e Contain no READs chained to READs or WRITEs which are,
themselves, chained to WRITEs.

An example of a channel program converted to an extended count-key-data
channel program is shown below.

DIAGNOSE code X’18’ must not be used to read or write
record-overflow-formatted data.

A typical CCW string to read or write two 800-byte records is as follows:

SEEK,A,CC,6

SET SECTOR (not used for 2314/2319)

SRCH,A+2,CC,5

TIC,*-8,0,0

RD or WRT,DATA,CC+SILI,800

SEEK HEAD,B,CC,6 (omitted if HEAD number unchanged)
SET SECTOR

SRCH,B+2,CC,5

TIC,*-8,0,0

RD or WRT,DATA+800,SILI,800

A SEEK and SRCH arguments for first RD/WRT
B SEEK and SRCH arguments for second RD/WRT

If you are reading from or writing to either a 3380 or 3375 attached to a
3880 Control Unit equipped with the respective Speed Matching Buffer, the
above sample channel program would be converted to the following
extended count-key-data CCWs:

DEFINE EXTENT,C,CC,16
LOCATE RECORD,D,CC,16
RD OR WRT,DATA,CC+SILI,800
LOCATE RECORD,E,CC,16
RD OR WRT,DATA+800,SILI,800

DEFINE EXTENT argument
LOCATE RECORD argument for first RD/WRT
LOCATE RECORD argument for second RD/WRT

o

C
D
E
Note: The second LOCATE RECORD CCW shown in this example is not
generated in all cases. That is, LOCATE RECORD CCWs, after the first

one, are generated only when one of the following is encountered:

o A READ is followed by a WRITE, or vice versa, with the normal SEEK,
SET SECTOR, SRCH in between them.

o The length of a READ or WRITE is not the same as the length of the
preceding READ or WRITE.

o The READ or WRITE that follows a previous READ or WRITE is not
for the next sequential record on the track.
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Condition and Return Codes: The codes returned are as follows:
| CC=0 1I/O comple'te with no errors. R15 is set to 0.

| CC=1 Error condition. Register 15 contains one of the following return
| codes:

R15 Meaning

1 Device not attached

2  Device not 2319, 2314, 3330, 3340, 3350, 3375, or 3380
3  Attempt to write on a read-only disk

4  Cylinder number not in range of user’s disk

5  Virtual device is busy or has an interrupt pending

|
o

| CC Error condition. Register 15 contains one of the following return
| codes:

| R15 Meaning

| 5  Pointer to CCW string not doubleword-aligned.

| 6 SEEK/SEARCH arguments not within range of user’s storage.
| 7 CCW is not a SEEK, SEEK HEAD, SET SECTOR, SEARCH
| ID, TIC*-8, READ, or WRITE or an invalid CCW string was
| submitted.

| 8 READ/WRITE byte count=0

| 9 READ/WRITE byte count greater than 4096

| 10 READ/WRITE buffer not within user’s storage

| 11  The value in R15, at entry, was not a positive number from 1
| through 15, or was not large enough for the given CCW

| string.

| 12  Cylinder number on seek head was not the same number as

| on the first seek.

| CC=3 Uncorrectable I/O error:

| R15 Meaning

| 13 CSW (8 bytes) returned to user. Sense bytes are available if
| the user issues a SENSE command.

| Note: This code does not support fixed-block DASD devices. If a program

| issues a DIAGNOSE code X’18’ to a fixed-block DASD device, CP sets
| CC=1 and places a return code of 2 in register 15.

. DIAGNOSE Code X‘1C’ -- Clear Error Recording Cylinders

I Privilege class F

| DIAGNOSE code X’1C’ allows a user to clear the error recording data on
| disk. The DMKIOEFM routine performs the clear operation.
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Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’'1C”:

Rx
Contains a one-byte code value in the low-order byte as follows:

Code Function

X0’ Clear and reformat all error recording, leaving any frame records
intact

X’02" Clear and reformat all error recording cylinders, erasing both
frame records and error records

DIAGNOSE Code X‘20’ -- General I/0

All privilege classes (except ANY)

With DIAGNOSE code X’20’, a virtual machine user can specify any valid
CCW chain to be performed on a tape, disk (including FBA) or unit record
device. (An exception: DIAGNOSE must not be used to read or write
record-overflow-formatted data on DASD devices.) No I/O interrupts are
reflected to the virtual machine; the DIAGNOSE instruction is completed
only when all I/O commands in the specified CCW chain are finished.

Notes:

1.  Virtual spooled devices, such as, card readers and punches, are not
supported for this DIAGNOSE. That is, unless the virtual device is a
minidisk, a real device must be attached to the virtual machine.

2. If you have VM/SP HPO, DIAGNOSE code X’18 only supports CCW
read/write codes of X'05 and X' 06".

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X"20”:

Rx
Contains the virtual device address.

Ry
Contains the address of the CCW chain, and CP uses the high-order byte
of the register as a storage key for accessing the user’s virtual storage.

The CCWs are processed via DMKCCWTR through DMKGIOEX, providing
full virtual I/O in a synchronous fashion (self-modifying CCWs are not
permitted, however) to any virtual machine specified. Control returns to
the virtual machine only after the operation is completed or a fatal error
condition is detected. EREP support is provided for tape and DASD devices
only; all other devices present an error condition in the PSW to the virtual
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machine. Condition codes and return codes are returned to the virtual
system.

With VM/SP HPO, for virtual I/O to a 3880 Model 13 or Model 23 that is
not dedicated, the following CCW commands are valid if the virtual
machine is a cache owner:

e Set Subsystem Mode
e Sense Subsystem Status
e Sense Subsystem Counts.

If the virtual machine is not a cache owner, CP treats the above CCWs as
invalid.

Also, for the above CCWs, CP does not try to translate storage director data
(track addresses and device addresses) to or from virtual machine addresses.
For the storage director data to be meaningful to a virtual machine that
uses these CCWs, the virtual machine addresses must map to the real
device addresses. Virtual channel addresses need not map to real channel
addresses.

Set High Performance Limits is a 3880 Model 13-only command. If this
command is issued to a 3880 Model 13 or Model 23, CP treats it as an
invalid command.

Note: If multiple errors occur on error recovery during DIAGNOSE code
X'20’, the CCW address in the CSW may be unpredictable.

Completion and Condition Codes: The condition codes and return codes
are as follows:

CC=0 I/O completed with no errors
CC=1 Error condition. Register 15 contains the following return codes:

R15 Meaning

1  Device is either not attached or the virtual channel is
dedicated, the device is virtual and not DASD (minidisk).

5  Virtual device is busy or has an interrupt pending.

CC=2 Exception conditions. Register 15 contains one of the following
return codes:

R15 Meaning
2 Unit exception bit in device status byte=1
3  Wrong length record detected.
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CC=3 Error Condition:

R15 Meaning

13 A permanent I/O error occurred or an unsupported device was
specified. The user’s Ry contains four sense bytes. Sense
bytes 2 and 3 are in the two leftmost positions in Ry; sense
byte 0 and 1 are in the two rightmost positions in Ry. For an
imprecise ending error condition, the CSW does not reflect the
failing CCW. In this case residual count is contained in sense
byte 3 providing for the calculation of the correct failing CCW.

Ry

Sense Byte Sense Byte Sense Byte Sense Byte
2 3 0 1

DIAGNOSE Code X‘24’ -- Device Type and Features

All privilege classes (except ANY)

DIAGNOSE code X’24’ requests CP to provide a virtual machine with
identifying information and status information about a specified virtual
device. The virtual machine must specify the virtual device for which
information is requested. CP returns information about the virtual device
and associated real device in Rx, Ry, and Ry+1. CP also provides a
condition code identifying the specific device information returned to the
virtual machine.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X"24": ’

Rx
Must contain the virtual device address for which information is
requested or the value negative 1 (-1). Specify -1 when the device is a
virtual console whose address is unknown to the virtual machine.

Exit Values: When CP returns control to the virtual machine, Ry, Ry +1,
and Rx contain device information. Ry contains information about the
virtual device and Ry +1 contains information about the real device. If -1
was specified and CP located the virtual console, Rx contains the address of
the virtual console.

CP obtains device information from three control blocks: virtual device
information from the virtual device block (VDEVBLOK), and real device
information from the real device block (RDEVBLOK) and from NICBLOK.
The following diagrams identify specific information returned by CP and
show how to locate this information in the Rx, Ry, and Ry +1 registers.
The symbolic names used in these diagrams are the symbolic names used
with VDEVBLOK, RDEVBLOK, and NICBLOK in VM/SP Data Areas and
Control Block Logic Volume 1 (CP) and VM|SP HPO Data Areas and
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Control Block Logic - CP. For more device information see
Appendix A, “CP Device Classes, Types, Models, and Features.”

Note: For a DIAGNOSE code X’24" to an SNA device though VCNA or
VSCS, the model (RDEVMDL) information is correct; however, the
RDEVTYPE may not be reliable.

Rx
Byte 0 Byte 1 Byte 2 Byte 3
RDEVTMCD virtual
—0r— device
NICTMCD address
Symbolic Name Meaning
RDEVTMCD
- Or -

NICTMCD Terminal code bits defining the type of console and the
translate table the console is using. RDEVTMCD is for a
local virtual console; NICTMCD for a remote 3270 virtual
console.

Ry

Byte 0 Byte 1 Byte 2 Byte 3
VDEVTYPC |VDEVTYPE | VDEVSTAT |VDEVFLAG

Symbolic Name

Meaning

VDEVTYPC Virtual device type class
VDEVTYPE Virtual device type
VDEVSTAT Virtual device status
VDEVFLAG Virtual device flags
Ry+1
Byte 0 Byte 1 Byte 2 Byte 3
RDEVTYPC |RDEVTYPE |RDEVMDL RDEVFTR
-or- - or - -or-
NICDTYPE NICMDL RDEVLLEN
- Or -
NICLLEN

Symbolic Name Meaning
Real device type class
Real device type

RDEVTYPC
RDEVTYPE
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RDEVMDL

RDEVFTR
RDEVLLEN
NICDTYPE
NICMDL
NICLLEN

Notes:

Real device model number. To determine if the speed
matching buffer for the 3380 or 3375 is present, check if
bits 0 and 1 are set on. For VM/SP HPO, the Speed
Matching Buffer is not supported for 3380 Models
AD4/BD4 or AE4/BEA4.

Real device feature code for a device other than a virtual
console

Current device line length for a local virtual console
Real device type for a remote 3270 virtual console

Real device model number for a remote 3270 virtual
console

Current device line length for a remote virtual console

1. RDEVTYPE may not be reliable for SNA devices through VCNA or

VSCS.

2. Remote dialed terminals and remote dedicated printers appear to be local
devices as RDEVTYPC will contain the value CLASGRAF.

3. Also note that a remote dialed 3275 appears as a local 3277 and a remote
dialed 3276 appears as a local 3278.

4. Remote dedicated printers internally carry a virtual device class and type
of CLASGRAF and TYP3277 to follow code for remote dialed terminals.
DIAGNOSE code X’24 returns VDEVTYPC = CLASGRAF and
VDEVTYPE = TYP3284 for remote dedicated printers.

Condition Codes: The condition codes CP can return for DIAGNOSE code
X’24’ are listed below. Please note that Rx contains information only when
DIAGNOSE code X’24’ specifies a virtual console whose address is
unknown. And if Ry is register 15, CP returns only virtual device
information; no information is returned in Ry +1.

Condition

Code Meaning

0 Normal completion. Data is returned in Rx, Ry, and Ry +1.
1 Undefined.

2 The virtual device exists but is not associated with a real

device. Data is returned in Rx and Ry.

3 An invalid address is specified, or the virtual device does not

exist.
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DIAGNOSE Code X‘28’ -- Channel Program Modification

All privilege classes (except ANY)

DIAGNOSE code X’28’ allows a virtual machine to correctly execute some
channel programs modified after the Start I/O (SIO) instruction is issued
and before the input/output operation is completed. The channel command
word (CCW) modifications allowed are:

® A Transfer in Channel (TIC) CCW modified to a No Operation (NOP)
CCW

e A TIC CCW modified to point to a new list of CCWs
e A NOP modified to a TIC CCW.

When a virtual machine modifies a TIC CCW, it is modifying a virtual
channel program. CP has already translated that channel program and is
waiting to execute the real CCWs. The DIAGNOSE instruction, with
DIAGNOSE code X’28’, must be issued to inform CP of the change in the
virtual channel program, so that CP can make the corresponding change to
the real CCW before it is executed. In addition, when a NOP CCW is
modified to point to a new list of CCWs, CP translates the new CCWs.

To be sure that the DIAGNOSE instruction is recognized in time to update
the real CCW chain, the virtual machine issuing the DIAGNOSE
instruction should have a high favored execution value and a low
dispatching priority value. The CP SET command should be issued:

SET FAVORED xx
SET PRIORITY nn

where xx has a high numeric value and nn has a low numeric value. The
virtual machine issuing DIAGNOSE code X’28" must be in the supervisor
mode at the time it issues the DIAGNOSE instruction.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’28";

Rx
Contains the address of the TIC or NOP CCW that was modified by the
virtual machine.

Ry
Contains the device address in bits 16 through 31.

Rx and Ry cannot be the same register. The addresses specified in Rx, the
new address in the modified TIC CCW, and the new CCW list to which the
modified TIC CCW points must all be addresses that appear real to the
virtual machine: CP knows these addresses are virtual, but the virtual
machine thinks they are real.
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Condition and Return Codes: The condition codes (CC) and return codes
are as follows:

CC=0 The real channel program was successfully modified; register 15
contains a zero.

CC=1 The channel program was not modified. There was probably an
error in coding the DIAGNOSE instruction. Register 15 (R15)
contains one of the following return codes:

R15 Meaning

1
2
3

4
5

11

CcC

fi

The same register was specified for Rx and Ry.

The device specified by Ry was not found.

The address specified by Rx was not within the user’s storage
space.

The address specified by Rx was not doubleword aligned.

A CCW string corresponding to the device (Ry) and address
(Rx) specified was not found.

The CCW at the address specified by Rx is not a TIC nor a
NOP, or the CCW in the channel program is not a TIC nor a
NOP.

The new address in the modified TIC CCW is not within the
user’s storage space.

The new address in the modified TIC CCW is not doubleword
aligned.

The new virtual CCW is a NOP, but the corresponding real
CCW is a TIC with command chaining and is at the end of the
real channel program.

2 The real channel program cannot be modified because of the state of

the system or the device. A channel end or device end has already
occurred. Register 15 (R15) contains the following:

R15 Meaning

9

The virtual machine should restart the modified channel
program,

DIAGNOSE Code X‘2C’ -- Return DASD Start of LOGREC

Privilege class C, E, or F

DIAGNOSE code X’2C’ allows a user to find the location on the disk of the
error recording area, the number of error recording cylinders, and the
location of the first error record.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X"2C”: '
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Rx
Contains a one-byte code in the low-order byte, indicating the function
to be performed:

Code Function

X’01’ Return the DASD location of the start of the error recording
area, and the number of error recording cylinders.

X'02 Return the HDRSTART value (DASD location of first error
record).

X’04’ Return indication of whether there are frame records on the
error recording cylinders.

Exit Values: On return to the issuer of DIAGNOSE code X’2C’ the
registers contain the following:

If code X’01” is specified: Rx contains the DASD location (in VM control
program internal format) of the start of the error recording area. Ry
contains, in the low-order halfword, the number of error recording
cylinders.

If code X’02’ is specified: Rx contains the DASD location of the first error
record (in CCPD format). The value actually points to the last frame record
written, or record 2 if no frame records present.

If code X’04’ is specified: Ry contains a X'20” in the low-order byte if frame
records are present on the error recording cylinders; X00’ if no frame

records present.

Note: Codes X’02" and X’04’ may both be specified (code X"06’) on invoking
DIAGNOSE. Both an Rx and Ry value must be specified.

DIAGNOSE Code X‘30° -- Read One Page of LOGREC Data

Privilege class C, E, or F

DIAGNOSE code X’30” allows a user to read one page of the system error
recording area.

Entry Values: Set up the input registers as follows when invoking

DIAGNOSE code X’30’:
Rx

Contains the DASD location (in CP internal format) of the désired
record.
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Ry
Contains the virtual address of a page-size buffer to receive the data.
The DMKRPAGT routine supplies the page of data.

Condition Codes: The condition codes returned are:

Condition
Code Meaning
0 Successful read, data available
1 End of cylinder, no data
2 I/O error
3 Invalid location, outside recording area

Note: Issuing DIAGNOSE code X’30” against a locked page unlocks the
page.

DIAGNOSE Code X‘34’ -- Read System Dump Spool File

Privilege class C or E

A user can read the system dump spool file by issuing a DIAGNOSE code
X’34’ instruction. However, this DIAGNOSE code cannot read spool files
that contain VMDUMP records -- use DIAGNOSE code X"14” for this
purpose. If a program tries to use DIAGNOSE code X’34" to read VMDUMP
records, CP returns a condition code of 2.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’34”:

Rx
Contains the virtual address of a page-size buffer to receive the data.

Ry
Which must not be register 15, contains the virtual address of the spool
input card reader.

Condition Codes: Ry+1, on return, may contain error codes as follows:

Condition Ry+1

Code Error Code Meaning
0 Data transfer successful
1 End of file
2 File not found
3 4 Device address invalid
3 8 Device type invalid
3 12 Device busy
3 16 Fatal paging I/O error

The DMKDRDMP routine searches the system chain of spool input files for
the dump file belonging to the user issuing the DIAGNOSE instruction.
The first (or next) record from the dump file is provided to the virtual
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machine via DMKRPAGT and the condition code is set to zero. The dump
file is closed via VM console function CLOSE.

Note: Issuing DIAGNOSE code X’34’ against a locked page unlocks the
page.

DIAGNOSE Code X‘38’ -- Read System Symbol Table

Privilege class C or E

DIAGNOSE code X’38’ causes the routine DMKDRDSY to read the system
symbol table into storage.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’38’:

Rx
Contains the address of the page buffer to contain the symbol table.

Condition Codes: When complete, Ry, which must not be register 15,
contains a condition code. On return, Ry -+1 may contain an error code.

Condition Ry +1
Code Error Code Meaning

0 Full page of data available to virtual
machine
1 No symbol table is available
3 Page buffer is locked for an I/O operation
3 16 Fatal paging I/O error
Notes:

1. The format of the symbol table entries is described in CP macro SYM.

2. Issuing DIAGNOSE code X’38 against a locked page unlocks the page.

DIAGNOSE Code X‘3C’ -- Update the VM Directory

Privilege class A, B, or C

DIAGNOSE code X’3C’ lets a user dynamically update the VM directory.
The routine DMKUDRDS dynamically updates the directory.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’3C":

Rx
Contains the first 4 bytes of the volume identification.
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Ry
Contains the last 2 bytes of the volume identification in its first 2 bytes.
The last 2 bytes of Ry contain the volume address.

Condition Codes: The PSW condition code is set depending on the success
of the operation or the meaning of the condition code. The condition codes
are set as follows:

Condition
Code Meaning
0 Operation is successful.
2 Volume not found, not mounted, or not a valid
directory volume.
3 Fatal I/O error trying to read the directory

DIAGNOSE Code X‘40’ -- Clean-Up after Virtual IPL by Device

All privilege classes (except ANY)

DIAGNOSE code X’40’ is valid only during virtual IPL. Clean-up restores
the user’s page and frees the real page if it is not in the V=R machine. If
the real page is in the V=R machine, the real page is not freed. The PSW
from location zero of the virtual machine is loaded and made the current
PSW.

Entry Values: Set up the input registérs as follows when invoking
DIAGNOSE code X’40":

Rx
Must contain a zero.

Ry
Must point to the virtual machine registers to be loaded.

Use: DIAGNOSE X’40 is used in DMKVMI to clean up after a virtual IPL.

Program Exceptions: If DIAGNOSE code X’40’ is specified incorrectly,
the following exception is generated:

Specification
If the DIAGNOSE is issued outside of its use in DMKVMI.
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DIAGNOSE Code X‘48’ -- Issue SVC 76 from a Second Level VM/370
or VM Virtual Machine

| All privilege classes (except ANY)

A second level VM/370, VM/SP, or VM/SP HPO operating system issues
SVC 76 using this DIAGNOSE. SVC 76 handles I/O error recording for
virtual operating systems. For instance, a virtual machine issues SVC 76 to
record data about hardware errors that occur on devices dedicated to it.

Note: If you have VM/SP HPO, DIAGNOSE code X’48’ is supported by a
preferred machine assist guest with the control switch assist active.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X'48":

Rx
Is R1, which must contain either of two values

X’04’ indicates an SVC 76 request from a virtual machine
X’08’ indicates that a virtual machine issued DIAGNOSE code X’48'".

Ry
Is not used in this DIAGNOSE.

Use: CP checks first for the X’04” value. If it is present, CP sets
VMSPMPFLG in the virtual machine’s VMBLOK to X’04’ and processes the
SVC 76 request on behalf of the virtual machine.

If R1 contains a X’08” value, CP sets VMSPMFLG in the virtual machine’s
VMBLOK to X"08’. It then reflects the SVC 76 back to the virtual machine.

The virtual machine then handles its own error recording.

For more information on SVC 76 and I/O error recording procedures, refer
to VM/SP OLTSEP and Error Recording Guide.

DIAGNOSE Code X‘4C’ -- Generate Accounting Records for the
Virtual User

| All privilege classes (except ANY)

| DIAGNOSE code X’4C’ can be issued only by a user with the account
| option (ACCT) in his directory.

Note: If you have VM/SP HPO, DIAGNOSE code X’4C’ is supported by a
preferred machine assist guest with the control switch assist active.
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Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’4C”:

Rx
Contains the virtual address of either a 24-byte parameter list
identifying the “charge to” user, or a variable length data area that is to
be stored in the accounting record. The interpretation of the address is
based on a hexadecimal subcode supplied in Ry. If the virtual address
represents a parameter list, it must be doubleword aligned; if it
represents a data area, the area must not cross a page boundary. If Rx
is interpreted as pointing to a parameter list and the value in Rx is zero,
the accounting record is spooled with the identification of the user
issuing the DIAGNOSE instruction.

Ry
Contains a hexadecimal subcode interpreted by DIAGNOSE code X"4C’

as follows:

Subcode Rx points to:

0000 A parameter list containing only a userid.

0004 A parameter list containing a userid and account number.
0008 A parameter list containing a userid and distribution number.
000C A parameter list containing a userid, account number, and

distribution number.

0010 A data area containing up to 70 bytes of user information to
be transferred to the accounting card starting in column 9.

Ry +1
Contains the length of the data area pointed to by Rx. If Rx points to a
parameter list (Ry not equal to X"0010’), Ry +1 is ignored.

DIAGNOSE code X’4C’ checks the VMACCOUN flag in VMPSTAT to
verify that the user has the account option and if not, returns control to the
user without generating an accounting record.

Subcode X‘0000’ -- Subcode X‘000C’

DIAGNOSE code X’4C’ verifies that the user has the account option, and if
not, returns control to the user. If the user has the ACCT option specified,
control is passed to DMKCPYV to generate the record. DMKCPV passes
control to DMKACO to complete the “charge to” information; either from
the User Accounting Block (ACCTBLOK), if a pointer to it exists, or from
the user’'s VMBLOK. DMKCPYV passes control back to DIAGNOSE code
X’4C’ to release the storage for the ACCTBLOK, if one exists. DIAGNOSE
code X’4C’ then checks the parameter list address. If the parameter list
address is zero, control is returned to the user with a condition code of zero.
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Program Exceptions: If DIAGNOSE code X’4C’ is specified incorrectly,
the following exceptions are generated:

Addressing
If an invalid parameter list address is specified.

Specification
If the parameter list address is not aligned on a doubleword boundary.

If both the virtual address and the length are valid, DMKFREE is called to
obtain storage for an account buffer (ACNTBLOK) which is then initialized
to blanks. The userid of the user issuing the DIAGNOSE instruction is
placed in columns 1 through 8 and an accounting record identification code
of “C0” is placed in columns 79 and 80. The user data pointed to by the
address in Rx is moved to the accounting record starting at column 9 for a
length equal to the value in Ry+1. A call to DMKACOQU collects the
accounting records on the system accounting chain (DMKRSPAC) and puts
them in spool format. DIAGNOSE code X’4C’ then returns control to the
user with a condition code of zero.

Program Exceptions: If Ry contains a subcode of X’0010’, and
DIAGNOSE code X’4C’ is specified incorrectly, the following exceptions are
generated:

Addressing
If the address specified in Rx is negative or greater than the size of the
user’s virtual storage.

Specification
If the combination of the address in Rx and the length in Ry +1
indicates that the data area crosses a page boundary.

If the value in Ry +1 is zero, negative, or greater than 70.
Notes:

1. For subcode X' 0010, the only valid accounting record identification code
(ACNTCODE field of the ACNTBLOK) is “C0”. For the other four
subcodes listed above, the accounting record identification code can be
“C1”, “C2”, etc. For more information on accounting record identification
codes, see VM|SP Data Areas and Control Block Logic Volume 1 (CP) or
VM/|SP HPO Data Areas and Control Block Logic - CP.

2. If Ry contains subcode X’0010’, Ry cannot be register 15.
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Condition Codes: The condition codes returned are as follows:

Condition
Codes Meaning

CC=0 Both userid and function hexadecimal subcode are valid and an
accounting record is generated. If subcodes X’0000” through
X’000C’ have been specified, the User Accounting Block
(ACCTBLOK) is built and the userid, account number, and
distribution number are moved to the block from the parameter
list or the User Machine Block belonging to the userid in the
parameter list.

The ACCT option is not set in the directory entry. The user is
not authorized to issue this DIAGNOSE.

CC

Il
—

CC

I
I\

(Applies only to subcodes X’0000’ through X’000C’). The userid
provided in the parameter list is not found when checked against
the directory list. The parameter list address must be nonzero
and valid. No ACCTBLOK is built.

CC (Applies only to subcodes X0000’ through X’000C’). The function
hexadecimal subcode is invalid or an error occurs getting the
user machine block (UMACBLOK). No ACCTBLOK is built.

Il
w

DIAGNOSE Code X‘50’ -- Save the 370X Control Program Image

Privilege class A, B, or C

This section applies only to EP (Emulator Program) generations as defined,
created, and loaded by VM.

DIAGNOSE code X’50” invokes the CP module DMKSNC to validate the
parameter list and write the page-format image of the 370X control program
to the appropriate system volume.

When a 370X control program load module is created, the CMS service
program SAVENCP builds a communications controller list (CCPARM) of
control information. It passes this information to CP via a DIAGNOSE
code X’'50".

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’50":

Rx
Contains the virtual address of the parameter list (CCPARM).

Ry
Is ignored on entry.
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Exit Values: Upon return, Ry contains the following error codes:

Code Meaning

044 ‘ncpname’ was not found in system name table,

171 System volume specified not currently available.

178 Insufficient space reserved for program and system control
information.

179 System volume specified is not a CP-owned volume.

435 Paging error while writing saved system.

DIAGNOSE Code X‘54° -- Control The Function of the PA2 Function

Key

All privilege classes (except ANY)

DIAGNOSE code X’54’ controls the function of the PA2 function key. The
PA2 function key can be.used either to simulate an external interrupt to a
virtual machine or to clear the output area of a display screen.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X’54’.

Rx
Determines the function of the PA2 key. If Rx contains a nonzero value,
the PA2 key simulates an external interrupt to the virtual machine.

If Rx contains a value of zero, the PA2 key clears the output area of the
display screen.

The external interrupt is simulated only when the display screen is in the
VM READ, HOLD, or MORE status and the TERMINAL APL ON
command has been issued.

DIAGNOSE Code X‘58’ -- 3270 Virtual Console Interface

All privilege classes (except ANY)

DIAGNOSE code X’58" enables a virtual machine to communicate with 3270
display stations. Using DIAGNOSE code X’58’, a virtual machine may:

¢ Display up to a full screen of data using only one write operation.
e DProvide attribute characters along with data that is sent to the display
station. An attribute character provides control information for the

data, for example, a request to intensify the data when it is displayed.

e Place a 3270 display station under control of the virtual machine (full
screen mode).
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Displaying Data

Note: If you want to run multiple applications in a virtual machine, use

the CMS CONSOLE I/O macro. CONSOLE, a CMS interface to fullscreen
I1/0, provides improved usability for 3270 applications. Refer to the VM/SP
CMS Macros and Functions Reference for the macro format for CONSOLE.
VM|SP CMS for System Programming contains details for using
CONSOLE.

Entry Values: When a virtual machine issues DIAGNOSE code X’58’, the
virtual machine must provide one or more channel command words (CCWs).
These CCWs specify the 3270 operation to be performed, provide control
information for the display station, and specify the address of data to be
displayed during a write operation or the address of a buffer where data is
to be stored during a read operation.

Set up the input registers as follows when invoking DIAGNOSE code X’58";

Rx
Must contain the CCW address, if only one CCW is used.

If CCWs are chained, Rx must contain the address of the first CCW in
the chain.

Ry
Must contain the virtual address of the virtual console where the
operation is to be performed. This value must be right-justified.

To display up to a full screen of data, code a CCW using the following
assembler language instructions:

DS OD
DC AL1(CCWCODE) ,AL3(DATADDR) ,AL1(FLAGS) ,AL1(CTL) ,AL2(COUNT)

where:
CCWCODE is the command code X’19’.

DATADDR is the virtual storage address of the first byte of data to be
displayed.

FLAGS are standard CCW flags. The suppress-incorrect-length
indicator, bit 34, must be set to a value of one. Set other bits
as needed.

CTL is a control byte defined as follows:

The high-order bit (0), if set on, enables the screen “MORE”
status to be active before the displaying of data.
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- Bits 2-7 identify the line on the display screen where the
display is to start. A value of 0 (B‘xx00 0000’) corresponds
to the first or top line, a value of 1 (B‘xx00 0001’)
corresponds to the second line and so forth.

- If the control byte contains the value X’F¥’, CP erases the
display station’s screen. No new data is displayed.

- CCW’s may be command chained to combine several
operations in one DIAGNOSE. When CP builds the real
CCW string, it will data chain as many CCW’s as possible
to reduce the number of real I/O operations. If the control
byte contains a value of X’FE’, CP will:

- Not data chain this operation to any previous CCW in
the real CCW string.

- Erase the entire screen.
- Rewrite the attribute bytes for the CP screen format.
- Reset the cursor to the beginning of the input area.

COUNT specifies the number of bytes of data to be displayed. The
maximum amount of data that can be displayed at one time
depends upon the 3270 model of the display station:

- A model 2 can display up to 1760 bytes
- A model 3 can display up to 2400 bytes
- A model 4 can display up to 3280 bytes
- A model 5 can display up to 3300 bytes

To provide attribute characters for the data, place the attribute character
in the data stream immediately following a 3270 start-field order. The
start-field order, a one-byte value, notifies the 3270 display system that the
next byte in the data stream is an attribute character. For a description of
how the 3270 display system uses attribute characters, and to determine the
values to specify for attribute characters and the start-field order, see the
IBM 3270 Information Display System Library User’s Guide.

Note: Through the use of the attribute character, it is possible to define a
display field as selector-pen detectable. However, when the selector pen is
used to select the field, CP does not return data from the field to the virtual
machine.

Condition Codes: After processing DIAGNOSE code X’58’, CP sets a
condition code. If the operation was successful - that is, no I/O errors
occurred - CP sets a condition code of zero. If an I/O error occurred, CP
sets a condition code of one.

If an I/O error occurred, the application program can check the I/O status
and the error type by:
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Full Screen Mode

e Issuing a TEST I/O (TIO) instruction
e Examining the returned condition code
e Examining the virtual CSW

The returned condition codes and CSW status are the standard condition
codes and status defined in the IBM System/[370 Principles of Operation.

You must also make sure that the interrupt for the virtual device is enabled
by setting the appropriate bit and channel mask in the PSW. For example,
if the virtual address of your console is 009, bit 0 in the channel mask must
be set to one (that is, bit 0 must be on). This may be the case if you are
loading programs in the transient area.

DIAGNOSE code X’58’ provides a means by which a virtual machine may
share, with CP, control of a 3270 display station. Three CCW operations,
X’29’, X’2A’, and X’49’, in addition to performing the requested I/O, notify
CP that the display station is operating under the control of the virtual
machine.

CCW code X’29 performs a WRITE, ERASE/WRITE, ERASE/WRITE
ALTERNATE, or WRITE STRUCTURED FIELD operation, depending on
the value of the control field. For the WRITE, ERASE/WRITE, and
ERASE/WRITE ALTERNATE, the virtual machine must provide
appropriate control information beginning with the Write Control
Character (WCC) and including 3270 orders following the WCC. Data may
be written anywhere on the screen. The virtual machine must provide the
address where the write is to begin; it uses a SET BUFFER ADDRESS
(SBA) order to do this. Writing can also start at the current cursor
address.

CCW code X’29” performs a WRITE STRUCTURED FIELD operation when
the value of the control field is X’20’. The WRITE STRUCTURED FIELD
instruction sends control information to a 3274 controller. The application
program must provide the control information in the data stream in the
format required by the instruction. (See the 3270 Component Description for
more information on WRITE STRUCTURED FIELD operation.)

CCW code X’2A’ performs a READ BUFFER or a READ MODIFIED
operation, depending on the value of the control field.

When the virtual machine issues CCW code X’49’, CP treats the channel
program as a normal 3215 channel program, with the following exceptions:

e The data stream is processed as if TERMINAL LINESIZE OFF has has
been issued. That is, the data stream will be broken up only when a

X’15’ is encountered in the data stream.

o Each time a X’15’ is encountered CP counts exactly one line.

Chapter 1. The DIAGNOSE Instruction in a Virtual Machine 43



DIAGNOSE Codes

R A S S A TN AR PERRIER SO 18 i3
i EL,

e CP will not translate any code point from X’40’ to X’FE’, inclusive. CP
also will not translate code points X’0E’ and X’0F”.

CCW code X’49’ is invoked the same as CCW code X’29" except that both
the CCWs and data stream should be for a 3215 instead of a 3270.

Before issuing DIAGNOSE code X’58’ code X’49’, issue DIAGNOSE code
X’8C’ to determine the width of the screen. Then, use this information to
determine the number of character positions that can be taken up between
X’15’s. The width of the sereen minus 2 should be the maximum for that
number. If this restriction is not observed, CP will not be able to manage
the screen correctly.

To specify the full screen mode CCW, use the following assembler language
instructions:

DS 0D
DC AL1(CCWCODE) ,AL3 (DATADDR) ,AL1(FLAGS) ,AL1(CONTROL) ,AL2 (COUNT)

where:

CCWCODE is a CCW code (X"29’ or X'2A")

DATADDR for a write operation, specifies the first byte of the data stream
(WCC) to be written. For a read operation, specifies the
address of the read buffer.

FLAGS is the standard CCW flag field.

CONTROL for a write operation (CCW code of X’29") the following control
field values cause the following operations to be performed:

Value Operation Performed

X’80" ERASE/WRITE

X Co’ ERASE/WRITE ALTERNATE
X’40’ ERASE/WRITE ALTERNATE
X’20" WRITE STRUCTURED FIELD
all other WRITE

values

For a read operation (CCW code of X’2A”) the following control
field values cause the following operations to be performed:

Value Operation Performed
X’80" READ MODIFIED

all other READ BUFFER
values

By adding X"10’ to the CONTROL field values for
ERASE/WRITE or ERASE/WRITE ALTERNATE, making
them X’90’ or X’D0’ respectively, the PA1 key interrupt is
reflected to the virtual machine. This replaces the normal PA1
key function of returning the virtual machine to CP mode, and
allows a virtual machine to have full control of the keyboard.
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Valid Channel Programs

Full Screen Interactions

Normal PA1 key function is restored when full screen mode is
reset.

The control field has no meaning for CCW code X’49’.

COUNT for a write operation, specifies the number of bytes to be
displayed plus the number of bytes of control information. For
a read operation, specifies the number of display characters to
be read plus the number of bytes of control information. The
maximum number of bytes that can be specified is 65503. The
maximum number of displayable positions for the supported
devices is:

3277 and 3275 Model 2 - 1920 bytes
3278, 3276 and 3279 Model 2 - 1920 bytes
3278, 3276 and 3279 Model 3 - 2560 bytes
3278 and 3276 Model 4 - 3440 bytes

3278 Model 5 - 3564 bytes

3290 - 9920 bytes

The channel program that is the input to DIAGNOSE code X’58" can be
composed of both full screen diagnose channel commands (X"29’, X"2A”) and
3215 channel commands. The channel program must follow these rules:

1. The first CCW must be a full screen operation.

2. Subsequent CCWs in the channel program can be either full screen
operations, 3215 operations, TRANSFER IN CHANNELs or NO-OPs.

3. Command chaining is allowed except when a CCW is chained from a
WRITE STRUCTURED FIELD CCW.

4. The total buffer length for data chained CCWs is 65,504 bytes.

5. A 3215 operation within a channel program resets full screen mode.
The next full screen operation must be an ERASE/WRITE operation.

6. WRITE STRUCTURED FIELD operations are rejected if the display
does not support extended data characteristics.

The virtual machine console exists in either of two modes, CP mode and full
screen mode. CP mode is the default screen mode and is indicated by the
screen status field in the lower right-hand corner of the screen. When in
CP mode, the screen format is controlled by CP, and the data that appears
on the screen is provided by CP and the programs running in the virtual
machine. Full screen mode is initiated by the application program running
in the virtual machine. When in full screen mode, the screen format and
data are under complete control of the program running in the virtual
machine.
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If TERMINAL BREAKIN GUESTCTL is specified, the screen mode changes
only when the break-in key is used. An audible alarm is sounded when CP
messages are queued. Priority CP messages and DIAGNOSE code X’08’
output take over the full screen.

CP mode is terminated and full screen mode is initiated when the
application program issues an ERASE/WRITE instruction. Full screen
mode may be terminated by a CP mode type I/O to the screen any time the
keyboard is in a locked state.

Interactions between CP and the application program in the virtual
machine using full screen support are listed below. The application
programmer must be familiar with the operation of the IBM 3270 display
station. For detailed information on its operation, see the appropriate 3270
Information Display System Description and Programmer’s Guide listed in
the Bibliography. Also listed below are general programming
considerations that must be followed to effectively use the DIAGNOSE code
X’58’ instruction for full screen I/O.

1. A full screen ERASE/WRITE or ERASE/WRITE ALTERNATE
operation establishes full screen mode.

2. The application program is responsible for all I/O status and error
checking, just as if START I/O (SIO) were being used instead of
DIAGNOSE. This is done by using the TEST I/O (TIO) instruction and
examining the returned condition code, and by examining the virtual
CSW. The returned condition codes and CSW status are the standard
condition codes and status as defined in the IBM System/370 Principles
of Operation, with one exception noted below in number 5.

3. When in full screen mode, all CP messages are queued. The entire
queue of CP messages is processed after each of the following
operations:

a. A full screen READ operation (any READ operation that locks the
keyboard).

b. A full screen WRITE operation that does not place the keyboard in
the active status.

c. The expiration of a 60-second timer for CP priority messages.

4. If a priority CP message (such as a warning message from the system
operator) is to be displayed while in full screen mode, an attention
interruption is posted to the application program and a 60-second timer
is set. This informs the application program that a READ operation
should be initiated. If a READ is not issued before the 60 seconds have
expired, CP erases the screen and displays all queued messages.

The only exception is if the application program has issued a Full

Screen Support WRITE STRUCTURED FIELD instruction. CP does
not take over the screen if the user has issued a WRITE STRUCTURED
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10.

FIELD. This exception does not apply to terminals controlled by
VM/VTAM.

When a mode switch has occurred and the screen is in CP mode, the
application program is notified by an X’8E’ in the CSW unit status byte
following a full screen I/O operation. An ERASE/WRITE or
ERASE/WRITE ALTERNATE instruction should be issued to
reestablish full screen mode and reformat the screen. If control of the
PA1 key interrupt had been transferred to the virtual machine via the
CONTROL option, it must be specified again to return PA1l key control
back to the virtual machine. Otherwise, pressing the PA1 key places
the display in CP mode.

An X’8E’ in the CSW unit status byte following an ERASE/WRITE or
ERASE/WRITE ALTERNATE instruction indicates that non-full screen
data (CP mode) is waiting to be read. The application program should
issue a non-full screen READ and then reissue the ERASE/WRITE
instruction.

Other non-full screen virtual machine messages are displayed
immediately when in full screen mode. ’

The application program must establish an environment to handle
attention interruptions. This could be done using the CMS macros
HNDINT and WAITD. There are two conditions when CP posts an
attention interruption to the application program:

a. When CP receives an attention interruption indicating that the
virtual machine console operator has caused an interruption. (For
example, the operator pressed ENTER or a PF key on the display
keyboard).

b. When a CP priority message is to be displayed.

In either case, the application program should respond by issuing a
READ.

The application program must also establish an environment to handle
I/O interruptions and must ensure that channel end and device end
have been received before processing continues.

If the test request key is depressed from a local 3270 when in full screen
mode, X’604040” is returned to the application program in the read
buffer. The test request key is not supported for remote 3270 terminals.

If you press the PA1 key in full screen mode, CP posts an attention
interrupt to your virtual machine. If the virtual machine does not
respond with a READ and you press the PA1l key a second time, your
virtual machine is put in CP mode and “CP READ?” is displayed in the
screen’s status area. However, if you set bit X"10” of the CONTROL
option on before the initial ERASE/WRITE or ERASE/WRITE
ALTERNATE, and press the PA1 key, the interrupt is reflected to your
virtual machine for handling. If you have not set bit X’10" of the
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CONTROL option on and you press the PA1 key, your virtual machine
is put in CP mode and “CP READ” is displayed in the screen’s status
area.

11. The application programmer must be aware that long data streams may
result in very high CP storage use and possible system degradation. In
addition, long data streams sent over BSC lines may cause degradation
of response time on other terminals on the same BSC line.

Full Screen Interactions (3270 SI0)

Full screen console (3270 SIO) support enables a guest virtual machine and
CP to share a locally attached display terminal controlled by CP. The
virtual machine can use the display terminal as a graphics device in full
screen mode; CP can use the same terminal as a line device. When the
terminal is in full screen mode, the screen format, data checking, and error
checking are under the complete control of the application program
running in the virtual machine. A guest virtual machine can use either
DIAGNOSE code X’58’ or the SIO instruction to initiate full screen mode,
but not both.

Before the guest virtual machine can issue 3270 SIO commands, it must first
issue the CP TERMINAL command with the CONMODE 3270 option to be
able to issue 3270 SIO commands. In addition, the SCRNSAVE ON option
of the CP TERMINAL command gives a virtual machine (that has also
specified CONMODE 3270) the ability to save the full screen display when
the screen enters CP mode. If SCRNSAVE ON is specified, the screen is
automatically displayed again when the console returns to full screen mode.
If SCRNSAVE OFF has been specified by a virtual machine that has
specified CONMODE 3270 and CP takes over a screen, CP presents a
CLEAR attention interrupt to the virtual machine when CP is ready to give
up control of the screen. It is the responsibility of the application program
to issue an ERASE/WRITE to refresh the screen. If the virtual machine
issues only a WRITE that does not cover the entire screen, information that
CP displayed can remain on the screen. To use the CP TERMINAL
SCRNSAVE OFF:

1. Always issue a WRITE after a READ.

2. CP can break into a CCW chain containing WRITEs (with the WCC
byte making the keyboard locked) and take over the screen. Upon
return to full screen mode, the next CCW in the chain is processed as if
it is the first CCW. The guest system must provide a means to handle
this situation.

3. Refresh the screen with an ERASE/WRITE when CP issues a CLEAR
attention interrupt.

4. When ATTENTION from the console is received, the guest program
must issue a READ.
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The TERMINAL BREAKIN GUESTCTL option allows a guest operator
to control break-ins (when CP takes over the full screen). Each time a
CP request is received, it is put on a defer queue and an audible alarm
sounds. The guest operator can switch to CP mode by hitting the
break-in key.

The TERMINAL BRKKEY option allows the user to specify a PF key
as the break-in key in full screen mode. The default break-in key is
PAl. PAIl attentions are sent to the virtual machine when PA1 is not
defined as the BRKKEY. Some applications may interpret this PA1
attention as a user request to enter the CP environment. TERMINAL
BRKKEY NONE disables the break-in key. Local 3270 terminal users
can set the break-in key to PA1, any PF key, or to NONE. Remote and
VM/VTAM terminal users can set the break-in key to PA1 or NONE.

Notes:

L

DIAGNOSE code X‘58’ may be issued from the CONSOLE service. The
CONSOLE macro accesses CMS full-screen console services and performs
3270 I/O operations.

DIAGNOSE code X‘58’ is a 3215 command and causes command rejects if
executed with CONMODE 3270.

When invoking CCW code X‘49’ both APL and TEXT must be off.
Having either APL or TEXT on causes command rejects.

Issuing CCW code X‘49’ from a device other than a 3270 causes command
rejects.

DIAGNOSE code X‘58° can be used with BREAKIN and BRKKEY.

CONMODE must be 3215 to run CMS. If CMS sets CONMODE to 3270
while CMS is running, results are unpredictable.

SCRNSAVE ON must be specified if running a guest SCP such as MVS
with CONMODE 3270. Otherwise results are unpredictable. The
SCRNSAVE option of the TERMINAL command is not supported for
VM|VTAM and remote 3270 terminals.

Since the only devices known to a virtual machine appear to the virtual
machine as local, the CCW strings built for DIAGNOSE code X‘58°
should be constructed for local devices.

When IPLing the loader from your virtual machine to create a CP
nucleus, CONMODE should be set to 8215 mode. Otherwise, console
messages generated by the loading process are not displayed at the
terminal.

10. CONMODE 3270 is not supported for disconnected users.
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DIAGNOSE Code X‘5C’ -- Error Message Editing

All privilege classes (except ANY)

DIAGNOSE code X’5C’ causes the editing of an error message according to
the user’s setting of the EMSG function.

A message consists of three parts:
¢ The message identifier
e A separator character, which is usually a blank

e The message text.

If you are unfamiliar with the format of a message, please see VM/SP
System Messages and Codes or VM|SP HPO System Messages and Codes.

A user may set EMSG to receive error messages in specific formats.

SET EMSG ON Returns the entire error message; the message
identifier, the separator character, and the message
text.

SET EMSG CODE Returns the message identifier only; no separator
character, or message text.

SET EMSG TEXT Returns the message text only; no separator character,
or message identifier. '

SET EMSG OFF Returns no message at all.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X'5C":

Rx
Contains the address of the message to be edited.

Rx+1
Contains the (user-specified) length of the message identifier. Rx+1 is
not used unless subcode X‘40’ is specified in the high-order byte of Ry.
The specified length must be greater than or equal to 0.

Ry
Contains a one-byte subcode in the high-order byte; the other three bytes
specify the length of the message to be edited.
Set the subcode in the high-order byte of Ry as follows:
X000’ For the default identifier length of 10

X‘40’ For a user-specified identifier length.

Specifying subcodes other than those listed above result in setting Ry to 0.
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Exit Values: The values returned in Rx and Ry depend on the setting of
the EMSG function and the subcode in Ry. Rx contains the address of the
message that should be issued. Ry contains the length of the message to be

issued. Rx+1 remains unchanged. Rx and Ry are modified as follows:

SET EMSG | Subcode | Rx+1 Rx Ry

ON X‘00’ not used | Rx Ry

CODE X‘00° not used | Rx 10 (Length of

identifier)

TEXT X00’ not used | Rx + 11 Ry - 11
(pointer to (Iength of
text part of text alone)
message)

OFF X00’ not used | Rx 0

ON X‘40’ Rx+1 Rx Ry

CODE X440 Rx+1 Rx Rx+1

TEXT X40’ Rx+1 Rx + Rx+1 Ry - Rx+1
+ 1) (pointer + 1) (length
to text part of | of text alone)
message)

OFF X40’ Rx+1 Rx 0

Note: DIAGNOSE code X'5C” does not write the message; it merely
rearranges the starting pointer and length. For CMS error messages, a
console write is performed following the DIAGNOSE unless Ry is returned
with a value of 0.

Upon completing DIAGNOSE code X'5C’, check Ry. If it is 0, then this
message should not be issued. Ry is set to 0 for the following conditions:

e SET EMSG ON if initially Ry is 0

e SET EMSG CODE if initially Rx+1 is 0

e SET EMSG TEXT if initially Ry is less than or equal to (Rx+1) + 1
e SET EMSG OFF

e IfRx+1 isless than 0

e If a subcode other than X‘00’ or X‘40’ is specified.

Program Exceptions: If DIAGNOSE code X’5C’ is specified incorrectly,
the following exception is received:

Specification
If Rx is specified as R15 and the subcode in Ry is X‘40°.
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DIAGNOSE Code X‘60’ -- Determining the Virtual Machine Storage
Size

All privilege classes (except ANY)

DIAGNOSE code X’60" allows a virtual machine to determine its size.

Exit Values: On return, Rx contains the virtual machine storage size.

DIAGNOSE Code X‘64’ -- Finding, Loading, and Purging a Named
Segment

All privilege classes (except ANY)

DIAGNOSE code X’64’ controls the linkage of discontiguous saved
segments.

Entry Values: The type of linkage that is performed depends upon the
function subcode in Ry.

Set up the input registers as follows when invoking DIAGNOSE code X"64:
Rx
Must contain the address of the name of the segment. The segment
name must be 8 bytes long, on a doubleword boundary, left justified, and

padded with blanks.

Ry
Contains one of the function subcode listed below.

Subcode Function
X’0000’ LOADSYS -- Loads a named segment in shared mode
X’0004° LOADSYS -- Loads a named segment in nonshared mode

X’0008” PURGESYS -- Releases the named segment from virtual
storage

X’000C’ FINDSYS -- Finds the starting and ending address of the
named segment
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| Subcodes X‘0000° and X‘0004’ -- The LOADSYS Function

When the LOADSYS function is executed, CP finds the system name table
entry for the segment and builds the necessary page and swap tables (two
sets one for each processor, when running in attached processor mode). CP
releases all the virtual pages of storage that are to contain the named
segment and then loads the segment in those virtual pages. When the
LOADSYS function is executed, CP expands the virtual machine size
dynamically, if necessary. CP also expands the segment tables to match
any expansion of virtual storage.

Note: If the named saved system is designated as Virtual Machine Group
via the VMGROUP=YES option on the NAMESYS macro, it cannot be
loaded using the LOADSYS function.

When LOADSYS executes successfully, the address of where the named
segment was loaded is returned in Rx. When the LOADSYS function loads
a segment in shared mode, it resets instruction and branch tracing if either
was active.

After a LOADSYS function executes, the storage occupied by the named
segment is addressable by the virtual machine, even if that storage is
beyond the storage defined for the virtual machine. However, any storage
beyond that defined for the virtual machine and below that defined for the
named segment is not addressable. Figure 3 shows the virtual storage that
is addressable before and after the LOADSYS function executes.

1024K

0K

Before the LOADSYS After LOADSYS Function
Function Executes Executes
2560K
Discontiguous Storage
Addressable by Virtual
Machine
2048K
ey
./Storage Not Addressable/.
.///by Virtual Machine////.
ATy
1024K
A1l Storage Storage Still
Addressable by Addressable by
Virtual Machine Virtual Machine
0]
CMS Virtual Machine CMS Virtual Machine with
without a Named Segment a Named Segment Attached
Attached

Figure 3. Addressable Storage Before and After a LOADSYS Function
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When you save a named segment that is later loaded by the LOADSYS
function, you must be sure that the addresses at which segments are saved
are correct and that they do not overlay required areas of storage in the
virtual machine. This is crucial because the LOADSYS function invokes
the PURGESYS function before it builds the new page and swap tables. CP
purges all saved systems that are overlayed in any way by the saved system
it is loading.

Condition and Return Codes: A condition code of 0 in the PSW indicates
that the named segment was loaded successfully; Rx contains the load
address.

A condition code of 1 in the PSW indicates the named segment was loaded
successfully within the defined storage of the virtual machine. Rx contains
the address at which the named segment was loaded. Ry contains the
ending address of the storage released before the named segment was
loaded.

Note: CMS only allows named segments to be attached beyond the defined
size of the virtual machine.

A condition code of 2 in the PSW indicates the LOADSYS function did not
execute successfully. Examine the return code in Ry to determine the

cause of the error.

Return Code Meaning

1 Named segment defined as a VMGROUP
44 Named segment does not exist
174 Paging I/O errors
179 The DASD volume specified by “SYSVOL” in the NAMESYS
macro is not a CP-owned volume.
203 User in V=R area

| Subcode X‘0008’ -- The PURGESYS Function

When the PURGESYS function is executed; CP releases the storage, and
associated page and swap tables, that were acquired when the
corresponding LOADSYS function was executed. If the storage occupied by
the named segment was beyond the defined virtual machine storage size,
that storage is no longer addressable by the virtual machine.

When a PURGESYS function is executed for a segment that was loaded in
nonshared mode, the storage area is cleared to binary zeroes and the keys
are reset to zeroes. If PURGESYS is invoked for a named segment that was
not previously loaded via LOADSYS, the request is ignored.
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Condition and Return Codes: A condition code of 0 in the PSW indicates
successful completion.

A condition code of 1 in the PSW indicates that the named segment was not
found in the virtual machine.

A condition code of 2 in the PSW and a return code of 44 in Ry indicate
that the named segment either does not exist or was not previously loaded
via the LOADSYS function.

| Subcode X‘000C’ -- The FINDSYS Function

When the FINDSYS function is executed, CP checks that the named
segment exists and that it has not been loaded previously. If the named
saved segment is designated as Virtual Machine Group, the FINDSYS
function cannot be used.

Condition and Return Codes: A condition code of 0 in the PSW indicates
that the named segment is already loaded. The address at which it was
loaded is returned in Rx and its highest address is returned in Ry.

A condition code of 1 in the PSW indicates that the named segment exists
but has not been loaded. In this case, the address at which the named
segment is to be loaded is returned in Rx and the highest address of the
named segment is returned in Ry.

A condition code of 2 in the PSW indicates the FINDSYS function did not
execute successfully. Examine the return code in Ry to determine the error
that occurred.

Return Code Meaning

1 Named segment defined as a VMGROUP
44 Named segment does not exist
174 Paging I/O errors
203 User in V=R area

DIAGNOSE Code X‘68’ -- Virtual Machine Communication Facility

(VMCF)

All privilege classes (except ANY)

DIAGNOSE code X’68" is used by a virtual machine to initiate a function of
the Virtual Machine Communication Facility (VMCEF).

Note: If you have VM/SP HPO, DIAGNOSE code X‘68’ is supported by a
preferred machine assist guest with the control switch assist active.

Entry Values: Set up the input registers as follows when invoking
DIAGNOSE code X'68":
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Contains the virtual address of a parameter list (VMCPARM). The
address of VMCPARM is doubleword aligned. One of the entries in this
parameter list is a function subcode, specifying the particular request
being initiated. The functions and their subcodes are as follows:

Subcode Function

X"0000"
X"0001"
X"0002’
X’0003’
X"0004
X"0005
X"0006"
X"0007
X"0008’
X"0009’
X’0004A
X’000B’

AUTHORIZE
UNAUTHORIZE
SEND
SEND/RECV
SENDX
RECEIVE
CANCEL
REPLY
QUIESCE
RESUME
IDENTIFY
REJECT

A description of all the fields of the VMCPARM is contained in
Chapter 14, “The Virtual Machine Communication Facility” on page 283.

Return Codes: Ry contains the return code upon completion of
DIAGNOSE code X’68’ or the detection of an error condition.

Return Code

0

© P JD O W=

10
11
12
13
14
15
16
17
18
19
20

Meaning

The normal response, successful completion
Invalid virtual buffer address or length
Invalid function subcode

Protocol violation

Source virtual machine not authorized
User not available

Protection violation

SENDX data too large

Duplicate message

Target virtual machine in QUIESCE status
Message limit exceeded

REPLY canceled

Message not found

Synchronization error

CANCEL too late

Paging I/O error

Incorrect length

Destructive overlap

User not autho