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PREFACE

This manual is written for operators and users of the Systems
Network Architecture (SNA) File Transfer Facility (SFT). SFT
consists of two products: SFT-H, which executes on an IBM host
computer, .and SFT-6, which executes on a DPS 6 system.

The main topics discussed in this manual are:

Concepts of SFT (Section 1)

SFT-H operating procedures (Section 2)

SFT-H utility control language (Section 3)
Using SFT to transfer files (Section 4)

SFT-6 operating procedures (Section 5)

Summary of utility control language (Appendix A)
Error and informational messages (Appendix B)
Condition codes (Appendixes C and D)

ABEND codes (Appendix E)

Sample SFT job (Appendix F).

Configuration and installation information for the IBM host
is contained in the SNA Host System Programmer's Guide.
Configuration information for SFT-6 is contained in the DPS_6/SNA
Administrator's Guide.

In this manual, the term MOD 400 refers to the GCOS 6 MOD 400
Executive, which executes on DPS 6 hardware. Unless otherwise
noted, .DPS 6 refers to DPS 6, disk-based microSystem 6/10, or
microSystem 6/20 hardware.

USER COMMENTS FORMS are included at the back of this manual. These forms are to be used
to record any corrections, changes, or additions that will make this manual more useful.

Honeywell disclaims the implied warranties of merchantability and fitness for a particular
purpose and makes no express warranties except as may be stated in its written agreement
with and for its customer.

In no event is Honeywell liable to anyone for any indirect, special or quential d

The information and specifications in this document are subject to change without notice.
Consult your Honeywell Marketing Representative for product or service availability.

©Honeywell Information Systems Inc., 1985 File No.: 1R63, 1S63 CR60-01



The following symbols are used in this manual:

Uppercase letters (for example, LISTHST) indicate commands
or directives that you must reproduce exactly as shown.

Lowercase letters (for example, lu_name) indicate a
symbolic variable whose exact value you must supply.

Square brackets [] indicate an optional entry.
Braces {} enclose items from which you must make a choice.
In utility control language examples, a caret (") is used

in MOD 400 pathnames; the equivalent character on an IBM
host is a logical not (—). '

The following conventions are used to indicate the relative
levels of topic headings used in this manual:

Level eadin ormat

1 (highest) T TE] U

2 nitia ita tters nderline
3 ALL CAPITAL LETTERS, .NOT UNDERLINED

Initial Capital Letters, Not Underlined
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MANUAL DIRECTORY

Manuals are obtained by submitting a Honeywell Publications
Order Form to the following address:

SNA MANUALS

Honeywell Information Systems Inc.
47 Harvard Street
Westwood, MA 02090

Attn: Publications Services MA06-01

The following publications constitute the DPS 6 SNA manual
set for Release 1.2 of SNA.

Order Number

CR56
CR57
CR58
CR59
CR60
GR11
Cz74

GB88

Manual Title

IBM Distributed Data Processing Overview

DPS 6 SNA Administrator's Guide

SNA Interactive Terminal Facility User's Guide

SNA Remote Job Entry Facility User's Guide

SNA File Transfer Facility User's Guide

SNA Application Programmer's Guide

GCOS 6 Data Base Augmented Real-Time Tracing
System User's Guide

SNA Host System Programmer's Guide

SOFTWARE _RELEASE BULLETIN

The SNA product is described in a Software Release Bulletin.
Consult the Software Release Bulletin before using the software.
The DPS 6 SNA Software Release Bulletin is:

Order Number

GR12

SRB Title
GCOS 6 SNA Software Release Bulletin
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MOD 400 MANUALS

The MOD 400 manual set provides information prerequisite to
using the SNA manual set. Honeywell software reference manuals
are periodically updated to support enhancements and improvements
to the software., Before ordering any manuals, refer to the
Manual Directory of the ui to Software Documentation
to obtain information concerning the specific edition of the
manual that supports the software currently in use at your
installation. 1If you use the four-character base publication
number to order a document,.you will receive the latest edition
of the manual. 1If you wish to order a specific edition of
document, .you must use the seven- or eight-character publication

number listed in the MQD 400 Guide to Software Documentation.

IBM MANUALS

Refer to these IBM documents for host programming, .operating,.
application, .and configuration information:

Order Number Manual Title

SC27-0164 ACF/VTAM Messages and Codes

SC27-0449 ACF/VTAM Programming

SC27-0611 ACF/VTAM Planning and Installation Reference

SC30-3167 ACF/NCP Installation and Resource Definition

SC30-3168 ACF/NCP System Support Programs: Utilities

SC30-3169 ACF/NCP and Emulation Program: Messages and
Codes

SC33-0149 CICS Resource Definition Guide

SC23-0046 JES2 Initialization and Tuning
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Section 1
INTRODUCTION

The SNA File Transmission Facility (SFT) allows host users in
an IBM Systems Network Architecture (SNA) network to transfer
files to and from a DPS 6 system. In addition to file transfer,
SFT includes file management and control functions.

SFT has two components:

1. The host-resident component, SNA File Transmission-Host
(SFT-H)

2. The DPS 6-resident component, SNA File Transmission
Facility-6 (SFT-6).

Figure 1-1 illustrates SFT's components and the file transfer
path.

SFT-H is implemented as a primary Logical Unit (LU) on an IBM
host executing the IBM Multiple Virtual Storage (MVS) Operating
System with Advanced Communications Function/Virtual
Telecommunication Access Method (ACF/VTAM) as the host access
method.

SFT-6 is implemented as a secondary LU Type 1 on a Physical
Unit (PU) Type 2. SFT-6 requires the SNA Transport Facility.
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Figure 1-1. DPS 6 to Host SFT Connection
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SFT FUNCTIONS

SFT supports these transfer functions and options:

Transfer a DPS 6 file to the host

Transfer a host file and create a new DPS 6 file

Transfer a host file and append to an existing DPS 6 file
Transfer a host file and overwrite an existing DPS 6 file
Delete a DPS 6 file

Rename a DPS 6 file

Execute an EC file (a command file) at a DPS 6.

Files can be transmitted from the host either using intermediate
files (staging files) or they can be dynamically allocated and
transmitted. VSAM files and sequential files with fixed or
variable record formats can be dynamically allocated. SFT
supports the following MOD 400 file organizations:

UFAS sequential

UFAS indexed

UFAS relative
Fixed-relative (bound unit).

SFT does not support host tape or SYSIN files. SFT supports all
MOD 400 file types except tape-resident files, save files, and
alternate-index files.

SFT collects status and history information at the host, and
optionally displays it there. 1In SNA sessions, SFT-H acts as the
primary LU; SFT-6 is the secondary LU. SFT supports session
limit groups to provide a way to limit the number of concurrent
sessions between SFT-H and a specific set of DPS 6-based LUs.

SFT-H is an application that initiates and terminates all
sessions. SFT-H has primary responsibility for error recovery.
SFT-H includes a checkpoint interval feature that helps ensure
data transfer integrity by forcing periodic buffer purges. SFT-H
supports a console operator interface to control file transfer.
SFT-H also supports an online operator interface that permits you
to:

Sign on to SFT-H

Sign off of SFT-H

Display job or session history

Display queue counters

Display session summaries for each queue

Move sessions globally from queue to queue

Modify session status, destination, and recovery options
Change the status of trace and session startup

Terminate execution of the transmission control program.
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The online operator interface also includes a help facility that
provides online information about using the interface. The
online operator interface requires an IBM 3270 (LU Type 2)
terminal with a screen size of 1920 characters.

SFT-6 is a MOD 400 application program that uses and supports
all the communications capabilities of the SNA Transport
Facility. One copy of SFT-6 can transmit to many hosts; one host
can transmit to many copies of SFT-6. Once MOD 400 is
initialized and SFT-6 has been started, SNA sessions for file
transfer are initiated from the host. SFT-6 does not require an
operator's presence; it can operate in unattended mode. SFT
supports data compression. Recovery from communications errors
can either be performed immediately (via retries) or detferred.
SFT-6 uses the standard DPS 6 SNA operator interface to stop or
view status.

SFT-H OVERVIEW

SFT-H is an application that executes at the host and
communicates with SFT-6 to transfer files. SFT-H controls the
file transfer process. It specifies which files are used and how
they are used, and it determines how error recovery is
performed. SFT-H can be used to transfer data from one DPS 6 to
another DPS 6, using the SFT-H as an intermediate store and
forward station. SFT-H also includes utilities to aid in the
transfer of files.

Figure 1-2 illustrates the structure of SFT-H.

SFT-H configuration is discussed in Section 3 of this manual
and in the SNA Host System Programmer's Guide.

File Transfer Functions on the Host

SFT-H communicates with a copy of SFT-6 through the mechanism
of a session of actions. From the host system, you can specify
these actions:

e Transfer a DPS 6 file to the host. Data from the file is
transferred to the host along with file attributes.

e Transfer a host file to a newly created DPS 6 file. The
file is first created using file attribute information
specified by the host. Data sent from the host is then
written to the new file.

e Transfer a host file and append to an existing DPS 6

file. Data sent from the host is written to the end of an
existing file.
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e Transfer a host file and overwrite an existing DPS 6
file. Data sent from the host is written from the
beginning of an existing file.

® Delete a DPS 6 file.
® Rename a DPS 6 file.
e Execute an EC file (command file) at a DPS 6.

SFT-H attempts to establish a session with SFT-6 at the
designated DPS 6 at or after a user-specified time based on the
relative priority of the file transfer operation.,

If you wish to retrieve a file from one DPS 6 system and send
it to one or more other DPS 6 systems, it is your responsibility
to schedule the sessions so that the file is retrieved before the
session to send it is started.

SFT-H Modules

SFT-H consists of two parts:

1. The File Maintenance Utility (SFTBATCH), used to prepare
SFT-H files and print reports

2. The Transmission Control Program (SFTTCP), used to
communicate with SFT-6.

The SFT-H modules are invoked and controlled with standard
Job Control Language (JCL) statements. Section 3 describes the
JCL to execute SFTBATCH and the utility control language for
SFTBATCH; Section 4 describes the JCL to execute SFTTCP.
Appendix F contains examples of SFTBATCH and SFTTCP execution.

Both modules use standard IBM access methods (VSAM or QSAM)
to manipulate SFT-H control files, generate reports, and access
user data files. 1In addition, the Transmission Control Program
uses ACF/VTAM for communications.

When multiple copies of SFT-H control files are used, up to
four copies of SFT-H can safely be executed concurrently. The
mechanism for this support is the JCL following normal IBM
procedures.

Figure 1-2 illustrates the relationships among files and
programs in SFT-H.
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FILE MAINTENANCE UTILITY (SFTBATCH)

SFTBATCH updates and displays the contents of SFT-H files
(based on user-supplied utility control language statements).
SFTBATCH is also used after data transmission to move data
received from staging files to sequential files. The syntax of
the utility control language statements is similar to the syntax
used for 0S/VS utilities,

SFTBATCH allows you to:

1. Maintain the resource master file and the transmission
control file. Entries in the resource master file (LUs
or groups) can be added or deleted. Additionally, LUs
can be added to or removed from existing group records.
Entries in the transmission control file (sessions or
actions) can also be added or deleted. In addition,
reports listing the contents of these files can be
generated.

2, Maintain staging files. During the copy process, data
can be translated and/or compressed. In addition, a
report of the staging file's contents can be generated,
and logical staging files within the physical staging
file can be deleted.

3. Generate reports based on the contents of the history
file.

Appendix D contains a list of the condition codes generated
by SFTBATCH.

TRANSMISSION CONTROL PROGRAM (SFTTCP)

SFTTCP establishes sessions to communicate with SFT-6 to
transfer data, perform control functions, and to generate history
file information as communications take place. Appendix C
contains a list of the condition codes generated by SFTTCP.

Tables Used by SFT-H

SFT-H uses two tables: a default values table and a security
table. The default values table contains installation-dependent
information such as file passwords. The default values table is
usually assembled at the host site during SFT-H installation.,
SFT-H includes macroinstructions that simplify the creation of
the default values table.

The security table is used by the online operator interface;
it contains installation-dependent information such as operator
identification and passwords. The security table is usually
assembled at the host site during SFT-H installation. SFT-H
includes macroinstructions that simplify the creation of the
security table.
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SFT-H Files
SFT-H uses these classes of files, roughly in this order:

1. Initialization file and message file
2. SFT-H control files
3. User data files.

Multiple files of each type can exist. For the execution of
any program, JCL indicates which files to use.

INITIALIZATION FILE AND MESSAGE FILE

The initialization file is used as a source of dummy records
when clearing files (see "Clearing SFT-H Files," later in this
section).

The message file contains the text for all messages generated
by SFT-H. You should not modify this file. Appendix B contains
a list of the messages generated by SFT-H.

SFT-H CONTROL FILES
SFT-H uses these control files:

Staging files

Resource master file
Transmission control file
Transmission status file
History file.

G W =
. L] e o [

The SFT-H control files are created using the Virtual Storage
Access Method (VSAM) access method (except for the Queued
Sequential Access Method (QSAM) created history file). Control
files are maintained using the SFT-H File Maintenance Utility
(SFTBATCH). Utility command language statements direct SFTBATCH
to modify the control files (add entries, delete entries, etc.)
and to print reports of the contents of the control files.

Staging Files

SFT-H can use staging files to hold transmitted or received
files. At any given time, staging files can contain copies of
more than one user file and files to be both received and
transmitted. The staging files are VSAM key-sequenced data sets;
descriptive information and data for a file are stored as the
data portion of the keyed records.

Physical staging files consist of one or more logical staging
files. Each logical staging file contains one user file that is
to be transmitted to SFT-6 or that was received from SFT-6. (See
Section 3 for a description of the utility control language.)
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Resource Master File

The resource master file contains the name and attributes of
each SFT-6 and online operator interface LU or group of LUs that
can be used by SFT-H. Optional information, such as the logmode
name and starting time for sessions, can also be included.

Transmission Control File

The transmission control file contains information for
controlling sessions between SFT-H and SFT-6. Each session
specifies an LU destination (a DPS 6), actions to be performed
(for example, send, receive, or delete files), file names, and
optionally, when the session is to be run. These sessions are
activated by the Transmission Control Program.

Transmission Status File

The transmission status file contains information about the
status of each session. It uses information from the resource
master file and the transmission control file to schedule
sessions. The information maintained in the transmission status
file is used for restart or recovery. The File Maintenance
Utility can print brief session summary reports from the
transmission status file.

History File

The history file contains the history of the session activity
between SFT-H and SFT-6. This file is updated while the
Transmission Control Program executes. All information in the
history file is time stamped. A report on session statistics
from this file can be printed out using the File Maintenance
Utility. The online interface permits the display of the history
file.

There can be two history files, a VSAM history file and a
QSAM history file. The VSAM history file can be cleared after
each session, and the statistical information appended to the
QSAM history file for archival purposes.

USER DATA FILES

User data files contain information to be sent to or received
from SFT-6. Files to be sent to SFT-6 must be either copied into
staging files or dynamically allocated. Files received from
SFT-6 must be moved from the staging files into which they are
received to host disk files before any further processing is
done., SFT-H provides a module (SUBXLATE) to translate character
strings to and from ASCII and EBCDIC.
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FT- VERVIEW

SFT-6 is an application that executes at the DPS 6 and
communicates with SFT-H to transfer files. SFT-6 does not
initiate file transfer operations but simply does what it is told
by SFT-H.

You can start SFT-6 either with an explicit command or with a
command file (EC file). Since sessions are initiated from the

host, no operator intervention is required after SFT-6 is
started. ‘

SFT-6 Capabilities
SFT-6 provides the following capabilities:

e Communication with a host system, using the SNA Transport
Facility

® Support for multiple LUs per invocation of SFT
e File management

® Support of data compression and decompression.

SFT-6 Configuration and Invocation

SFT-6 uses a configuration file created by the SNA
Configurator. For more information on SFT-6 configuration, see
the DPS SNA Administrator's Guide.

SFT-6 must be invoked in an appropriate task group; see
Section 5 for details.

Administration and Control Services

You can use the SNA operator interface to:

® Stop or allow a controlled termination of SFT-6
® Display the status of SNA (including SFT-6).

TRANSFERRING FILES

To transfer files, you need to do five things:

. Clear SFT control files

Define destinations (LUS)

Define sessions, actions, and data files
Transfer the files

Generate reports and user data files at host.

U WN =

These five steps are described in the following paragraphs.
Appendix F contains a complete example of SFT file transfer.
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te : earing SFT Control Files

First, clear or delete files to empty them of previous
records and insert a dummy record in each file. SFT files should
be cleared at the following times:

1. At file creation, clear all SFT-H control files. This
ensures that the files are ready to be used by SFTBATCH.

2. At the beginning of each communications cycle, clear the
history file or move it to the QSAM history file and
clear the transmission status file consistent with site
specifications. These files contain statistical
information that should be replaced at each
communications cycle rather than be updated.

3. At the end of each communications cycle, clear the
staging files. This is described in Section 4.

Step 2: Defining Destinations

You must then define the destination(s) (LUs) for your file
transfers. SFTBATCH processes the input for this step. Newly
defined SFT LUs and groups are added to the resource master file.

Utility control language statements define the name(s) of the
SFT-6 LUs to be supported. Multiple DPS 6s can be associated
with one another to form an SFT-6 group or session limit group.
Utility control language statements can also delete existing
SFT-6 LUs or groups, and request a listing of already defined
SFT-6 LUs and groups.

Once you define destinations, you need not repeat this step.
However, if destinations change, you can easily update the
resource master file.

Section 3 provides information on defining destinations.

Step 3: Defining Sessions and Actions

Next, define the communications activity to take place
between SFT-H and SFT-6, and prepare data to be transmitted.
Utility control language statements define each SFT-H/SFT-6
session and the actions to be performed during that session. The
session information provided includes the SFT-6 LU name (or group
name if the session is for all SFT-6 LUs in a group), the time of
day for communications, and the priority. Possible actions
include Send, Receive, Delete, Rename, and Execute. SFTBATCH
updates the transmission control file, and generates a report
based on the transmission control file,
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Data to be transmitted can be moved to a staging file, or the
data file can be dynamically allocated. Command language
statements can specify that the data be compressed and/or
translated. You can obtain a directory listing of the files
contained in a staging file and the files' attributes.

Section 3 provides information on defining sessions and
actions.

Step 4: Transferring Files

When the first two steps are complete, start up SFTTCP to
communicate with SFT-6. SFTTCP uses the information in the
resource master file and the transmission control file to send
data contained in staging files, receive data from SFT-6, or send
dynamically allocated files. This is the only step during which
data transmission actually takes place.

Executing SFTTCP is described in Section 4.
Ste : enerate Reports and er Data Files on Host

Use SFTBATCH to move the data received from SFT-6 from
staging files to user files and generate reports of transmission
activity. When SFTBATCH moves data from staging files to user
files, the data records can be decompressed and/or translated.
Utility control language statements describe the user files and
staging file data to be moved. A summary report indicates the
data copied and the disposition (kept or deleted) of staging file
data.

Secticn 3 provides information needed for this step.
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Section 2

HOST OPERATOR
INTERFACES

SFT-H supports two optional host operator interfaces:

® The console operator interface (for the host operator)
e The online operator interface (for SFT-H operators).

Both interfaces must be configured and invoked.

CONSOLE OPERATOR INTERFACE

The SFT-H console operator interface allows the operator at
the host console to:

Display information about sessions

Reply to error option messages from SFT-H

Request information about commands and command formats
Terminate the Transmission Control Program

Change the trace or new session status.

The console operator interface is implemented using "Write to
Operator and Reply" (WTOR) macros.

The console operator interface issues this notification to
the host operator (in high-intensity characters):

NVITE- PLEASE ENTER ANY COMMANDS FOR FT-L6 FILE TRANSFER PROGRAM
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The console ogeratog uses commands to control SFT-H.
Table 2-1 lists the available console operator commands. The

rest of this subsection consists of detailed descriptions of
these operator commands.
NOTE

To enter a command, always give the reply number,
then the command.

Table 2-1. Console Operator Commands

Command | Function

DISPLAY Display session information on system
console,

HALT Inhibit new sessions and terminate SFTTCP

when existing sessions are completed, or
terminate all sessions and end execution of

SFTTCP.

HELP Display command syntax and parameters.

MODIFY Stop or start external trace activity, or
inhibit or allow new sessions.

REPLY Respond to operating system request for error
handling.
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DISPLAY

Display
Display information about sessions on the system console.

FORMAT:

{gISPLAY} [{SUEUE}] [{QCTIVE}] [{EU} 1u_name] [{EEPLY}] |

ARGUMENTS:

{QUEUE}
Q
Display the number of sessions in the queue and the
status of each.

{ACTIVE}
A

Display group, LU, new LU, session, sequence, type,
status, and count information for all active sessions on
a session-by-session basis.

{LU 1u_name}

L

Display group, new LU, session, sequence, type, status,
and count information for the specified LU currently in

session.

{REPLY}

R
Display group, LU, new LU, session, sequence, type,
status, and count information for all active sessions
that are awaiting a reply.

DESCRIPTION:

DISPLAY displays the following information:
® GROUP--Resource master file group name I

e NEW LU--LU for session (original or current)

® SESSION--Session identifier
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DISPLAY

SEQ--Sequence number of the current action within the

session

TYPE--Action record type:

SEND -- SEND

RECV -- RECEIVE
DELT -- DELETE
RENM -~ RENAME
EXEC -- EXECUTE

STATUS--Status

UNTRIED -
ACTIVE -
FAIL-RTR --
FAIL-NRT --
COMPLETE --
FAIL-SKIP --

of the

Action
Action
Action
Action
Action
Action

current action:

just starting

in progress

failed; retry in progress
failed; no retry

complete

failed; skip to next action

COUNT--Record number in file for an active SEND or

RECEIVE
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HALT

Halt

Inhibit new sessions and terminate the Transmission Control
Program (SFTTCP) when all existing sessions have completed, or
terminate all sessions and end execution of SFTTCP.

FORMAT:

{gALT} [QUICK]

ARGUMENT:
QUICK
Terminate all sessions and end execution of SFTTCP,

DESCRIPTION:

The Halt command inhibits new sessions. When all existing
sessions have completed, it terminates SFTTCP.

If you specify the QUICK argument, all sessions are
terminated and SFTTCP ends.
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Help

Display command syntax and parameters,
FORMAT:

HELP
DESCRIPTION:

The HELP command gives syntax and parameter information for
all console operator commands.
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Modify

MODIFY

Stop or start the external trace activity, or inhibit or

allow new sessions.

FORMAT:
{MODIFY TRACE ON |
F } {SESSIONS} {OFFI
ARGUMENTS :
TRACE

Start or stop the general trace facility.

If the next

parameter is ON, start the trace; if it is OFF, stop the

TRACE.

SESSIONS

Inhibit or allow new sessions.
ON, allow new sessions; if it is OFF,

sessions.

DESCRIPTION:

The MODIFY command serves two functions.

If the next parameter is
inhibit new

MODIFY TRACE

permits or inhibits the interface to the external General
Trace Facility (GTF). MODIFY SESSIONS controls whether or

not new sessions are allowed.

NOTE

The host operator must start GTF before SFT-H can

use it.
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REPLY

Reply
Respond to operating system reguests for error handling.
FORMAT:
REPLY lu_name (ABORT
RETRY
SKIP
ARGUMENTS :
lu_name

Name of the Logical Unit (LU) in which the error
occurred.,

ABORT
Terminate processing.

RETRY

Retry the statement in error.

SKIP

Continue processing, ignoring the control statement in
error,

DESCRIPTION:

The REPLY command contains your response to the operating
system's request for a decision on error handling. After
specifying the LU name in which the error occurred, you can
instruct the communications program to continue processing

(SKIP), terminate the session (ABORT), or retry the statement
in error (RETRY).
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ONLINE OPERATOR INTERFACE

The online operator interface is a screen-driven interface
that allows any authorized user at a host 3270-type terminal (or
a DPS 6 SNA Interactive Terminal Facility terminal) to display
current information about sessions, groups, and destinations
(LUs); send messages to the system operator; and control some
aspects of SFTTCP execution (such as starting and stopping
sessions). The online operator interface lets you look at
session queues. You can also move sessions from one queue to
another. Finally, you can display all or part of the
transmission status file and history file.

NOTE

In this discussion, the term "panels" corresponds
to the MOD 400 terms "menu" and "form.,"

Online Operator Interface Functions
The online interface permits you to:
e Sign on

e Display a session, a queue of sessions, history file
records, or resource master file group records

® Modify session status or destination
® Provide error recovery options

@ Change the external trace status (ON or OFF) and the
status of new sessions (ENABLE or DISABLE)

e Terminate execution of the Transmission Control Program,
either immediately or when current sessions finish

® Sign off.

The online interface also includes a help facility that
provides online information about using the interface.

Initializing the Online Operator Interface

Before you can use the online operator interface, it must be
configured. To configure the online operator interface, refer to
Section 3.

When it is activated, SFTTCP attempts to establish a session

with any preconfigured operator terminals. Once the session is
established, you can log on.
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To invoke the interface from any terminal, log on to VTAM
session as follows:

LOGON APPLID(application_name)
where application_name is the installation-dependent name of the
SNA File Transfer (SFT) application. (A LOGMODE parameter may
also be required,) Consult a system programmer for the exact
format of the command for your installation.
Sign-On Panel

The sign-on panel is shown in Figure 2-1.

Figure 2-1., Sign-On Panel

Enter your operator ID and password as defined in the
security table. Your password is not displayed.

If you press CLEAR or PF3, you are returned to the system
panel.
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Main Panel

The main panel is shown in Figure 2-2,

Figure 2-2. Main Panel

Note the message indicating that signon was successful, and
indicating what application you signed on to (in this example,
FTF4) .

This panel (and most others) has three distinct areas:
1. The command area, containing a heading, a command line
entry area, error messages from a previous command, and

PF key instructions.

2. The variable area, containing a menu of choices and/or
the information requested by a previous selection.

3. The counter area, containing counters that specify the

number of sessions in the queues and other summary
information,
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The counter area, which appears at the bottom of all panels,
lists the number of sessions in various queues. A session can
appear in multiple queues. The queues are:

NEXT--Sessions that execute as soon as possible. Move a
session to the NEXT queue using an EXPEDITE request
(described later in this section).

REPLY--Active sessions that are awaiting an operator's
decision on error recovery. Either you or the host
console operator can supply the answer. Sessions in the
REPLY queue are also in the ACTIVE queue and either the
INCOMPLETE queue or the NO-TRANS queue.

ACTIVE--Sessions that are currently executing. The
current online interface session is a member of the ACTIV.
queue., Sessions in the ACTIVE queue are also in either
the INCOMPLETE queue or the NO-TRANS queue.

NOT READY--Sessions that are deferred until a later date
or time,

COMPLETE--Sessions that have successfully completed all
their actions.

HOLD--Sessions that will not execute until you request
them using the online interface. All OPERATOR sessions
start out in the HOLD queue. All other sessions start out
in either the NOT READY queue or the READY queue.

RETRY--Sessions that have been attempted but failed in
such a way that another attempt should be made. To retry
the session, move it to the NEXT queue. Sessions in the
RETRY queue are also in either the INCOMPLETE queue or the
NO-TRANS queue.

READY--Sessions that have never been attempted but are
eligible for execution (that is, not deferred). Sessions
in the READY queue are also in either the INCOMPLETE queue
or the NO-TRANS queue.

INCOMPLETE--All sessions that are not complete. The
INCOMPLETE queue contains all members of the NEXT, HOLD,
RETRY, READY, ACTIVE, and NOT READY queues.

NO-TRANS--Sessions for which no transmissions were
recorded (for instance, because the LU was not active, or
because of protocol errors). Sessions in the NO-TRANS
queue are also in the COMPLETE, RETRY, or INCOMPLETE
queue.
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All sessions appear in either the COMPLETE queue or the
INCOMPLETE queue (but not in both at once). The normal flow of a
session through the queues is:

READY (start)—» NEXT —*ACTIVE —>COMPLETE (finish)

Maneuvering Through the Panels

You can use the terminal keys to manipulate panels, and move
from panel to panel, as follows:

The cursor-control keys (the four arrow keys and the Home
function) work as expected

The CLEAR key always means "go to the sign-off panel"”
The ERASE key always means "clear the (unentered) field"
The ENTER key always mean "execute or update this panel"
The PFl key displays a "help" panel

The PF3 key returns you to the last panel you displayed

On some panels, the PF7 key means "screen backward" (for
multiscreen displays)

On some panels, the PF8 key means "screen forward" (for
multiscreen displays)

On one panel only, the PF1l0 key means "view text currently
offscreen to the left" (use the PAl key if your terminal
has no PFl1l0 key)

On one panel only, the PF1ll key means "view text currently
offscreen to the right" (use the PA2 key if your terminal
has no PFll key).

Note that on-screen instructions remind you what keys you can use
to maneuver through the panels.

There are four ways to select an option:

l.

2.

Enter the option number on the command line and press
ENTER.

Move the cursor to the desired option line and press
ENTER.

Move the cursor to the bottom (the list of queues);
position the cursor anywhere within the desired queue;
and press ENTER. This is the same as selecting option 1
from the main panel and then the appropriate option from
the next panel.
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4. If you know what selection you want on a subordinate
panel, you can enter it directly on the command line.
For example, to get to option 2 of selection 1 from the
main panel, enter

ll2
to get there directly.
Often, you can escape from a panel without executing any
function. For instance, from the sign-off panel, there are two

selections: one to sign off SFT-H, and one to return to the main
panel without signing off.

Description of Panels

The following subsections describe the various functions
available from the main panel.

DISPLAY SESSION BY QUEUE

If you make selection 1 from the main panel, the panel shown
in Figure 2-3 is displayed:

Figure 2-3., Display Session By Queue
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This is the "list queue" function; it will probably be your
most common selection. This function lets you display all or
part of the transmission status file. You can list a queue
summary, or detailed information about each session.

NOTE

The O0I is always an active session (therefore, if
the 00I is activated, the ACTIVE queue always has
at least one session).

The selections on this panel correspond to the 10 counters at the
bottom of every panel, except that selection 2 (ALL) displays all
sessions (in all queues).

When you view a queue, a queue summary panel is displayed. A
sample queue summary panel is shown in Figure 2-4.

Figure 2-4. Layout of Queue Summary Panel
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The information presented on each summary varies, depending
on what queue you are viewing. Figure 2-4 shows the information
presented for the NEXT queue:

Session priority

Session ID

LU ID

Session status

Number of records sent and received during session
Last action (REND or RECEIVE) and records transmitted
Number of session attempts

Date and time of first session attempt

Date and time of last session attempt.

WO WM
e ¢ o o o o o

While you are viewing a queue summary panel, you can display
a detailed session listing (the next panel discussed in this
section) by maneuvering the cursor down to any session summary
line and pressing ENTER.

From the queue summary panel, you can enter commands that
affect all sessions in a queue. These commands can affect
sessions in the NEXT, REPLY, ACTIVE, NOT READY, HOLD, RETRY, or
READY queues. You can also enter commands that manipulate the
summary list. These commands are:

{Enof

Return to the previous panel.

EALL}
EXPD

Expedite all sessions (that is, move all valid sessions
in the queue to the NEXT queue.

{HALL

HOLD}
Hold all sessions (that is, move all sessions in the
queue to the HOLD queue).

{Nexe)

NEXT
Display the next page of information in the summary.

e

PREV
Display the previous page of information in the
summary.

Q

QUIT

Return to the previous panel.
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RALL}

{RLSE

Release all sessions (that is, move all sessions in the
HOLD queue to the RETRY queue).

RTR
RTRA
From the REPLY queue only, retry all sessions (that is,

move all sessions in the REPLY queue to the NEXT
queue) .

{roe

Go to the top of the queue summary list (that is,

redisplay summary records from the beginning of the
file).

A message tells you how many sessions were changed in the

queue, and how many failed to change. Summaries of any unchanged
sessions are redisplayed.

The layout of all session display panels is shown in
Figure 2-5:

Figure 2-5. Layout of Session Display Panel
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The panel is divided into six areas, as described in the
following paragraphs.

The first area lists the queue you are viewing: ACTIVE, ALL,
REPLY, NEXT, RETRY, READY, NOT READY, COMPLETE, INCOMPLETE, HOLD,
or NO-TRANS.
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The third area lists:

1. Action type, corresponding to the actions available under
SFT (OPERATOR, SEND, RECEIVE, RENAME, DELETE, or EXECUTE)

2, Session status (ACTIVE, COMPLETED, HOLD, NEXT, RETRY,
READY, or NOT READY)

3. Action status (ACTIVE, FAIL-SKIP, FAIL/RETRY, NOT
COMPLETE, FAIL-NORETRY, or COMPLETED-OK)

4. Record number in file currently being transferred (if
any)

5. Record number in attempt (if any).
The fourth area records:

1. Session priority (if any)

2. Action number (the current action sequence number)
3. Number of actions complete

4. Number of session attempts

5. Number of action attempts.

The fifth area records the number of files sent to the DPS 6,
received from the DPS 6, deleted at the DPS 6, renamed at the
DPS 6, and executed at the DPS 6 during the session. It also
lists the number of records sent or received during the session.

The sixth area records the date and time of:

First attempt to execute session

Last (or current) attempt to execute session
Session completion

Last (or current) attempt to execute session action
Last session action completion.
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Session Display Panel Options

On a session display panel, you can specify nine options. To
specify an option, type the number (1 through 9) in the command
line and press ENTER. Three of the options control display of
the sessions in the queue you are displaying:

e Option 1 (NEXT) displays the next session in the queue.

® Option 3 (PRIOR) displays the previous session in the
queue.

e Option 6 (SAME) redisplays the current session. (You
could also press ENTER for the same result.)

Options 2 (HISTORY), 4 (LIMIT GROUP), 5 (GROUP), 7 (STATUS), 8
(REPLY), and 9 (DESTINATION) are described later in this section.

Figure 2-6 is a sample display of an active session.

Figure 2-6. Example of Displaying an Active Session (1)
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The ACTIVE queue is being viewed.
The session ID is CHEMSEND, and the LU is A661.

The action being performed is a Send (a file is being
transferred to a DPS 6). Both the session and the action are
active. Record 99 is being transferred.

The session priority is 128, and the action number is 10.
(Note that these counters have user-definable intervals, so there
are not necessarily 128 priority levels at this installation, and
the session has not necessarily contained nine prior actions.)
This is the first time the session and this action have been

attempted.

So far, no files have been fully sent, received, renamed, or
executed; one file has been deleted.

The session started on November 12, 1984, at 12:39 AM; the
current action started at 12:40.

By pressing ENTER (or selection option 6), you can "refresh"
the display. An updated view of the same session is shown in
Figure 2-7:

Figure 2-7. Example of Displaying an Active Session (2)
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Note that the session is now complete. The session consisted
of one Delete action, one Execute action, and one Send action (of
a 100-record file). The session status is now COMPLETED, and the
(last) action status is now COMPLETED-OK. There was only one
attempt to execute the session and its actions (that is, there
were no failures). The last action, as well as the session
itself, finished at 12:40.

Note also that the queue counters at the bottom of the panel
have been updated to reflect the completion of this session: The
ACTIVE and INCOMPLETE queues have decremented by one, and the
COMPLETE queue has incremented by one.

Since this session is no longer active, SFT-H momentarily
removes it from the ACTIVE queue and moves it to the COMPLETE
queue.

Displaying the History File

Option 2 (HISTORY) lets you display all or part of the
history file for the displayed session. The history file display
is described later in this section.
Displaying the Limit Group

Option 4 (LIMIT GROUP) lets you display the limit group of

the displayed session. If you make this selection, the Display
Limit Group panel is displayed (Figure 2-8).

Figure 2-8. Display Limit Group
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One hundred LUs can be displayed per page; if there are more
than 100 to be viewed, use the PF8 key to view subsequent pages.

Displaying the Group Record

Option 5 (GROUP) lets you display the group record fof the
displayed session. This display is described later in this
section,

Changing the Session Status

Option 7 (STATUS) lets you change the status of a session
(that is, move the session from one queue to another). If you
make this selection, the Change Session Status panel is displayed
(Figure 2-9).

Figure 2-9. Change Session Status

To select an option, enter 1, 2, 3, or 4 in the command line
(or position the cursor to the appropriate line) and press
ENTER. You have four options:

1. (NO CHANGE) Escape from this panel to the previous panel
you viewed.
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2. (EXPEDITE) Move this session to the NEXT queue (start the
session).

3. (RELEASE) For the HOLD or NEXT queues only, move this
session to the NOT-READY, READY, or RETRY queue, as
appropriate. For example, a previously running session
currently in the HOLD queue will be added to the RETRY
queue; a session previously not ready will be added to
the READY or NOT-READY queue, depending on its date/time
specification.

4, (HOLD) Move this session to the HOLD queue (interrupt the
session).

When you change the status of a session, the SESSION STATUS
indicator changes as appropriate.

Responding to Session Errors

Option 8 (REPLY) lets you provide error-recovery instructions
to a session that has halted. If you make this selection, the
Reply panel is displayed (Figure 2-10).

Figure 2-10. Reply
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You can instruct the session to abort the session (TERMINATE/
NO RETRY), ignore the error (SKIP TO NEXT ACTION), retry the
action (TERMINATE/RETRY LATER), or use the default action.

Changing Destinations

Option 9 (DESTINATION) lets you change the destination (the
logical unit) for the actions in a session., If you make this
selection, the Change Destination panel is displayed
(Figure 2-11).

Figure 2-11. Change Destination

Enter a new LU name to change destinations, or enter * (the
default) to restore the original destination. The DESTINATION
field changes to reflect your choice.
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DISPLAY SESSION BY SESSION ID AND LU NAME

If you select 2 from the main panel, the Display Session by
Session ID and LU Name Panel is displayed (Figure 2-12).

Figure 2-12, Display Session By Session ID and LU Name

This panel lets you display a specific session, by specifying
the session ID and LU name. This function displays any given
session as stored in the transmission status file.

Once you specify the session, it is displayed as described in
"Display Session By Queue," earlier in this section.
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DISPLAY HISTORY FILE

If you select 3 from the main panel, the Display History File
panel is displayed (Figure 2-13).

Figure 2-13. Display History File

This panel lets you display all or part of the history file.
Using one or more of the optional parameters, you can limit the
display to specific entries in the history file--for example, the
history of a specific session, all sessions starting after a
certain time, all sessions starting between two dates, or all
sessions with a certain destination.

Once you specify the parameters, the history file is

displayed as described in "Display History File," earlier in this
section.
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Figure 2-14 is a sample display of a history file.

Figure 2-14. Example of Displaying a History File

For display of history files only, note that you can use the
PF10 and PFll keys to display the entire text of messages. The
PF10 key (Shift Left) and PFll keys (Shift Right) affect the
display of message text (the darker area in Figure 2-14). You
can also use the PF7 and PF8 keys to "page" through the display.
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DISPLAY HALT OPTIONS

If you select 4 from the main panel, the Display Halt Option
panel is displayed (Figure 2-15).

Figure 2-15. Display Halt Options

This panel lets you clear the ACTIVE queue and shut down the
SFT-H. This function affects the transmission status file. To
select an option, enter 1, 2, or 3 in the command line (or
position the cursor to the appropriate line) and press ENTER.
You have three options:

1. (RETURN TO MENU WITHOUT HALTING) Escape from this panel
to the previous panel you viewed.

2. (HALT NORMAL) "Graceful" halt. Inhibit new sessions
(move contents of NEXT queue to HOLD queue), but allow
active sessions to complete.

3. (HALT QUICK) Immediate halt. Inhibit new sessions (move

contents of NEXT queue to HOLD queue), and stop active
sessions (move contents of ACTIVE queue to RETRY queue).
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SIGNOFF

If you select 5 from the main panel, the Signoff panel is
displayed (Figure 2-16).

Figure 2-16. Signoff

This panel lets you sign off from the online operator
interface. To select an option, enter 1 or 2 in the command line
(or position the cursor to the appropriate line) and press
ENTER., You have two options:

1. (DO NOT SIGNOFF) Escape from this panel to the previous
panel you viewed.

2. (SIGNOFF) Sign off from the online operator interface.
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ENABLE/DISABLE NEW SESSION STARTUP

If you select 6 from the main panel, you change a switch that
allows new sessions to start. The initial state (as shown by the
NEW SES: indicator on all panels) is ON; that is, new sessions
can start. If you select this function, the state of the switch
changes, from ON to OFF, or from OFF to ON. The indicator
changes to show this change. You only have to select this option
to affect the change.

ENABLE/DISABLE EXTERNAL TRACE

If you select 7 from the main panel, you change a switch that
permits or inhibits the interface to the external general trace
facility (GTF). The initial state (as shown by the TRACE:
indicator on all panels) is OFF; that is, tracing is disabled.

If you select this function, the state of the switch changes,
from OFF to ON, or from ON to OFF. The indicator changes to show
this change. You only have to select this option to affect the
change.

Use of this feature requires that the GTF program trace
facility be configured and enabled on the host.

DISPLAY GROUP RECORD

If you select 8 from the main panel, the Display Group Record
panel is displayed (Figure 2-17).

Figure 2-17. Display Group Record
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This panel lets you display a group record, as stored in the
resource master file. The group record lists all LUs in the
group.

Figure 2-18 is a sample display of a group record.

Figure 2-18. Example of Displaying a Group Record

Counters display the number of LUs you have viewed, how many
you have left to view, the scheduled transmission time for this
group, and the session limit group count. You can use the PF7
and PF8 keys to "page" through the display.
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CHANGE DESTINATION - GLOBAL

If you select 9 from the main panel, the Change Destination -
Global panel is displayed (Figure 2-19).

Figure 2-19.

Change Destination - Global

This panel lets you change the destination of all incomplete
sessions from one LU to another. When you enter this function,
it 1lists the target destination, the number of sessions examined

(EXAMINED), and the number of sessions whose destination changed
(SUCCESS) or were not changed (FAIL).

When the changed session
starts, only Send actions will execute.
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LIST OF HELP PANELS AVAILABLE

If you select 10 from the main panel, or press the PFl key
from any panel, the list of help panels available is displayed
(Figure 2-20).

Figure 2-20. List of Help Panels Available

1This panel provides access to a set of online information
panels. Each selection on this panel discusses a different task
and how to perform it. One or more panels are devoted to each
task.
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SEND MESSAGE TO CONSOLE OPERATOR

If you select 11 from the main panel, the Send Message to
Console Operator panel is displayed (Figure 2-21).

Figure 2-21. Send Message to Console Operator

This panel lets you send a message of up to 60 characters to
the host console operator.

Using the Online Operator Interface

Here are some suggested procedures for using the online
operator interface for common tasks.

SIGNING ON
Signon procedures vary according to the host configuration.
In one common method, your terminal is configured directly as an

SFT-H operator terminal, and an online operator interface sign-on
panel is displayed when you power up your terminal.
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To sign on from another terminal:

1. Log on to the SFT application. The online operator
interface signon panel is then displayed.

2. Sign on, using your operator ID and password (if any),
and press ENTER. The main panel will be displayed.

If you are located at a DPS 6 system that includes the SNA
Interactive Terminal Facility, you can sign on to ITF and then
sign on to SFT-H.

STARTING A SESSION IN THE HOLD QUEUE

Sessions in the HOLD queue are deferred because of a
date/time stamp. To start a session in the HOLD queue, you must
move it to the NEXT queue.

1. From the main panel, select option 2 and press ENTER.
The Display Session By Session ID and LU Name panel will
be displayed.

2. Enter the session ID and LU (destination) name and press
ENTER. A display of that session will appear.

3. Select option 7 (STATUS) and press ENTER. The Status
Panel will be displayed.

4, Select option 2 (EXPEDITE). This queues the session to
start.

To monitor execution of the session, press ENTER every few
moments. This "refreshes" the display to include status changes.

CHECKING QUEUES

To list the sessions in a queue, maneuver the cursor to the
queue counter at the bottom of any panel and press ENTER.

DISPLAYING SESSIONS

To display any session, select option 2 from the main panel
and press ENTER. The Display Session By Session ID and LU Name
panel will be displayed. Enter the session ID and LU name, and
press ENTER. The session will be displayed.

STOPPING A SESSION

To stop a session, you must move it from the ACTIVE queue to
the HOLD queue.

1. From the main panel, select option 2 and press ENTER.
The Display Session By Session ID and LU Name panel will
be displayed.
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2. Enter the session ID and LU (destination) name and press
ENTER. A display of that session will appear.

3. Select option 7 (STATUS) and press ENTER. The Status
panel will be displayed.

4., Select option 4 (HOLD). This stops the session.
REPLYING TO AN ERROR CONDITION

You can specify that a session encountering error conditions
will ask for operator intervention. If you notice a session in
the REPLY queue, you can process it.

1. Maneuver the cursor to the REPLY queue counter at the
bottom of any panel and press ENTER. A queue summary
will be displayed.

3. Select the session by moving the cursor down to that line
and pressing ENTER. A display of that session will
appear.

2, Select option 8 (REPLY) and press ENTER. The Reply panel
will appear.

3. Select the appropriate action: 1 (TERMINATE/NO RETRY), 2
(SKIP TO NEXT ACTION), 3 (TERMINATE/RETRY LATER), or 4
(USE DEFAULT). Press ENTER.

VIEWING THE HISTORY FILE

You can view all or part of the history file (that is, all
completed sessions and the session currently executing, or only
certain sessions).

1. From the main panel, select option 3 and press ENTER.
The Display History File panel will be displayed.

2. Press ENTER to view the entire history file, or enter
parameters to specify which session(s) you wish to view,
A display of the history file will appear.

3. Use the PF7 key (shift backward), the PF8 key (shift
forward), the PF1l0 key (shift left), and the PFll key
(shift right) to view the file and its contents.

ENABLING OR DISABLING EXTERNAL TRACE
From the main panel, select option 7. This enables tracing

if it was off, or disables it if it was on. The TRACE indicator
changes.
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HALTING SFTTCP

You can shut down file transfer in two ways: "gracefully,"
allowing executing sessions to complete but inhibiting new
session startup, or immediately, halting active sessions and
inhibiting new session startup.

1. From the main panel, select option 4 and press ENTER.
The Display Halt Options panel will be displayed.

2, Select option 2 or 3, as appropriate, and press ENTER.
(If you select option 3, you do not have to sign off as
described below.)
SIGNING OFF

To sign off the online operator interface, press the CLEAR
key from any panel. The Signoff panel will appear. Select
option 2 and press ENTER.
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Section 3

DEFINING FILE
TRANSFER JOBS

The SFT-H File Maintenance Utility (SFTBATCH) creates file
transfer jobs., SFTBATCH can update these files:

° Resource master file
) Transmission control file
® Staging files.

Input to SFTBATCH consists of utility control language
statements, which are described in detail in this section and
summarized in Appendix A.

SFTBATCH produces as part of its output a number of reports.

This section also includes descriptions of the utility control
language statements required for dynamic file allocation, session
limit groups, and the online operator interface.

EXECUTING SFTBATCH

The sample JCL fragment in Figure 3-1 illustrates executing
SFTBATCH. The utility control language statements are not included
in this sample. Appendix F contains complete examples of SFTBATCH
execution, including utility control language statements. Remember
that file and library names are installation dependent.
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//FILETRAN EXEC PGM=SFTBATCH,TIME=(1,5),REGION=512K, PARM="'params'
//STEPLIB DD DSN=FTF.LOAD,DISP=SHR

// STEPCAT DD DSN=VSAM, USERCAT,DISP=SHR

//OUTPUT DD SYSOUT=A

// REPORT DD SYSOUT=A

//PASSDATA DD SYSOUT=A

// SNAPDUMP DD SYSOUT=A

//SYSUDUMP DD SYSOUT=A

//ACBHST DD DSN=HST1l.CLUSTER,DISP=OLD
//ACBMSG DD DSN=MSGl.CLUSTER,DISP=SHR
//ACBRMF DD DSN=RMF1l.CLUSTER,DISP=SHR
//ACBTCF DD DSN=TCFl.CLUSTER,DISP=SHR
//ACBTSF DD DSN=TSFl.CLUSTER,DISP=SHR
//FTSFOUT DD DSN=SF02.CLUSTER,DISP=SHR
//FTSFIN DD DSN=SF0l.CLUSTER,DISP=SHR
//FTSFIN1 DD DSN=SF09.CLUSTER,DISP=SHR
//INPUT DD *

...Utility Control Language statements...
/* '
//

Figure 3-1. Executing the File Maintenance Utility

PARM Parameter

The only user-definable parameter on the .XEC card for SFTBATCH
is PARM. It allows modification of values specified in the default
values table. Remember that using symbolic parameters limits you to
one JCL record, while using the PARM.STEPNAME JCL override format,
you are limited to 100 characters between parentheses.

FORMAT:

PARM="'[RMFPASS=password 1] [ ,MSGPASS=password_2]
[,HSTPASS=password_3] [, TCFPASS=password_4]
[,TSFPASS=password_5][,DEBUG={YES}]'

NO
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PARAMETERS:

RMFPASS=password_1l
MSGPASS=password_2
HSTPASS=password_3
TCFPASS=password_4
TSFPASS=password_5

Override the password specified in the default values table

eight characters long.

for the specified file. The password can be from one to I

DEBUG={YES
NO

Generate diagnostic SNAPDUMPs or suppress them; the default
value is specified in the default values table.

DD _Cards Required for SFTBATCH
SFTBATCH requires these DD statements:

//STEPCAT DD
//OUTPUT DD
//REPORT DD
//PASSDATA DD
//SYSUDUMP DD
//ACBHST DD
//ACBMSG DD
//BACBRMF DD
//ACBTCF DD
//ACBTSF DD
//SNAPDUMP DD
//FTSFOUT DD
//FTSFIN DD
//FTSFIN1 DD
//INPUT DD

DSN=vsam_usercat,DISP=0LD
SYSOUT=locationl

SYSOUT=location2

SYSOUT=l1location3

SYSOUT=1location4
DSN=history_file,DISP=0LD
DSN=message_file,DISP=SHR
DSN=resource_master_file,DISP=0LD
DSN=transmission_control_file,DISP=0OLD
DSN=transmission_status_file,DISP=0OLD
locationb
DSN=default_indd_staging_file,DISP=0LD
DSN=default_outdd_staging_file,DISP=0LD
DSN=default_sortlist_exception_file,DISP=0OLD
locationé

The vsam_usercat parameter specifies the name of the VSAM user
catalog. The locationl, location2, location3, etc., parameters
specify where the output is to be sent or where the information is
located. The history_file parameter is the name of the SFT history
file cluster; the message_file parameter is the name of the message

file cluster, etc.

FTSFIN is the default input staging file (for

files coming in to the host); FTSFOUT is the default output staging
file (for files going out to the DPS 6); and FTSFINl is a sort work
file for the history file exception report. If you wish to define
more than the default input and output staging files, include more
DD statements for FTSFIN and FTSFOUT. In general, specify DISP=OLD
for one or more DD statements to prevent deadlock. Appendix F
contains examples of these declarations.
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gT TY NTROL LANGUAGE STATEMENTS

The remainder of this section consists of detailed descriptions
of the File Maintenance Utility control language statements used to
update SFT-H files., The commands are arranged alphabetically within
function groups. The groups are:

Resource master file control statements
Transmission control file control statements
Staging file control statements

History file control statements.

Appendix A summarizes File Maintenance Utility control
language statements. Appendix B lists messages generated by
SFT-H. SFTBATCH condition codes are summarized in Appendix D.

Format of Utility Control Language Statements

These considerations describe the format of utility control
language statements:

1. For alphanumeric parameters, valid characters are A
through Z, 0 through 9, $, #, @, and %. The first
character must be alphabetic (A through Z).

2. Labels must begin in column 1. When there is no label,
the control statement verb can begin in column 2 or
beyond. 1If there is a label, you must leave at least one
space between the label and the verb.

3. An asterisk (*) in column 1 indicates a comment.

4. Verbs are separated from parameters by a space;
parameters are separated from each other by commas.

5. If a string contains a blank, an apostrophe ('), left or
right parentheses (( or )), or a comma (,), it must be
enclosed in apostrophes. An apostrophe within a quoted
string is indicated by two apostrophes (''). Do not use
an apostrophe in a SPACE parameter.

6. To continue a control statement on a second or subsequent
line, enter any character in column 72 of the previous
line and continue the statement in column 16 of the next
line,

7. In utility control language examples, caret (") is used
in MOD 400 pathnames; on an IBM 3270 terminal, use a
logical not (=m).

I Appendix F and the individual statement descriptions contain
examples of valid utility control language statements.
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Updating the Resource Méster File

The utility control language statements used to update the
resource master file are:

Add Group
Add LU
Delete Group
Delete LU
List Group
List LU,
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ADDGRP

ADD GROUP (ADDGRP)

LUs

Adds a group to the resource master file and specifies the
that compose the group.

FORMAT:

[label] ADDGRP GROUP=group_name,ADDLU=(1lu_1l,1u_2[,...lu_n])
[, LIMITNO=number]

PARAMETERS:
label

Optional standard label.
GROUP=group_name

One- through eight-character name of the group to be
added.

ADDLU=1lu_1,1u_2,...lu_n
A list of one- through eight-character LU names. These
LUs are included in the group. The LUs that are members
of the group must be added to the resource master file
with ADDLU statements., You can specify a maximum of 500
LUs per group.

LIMITNO=number

The number of concurrent sessions for LUs in the session
limit group group_name. The default is LIMITNO=0.

Example:

ADDGRP GROUP=GROUPA, ADDLU=(LUA, LUB, LUC)
Add a group named GROUPA containing LUs named LUA, LUB, and
LUC, with a limit number of 0 (the default). The system
response is:

GROUP GROUPA ADDED TO RESOURCE MASTER FILE SUCCESSFULLY.
If GROUPA already exists,.the system responds:

DUPLICATE GROUP - GROUPA - ENCOUNTERED ON RESOURCE MASTER FILE
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ADDLU

ADD LOGICAL UNIT (ADDLU)

Add an LU to the resource master file., Every LU must be
defined with an ADDLU statement.

FORMAT:

[label] ADDLU LU=lu_name
[, LOGMODE=vtam_logmode]
[ , TIME=hhmm]
[,LIMITGR=group_name]

PARAMETERS:
label

Optional standard label.
LU=1u_name

One- through eight-character name of the LU being added.
LOGMODE=vtam_logmode

Optional VTAM logon mode that overrides the default VTAM
logmode specified in the default values table. If this
parameter is not specified,.the value from the default
values table is used.

TIME=hhmm

Optional default time of day after which transmission can
be scheduled. This must be a valid 24-hour clock time in
hours and minutes or zero. If this parameter is not
specified the default is 0000.

LIMITGR=group_name

Optional one- through eight-character name of the session
limit group to which the LU belongs. The specified group
can be either an ordinary group or a group defined only as
a session limit group; if the group does not exist,.the
effect is the same as if the group were defined with
LIMITNO=1.
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ADDLU
DESCRIPTION:
The only required parameter is the name of the LU. Optional
parameters are a default time of day for transmission and a
VTAM logmode. If the time is not specified, the default time
is 0000. 1If the VTAM logmode is not specified, the value in
the default values table is used.
Example:

ADDLU LU=LUF

Add an LU named LUF to the resource master file. The system
response is:

LU LUF ADDED TO RESOURCE MASTER FILE SUCCESSFULLY
If LUF already exists, the system responds with:

DUPLICATE LU - LUF - ENCOUNTERED ON RESOURCE MASTER FILE
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DELGRP

DELETE GROUP (DELGRP)
Delete a group from the resource master file.
FORMAT:
[label] DELGRP GROUP=group_name
PARAMETERS:
label
Optional standard label.
GROUP=group_name
Name of defined group to be deleted.
DESCRIPTION:
The specified group is deleted. However,.the LUs in that
group are not deleted. To delete the LUs, use individual
DELLU control statements.
Example:
DELGRP GROUP=GROUPA

Delete a previously defined group named GROUPA from the
resource master file. The system response is:

42600-GROUP - GROUPA - DELETED FROM RESOURCE MASTER FILE
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DELLU

DELETE LOGICAL UNIT (DELLU)
Remove an LU record from the resource master file.
FORMAT:
[label] DELLU LU=1lu_name
PARAMETERS:
label
Optional standard label.
LU=1lu_name
One- through eight-character name of the LU to be deleted.
Example:
DELLU LU=LUF

Delete an LU named LUF from the resource master file. The
system response is:

LU - LUF - DELETED FROM RESOURCE MASTER FILE
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LISTGRP

LIST GROUP (LISTGRP)

Print the name of the group and the LUs that compose this
group.

FORMAT:

[label] LISTGRP [GROUP=group_name]
PARAMETERS:
label

Optional standard label.
GROUP=group_name

Optional name of the group to be listed. If this
parameter is not specified, all groups are listed.

DESCRIPTION:

For each group,.this command prints the group name, . the
number of LUs,.the session limit group limit (for a session
limit group only), and lists the LUs that compose the group.
Example:

LISTGRP

List all groups in the resource master file.

3-11 CR60-01



LISTLU

LIST LOGICAL UNIT (LISTLU)

in

ol

List information about the specified LU or all LUs define
the resource master file.

FORMAT:

[label] LISTLU [LU=lu_name]
PARAMETERS:
label

Optional standard label.
LU=1lu_name

Optional name of the LU to be listed.
DESCRIPTION:
This command prints the name of the LU, .default time for
execution, VTAM logmode if defined, . and all groups of which
this LU is a member. If LU is omitted, . all LUs are listed.
Example:

LISTLU LU=AAll

List the entry in the resource master file for the LU AAll.
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Updating the Transmission Control File

The utility control language statements
transmission control file are:

Add Action

Add Session
Delete Action
Delete Session
List Session,
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ADDACT

ADD ACTION (ADDACT)

Add an action to the transmission control file specifying
that a data file be sent, received, .deleted, or renamed; that a
MOD 400 command file (EC file) be executed; or that the online
interactive operator interface be invoked.

FORMAT:

[label] ADDACT GROUP=group_name}
{LU=lu_name
, SESSID=session_id
[, SEQ=seq_#]
(ACTION=action
[, ERROPT=option]
action_parameters

PARAMETERS:
label

Optional standard label.
GROUP=group_name

One- to eight-character name of the group for the
specified session. This parameter must not be specified
if LU is specified.

LU=1u_name

One- to eight-character name of the LU for the specified
session. This parameter must not be specified if GROUP is
specified.

SESSID=session_id

One- to eight-character name of the previously defined
session on which the action is to be performed.

SEQ=seq_#

Optional user-assigned, .one- to three-character sequence
number. If this parameter is not specified, .the action is
placed at the end of the current session and given a
system-defined sequence number which is 5 higher than the
highest sequence number currently assigned. System-
defined sequence numbers begin with 5 and are incremented
by 5.
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ADDACT
ACTION=action

Type of action to be performed. Valid arguments are SEND,
RECEIVE, DELETE, RENAME, EXECUTE, and OPER.

SEND -— Send a file to the DPS 6.

RECEIVE -- Receive a file from the DPS 6.

DELETE -- Delete a DPS 6 file.

RENAME -- Rename a DPS 6 file.

EXECUTE -- Execute an Enter Batch Request command for
the specified MOD 400 command (EC) file.
+f you do not specify otherwise within the
EC, the default working directory is
>NFT>BA.

OPER —-- Invoke the online operator interface.

ERROPT=option

Error option for this action. Valid arguments are ABORT,
IGNORE, OPER, and DEFAULT. If this parameter is not
specified, the ERROPT parameter from the ADDSES control
statement is used. If the parameter is specitied, it
overrides the ERROPT parameter for the session.

ABORT -— Abort the action.

IGNORE

Document the error, skip the current action,
and try the next action.

OPER -—- Notify the operator and wait for a response.
The operator can specify ABORT, RETRY, SKIP,
or DEFAULT.

DEFAULT

Use the ERROPT parameter specified on the
ADDSES control statement.

If this parameter is not specified or is DEFAULT on the

ADDSES control statement, the default values table entry
is used.
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act

SEN

ion_parameters

These parameters vary depending on the action specified in
the ACTION parameter,

D parameters (ACTION=SEND)

The SEND parameters are FILEID, NAME, SOURCE, INDD,
INDDPASS, DISP, DSORG, KEYLEN, KEYOFF, CISIZE, SPACE,
RECL, RECFM, FREESP, OVFLFREQ, DELATTR, COMPRESS, CONVERT,

DSNAME, MEMBER, DSNPASS, and CKPINTVL. Required
parameters are listed first.

SEND can be used either to transmit data from a staging
file or from a dynamically allocated file. To transmit
data from a staging file, you must specify NAME; you may
specify INDD, INDDPASS, and SOURCE. To transmit a
dynamically allocated file, you must specify DSNAME; you
may specify MEMBER, COMPRESS, CONVERT, and DSNPASS. Do
not specify both NAME and DSNAME for the same SEND action,

FILEID=native_pathname

A 1- to 52-character MOD 400 full pathname (where file
will reside on the DPS 6).

NAME=input_logical_file_ name

Optional 1- through l6-character name of the logical
staging file. This subparameter is required if a
staging file is being used. Do not use this
subparameter with dynamic file allocation.

SOURCE=input_logical_file_source_name

Optional one- through eight-character logical staging
file source. The default source is IBM. Do not use
this subparameter with dynamic file allocation. When
staging a file to be sent to a DPS 6 using the default
source, the logical staging file will have the default
source, concatenated with the NAME value (the default
source is IBM).

INDD=input_staging_file_dd_name

Optional one- through eight-character input DD name for
staging file. If this parameter is not specified, the
default staging file DD name from the default values
table (FTSFIN) is used. Do not use this subparameter
with dynamic file allocation.
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INDDPASS=staging_file_vsam_password
Optional one- through eight-character VSAM staging file
password. This parameter is required only if the input
staging file is password-protected. INDDPASS can only
be specified if INDD is specified.

DISP=([dps_6_file disposition][,ibm_file_disposition])
Optional disposition of the file on the DPS 6 and the
host. The first optional subparameter defines the
disposition of the file of the DPS 6. Possible values
are NEW, OLD, and MOD.

NEW -- File does not exist on the DPS 6.
OLD -- File exists on the DPS 6 and is replaced.

MOD -- File exists on the DPS 6 and is appended to.
If the file does not exist, it is created.

The default is NEW.
The second optional subparameter defines the

disposition on the host. Possible values are KEEP and
DELETE.

KEEP -- Do not remove the logical staging file.
DELETE -- Remove the logical staging file after normal
completion.

The default is KEEP.
DSORG=organization

For new DPS 6 files, the optional file organization.
Possible values are PS, IS, DA, and FR.

PS -- Physical sequential (UFAS sequential).

IS -- Indexed (UFAS indexed).

DA -- Relative (UFAS relative).

FR -- Fixed relative (non-UFAS fixed-relative).

If this parameter is not specified, the default is PS.
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CISIZE=control_interval_size

For new DPS 6 files, the optional three- to five-digit
control interval size in characters. (This is a DPS 6
value,) The size must be a multiple of 256 with a
maximum of 32K characters. Specify this vaiue oniy for
files that do not have DSORG=FR. If DSORG=FR, this
argument is ignored by the DPS 6 file system.

SPACE=([initial] [ ,maximum])

For new DPS 6 files, the optional space allocation.
initial

Optional one- through five-digit initial space
allocation in control intervals or, if DSORG=FR, in
sectors. The maximum initial size is 32K
characters.

maximum

Optional one- through five-digit maximum space
allocation in control intervals (for fixed-relative
files, in sectors). The maximum size is 32K
characters.

RECL=record_length

For new DPS 6 files, the optional one- through five
digit record length., For variable files, this
specifies the maximum record length. The maximum
length is 32,740 characters. The default is 500
characters.

KEYLEN=key_length

For new DPS 6 indexed files, the one- or two-digit key
length in characters. The maximum key length is 99
characters., Specify this parameter only if DSORG=IS is
specified.

KEYOFF=o0offset

For new DPS 6 indexed files, the one- through
five-digit offset in the record to the key. The
maximum offset is 32,739 characters. Specify this
parameter only if DSORG=IS and KEYLEN are specified.
The key offset follows the IBM convention. The initial
value is 1.
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RECFM=format

Optional record format of the DPS 6 file to be
created. Possible record formats are F, V, and U.

F--Fixed (the default)
V--Variable
U--Undef ined
FREESP=free_space_size
For new DPS 6 indexed files only, the one- through
five-digit free space per control interval in
characters. The maximum size is 32K characters.
OVFLFREQ=overflow_£frequency
For new DPS 6 indexed files only, the one- through
five-digit overflow frequency. The maximum frequency
is every 32K characters.
DELATTR=delete_attribute
For new DPS 6 relative files only, the delete
attribute. Valid choices are YES and NO; the default
is YES.

These subparameters (DSNAME, DSNPASS, MEMBER, COMPRESS, and
CONVERT) are used only with dynamic file allocation:

DSNAME=file_ name

The fully qualified name of the cataloged file that is
to be transmitted dynamically.

DSNPASS=password

The password for the file to be transmitted
dynamically.

MEMBER=member_name

The member of the partitioned file to be transmitted.
Specify MEMBER only if DSNAME is a PDS.

COMPRESS= YES}
NO

Specifies if the data from the dynamically allocated
file is to be compressed; the default is COMPRESS=YES.
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CONVERT=ASCII

Specifies that the data from the dynamically allocated
file is to be converted to ASCII. The default is not
to convert the data.

CKPINTVL=checkpoint_interval

The optional checkpoint interval, from 0 to 32767.

This specifies the number of records to be transferred
between checkpoint mark requests. When a checkpoint
interval is reached, all received data is moved from
memory to disk. A checkpoint interval of zero means no
checkpoints are sent., If checkpoint intervals are
used, you should specify a value larger than the
outbound pacing count. The default is zero.

RECEIVE parameters (ACTION=RECEIVE)

The RECEIVE parameters are FILEID, NAME, OUTDD, OUTDDPAS,
I SOURCE, COMPRESS, and CKPINTVL,

FILEID=native_pathname
DPS 6 full pathname of 1 through 52 characters of the
file to be sent to the host.
NAME=output_logical_file_name
Name of logical staging file.
SOURCE=output_logical_file_source_name
uptional one- through eight-character logical staging
file source. The source is the name of the LU unless
you override it here. This parameter is used to
implement DPS 6 to DPS 6 file transfers.
OUTDD=output_staging_file_dd_name
Optional one- through eight-character output DD name
for the staging file to be used. If this parameter is
not specified, the default staging file DD name from
the default values table (FTSFOUT) is used.
OUTDDPAS=staging_file_vsam_password
Optional one- through eight-character VSAM staging file
password. This parameter is required only if the

output staging file is password-protected. OUTDDPAS
can only be used if OUTDD is specified.
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COMPRESS={YES
NO

Optional record compression by the SFT-6 before sending
the file, Valid choices are YES and NO. The default
is YES.
CKPINTVL=checkpoint_interval
The optional checkpoint interval, from 0 to 32767.
This specifies the number of records to be transferred
between checkpoint mark requests. When a checkpoint
interval is reached, all received data is moved from
memory to disk. A checkpoint interval of zero means no
checkpoints are sent. Small values can significantly
affect the speed of file transfer. If checkpoint
intervals are used, you should specify a value larger
than the outbound pacing count. The default is zero.
NOTE
For SFT-6 to SFT-H file transfers, the checkpoint
interval can be modified by the system to conform
to internal file boundaries.
DELETE parameter (ACTION=DELETE)
The only DELETE parameter is FILEID.
FILEID=native_pathname

MOD 400 full pathname of 1 through 52 characters of
file on the DPS 6. :

RENAME parameters (ACTION=RENAME)
The RENAME parameters are FILEID and NEWNAME.
FILEID=native_pathname

MOD 400 full pathname of 1 through 52 characters of the
file on the DPS 6.

NEWNAME=new_pathname

New MOD 400 simple pathname of 1 through 12 characters
of the file on the DPS 6.

EXECUTE parameters (ACTION=EXECUTE)

The EXECUTE parameters are FILEID, ARG, and ERROUT.
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FILEID=native_pathname_of_ec

MOD 400 full pathname of the EC file on the DPS 6;
1 through 52 characters, including the .EC suffix.

ARG='dps_6_argument_list'

Optional 1- through 99-character MOD 400 argument list
(with the arguments separated by blanks) enclosed in
apostrophes.

ERROUT=dps_6_pathname

Optional 1- through 52-character MOD 400 full pathname
for user-out and error-out files.

The combined lengths of the FILEID and ERROUT
parameters cannot exceed 59 characters., Therefore, you
may wish to use the ERROUT default of the FILEID
pathname with the .EC suffix replaced with ,AO.

NOTES

To process Execute actions, the DPS 6 must be
properly configured with a batch pool and a
directory for such actions.

Execute must not be the last action within a
session, since the session could end before the
DPS 6 accepts the Execute action. Execute
spawns a separate asynchronous task on the

DPS 6, which enters a job on the batch request
queue and terminates., Execute errors are not
returned to the host, but are reported directly
through the DPS 6 operator's display.

To submit multiple Execute actions, separate
each by other actions.

You can monitor the Execute action from the
host by examining the DPS 6 absentee output
file (located by default at >NFT>BA). However,
the elapsed time between issuing an Execute
action and the availability of the output
depends on the DPS 6 load, as well as the
nature of the action. The batch group
typically runs at a low priority.
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OPER parameters (ACTION=OPER)

There are no parameters for this action. ACTION=OPER can
only be specified if SESSID=0OPERATOR and GROUP=OPERATOR
are specified. See "Preparing to Use the Online Operator
Interface," later in this section, for a discussion of the
use of this action.

DESCRIPTION:

The processing of an ADDACT statement by the File Maintenance
Utility does not immediately or directly cause the specified
action to occur. The action occurs during the next execution
of the Transmission Control Program.

The SFT does not support the transfer of spanned records in
relative or indexed files.

If you want to receive a file from a DPS 6 and then unstage
it to a host sequential file, you should not specify both
actions (Receive and Unstage) in the same utility control
language file. Instead:

1. Execute SFTBATCH to process a utility control language
file containing an Add action statement with
ACTION=RECEIVE.

2. Execute SFTTCP to receive the file.

3. Execute SFTBATCH a second time to process a utility
control language file containing the UNSTAGE statement to
copy the file to a sequential file.

Be aware of the following before appending to indexed files
resident on the DPS 6:

® Records to be appended must follow the specifications
given when the file was created.

e The record sequence must logically follow or continue what
has already been built. Records must be presented in
ascending order, and the first key must be greater than
the last one in the existing file.

e The additions must not increase the file's size past its
specified maximum,

e If the file contains fixed-length records, you cannot
append variable-length records, or fixed-length records of
a different length,
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You can transfer DM6, I-D-S/II, DEF-II, or OAS files by
unloading or "exporting" them to a sequential file, effecting
the transfer, and then rebuilding them using user-developed
procedures.

Example 1:

ADDACT SESSID=SESSIONA,
LU=LUD,
ACTION=SEND,
ERROPT=IGNORE,
SOURCE=1IBM,
NAME=FIRST,
FILEID="VOL1>TESTA,
CISIZE=256,
SPACE=(500,2000),
RECL=72,

RECFM=F

Add a Send action to the transmission control file specifying
that the data file in logical staging file FIRST be sent to
logical unit LUD on session SESSIONA as a DPS 6 file with
full pathname "VOL1>TESTA. The file is in fixed record
length format with a record length of 72 characters. The
control interval is 256 characters. The initial space
allocation is 500 characters with a maximum of 2000 allowed.
In case of error, this action is skipped, but the session
continues with the next action. The source name would be IBM
(if the file was staged using the system detfault); therefore,
the logical staging file name would be IBMFIRST, a
concatenation of SOURCE and NAME.

Example 2:

ADDACT SESSID=SESSIONA,LU=LUD,ACTION=RECEIVE, ERROPT=ABORT,
NAME=HERE, FILEID="VOL1>THERE

Add a Receive action to the transmission control file
specifying that the DPS 6 file with full pathname “VOL1>THERE
be transmitted from logical unit LUD on session SESSIONA and
be placed in logical staging file HERE. 1In case of error,
the session is to be aborted. The source name would be LUD,
because the default is LUD; therefore, the logical staging
file name would be LUDHERE.
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Example 3:

ADDACT SESSID=SESSIONA,LU=LUD,ACTION=DELETE, ERROPT=IGNORE,
FILEID="VOL1l>THERE

Add a Delete action to the transmission control file
specifying that the DPS 6 file with full pathname “VOL1>THER.
be deleted. Use session SESSIONA and logical unit LUD to
transmit the Delete action. .n case of error, this action is
skipped, but the session continues with the next action.

Example 4:

ADDACT SESSID=SESSIONA, LU=LUD, ACTION=RENAME, ERROPT=IGNORE,
FILEID="VOL1>TESTA, NEWNNAME=NEWTEST

Add a Rename action to the transmission control file
specifying that the DPS 6 file with full pathname “VOL1>TESTA
be renamed "VOL1>NEWTEST. Use session SESSIONA and logical
unit LUD to transmit the Rename action. .n case of error,
this action is skipped, but the session continues with the
next action,

Example 5:

ADDACT SESSID=SESSIONA,LU=LUD,ACTION=EXECUTE, ERROPT=ABORT,
FILEID="VOL1>TESTEC.EC

Add an Execute action to the transmission control file
specifying that the EC file named “VOL1>TESTEC.EC be
executed. Use session SESSIONA and logical unit LUD to
transmit the Execute action. .n case of error, the session
aborts.

Example 6:

ADDACT SESSID=0PERATOR, GROUP=0OPERATOR, ACTION=0OPER

Add an action to invoke the online operator interface.
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ADD SESSION (ADDSES)

Add a session to the transmission control file. This
statement must precede the ADDACT statements for the session.

FORMAT:

[label] ADDSES SESSID=session_id

r fGROUP=group_name
LU=1lu_name }

[ , DATE=mmddyy]

[ , TIME=hhmm]

[, PRIORITY=priority]

[ , ERROPT=0ption]

[,DISP=disposition]

PARAMETERS:
label

Optional standard label.
SESSID=session_id

Unique one- through eight-character name to identify the
session.

GROUP=group_name
One- through eight-character name of the group for the
specified session., This parameter must not be specified
if LU is specified.

LU=1lu_name
One- through eight-character name of the LU for the
specified session. This parameter must not be specified
if GROUP is specified.

NOTE

Either LU or GROUP must be specified. Specifying
neither or both results in an error,

DATE=mmddyy
Optional date for the session. The default is 000000,

which implies that the date is not considered during
session selection. mm=month, . dd=day, yy=year.
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TIME=hhmm

Optional time for the session to be run. If this
parameter is not specified, a value from the resource
master file is used. A time of 0 implies that time is not
considered during session selection and the session is run
each time the Transmission Control Program is invoked.

PRIORITY=priority

Optional one- through three-digit priority of the session
with DATE and TIME limits., Priority is an integer between
0 and 255; the highest priority is 0. The default is 128.

ERROPT=option
Error option for this session. This error option is the
default for each action in this session. Only one option

can be specified. Possible options are ABORT, IGNORE,
OPER, and DEFAULT.

ABORT -— Abort the session,

IGNORE -- Document the failure and try the next action.

OPER -— Notify the operator and wait for a response.
The operator can specify ABORT, RETRY, SKIP,
or DEFAULT.

DEFAULT

Use the user-defined default from the default
values table (the default).

DISP=disposition

Optional disposition for this session. Possible
dispositions are KEEP and DELETE.

KEEP -- Keep the session definition for re-use (the
default)

DELETE -- Remove the session after it has been
performed
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DESCRIPTION:

This control statement adds a session to the transmission
control file.

NOTE

Do not specify ADDSES control statements with the
same session ID for an LU and a group containing
that LU. Although the File Maintenance Utility
accepts both ADDSES control statements, the
Transmission Control Program returns an error
condition code 340, indicating an error adding a
record to the transmission status file. Since
this happens during initialization, the
Transmission Control Program does not execute,

Example 1:
ADDSES SESSID=SESSIONA,LU=LUD

Add a session named SESSIONA and associate it with previously
defined logical unit LUD.

Example 2:
ADDSES SESSID=SESSIONB, GROUP=GUG

Add a session named SESSIONB and associate it with previously
defined group GUG.
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DELETE ACTION (DELACT)

Erase an action record and update the session header record
to indicate fewer actions in the session.

FORMAT:
[label] DELACT SESSID=session_id
r fGROUP=group_name
LU=1u_name
,SEQ=action_sequence_number
PARAMETERS:
label
Optional standard label.
SESSID=session_id

One- through eight-character name of the previously
defined session on which the action is to be performed.

GROUP=group_name
One- through eight-character name of the group for the
specified session. This parameter must not be specified
if LU is specified.

LU=1lu_name
One- through eight-character name of the LU for the
specified session. This parameter must not be specified
if GROUP is specified.

NOTE

You must specify either LU or GROUP. Specifying
neither or both results in an error.

SEQ=action_sequence_number

One- through three-character sequence number of the action
record to be deleted.

Example:
DELACT SESSID=SESSIONA, LU=LUD, SEQ=3

Delete the action that has sequence number 3 on session
SESSIONA associated with logical unit LUD.
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DELETE SESSION (DELSES)

Delete the specified session in the transmission control
file.

FORMAT:
[label] DELSES SESSID=session_id,
{GROUP=group_name
LU=1u_name }
PARAMETERS:
label
Optional standard label.
SESSID=session_id

Name of the session to be deleted., All actions for the
session are also deleted.

GROUP=group_name

Name of the group for the session. This parameter must
not be specified if LU is specified.

LU=1u_name

Name of the LU for the session. This parameter must not
be specified if GROUP is specified.

NOTE

You must specify either LU or GROUP. Specifying
neither or both results in an error.

Example:

DELSES SESSID=SESSIONB,
LU=LUG

Delete session SESSIONB associated with logical unit LUG.
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LIST SESSIONS (LISTSES)
List the requested sessions.
FORMAT:
[label] LISTSES [SESSID=session_id]
[,{GRSUP=group_name}]
LU=1u_name
PARAMETERS:
label
Optional standard label.
SESSID=session_id
Optional name of the session to be listed.

GROUP=group_name

Optional name of the group for the session. This
parameter must not be specified if LU is specified.

LU=1u_name

Optional name of the LU for the session. This parameter
must not be specified if GROUP is specified.

DESCRIPTION:
For the specified session(s), this command prints the
session_id, . the LU or group name,.the sequence number (always

zero), the number of actions,.the disposition, . the error
option, . the date and time, the password, and the priority.

For each action in the session(s), LISTSES prints the type of
action (for example, .ACTION=SEND), . the sequence number, . the
error option,.and the file name. Depending on the action,.
LISTSES also prints other appropriate information (SOURCE,
DSNAME, . MEMBER, . etc.) .

If SESSID was specified,.all groups and LUs for that session
are listed.
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Example:
LISTSES

List all sessions in the transmission control file with their
associated LUs and actions.

Figure 3-2 lists a sample report.
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Figure 3-2.
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Updating the Staging Files

To update the staging files, use these utility control
language statements:

Erase Logical File from Staging File
List Staging File Directory

Stage User File for Transmission
Unstage Received File for Processing.
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ERASE LOGICAL FILE FROM STAGING FILE (ERASE)

Erase the specified logical staging file from the physical
staging file.

FORMAT:

[label] ERASE SOURCE=source,
NAME=logical_staging_file
[ ,INDD=dd_name_of_staging_file]
[, INDDPASS=staging_file_vsam password]

PARAMETERS:
label

Optional standard label.

SOURCE=source

One- through eight-character name of the source of the
file to be deleted. If the file came from a remote DPS 6,
the source is the LU name unless you overrode it on an
ADDACT control statement. If the file was staged from the
host, . the source is the default from the default values

table (IBM), .unless it is overridden on the STAGE control
statement.

NAME=logical_staging file

One- through sixteen-character name of the logical staging
file to be deleted. This is the name found in the NAME
parameter from either the STAGE or ADDACT control
statement (depending on whether you are erasing a file
that was sent or received).

INDD=dd_name_of_staging_file

Optional one- through eight-character DD name of the
staging file on which the file to be deleted resides. If
not specified, the default from the default values table
is used.

INDDPASS=staging_file vsam_password
Optional one- through eight-character staging file VSAM
password. This parameter is required if the staging file

is protected by a password. This parameter can be used
only if the staging file DD name is specified.
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Example:

ERASE SOURCE=IBM,
NAME=DEBUT

Erases the logical staging file named IBMDEBUT from the
default staging file.
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LIST STAGING FILE DIRECTORY (LISTSF)
List the specified staging file directory.
FORMAT:

[label] LISTSF [INDD=dd_name_of_input_staging_file]
[, INDDPASS=staging_file_vsam password]

PARAMETERS:
label

Optional standard label.
INDD=dd_name_of_input_staging file

Optional one- through eight-character DD name of the
staging file to list. 1If this parameter is not specified,
the INDD default from the default values table is used.

INDDPASS=staging_file_vsam_password

Optional one- to eight-character staging file VSAM
password. This parameter is required if the staging file
is protected by a password. You can use this parameter
only if the staging file DD name is specified.

DESCRIPTION:

LISTSF prints these items for each logical staging file:
logical file source, logical file name, .creation date and
time, .actual source, . whether the file is local or remote, .
record count, .convert to EBCDIC (YES or NO),.convert to ASCII
(YES or NO), transfer complete (YES or NO), data compression
(YES or NO), delete in progress (YES or NO),.and the maximum
record length., LISTSF also prints file attributes such as
file ID, .record format, . and organization.

The maximum record length printed in the LISTSF output is for
debugging purposes only. It does not accurately translate to
the maximum record length in the staged file (it includes
header lengths, . etc.).
Example:

LISTSF INDD=FTSFOUT

Lists the staging file named FTSFOUT.
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STAGE

STAGE USER FILE FOR TRANSMISSION (STAGE)

ile for file transmission.

Fh

Prepares the staging
FORMAT:

[label] STAGE DDNAME=input_file_dd_name, .
NAME=output_file_name
[ , SOURCE=source]
[,0UTDD=output_staging_file_dd_name]
[ ,OUTDDPAS=staging_file_vsam_password]
[, DSORG=0rg]
[ ,KEYLEN=1is_key_length]
[, KEYOFF=is_offset]
[,CISIZE=control_interval_size]
[,SPACE=([initial] [,maximum])]
[ ,RECL=record_length]
[,RECFM=is_record_format]
[ ,FREESP=1is_free_space_size]
[, OVFLFREQ=is_overflow_frequency]
[,DELATTR={YES}]

NO
[, CONVERT=ASCII]
[,COMPRESS={YES}
NO
PARAMETERS:
1 abel

Optional standard label.
DDNAME=input_file_dd_name

One- through eight-character DD name of the host input
file.

NAME=output_file_ name

one- through sixteen-character name of the logical staging
file (to be transferred).

SOURCE=source

Optional one- through eight-character logical staging file
source., The source is the default from the default values
table (usually IBM) unless it is overridden on this
control statement. This parameter can be used to
implement DPS 6 to DPS 6 file transfers,
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STAGE

If the ADDACT SEND statement used the default source, then
the value here should be the file's destination (LU).

OUTDD=output_staging_file_dd_name

Optional one- through eight-character output DD name for
the staging file. 1If this parameter is not specified, the
default staging file DD name in the default values table
is used.

OUTDDPAS=staging_file_vsam_password

Optional one- through eight-character output staging file
VSAM password. This parameter is required if the staging
file is protected by a password. This parameter can only
be used if the output staging file DD name is specified.

DSORG=0rg

Optional file organization. Possible organizations are
PS, IS, DA, and FR.

PS -- Physical sequential (UFAS sequential)

IS =- Indexed (UFAS indexed)

DA -- Relative (UFAS relative)

FR —- Fixed-relative (non-UFAS fixed-relative).

KEYLEN=key_length

Optional one- or two-digit key length in characters. A
maximum length of 99 characters is accepted. Specify this
parameter only if DSORG=IS is specified.

KEYOFF=0offset

Optional one- through five-digit offset in the record to
the key. A maximum offset of 32,739 characters is
accepted., Specify this parameter only if DSORG=IS and
KEYLEN are specified. The key offset follows the IBM
convention, The initial value is 1.

CISIZE=control_interval_size
Optional three- to five-digit control interval size in
characters. The size must be a multiple of 256 with a
maximum of 32K characters. Do not specify a control
interval size if DSORG=FR.

SPACE=(initial, maximum)
A pair of optional one- through five-digit values, for

the initial and maximum space allocation. The maximum
for both values is 32K characters.
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STAGE
RECL=record_length
Optional one- through five digit record length. For
variable files, this specifies the maximum record length.
The maximum length is 32,740 characters.
RECFM=format

Optional record format of the DPS 6 file to be created.
Possible record formats are F, V, and U.

F -- Fixed (the default)

V —-- Variable
U -- Undefined

FREESP=free_space_size
For indexed files only, the optional one- through five-
digit free space per control interval. The maximum size
is 32K characters.

OVLFREQ=overflow_frequency

For indexed files only, the optional one- through five-
digit overflow frequency. The maximum is 32K characters.

DELATTR={YES}
NO

For relative files only, the optional delete attribute.
Valid choices are YES and NO. The default is YES.

CONVERT=ASCII
Optional conversion to ASCII. 1If this parameter is not

specified, the default is no conversion. Do not convert
binary files or bound units.

COMPRESS={YES}
NO

Optional record compression., Valid choices are YES and
NO. The default is YES.
Example:
STAGE DDNAME=TESTIN, OUTDD=TESTOUT, NAME=DEBUT
Stages the file named TESTIN to the staging file TESTOUT.
Place it in logical staging file DEBUT. The logical staging

file name is IBMDEBUT. The SOURCE value for ADDACT SEND
would be the system default, which is IBM.
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UNSTAGE

UNSTAGE RECEIVED FILE FOR PROCESSING (UNSTAGE)

Convert the received file from a staging file to an IBM QSAM
file.

FORMAT:

[label] UNSTAGE DDNAME=output_gsam_dd_name, .

NAME=input_file_name

[ SOURCE=source]

[,DISP=disposition]
[, INDD=input_staging_file_dd_name]
[, INDDPASS=staging_file_vsam _password]
[ + DECOMPR= YES}
NO

i  CONVERT=EBCDIC]
[

ONE
 PADCHAR=char]

TRUNMSG— ALL}]

PARAMETERS:

label
Optional standard label.

DDNAME=output_gsam_dd_name
One- through eight-character DD name of the output (host)
QSAM file. If the default is not pre-allocated, you must
supply a DD statement with the appropriate allocation and
file creation information.

NAME=input_file_ name
One- through sixteen-character logical staging file name.

SOURCE=source
Optional one- through eight-character logical staging file
source, The source is the LU name unless you overrode it
on an ADDACT RECEIVE control statement. However, .you must
specify the source to unstage the file,.or else it
defaults to IBM.

INDD=input_staging_file_dd_name
Optional one- through eight-character input DD name for
the staging file. 1If this parameter is not specified, .a
user-defined default staging file DD name from the default
values table is used.
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UNSTAGE
INDDPASS=staging_file_vsam_password
Optional one- through eight-character staging file VSAM
password. This parameter is required if the staging file
is protected by a password. This parameter can only be
used if the input staging file DD name is specified.
DISP=disposition

Optional disposition for the file on the staging file.
Possible dispositions are KEEP and DELETE,

KEEP -- File is not removed after UNSTAGE (the default)
DELETE -- File is removed after UNSTAGE

DECOMPR={YES>
NO

Optionally specifies whether record should be
decompressed. Valid choices are YES and NO. The default
is YES.

CONVERT=EBCDIC
Optionally specifies conversion to EBCDIC. If this
parameter is not specified, the default is no conversion.

TRUNMSG={ALL}
ONE

Optional message indicating the record number of records
truncated during UNSTAGE. Valid choices are ALL and ONE.
anLL =-- Print a message for each record truncated

ONE -- Print a message for the first truncated record
only (the default)

PADCHAR=char
Optional two-character EBCDIC hexadecimal equivalent of

the character used to pad short records in a fixed-length
file. The default is EBCDIC hexadecimal 40 (blank).
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UNSTAGE
DESCRIPTION:

The IBM and DPS 6 file systems handle relative file record
sizes differently. The logical record size on a DPS 6 does
not include the four-character record number header. To
unstage a relative file at the host, you must include the
four characters when defining the host file record size,

Example:

UNSTAGE DDNAME=STAGOUT,
INDD=FTSFOUT,
NAME=DEBUT,
SOURCE=LUD

Converts the file in logical staging file LUDDEBUT in staging
file FTSFOUT to a QSAM file named STAGOUT. LUD is the LU
name where this file originated. The LU name is the
resulting default value when SOURCE is not specified in the
ADDACT statement.

The JCL statement required could be:

//STAGOUT DD DSN=ANYNAME.FILE,DISP=0LD
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Printing Information from the History File

To print information from the history file, use these utility
control language statements:

@ List History File
e List Summary Statistics.
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LIST HISTORY FILE (LISTHST)

List the contents of the history file. The listings can be
of type detail, .exception, or summary. The records to be listed
can be selected by date and time, .LU, .or all.

FORMAT:

[label] LISTHST TYPE=report_type
[, SDATE=(mmddyy) ]
[ , EDATE= (mmddyy) ]
[, STIME=(hhmm) ]
[, ETIME=(hhmm) ]
[, RUNID=run_id]
[ ,LU=1u_name]
[,GROUP=group_name]
[, SESSID=session_id]
[, INPUT=dd_name]

PARAMETERS:
label

Optional standard label.
TYPE=report_type

History report type. Possible types are SUMMARY, .DETAIL, .
and EXCEPTION.

SUMMARY -- Generate summary statistics

DETAIL —-- List contents of the history file within
selected options

EXCEPTION -- List detail contents of the history file for
failed sessions

SDATE=mmddyy

Optional starting date of listing. mm=month, .dd=date, .
yy=year. The default is no starting date (that is, list

all entries).
EDATE=mmddyy
Optional ending date of listing. mm=month, . dd=date, .

yy=year. The default is no ending date (that is, list all
entries).
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STIME=hhmm

Optional starting time for listing. The default is no
starting time (that is, list all entries).

ETIME=hhmm

Optional ending time for listing. The default is no
ending time (that is, list all entries).

RUNID=run_id

Optional user-defined run ID for selection. The default
is all run IDs.

LU=1u_name

uUptional selection by LU. The default is all LUs.
GROUP=group_name

Optional selection by group. The default is all groups.
SESSID=session_id

Optional selection by session ID. The default is all
session IDs.

+NPUT=dd_name

Optional DD name of the QSAM history file. The VSAM
history file can be copied to the QSAM history file; the
QSAM history file thus contains a cumulative history. If
this parameter is not specified, the VSAM history file is
used as input.

DESCRIPTION:

All selection parameters can be specified. When selecting a
starting and ending time, a starting and ending date should
also be specified. If a time range is specified without a
date range, the time range is assumed to be within one day.

If TYPE=EXCEPTION is specified, you must specify a staging
file named FTSFINl. FTSFINl is used as a temporary sort file
for the sessions with exception status. The records in this
sort file are 28 characters longer than records in the
history file. The number of records required (and thus the
space required) depends on the number of sessions with
exception conditions and the number of history file records
for each session,
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The summary report lists selected Transmission Control
Program results recorded in the history file. The listing is
in time sequence order. Each item printed contains: run ID,
run date, time, origin, LU name, group name, session ID,
sequence number, task ID, message ID, and message type.
Message text is also printed, along with other appropriate
information depending on the message.

The detail report lists the history file within selected
options. The listing is in time sequence order. All records
are listed: run ID, date of this record, time added to file,
originating CSECT, LU name, group name, session ID, sequence
number, task ID, message ID, message type, and text of the
message. 1n addition, messages can have hexadecimal data
embedded in the message text. These messages are converted
to displayable decimal characters, displayable hexadecimal
characters, or both.

The exception report lists only sessions that failed during
startup/shutdown or sessions that had action records that
failed. The listing is in session/LU/group/runtime order.
Print lines are in the same format as the detail report.

The history file can be cleared at the beginning of each
communications cycle. Intformation in the (VSAM) history file
can be appended to the QSAM history file for later printing.
If the history file is not cleared, SFT-H appends to it,
recording a cumulative history.

If you want some actions to occur and then want to list the
history file to determine the results of the actions, you
cannot put the LISTHST statement in the same utility control
language file as the Add Action statements. If the LISTHST
and the ADDACT statements are in the same file, the LISTHST
will be executed immediately (before the actions take place).
Example 1:

LISTHST TYPE=EXCEPTION

Lists the contents of the history file for failed sessions.

Example 2:
LISTHST TYPE=DETAIL

Lists a detailed contents of the history file.
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Example 3:
LISTHST TYPE=SUMMARY

Lists summary statistics.

3-48 CR60-01
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LIST SUMMARY STATISTICS (SUMSTAT)

List summary statistics from the transmission status file.
FORMAT :
[label] SUMSTAT [TYPE=report_ type]
PARAMETERS:
label
Optional standard label.
TYPE=report_ type

Optional '‘summary report type''. Possible types are
NOTRANSFER, NOTSTARTED or NOSTART, COMPLETE or COMP, and
INCOMPLETE or INCOMP. If no type is specified, all
summary statistics are printed.

NOTRANSFER}
NOTRAN

List sessions that were attempted, but did not affect
any change, either at the DPS 6 or at the host. This
mostly includes sessions for which LUs were not active.

{NOTSTARTED
NOSTART

List sessions that have not yet been scheduled.

{COMPLETE}
COMP

List sessions for which all actions completed
successfully.

{INCOMPLETE}
INCOMP

List sessions for which partial transmissions took
place. The transfer of even one record in one action
constitutes an incomplete session,
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DESCRIPTION:

This statement prints a summary report, one session per line,
sorted by LU name, in four categories. If you do not specify
a report type, all four are printed.
Example:

SUMSTAT TYPE=COMPLETE

List completed sessions. Figure 3-3 is a sample of such a
report.
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USING DYNAMIC FILE ALLOCATION

Dynamic file allocation permits sending host files to SFT-6
systems without first staging them. Cataloged, mounted disk
files can be dynamically allocated and sent to SFT-6. These file
types and organizations can be sent:

@ VSAM files: Entry Sequence, Key Sequence, Relative Record
® (QSAM files: Fixed and Non-Spanned Variable Length.

To use dynamic file allocation, you must specify an
appropriate Send action in an ADDACT statement, and you must
specify two parameters on the EXEC card for the communications
program,

In the ADDACT statement, specify ACTION=SEND. Specify these
parameters:

@ DSNAME=filename, where filename is the fully qualified
name of the cataloged file or cluster that is to be
transmitted

® DSNPASS=password, where password is the password for
DSNAME (required only if the data set is password
protected)

@ MEMBER=name, where name is the name of a member of a
partitioned file (use this subparameter only if DSNAME is
the name of a PDS)

® COMPRESS={YES} ; the default is COMPRESS=YES
NO

@ CONVERT=ASCII; the default is no conversion.
Do not specify any of these subparameters:
INDD=

INDDPASS=

SOURCE=
NAME=

In the EXEC card for the Transmission Control Program,
specify these parameters:

e MAXFILES=number, where number is an integer between 1 and
500. This parameter provides the limit on the number of
concurrent files allocated. The default is 1.

e DEALLOC=YES or NO, to specify whether or not to deallocate
the file when it is closed. The default is NO.
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DEFINING SESSION LIMIT GROUPS

This SFT feature provides a way to limit the number of
concurrent sessions between SFT-H and a specific set of SFT-6
programs.

There are two steps to creating a session limit group:

1.

Add the LUs belonging to the session limit group to the
resource master file using the LIMITGR parameter of the
ADDLU verb. An LU can be in no limit groups (the
default) or in the group specified. The group name
specified in the LIMITGR parameter can be an ordinary
group, or can be defined only as a limit group, or can be
not defined at all (same as LIMITNO=1).

Add the session limit group to the resource master file
using the ADDGRP verb. The LIMITNO parameter specifies
the number of sessions within the limit group that can
execute concurrently. The default value is LIMITNO=1.

PREPARING TO USE THE ONLINE OPERATOR INTERFACE

Before you can use the online operator interface, you must
take these steps:

ll

4.

Using ADDLU, add an LU (as defined to ACF/VTAM) to the
resource master file for each possible 3270 terminal that
can be used as an operator terminal.

Using ADDGRP with the keyword GROUP=OPERATOR, add an
operator group to the resource master file. Using the
ADDLU keyword, include all terminals that can be used as
operator terminals., For example, to add three possible
online operator interface terminals, use these
statements:

ADDLU=D4L461
ADDLU=D41L462
ADDLU=D4L463
ADDGRP GROUP=OPERATOR, ADDLU=(D4L461, D4L462, DA4L463)

Using ADDSES with the keywords SESSID=OPERATOR and
GROUP=OPERATOR, add a session to the transmission control
file.

Using ADDACT with the keyword ACTION=OPER, add an action
to the operator session.

See Appendix F for an example of these steps.
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For operator ID and password protection, a previously
assembled security table must also have been created (see the

Host System Programmer's Guide).

See Section 3 for a discussion of coding the EXEC statement
for the Transmission Control Program.

You must invoke the online operator interface before it can
be used; see Section 2 for a discussion of how to invoke and use
the interface.
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Section 4
TRANSFERRING FILES

The Transmission Control Program (SFTTCP) selects an SFT-6
for communication based on the session definitions contained in
the transmission control file. Once a session with an SFT-6 is
initiated, the functions you defined are performed. A record of
the progress within the session is maintained within the
transmission status file for restart purposes. 1In addition,
statistical information is maintained in the history file.
Sessions with multiple SFT-6s are supported.

As long as the user-defined session limit has not been
reached, the transmission control file is searched for a session
to initiate. If one is found, the session initiation is
attempted. If the session initiation is successful, a subtask is
initiated to perform the requested functions. SFTTCP then
performs the Send or Receive action requested. If the session
initiation is not successful, or when the subtask completes
processing, the transmission status file is also updated.

If you requested that the logical staging file be deleted
after sending, SFTTCP sends the logical file, generates an
SFTBATCH utility control language statement to delete the logical
staging file, and finally attempts to delete the logical staging
file. If the deletion fails, you can delete the file during a
subsequent execution of SFTBATCH. The utility control language
statement is written to the file PASSDATA.
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If you requested that the session be deleted after

SFTTCP generates an SFTBATCH utility control language
statement to delete the session, after the session completes.

You can delete the session during a subsequent execution of

The utility control language statement is written to
the file PASSDATA.

completion,

SFTBATCH,

The tra

activity.

bel
i

St

a

mission status file is updated to reflect session
istical information is generated for later

reports. Data received from SFT-6 is stored, as received, in

staging files.

This section includes sample JCL that executes the
Transmission Control Program. Also included are a discussion of
the PARM parameter of the Transmission Control Program EXEC
statement and a discussion of restarting the Transmission Control

Program.

Appendix C contains a list of the Transmission Control
Program condition codes and their meanings.

EXECUTING THE TRANSMISSION CONTROL PROGRAM

The sample JCL in Figure 4-1 illustrates execution of SFTTCP
using one staging file. (Remember that file and library names
are installation-dependent.) Appendix F contains a complete
example of SFT use, including several executions of SFTTCP,.

//COMMUNIC EXEC PGM=S1000,REGION=512K,TIME=(,45) ,PARM="MODE=START'

//STEPLIB
// STEPCAT
//ACBMSG
//ACBHST
//ACBRMF
//ACBTCF
//ACBTSF
// SNAPDUMP
// SYSUDUMP
//FTSFIN
//FTSFOUT
//PASSDATA

DD
DD
DD
DD
DD
DD
DD
DD
DD
DD
DD
DD

DISP=SHR,DSN=FTF,LOAD
DSN=VSAM, USERCAT,DISP=SHR
DISP=SHR,DSN=MSGV,CLUSTER
DISP=SHR,DSN=HSTV,CLUSTER
DISP=SHR,DSN=RMFV, CLUSTER
DISP=SHR,DSN=TCFV, CLUSTER
DISP=SHR,DSN=TSFV, CLUSTER
SYSOUT=*
SYSOUT=*,DCB=( RECFM=FB, LRECL=121 ,BLKSIZE=1210)
DSN=DFL1.CLUSTER, DISP=SHR
DSN=DFL2 .CLUSTER, DISP=SHR
SYSOUT=B

Figure 4-1.

Executing the Transmission Control Program
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DD Statements Required for SFTTCP

SFTTCP requires these DD statements:

//STEPLIB DD DSN=FTF.LOAD,DISP=0LD

//STEPCAT DD DSN=vsam_usercat,DISP=0OLD

//OUTPUT DD SYSOUT=locationl

//REPORT DD SYSOUT=location2

//PASSDATA DD SYSOUT=location3

//SNAPDUMP DD SYSOUT=A

//SYSUDUMP DD SYSOUT=A

//ACBHST DD DSN=history_file,DISP=OLD

//ACBMSG DD DSN=message_file,DISP=SHR

//ACBRMF DD DSN=resource_master_file,DISP=0LD
//ACBTCF DD DSN=transmission_control_file,DISP=0LD
//ACBTSF DD DSN=transmission_status_file,DISP=0OLD
//FTSFOUT DD DSN=default_indd_staging_file,DISP=0OLD
//FTSFIN DD DSN=default_outdd_staging_file,DISP=0OLD
//FTSFIN1 DD DSN=default_sortlist_exception_file,DISP=0LD

The vsam_usercat parameter specifies the name of the VSAM
user catalog. The locationl, location2, location3, etc., para-
meters specify where output is sent or where information is loca-
ted. The history file parameter names the SFT history file clus-
ter; the message_file parameter names the message file cluster,
etc. PFTSFIN is the default input staging file (for files coming
in to the host); FTSFOUT is the default output staging file (for
files going out to the DPS 6); and FTSFINl is a sort work file
for the history file exception report. If you wish to define
more than the default input and output staging files, include
more DD statements for FTSFIN and FTSFOUT. In general, specify
DISP=OLD for one or more DD statements to prevent deadlock.
Appendix F contains examples of these declarations.

The PASSDATA file contains Delete statements that are
generated by SFTTCP when it processes Send actions with
DISP=DELETE and ADDSES statements with DISP=DELETE. SFTTCP
generates SFTBATCH utility control language statements to delete
the file or session and then attempts to delete the file or
session., If the deletion fails, you can use the generated
statements to delete the files during an execution of SFTBATCH.
You can either print the generated statements (by specifying
SYSOUT=A for PASSDATA) or you can create PASSDATA (on disk or
tape). If you do not specify any DISP=DELETE parameters, you
need not include a DD statement for PASSDATA. If you do specify
DISP=DELETE and do not include a PASSDATA DD statement, SFTTCP
terminates abnormally.

PARM Parameter

The only user-definable parameter on the EXEC statement is
PARM. It tells the Transmission Control Program where in the
communications cycle this execution is, and it allows overriding
values in the default values table. Remember that using symbolic

4-3 CR60-01



parameters limits you to one JCL record, while using the
PARM. STEPNAME JCL override format, you are limited to 100
characters between parentheses.

FORMAT:

| START

[ , RMFPASS=password_1]
[ , MSGPASS=password_2]
[ ,HSTPASS=password_3]
[, TCFPASS=password_4]
[, TSFPASS=password_5]
[, RUNID=run_id]
[, DEBUG= (YES
st
[ ,MAXSESS=max_ses]
[, NOMTIME=hhmm]
[, TRACE= {ON
T O
[, TRTAB=size]
—,OPERSES={ENABLE }]

DISABLE
[, OPERATOR=1uname]
[ , EXTREQ=req_num]
[, MAXFILES=max_files]
[,DEALLOC={YES}]

PARM="' [MODE= RESTART| ]
L )]

NO
,BLKOUT={ENABLE }
DISABLE

[,CONS={§gS}]'

PARAMETERS:

MODE={START }
RESTART

SFTTCP mode of operation., Valid values are START and
RESTART.

START -- Except for the dummy record, the transmission
status file must be empty

RESTART -- Continue with work not previously completed
(the default)

RMFPASS=password_1l
MSGPASS=password_2
HSTPASS=password_3
TCFPASS=password_4
TSFPASS=password_5

Override the password specified in the default values
table for the specified file.
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RUNID=run_id

One through eight alphanumeric characters used as an
identifier in all history file records created by
SFTTCP. The first three characters are also used as a
prefix for all messages sent to the system console., The
default is 22222222,

DEBUG={YES}
NO

Generate diagnostic SNAPDUMPs or suppress them. Valid
values are YES or NO. The default is NO.

MAXSESS=max_ses

Default maximum number of SFT-H/SFT-6 sessions allowed.
SFT-H/operator sessions are not included in this value.
MAXSESS is an integer from 1 through 200. The default
is 5.

NOMTIME=hhmm

Nominal starting time for SFTTCP. A session defined
with a non-zero time but no date (for example, a job
that is to be run daily after some specified time) is
considered ready to execute when (1) the real wall clock
time is later than the session time, and (2) NOMTIME is
later than the session time. This parameter can be
useful when a session is defined with a time near
midnight and SFTTCP is executed (either in START or
RESTART mode) just after midnight.

TRACE={ON }
OFF

Trace SFTTCP activity via GTF or not. The valid values
are ON (trace activity) or OFF (do not trace activity).
The default is OFF.

TRTAB=size
Number of 32-character entries in the SFTTCP internal
trace table. TRTAB is an integer from 0 through
32,767. The default is 1000.

OPERSES= { ENABLE }
DISABLE

Enable or disable the online operator interface.

OPERATOR=1u_name I

The name of the primary operator terminal.
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EXTREQ=req_num

Override the maximum number of external requests
specified in the default values table EXREQS value.
Enter an integer from 1 through 500. The default is 8.

MAXFILES=max_files

Specify the maximum number of files that can be
dynamically allocated at one time; max_files is an
integer from 1 through 500. The default is 1.

DEALLOC={YES}
NO

Deallocate dynamically allocated files when done (YES)
or not (NO). The default is NO.

BLKOUT={ENABLE }
DISABLE

Specify whether to block outbound (to DPS 6)
transmissions to full request unit sizes. Possible
values are ENABLE and DISABLE.

ENABLE -- Block outbound transmissions
DISABLE -- No blocking

CONS={YES}
NO

Specify whether or not SFT messages are displayed on the
operator's console.

Activating Online Operator Interface Terminals

To activate one or more online operator interface terminals,
include these parameters on the EXEC statement:

e OPERSES=ENABLE, to enable the operator session

e EXTREQ=num, to specify the maximum number of concurrent
operator logon requests

® OPERATOR=luname, to specify the LU addresses of each
terminal.

When it is activated, SFTTCP attempts to establish a session

with each operator terminal. Once the session is established, an
operator can log on.
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RESTARTING THE TRANSMISSION CONTROL PROGRAM

When the Transmission Control Program executes initially
(that is, with PARM='START'), it checks that the transmission
status file is empty. The session records are then entered,
based on information in the transmission control file and
resource master file. As the Transmission Control Program
executes, these records are marked ACTIVE while executing,
COMPLETED, when done, or RETRY if the session failed.

If the Transmission Control Program terminates without
completing (for example, it aborts, the host crashes, or the
operator issues the HALT command), it can be run again with or
without the File Maintenance Utility being run first., In this
case, it should be run with PARM='RESTART' in the EXEC
statement. The Transmission Control Program then checks the
transmission status file against the resource master file and the
transmission control file for changes. Sessions that are no
longer valid are marked IGNORE. If the transmission status file
was modified before the restart, new sessions are added.
Sessions that were marked ACTIVE when the Transmission Control
Program terminated are marked RETRY. Then the Transmission
Control Program begins running all sessions marked RETRY,

NOTE

No not add new actions to existing sessions. If
you do, the results will be unspecified. You can,
however, add new sessions before restarting
SFTTCP.

CLEARING SFT CONTROL FILES

At the end of each communications cycle, you should clear the
staging files. You can do this in two ways:

1. Use the Erase Logical File from Staging File (ERASE)
control statement. You must issue this statement
separately for each logical file within the staging file
you wish to erase.

2., Use IBM Access Method Services to clear the entire
staging file. Figure 4-2 contains a JCL fragment that
clears clusters defined with the REUSE option; Figure 4-3
contains a JCL fragment that clears clusters defined
without the REUSE option. The Access Method Services
uses the Initialization File that contains dummy records
for the SFT-H control files as follows:

HST -- History file

RMF -- Resource master file

TCF -- Transmission control file
TSF -- Transmission status file
SF -- Staging file
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//* CLEAR CLUSTER DEFINED WITH THE REUSE OPTION
//TSFCLEAR EXEC PGM=IDCAMS,REGION=512K
*

//* EXECUTE ACCESS METHOD SERVICES UTILITY PROGRAM

//* )

//SYSPRINT DD SYSOUT=*

/¥ |

//%* INCLUDE DD CARD POINTING TO TSF PROTOTYPE CONTENTS

/*

//TSFPROTO DD DISP=SHR,DSN=HISTS.REL11l.,PROTO (TSF)

//*

//* CONTROL CARDS FOLLOW

//*

//SYSIN DD *
REPRO /* REPRODUCE OR COPY FILE */ -
INFILE (TSFPROTO) /* INPUT FORM DD CARD ABOVE */ -
OUTDATASET (TSF.CLUSTER) /* OUTPUT CLUSTER */ -
REUSE /* DISCARD CONTENTS */

/-k

//

Figure 4-2. Clearing a Cluster Defined With the REUSE Option

//: CLEAR CLUSTER DEFINED WITHOUT THE REUSE OPTION
§§£SFCLEAR EXEC PGM=IDCAMS, REGION=512K

;?: EXECUTE ACCESS METHOD SERVICES UTILITY PROGRAM
fffYSPRINT DD SYSOUT=*

;?* INCLUDE DD CARD POINTING TO TSF PROTOTYPE CONTENTS
§§$SFPROTO DD DISP=SHR,DSN=HISTS.REL11l.PROTO (TSF)

;;* CONTROL CARDS FOLLOW
*
//SYSIN DD *
/* DELETE OLD CLUSTER, REDEFINE IT, AND THEN COPY
/* PROTOTYPE RECORD(S) */
DELETE (TSF.CLUSTER)
DEFINE CLUSTER( -
NAME (TSF.CLUSTER) -
RECORDS (100 100) -
VOLUMES (IPOCAT) -
SHAREOPTIONS (2)) -

DATA ( -
RECORDSIZE (342 342) -
KEYS (17,0))

REPRO -
INFILE (TSFPROTO) -
OUTDATASET ( TSF. CLUSTER)

/*
//

Figure 4-3. Clearing a Cluster Defined Without the REUSE Option
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CHARACTER STRING TRANSLATION SUBROUTINE (SUBXLATE)

SUBXLATE contains subroutines that convert character strings
between ASCII and EBCDIC using the internal SFT translate tables.

SUBXLATE is a reentrant module with two entry points:

® SUBXE2A -- Translates character strings from EBCDIC to
ASCII

® SUBXA2E -- Translates character strings from ASCII to
EBCDIC.

A single call to this module translates from 0 to 32,767
bytes of data.

Use of these conversion routines with packed decimal data
gives unspecified results.

Assembly Language Interface To SUBXLATE

When you invoke SUBXLATE, registers Rl1, R13, R14, and R1l5
must contain these addresses:

@ Rl -- Parameter list

e Rl13 —-- Save area for register storage

® Rl14 -- Return to caller

e R15 -- Appropriate entry point (SUBXE2A or SUBXA2E).

The parameter list format is: (1) the address of the string
to be translated, followed by (2) the address of the aligned word
containing the binary count of characters to be translated. The
address must be on a full word boundary.

When SUBXLATE exits, R15 contains 00 to indicate successful
completion.

SUBXLATE generates no error codes, no error messages, and
should not end abnormally.

Entry to SUBXLATE is by the standard IBM calling sequence;
the exit from SUBXLATE is by a branch on Rl4.

COBOL Interface to SUBXLATE

You can invoke SUBXLATE from a COBOL program with a
CALL USING statement that passes the character string and its
length to SUBXE2A or SUBXA2E. Figure 4-4 contains the COBOL
statements required to translate a 40-character field (FIELD1)
from EBCDIC to ASCII and a 20-character field (FIELD2) from ASCII
to EBCDIC,
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NOTE

Figure 4-4 is not a complete COBOL program; it
contains only those statements required for the
translations.

WORKING-STORAGE SECTION,

01 USER-DATA.
05 FIELDI1 PIC X(40).
05 FIELD2 PIC X(20).

01 LENGTH-40 COMP PIC S9(8) VALUE 40.
01 LENGTH-20 COMP PIC S9(8) VALUE 20.

PROCEDURE DIVISION.

CALL 'SUBXE2A' USING FIELD1,LENGTH-40.
CALL 'SUBXA2E' USING FIELD2,LENGTH-20.

Figure 4-4., Translating Character Strings in COBOL

Figure 4-5 is a sample of job control language to compile
such a COBOL program.
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//****************************************************************** 000001

//* THE FOLLOWING IS SAMPLE JCL FOR COMPILING A HOST COBOL * 000002
//* PROGRAM THAT CALLS THE SFT-H 'SUBXLATE' MODULE FOR DOING * 000003
//* EBCDIC/ASCII OR ASCII/EBCDIC CONVERSIONS. * 000004
/****************************************************************** 000005
//COBOL EXEC PGM=IKFCBL0O,REGION=192K, 000006
7/ PARM= (NOTEST, SXREF, LIST, LET, SOURCE, DMAP, PMAP) 000007
//SYSPRINT DD SYSOUT=* 000008
//SYSIN DD * 000009
kkkkhkhkhkhhkhkkkkkhkkkhkhkhkhhkhkkhkhkhkhkkhkkhkkkdkkk 000010
//** THE PROGRAM SOURCE WOULD GO HERE **#*% 000011
//***************************************** 000012
//SYSPUNCH DD DUMMY 000013
//STEPLIB DD DSN=SYS1.VSCOLIB,DISP=SHR 000014
//SYSUT1 DD UNIT=SYSDA,SPACE=(CYL,(2,2)) 000015
//SYSuT2 DD UNIT=SYSDA,SPACE=(CYL,(2,2)) 000016
//SYSUT3 DD UNIT=SYSDA, SPACE=(CYL, (2,2)) 000017
= r = ’ ’
//SYSuUT4 DD UNIT=SYSDA, SPACE=(CYL, (2,2)) 000018
//********************************************************* 000015
//**  THE FOLLOWING 'SYSLIB DD' STATEMENT SHOULD CONTAIN * 000020
//**  THE SF1—-H DISTRIBUTION LOAD LIBRARY: * 000021
S/** ' SOMENAME' . SFTHLIB * 000022
//********************************************************* 000023
//SYSLIB DD DSN='SOMENAME'.SFTHLIB, DISP=SHR 000024
//SYSLIN DD DSN=&&0BJECT,DISP= (NEW, PASS), 000025
SPACE=(TRK, (5,1) ) ,UNIT=SYSDA 000026
//****************** 000027
//LINK EXEC PGM=IEWL,REGION=192K,COND=(12,LE,COBOL), 000028
// PARM= (LIST,LET, XREF) 000029
//SYSPRINT DD SYSOUT=* 000030
//*************************************************************** 000031
//**  THE FOLLOWING 'SYSLIB DD' STATEMENTS SHOULD CONTAIN * 000032
//**  THE SF1-H DISTRIBUTION LOAD LIBRARY AND OBJECT LIBRARY * 000033
//**  CONCATENATED WITH THE SYSTEM COBOL MACRO LIBRARY. * 000034
//** ' SOMENAME' . SFTHLIB * 000035
VA ' SOMENAME' , ASFTHMOD * 000036
//*************************************************************** 000037
//SYSLIB DD DSN='SOMENAME'.ASFTHMOD,DISP=SHR 000038
// DD DSN='SOMENAME'.SFTHLIB,DISP=SHR 000039
// DD DSN=SYS1,VSCLLIB,DISP=SHR SYSTEM COBOL LIBRARY 000040
//SYSLIN DD DSN=&&0BJECT, DISP= (OLD, DELETE) 000041
DD DDNAME=SYSIN 000042
//***********************************t*************************** 000045
//**  THE FOLLOWING 'SYSLMOD DD' STATEMENT SHOULD CONTAIN * 000044
//**  YOUR INSTALLATION LOAD LIBRARY. * 000045
//*************************************************************** 000046
//SYSLMOD DD DSN='INSTALLATION LOAD LIBRARY',DISP=SHR 000047
//SYSUTL DD UNIT=SYSDA, SPACE=(CYL,(2,2)) 000048
//*************************************************************** 000049
//**  THE FOLLOWING 'INCLLIB DD' STATEMENT SHOULD CONTAIN * 000050
//**  THE SFI-H DISTRIBUTION OBJECT LIBRARY. * 000051
*k ' SOMENAME' , ASFTHMOD * 000052
//**  IT WILL BE REFERENCED IN THE INCLUDE STATEMENT FOLLOWING * 000053
/*************************************************************** 000054
//INCLLIB DD DSN='SOMENAME' ,ASFTHMOD, DISP=SHR 000055
//*************************************************************** 000056
//**  THE FOLLOWING 'SYSIN DD *' STATEMENT SHOULD BE FOLLOWED * 000057
//**  BY THE INCLUDE STATEMENT TO INCLUDE THE SUBXLATE MODULE * 000058
//** IN THE LINKEDIT. * 000059
//*************************************************************** 000060
//SYSIN DD * 000061
INCLUDE INCLLIB(SUBXLATE) 000062
/* 000063
// 000064

Figure 4-5. Sample JCL for COBOL Translation Program

4-11 CR60-01







Section 5
OPERATING SFT-6

This section gives operating procedures for SFT-6, the
component of the SNA File Transfer Facility that resides at each
DPS 6 node.

STARTING UP SFT-6 USING COMMANDS

SFT-6 runs within its own MOD 400 task group. Before using
SFT in a command-line environment, you must either spawn or
create and request the MOD 400 task group within which SFT-6 is
to run. Use either the MOD 400 Spawn Group (SG) command or the
Create Group (CG)/Enter Group Request (EGR) combination.
Figure 5-1 contains a sample SG command for a task group for
SFT-6 to run in.

SG FT SFT.L6.A 0 !CONSOLE -POOL AB -WD >UDD -LRN 50 -LFN 50

Figure 5-1. Sample Spawn Group Command for SFT-6 Task Group

To execute GCOS 6 command files (ADDACT statements with
Execute actions), you must configure a batch task group and a
batch memory pool. You must also create a batch task group. The
default directory for execute actions is >NFT>BA; that directory
should be created immediately under the root directory.

Figure 5-2 contains a sample operator command to create a batch
task group.
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CB 0 -LRN 50 -LFN 50

Figure 5-2. Commands to Create Batch Task Group and
Memory Pool for Execute Actions

For further information on creating task groups and memory
pools, . see the Commands, System Building, System Concepts, and
Operator's Guide manuals.

INVOKING SFT-6 WITH THE SNA2SFT COMMAND

To connect to the host,.invoke SFT with an appropriate
configuration file, After the Activate PU and Activate LU
commands are received from the host,.the connection is
established.

To invoke SFT in a command-line environment, .use the SNA?SFT
command.

FORMAT:
SNA?SFT pathname
ARGUMENT:

pathname

The pathname of a previously created configuration file
for SFT.

HUTT DOW FT-6

The MOD 400 New Process command does not clear all internal
SNA data structures., Using the New Process command and then
reinvoking SFT-6 causes unspecified results. To ensure proper
release of all buffers and structures, we recommend that you use

either the SNA Stop or Abort commands or the MOD 400 Abort Group
command.

Since the SNA Stop and Abort commands do not take effect
until data transfer is complete, we recommend that you use the
Abort Group command if you wish to terminate SFT-6 immediately.
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Appendix A

SUMMARY OF UTILITY
CONTROL LANGUAGE
STATEMENTS

Table A-1 lists the utility control language statements used
by the File Maintenance Program to update SFT files and generate
reports. The statements are arranged alphabetically by
mnemonics. For each statement,.the acronym, format, full
statement name, . and file affected are given. Complete
descriptions of the statements are in Section 3.
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Table

A-1., Utility Control Language Statements

Mnemonic

Statement Name

Format

File Affected

ADDACT

Add Action

ADDACT SESSID=session_id,
{GROUP=group_name}
LU=1u_name
[,SEQ=seq_#]
,ACTION=action

[, ERROPT=0option]

action_parameters

If ACTION=DELETE:
' ,FILEID=native_pathname

If ACTION=EXECUTE:
,FILEID=native_pathname_of_ec
[,ARG="dps_6_argument_list']
[, ERROUT=dps_6_pathname]

If ACTION=OPER:
no parameters

If ACTION=RECEIVE:
,FILEID=native_pathname
, NAME=output_logical_file_name
[, SOURCE=output_logical_file_source_name]
[ ,OUTDD=output_staging_file_name]
[, OUTDDPAS=staging_file_vsam_password]
,COMPRESS={YES}
xo 1]
[ ,CKPINTVL=checkpoint_interval]

If ACTION=RENAME:
,FILEID=native_pathname
, NEWNAME=new_pathname

Transmission Control
File
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Table A-1 (cont).

Utility Control Language Statements

Mnemonic

Statement Name

Format

File Aftfected

ADDACT
(cont)

If ACTION=SEND:

(FILEID='native pathname’
[ ,NAME=input_logical_file_name]
[, SOURCE=input_logical_file_source_name]
[, INDD=input_staging_£file_dd_name]
[, INDDPASS=staging_file_vsam_password]
[,DISP=([16_frile_disp][,ibm_file_disp])]
[,DSORG=organization]
[ ,KEYLEN=key_length]
[ ,KEYOFF=0ffset]
[,CISIZE=control_interval_size]
[,SPACE=([initial] [,maximum])]
[,RECL=record_Jlength]
[,RECFM=format]
[,FREESP=free_space_size]
[, OVFLFREQ=overflow_frequency]
[ ,DELATTR=delete_attribute]
[,DSNAME=file_name]
[ ,DSNPASS=password]
[ ,MEMBER=member_name]
[,COMPRESS= YES}

{No ]
[, CONVERT=ASCII]
[,CKPINTVL=checkpoint_interval]

ADDGRP

Adda Group

ADDGRP

GROUP=group_name
ADDLU=(lu_1l,lu_2[,...1lu_nl)
[,LIMITNO=number]

Resource Master File

ADDLU

Add Logical Unit

ADDLU

LU=1u_name

[, LOGMODE=vtam_log_mode]
[, TIME=hhmm]
[,LIMITGR=group_name]

Resource Master File

ADDSES

Add Session

ADDSES

SESSID=session_id,
{GROUP=group_name}
LU=1u_name

[, DATE=mmddyy]

[, TIME=hhmm]
[,PRIORITY=priority]
[ ,ERROPT=0ption]
[,DISP=disposition]

Transmission Control
File
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Table A-1 (cont).

Utility Control Language Statements

Mnemonic | Statement Name Format File Atftected
DELACT Delete Action DELACT SESSID=session_id, Transmission Control
{GROUP=group_name} File
LU=1u_name
,SEQ=action_sequence_number
DELGRP Delete Group DELGRP GROUP=group_name Resource Master File
DELLU Delete Logical DELLU LU=1u_name Resource Master File
Unit
DELSES Delete Session DELSES SESSID=session_id, Transmission Control
<GROUP=group_name} File
LU=1u_name
ERASE Erase Logical File | ERASE SOURCE=source, Staging File
From Staging File NAME=logical_staging_~file
[, INDD=dd_name_of_staging_rile]
[, INDDPASS=staging_file_vsam_password]
LISTGRP List Group LISTGRP [GROUP=group_name] Resource Master File
LISTHST List History File LISTHST TYPE=report_type History File
[ , SDATE=(mmddyy) ]
[  EDATE= (mmddyy) ]
[, STIME=(hhmm) ]
[, ETIME=( hhmm) ]
[, RUNID=run_id]
[,LU=1u_name]
[ ,GROUP=group_name]
[,SESSID=session_id]
[, INPUT=dd_name]
LISTLU List Logical LISTLU [LU=1u_name] Resource Master File
Unit
LISTSES List Sessions LISTSES [SESSID=session_id] Transmission Control
s fGROUP=group_name File
LU=1u_name
LISTSF List Staging File LISTSF [INDD=dd_name_of_input_staging_=file] Staging File

Directory

[, INDDPASS=staging_file_vsam_password]
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Table A-1 (cont).

Utility Control Language Statements

Mnemonic

.

Statement Name

Format

File Arftfected

STAGE

Stage User File
for Transmission

STAGE

DDNAME=input_file_dd_name,
NAME=input_file_name
[ , SOURCE=source]
[,0UTDD=output_staging_file_dd_name]
[ ,OUTDDPAS=staging_file_vsam_password]
[ ,DSORG=0rg]
[ ,KEYLEN=key_length]
[,KEYOFF=0ffset]
[,CISIZE=control_interval_size]
[,SPACE=([initial] [,maximum])]
[ ,RECL=record_length]
[, RECFM=format]
[, FREESP=free_space_size]
[ ,OVLFREQ=overflow_frequencyl
[,DELATTR={YES}]
NO

[ , CONVERT=ASCII]
[,COMPRESS={YES}]

NO

Staging File

SUMSTAT

List Summary
Statistics

SUMSTAT

[TYPE=report_type]

History File

UNSTAGE

Unstage Received
File for
Processing

UNSTAGE

DDNAME=output_gsam_dd_name,
NAME=input_file_name
[ , SOURCE=source]
[,DISP=disposition]
[ INDD=input_staging_file_name]

, INDDPASS=staging_file_vsam_password]
[ DECOMPR— YES

NO }]
CONVERT—EBCDIC]

[,
TRUNMSG— ﬂ
NONE
[, PADCHAR=char]

Staging File







Appendix B
SFT MESSAGES

The SFT notifies you of error conditions and attempts to
continue doing useful work. Errors detected in utility control
language statements are documented in the run report generated by
SFTBATCH. Errors in keyword parameter values result in use of
defaults (where defaults exist). Errors in syntax or required
keywords result in the statement being ignored. Errors in file
content result in the requested function not being performed.

Errors detected by the Transmission Control Program result in
one of several actions, . depending on the severity of the error,
If the session is terminated,.it is queued for retry later.

Errors detected by SFT-6 and reported to SFT-H are handled
according to your specification. The action can be to terminate
the session and not reschedule,.to terminate the session and
reschedule, .or to skip the function in error and continue with
the next function for the session.

The only SFT-related error messages appearing at the DPS 6
operator console are standard SNA error messages. For more
information on SNA error messages,.see the DPS 6/SNA
Administrator's Guide.

The rest of this appendix consists of a list of messages
generated by the File Maintenance Utility and the Transmission
Control Program. The message descriptions indicate cause,
effect, and corrective action for each message.
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In this appendix, .messages generated by SFT-H are arranged
according to which SFT-H program generates them:

1. SFTBATCH messages
2. SFTTCP messages

Messages are arranged according to message ID (MSGID). A
characters and question mark (?), percent sign (%), and dollar
sign ($). Message IDs are listed in EBCDIC collating segquence.
SFTBATCH messages have message IDs 20001 through 47102; all other
message IDs identify SFTTCP messages.

Strings of percent signs (%) or percent signs and capital Xs
(%X) represent variable information that is supplied either by
SFT or the system (e.g., messages from VTAM).
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TRANSMISSION CONTROI. PROGRAM (SFTTCP) MESSAGES

C8001- FAILURE DURING VTAM INITIALIZATION: OPERATION: %X%X%X%X
R15: %X%X%X%X RO: 3X%X3¥X%X

Cause: Failure during initialization of VTAM resources.

Effect: The job step is terminated. No attempt to
communicate with any SFT-6 system has been made.

Action: Using the operation codes in Table B-1, correct the
condition causing the error, and resubmit the job.

Table B-1. Operat<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>