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1.0 lIntroduction
1.1 Purggse_and_Scape
Th‘is ‘

document

Supervisor

describes
capdabilities and external
(F¥S) Services to be

SECTIUN 1

FMS SERVICES

and defines the
interfaces of the File

functional
Management
implemented for SRSv.

The services provided by FMS apply only to files to be
cataloyed by the F5, In addition to such filess, there are
uncataloged files or files that may be cataloged by means

other than
to such

Fi1S .

The services that FMS

pertormed by other

source Mahager.

ings, the operation of
herein.

The wversion of the

functions and options

0 Mass Data File

nwone of the
dncataloged files,

operating system
Alt hough

services described herein apply

provides depend on supporting services
subsystems such as Re~-
occasionally referenced in pass~—

these other grograms is not described

EDS does not include
necessary to support:

the additional

subsystem

1.2 Bagkyrouno_Assumed_for _the_Reader

The reader should pe
File Manayement

Systeme

familiar Wwith the concepts of the GIII
GCO0S IV ECLs, and Resource Manager.
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-

xternal _Functional Description

it

befiniticon_of_Terus
Access_Control_List

An Access (Control List is a logical structure wused
Wwithin GCOS 06 to limit access to <certain resources
including files, directories, peripheralss, and applica-
tion software. The Llimiting of access 1includes both
those who can use the resocurce and how the resource may
be used.

Access_Cuntrol _Liste_Initial

The initial access control list is a list associated
with a directory that specifies what the access control
list ¢t a newly created directory or file subordinate
to it will bve.

Ageess _Rights
ACCESS RIGHTS are the privileyes or permissions yiven
tv a user or users which allow them to use 3 service oOr
access a resource. An example of a resource from a
Media fanagyement System (MMS) point of view i1is a tape
or 4 disk or a set thereof.

Agcount

An ACCOUNT 1s mechanism provided to <charge users for
services and resources. Typically, an account is
assigned to 3 project or department of which the user
is parte An ACCOUNT is also the top directory node for
a substructure on a disk volume set. An account node
may reside on more than one disk wvolume set. It
differs slightly from a regular directory in that there
are special records (or files) associated with an AC-
COURNT that contains information such as valid users for
this ACCOUNT, accounting informations, etca

One ACCOUNT is always designated as the SYSTEM ACCOUNT

and cataloys system information such as mail boxes.,

NOrk stationss, and users who can log on to the system.
Acgcount _Adpiaistcator

An ACCOUNT ADMINISTRATOR is the person given the re-

sponsibility and authority to allow other persons to

1=-2 June 25, 1979 - (09:35



operate under the account and to set some maximum dol-
lar value which the user may charge to the account.
The ACCOUNT ADMINISTRATOR represents the OWNER of the
ACCOUNT,

Accuunt [

An Account_Id is a unigue name assigned to each account
in the systema

An activity 1s a subdivision of a job that corresponds
to the execution of one or more processes, It is syn-
onymous with the term "job step”.

Attrigute_set

The attribute set censists of the information about a
file that may be needed when that file 1is accessed,
This information is specitied when the file is created.
Some of these attributes can be permanently modified or
temporarily cverridden for the duration of a job.

1-3 June 25, 1979 - 09:35



Cataloy
The FMS Cataloy
files and their
ture is created

about files

account's

chnical grouping of files

is a

structure of
puilt and maintained by FMS to retain
authorized users.
for each
cataloged under
records, directories and

that

mass storage records
information about
A separate substruc-
account to record

information

account name, The
file descriptions within each
substructure are

organized to allow hierar-

for the account.

zation may be il lustrated as fcllows:

- - - - —— —— > - -

¥
fAccount |
Lo__A___1
DU B |
i i
b N
L.8_1 L.C_1
-1l i N R
| ¥ ] v
i (G) (H) (1
|
--y__
l_p_l
-1 1___
] ¥
(g) (F)

where rectangles

Creator
The CREATOR of an entity
establishes the entity.

subordinate to a
granted by

catalog
the OWNER of
entity has several

implied

entitys he may read, write,

may assign the

ty. The (REATOR of en entity

rights of
OWNER of the superior

is the
The right to create an entity
a right that must be
CREATOR of an
rights with respect to that
or delete the entity and he
{including the

node 15§
the nodea

L1_Root__1

- - — -

other users

-

person

The

This organi-

———Y
fAccountl
___¢___1

represent directories and circles rep-
resent descripti onse.

who first

nodes) with respect to the enti-
is an OWNER of that enti-
ty and all subordinate entities.
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Directory

A DIRECTORY 1s a entry in the structure that serves as
an index to subordinate directories, file descriptions.,
and links to other parts of the structure. It is used
to establish the hierarchical cr "tree" organization of
the structure. It also contains access control infor-
mation for the directory node and default access con-
trol and attributes for subordinate files and
directories.

birecrorys_Initial _Working

The directory that is established as the working direc-
tory for a user wWwhen he first logs into the system 1318
the 1nitial working directory. This directory 1s
specified in the wuser profile and is based on the
userid and account under which he enters the system,

pirectorye_Root

The root directory is that directory that is superior
to all other directories or files on the containing
volume set. The root directory is often referred to
simply as the “root".

Directorye_4orking

The working directory identifies the user's current Llo-
cation Within the cataloy hierarchy with regard to rel-
ative pathnames. Any pathname specified by the user
that does not begin Wwith a greater than(>) character 1is
considered to be relative to the working directory. By
default, this directory is wused by the search rules
(See section 3.3.4).

Directory_Hierarchy

The directory hierarchy is the tree structure organiza-
tion ¢f the Logical contents of the catalog.

Entry Wdame

An entry name is a name given to an item contained in
the cataloy data structure. It may contain one or more
components separated by periods. ALl names given to
entries immediately subordinate to a directory must be
unigue «

1=5 June 25, 1979 - 09:35



Egual_Convention

The egual convention is a method used by some commands
to specify one or more characters in a group of subor-
dinate entry names,

file

A FILE is & <collection of 1information consisting of
records pDertaining to a single subject. In the context
of business data, a payroll file is an example. A file
may reside on a disk or tape volume set and may be
recorded on more or part of a volume or on more than
one volume. It may be cataloged or uncataloged. If it
resides on disk and is cataloged, it must reside on the
same volume set as it's file description,

file_generation

A File Generations, or simply a Generation, is a file
which 1i1s part of a Generation Sete.

Eile_Generation_Set

A  Generation Set i1s a <cataloyed set of successives
functionally rel ated files which are controlled by the
Systema

Eile_hame

Filename is a generic term fcor the 1identifier of a
file. More specific terms are absolute pathname, rela-
tive pathname, entryname, external file name and inter-
nal file name. Each of these is defined in this sec~-
tion.

Eile_Nawee Externgl (efn)
An external file name is fully qualified pathname which
identifies a file unambiguously to the file system. An

external filename i1s often referred to as a pathname or
a filename,

1-6 June 25, 1979 - 09:35



Eile_Namee_Internal_(ifn)

The internal file name relates the program's declara-
tion of a file to an external file name. The file so
referenced must be present in the search path. The in-
ternal file name corresgponds to the "file code’” of GCOS
111.

Eile_$S

D

2

A collection of one or aore related files recorded con-
secutively on a tape volume set., A file set may be
cataloyed or uncataloged.

A Link is an entry in the cataloy structure that
specifies the pathname of an entry in another directo-
ry. It allows references to items in other directories
as if the were actually contained in the working direc—
torya.

Logical _Unit besignator_(LUl)

The Loyical Unit besignator (LUD) allows a single file
to be referenced by different 1ifn's within subsequent
activities without establishing an equivalence between
each new ifn and the efn. The LUD serves to eguate the
ifn in the subseqguent activity with the file assigned
to the same LUD in a previous activity. The allocation
for the file must be <continued across each activity in
guestion, Thus, when an efn changess, only a single
command change 1s reguired; each activity does not have
to be updated.

Quner

The OWNER of a node i1s the person to whom the charges
for that node will be applied, e.ger the ACCOUNT ADMIN-
ISTRATOR is the OWNER of the account, The OWNER of a
node has the implicit ~right to delete that node or any
subordinate node, however all other rights to the node
or any subordinate node must be explicitly granted. An
example of a node is a directory, volume set, etc..

1-7 June 25, 1979 = 09:35



Paraweter

A parameter is controlling idinformation provided by the
user to the command processor. Parameters customarily
appear in argument Lists as self-identifying.,
positiocnale or "keyword value”™ elements. Parameter may
appear as single elements or as lists of elements.

Pathname

A pathname is a <character string that specifies a di-
rectory, file, or link by its position in the directory
hierarchy. Thne pathname may be either relative or ab-
solute.

Pathnauwees Absolule
An absolute pathname is a <conCatenation of file name

with all superordinate directories leading back to the
volume set root.

Pathnamees_Kelative
A relative pathname 1is a pathname that uniquely
identifies a cataloged object (directory, file, or

link) relative to the working directorya.

Person_1ld

A Person_Id is a unigue name assigned to each individu-
al authorized to use resources of the system. The indi-
vidual may act in several roles and operate under one
or more accounts. Associated with each Person_Id is a
passwords, used during Log_lns, to insure the identity of
the individual.

Star_Conyention
The star convention is a method wused by some commands

to specify a common component c¢f several entry names by
the use of the asterisk character.

System_Agministrator
The SYSTEM ADMINISTRKATOR is the person concerned with

the overall integritys, securitys and maintenance of the
comguter hardware, software, and database throughout

1-8 June 25, 1979 - 09135



the enterprise. His organization includes databases
communications, and storage administrators as well as a
staff of system programmers. The SYSTEM ADMINISTRATOR
represents the OWNER of the system resources.

User

A USER is an entity which uytilizes the resources of the
system, He has a detined set of access rights to sys-
tem servicess filess work stations and mailboxes.

User.dession

A User Session i1is defined for a user to be the ordered
set ot commands and resources invoked from the "log on"
action initiated by the wuser to the termination of
processing on behalf of the user. A session spans the
time from the "Loyg on" to the "Bye", regardless of in-
put media or mode of system connection.

Volume

A VOLUME, from the MMS point of viewrs is either a disk
or tape volume. Any gyiven volume known to MMS belongygs
to one and only one volume set or it is unassigned
(must be cleaned, etc.).

Volume_3Set

Volumes are managed in yroups cf related volumes called
VOLUME SETS. One or more disk or tape volumes (of the
same type) may constitute a VOLUME SET. A VOLUME SET
imay either be in scratch, hold or assigned status.

2.2 EMS _Services

The file management supervisor is the administrator of a da-
ta structure used to maintain information about each file's
spaces attributes of the file and authorized users of that
space. Information is kept about accounts, users, files and
directories aend their implicit and explicit relationships.

The information is built and maintained by a set of services

that are invoked by ECL statements and/or direct calls from
progranmsa These services provide the <capability of

1-9 June 25, 1979 - 09:35



creatings, deletingr, allocating, retrieving, modifying and
listing entries in the data structure.

2.2.1

tataloging

Cataloyging is the method by which information concerning the

file is built and maintained and is the basiss thus, for all
other services. Cataloginy services allow files to be
created and deleted and their descriptions to be grouped and
modifieda

2.¢.7.1 Catalog_Creation_and_Maintepance

The following operations to build and maintain directories.,
links, and files must be supported:

(0]

e}

Creation - the <construction of a directory, link or file
description, and particularly 1in the <case of file <cre-
ation, means the assignment of space for the file.

Modification = the changiny of a catalog Llink or file de-
scriptions, but no changing of file content.,

Deletion - the removal 0f a catalog and any subordinate
catalogss linkses or file descriptions and usually the re-
lease of space assiyned to files. Deletions are achieved
in two forms: in ones, the file space is overwritten with
zeroes before release and in the other, this relatively
time-consuming c¢per ation is skipped.

Listing = the display of directories, links, and file
descriptions but no disglay of file content,

Inguiries - provide program access to information in
directories, Links, or file descriptionss, but not to file
content.

2.l.1.¢ Eile_Allocation_and_Deallocation

o]

File Allocation - Validate the requeSter's right to access
a cataloyed file., If access i1s authorized, grant read or
read and write access to the file content and build the
mapping information that this requires. This function al-
so establishes an association of the allocated file and an
internal name used Dy any proygrammatic reference to the
file content.

File beallocation - Remove the association between the

file and the internal file name and delete the mapping in-—-
formation used to access the file content.

1-10 June 25, 1979 - 09:35



2.2¢.1.3 Hiscellaneous_Seryices
o Add file space
o Release file space
0o Read file attributes

Write file attributes

@]

.5 gataloy_Structure

The cataluvg is a structure of mass storage records used to
maintain information about files and their authorized users.
The cataloy is based on a tree structured directory hierar-
c¢hy which contains directory, file and link entries.

2.5.7 Directory

A directory is an entry in the tree structure which serves
as an index to files links and other directories. The di-
rectory also contains access control information for itself
and default access control lists for subordinate directories
and files.

The directory is Llocated by specifying a name concatenated
to the name of the superior directory. That directory 1is
located in the same manner by the name of its superior di-
rectory. The first directory, considered as the base of the
tree 1is called the root directory. ALl other directories
are suboraginate to 1t.

Each cataloged file is described by a file description entry
in the cataloy structure which <contains a full set of
attributes describing properties of the named file. This
intormation includes the file's physical location, size pro-
tection reguireds, date last accessed, access control infor-
mation, etc., It may be located by specifying the file's
nane concatenated to the name of 1ts superior directorye.

2.3.35 Link
Each Link contains the pathname of a target entry. It may

reference directly to the entry of interest or name another
link.s The entry being referenced may be a directorys, file

=11 June 25, 1979 - 09:35



subordinate to its own directory, in another directory., on
another volume set or a file at a remote site,

2eb (atalou_Structure_Placement

Although one can visualize the catalog as a tree Wwith multi-
ple directory levels all emanating from the root, there may
be in fact multiple trees on-line at the same time. Where
each tree is uniguely identified by its root directory.

Each tree 1s Laid out on one disk volume set and the name of
the host volume set is also the name of the tree's root di-
rectory. Therefore, the pathname indicates the disk volume
set on which the directives, Links and file descriptions are
to be placed.

2.5 Referencinuy_Cataloged Directoriese_Filese_and_Links

Reference to any entry begins at the first entry (or root
directury) 1in the tree and consists of a string of directory
names ending with the name of the target file, Link or di-
rectory.

2.5.71 Entry_Wame
An entry name is the name of a file, directory or Link, An
entry name consists of at least one and no more than 32
characters. This name may consist of wupper or lower case
alphabetic characters (A-Z, a-2), digits (0-9), hyphens (=),
periods (.)», and underscores (_). However, the first char-

acter of the name must not be a hyphen or an underscore.

The period is used to separate components of an entry name,
where each component is a logical part of the name. In some
cases, system software such as the PL/1 and COBOL compilers
will consider the Llast component of the file name as a
gualifier that dJenotes tne file's content. Several system
conventions (e.Jg.r, the star convention and egual convention)
may be used with the FMS services to operate on component
parts of the name.

If the entry name represents a genheration set, a generation
identifier may be append to the nanme. This generation
identifier is used to indicate a specific member of the gen-
eration set when creating, deleting or allocating a genera-
tion file. The syntax provides for both absolute and rela-
tive specification of the desired generation and is
indicated by:

=12 June 25, 1979 - (9:35



xGnnnn absolute generation

*J (or LAST) last generation created
*+1 (or NEW) new generation
*=-nn generation relative to the last generation.

1t no specific gyeneration is specified the last generation
is assumed for read allocations and a new generation 1is
assumed for write allocations.

2-.5.2 Pathonane

A pathname is a seguence of entry names used to reference a
file or directory. Each entry name except the last in a
pathname is the name of a directory entry in the directory
hierarchy. The last entry name in a pathname is the name of
a filees directory or link entry. Names which are
concatenated to form the pathname are separated by
greater—tnan <characters (>). The total pathname must not
exceed 168 characters in Llength., The number of levels that

may be specified in a pathname will depend on the
accumulative size of the entry names, however it may not ex-
ceed 15.

There are two basic types of pathnames - absolute and rela-
tive. An absolute pathname traces an entry from the root
directorys, a relative pathname traces an entry from the cur-—
rent working directory. A special <case of a relative
pathname is a "simple'" pathname,

2.5.£.1 Apsolute _Pathnaue

>namel Start at the system root and Llocate
namel.

>namel>named Start at the system root and locate
namel. In directory namels, locate
namecd.

If the first element of a pathname begins with a circumflex
(") character position 5/14 in 150 R646 1IRV), the element 1is
a volume set name and specifies that the root of the direc-
tory hierarchy is located on the identified volume. For ex-

ample:
“AB1236>namel Go tu the root on the wvolume set
"AB1234", and locate namel
"AB78Y>namel>name? Go to the root on the volume set
"AB78%", and Llocate namel. Then locate
nameca
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A null votume set name in an absclute pathname of this form
references the Working Volume Set. For example:

“>nemel - 6o to the roct of the Working Volume
Set and loucate namel.

">nemel>namel - Go to the root of the dorking Volume
Set and locate directory namel., In di-
rectory namel, locate namel.,

CeSecal EKelative _ Pathname

A relative pathname appears much like an absolute pathname
except that 1t may not contain a leading greater-than (>) or
circumflex () character, It is interpreted as a pathname
which is yualified by using the current workiny directory as
a prefix. The simplest Torm of a relative pathname, known
as a simple pathnames is the single name of an entry. For
example

namel Locate namel in the current working di-
\ rectory.

A wmore complex form of the relative pathname uses a directo-
ry Located by adding the current working directory as the
starting point toc search through one or more levels for the
desired file or directory. See the following example.

nameli>named Locate namel in the current working di-
rectory and then locate namel. Note
that the search rules are not applied
since it is a multiple entry pathname.

A less=thah (<) character position 3/12 in IS0 R646 IRV) can
be used ot the pbeginning of a relative pathname to indicate
that the directory immediately superior to the current work-
ing directory is where the entry name may be found. The
less—than character can be UuUsed to denote levels in the di-
rectory hierarchy similar to the wuse of the greater-than
character. Each lLess—than character represents one level in
the hierarcny (toward the root)., starting at the current
Wworking directory. In this ways, a directory several levels
superior to the working directory can be Searched.

<<<namel 50 back 3 directories and then locate
namel.

<Knamel>nameld Go back 2 directories and locate namel.
Then find namecl.
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2e5.2.3 Lxamples

ASSume
Account houes
'.
¥
Loaol
PRI 1 1 R
| { I
N ] ¥
t.d_1 (4) {5)
P R
v v
(14d) (11
Where:

1. Vvolume set
.dnd llc".

2. Account "
directories
ordinate fi

3. Account "s"
torys., "c'"s»
" ‘f" al’ld !'5 11

4e Account "C"
example.

5. Subordinate
immediately
immediately

6. Subordinate
immediately

7. Subordinate
immediately

be Subordinate

immediately

A"

a volume set with the following structure:

|VOL=-SETI Volume set
1_ROOT__1 "ABC-VOL"
S I
....... | R R |
| | |
—_¥__ --¥__ --Y__
L_a_l l_g_l 1_¢ 1
I N
I ' 11 |
| I | | |
v v __y__ v 1]
1 b 1 (1N 1_¢c_1 2) (3)
Y R N U R
| I i |
1 y v v
(67 (7) (8 (9)
"ABC-VOL" contains Accounts "A","p",

has two

P Na" dﬁd "b"I
N‘I"

subordinate
immediately sub-

immediately
and one
les

has oune
and two

inmediately subordinate direc-
immediately subordinate files.,
undefined for

is the purpose of this

directory "a" of Account "A" has one
subordinate directory., "d", and two
subordinate files, "4" and "5"
directory "d" of directory "a" has two
subordinate files, 10" and "11".
directory "b" of Account "A" has two
subordinate filess, "6" and "7".
directory "c¢" of Account "B"™ has two
subordinate files, "8" and "9".
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Thern

The absolute pathname of file "11" 4s - “ABC-VOL>A>a>d>11

The absolute pathname of file "4" is - “ABC-VOL>A>a>4

The absolute pathname ot Tile "6" is - “ABC-VOL>A>b>6

The ubsolute pathname of file "1" is - “ABC-VOL>A>1

The absolute pathname of file "8" is - TABC-VOL>B>c>&.

The absolute pathname of file "2" is = “ABC-vVOL>8>2.
1f the Working Directory is at Account "A" (TABC-VOL>A).,
then:

The relative pathname ot file "™11" is - a>d>11.,

The relative pathname of file "4* is —  a>4,

The relative pathname of file 6" is = b>6,

The relative pathname of file "1" is ~ 1,

The relative pathname of file "8" is =~ <B>¢c>8, and

The relative pathname of file "2" is = <B>2,
1f the wWcrkiny Directory is at subocrdinate directory "a'" of
Account A" (TABC-VOL>A>a), then:

The relative pathname of file "11" 4is - d>11,

The relative pathname of file "™4" is - 4.

The relative pathname of file "6" is - <b>6.,

The relative pathname of file "1" is - <1,

The relative pathname of file "8" is - <K<B>¢>8, and

The relative pathname of file "2" is — <K<B>2,

Ce5.le4 Star_ligmes

Many conmands that accept pathnames as
entryname 1in the pathname to

input allow the final
be a4 star name, A star name 1is
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an entryrname., The star convention matches a star name with
entrynames in a single directory to identify a group of
entries. The entrynames matching a star name have components
in commoen and are matched according to specific rules.
Commands that adccept star name perform their function on
each entry identified by the star name,

o Constructing Star Names

Star names are constructed according to the following
rules:

1. A star name 1s an entryname, Therefore, it 1s com-
posed of a string of 32 or fewer characters as
described in section Z2.5.1.

o A star name is composed of one or more nonnull
components. This means that a star name cannot begin
cr end Wwith a period (.) and cannot contain two or
WOr€e consecutive periodsa

54 tach guestion mark (?) character appearing in a star
name component is treated as a special character.

4, tach asterisk or star character appearing in a star
name component 1s treated as a special character,

5» A star name compcnent <consisting of only a double
ctar (*xx) is treated as & special component.

¢ Interpreting Star Names

A star name is matcheg to entrynames in a single direc-
tory according to the following rules:

1a Lach gqguestion mark (?) in a star name component
matches any one character that appears in the
corresponding component and character position of an
entryname.

2. Each asterisks in a star name component matches any
number of characters (including none) that appear in
the corresponding component and character position
¢f an entryname. 1f the asterisk is the only charac-
ter of the star name component, 1t matches any
corresponding component of &n entryname. Only one
ssterisk can dppear 1n each star name component, ex-
cept fur the double star component as noted in the
next rule.
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3. The double
matches any n
the correspon
double star ¢

Ceb.ca5 Eyual_Nauwes

Some commands t hat
Rename command) all
pathname to be a sta
second pathname to b
entryname containing
or more characters
star nanmne., This prov
certain charucter st
second pathname cf th

o Constructing Egual

An egual name is
rules:

1« 4n egual nan
composed of
described 1in

2. An egual nam
ctomponents.
begin or end
two Or more c

5. Each percent
nent 1s treat

4o Each equal s
treated as a

5. An eqgual name
egual sign (=

o Interpreting Equal

An equal name ma
match the sta
ond entryname
rules:

1« tach percent
represents th
component and

star component (x*) in a star name
umber of components (including none) 1in
giny position of an entryname. Only one
omponent can agpear in a star name.,

accept pairs of pathnames (e.ge.r the
ow the final entryname of the first
r names, and the final entryname of the
e an equal name. An equal name is an
special <characters that represent one
from the entrynames identified by the
ides a powerful mechanism for mapping
rings from the first pathname into the
e pair.

Names

constructed according to the following
¢ is an entry name. Therefore, it is
a stringy of 32 or fewer <characters 4as
section 2.5.7.

e is composed of one or more nonnull
This means that an egual name cannot
with a period (.) and cannot contain

onsecutive periods.

sign appearing in an egual name compo-
ed as a special character.

ign (=) in an equal name component 1is
special character,

component Cconsisting only of a double

= 15 treated as a special component,

Names

ps. characters from the entrynames that
r name (first entryname) into the sec-
of & pair according to the following

sign (%) in an egual name component

e single character in the corresponding
character position of an entryname
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identified by the star name. An error occurs if the
corresponding character does not exist.

2e hAn eyual sign (=) in an equal name component
represents the corresponding component of an
entryname identified by the star name, An error
occurs 1f the corresponding component does not ex-—
ist. An error also exists if an equal siygn appears
in a component that contains a percent character.
Only one egual siyn can appear in each equal name
components except for a double equal sign component.,
as noted in the next rule.

5. The double eqgqual sign (== component of an equal
name represents all components of an entryname
identified by the star name that have no other
corresponding components in the equal name. Often
tihe double equal sign component represents more than
one component of an entryname identified by the star
name. 1f so, the number of components represented by
the entire equal name i1s the same as the number of
components in tine entryname. Wnen the eqgual name
contains the same number or more components than the
entryname, a double egual sign 1is meaningless and.,
therefore, ignored. Only one double equal sign com-—
ponent can appear in an equal name.

2.5.5 Reuwote Files

In GCOS 1V, all pathnames are relative to root directories
(Volume Sets) located at the host site. Therefore, in order
to reference a file located at another sites, a link entry
must be created in the Llocal site's catalog structure which
defines the location of the file and the name by which the
file is cataloged at the remote site.

The Link entry will contain the absolute pathname of the
file and & mailbox that represents the remote nodes file
transfer work station.

Wwhen the file is to be accessed from the local sites the
regquestor will orovide the patnname of the Llink and will be
given the file transfer mailbox and the absolute path name
for the files The reguestor (e.d.er Resource Manager) must
then use some predefined protocol to actually allocate the
file at the remote site,
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Within the files cataloged in FMS there are or may be groups
of two or wmore files that are related to each other in such
a fashion that they must ve mdaintained at the same update
base. The Index file and the Data file of an Indexed Se-
guential file are a yood example of such related files, how-
ever, other user data files may have the same sort of rela-
tionship. For such filess, if one of the files is restored
to a pricr update state, all of the related files must also
be restored to the same wupdate state. In GCOS III, FMS has
no "knowledyge” of this relationship and the entire burden of
maintaining the correct wupcate state of such files falls on
the person performing the RESTORE or ROLL BACK. Since the
KESTORE 1s wusually performed by a System Administrator who
may not have direct knowledge of the relationship of the
files and since (COS IV provides a physical RESTORE by wvol-
ume tor which the user may not directly know just which
files are beiny restored, this burden may well be excessive.

AS a solution to this problems FMNS provides an attribute on
each directory that is interpreted to mean that all files
subordinate to this directory are related. The RESTORE
gtility will interrogate this attribute on any implicit file
restore (any KESTUKE other than one with the —0ONLY option)
to ensure that all related files are also restored.

It will remsin the user's responsibility to create the di-
rectory with the "related" attribute and to create all re-
lated files suboraginate to the directory.

2.6 Magmipg_Lonvertions
Z.6.1 Epntry. bome

An entryname -consists of at least 1 and not more than
3¢ characters. This name may consist of upper or lower
case alphabetic characters (A-12, a-2), digits (U-9),
hyphen (=), periods. (.), and underscores (_). However.,
the first character of the name must not be a hyphen or
an underscore.,

2.0.¢ Person_ld

The person_id (person identifier) is made up of at
least 1 and no more than 12 <characters., The name may
consist of upper and lower case alphabetics (A-2,a-2).,
numbers (U-9), hyphens (=), and underscores (_). How-
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evers, the first character must not be a hyphen or an
underscore.

deled Accaount_1d

The account name consists of at least 1 and no more
than 12 <characters., The name can be made up of upper
and lower case alphabetics (A-Zsa=-2)+ numbers (0-9),
hyphens (=), and underscores (_). The first character
must Not be a hyphen or an underscore.

d.6.4 Volume_ ldentifier

The volune identifier is at least 1, but no more than 6
characterse. the name may consist of upper and louer
case elphabetics (A-2,a-2), and numbers (0-9).

2.0e% Volyme_Set _Name

The volume set name must consist of at least 1 and not
more than 1¢ characters. The name may be made up of up-
per and lower case alphabetics (A-Z,a=2), and numbers
(G-%).

- el - - e S - -

The internal file name may consist of from 1 to 8 al-
‘phabetic (A-Zsa-2) or numeric (0-9) characters.

2.7 tataloued_fFile_Placement
2.7.1 Mgss_Storage_File

Cataloged disk files will always reside on the same Volume
Set as 1ts detining cataloy structure. However, FMS does
provide options at file <creasation to allow the user to place
a file on specitic volumes within the Volume 3Set. An option
is also provided to request that the file be spread across
volumes within the Volume Set.

If neither the specific wvolume option nor the spread option

is specifieds FolS will seek space on the volume within the
Volume Set that contains the most available space.
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1t

a volume constraint is specified for a file and enough

space 1s not available on the specified volume, the file
create reguest 1s denied. When FMS selects the volume, de-
nial occurs only when insufficient space is available on any
volume 1n the volume set.

if

a file 1s ygrowns, the request may specify the volume(s) on

which space for yrowth is obtained. 1f a specific volume
was naimeds growth 1is constrained to that volume. When a
specific voluwe 1s not specified an attempt is made to grow
the file on the wvolume that contain the last extent of the
file. If space is unavailable there and a specific volume

Was

not nameds, Space 1s sought on the volume within the set

with the most available space. Finally, if unavailable
therer, the reguest is desired.

2ol od Tape_ Eiles

——

Cataloyed tape files are always assigned to a specified Tape
volume Set. Options are available to request that the file

be

assiyned to a predefined volume set or on a new volume

set that will be created from available scratch tapes.

The description of the cataloyed tape file is always placed

on

2.8 Hass

the Lisk volume Set indicated by the pathname.

_Storgge_gSpace_CLontrol

There are three places where the amount of wmass storage
space to pe used can be specified. These are:

1.

(AN
L]

Account Record - the maximum amount of space on the Vol-
ume Set that can be wused both for <catalogs and files
cataloyed under the account.

pbirectory - the maximum amount of space on the disk Vol-
ume Set that can be used both for catalogs and files
cataloged under the directory.

File description = the aaximum amount of space to be
assiygned to the disk file (but not for a file on magnetic
tape)d.

Each maximum can be specified to be unlimited and each can
be chanyed. When a maximum specification is changed, it can-

not

be changed to be less than the amount currently

assignedas

The account maximum is checked on each file create or modify
and each file grow. The file maximum is checkeds, of course.
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only on eachh growth of that file. Where the maximum would
be exceededs, the request for file create, modify, or file
growth 1s denied,

File or directory delete releases spacer thereby decreasing.
the amount currently assigned and increasing the amount that
may ve newly assigned.

The initial amount of space to be assigned a file (except
for a file o¢on magnetic¢ tape may also be specified.s When an
initial amount 1s not specifieds the maximum cannot be
specitied and it is assumed to be one allocation unit. If
an initial amount but no maximum is specifieds, the initial
and maximum amounts are assumed to be the same.

2.9 Eile_gyenergtion_sets

The File Generation capability allows a user to establish a
cataloged set of successiver functionally related files
known as a Generation Set. The files, called yeneration
files or simply yenerationss, are ordered as they are created
suo that tne latest generation or previous ones may be easily
retrieved. This olso allows obsclete yenerations to be auto-
matically deleted.

A yeneration set may be used to automatically retain previ-
ous versions of a file when i1t i1s updated or to collect sets
cf related data for subsequent retrieval and processing.
The generation set addressing technigque and automatic file
creation allows a data <collecting or wupdating job to be
executed any number of times without reguiring any change to
the job control statements,

The generation set may contain files that reside on remov-
able diskss, non removable disks, or maghetic tapes. Each
file will be cataloged and maintained by FMS, therefore all
services proviced Dby FMS» including prevention of
unauthorized access, mass store space control, protection
against device or incomplete updates, etc.r are available for
generatiun tiles.

2.9.1 Creating_a_generatiogn_sSet

A gJeneration set must be established by the user by issuing
a CREATE_GEN_SET commanda. The user must specify the name of
the set and the gyeneration control mode. A default file def-
inition and password are optional.
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2.9.1.1 generation_Control _Modes

The user must specify one of three generation control modes
for a yeneration set,

o Cycle

This type allows the wuser to specify the number of
yenerations that are to be maintained in a fixed cycle.
The yenerations can be explicitly defined using a File
Create function or the generations will be dynamically
created for each new yeneration wuntil the set contains
the number of gyenerations specified. Once each genera-
tion 1n the cycle has been <created, for each new output
generation, the oldest generaticn Wwill be overwritten to
become the newest generation.

0o ULenerations

In this mode, the user indicates the number of
generations to be retained. The generations will not bpe
recyclece but instead new output wgyenerations will be
created wvased on the default file detfinition declared
for the set. Unce the number of generations exceeds the
number of generations to be retaineus the oldest genera-
tion will be celeted.

0 Retention Date

In this modes, generations are retained until their re-
tention has expired. The retention date may be expressed
as a calendar date (mmddyy) or as the number of days the
generation is to be retained. Etach new output genera-
tion will be <created based on the default file defini-
tion specified for the set. Each file will be retained
until 1ts retention pericd has expired and then it will
be deleted.

2.9.1.2 Default File pefinition

The user may specify the options to be used for each default
file create. Any option allowed for with a File (reate may
be specified. The options are described with the File (reate
command 1n section 3.71.71.4.

if the opticns are not specifieds, the system default options
will be useu. The system default initially defines a mass
storage file that consists of one 512 byte control interval.,
but the default may ve modified by the System Administrator.
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Creatipu_ga_Generation_Eile

A generagtion file may be explicitly or dynamically created
for a generation set. If the gyeneration control specified
for tne set is number of generations or retention period, a
new generation will be created each time a new generation is
required. In this cases the default file definition
specified for the generation set will determine the
attributes of the new Yeneration, e.g. Size, mediar, etc.

If the cycle control mode i1s specifieds the user may choose
to predefine each gyeneration using the File Create function.
This option allows the uSer to assign specific tape volume
sets to each ygeneration or to spread the disk generations
across  volumes of the wvclume set. However, 1if any of the
generations of to set zazre not detined by the time it s
regquirec for vutput, a generation will be created using the
default file vefinition.

when a File Create is uses to explicitly create a genera-
tions, the name of generation set must be wused as the
pathname, {therwise the create command i1s the same as that
Lsed for any non generation file.

2.Y9.5 Addressing_beneration_Files

A generation file may be addressed aS a relative or absolute
generationa

ce9.3.1 Relative _Generations

The generations in the set are maintained in an order that
represents the relative age of the files within the set.
This allows files to be referenced using a relative genera-
tion number,

when a new yeneration 1is created it becOmes relative genera-
tion U. When the next generation is created, it becomes
generation € and the previous generation becomes -1. Simi-
tarly when the next generation created it becomes relative
generation U and the previous generations are shifted by 1.

in order to address a generation file using a relative file
number, the number preceded by an asterisk (*) must be

appended to the generation set name, For example:

GEN_SET_AxU indicates the last generation
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GEN_SET_A*=1 indicates the previous generation
GEN_SET _A*+1 indicates a new generatiorn

In adaition, two alternate torms are allowed. The key word
x| AST may be suvstituted for *U and *xNew for x+1,

When relative generation numbers are used within a multiple
activity jobs all referencing must be relative to the status
of the generation set at the beyginning of the job.

2.9.3.2 Absolute _Gepecations

A unigue identifier, called an absolute generation number,
is also assiyned as each file generation 1is created. Once
assigned to a3 gyeneration, this number never changes. This
allows a specific file generaticn to be accessed regardless
ot its relative pousition in the set.

The first generation created following the creation of the
generation set wWwill be assigned absclute yeneration number
T« tach subseguent yeneration for the set will be assigned

the next higher absolute generation number. This number
will be incremented from 1 to 9999 and then will start over
at 1.

To address a g¢eneration wusing the absolute generation
identifier, the number, preceded by an asterisk and an upper
case LU must be appended to the yeneration set name., For ex-
amples

GEN_SET_A*G0OU15 specifies the 15th generation

2+9.4 Allocating_Generation_Eiles

A generation file may be allocated to a job using a GET job
control statement or dynamically during execution of a pro-
grafm by issuing a "GEMORE"™ call.,

o Input

For input, the generation may be addressed using either
a relative or absolute generation name. The generation
set's password and access control list will be checked
to ensure that the reguestor has the proper permission
to read the specified generation. If permission is
yranteds, the gygeneration will be allocated for read if it
is not currently allocated to any other job.
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0 Input Concatenation

Concatenation will allow two or more generations or all
generations uvf a set to be processed by a program as one
contiguous file. The order of <concatenation may be
indicated by specifying a series of relative generation
numopers separated by commas. The key word ALL may be
useu to indicate that all gyenerations in the set are to
be concatenated. For example:

GEN_SET_A%0,=1,-3

will cause the last generation
to be read, followed by rela-
tive generation -1, and then
generation =3,

GEN_SET_A*ALL

will cause each generation of
the set to be reads, starting
from the oldest generation to
the most recent yeneratione

[«

utput

For output, the relative name 1s always wused when
creating a new generation. Howevers, if the intent i1s to
reWwrite an existing generation then its absolute genera-
tion name must be uUsed.

The yeneration set's nassword and access control Llist
will e checked to determine whether the reguestor has
permission to write to the file, If so, the allocation
of ar output generation will proceed based on the gener-
ation control mode for the set.

¢ (ycle

1f the number of generations specified have not been
assigned to the set, a new generation will be
createag tased on the default file definition. This
new generation will be registered in the generation
set catalog record and the file will be assigned to
the job. Once all generations have been created.,
the oldest generation will be allocated as the new
cutput file.

6 Generation or Retention Date
A new gyeneration will be created based on the de-

fault file definition for the set and it will be
assigned to the job.
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.95 peallocating Generation Files

The action to be taken during deallocation depends on the
disposition code specified when the generation was
allocated.

2.9.0 Latalog_laintepauce

Generation files may be maintained like any other cataloged
file. They may be Llisteds deleteds, and their attributes
modified using the standard FMS commands. The only differ-
ence is that absclute generation numbers must be used to ad-
dress the yensrations.

¢.Ya.7 Generatiogn_File_Statistics

Information about the generation set and generation file.,
e.g. abUSOlute and relative generation number, volume iden-
tification, media typer, creation date, last allocation date.,
etcar will be maintained for each generation of the set,
This information will be available to the uUser as part of
the intormation returned by the LIST function.

To provide an  audit trails, an accounting recorfd will be
written to the Statistical Collection File each time a new
generation is created or deleted,

-
ot
—
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tile_ 1butes _gnd_Qverriding_Rules

The file management system and file content managers will
maintain an attribute block for each <cataloged file in the
system. The purpose of this attribute block is to provide
information that would otherwise need to be specified on job
control statements each time the file was accessed. This
information need only be provided once when the file was
written. The information will te maintained as long as the
file exists., Some attributes may subsequently be permanent-
ly modified or temporarily overridden for the duration of a
job.
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2.70.1 Iypes_g¢f_Attributes

There are tnree types of data commonly referred to as
attributes:

o File (Content Attrioutes

File Attributes are those <characteristics which specify
the physical and logical properties of a file, such as
control interval size or recording node. These attributes
do not wvary by users, and are fixed for a given file,
Since they are needed for any access to the file, they are
saved in the catalog for the file when the file is built.
These saved attributes are wused to ensure that subsequent
requests to access the tile are legitimate.

o File Access Attributes

File Access Attributes are properties of the accessing
programs such as Access Level. For instancesr, a program
say be written to access control intervals, or 1t may be
writter to access recordss, but it may not be written to
access both control intervals and records at the same
time. This type ot attribute must be specified at Open
times, 1t is not saved and cannot be overridden.

o File Use Attributes

File Use Attributes are properties relating to the use of
a file, sucn as the number of buffers to be used in read-
ing or in writing the file. This type of attribute is in-
dependent of both the file and the program. For example,
a program may use 10 buffers for a file during one execu-
tion and 100 buffers during the next execution, without
changing the program or the file. These attributes are
not saveds buUut can be overridden in some Ccases, as
explained later,

2.10.2 specificution_of Attributes

There are three methods or times to specify attributes. The
resolution of conflicting specifications is done according
to the Overriding Rules, as explained later. Not all
attributes can be specified 1n all three ways. The three
ways to specify attributes are:

o Compile (or Gpen)
Compile (or Upen) attribute specifications are passed to
UFAS 1in the File and Access Definition (FAD). These

attributes are placed in the FAD by the compiler or by the
corresponding run—-time subroutines. In either cases they
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are presented to UFAS by the caller when the file is
opened.

Job Control Statements

Attricute specifications are supplied by the user in the
command language for the job. These specifications are
obtaineud from GCOS IV by the UFAS Open procedure, and are
merged with other specifications. These specifications
are important for programs written in languages such as
FORTRAN, which have Llittle ability to specify attributes
in the source pgrogram,

File Create
File Create attribute specifications are supplied by the
user at the time the file is <created. They are saved in

the cataloy for the file wuntil the UFAS Open procedure
obtains them,

Overriding rules are used by the UFAS Open procedure to
merge the attribute specifications from the three sources,
These rules can be Dbroken into three groupss, corresponding
to the three types of attributes:

0

File Access Attributes

File Access attributes are really attributes of the
accessing proyram., Therefore, they can only be specified
in the File and Access Definition (FAD) at compile (or
Upen) time, There is no provision to specify these

attributes with ECL, or in File (reate. These attributes
are not saveu in the catalog as are other attributes.
Since there is only one place to specify these attributes.,
no conflict is possible. Therefore, the Overriding Rule
182

-File Access attributes can only be specified in the
FAD. They <cannot be overridden by ECL specifications
or by File (reate specifications.

File Use Attributes

File Use attributes specify the way a file is used for a
particular sessiona. Since they are  independent of both
the program and the filer, these attributes <canh be
specified in ECL. A default can be specified in the FAD.,
for a specitic files, but the default is always overridden
by a corresponding ECL specitications, if present. These
attributes are not saved in the <catalog and cannot be
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specified in File Create. Therefore, the Overriding Rule
is:

-A File Use attribute in the FAD (or the default, if not
specified) 1s vverridden by an ECL specification. File
Use attributes cannot be specified in File Create, and
are not saved beyond the allocation of the file,

File Content Attriputes

File attributes belony to the file itself, and, thus, are
saved in the cataloy for the file during the Life of the
file. Some of these file attributes can be specified in
tne File Create primitive. The rules can be separated for
existing files and for new files beinyg built.

0 New Files

Adany more attributes can pbe overridden for new files
than for existing files. Some attributes, such as
key-offsets, cannot e overridden, since the accessing
program depends on them. The Overriding Rule is:

-In output processing mode, file attributes specified
in the FAD are overridden by ECL specifications, if
present. Either of these specifications is
overridden by File Create specificationss, 1f present.

o Existing Files

Since file attributes describe actual physical
properties of a file, none can be overridden once a file
is built. Some FAD or ECL specificationss, if present.,
must agree with existing attributes. For examples, if an
accessing progranm specifies binary recording mode, and
the allocatea tile is in ASCIil recording mode, an error
exists. It 1s apparent that any accessing program must
interpret records differently for each of these two
cases. Other attribute specifications in the FAD, such
as control interval size, may be safely ignored, and the
attribute saved in the cataloy i1s used. This provides a
level of data 1independence, in that a given program can
access files with differing control interval size with-
out recompilation, The overriding Rule is:

-In Inputs, 1/0, or Append processing mode, file
attributes saved in the <catalog for the file are
used, and cannot be overridden. Any file attributes
specified in ECL must agygree with these existing
attributess, Or an error exists. Some file attributes
specified in the FAD must agree with existing
attributes, but some are ignored.

1=31 June 25, 1979 - 09:35



2ol

4 Modification_of_Attcibutes

Since File Access and File Use attributes are not saved.,
they need not be modified. Therefore, of concern are those
File content attributes which mays, or may not be modified.

Since these attributes describe actual logical and physi-
cal properties of the files, they cannot be modified without
corresponding cnanges to the file itself. For instances, if
the control interval size specification 1is to be changed.,
each control interval in the actual file must be changed to
the new Size. Therefore, these properties should be changed
by the File Restructuring Utility. This program will make
the appropriate changes to the file i1tself, and then will
modify the existing File attribute specifications so that
they agree with each other. There is no need for a
user-visiole File Modity function to change these
attriputes.

Eile_security

Unauthorized use of a cataloged file may be prevented by
means ot an a&access control list, security <class, and
passwordse. Audit records may also be specified to show file
usage.,

P

I Access_Lgntrol

Access control allows individual users to grant or deny oth-
er users access to their files and directories at their own
discretion. Access control Llists (ACLs), which regulate
this type of accesss, allow individual users to allow access
on @ per—user bLasis. The wusers can exercise control only
within those portions of the catalog hierarchy where they
themselves have the proper access rights.

1.1 Agcess_ldentifier

in order to grant the user distinct access right it is nec—
essary to be able to identify the different users. For this
purposes, each process (tenant) has a access identifier that
is fixed for the Life of the process. This identifier
consists of four comwponents that are used to delimit use of
the resource as follows:

0 Person id - individual that may access the resource.
o Actount i1d - account wunder which the Tresource may be

accessed
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o Wode 1d = network node from which the resource may be
accesseda

o Domain 1d - execution domain that may access the resource.

1e1e2 pAccess_kiybts

The access rights are the modes in which files, directories.,
and Link may ve processeda These rights allow a user to
stipulate several different kinds of access on the same en-
try 1in the catalog structure if he desires.

The access rigyhts for directories are:

plodify (M) the attributes of filer, directories and
Links contained in the directory and cer-
tain attributes of the directory itself can
e modified. This mode also allows
existing filese directories or Llinks
contained in the directory to be deleted or
Listed.

podify_Entity (X)) the directory's
attributess, including the access <control
list, can be modified, listed or deleted.

List (L) the directories attributes may be read by
the process.

Create (C) new files, directories and Llinks can be
puilt immediately subordinate to the direc—
tory .

belete (D) the directory and ald subordinate
directoriess, files and Links may be
deleted.

This permission has been included for GCOS
{11 accommodation.

nult (WD) the process may not access the directory in

The access rights for files and file generation sets are:
kead (R) allows data to be read from the file.
Write (w) allows data to be written to the file.

This can ©ve wused to change, delete, add,
insert records in the file,
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hppenu (A) allows data to be written to the end of a
sequential/relative file.

Execute (&) allows transter of information from the
program Lut only for a compiler or loader.

null (W) t he process cannot access the file (de-
scription or content) in any way.

Mogify_Entity (X) the file attributes, including the
file's access control list can be modified.,
Listed or deleted.

pelete (D) the file descripticn and file space can be
dele ted.
This permission has been included for GCOS
III accommodation.

kecover (F) allows data to be written to a file when it
is abort locked or has defective space. It
also allows the abort lock to be set or
reset.

The access rights tor links are:
fodify_Entity (X) the link's attributes can be

modi tied and Listed or the Llink may be
deleted.

belete (D) the (ink can be deleted.
ull () the process cannot List, modify or release
the Llink.

2.11.7.35 Structure_of an ACL

The rights that different user processes have when referring
to a file or directory are specified as an attribute of that
files directory, or (ink in the form of a List called the
access control list (ACL). Each entry of the list specifies
a set of processes (actually a set of access identifiers of
process) and the access modes that members of that set can
use when referring to the file, directory, or link. On di-
rectory A(CLs, modify mode cannot agppear without list mode.
On file ACLs», write and execute moues cannot appear without
read mode.

If the requesting user is the creator of the file or catalog
for which the action was reguesteds, the user is considered
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To prouperly generate and modify ACLs, it is necessary to
have sowme understanding of how they are ordered. The
ordering rule is to distinguish between specifically named
couwponents and asterisks, peginning with the leftmost compo-
nent of the process identifier. The entries to be ordered
are tirst divided into two groups, those whose first
(Person_id) <component is specific (i.e., not an asterisk)
and those whose first component 1s an asterisk. Those with
a specific first component are placed first on the ACL.
Within these two yroupss a similar ordering is done by sec—
ond (Account_1d) component with the specific entries again
being first. This produces four yroups. within each of
these tftour groupss a similar ordering 1is done on the third
(node_ida) component to produce eight groups.

In order to ensure that these service processes have access.,
the file system routines automatically place the ACL entry:

* e SYSTEML* % row
on the ACL of every filers and the ACL entry:
* L SYSTEMG*, o Lmc

on the aACL of every directory when the file or directory 1is
createa or its ACL 1is entirely replaced. in this ways
menmbers c¢f the Systen project are automatically granted the
necessary access so that they can perform their functions’
individual users need not remember to put the proper entries
on all of their file and directory ACLs to make use of the
service processes.

Under special circumstances, some user might not wish to use
the facilities of @ service process on some of his files.
In this caser, the user simply denies that service process
access to his files by moditying the ACL entry (i.e.., giving
that service process null access). It is crucial that a us~-
er who elects not to receive such a system service be fully
aware of the nature of the service and the consegquences of
his choice. For example, 1f the backup processes are not
permitted access to a file, backup copies of the file cannot
be made and the file will not survive certain types of sys-
tem failure,

Te5 Initial _ACL's

In addition to automatically adding a service process entry
to the ACLs of all newly created files and directoriess many
system commands and subroutines (e.g. create and create_dir)
add an entry for the creating process to the ACL of a newly
created file or directory. For convenience, the system
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allows a user to specify a list of entries to be added to
all newly created files or directories, in addition to
entries for the creating process and the Service processesa
This ability eliminates the need to explicitly modify an ACL
each time a new file or directory is created.

This List of ACL entries to be added to newly created
seynents or directories is <called an initial access control
List or initial ACL and i1s an attribute of a directory.
Each directory has two sets of initial ACLs, one set for
file appended to the directory and one set for directories
appended to the directory. Thens, the appropriate initial
ACL (i.e.r either the one for files or the one for
directories) ot the containing directory is merged with the
ACL. The merging of two ACLs means that the entries are
combined and sorted. If two entries on the resulting ACL
contain the same process class Lleaving the newly added en-
try. In this ways, the service process entry originally on
the file can ve overridden by placing an entry with process
class ddentifier *,system.* on the initial ACL. Finally.,
any entries specified in the operation of creating the file
or directory (for most system commands this is simply one
entry for the «(reatinyg process) are merged into the ACL.
These entries override the service process and initial ACL
entries it duplicate process class identifier exist.,

The initial ACL entries have the same format &S described
above. In addition, a special character "3" can be used 1in
place ¢of either the person_id or the account_id components
to reguest that the file or directory creator's account _id
are to be substituted. This method must be used whenever it
1s necessary to create an ACL on the new file or directory
that has different permissions than would automatically be
provided by the create function,

The detfault wvalue for the initial ACLs of a newly created

directory is emptysr i.€.0 there are no entries in the ini-
tial ACLs.

2 Domains

To ve supplied.

5 Security Clas

7

The Security Llass defines the security authorization neces~—
sary to access the object. It consists of two parts - a
level and a category set.

1=-37 June 25, 1979 - 09:35



211,301

Security_Level

The system has a fixed number of levels that are total-
Ly ovrdered by the relation "less than'". The security
Level 1is an integer ranying from U (least sensitive) to
7 (most sensitive).

Security Cateygory _sSet

The category set i1s a bit string ot length 32 which
detines the "need to know'" required to access a file.
For exampler, data may be subdivided 1into wvariopus
categories such as engineering specifications, finan-
cial forecastss etc. Edch category would be assigned 1
oit positiun.

Tne category set of a tfile then defines the nature of
the data it contains.,

The set of all Security classes can be partially
ordered. Note that not all security classes are related
Ly the partial orderings, 1.€., two processes with re-
spective secur ity classes <secretratomic> and
<$SecretsNATO> are not comparable., The security classes
and the relation '"less than” detine a Llattice since
there 15 a4 wminimum  and maximum level and a set of
cateyories, This will ensure that information can only
flow upward or remain at the same levels unless specif-
ic rights to reduce the level have been specified.

The security c¢lass ca only be <c¢hangyed by the security
administrator.

2.11.3.5 Security Class_Checking

Wwhen attempting to reads, Executesr or List a files the
following conditions must apply in addition to an ACL
matcha:

o user's security level >= file security level.

o user's category set >= file category set.
Wwhere the >= for the category set comparison means that

the user's cateyory set must include the file's catego-
ry set or be egual to it.
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For writes, recovery, or amodify accesss, the following
conditions must applys

i

o user's security level file's security level,

1}

0 user's cateyory set file's category set.
The star convention does not apply to security levels
and category setsa.

The reason for the difference between the read and
Wwrite checking is to yuarantee that the security of da-
ta may only be upgraded (made more sensitive) and never
down graded except by admininstrative action, not by
copying it into an non secure file.

Some method must be supplied which will permit the se-
curity administrator to <create a condition where a
process may down grade the security of data.

-

Unauthorized used of directories an files <can also be
prevented by medans of passwords. The passwords cah
optionally be specified tor any directory, file or file gen-
eration sete.

If a4 password is specified, every reference to the names for
which it 1s specified must be accompanied by the password.
If no password 1s specifieds however, none can accompany the
naie o

Wwhen a password does accompany a file or directory name, the
name 1s written followed by a dolidr sign ($) and the pass-—
WOrda. The passworuys are at least 1 and not more than 12
characters. It Mmay consist of upper and Llower case
alphabetics (A=Zs,a3-2) and numerics (UJ-9).

Instead of a single password being specified for a file or
directory., a List of passwords can be specifiedrs along with
the time of day during which each of the passwords applies.
This allows several passwords to be specifieds each of which
may pbe used during the specified time of day.

Another use of timed passwords is to constrain the interval
of time during which the file may be referenced. Once a file
has veen allocated (by submitting a request for it during
the time that 1t can be referenced), the file can be read or
written beyona that time for as Long as the file allocation
remains active,
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To specify a timed passwords, each password is followed by a
colon (:), the starting times, a commar, and the ending time,
Any subsequent timed passwords in the Llist will be preceded
by @ blank character. The format of timed passwords is:

-PuW <passwordl>:<start_time>,<end_time> <passwordé>:<start_time>,<end_tim
<password_n>:<start_time>,<end_time>

The <start_time> and <end_time> are composed of the day of
the week (HUsTUswEret Cca) followed by the time in hours and
minutes using a 24 hour c¢lock. If the day of the week 1is
not specitieds, the time will apply for each day of the week.

2.711.5 Auditing

An auditing mechanism is provided that allows still another
level of security in the form of a monitoring and reporting
capability based on authorized or wunauthorized attempts to
use files or modify the catalog structure. The following
events may optionally be wonitored and recorded as they oc—
cur on o specially designated system file:

The following events that can affect the security of a file
will be recorged:

1. creation, modification or deleticn of an account or usera

e creation, modification or deletion of directoriess, links.,
generation setses and file descrigptions.

5. creation of & new yeneration in a ygeneration set
4, settinyg or resetting of an aport Lock for a file.

e allocaticn of a +file wnen the regquest 1is denied because
required access rights is missing or if the request 1is
accepted or denied.

¢, attempt to perform an action against the file which 1is
not permitted - such as a write to a file when only read
allocation was reguested and granted.

The events are recorded on a Statistical Collection File.
The events can then be reported by means of a program that
reads the records from the Statistical Lollection file and
procuces reports for each record type.

To select the recording for these events, the installation

enters a control card at Startup time, indicating whether or
,Qot audit records are to be produced. The same control card
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is used tou indicate whether the operator can select or with-
drav the selection of those record types.

In adaition, records are produced 1in response to events 4
and 5 above unly 1if the file allocated has had auditing
specitied for ite. T he augiting specification indicates
whether all or only denied allocation requests are to be
recorded.

Aggountinyg_und_Statistics

Accountings, in the context of FMS, consists of the recording
and reporting of space wutilization on disk volume sets.
Disk file space statistics are maintained at the account
level as well as the individual file level. The type of in-
formation desired at the account level includes the follow-
ings:

1. Total space currently allocated for all cataloged files
and directories, supordinate to an account,

Ze Time and  date of the last change to the amount of
cataloged space al located.

5. Accumtlated product of cataloyed file space and time up
to time of last change.

When a change 1in space occurs - either an increase or de-
crease - the space currently assigned (field 1) is
multiplied by the difference between the current time and
time ot last chanyge in space (field 2) and the product added
to the existing accumulation (field 3). Then the total
space currently assigned (tield 1) is changed by the in-
crease or decrease in space that has just occurred, and the
time of last change in space (field 2) is reset to the cur-
rent {imea

The result of this procedure is that space utilization is
meassured 1n terms ot how lonyg the space was used rather than
how much is in use at the time a report of space utilization
1S reguested.

To vbtain a record of space utilization, the system adminis-
trator cun submit a privileged command to cause a Statisti~-
cal Collection File (SCF) record to be produced for:

1« all accounts

2. an individual account

When the record 1s produceds the time of last change (field

2) 1s reset to the current time and the accumulation (field
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3) is zerced, In this wayes overflow of the accumulation and
ambiguity 1n time is prevented by requesting a space utili-
zation records The field capacities are such that a record
is reguired for tnis purpose at least once every two years.

In addition to wroducing a SCF records, the installation
receives a display of the accumulation brouyght up-to-date
when a master or pack Llist is pregpared, The display does
not zero the accumulation or reset the time of Llast change.,
however, as an SCF recoru production doess, since it is
expected that the report will be used only for information
and not to prepare accounting charyess, as the SCF record is
used.
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3.0 Extecnal_Joterfaces

3.7 Sgftware_lInterfaces

The FMS Services are divided 1into two sets; those available
to the user throuyh ECL commands and direct calls from a us~-
er proyram and those services only available to System
Programs such as resource manager and UFAS.

3.7.7 gCL_Commands

(17
j—~

3274741 Create_DRirectory

This function will create a new directory that may be
referenced by the indicated path name.

Format:
CREATE_DIR <pathname> {<ctrl_arygs>]
Where:
Kpathname>::=
is the name of tne directory beiny created.
It may ©pbe either a relative or absolute
pathname.
<ctri_arys>

are control arguments taken from the fol-
lowinyg set:

indicates that the subordinate disk files
are related and must be maintained at the
same update base. Refer to Section 2.5.4
for additional details.

“PW<password>3e=

is the password that must be supplied for
each reference to the directory.
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Notes:
1. The newly created directory's ACL will consist of an
entry for the creator plus any entries contained 1in

the superordinate directories Initial_ACL_DIK.

2. This function may be executed by anyone that has
create permission on the superior directory.

34 The absolutized pathname must be unigque.

4. ALL superior directories must exist.

3.7e1.2 Modify_directory

IR P L T AR RIS D N

This function will modify attributes of an existing di-
rectory.

Format:

MUDLFY_UIRECTORY <pathname> <ctrl_args>
Where:

<pathname>:s=

is the name o©f the directory to be
modi fied.

<ctrl_args>

are control arguments selected from the
following set:

-Pu<password>sz=

is the password that must be wused when
accessing the directory.

indicates that the subordinate disk files
are related and must be maintained at the
same update basSe. Refer to Section 2.5.4
for additional details,
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3.17.1.3 belete Directory

The function will cause the specified directory to be
deleted, In addition, all subordinate directories.,
Links and files will be deleted and space that they oc-
cupy will ve returned to the system.

Format:
DELETE_DIR <pathname> <ctrl_arg>

where:

<pataname>::=

is the name of the directory to be deleted.
The star convention canh be used.

<ctrl_ary>

The follecwing control argument can be used
with this function:

-PURGE cr =-p ::=

specifies that all subordinate files must
be overwritten prior tc being deleted to
protect sensitive data.

Notess

T« This function may Le executed by anyone with modify
or delete permission.

2. If a subordinate file to be puryed resides on a tape
volume set that 1s not mounted an indication will be
made in the corresponding volume set definition en-—
try to cause the overwrite of the data the next time
the volume set is mounted.

3. 1If any subordinate file 1is busys. the release of the
file will be delayed until the file is deallocated.

3a1To1.4 (reate Fil

e

Tnis function will <create a new file which may be
referenced by the ingicated pathname.
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Formatz:
CREATE_FILE
Wwhere:

<pathname>::

<ctrl_argys>

-CI_SIZE our

<pathname> [<ctrl_args>]

1t

is the name of the file being created. It
may be either a relative or absolute
pathname and may include a specific gyenera-
tion identification

are control arguments chosen from the fol-
Lowing set:

-CISZ <sijze>;:=
is the number of bytes in a control inter-

val. The value <nnnn> must be a multiple
ot 256 bytes. The default is 512 bytes.

-SIZE or =57 <size-1>L,V<rel_vol_number>lS<number_vol>]

[<size=2>,Vorel_vol_number>l.,.. ::=

This entry is uSed to express the initial
size of a disk file expressed 1in control
intervals and cptionally the explicit
placement of the file,

Size=1 is required to specify the number of
control intervals in the first (and possi-
bly only) section of the file. The
rel_vol_number is used to 1indicate an ex-
plicit placement of the file segment on a
specific volume Of the volume set. If the
field is not supplieds FMS will dictate the
file placement. An S, plus a number
indicates that the file is to spread equal-
Ly across n volumes.

Subsequent pPairs of parameterss size and
rel_vol_number, may be wused to explicitly
control the spreading of the file to other
volumes in the volume set,

Examples:
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FC A

FC 3

FC C

~-TAPE <vol_set_na:

-

this
file
set.,
-$5TapPE [<Kscratch

-S1z2e 100

Create a file A, <consisting of 100
control intervals, The file space will
be placed somewhere on the same volume
set as the catalog.

~SIZE 200,58

Create file B, <consisting of 200 con-
trol intervals, spread across the vol-
ume set that contains the catalog.

-SIZE 100,V

Create file C, consisting of 100 con~-
trol intervals on volume 1 of the vol-
ume set containing the catalog.

-SIZE 5U,VT 25,V2 25,V4
Create a file Ds where 50 control
intervals (CI's) witl be placed on

volume 1 of the volume set, 25 (CI's on
volume 2+ and 25 Cl's on volume 4.

option is used to indicate that the
will reside on a predefined volume

vol_set>Jl,nnl ::=

is used to indicate that the file should
reside on tapes obtained from a scratch
volume set. It & scratch_vol_set is
specifieds the scratch tapes will be
obtained from that volume set. If nots, the
tapes will be obtained from the
system_scratch_vol_set. The user must have
modi fy permission on the specified
scratch_vol_set.

The n

umber of volumes reguired (NnNn) may al-

so be specified., The default is one tape.
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-beEN<nn>::=

-Tk {71372}

if scratch tapes have been reguestéed, this
option is used to indicate the tape's den-
sity .. where 2,5,3,16,64 or STD (standard)
are valid options. STD is the default.

5 e
. a

if scratch tapes are requested, this option
indicates whether 7 or 9 track format
should be used. If not specifieds, the site
standard will ve used.

-MAX_SIZE or -MSZ <size>::=

t he maximum Size, expressed 1in control
intervalss, to which the file may be growne.
The default is unlimited growth,

-1WNC_Siir or -I151 <size>::=

-ReC_HObL or

is the number of ccntrol intervals the file
will be grown each time the file is
dynamically grown. The default will be by
one eighth of the current file size,

-RM z:=

-RDATE {mmddyyl+tnnn} ::=

-MONITOR =z

indicates that the file must be retained
until after the specified date. The date
may be expressed as a calendar date
Cmmddyy) or as a relative date (+nnn). If a
relative date is specifieds the retention
date W“will be cualculated and saved in mmddyy
format.

“ROLLBACK or =-k8 s::=

indicates that a before 1image should be
taken for each change to the file content
and that the file will be rolled back fol-
Lowing any program or system abort.
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-JRiNL or =J ::=

indicates that all changes to the file con-
tent will be journaled.

-DUF [<size>]::=

specifies that a duplicate file should be
created for this file to protect against

device failure. The size and location
parameters allow the size and location of
the duplicate file to be explicitly

spec ifiea. Kefer to the -SIZE option for a
description of the parameters. If the size
is not specifieds, FMS will obtain space on
volumes in the volume set not assigned to
the original file.

“VERLFY or =V :

.

specifies that each write to the file must
be verified.

-PUKGE or =P ::=
will cause the file to be overwritten when-
ever 1t 1s released.

~AULIT or =-AUD {ALLICENIED} ::=
indicates that allocation requests for the
file should be audited. The parameter also
indicates whether all allocations or only
denied allocations are to be monitoreda.

-PW<DaSSWOrg> =

is the password to be supplied when
requesting access to the file,

-1FN <internal_file_named>::=
Allocate the newly <created file using the
specified IFN.

This option assumes that the ECL command
interpreter is available.
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Notes:

1« The
try
the

e The

54 This
crea

newly created file's ACL will consist of an en-
for the creator plus any entries contained in
superordinate directories Initial_ACL_Ffilea

absolutized pathname must be unique.

function may be executed by anyone that has
te permission on the superior directory.

3.7.145 dodify_File

This function al lows a wuser to modify attributes of an
existing file

format:
MUDIFY _

where:

<pathname>::

FILE <pathname> <ctrl_args>

is the name of the file to be modified. It
may De either an absolute or relative
pathname and may include a specific genera-
tion identification (see naming convention
section 2.5)

<ctrl_arygs>

are control arguments chosen from the fol-
lowing set:

-MAX_SIZE or -MSZ <size> ::=

The maximum size of the file expressed in
Control Intervals.

-INC_SIZE or =157 <size> ::=

is the number of control intervals to be
adde d to the file each time tne file is
dynamically grouwn,

=-PW<password>=

is the new password to be wused when
requesting access to the file.

-AUDIT or -AUD {ALLIDENIED}::=
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indi
file
indi
deni

-KDATE {mmddyyl+

—wRITE_LO

-VERIFY o

=#CHiITOR

-ROLLBACK

~-JRNL or

-purl<siz

=PURGE or

CK

r -

s o
s e

or

-J

e>

-F

defi
file
enda
(+nn
the
t he

or -
prev

over
rems

spec
be v

=R

indi
take

Lowi

oe
.o
L H]

indi
tent

L]
o
]

indi
crea
devi
t he

as

Spec
prio

cates that allocation reqguests for the

snould ve aucited. The parameter also
cates whnether all allocations or only
ed allocations are to be monitored.

nnn}

nes a new retention period for the
- The date may be expressed as a cal-
r date (mmddyy) or as a relative date
n). If a relative date is specified.,
retention cdate will be calculated and
date saved 1n mmddyy format.

WL ::=
ents the file from being accidentally

written, Once set the lock can not be
ved,

ifies that each write to the file must
erified.

cates that a before 1image should be
n for each change to the file's content
that the file will be rolled back fol-
ng any program or system abort.

cates that all changes to the file con-
should be journaled.

cates that a duplicate file should be
ted for this file to protect against
ce failure. Refer to the =D option on
File Create for additional information.

ify that the file must be overwritten
r to being released.
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Notes:

1. This function may be executed by anyone with modify
permission for the file.

Z. Any oOf the arguments except MAX_SIZE, INCR_SIZE, and
WRITE_LOCK may be negyated by preceding the argument

name with an N. For examplesrs -NU will remove dupli-
cate file protection from the file.

This function willt cause the specified file to be
deleted.

Format:

DELETE_FILE <pathname> <ctrl_arg>
where:

<pathname>::=

is the name of the file to be deleted. The
star convention can be used,

<ctrl_aryg>

The following <control argument can be used
with this function:

-PURGE or -P 1=

spec ifies that the file must be overwritten
prior to beiny released to protect sensi-
tive data.

this option will cause the file to be
deleted even if the retention period has
not expired.

Notes:

1« This function may be executed by anyone with modify
or delete permission for the file.

2. If the file being deleted resides on a tape volume
set, the associated volume set definition will be
deleted if the tape volume set has been dynamically
created for the file. However, 1f the tape volume
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Thi
namnm
Lin

Format:

set had been explicitly created through Media Man-
ayement, the volume set definition will not be
geleted but will be moditied to remove the file's
relationship with the volume set.

If the file is busys, the deletion of the file will
be deferred until the file 1s deallocated.

1f the file is to be puryed and it resides on a tape
volume set that 1s not mounted an indication will be
macde in the corresponding volume set definition to
cause the overwrite of the data the next time the
volume set i1s mounted.

1f the current file of a generation 1is to be

released, the next oldest generation will be made
current.,

s function creates a link entry with a specified
e pointing to a specified directory or file. This
k may be used as an indirect pointer to a :

o directory or file under another acCcount

o directory or file within the Same account

o]

directory or file on another disk volume set

o file at another site

CREATE_LINK <pathname> <pointer> =-[HBX<mailbox name>]

Where:

<pathname>::=

><}50

is the name of the Llink entry to be created
inter>s:=
is the absolute pathname of the file or di-

rectory to be referenced whenever this link
entry is used,
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-MBx<mailbox_name>::=
is the mailbox name of the file transfer
workstation at the target file site. This
entry must be provided anytime the file be-
ing referenced is located at a remote site.
Notess:

1. The absolutized pathname must be unigue.

e The pointer and mailbox will not be validated
duriny the creation of the link.

5. This tunction may be executed by anyone that
has create permission on the superior directo-

ry.

L. Tne creator will be assigned Llist, modify and
delete permission in the created link's ACL.

This function will cause the pointer or mailbox to be
altered in an existing Link entry.

Format:

MOUDLFY_LINK <pathname>[<pointer>][-MBX<mailbox name>]
Where:

patnname> ;=

is the name of the Llink entry to be
modi fied.

<pointer>g:e=

is the new absolute pathname to be
referenced whenever the link entry is used.

~-MBA<mailbox name>gs:=

i$ the new wmailbox name ot the file trans-
fer work station at the target file site,
This entry must be provided whenever the
file being referenced is located at a re-
mote site.

1-54 June 25, 1979 - (9:35



Notes:

1« The absolutized pathname must exist.

¢. The new pointer and/or mailbox will not be validated
by this tunction.

5« This function may be executed by the link's creator
or anyone with modify permission.

3.7.7.9 Uelete_Link

Tnis function deletes the specified link entry. It
does nct delete the entry pointed to by the Llink.

Format:

DVELETE_LINK <pathname>

Where:

<patnname>;: =

Notes:

is the name of the entry to be deleted.

1. Tais function may be execulted vy the links creator
or anyone with modity or delete permission for the

link.

3.7.7.10 Cregate_Gener

(<8

tion_Set

This function creates a new Tile generation set that
may be referenced by the specified pathname.

Format:

CREATE _GEN_SET <pathname> <ctrl_args>

Where:

<pathname>

Kctrl_arys>

is the name of the file generation set to
be created.

are optional control arguments to be
selected from the following set:
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-Pw <password> ::=

-CYCLE <nnn>

-GENS <nnn>

is the ned password to be appended to the
tile generation set name when accessing ei-
ther the wgyeneration set or any member of
the Set.

is the number of generations to be
maintained in a fixed cycle.

specifies the number of generations that
are to be maintained in the generation set.
The generations will be maintained as a dy-
namic set, where new generations will be
created based on the default file defini-
tion for the set and the expired
generations will be released from the set.

-RUATE {mmudyyl+nnn) ::=

-DFC /<file

-MAXGe <nnn>

iS5 g reqguest to retain each generation un-
til the specified date. The date may be
expressed as a calendar date (mmddyy) or as
a relative date (+nnn). If & relative date
is specifieds, the retention date will be
calculated when each new generation 1is
created.

create options>/ ::=

defines the option to be used for each de-
fault file create, The allowed options are
described with the File Create function,

if this option is not supplieds, the system
default will be used. This default initial-
ly specifies a mass storage file that
consists of one 512 byte Control Interwval.,
but may be modified by the System Adminis-—
tratore

This option is used to Llimit the number of
generations to be retained. 1t may use
anytime the the generation set s
controlled by a retention date (-RDATE).
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The numpber of generations specified may be
from 1-256. The default will be 30.

Notess
1. The newly created generation set's ACL will consist
of an entry for the <creator plus any entries
contained in the superordinate directories
Initial_ACL_File.

. The absolutized pathname must be unigue.

5. This function may be executed by anyone that has
create permission on the superior directory.

4., No more than one generation type option (=CYCLE.,
-GENSs, Or -RDATE) may be specified for a generation
set. If no type option is specifieds, the system de—
fault will be used. The default is initially =CYCLE
3 (fixed cycle with three generation files),but may
be modified by the System Administrator.

.11 dodity_generation_gSet

This function will cause the specified options for a
generation set to be updated,

Format:

HODIFY_GEN_SET <pathname> <ctri_args>
where:

<patnname> ::=

is the name of the generation set defini-
tion to be modified.

<ctrl_arys>

are control arguments selected from the
following set:

—Pw <password> ::=
is the new password to be appended to the
file generation set name when accessing ei-

ther the generation set or any member of
the set.,
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-=CYCLE <nnn> ::=

is the adjusted number of generations to be
maintained.

-GEMNS <nnn> ::=

is the new number of generations to be
maintained.

-RUATE {mmdayyl+<nnn>} ::=

-MAKe <nnn>

cefines a new retention period for members
of the generation set. The date may be
expressed as a calendar date (mmddyy) or as
a relative date (+nnn). The modified re-
tention period will only apply to
generations created after the change. The
existing yenerations retention periods will
not be modified by this function.

.
e

specifies the maximum number of generations
that should be retained in a dynamic gener-
ation set.

-DFC /<file create options>/ ::=

Notes:

1.

provides a new set of option for any de-
faul t file create. The allowable options
are described with the File (reate command.
This new definition will completely replace
t he previous agefault definition for the
generation set.

Inis function may be executed by anyone with modify
permission for the generation set.

Tne three generation type options (-CYCLE, -GENS,
and =RDATE) can only be used to modify the
associated argument (number of days or number of
generations. They may not be used tc modify the gen—
eration set type.

If the number of generations being maintained s

reduced by the -CYCLE, =GENS, or -MAXG options, the
oldest generations will be deleted.
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377212 telete_Generation_Set

This function will cause the specified generation set
and 1t's members to bLe deleted.

tormat:
DELETE_GEN_SET <pathname> <ctrl_args>
Wwhere:
<pdtaname> ::=
the name of the gyeneration set to be
Jeleted. The star convention must not be
used with this function.

<ctri_arygs>

The tollowing control arguments can be used
with this functiona

-PURGLE Or =¥

ue
.
i

indicates that the members of this genera-
tion set must be overwritten prior to being
released to protect sensitive information.

Notes:

1T« This tunction may pe executed by anyone with modify
or delete permission.

2. If & suvordinate file to be purged resides on a tape
volume set that 1s not mounted an indication will be
made in the corresponding volume set definition en-
try to cause the gverwrite of the data the next time
the volume set is mounted.

5. If any subordinate file is busyY, the release of the
file will be delayed until the file is deallocated.

53.7.71.13 Add_MNgme
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Format:

ADD_NAME <pathname> <new_name>

where:

Kpathname>::=

is the name of the directory, file or Link
for which the additional name 1s to be
addeu., The star convention can be used.

<new_nidgme>i 1=

Notes:

N
[ ]

(&
]

is the additional name by which the file or
directory is to be known. The equal con-
vent ion can be used.

Tne absolutized new_name must be unigue.

This function may be executed by anyone with modify
permission for the entry.

Cataloged tape tiles may not have alternate names.

This function Wwill delete a name from a directory, file

or

formats:

linka

DELETE_NAME <pathname>

Wwhere:

<pathname>;:=

NOtes:

is the name that 1is to be deleted. The
star convention can be used.

1. unly the specified Name 1is deleteds not the
asscciated file, directory or link., If the ex-
ecution of the command would remove the last
name from the entry the request will be denied.
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. This function may be executed by anyone with
modify permission for the entry
3.7.1.15 Renase
This function replaces a name O0f a directory., file or
link with a new names, without affecting any other names
the entry may have.
Formats
KENAME <pathname> <new name>

Where:

<pathname>;::

is the existing name that is to be
resl aced. The star convention can be used,

<new_name>::
is the name that replaces the entryname
gortion of the pathname. The eqgual conven-

tion can be used.

MNotes:

1. It the last entry name of the pathname is a star
name 1t indicates that more than one entry name may
e replaced. In this case the new_name must use the

cgqual name convention.

2. This function may be executed by anyone with modify
permission tor the entry.

5. The absolutized new name must be unique.

Cataloged tape fileS can not be renamed,

4
L]

3.7.1.76 Add_File_ Space

I'his function is uSed to obtain additional space for an
existing disk file,

Forwat:

ADD_SPACE <pathname>
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wnere:
<pathname>::=
Is the name of the

<ctri_arys>

control
following set:

optional
the

-SIZzk<size>[,<rel_vol_number>]::=

specifies
to be

the sSize
intervals
tional
an explicit
tent .

-ouP<sized>les<rel _vol_number>]::=

18

of an additional
file. If the argument
the file is duplicated .,

gupl icate file.
-MAX_SIZE or =-MSZ <size>::=

this is the maximum
may be grown.

out a size specified
will be atlowed.
Notes:
Te This function will only grow the
fore, when an indexed file
may also need to be grow.
2. This func¢ction may be used by
write permission for the file.

- “

3.7.7.17 Release_file_Suace

This function causes the
file to ve reduced.

Format:

aryuments

the number
added to the file,
rel_vol_nunber
placement of

used to explicitly control
extent for a

is grown,

space assigned to

file to be grown

selected from

of control
The op-
used to indicate
the new file ex-

1s

the placement
duplicated
specified and
will grow the

is not
FMS

size tO which the file
If this option

is used with-
» wunlimited growth

named file.
the

There-
index file

anyone with modify or

a named disk

RELEASE_FILE_SPACE <pathname> <ctrl_args>
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Where:

<pathname> =

Is the name of the file to be reduced,

<ctri_arys>

optional control arguments taken from the
following set:

-SHRINK or =-SHR ::=

will cause all unused allocated space
to be released.i.e.r the extent of the
allocated space will truncated at the
next allocatable space unit following
the current end of file. This option
is only applicable to seguential
files.

-5IZE Or =S¢ <size>::=

specifies the number of control
intervals to be retained., The remain-
der of the file's space will be

released.

-MAX_SIZE or -MSZ <size>::=
the maximum size, expressed in control
intervals to which the file may be
grown. The default size will be
unlimited growth if a specific Size 1is
not specified.

Notes:

1« The modify volume set command should be used to
add addi tional volumes to a tape volume Set.

2. This function may be used anyone that has modi-
fy or write permission on the file.

3.1.7.16 Set_Apgrt_Lock

This function wWwill either set or reset the abort lock
for a specified filea
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Formatz:
st T
Where:

-ON

-GF

Thi
tor

Format:
CHA
Where:

<pa

Notes:

1.

_HBURT _LOCK <pathname> {-ONIi-OFFJ}

’
o ®

will set the abort Llock ON. Thus»
preventing allocation to the file wunless
the allocation reguests specifies QUERY or
RECOVERY.

Foe

will set the abort lock OFF.

s function chanyges the user's current working direc-
y to that specified by the indicated path.

NGE _WORKING_DIRECTORY <pathname>

thname>2:=

identifies the new working directory. This
may either be an apsolute pathname or a
relative pathname that is relative to the
wOrkinyg directory at the time that the com—
mand 1s issued.

1f @ pathname is not supplied the <current working
directory will be set to the default home directory
defineag 1n the user profile,

In case pathname 1s syntactically incorrect, and
therepy is not a valid directory pathnames, a message
is returned indicating the first part of pathname
wiich was not understood. In this case, the working
directory is the same as it was before the incorrect
pathname was given,
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3.1.1.20 Set_AchL
This function 1is used to add or modify an access con-
trol entry 1n the indicated file, file generation set
or directory.

Format:

SET_ACL <pathname> <access_right> <access-identifier>
[<ectrl_args>]

Where:

<pathname>::=
is the pathname of the file, file genera-
tion set or directory to which the command
applies. If pathname is =-WD, the working
directory 1s used., The star convention can
be used.

<access_right>re=
is a valid access mode for directories or
file sy, depending on the object of the
pathname.

access_identifier>::=

is an access control entry name that must
pe of the form: ‘

<per son_id>.<account_id>.<node_id>.<domain>

Where any of the components may be replaced
with an "x",

Kctrl_args>

Control arguments selected from the follow-
ing set:

-DIK Or =9 2:=

spec ifies that ACL's for directories should
be modified.

-FILt or =-F

[T
.
it

indicates that ACL's for files or file gen-
erstion sets should be modified.,
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le dAny existing ACL entries with a matching access
identifiers will receive the <access_right>. If no
match is found an entry is added to the ACL.

2. The wuser must have modify access right on the
specifiea directory or file.

3. 1f the &ccess identifier is omitteds, the user's
<person_id>.<account_1d>.* 1s used.

4. 1f a file is a member of a generation set an ACL
will exist only for the generation set not for each
member of the set. Therefore a suffix specifying a
specitic yeneration may never be wused with the
patnname on this command.

ALl

The Delete_ACL function removes entries from the access
control lists (ACL's) of files or directories.

Format:
DELETE_ACL <pathname> <access_identifier> <ctrl_args>
Wwhere:
<pathname>;: =
is the pathname of a file, file generation
set or directory. The star convention can
e useds If pathname is —WD or omitteds, the
workiny directory is used. If pathname 1is
omitted, the asccess identifier can not be
specified,

<access_identifier>g:=

is an access control entry name that must
be of the form:

<per son_ijd>a.<account_id>.<node_id>.<domain>

where any component may be replaced by an
" *M
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Notes:

1« Any existing ACL entries with a matching access
identifier will be deleted.

la The wuser must have modify access right for the
specified directory or filea

5« 1f toe access identifier is omitteds, the wuser's
<person_id>.<account>.x is used.

5.7.1.22 3et_loitial ACL

The function is used to add or modify an entry to a
file or directory initial access control Llists in a
specified directory. The file 1nitial ACL contains ACL
entries to be placed on files created subordinate to
the specified directory. The directory initial ACL

contains the ACL entries to be placed on any
directories created subordinate to the specified direc-
tory.

Format:

SET_INITIAL_ACL <pathname> <access right>
<access identifier>[<ctri_args>]

Where:

Kpatnname>s:=
Specifies the directory in which the ini-
tial ACL is to be altered. The star con-
vent ion ¢an be used.

<access_right>ze =
is & valid access mode for either
directories or files, depending on whether
the file or directory initial ACL is being
upda ted.

<actess_identifier>::=

is an access control entry name that must
be of the form:

<per sgn_id>a.<account_id>«<node_id>.<domain>
Where any of the components may be replaced

by EY -"*lﬂ‘
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<ctrl_ary>

Control aryuments chosen from the follow-
ing:

-DIR or =D :=

specifies that the initial ACL for
directories is to be modified.

-FILE or —-F ::=

specifies that the initial ACL for the file
or file yeneration set is to be modified.

NOotesS:

T« Any existing initial ACL entries with a matching ac-
cess identifier will receive the <access right>., If
no match is found an entry is added to the specified
initial ACL.

. The wuser must have modity access right for the
specified directory.

5. If neither of the <control arguments (=-DIR or —FILE)
is specifice the initial ACL for file is modified.

3.7.1.23 Delete_lnitial ACL

This functicon is used to delete entries on the file or

directory initial access control Llists.

Format:
DELETE_INITIAL_ACL <pathname> <access—identifier>
[<ctrl_args>]
where:

<pathname>::=

is the pathname of a directory. The star
convention can be used.,

access_identifier>z:=

is an access control entry name that must
be of the form:

<person_id>.<account_id>.<node_id>_.<domain>
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where any of the components may be replaced
by a "+"_., The <person_id> or <account_id>
way be replaced with a 3" to cause the
creator's person_id or account_id to be
subs tituted when a directory or file s
created.

<ctrl_arg>

tontrol arguments chosen from the follow-
ings:

=0IR or =D ::=

specifies that the initial ACL for
directories is to be modified.

-FILE or -F ::=
specifies that the initial ACL for
file i1s to be modified.

Notes:

T« Any existing ACL entries with a matching access
icentifier will be deleted.

c. The user must have wmodify access rights for the
specifiea directory.

3.1.7424 List

This function provides a listing of cataloy entries im-
mediately subordinate to a specified directory.

Formats:
LIST <pathname> [<ctrl_arys>]
Where:
<pgathname>::=
The star convention can be used.
<ctrl_args>

control arguments selected from the follow-
ing set:
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-0IKk or

-FILE

=L INK

-ALL o

-EXP

-BUSY

-DTL

-BF 2

-0 TH

-DTU

cr

or

]

-F

-L

r =A

se

i

H

list only directories subordinate to the
defined entry.

list only tiles subordinate to the defined
girectory.

list only links subordinate to the defined
directory.

» & 2=
. a

list all entries subordinate to the defined
directory.

list all files subordinate to the specified
directory whose retention periods have
expired.

List all files subordinate to the current
directory that are currently allocated.

List the
entries,

attributes of t he selected

list only the name type and size of the
selected entries,

List entries in order by the date/time last
modi fied. The most recent will be listed
first.

list entries in order by the date/time last
used., The most recent will be listed first.
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list the entries in ascending adlphabetic
segyuence.,

-KvV

.
1

reverse the order in which the entries are
listed. This option may be used with -DTM .,
-DTU » and —SR.
Notes:
1. The followinyg options (-b0IR, —FILE, =-LINK, —ALL.,
-EXP, anag -3U5Y) are used to determine which entries
are to be listeda

While the remaining options, specify the degree of
dgetail required and the order of presentation.

Za *x*x%x jdentify the permissions required **x

3.747.25 List_ACL

rh;s function (ists the entries in the access control
List (ACL) ¢f & file or directory.

Format:

LIST_ACL <pathname> <access_identifier> [<ctrl_args>]
Wheres

<pathname>::=

is the name of a directory or file. If the

key worda -WD 1s wused or the pathname
omitted, the working directory 1s used. If
t he pathname 1S omitteds, an  access

identifier cannot be specified. The star
convention can be used.

<access_identifier>ii=

is an access control name that must be 1n
the form:

<person_id>.<account_1d>.<node_id>.<domain>
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Notes:

1. The user

ALt matching ACL entries will be listed. If
the <access_identifier> is omitteds, the en-
tire ACL will be Llisted.

must have modify or list access rights for

the specitic directory or file.

2. 1f the command is invoked with no arguments, the en-

tire ACL

53.7T.7.20 List_Ipitial_

on the working directory is listed.

x=

cL

This function is wused to list the entries of the file

or directory

directory.

Format:

ini tial access control list 1in a specified

LIST_INIT_ACL <pathname><access_identifier>

WJhere:

<pathname>;::

[<ctrl_args>]

is the name of a directory. If the name 1is
omitted or -WD specified » the working di-

rectory 1s used. If the pathname 1is
omitteds, an <access_identifier> cannot be
specifiedas The star convention can be
used .

<access_identifier> ::=

Kctrl_args>

is an access control name that must be in
the form:

<person_id>.<account_id>.<node_id>.<domain>
AlLL initial ACL entries with matching names
are listed. If the <access_identifier> is

omitteds, all entries on the requested ini-
tial access control list are listed.

optional control arguments may be selected
from the following set:
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i

-ALL or —A :

.

cause all entries on the requested 1nitial
access control Llist to be listed. This ar-
gument is redundant 1f <access_identifier>
is omitted. It overrides the
<access_identifier> ’ if both are
specifieda.

-bilk or =D ::=

specifies that the directory initial access
control list is 1o be modified.

-FILt or -F

specifies that the file initial access con-
trol Llist is to be altered.

Notes:

1. The user must have Llist access for the specified direc~-
tory.

3.7.1.27 List_working_Dir

ctory

(3]

This function will list the absolute pathname of the
user's current working directory.

Format:

Ltist_Working_birectory

1« There are no options for this function.

2. A uSer need not have any access rignhts to use this
function.

3101023 Walk_Subtree

The WALK_SUBTREE command causes the rest of the command
line to be executed at each level of the catalog struc-
ture subordinate to the specified directorya.
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Format:

AALK_SUBTREE <pathname> <command_Lline> <ctrl_args>

Where:

<pathname>::=

is the name of the starting directory. If
~-Wbs then use the current workiny directo-
rya

<command_Line>:: =

<ctrl_args>

-FIRST <pn>

-LAST <n>

-BiLF or

[

the command line to be executed. Enclose
t he command iIn guotes if embedded
separators are included.

optional control arguments taken from the
followiny set:

s =
- .

specifies the first Llevel of the cataloy
structure to be used. pefault 1s 10 1.e.
the directory specified by the pathname.

H

[

specifies the Llast Llevel of the catalog
structure to be used. pefault i1s 999 (all
leve ls).

-BF s1=
suppress the printing of the directory
name s during the execution of each

<command_Lline>,

execute the <Kcommand_Lline> from the last
level to the first Level 1in reverse order
from the normal first to Last order.
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3.7.¢ pirectory_Active_ Functions

The followiny Active Functions are initiated as a re-—
ECL command
line. They are immegiately evaluated and will return a

sult of an active string detected in an

character string representing information
entities in the Directory hierarchy. The
that 1s returned will replace the Active Function

in the command (ine,

Salaial LUWD

Format: {LwD]

about

information

nName

returns the current working directory pathname.

S5.7.2.2 ELLES

Format: LFILES [<directory>] <star_name>]

returns a list of simple file names separated by
spaces. The returned file names are those that
match using the star convention as expressed by
directory is
usea unless a <directory> 1is specified.

<star_name>. The current working

3.1.2.3 LIRS

Format: (DIRS {<directory>] <star_name>]

same as FILES, except that this function applies

to directories.

3a1.¢ab LLINK

n

Format: LLINKS [<directory>] <star_name>]

same as FILES, except that this function applies

to links.
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3.T.de5 HOME_DIR
Format: LHGME _DIR]

returns the pathname of the user's home directo-
rye

30726 ENIRY

Format: LENTRY <pathname>]

returns the entry name portion of the absolute
pathname developed from the specified pathname.

3.74¢a7 SIRLE

Format: [STRIP <pathname> <str>]

returns the absolute pathname of the specified
pathname with the the last component removed, If
str is specified, the last component is removed
only if it matches the <str> value.

3.1Taled SPE
Format: LSPE <pathname> <str>]

same as STRIP except that the it returns the
entrynane portion of the absolute pathname.

3.7.4.9 DIK
Format: L[UIR <pathname>]

returns the directory portion of the absolute
pathname derived from the specified pathname.

34742470

<<

gL1D
Format: (VvOLID <pathname>]
returns the root volume 1d of the absolute

pathname for the specified pathname.,
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3143 Prograw_services

Any proygram can request F#S services in the course of
execution of that proygram, These services include
those available through ECL commands, Directory Active
Functionss and services described pelow which are only
available to programs.

3.7.3.1 Reguestiong Progcan._Secyices

A CLIMB to the Command Interpreter is wused for each
call for service except WALK_SUBTREE. The first param-
eter describes a command block. The second parameter
describes the service to be executed, expressed in ECL
syntax. The third parameter describes a segment where
the output trom the function will be stored.

Format

ICLIMY CHMDILS
Farameters

- descriptor U : frames the Command Block
- descriptor 1 : frames the command line

- descriptor 2 frames the output area

Command tlock

| FCa.IMS |
"__, _______ - - —— _...‘_._..]
i FC.ORS i
e e e - |
{ FC.CLS | rfu |
TP —— T |
i FC.I0S | FC.ROS i
Input

FCCLS Command Lline size

FC.I08 1Initial output size

FC.ROS Result output size
Cutput

FC«1IMS Immediate status
FC.ORS Original status
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Status Codes

The status codes returned will
vary based on the command
initiated.

This function retrieves the file attribute block for a
named filee. The request must specify either the inter-
nal Tile name if the file 1is allocated or the external
file name. The third descriptor of the call defines
where to stocre the obtained attributes.

Format:
Reac_File_attr [<pathname>I|l=1FiN<ifn>]

Wnere:

<pathname> ::=

pathname of the file whose attributes are
to be obtained.

-1FN<1 N> 2=

is the internal name assigned to an
allocateag file,

Notes:
1. The ~=1F4 option may ve used only 1if the file s
allocated. Pathname may be used for any file,

altlocated or not.

S3.1e5.5 Return_allocation_Information

This function allows a process to obtain Iinformation
about the masSs storayge files currently allocated to
that process.

The third descriptor of the call defines where to re-
turn the allocation information, This information
includes a summary of the number of mass storage files
allocated and file protection services being used.
This will be fol lowed by a List which contains one en-
try tor each allocated file. Each entry specifies the

1=-79 June 25, 1979 - (09:35



U
L]

I~

Internal File WNamees Allocation type (R, Wo A, Eo
mode etc.) and file protection options.
Format:
return_Alloc_Info [=IFN<ifn>]
where:
“IFRk<iftn> ::=
is  tne internal name assigned to
allocated file.,
Notes:
1. It =IFN is specitied, allocation information

returned only for that file.

2. 1f =IFN is omitted, allocation information wil
returned for all files assigned to the user.

ystew_Services

K

The FMS System Services consist of a set of funct

test

L be

ions

availlable only to system processes such as Peripheral

Alloctator and access methiods such as UFAS and IDS.

These services are reguested via a CLIMB to the FMS

do-

main with the function code selecting the particular
function tuvo be called.s The first parameter always
describes a command block. Additional parameters may be

reguired depending on the function reqguested. A
scription of the parameters and command block

de-
is

provided with the description of the individual system

functions.

3.7.4.1 Eile_Allocation

sefore any operation can be performed on the contents

of a Tile (such as opens read or write), the file

must

be allocated to the wuser, This function, which results
from a GET coummand or from a resource template interro-
gation, provides the means by which the Peripheral

Allocator requests allocation for cataloged files.
Format

ICLImMG FMS,3,FALLLF,EAXD
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fraramete

rs

gescriptor U
gescriptor 1
descriptor 2

frames the Command Block
frames the pathname

trames space where the PAT
will be built

Command B lock

i FC.IMS |

= e e - |

| FC.URS i

| e - ——— i e [

| FCLIFN

|

‘ _______ c—— - o v o~ — - — " o - -

| FC.RAM i FC.PNS |

‘ ........... o e - ._-l

| FCDTY | FCaDEN I

l ............ - - - - - f

i FC.VSN i/f

i |

| e e e e o e |/

| FCoUSI 1Y

Input
FCIFN Internal name for the file
FC.RAM Requested access mode
FC.PNS Pathname size
Cutput

FCIMS Immediate status
FCLURS OCriginmal status

TFC.APG MAccess permissions granted

DY

FCLDEN
FC VSN
FCLUSI

" Device type

bDensity (for tape files only)

Volume Set name
User supplied

Status Codes

File is busy
File 1is abort
defective space
File i1s on a disk
currently mounted
Read only access
null content file
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function

The catalog structure Wwill be searched for a
match on pathname and the file's ACL will be
checked to determine whether the user may ac-—
cess the file in the requested access mode
(FC.RAM) ., If permission is granted, this func-
tiorn wiltl build a PAT. Thnis PAT will be used
Ly 10S to magp ftile addresses to device and de-
vice addresss, and to constrain operations on
the file to those yranted by allocation.

On a successful allocations, this function will
returns

o Volume Set Name
The patnname may reference any cataloged file.
Lhat inc ludes a4 generation group or an individ-
ual generation file.
347.4.2 Eile_Allocation_Test

This function i1s used by tine Peripheral Allocator to
determine the availability of a cataloged file without

reserving the file. It determines whether the file
exists and if the wuser has permission to accessS the
file.

Format

ICLIMB FMS,2,FTALLF,EAXC
Farameters

- descriptor U z frames the Command Block
- descriptor 1 : frames the pathname
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Command Glock

i TTFC.IMS ' 1
i ________ o o o o a2 o - o ‘

| FC.RAM | FC.PNS |

R e -
| FC.DTY | FCsDEN |
e I
i FC.VSN |

FC.RAM Reqgquested access mode
FC.PNS Pathname size

Cutput

FCLIMS Immediate status

FCL.ORS Original status

FCL.DTY Device type

FC.DEN Density (for tape files only)
FC.YSN Vvolume Set Name

Status Codes

4 File is restore locked

15 file 1is abort Llocked and access
reguest 1s not for query Or recov-
ery

25 File 1s on a disk pack that is not
currently mounted

26 File is on a tape that may may or
may not be mounted

53 Read only access requested for a
null file

Function

ITne cataloy structure will be searched for a
match on  pathname and the file's ACL will be
checked to determine if the user may access the
file in the reguested access mode. If the user
nas permission to acctess the file this function
will return:

0 Volume Set Name
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0o Dbevice Type

0o bensity (for tape file only)

570605 tile_ bLeallocation
This function 1s used by the Peripheral Allocator to
deallocate a cataloged file upon termination of a run

type commands, execution of a REMOVE command and upon
termination of a process.

Format
IcLImg FMS,1,FDALLFL,EAXD
Farameters
- descriptor U : frames the Command Block

Command Block

| FCLIMS ]

fmmmm e e e |

i FC.ORS i

R s

i FCLIFN |

| |
Input

FL.IFN Internal name for the file

Cutput

FC.IMS Immediate status
FCLORS Original status

Status Codes
24

Function

The user®s PAT Pointers will be searched for a
matching IFnN. If a match existss the count of
outstanding allocations against the file will
be decreased and the PAT removed.
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1f the file was written to, the change date and
time 31s updated in tne file description. If a
new ygeneration file was <created and the job
terminated normally, the current pointer 1is
updated to reflect the new generation file and
the absolute generation number is increased by
one.

3.17.64.4 File_Grow

This function 1s used by the buffer manager to
dynamically yrow a mass storage file when a user s
Wwriting a seguential file and has reguested a write to
a control interval that i1s beyond the end of the cur-
rent file,

Format

ICLIMB FiS,s12FGROLFPEAXDU
Parameters

- descriptor U : frames the Command Block

Comaand Block

- - —————— - — -~ ———— -~

i FCoIMS |
‘ ....... o - — o o - o o - i
i FC.ORS |
f=m—m—————————— ———————— {
| FCOIFN |
i |
f=—m———— e — -~ |
i FCaINC | rfu I
Input

FCaIFKN Internal file name
FC4INC Number of CI's to be added

Gutput

FCLIMS Immediate status
FC.O0RS Original status

Status Codes

55

(Y]
WU
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Function

TS

3.7.4.5 Eile _kKegallocation

To provide economical recovery in case of system fail-
ure, processes in execution at the time of the failure
can ve restarted without resubmitting the job and
re-executinyg previous processes. OUn such a process
restarts, cataloged files must be reallocated, for the
busy counts on systerm restart may have been reset,
removing any indication of allcocation from the file de-
scription for cataloged files.

This function will allow a PAT for the file to be
retrieved by the process restart facility for a file.
It may also be used to allow a file allocation to be
continued from one process to the next. FMS will ob-
tain the type of allocation previously granted from the
PAT and PAT Pointer and try to grant the same type nowa.

Format

ICLIMs FMS,T,FRAL.FFEAXD
Parameters

- descriptor O : frames the Command Block

Command Block

- e - e .- - —— . - —— - -

! FC.1IMS ]
i .......... o ‘._..........-...;
! FC.ORS |
R m—mmmmmmmm e |
| FCLIFN i

FCLIFN Internal name for the file
Cutput

FC.IMS Immediate status
FC.0RS Original status
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Status Codes

24

Function

function

3alat.b Update P_A_T

- — -

This function is used by I10S when a seek is issued to a part
ot a cataloged file is attempted to which the descriptors 1in
the PAT do not apply. FMS will obtain the descriptors from
the File Descriptor for the file for that part of the file
sought and place them in the PAT.

Format

I1CL Imes FrSs 2oUPATLFoERXD
Parameters

- descriptor U : frames the Command Block

Command #lock

i FC.IMS |
T U |
i FCe ORS |
R e -
H FC.IFN i
| |
| == mmmmm e i
| FC.POS |

FCoIFN Internal name for the file
FC.POS Position

Control interval number to be
addressed by the first entry in the
PAT o

Output

FCaIMs Immediate status
FCLURS Original status

Status Codes
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Function

The wuser's PAT pointers will be searched for a
matchiny internal file name (FCL,IFN)., If a match
exists and 1t describes a mass storage file, this
function will retrieve the File Description and de-
termine which Space Descriptors are necessary to map
the part of the file sought. This <calculation is
byse on the position (FC.POS) specified in the com-
mand bLLlock.

The selected Space Descriptors will be stored in the
user's PAT and word 3, bits 14-35 will contain the
nuimnber of the first Llink described for random files
or Llinks between the first Llink described and the
sought position. In additicns, word 2. bit 10 (first
descriptor not in memory) will be set.

5.7.4.7 Write_File Attcibutes

This function 1s used to write a block of attributes
for the named file,

torwmat
ICL1wMY FliSe2 e FWFA.F,EAXD
Parameters

- descriptor 0
- descriptor 1

frames the Command 3lock
frames the attribute block

s We

Command Block

| FCLIMS |
[ ——— e —————— —_—
i FC.ORS i
jm————————— o e o e o |
| FCLIFHN |
| i
! - ——— - —— o —— o > - - - oo 1
I FL.ABS | rfu |
Input

FC«IFN Internal name for the file
FC.ABS Attribute block size
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Gutput

FC.IMS Iummediate status
FC.0ORS Original status

Status Codes
24
Function

The user's PAT pointers will be searched for a
matching internal file name (FC.IFN). If a
match existss, the File Description for the file
#ill be retrieved and the file's attributes
moved from the attribute block to the File De-
scription and it will be written to the cata-
loy structure.

3elebdac Mark_Space Defectiyve

This function 1s used to withdraw the defective mass
storage space Trom subseguent assiygnment and to mark
the mapping intormation in the PAT and cataloged File
bDescription to show that the file space is defective.
The function is called Dby the Exception Processing
Subsystem when after failing to recover from a check
character data alert, the operator responds with a
withdraw (W) option,

Format
ICLIMS FMS,1,FMSD.FsEAXD
Parameters

- descriptor O : frames the Command Block
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Command & lock

- - - - ——————

I FC.IMS [
| = e e e ——————————— |
| FC.ORS |
e —_—————————— - |
| FC.IFN I
| |
I _______ c———————— o - _....-...‘
i FC.DCI ]
Input

FCeIFN Internal name for the file
FC.DCI Defective Control Interval

Gutpu t

FC.IMS Immediate status
FCORS Original status

Status C(Codes
24
function

Description to be supplied

S3.7.4.9 Mark _Space_ Usable
This function is used by a process to remove the defec-
tive Space indication from the specified space
descriptors. In order to use this function the process
must have recovery permission for the file.

Format

ICLIME FSs,2,FMSULFsEAXD

taerameters

- descriptor U : frames the Command Block
- descriptor 1 : frames a List of control
intervals
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Command Glock

! FC.IMS |
l __________ o ———— o ——— - —— ._..__.I
| FC.ORS |

Input

FCLIFN Internal name of the file
Output

FC.IMS Imnediate status

FC.ORS Original status

Space Descriptor List
Status Codes

24
Function

Description to be supplied.

574410 ark_ Lata Usable
This function is used by a process to remove the defec—
tive data indication from the specified space
descriptors. In order to use this function the process
must have recovery permission for the file.

Foramat

[CLIMS FMS,2sFMDULFsEAXD

Parameters
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S5.1T.4.11

- descriptor 0 : frames the Command Block
- descriptor 1 : frames a list of control
intervals

Command wlock

| FC.IMS |
| == e - |
| FCaGKS |
| = e e —————————————— ]
| FCLIFN |
i |
Input
FCLIFN Iinternal name of the file
CGutput
FC.IMS Immediate status

FC .ORS Original status

Space bescriptor List

Status (odes

Function

Description to be supplied.

Identify Defective_Space

The didentity defective space function is used by a
process to obtain a list of spaces on a file that are
marked defective in the cataloged file description. It
also provides information to assist in the recovery of
data in the defective space., This information includes
date and time of last change to the file content, vol-
ume serial number of the wvolume with the most recent
file saves, Llocation of any file protection data such as
journaled afters or a duplicate file copy.
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Format
ICLIMmg FMS,2,F1DS.F,EAXD

Parameters

- descriptor O :

- descriptor 1 frames space for
defective control
Command tlock
| FCaIMS !
e e e ———————— |
] FC.ORS |
‘ _______ - ——————— - — - I
| FCLIFN |
i |
Input
FCLIFN internal name for the
Jutput
FCLIMS Inmediate status
FCaORS Original status

Lefective Control Interval List

Status Codes

24
Function
Description T8s
3e1.4.12 Replace Defective _Space
This function is used by a
storagye device space(s) that

fective. It
assiyned space

replaces the

and tnen modifies

tion in the PAT and in the
to reflect the replacement space,
this tunction the process must

on the file.
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Format
ICLIMS FMSs2,FRDS.F,EAXD
Farameters
frames the Command Block

frames a Llist of defective
contron intervals

- descriptor U
- gescriptor 1

e @

Command ©lock

T TReams T T
[==mmmmm e e |

- - - — - - ——— - ——— - ——— -

FCoIFN Internal name for the file
Cutput

FCIMS Immediate status
FC.ORS Original status

Defective (Control Interval List
Status (Codes
24

Function
This function will wuse the list of defective
space descriptors to search the file descrip-
tion for the defective descriptor. The de-
scriptor will be replaced by a new descriptor
in the File Description and also in the PAT if
the file 1s allocated.
After the descriptor has been replaceds, the

content will be marked defective 1if the Mark
Data befective option 1is used.
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This function will return the current file position in a se-
quential file. It shoula only be wused when the first de-
scriptor for the file is not in the PAT.
Format
[CLIMG FSs2,FSFP.FL,EAXU
Parameters

- descriptor U : frames the Command Block

Command Block

l FC.IMS 1
|- == ————— e mm e |
| FC. ORS |
l — - ————— - - — - - o —— l
| FCo IFN |
a |
T i
i FC.POS |
!._....._..___,. ________ —- - """'i
| FCo CRP !

- - - ——— —— - - — -~ -

FCaIFN Internal name tor the file
FC.POS Position value (must be non zero)

OJut put
FCaIMS Immediate status
FCa.URS Original status
FC.CRP Current relative position in file
Status Codes
24
Function

desScription to be supplied
3.7.5 Status_Codes_and_Diagnostic_Messages

Status codes are set in the Command Block by each module
detecting the condition.
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The followinyg table lists the status codes and
corresponding diagnostic message.

Table 1

Status

Code
(Uctu

U1
Ul
(VA
Jd
10
M
14
15
27
26
31
44
55
71
’5

(]

Status Codes and Diagnostic messagyes

Diagnostic Messages

Account not registered
Incorrect access permission
File busy; try ayain
Incorrect pathname
No space for file on Volume Set YYY.ooYYY
Nonunigue name
incorrect or missing password
File is avort locked
File has defective space
File has de fective data
Access yranted to an I-0-S 1 file
Itlegal option specified
rRead access denied (null file)
Incorrect Control Interval specified
File 1s restore locked
. Spb
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