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Preface

‘me Ilzltinser Concurrent ¡IDS operating system will
streamline your workload and increase your productivity. Anong

its most valuable and imcvative features are simultaneous access

to 8- and 16-bit program, time accounting for users or projects,
Virtual Tersinals, an electronic mail facility, a multiuser
appcinment alendar, and true networking capability with DR

Net networking software. (If your catputer is linked to a local
area network, you should also read the gg@ USER'S IQHIAL). As

you begin to use the system you will appreciate the many
additional features engineered into DC-DOS by Gifford (imputar
Systews.

The informticn in this manual is intended for both the
novice user aid the seasoned ccuputer veteran. We include
information to familiarize you with the system and to help you
manage the qstam effectively. If this is your first experience
withaccmu?ber, werecomnendthatyoureadBI'I'S, BY'@§p;
BUZZWJRE, by lhrk Garetz, 1983, CcnpuPro.

We urge you to practice patience and pay attention to
details while you become familiar with Gifford's 312-113 and

the Cc@uPro ccwuter. You will find that the time invested in
learning how to use the system will pay off many times over.
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Disclaimer

Gifford Comuter Systems believes that the information
presented in this manual is accurate and reliable, but takes no

responsibility for any consequences arising out of the use of
this nil. Gifford Obuputer Systems also reserves the right to
revise the contents of this publication without obligation to
notify any person of such revisions.

Questias or comments regarding this manual should be

directed to Gifford Ccnputer Systems.

Iradaarks

Alcnet is a trademark of Datapoint Corporation. CP/M and CP/M—86

are registered trademarks of Digital Research Inc. Concurrent
CP/M, Oonmrrent DOS, re/M II, MP/M-86, and DR Net are trademarks
of Digital Research Inc. dBASE II is a trademark of Pshton-Tate.
MDRIVE/H is a trademark of ConpuPro. MP/M 8-16 is a joint
tradmrk cf UcapuPro and Digital Research Inc. ConpuPro is a
registered trademark of OoupuPro Corporation. MS D05 is a
trademark of Microsoft. mltiuser Concurrent nos is a joint
tradmark of Gifford Computer Systems and Digital Research Inc.
Pcnosisatrademarkof IM. IBMisatrademarkof
International Business Machines Corporation. Superalc is a
tradaaark of SGCIM. Virtual Terminals is a trademark of Gifford
Conputer Bye, a stbsidiary of Zitel Corporation. Wordstar is
a registvereé tramark of the MicroPro International Corporation.

Cqyright Notice

No part of this publication may be reproduced, transcribed,
translated, or stored in any type of media retrieval system in
any form without prior written permission of Gifford O?uter
Syst?.

Copyright @ 1984 by Gifford Oonputer Systems.

All rigrts raerved.

Printed in äe United States of America.
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Introductiaa

Ifyouare&:outtosetupanewesystemvd1ichyoupurchased
from Gifford Computer Systems, it is essential that you read
ChQ£1,Getti.ngtl1eSystenlx>andR.Ining, beforeyouevai
unpacktheboxes. e%heI:1tells1'uvtoselectalccation,how
tomr@acka:dhool<1mtheootrputer,andhowtoturnthepower£!I.

If you are a newuser of an established system, you should read
thesectionBmicso£!Bi.ngtheSystenind:::l:er1.

an 2 provides reference information on Using K!-I13.
'Ihe oomamås available on the K:-DOS operating systw are
described in alphabetical order, along with a 5:11! of 82-113

Oíà ad Files and introductory comments about operating
systems. Cigher 2 also describes security features of BC-DOS.

sea: 3 information on Hanging the Sysa. All
wstess should have at least one person designated as system
uanagenwhosetaskshouldbetoinsurethatthesystaaisused g-
efficiaatly. Chapter 3 provides information and ez-?les for the

V/system manager, explaining such things as setting up the password

file, customizing the system, backing up files, selecting and

installing system security features, and file naintmamoe.

Q@ba4. ?ewsta, is intended toget
you out of trouble in the event that problems arise in using the

seer. If you have problem with your oonputer, please read
Owner 4 before you call Gifford Couqnuter Systexs. s@ 4

will give you step-by-step instructions on how to locate a
problem, and will tell you what information you will need to have

available should you need to call for assistance.

Wehaveincludeda "&1gReport" attheendofaei
to give you the opportunity to inform us of any probl§ you
discover and to suggest inprovements for the wstem or for the
manual itself. mke photocopies of the "Bug Report" [before
filling it out. After you have filled out the ‘Bug, Rqaoert/'
send it to our Customer Support Department for review. We have

also applied several blank pages in Agpeniix P for you to
write down notes or questions while you are reading the miual.
Usethelndexifyoucannotlocateatopic intheåleofGantz@ that follow.
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User'sG1ideto511isllalual

Giffor? Oowzter Systems has written this user's waual to
conform to certain stylistic conventions for your rewing
convenience. '1hey are as follows:

1)

2)

3)

4)

5)

5)

7)

8)

9)

10)

Systmproupts and anymessages that appear onyour screen
are in bomfaced lettering, e.g. 0».

me status of any
toggle switch is in UPPER case: lettering,

e.g. 'me printer is WT.”

Systa caamnds are in UPPER CASE lettering, e.g. "Type

mm

 'Single kewtroke oounands are encased in parentheses,
e.g. ‘Press (Y) ."

File nuns and file types appear in UPPER CASE lettering,
e.g. @2F'ILE.D£I!.

mferences to any other sections of this manual @pear in
bol?usa? lettering, e.g. "Refer to number 3.”

¡ben a caret (") appears before a character, you should press
dom the Control key while typing the character. ‘mus, C

seats to press the CPRL and C keys simultaneously.

References to any other manuals appear in upper case,
lettering, e.g. "Refer to the (DIED? CP@

(Pãï?tä SYSIHI US&'S GUIDE."

Carriage returns are assumed unless indicated otherwise. ‘me
word ‘EVE!’ always means to press the RETURN key, rather
than typing the six characters.

Introm::tionofanynewtermwillappearinbo]¢£ae
lettering, e.g. ?hdg enable you to comunicate over phone

lines."
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1&1: &HEES!S?lPXi
d@& 1 provides essential information on setting up and

using your OormuPro oonputer and the MZ-BJS operating systa.
We urge you to be patient and follow the instructions carefully,
whetheryouareanoviceora seasonedo@uter user.

1heCo@onentsofaCoupuProCouputer
Selecting aLocation..................................1.2-1
Unpacking the Parts...................................1.3-1
‘Re Floppybisk Drives............................e.e...l.3-1
The krd Disk Drives..............e....................l.3—2
5.25-inch.......................................i......1.3-2
8—inch................................................1.3-2
14-inch...............................................1.3—2

1.4 Installing the System Hardware........................1.4-1
Checking the Internal and External Gom1ections........1.4-1
Connecting theCab1es.................................l.4-1
connecting the Floppy Disk Drives.....................l.4—-2

the Hard Disk Drìves.......................1.4-3
Final Connections....................................1.4-3

.5 Handling Diskettes....................................1.5-1
6 Starting Up the Systan for the First 'I'ime.............1.6-1

Turning (N the Power”................................1.6-1
Up the Original System Diskettes..............l.6-3

Loatling theoperating System..........................1.6-3
User Areas and Drive Designations.....................1.6-5
Formatting a Floppy Diskette with mnm..............1.6-7
Copying the Systan Diskette with CPY..................l.6-9

1.7 Basics of Using the System............................1.7-1
Changing User Areas and Logical Disk Drives...........1.7-2
Invoking Prograns.....................................1.7-3
Virtual Termina1s.....................................l.7-7

1.8 Shutting Down the Systan..............................1.8-1
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1.11he1ma1tsofaC!qx1ProO:qutet

The 0%1¥ro catputer is modular in design. 'me mdular
design simlifies future expansion, transportation, md
maintenance.

'me nl is the actual Workstation of the cowuter. Itcoubines a keyboard with a video screen. Terminals can be located
in remote work areas and are connected to the conputer by cables.
01 a multiuser system, a number of terminals can be cotmected to
the capataz. One terminal is designated the as system console.
Thesystencansolecanperformthe same tasksas theother
terminals, and is the terminal used for starting up, àmtting
down, and operating the system in single-user mode.

mecguterexzlosureisametalboxwitharedpower
switch and a button labelled RESET on the front. The back of the
enclosure has a maine: of sockets which accept the càales from
various cxonents. Inside this box are the actual "thinking"
parts of à colqauter. These parts are contained on mdular
circuit boxa. ‘me boards referred to as RPM boards hold the
working xíry. The (TU board holds the central processing unit.
Additional boards include disk controllers and serial interface

'me ?ay disk drives are housed in a metal enclosure similar
in size to the main enclosure. Doors on the front of the drive
open to awept flexible magnetic disks (flqpy diskettes) which
store in?extion. Your systan may come with either one or two

floppy disk drives. If you have only one floppy disc drive, you

will have to follow special instructions to use some of the
comnatds in the [C-006 operating system. 'Ihese instructions are
documented ‘duroughout this manual.

The $1! did: drive is a mass storage device capdale of
storing

í
times the information available on a flaagy

diskette. ¡last rmltiuser conputers have at least one hard disk.

are the devices which will produce perlmment "hard
copy‘ records of your data. If the printer is to be placed in an

office awimrnent, you should consider placing it in a sound

deadening aaclosure.

1. 1-1
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Additional cowonents may include was for ocmmicating
over phone lines, plotters for drawing graphs, charts and

diagr?, mgmetic tae àives for file storage, or any timer
of special devices suited to your specific needs.

we@ that are lirked to other cmputers in a DRHet local
areanetworknusthaveaneuuorkcmtrollerboardinthecosputer
enclcsuremdacoaxialcd?econnecting theoouvputer tothe
network. If more than two conputers are in the netwxk, (or ifthe distance between networked coutputers is greater that 2,000
feet) then coaxial cables are connected to active repeatas. Ifbetween two and four ccxtputers are in the network, and if the
distance between networked conputers is less tram 200 feet then
coaxial c&les are connected to passive rqaeaters.

Lzselectixganocaticn

For efficient and secmre operations you should locate the
conputer enclosure, the floppy disk drives, the systw console,
andtheharddiscdriveinaroomthatcanbelocked. Keep

V,reference books about the computer close to the systa console.

The caqauter enclosure and the floppy disk drives require a
surface area of 20x30 inches. This is ?le space for the floppy
disk drives, and the main enclosure can sit on top of the disk
drives. A gee at table height will allow easy access to the
floppy disk drives. 'Ihese dimensions are deeper than the
enclosures and allow for air circulation at the back panels. Itis imortanat not to obstruct thesair circulation at the back of
the systm where the fans are or at the left side of the system
where the air vents are located. Excessive heat will imair
systa perfore and may damage the system. For the same

reason, keep the couputer away from heaters, and keep the room

temperature at a comfortable level.
A terminal, preferably the system console, should be located

within easy reach of the floppy disk drives. This will allow
floppy disks to be changed easily by the system manager operating
the systm ocrsole. You should have this manual, the omsumr
CP/H was symu {SETS GUIDE, and any additional reference
materials close at hand.

1.2-1
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The disk drive, if you have one, should be located in a

well ventilated spot. locate it where it will not be bumped or
kicked.

Where you locate your printer is primarily a function of who

will use it and the noise it generates. It is handy, but not
essential, to have a printer close to the system console.

l.3Iipmk%theParts

Begin urpacking by locating the cover letter and the invoice
or list. 'me oover letter gives your system number,

which you will use should you need to call Gifford Qxçuter
Systws. G1 the back of the main enclusure, there is a pressure
sensitive lael on which you will find your system number.
Complete a cqsy of the system map provided in Appendix Il.

Verify that all the items on the invoice or packing list are
in the shi?nt, and file the cover letter and the invoice for
future reference.

Open all boxes and carefully remove each unit from the
packing mterial. Place the units on a flat surface and inspect
the cabinets for signs of shipping damage. Put aside all cables,
cords, and diskettes. Save the packing materials, in the event
that you have to return any of the units.

?erlogmscmives
'lb prevaat shipping damage, Gifford Computer Systems ships

the flqapy disk drives with carciuoard shipping inserts in the
drive slots. It is extremely important to :emma the cardaoard
inserts before using the drives. ‘lb open the drives, press the
button below the drive door. Save time inserts with the packing
materials in case you need to ship the drives again. You nust
put the inserts back in the drives even if your are transporting
the drives a few miles by automobile. Failure to do so risks
damage to the drives.

1. 3-1
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uaemrdnisnrives

mrd disk drive heads are locked in place for shipping. If
you ordered hard disk drives, follow the directions below for the
type of drive that you ordered.

5.25—inch. Most drives supplied with Gifford cowuters have an

autantic locking mechanism. If you have one of the few drives
without automtic locking, a piece of tape will show across the
front of the drive. Remove the cover of the drive, carefully
remove the ‘£396: and replace the cover.

8-inch. Rmove the screws from the underside of the cabinet.
rmovethefrontccver, andfirxdthelotx?iandtmtrxlmldaelon
the drive. Unlock the drive by switching the lever tmderneath
this l&3el to the UNILCKEJ position. 'Ibis lever is held in place
in two notched areas. Hold the lever dom, pulling it out of the
first notched area marked LOCKED, then slide it across and up to
thesecondnotchedareamarkedUN[£X.:Km. Replacetheccver.

l4—ind1. If you have a Control Data Corporation Cartridge lbdile
Drive refer to the@¢!I'IDI..DA'H\CAK['RIII§E!?1ILEmIVE&$iARE
Am BENIEBRCE IIEMJAL. 'Ihe section on installation and checkout
will describe the necessary procedures.

1. 3-2
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1.4InstaI?m?:eSysbenmrdnare

YGK miter was thoroughly tested at the Gifford Computer

Syst? plant before it was shipped. You should have no problems
getting it set up and running, but you should check that circuit
boards in the main enclosure did not vibrate loose during
shiming. You will need a Phillips head screwdriver.

Before you check for loose boards, be sure that the 110 volt
power cor& are not plugged in. Never work on the inside of an

enclosure when the enclosure is plugged in.

‘no check for loose boards, remove the screws on the sides of
the enclo?e and lift off the top. You will notice a nunber of
5-inch by 10-inch circuit boards which plug into sockets in the
bottom of the case. This array of sockets is called the

 .
Remove the piece of foam packing from between the

top cover md the circuit boards.

Lift the boards out of the sockets by using the white
plastic ears at the edge of each board as levers. Reseat the
boardsbypushing firmlydownontheedgeof thebox& (donot
pushdomaatheplasticears). Be sure that anycable
connectors on the top of the boards are attached securely.

‘me ocenectors on the back panel are labeled to indicate
which cables to attach.

Connect the terminal and printer cables to the sockets on

the back pael of the computer enclosure. Begin with the system

console, then terminal 1, terminal 2, and so on, until all
terminals and printers are connected. Tag both ends of each

external omle and record the cable name in Appendix ll.

If Qscial cables are needed for your devices, the ends of
these cables should be marked.

10
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On a mltiuser system, do not attach terminal c$1es to the
computer enclosure unless they are also attached to working
terminals. Terminal cables not connected to a termiral, or
cormectaedtotermiraalsthatarenotturrnedtlé, willdegradethe
performance of your wstem, sometimes significantly. Refer to
Section 4.0 of the mmiual entitled CUSEUEZJNS YGJR

É Sïãmd to determine the proper cable cormections

ã your particular system configuration.

If you mke your own RS-232 canles, or if you use cables
supplied by other manufacturers, see Agpendix L for inportant
additional information on RS-232 cables and pin assigrments.

Gnaectingtherloppybistnrives
The left (50-pin) connector (rear view) of the Disk 1 or

Disk lAcontro11er board isconnected tothebackpanelofthe
colmuter enclosure with a 50-pin cable inside the encloaxre. Be

sure that the board and cable connections are sewre.

Connect the back panel of the enclosure to the floppy disk
drives with the 50-lead flat ribbon cable marked "Gamma" and

"mIVE." Both ends of the cable are marked with the word "UP"

to indicate the proper orientation of the cable when it is
installed. Take care not to bend the pins on the coumectors, and
be sure that the cable is plugged in securely. (heck ?at you
haverxvedtzhecarduoardduippzing itserts frcnthedrives.

'Bo check that the switches on your boards are set properly,
refer to Igiemlix C or the one-page flyer lwelled

***** **** that was provided with your systa.

1. 4-2
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cotnectiugliekdnisklrives
'Iwo eàaše connecticms are made to the hard disk drives. me

flat ritbaa caales come out the back panel of the systm through
the slots liaeled "50-pin hard disk cable" and "20-pin hard disk
cable.‘ If you have 8- or l4-inch hard disk drives, the cables
are 20-led aid 50-lead; if you have 5.25-inch hard disk drives,
the cables are 20—lead ar? 34-1ead.

Connect the two cables to the back of the hard disk drive.
'me cables are mrked with the word "UP" to indicate the proper
orientatim of the cable when it is installed in the connectors.
Take care rat to bend the pins, and be sure that the cable is
plugged in securely.

m not ?rmt your hard disk. It comes from Gifford
Conputer Wet@ completely tested. All of your systan files are
already installed on user area 0 of drive A:. If you ordered
other software, and your terminal configuration was known at the
time of yarn order, your other software is also installed on the
hard disk.

Replace the cover on the computer enclosure (Enclosure 2),
naking sure that the ventilation slots on the cover face the left
of the machine (front view). loosely fasten all screws on the
side of the cover before tightening any of them. If the slots do

not line up with the slots on the conputer enclosure, the machine

will have inadequate ventilation.

Plug in all of the power cords. The main enclosure has

three utility outlets on the back panel for plugging in disk
drives, münals, or printers. 'mese AC utility outlets are
switchedanby thenainponer button, and thesum totalof
current dram on all three outlets must not exceed 5 alps.

Gifford Computer Systems reocumends that you plug the floppy
and hard did: drives into the utility outlets on the enclosure.
Plug printers directly into the wall sockets, since the enclosure
outlets are rated lower than some printers.

1.4-3
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1.5Ba?1i.ngDid:e|:i:es

The floppy diskette is a flat piece of round plastic with a
magnetic coating. A protective jacket surrounds the edodisk. The jacket has slots for the heads of the disc drives to
read and write. Handle the diskette by the jacket and avoid
touching its inner nagnetic disk. 'Do protect diskettes from

de, avoid exposure to direct sunlight, magnetic fields, heat,
and liquids. Do not use a pencil or ballpoint pen on the
aämesive làel after it has been affixed to a diskette.

Along one side of the diskette is a label. The opposite
edge has two notches to position the diskette in the dis: drive.
A third and larger notch is found on most diskettes. This is a

write protect notch. When this notch is exposed, the calputer
catmot write information on the diskette. Aäsesive 'writeenaale
tàs' can be used to cover this notch, allowing information to be

written on or erased from the diskette.

If you have experience with 5.25—inch diskettes, please note
that an exposed notch on 8-inch diskettes indicates write
protected. On 5.25-inch diskettes, a covered notch indicates a
protected diskette.

Flogwy diskettes are available as either double-sided or
single-sided. You can tell the difference by looking at the
position of a small hole in the jacket near the large center
hole. Position a diskette so the seams face away from you and the
slot points down. If the hole appears at one 1:00, the diskette
is dotmle-sided. If the hole appears midway between 12:00 and

1:00, the diskette is single-sided. Your coltputer will accept
the following diskettes:

nsw Double-sided, double-density, SSDD Single-sided, dotmle-density
DSSD Double-sided, single-density, SSSD Single-sided, single-density

Gifford Gouputer Systems reconlnends that you use double-
sided, double-density diskettes. You can get twice as much

information on a dotble-sided diskette for only a slightly higher
cost, and you will spend less time changing diskettes in the
drives. Do not use "hard sectored" diskettes (i.e., diskettes
with two or more index holes).

1.5-1 * o
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1.6startingqH:heSystaforthePirst'rim
Once your systan is running, you nust back up all master

diskettes. Once a master diskette has been copied, it should be

stored in a safe place and used only to create additional working
diskettes, should the one in use fail. Backing up the system
diskette involves several steps which are the resporsibility of
the system anger.
Starting Lp the system for «the first time involves:

'mrning (Ii the power
loading the operating system into the conputer (booting the system)

Formatting new diskettes
Making backup copies of the operating system
Reboorting with your working system diskette

mrnirgtl?uemuer
Check that all terminals and printers are connected to the

conputer. ‘mm QI the power to the terminals and print-,er(s). All
ternirals?prirmersnzstbemrnedtllbeforethesystenis
uimed (l. e

Press the eject buttons under the drive door(s) to open the
drives má eject any diskettes or inserts. he drivs slnuld be
eqstydaenyauturnmthepowertopreventpcuerstngesfran
affectimatacnthediskette.

la
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The ccqauter should be plugged into a 3-prong 110 volt pater

socket. Hold inthe$'I'buttononthe frontofthesystem
enclosure, and turn m the power by pressing the top portion of
the red power switchon the frontpanel. Release thee‘button.

It is iwortant to hold in the REET button on the front of
therminenclosurewhenyou turn thepoweraior OFF. This
prevents incorrect data from being written to floppy and hard
disks when the system is turned (N or OFF.

Nowthesysternisé?aradyaishouldhearthehtmofthe
various fans. 'me RE!‘ button should be lit and the red light on

the left-hand disk drive should be blinking.

If you do not use the utility outlets on the back of the
min enclosure to power the flqpy and hard disks, you mist turn
<11 the drives separately. Turn (N the power to the floaty disk
drives by flipping the toggle switch on the rear panel. Turn (N
power to the hard disk drives with the power switch on the front
panel.

If the fans are not turning, or the REE!‘ light is not (H,
or the left floppy drive light is not blinking, hold in the REM‘
buttonandturnmpower toalloomponents. Reeheckthe
oonnectionsbetweentheoolmorientsaswellas thepoaerplug
connections before turning the power (N again. Refer to camber
4 if you need further assistance.
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Backin3l1)&(tigina1SystaDiskel:I:es

It is essential to take at least one copy of the original
24:-nos master diskette. This process of copying a diskette is
called backirlg tp. Ya: dlould back up all the origitnl diskettes
youreceivefrznsofbmesmpliers, aswellasanyimortaxt
records ya petete m the czguter. Most distribution
diskettes are single-sided, 128 bytes per sector, and single-
density. The K2-IIDS system diskettes are double-sided, double-
density diskettes.

A diskette which has the M2—DOS operating system on it is
called a quita didtette. To back up the system diskette you
will need to load the operating system, format a blank diskette,
and copy the information from the system diskette onto the
formatted diskette using the CPY program. If your system only
has one my drive, you cannot use the CPY program. K!-IIJS
comes stwlied as three diskettes: the Miltiuser Concurrent DOS

Systm discette, the mltiuser Concurrent DOS XIOS diskette, and

the Miltiuser Concurrent DOS Utilities diskette. You will also
be supplied with the DR Net Networking diskette if you ordered
DR Net. You will need to have at least three blank double—sided,

double-density diskettes to carry out the procedure outlined.
You should have a couple of boxes of blank diskettes handy, since
you will soon need to back up files that you create on the conputer.

Inadixy?aemetatingsysten
When the power is turned (N, the fans and lights go (11, but

the mm (the cap.1ter's memory) is empty. The computer is
incapable of doing any real work until it receives instructions
on how to operate. Since the computer "loses" its RH?! memory

every tine the power is turned OFF, it nust instruct itself on
how to get hmtructions. 'lhis process is like pulling yourself
up by your bootstraps. Oouputer users call this process
"bootstrqapi.ng" the system or "booting" the system. 'me computer
has a stall aunt of read—only "boot" memory which gives
instructiors on how to begin loading the operating system
whenever paar is first turned (N, or the läET button is pushed.
Once the informtion on the wstem diskette has been loaded, the
conputer cm proceed with any of its appointed tasks.

1.6-3
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If the left drive light is blinking QI and OFF, you are
ready to load the system. Press the RESET button to clear the
conputer .

Locate the Gifford Computer System diskette with the K2-DOS

operating system on it. Insert the diskette into the left floppy
disk drive if you have two drives. The label should be on the
top, and the side with the seams of the jacket showing should
face down. The slot in the jacket should face the drive as you

insert it. Push the diskette straight into the drive until itclicks into position. Now close the drive door.

Loading the operating system takes a few moments. 'me system

Startup messages displayed below appear on the systan console
stating memory size and copyright and trademark notices.

K!-lIBIoaderR=.-v. LGA.
IoadingG24.S!S. Plemestmdby. . .

'mI:a1%ty=1lhg&te
0peratingsysl:aI=239K
lwaildale user = 784K

K2-l1B1oahr2.0A
CIZEIEIIIT versim 1.0 (07/30/84)
lhbdork IA) Systa version 1.1 (07/30/84)

Em‘ versian 1.2 (07/30/84)

ll:-IE copyright 1984, Gifford Ozgauter $11Oomurrexrt CP/H oqsyright 1984, Digital Ibsearch Inc.

0h>

The memory message will vary with the amount of RN! in your
system. The CCEMINIT message does not appear on systems that do

not inplment Virtual Terminals. 'Ihe Network I/0 Systm and

Sm??rmessagesdonot appear on systems not linked to DRNet
local area networks.

1
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'me Lat itaon the screen, 0A>, is thelc—l1Bpn@t. You

are still in single-user mode. 'lb enter xmltiuser mode, type
LOGIIJT. ‘use screen will now display:

'1’nisisca1ledthe].ogi.npr<@torthen1pn@t.

Here you mist enter a valid account name, and optionally a

password. Your Gifford catputer is shipped with only one valid
account rim, "system." Initially, this account does not
require a påøord, although the system manager should use the
NEWUSER prcgrm to place a password on this account during the
customization procedure.

Type SISEM and the screen will display the M3415 prcmpt:
0A>. me :rc-nos pronpt provides essential information on user
areas md drive designations.

User Area E Drive Desigatiols
>/I!’O

\\ Current drive

/current user area

‘me prowt (0A>) tells you that you are wrrently
logged into user area 0 of drive Az. Each drive has 16 user
areas (O thrcu@ 15). If the prompt is l4E>, you are in user
area 14 of drive E:.

The user areas are not physically distinct portions of a
drive, but are characteristics of the program and data stored on
a drive. All of the storage capacity of a drive could be

occupied by files in a single user area, but it is convenient to
keep in different user areas the files used in different tasks or
by different people. Each unique combination of user area and

logical drive is called a directory area.

1.6-5
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The timer of drives on your ConpuPro couputer will depend

onwhetherornotyouhaveaharddiskonyour systm. 'me
following twle will tell you the drive designations of your
system. If you have a system with only one floppy drive, ignore
any references to the right-hand flomy drive, and amas your
floppy drive to be the left-hand floppy drive.

Typeofsystva logical Drive Desiçlatims

Hard disk Left-hand Right-hand
Logical Drives Flory Drive Fìlqpgf Drive

Floppy-only none A: B:
Shb hard A: B: C:

11m hard disk A:B: C: D:

16!!) hard disk A:B: C: D:

21!!) hard disk A:B:C: D: E'
37143 hard disk A:B:C:D:E: F:
40!!) hard disk A:B:C:D:E: F: G.

,5Q!) hard disk A:B:C:D:E: F: . A p8414!) hard disk A:B:C:D:E:F: G: H: \'/

arstats with two or more hard disks add the same mnmer of
logical drives as shown in the table above for each hard disk,
with the two floppy drives moved through the alph&et (towards
"P") .

'Ihe maxinun nmrber of logical drives is sixteen (P:) .

User areas and drive designations will be important when you

call progr? and assign tasks or personnel to specific work

areas on the computer. Two user areas deserve special attention.
The computer expects to find certain system programs and files in
user area 0 of drive A:. You should ke@ frequently used

prograns in user area 0 of drive A:. The second special purpose
area is user area 15, drive A: of your system, or user area 15,

drive A: of the systemnode if your system is apart ofaDRNet
network. The camuter keeps appointment and mail files here. We

will discuss user areas and drive designations again after we
have discussed the basics of using the computer.

1.6-6
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Ftztlattigarlqgnisltethewitlnftl?ntr

Formttting a diskette is an essential operation in preparing
the diskette for use. Formatting puts information on the diskette
to tell the c?uter how the diskette is arranged. Diskettes are
organized into tracks and sectors. Each 8-inch diskette has 77

tracks. mi will specify the size of the sectors.

To begin formatting, select a blank diskette and cover the
write protect notch with an adhesive write—enable tab.

Your screen will show:

0A>

Now type:

0A>FCR¥?'

After a few moments the screen will say:

Omaha Bit Sub-systan :mem- Version 3.1
Eb: CP/I?K, E/ll 8-16, aid nc-nos — lhdified 7-10-84

®ecify&iIe (A: -D¦, E: -H:) :

The tam' program thinks that you have a floppy-only system
and that ywr only drive designations are A: and B:. ?ote that
this is an exception to the drive designation table on the
preceding page. Disregard the A: - D: and E: - H: options for
the time being. lbfer to pqe 2.5-El?n‘-1 if you need

information on these options.

If you have a system with a single floppy drive, the FOFMAT

progrm thirics that this is drive A:. When you are prxted to
supply the drive that holds the diskette, type (A).

1. 6-7
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For this example, insert the blank diskette in the right-
hand drive and as a safety precaution, remove any diskette that
you don't want to format from the other drive.

Now press (B).

'1’nescreenaddsyourBtoitsmessageandthenasksyo.z:

Select Did: format mde (O,1,2,3) z

128 2 512
256 3 1024 >

0

1

In response, you should press (3).

You will make the most efficient use of diskettes if you
format them with 1024—byte sectors. Tae other options are
avail&le to you in the event that you will be formatting
diskettes for another conputer. Comercial software distributors
often supply single sided diskettes formatted with 128-byte
sectors (option 0)

.

Because forattingadiskettedestroysinforationonthe
didtette, the system gives you a last chance to reconsider:

Oonfirnre?yfor?oratcndiskdriveB (y).

If you are sure you are ready, press (Y).

men you press (Y) the screen displays symbols of the 77

tradcs of the diskette, mmbered from 0 to 76, and indicates when

each track is formatted (F) and verified (V):

l 2 3 4 5 6 7
012345678901234567890l234567890l2345678901234567890

hr 1- ,- - r .-

1.6-8
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IfyoagetanEoranS in the rowofvs, something iswrong
with a track. Try to format the disk one more time, and if it
still displays an E or an S, you should discard the diskette and

try again with a fresh diskette. After the verify operation, the
following ¡usage appears:

Knmcuqaieaae.
Doyunlu?ua?ii?rmolirerdisk?

R- respestnewparaeters.
or Qp?catelastlul?m.
H exitbackuosysten.

You now have a formatted diskette. Press (N) to exit back

to the systan.

Put the system diskette back in the left drive aid leave the
formatted diskette in the right drive.

CopyingttnSystaDiskettewithCP!
The CP! program cannot be used with a single-floppy drive

system. ‘me left-hand drive should have the original systan
diskette aid the right-hand drive should have the formatted
diskette.

The last line of the screen should show:

and press mum.

1.6-9
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This ommand invokes the M1-IXJS copy utility progrm.

CP! creates an exact copy of a diskette. Since Gifford Oonputer
Systems supplies its system software on a double sided, double
density 1024-byte sector diskette, the CP! program expects to
find a double sided, double density 1024—byte sector discette as
the destination diskette. CP! will not work if the dis: fornts
are different.
The progra proupts:

GiffordO@uterSystaOqJyUti1ityV2.0
Doyouvulthocopyz

Sl?itraitsanly? (types)
l?tracksanly? (typen)
Amofthedisk? (typeA)

Eritbacktosysten (typex)

Press (A) (with no RETURN after it), since you want to copy
the entire diskette. The program pronpts:

Sourcedrive? (A, B, . . .)

Enter the drive designation for your left-hand floppy drive.
Refer to page 1.6-6 if necessary. The program prompts:

Destinationdrive? (A, B, . . .)

Enter the drive designation for the right-hand flqpy drive.
'Ihe progran proupts:

Putsoutoediskon...
Putdestinatiaidiskan...
?aaxtypeglnl

1. 6-10
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The tuo floppy drives should contain the designated
diskettes. You should verify that the drives have the proper
diskettes. It is extremely inportant that you have the source
diskette in the drive that you designated, since you will erase
this diskette if you reverse the two. To prevent inadvertent
destruction of the source diskette, remove its write-enable tab.

Press mm and the program copies each track, typing the
track :axe: cn the screen.

When all of the tracks are copied, the program prcupts you

for the next copy operation. Press (X) to exit from the program.
Remove the system diskette from the left-hand drive and put it in
a safe place. Remove the copy from the right-hand drive and put
a label on it to identify it. This will be your working copy of
the K‘,-DEB operating system. Put the new working system

diskette into the left-hand drive and press the red el' button.

The system should boot with your copy. At this point you
can use the FORMAT program to format blank diskettes and the CP!

program to copy any additional diskettes which need to be backed up.

BeforeyougoontoBasicsofUsingtheSysten, you should
be aware that the procedure presented above is one of several
procedures you can use to make copies of programs. M
alternative is the MCE-IDS PIP utility to copy data tracks, and

then running the SYSGEN program to copy system tracks onto the
diskette. PIP will not copy the system tracks. PIP is one of
the most frequently used programs in the BC-DOS system. You must

use PIP if you want to copy software between diskettes with
unlike for-mts or between double and single sided diskettes, or
between a floppy diskette and a hard disk.

Ciqyixagni?ettestnsirglerloppynrivesysizx

You carrot directly copy diskettes to diskettes on systems

that suport only one floppy disk drive using the CPY program.
Ifymhaveaharddisk, youcancopyallofthe filesona
diskette to an Qty directory area. Then give the %ESE1'
command, replace the source diskette with a formatted destination
diskette, and PIP (described in section 2.5-—PIP) the files from
the hard did: to the destination diskette.

1. 6-11
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1.7BasicsofUsingtheSysl:a

IoginAccomtll&s

Youtrustlngintoanaccotmtbeforeyoucanusethe
system. M account is an entry that the system manager has made

in the PASSD file, a special file that tells DC-IDS who is
allowed to use the system. (me user can have many accounts, or
one account nana can have many users, provided that each user
knows the password for that account.

Passworü

‘me mount name may have a password associated with it. To

log in to an account, you nust be told by the system manager both
the account name and its password, if any. Gifford cowuters are
shipped with only one valid account name, “system,” which should
be reserved for the system manager. Before you log in, your
terminal will display the login proupt:

1?:
To log in, you nust enter a valid account name. Suppose that

your PAS3~m file included an account name called "west." ‘lb log
in to the "guest" account, enter:

Rìz?šl'

If the "guest" aoootmt requires a password, the screen will
display:

ed:

1
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You mast now enter the password that the system manager has

assigned to the account. If the account "guest" has the password

"secret," you must type:

Mamma'
The ward "secret" will not actually appear on the screen.

'Ihis prevents anyone who might be looking over your shoulder from
finding out the login password for that account.

You daould now receive the M:-DOS pronpt, indicating that
you have successfully logged in to the system.

Changing the: Areas and logical Disk Drives

The K‘:-{IE pronpt (0A>) tells you that you are currently
logged in to user area 0 of drive A:. Each drive can have up to
16 user area. If the pronpt is 6C>, you are in user area 6 of
drive C:.

Vhenyoa log in, the conputer will log you in to a default
drive and user area, called your initial default directory area.

‘no change drives, enter the drive you want to move to
followed by a colon. The following example will move you from
user area 0, drive A: to user area 6, drive B:.

0A>B:

'me system pratpt returns with:

l. 7-2
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Tochange user areas, give the USERcoImand as follows:

EEG

If you have been allocated access to that user area by the
system manager in tm PASSWD file, the system returns with the
prcmpt:

SID

Find out fran the system manager what user areas you are
allowed to access.

Imokirg Progr&
You have already called on three programs, FORM‘, CPY, and

w,USER, to perform specific tasks for you. These three programs are
coumonly referred to as MC-DOS utilities !«I.‘.—DOS commands. You

can display a directory of drive A: by entering the following:

0A>DIR

You will see a list of the files on drive A:. The computer

identifies discrete sets of information as files. A file ¡íhas up to eight letters or numbers. It is separated by a period
(.) from an optional file extensiai, or file type, of up to three
letters or mmers. A file can be a data file, a program file, a
doctmut file, or any one of a nunber of different file, types.
CPY, mum‘, and DIR have the file type .CMD, which indicates
that they are 16-bit program files. Program files with the file
type .C04 are 8-bit program files.

'lb run a program, you simply type the file name. On sane
occasions, you will provide more than just the file nae. The

1.7-3 -W
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oomuand line that you enter after the 0A> pronpt may contain the
following:

oA>B:FI1aaps options

\ \ \1 2 3

1. The drive designation indicates the drive from which the file
is to be executed. Program files on drive A: which have been

given the system (SYS) and read-only (R0) attributes can be
accessed fran all drives and user areas without specifying
the drive designation. The drive designation can also be

omitted if the file is on the logical drive shown in the
LC-Dm prompt.

2. The FILEFME is the nane of the progran that you intend to
run. The filetype (.040 or .COD should not be typed.

3. A number of programs will require options which are specific
to the file being called. Others like PIP, Rm and SDIR require
file nuns and types. Files which are password protected will
require the password here. (A more detailed description of
NI!-1138 cwmd lines appears on page 2.5-1) .

Now type:

01-\>DSKR&'

mag tells the conputer that you are changing diskettes.

If you change floppy diskettes without giving the IZSKREEI'
oonmand, ya: will not be able to read or write informtim on the
new diskette. (Users familiar with CP/M should note that the
K!-DOS ¡Es! command has the same function as "C in CP/M.
Under PC-KB, however, "C may abort a program, and will not
execute a disk reset.)

Nowtype:

0A>SI-I)?

lo
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‘me SEZW utility will tell you how much space, in kilobytes,

you have on the drives that users have accessed.

Type:

DA:-I-m.PmT.DS

The HELP program can provide help on a number of M3-DOS

features. For instance, type:

Oh?ì?ìbï PIP

andyouwil1seeadisplayonhowtousethePIPoomna1d.
‘me I-MP progrm provides important doctmentation on

progrms such as PIP. You can add information to the EB files
or create custom IE3? files to provide information specific to
your own system as described in Chapter 3.

PIP is one of the most frequently used utilities. You will
use PIP to copy the files from one drive or user area to another.
PIP will not copy files from user areas to which the system

manager has not granted you access in the PASSWD file.
Program files on user area 0, drive A:, which have been

assigned systan status with the SEI' ooumand are accessible to all
users on all drives. ‘me SEI' command is dismssed in Chapter 2.

As an exanple of copying and deleting files, create a test
file called TESl?.DOC on drive A:, copy it to drive Bs, and then
erase it. Type the following coumands:

0B>BN(E T?l??
0A>PIP B:%:'1‘E‘.‘5T.l1'£[VIKIV]
0A>DIR B:

10
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You will see the file '1'ES1'.DOC on the drive B: directory.
'me PIP en can also be used with "wildcard synbols." An

asterisk dwignates any character, and a string of question (?)

marks designates any character, or characters, up to the nunber

of questia: marks. Type the following to experiment with wildcard
symbols:

0A>PIP B:=A:*.ur[VRCW]
0A>DIR B:

Now drive B: contains copies of all the .DOC files. Before
you go on, eliminate any unwanted files from drive B:. Type:

OD? B:*.lII.'1

The system will list the files with a .DOC file type on user
area 0 of drive 3:. Type (Y) after each file that you want to
delete.

Yww1refammmwr2m?a1mm?m @mOPERATING $15134 USER'S GUIDE for more information on MC-DOS
oarmands.

To call on applications programs, you enter the file name

for the prograa you want to use. To use Supercalc enter:

0A>SC

This las@ SuperCalc. If you want to use Wordstar, enter:

0A>WS

For ?? II, enter:

0A>DBA¶

l.7-6
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Once you are in an applications program such as StperCalc
86, you no longer have direct access to the operating system.
Each applications program has its own procedure for terminating
the progra and returning to 112-006. You mst read the program
documentation to learn the specific command that each progran
requires to send you back to the operating system.

Supercalc, for example, uses:

/QY

while dBASE II uses:

QUIT

and Wordstar uses "xx or X. \/
After you have invoked a program, you generally camot talk

to the operating systan directly until you exit from the program.
See Pppetrlix J for dBASE II exceptions.

Virtual mrninals
A -iltitaking conputer has the ability to perform several

jobs at once from each workstation. An important ixprovement
over ordinary couputers is available with Gifford's Virtual

 .
'mis allows a physical terminal that has been

specially equipped with extra pages of memory, such as the
Freedom 200, the GCS-80, or the Televideo 950 or Televideo 925,

to run several programs at once.

When application programs that are not currently attached to
the physical terminal try to output data, this multitasking
software automatically redirects their output to RAM or to disk
buffers, so-called "Virtual Terminals.“ when the user returns
control of the actual screen to a detached program, all buffered
output from that program is then transferred to the physical screen.

1‘



fl: ïll???sïšl?ll??í
Giffos-d's Virtual Terminals software allows up to four

different programs to share the same physical screen and

keyboard. ‘Rue user canpick which program is attached to the
actual scream and keyboard at any given moment, and can witch
from program to program s?mly by touching» specially progranmed

function keys.

This reseubles the way that an ordinary television set can
select a specific channel to watch from among the various
progrm available from the cable or antenna. Virtual Terminals
software lets you select which program you want to see on screen
by which fmction key that you press.

,In giving each program the whole screen, the Virtual
Terminals software also differs from the "windowing" approach to
multitasking, which splits the screen among different programs.
Although split screens are helpful in some situations, most

people find it less confusing when they are multitasking to see
the same screen display that they would see if only one process
were ruining.

A special advantage of using Virtual Terminals software is
that a single-user can have a powerful array of program and

Utilities naming at all times, waiting for input. Though this
can make heavy demands on system RAM, it does not affect system
speed as long as the background processes are simply waiting for
input.

The rs.¢ea: of sinultaneous programs that you can nm with
Virtual Terlimls on a single physical terminal is limited by the
number of extra pages of memory in your physical terminal. Just
as in uultiuser operations, the total RAM requirements of
programs nm on Virtual Terminals cannot exceed the RIM available
in the systa.

See the VIIUYLEL '??1iAl'.S USER'S LEMJAL for detailed
informatica a: the installation and use of Virtual Terminals
software. *etica 3.3, pages 3.3-7 and following outline the
installion of Virtual Terminals. A user may need to give a
command like KEYS (X3880 to install a physical terminal for use
with Virtual Terminals.

1.7-8
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1.8Snttin;DavntheSysten

It is important that you follow these procedures each time
you turn WE' your systan or RESE1‘ (re-initialize by pressing the
RESEJ? button), especially if you are running your system with a
hard disk. 'Ihese steps ensure that data is written from the hard
disk cache. Pailnretofollowtheseirnstnwtiasnyresultin
loss of valndale data.

All users (except theoperator at the system console) should’
log out of the system by entering:

0A>I.&?!I'

After all the other users have logged out, the ?stem
manager at the system console enters:

OPDVHO -A

ihe iii) carmand responds with a display of which users
are on the system, and specifies which Virtual Terminals are
currently attached by placing an asterisk next to that Virtual
Terminal nunber. Only a single user, the system manager (at the
system console) should be listed. It is important to look and

see who is on the system before you shut dom or REEL Users
will lose their work unless they save their files before the
system goes dom.

Nowtype:

OAHXWN

1.8-l /
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This disables all terminals except the system console. The

following mssage is displayed on the system console:

nesysttaismun.

1

néieaee the diskettes from the floppy disk drives. Hold in
the r e‘ button on the front of the main enclosure, turn OFF

power the couputer by pressing the bottom part of the power
switchjdoun, and release the RIBEI' button.

P; the diskettes in their paper sleeves and file them
where belong. You can turn OFF any terminals and printers if

. It is inportant to follow the procedure outlined
above. Thus steps ensure that data is written from the cache to

pthe halfd disk.
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Chapter 2 describes the MC-DOS operating systaa, its control
characters, command lines, command files, and system data files.
Section 2.5 describes system coumands and files individually,
with exmles of usage. The last part of the chapter outlines
Mc—nos system security.
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2.l?1e!yerati.ngSysba

Like the central nervous system of a living organism, the
operating system inposes order on the activity of a conputer.
When the c?uter starts up after power is turned (1! or RESET,

the Rm jury is initially empty. '1‘he computer does not know

how to use the terminals, the memory, the disk drives, the
printers, rm how to perform the various tasks that are required
for practical work. Applications programs such as Supercalc or
WordStar an perform complicated tasks, but they rely on the
operating system to give them access to the different parts of
your system. Although you probably acquired your cwputer in
order to ¡sw applications programs, they depend upon the opera-
ting systu to be able to enter and store information, to create
printed or screen output, and to locate data and program files.

‘me operating systan is a collection of program md files
on the Gifford M2.‘-DOS system diskette. It provides the infor-
mation needed for the parts of your computer to act coherently as
a system. ‘me operating system creates an environment in which
applications programs can carry out their intended functions.

2.2 ?n niltimer thncurramt ¡IB Qerating System

Multiuser Concurrent DOS is Gifford Computer Systems'

proprietary enhancement of Concurrent DOS (3.1) by Digital
Research Inc. MC-DOS is a powerful nultitasking, mltiuser,
networkable operating system with many capabilities not available
on nost business computers. Advanced features of Multiuser
Concurrazt HB include:

o Support for multitasking operations. Each physical terminal
can sqaacrt up to four concurrent “virtual terminals," each

perforating a different task, and accessible by a keystroke.

0 Support for nultiuser operations. Users at different physical
terminals can use the same conputer simultaneously and share
program, data, and hardware resources.

o Optional support for DR Net local area networks. A high speed

network wz link many MC-DOS ccnputers, so that awry users can
share the data, programs, storage, and printers of the network.

2o
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0 Advanced security features. 'Ihe system manager can muito:
usage and restrict file access on an individual basis,
tailoring security procedures to match specific rewirements.

o Commication and telecomunications features. Messages and

electronic mail can be exchanged among users, remirszlers can be

automated; °Ption to access other conputers by mdem.

o Customization features. Utilities are provided so the System
Manager can reconfigure and control the system to optimize the
promctivity of individual users, without use of asseubly code.

0 Support for 8-bit and 16-bit operations. Multitasking and

nultiuser operations by any user can simultaneously intermix
programs written for both 8-bit and 16-bit microprocessors.

'the last feature is important because most operating systems

restrict users to a single processor, or can select one or
another, but not use two at once in a true nultiuser envirorment.
Using MC-DOS is like being able to speak two languages at the
same time. MC-IIB gives you access to thousands of popular 8-bit
programs as well as many new l6-bit programs. Gifford's MC-DOS

can support languages and programs written for the CP/ll-80,
CP/H-06, IE/H II, HP/H-86, MP/H 8-16, Ouncurrent CP/I-86, and

Concurrent IDS operating systems of Digital Research Inc., the
largest selection of conmercially available software supported by
any single operating system.

Besides these unusual features, Gifford's proprietary
enhancements of MC—l1'JS provide a wide range of utilities to
increase the ease and flexibility of using your computer for
business, engineering, and scientific work. By studying the

has and files described in this chapter you can take full
advantage of MC-IIDS in automating your work.

Ocsputers that support Gifford's MC-DOS can also utilize
another operating system, called CP/H-86, a product of Digital
Research Inc. The CP/M-86 operating system can only support one

user (at the system console), and does not utilize the hard disk.
The main use of CP/M-86 is as a diagnostic tool, in the event
that you experience problems with your system. If the ccnputer
operates properly under CP/M-86, then the problems may lie in the

2. 2-2
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hard disk subsystem, which CP/M-86 ignores. For assistance in
the diagnostic use of CP/M-86 or in other troubleshooting, read
Chapter 4 of this manual and contact your dealer.

Another potential use of CP/M-86 with systems having less
than 51211 of mm is to support programs that can benefit from
large transient program areas. (A transient program area is the
part of NH where an applications program or language is located
when it is rurming.) For exanple, a system with 320K of RAM

supports larger spreadsheets if CP/M-86, rather than MC-DOS were

running, because K2-DOS occupies more RAM than CP/M-86, leaving
less RAM free for applications programs.

bmw 16-bit prograns that are conpatible with K:-DOS can
also run Lnder CP/M-86. If you plan to use CP/M-86 to operate
your cowuter in single-user operation, you should be aware that
there are important differences between MC-DOS and CP/M-86.

There are fewer coltmands in CP/M-86 and the versions of CP/M-86

that Gifford sells do not support hard disks. There are fewer
connmuds in CP/M-86, no virtual terminals, and the system console
is the only workstation. Read the CPjM-86

O 
SYSTEM

USER'S GU13 for additional details on using CP/M-86.

2.3 lhltizner Ocrunrrent ¡IB control Characters

MIHIB control characters are used to control programs and

to edit cìnd lines typed at a terminal. A control character is
produced W typing a character while pressing the GNTRDL key of
your keyboard, just as you might type (A) by pressing (a) and the
SHIFT key. The synbol is used in this book to indicate that
the next character is a control character. Thus, "C means to
press the C(NI'RoL and C keys. 'Ihe MC-DOS operating system

generally ?xes no distinction between upper case (A) and lower
case (3) letters. Receptions are noted in this manual. Tnere

are no differences between upper case and lower case control
characters, but in this manual capital letters are always used to
synbolise control characters.

Applications programs which have their om control
characters, such as Wordstar and SuperCalc, generally do not
recognise the MC—IXB control characters.

2.3-1
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lC-? Progra (bntrol Gaarxbers

Although the control characters are intended to increase
your control over the system, accidentally typing some of tm
them can have effects that may make you think that your terminal
or the system is acting inprcperly. You should read the
following descriptions of program control characters so that
you can use them deliberately where they are helpful, and can
recognize the effects of unintended control characters.

"C Aborts the process running on your current virtual
terminal. 'Ibis can be used to exit from most programs.

"O Suppresses screen listing of output. Unlike "S, which
makes the process pause that was creating the listing,
with "O the process continues, but its output is not
displayed. If output was being echoed on the printer by
“P, a “0 stops the printer, but does not free it for other
jobs. The screen resumes displaying your output after
another "O is typed, or after the process is cowleted and

you press the RETURN key.

"P Sends all terminal output to the current printer. 'Ihis
conmand acts as a toggle. ‘me first "P echoes the screen
output on the printer; the second ^P stops the echoing.
A printer that is attached by a "P cannot be used by other
virtual terminals until you detach the printer with a second
“P. In a DR Net network, "P cannot activate a remote printer.

“Q Resmnes the terminal listing if a "S coumand has been given
to interrupt scrolling. mace "S has been entered, any
character other than ‘Q will cause the terminal bell to
sotmd. ‘Ihe terminal will ignore all cottmands except “Q or
the function key to change virtual terminals. The same

virtual terminal that typed "S nust give the matching “Q.

"S Tetqaorarily stops terminal listing. This is useful to
stop the scrolling initiated by corrmands such as TYPE or
SDIR. Users familiar with CP/M should note that typing
"Q, not another "S, resumes the listing. If by mistake
you type "S in a ccmnand line, the keyboard of your
virtual terminal is disabled until you type “Q.

2. 3-2
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K:-I13 ex! Line Editing Oomxol Characters

‘men! are used to create coïnd lines that tell the
system what to do, or to correct typing errors in comand lines.

“E Acts like a REIUEN on your screen, but does not send

anything to the computer. The cursor advances to the
begixming of the next line, but the coumand is not
processed. 'mis is helpful with very long cumand lines.

"H Backqaaces the cursor one space, deleting the previous
character. Since the DELEIE key repeats the previous y

(deleted) keystroke, “H produces easier to read conmands. ”

“I mxivalent to ‘DAB. The cursor moves to the next tab stop f

on the line, whose default spacing is every eight columns. E“?

"J Has the same effect as pressing REIURN. It produces a

line feed and sends the conmand line to the comuter.

"M Sale as "J or REIURN. The “J or “M characters are
helpful in progranming a keyboard function key to give
maltiple cotunands that nust be separated by REI'URNs.

"R mtypes the command line on a clean line. This may be

helpful if you have used the DELEIE key to echo errors. r

If you then type "X, the original line remains displayed,
but lll-IDS will ignore it, as if it had been erased.

“U Canals the command line and moves the cursor down one

line to begin a clean comnand line. The symbol f is
printed to acknowledge the "U, but can be ignored.

“X Cancels the command line and returns a blank line. i*

"Z Ilhrks the end of a file, of a field, or of an operation.

Control characters not listed on these pages have no effect. ¿y

Printable non-control characters from a keyboard are added to a í;

conmand line. The BACKSPACIE key deletes the last keystroke. See

also the was cp/24 OPERATIN3 SYSTEM USER'S amm for
additiotml information on MC-EDS control characters.

2.3-3
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'me following pages provide a quick reference to the

system commands and files available on BK:-DOS. Many of the
oonmands have powerful options, and you should refer to the more
oonplete documentation of Section 2.5 to use them effectively.
Both an alphabetic listing is provided, and a listing of the
commands and files clasified into functionally related groups.

Oomands marked with an asterisk (*) are also described in
the CCNZIIRRE51'I' CP/M OPERATIM3 SYSIHH USER'S GUIDE. lbte,
however, that although most of the Gifford enhancements take the
form of supplementary oomrands and files, Gifford has modified
the DA'IE ooumand so that one Ooncurrent DOS option is not
supported, and has modified various conmands so that CONSOIE,
GEDCCPM, HELP, NEI‘, PRINT, PRINTER, SYSTAT, TYPE, USER, and
VCMGDE have additional features, different displays, different
defaults, or other discrepancies, sometimes only in small
details, from the Digital Research Inc. documentation. The HELP,

IEP, PRINIER, and 'IYPE oomnands, however, are so different in
Gifford's MC-DOS that the Ooncurrent DOS documentation for
those oosmands is of limited use. Appendix K of this manual

outlines the differences between standard Ooncurrent DOS 3.1 and

Gifford's MC-DOS. If your system is part of a DR Net local area
network, see Gifford's QR; EEE USER'S MANUAL for more information
on the BET, CO1‘EIG.NET, NAMSVRDAT, NEIUSERS, and SEINET oonmands
and files used in networking.

Detailed documentation of Digital Research Inc.'s utilities
ASM86, m‘I'86, ED, GENOCPM, GHCMD, and srs'm'r is beyond the scope

of this manual, which is intended for the non-technical reader.
àctim 2.5 provides a brief indication of what those routines
do, but the interested reader should refer to the Digital
research Inc. documentation provided with MC-DOS, namely the
CDN?.!1%i'I‘CPjMOPERATI1\I:SYS'IE:MUSER'SGUIDEfor ED, and the

CO CPjM OPERATING SYSTEM

 'S UTILITIE GUIDE

for the other progranmer's utilities and for an explanation of
Concurrent IDS error messages

2. 4-1
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Alphdaeticeyoflc-lxscrnundsarxisystanriles

‘QTAP
*ASM86

A'I'1'ACH

AIJ'I$I'

HISTGIY

Cuts änrt aprocessonanother virtual terminal
lhltinmer qpointlent calendar
Utility for programmers, a 16-bit assesbler
Attaches a background process to a terminal
File for automatic uultiuser start up

Controls a RAM drive buffer of the hard disk

Initialization program used with virtual terminals
Changes certain attributes of .CMD files
Sets and displays the system clock/calendar
Data file used to configure DR Net
Shows current virtual and physical terminal nunbers
A utility for copying diskettes or logical drives
Schedules a program to run in background at a given time

Displays clock/calendars current tin, üte
Lists time of day after each oatmand line
Programming tool, directly manipulates RAM memory

Diqlaysthenamesoffiles inalogiealdrive
Disables all terminals except the systan console
Optional file executed when shutting down the system

kaets dis: drives (used when changing diskettes)
Optional program executed when shutting down

Line editor that can create or edit text files
Deletes files from logical drives
Deletes files, but :empires confinnatia:

Pm advanced directory search utility
Brats a flqyy diskette, erwing any files

Utility to create or modify K:-DOS operating system

Utility that changes an .E86 file to a .CMD file
Diq?ays infocmtion to assist users
Used when creating or modifying HELP files
Optional data file which records system activities

*í?1iïeåín CP/M SYSEE%'SGUIDE
2.4-2

n



CEE2:IBIlBK'3-I13

A].§?3eticSz1ryo£In-IXB(jxdsa:dSysI:enPi]es

*INITDIR

KEYS

IIBIN
I1BIN.SUB

[£111
lZa1IJ'I'.SUB
LP@

$11.
MAILJ-ILP

BEILJDK
WSKE

l\Cl$.I-Il'..P
l“CEDS.Nm{
I/DID

NNEUJE
I~mBVR.DAT
NEI‘
naae.NEI'
NEDDID
NEIUSERS
NEWSER

PASSJD

P *PIP
*PRINT

*Pltnf?
PWASK.NET

111.123!
*Rm

REED

*SDIR

Reformats drive directory for timestming

Defines the progranble keys of a ter-iml
Optional program to individualize user login
Optional customization file executed at login
Iogs a: account off the sysba
Optional customization file exeaited at logout
Data file containing printer/plotter descriptions

Electrcmic mil system message facility
Electronic mail "help" data
Electronic mail "help" index
Creates an enpty file
BC-DOS operating system "help" data
MC-DOS operating system "help" index
Message of the day display

Automatically maintains the NMBVR.nAT file
Data file used in DR Net for system names
Program to access m Net resources

Mapping tenplate created by the NEPMAKE carmand

tvhssage of the day display for the network
List of account names for DR Net
Security utility to maintain the PASED file
Data file of passwords and user dwcriptions
Lets users modify their own login passwords

copies files; the mst frequently used cría!Prints a file on the current printer
Displays and sets the prifmer m?aer
Requires a password to connect in m Net network

Changes the name of a file
Used if 'ITYS or LPRS files are modified

Displays extended disk directory

*íÉIiSteÓÍn CP/MO SYSIHQíSGJIDE
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A].phd:eI:icS&yof!c-lXSOunmdsandSystanFi1es
*sE-r

semen
ssmm'

*snnv
space
SPCDL

*stan-r
sw

sm:
syssaz
sysmr-r.m-an

sysmrr
sysmmsus

*SYSTAT

TILE
TIN?%.%
TIE.%.X9

*TÍ
UPPIFE

*TíUSERINIT

Sets attributes of files and of logical drives
Sets the tmper limit on RAM allocated for programs
DR Net utility used when m1FIG.NE.'1' is changed

Displays status of logical drives, läaels
Shows used and empty capacity of logical drives
Sends files to specified printers
Processes a sequence of co?nd lines
wed to execute 8-bit conmand (.CQVl) files
Copies the files in disk buffer to the hard disk
Copies system tracks of a diskette
Banner file displayed before user login
Optional program to customize startup
Optional customization file executed during startup
Displays current status information about MC-¡IJS

Displays the time elapsed in executing programs

File to update timelog database
dBASE II conmand file to create timelog reports
Data file containing terminal/modem description
Diglays contents of m A511 (printdale) file
Displays performance data
Selects or displays current user mime:
Optional program to customize login for all users

USERINIT.% q>tional customization file executed at login

ZWIMP

Data file describing who is using the system

Program that controls virtual terminals
Data file to configure virtual terminals
Data file for Televideo 950 key assigrlaent

Snows the is currently logged into tin system
Facility to send a message to another terminal
Data file containing a timelog information

Background process used by timelog facility

*o listed ìn CPjM OPERA'1'IIGSYS'1'E!USER'SGUIDE

All cínds in boldface are those which are rmst frequently
used in typical M:-nos operations. All users should know these.

2o
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The Amar conmand stops the execution of a process.

A process is am executáale command file that is running on my
modem, terminal, or virtual terminal. In a valid AR)R1' command

you rfust correctly specify n, the virtual terminal u?aer that
invoked the process. You do not need to enter the .crm (IG-bit)
or .COM (8-bit) file extension of the process that you want to
stop. An example of an AER!’ comnand agaears below:

0A>A%‘VB4

This tells MC-DOS to abort WS.CMD or WS.COM on virtual
terminal 4. If the program name and virtual terminal number that
you supply do not match any currently active process, a message

will appear to advise you that "Abort Failed." You cannot use
A30!!!‘ to stop a process whose physical terminal is comected to
two different systens within a DR Net network.

Great care nust be exercised not to interfere with the
work of other users, who may not wish to have their processes
aborted. The WHO conmand (with the -A option) can be uwd to
identify the virtual terminal nunber of a foreground or back-
ground process that you want to terminate. The virtual terminal
nunber appears in the cm field of a WHO display.

Note that the SYSTAT coumand with options C or U displays
virtual terminal nuubers, but does so in hexadecimal (base 16)

notation. You nust supply ordinary decimal nunbers, not
hexadecinal numbers, to designate the virtual terminal number

(for examle, 13, not OD) in an ABORI‘ coumand line.

'me ABORI' command is helpful when a terminal loses control
of a process. Since most programs have normal exit procedures, or
can be stowed by the "C control character, it is rarely
necessarytoinvoketheABORl‘cam'and. %e?e QQgommes Sm USER'S GUIIE for additional information.

2.5-AHJRI‘-1
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2.5 ¢??mmr®nrramnBOmar&
The following pages provide information on the and files

and system files of m-IIJS, presented in alphabetical order. For
each command, the acceptable forms of oonmand line syntax are
presented at the begiming of the description. A description
of the céjnd follows, and examples of how to use each conmand

are provided.

‘me met general form of an M!-DOS coumatd line is:

d: is
[options] dzfile [options] d:fi1e [options] ênode

\ \ \ \ \ \ \ \ \ \0 1 2 3 4 5 6 7 8 9

(Don't be alarmed-— most command lines include only a few of the
elements Quin daove.) The possible elements are:

1. Kzrmm This is the name of the comnand, as it appears
at the beginning of the description of each
colmand in Section 2.5 (or as rermd by Rm).

2,5,8. C£’!‘1?S 'Ihese are special synbols or words that apply
or OPPIGi LISI' either to the entire command or to a file or a

list of files appearing in a command line. Some

ccmands can have up to ten options in a single
list. Several comnands require that square
brackets. [ l. enclose a list of options.

0,3,6. EVE 'mis is a letter, followed by a colon (:), that
IEIGETKIH indicates the logical drive affected by the

command, usually oumitted if same as the current
drive. Some conmands accept a list of drives.

4,7. FIIB HIE 'me file or list of files affected by the
or FILE LIS! the ccmand. Most conmands require you to

specify the file extension, but some do not.

9. l@ BIB This shows the name of a DR Net node, prefixed
by the G symbol; only a few oonma?s need this.

2.5-1
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In addition to the standard notation used throughout this
book, the following conventions are used at the beginning of each

and description, where exanples of syntax are presented:

Boldface mmm is used to indicate information which me: be

sqplied. Information not sham in boldface is optional.

UPPER UPPR CASE characters represent information that nust
(ESE be typed exactly as shown, letter for letter.

lower Words in lower case indicate information which the
case user provides, substituting some specific rme, option,

or modifier for the variable name given in the exmple.

file The word file means file specification (the file nana
and extension), such as SC.CMD. A few

es which
can only be used with files of a single type do not
require that the file extension be specified.

Qnode Thesynrboléfollowedbythewordnodemeansthatthe
nana of a DR Net network node, prefixed by the 9 qfnbol,
mxst be specified in the command.

(1: The notation d: indicates a logical drive wecification.
The logical drive specification is an upper case or lower
case letter ranging fran A to*P, followed by a colon (:).

c ‘me letter c indicates a single-character end, such

as those which the AP, DATE or MAIL progrms accept.

n The letter n specifies a nunber, such as a user area
nurmer, printer mmber, or nurrber of a virtual terminal.

Indicates a continuing list of indefinite length; do
not use this notation in a command line.

[] ,; ()- All other wecial synbols like brackets, s?colons,
<>!? commas, etc. are used in conmands lines exactly as they

appear. Many cmmands, for exattple, require brackets
([1) around a list of options (CHSET, DIR, mi, mm,
PIP, PRINT, SDIR, SET, SHOW, SYSTAT, and TYPE.

2.5-2
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§APc
i

‘me AP ?ointment calendar allows you to schedule
appointments aid reminders for yourself, and review your calendar.
Ech account fix listed in the PASSVD file can have a mlendar.
AP files are kept in user area 15 of drive A: of the system node.

Ippointau
'me infwmtìm which can be retained for each appointment

includes: the year, month, day of the month, day of the week,

beginning tin, e?ing time, the duration of the appointmnt, the
nunber of days notice requested, as well as any message. not all
of this information is applicable to every appointment. mt
exanple, an armal appointment has no year specification. Also,
the time of day does not always have to be specified. If it is
not, then "a1ytine" is assumed. 'mis will become inportant during
the "search for tine" option.

Displays

Displays are always printed in chronological order, with the
most inrninent gointments at the top of the list. After every
four appoiniats, the AP program pauses to give you time to
read the current screen display, and then continues when you

press mum.

‘lb specify time, in hours, on an AP conmand line you may

enter numbers ranging for 100 to 2359, or you may enter a nunber

in the range 1 to 12. The advantage of using the former is that
the AP progra is able to deduce the hour of the day, the mnute
of the hour, as well as am or pm. In the latter case, however, the
AP program will interpret the entry as the hour of the day then
AP will pro?t for further specification regarding am or pm.

2. 5-AP-1
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To use the AP program, type:

M>AP MEHU

The following menu will be displayed on your screen:

Gifford Ocmuter Syshx
Pgpointxt Calendar

Versicn 4.0 of ap lpdated m Ang. 3, 1%!
Owyright (c) 1.984 by Gifford water Syst?, Inc.

'login account ti'
Diglay today's reninders.
Display every appoinxrt.
F. . l a

Scheüxle a periodic event.
Diqalay a nnnth's calendar.
Diqlay your week.

Search for free time.
Search by context.
Somme eLse's calendar.

55558535590

“E

¡Hnqxiaas

Enter your selection and press RETURN. Upper and lower case

letters are treated identically when you enter your menu option.
Vhenever you press RETURN, regardless of whether you are in the
min menu or a sub-menu, the AP program will assume that you
intend to "default" to the current value. Your login account
name will be dìwlayed at the top of this menu.

2
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'mis is the met frequently accessed option. Use this
option to schedule a one-time specific event. You can schedule
an appointment up to one year in advance. If you attempt to

; schedule an Qpeintment that would over lap an existing
appointment, the program will display a message on your screen

1
indicating that a conflict exists. You will have the option of

’ overriding the conflict and scheduling a simultaneous
appointment, or selecting another time.

'Ib schedule an agpointment, type’ (A) and a usage exmle
will be displayed on your screen. As indicated by this exanple,
to enter a date you nust type the date followed by the month

s followed by the time of your appointment. After you have entered
this informatica, the program will repeat that data on your

E screen and ask you to verify your appointment. 'Jhe program will
then promt you to write a one line note to yourself.

‘Ibis mandatory note should contain information pertinent to
your appointmzt. You will also be asked how many days notice
you want before the actual date of your appointment. 'Ihe limit
for this field is 28 days. Any time you enter anything over 28

days, you will get an error message. 'me next time that you
press (D) from the min menu to display your appointment

‘ reminders, you will see your message indicating the nature and

date of your appointment.

B. change an mpointnent

lb change the time specification or the message for an
L existing appointment entry, press (B). 'Ihe program will list,

thenext appointsnalt positioned at the top of the list, all of
; the appoinments you have scheduled thus far. Each appoinment

on this list will include the appointment number, the date, time,
,

amount of advmce warning, and your note to yourself. ‘me
A program will display a slmmenu from which you should select what

appointment, or which aspect of an appointment is to be altered.

2. 5-AP-3
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Make the appropriate choice from this sub-menu. If you wish
tomakemorethanonechange, pressRE1'URNandthesmesub-menu
will rewpear on your screen. ‘lb return to the main menu, press
(C) for 'no more changes.“

C. thacel m Appointaxt

When you use this option, the appointment is eliminated
from the list. The actual change to the data file that contains
the appointment information is not enacted until you choose F

(Finished) or L (Someone else‘s calendar) from the list of menu
options. Appointments whose date have already passed are
autanatically removed from the systan. Also, appoinment entries
with a blar?c message disappear automatically when you log out of
the system.

To cancel an appointment, press (C) and the AP program will
list all of your scheduled appointments with the most imninent
appointment positioned at the top of the list. Designate which
appointment you intend to cancel by entering the nunber at the
prompt.

¡_
D. Display '1bday's mninders ‘xx’

Reminders that are appropriate for the current day are
automatically displayed when you choose this option.

Each appointment has associated with it a certain nunber of
advance notice days. Advance notice takes weekends into account.
For example, if you schedule an appointment for Monday with one
(1) dayadvance notice, you will be notified on the preceding
Friday. Also, you will be notìfied every day after the advance

notice date and until the appointment has come to pass. For
exarçle, if you schedule an appoinunent for Wednesday with
three (3) days advance notice, you will be notified on the
preceding Friday, Monday, and Tuesday.

2
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To diqalay the current day's reminders, type (D) and a
display similar to the one below will appear on your screen:

‘mday at-.].2:wnom
calltlnhuiz
'nmrrou frm12:w1nmt:ol:00p|
raczpetbull

Friày f1:m3:Il![lto4:_00pn
staffnetim

mniqlqlveryappointart
when you choose this option, a list of every appointment, in

chronological order, will be displayed on your screen. All
pertinent information relating to the amointments, e.g. index
number, àte, time, advance notice, and the brief message, will
be displayed on your screen.

F.Fi.ni%
men yen press (F) from the main menu, the appointment

calendar file is updated, the program is terminated, and you are
returned to the operating system. 'Ibis method of exiting the
progrm is recommended over typing Control C ("C), as the latter
oonmand lavas the appointment file unchanged.

G.SdI¢leaPeriodicEvent

This option is very similar to option A (make am
appointment), however, this option allows you to schedule
indefinite or repeating events. Possibilities include annual,
monthly, weekly, and daily events. A birthday is an exanple of an
annual event. Keep in mind that periodic events are not removed

from the qxaoinment system until you cancel them with option C

or until their logical longevity has expired.

2
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‘lb schedule a periodic event, type (G) and the AP program
will display the current day's date, and then prompt:

?ery year?
Every nnth?

If you respond by typing (N) for "No" to the "every month"

prompt, a list of the 12 months will be displayed on your screen.
Select the month in which you want to schedule the periodic
event and the program will pronpt:

ibekly?

After you respond to this pronpt by typing (Y) for "yes" or
(N) for "no," the program will display a list of the parameters
that you have specified thus far. 'Ihen it will pronpt you to
supply the time of day that you wish to schedule the event, the
estimated duration of the event, a note to yourself, and how many
days notice you request. After you have entered all of this
information, you will return to the main menu.

H. Diwlay a H:nth's Calendar

'mis choice simply displays a month's calendar. men the
program pronpts you to choose a month, a calendar for that month

will be displayed on your screen. This option will only go
eleven (11) months into the future.

I. Diglay Your ibek

When you press (I), you will see a week's list of your
scheduled engagements. The program will first ask you to specify
the appropriate month, and then a starting date for the week that
you wish to see. You will see your appointments for the seven (7)

days following the starting date. If no hour specification was
made for that appointment, no time is shown on the weekly list.

2. 5-AP-6
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J.Seu¢&Pree'l:im
'Ihis option searches through the calendar in ascending

chronologiml order for a free space to match your
specifiations. The program will always find one, no matter how

far into the future it needs to go. The valid time for each day

is restricted to a certain user-specified time band. 'mis means

that you will be pralpted to supply a block of time in which the
AP progrm should search for free hours.

First you will be asked from which month and date the
prograa should start searching. The search will begin at
midnight of the given date, and proceed forward into the future.
You must also specify how large a time slot for which you are
looking. this specification conforms to the rest of the AP

progrm the entry format. Example: 100 for one (l) hour, and
(30) for a kalf hour, 115 for an hour and a quarter, aid 300 for
three (3) hours. It is assumed that 9 to 5 might be a common
time band. To convey these paramaters to AP, you nust type 900

to 1700. You are asked the earliest and latest times that you

will consider. After you have entered your search Qecifications,
the progra will ask you if you want to include weekends too.

'lb begin searching for free time, type (J), the program will
display the current day's date on your screen, and then prompt
you to select the ?ropriate month.

Wm you designate the month in which you want to search for
free time, the program will display that month for you on screen.

You mst supply the date from which the program should begin
searching for free time. You will then be pronpted to supply a
series of qsecifications indicating the general time of day for
which you wish to search for free time.

Free tine slots will always begin on a nultiple of fifteen
minute intervals like 1:00, 1:15, 1:30, etc. Only time slots
which fit entirely into the period specified will be reported.
When a free tine slot is found, it will be displayed on your



screen, and you will be asked if you want the progrm to continue
searching from that point on, or break off the search. If you
want the search to continue, it will recommence imnediately after
the available time slot that was just displayed on your screen.

For example, suppose that you are searching for a three hour
time slot and the program finds one, from 9:00 to 12:00, but you
are unhappy with this one. If you instruct the program to
cmtìnue searching, the next possible slot would be from 12:00 to
3:00, not from 9:15 to 12:15.

Lseardztyoantext

All appointments whose message contains the sane word or
words can be found using this search option. These appointments
will be displayed in chronological order, with the most iuminent
appointment positioned at the top of the list. Upper and lower
case are equivalent during this context search. This means
that if you want to get a list of all of the appointments you
have had with a person with the last name "Jones," you can enter
james or JCNES. The AP program will search for both.

'lb search for something by context, press (K) and the
program will request which pattern it should search for.

In response to this pronpt, you should type a key word that
you know occurs in a certain category of engagements that you
have set up. For exanple, suppose that you meet regularly with
Mr. Jones, and you want to find out how many times this month you
have had appointments with him. 'Do do this, type JINES after the
proupt, and the program will display for you all of the meetings
that you have had with Mr. Jones.

L.ScneoneE1se'sCalendar

By default, the AP program operates on the calendar of the
currently logged-in account. 'Ihis account name is displayed just
above the display box of the AP main menu. Option "L" (someone

else's calendar) en&les you to View or change the calendar of
another account. If you choose the “L” option, a list appears
on screen of all of the accounts for whom appointment calendars
(files called nane.M>) exist in user area 15 of drive A: in a

2. 5-AP-8



non-netuadced MC-DOS system, or on the system node of a network.
('1his ability to access other accounts can be restricted by the
system &ager by setting a write-protect or read-protect file
password en individual calendars. A protected calendar can only
be modified or accessed if the same password were the default
terminal gassword. See the description of SE!‘ in Grmter 2 for
details.)

Vhs: you press (L) from the ma_in menu, the AP program will
ask you bo supply the account name whose calendar file you intend
to acc% A file nane.AP llllst already have been created by
the account previously using AP to schedule an appointment. IfAP has a record of that account, you can schedule appointments
or diwlay existing appointments, just as if you had logged in
using that login accoxmt name and password.

In a ?llet network, every account name listed in the

EN@ file can have a calendar. In an MC-DOS system without
networking, valid account names are listed in the PASSWD file.

2
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1586 file
P&i!‘86 is a prograumer's utility that is not required in

ordinary operations. 'Ihe AS486 program assenbles ass?ly
language statements and produces an object file in hexadecimal
format. For exarmle:

oa>Aa-as E2!-D

‘Ibis will take the file FCHO.A86 and produce a file
E1-D.H86.

See the £I1IRR&1'I' CP/M OPERATIIG SIS@  'S
GUIDE

for additional information.

2
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xr?l?pwuss

'me an-mm ccnmand attaches a process to its console. This
comrand is used for nultitasking. Processes can be initiated on

a terminal aid then detached with a system function call.
Detached processes will run until they have conpleted execution,
or raguire terminal input or output, in which case the process
will wait to be attached. ATTACH allows the user to define which
detached process is to be attached. Processes which are waiting
for a term’nal when a user gives the IDGWT ccnmand will continue
to wait xmtil they are attached or aborted. For exqalez

ÉPEH@

iiiattaches the background process GENLEDGR to the current virtual
terminal. Programs can be detached from any virtual terminal by
MC-Dw function calls. Appendix J illustrates some dBASE IIroutines mat could be used with function calls (page J-4) to
detach a process. Attach is a progranmer's utility not required
in ordinuy MC-DOS operations.

2. 5-ATIECI-I-1
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The AUIUST file is used during system startup as a flag to
jump automatically into xmltiuser mode. AUIUSI' must be located in
user area 0 of drive A:. If the file does not exist, the system
:maine in single-user made until the user at the system console
gives the meour oomand. It is recommended mat the wsteu
manager perform administrative functions such as settirg
passwords when the MC-DOS system is in single-user mode.

AUIOST is created by typing:

CRXEKE AIHIST.‘

If MIKEL' does not exist on user 0 of drive A:. the system
console will not reqiire its user to log in until after the
execution of the logout command. This means that without the use

,-of NJIOST there is initially no password protection for the
k/systaw console.

During the system boot sequence, the operating systm
automatically erases any UI'MP files, then creates an UINP

file and puts a special write password on the files UTM? and
Pasan). If AUTOST does not exist, this process takes place only
after the execution of the logout connand. Maine of this
file is under the jurisdiction of the system manager.

2. 5-AUIYET-1
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‘me BUFPR maid is run automatically when the system
' boots up. It allocates a cache buffer to your hard disk. If you

type WFFER, the ?ollowing message will appear on your screen:

:'lhehuf?erigqsbenisa1ready].oaded.

‘me following files must exist on user area 0 of drive A: in
order for the ml?!-‘ER command to execute properly:

HJFCLGIID

Tnese files a1 be found on your MULTIUSER DOS SYSIEM
AND UTILITIE DISKEPIE.
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Elli!
CCPMINIT is a program that sets up the characteristics

for Virtual Terminals under the MC-IIB operating system. You

nust have the CCPMINIT comand file on user area 0 of drive A: in
order for the Virtual Terminals feature to operate. If this file
is not found during the boot process, then the Virtual ïfenuinals
feature will not work.

When the system is first booted, the CCPMINIT progrm reads
the VTIYS files and ocnfigures virtual terminal tables that are
resident within the operating system.

2. 5-CCPMINIT-1



CHE!! is a progrm which schedules a program to run on the
systeminthebackgroundatagiven time. Youcanusecimmto
run a job unattended at night when no one else is on the system.
The CHER! program runs detached from the terminal. This means

that if my program requires terminal input, that program cannot
be atecuted with CERN.

The

fl program requires three files: CZHRQLCIQ, CHR(NI'IM,
and ?tlt??. KRILRSP invokes the CHREN program. (ERIN creates
and rmintains the GKNTIM file. Every time CHKJN is executed.
CHI!!! tpéabes CEIRNIIM. KR(N.RSP runs every minute to check the
date and thuestm on CHRoN'1'AB. If CHRNEAB has been modified,
KEKN.RSPwi}.1 runc?mi. If therehasbeennochangeon the
datest? of GKNTAB, KRQI will check to see if there has been

any change of the datestanp on CI-IRKIJTIM. If the current date and

time is greater than or equal to the date in CdR(NI‘IM, then
KRQLRSP will run the CHRCN program.

macaw and CHRIJTIM must reside in user area 0 of drive
A: and daould be SET to the SYS attribute.

'me $3 program requires 96K of RM»! plus the mount of RAM

necessary for the scheduled comnand to be executed. For example,
to execute a PIP conmand you would need 96K for 0% and 12K for
PIP.

'me mama file contains all of the useful information
whidx mac reads to execute a comnand or program at a given time
and date. ‘me CHKNEB file nust reside in user area 0 of drive
A: andnistbes?rtoread-write (IW). CHR(NTABcanbeedited
while in non--document mode of WordStar. You are provided with a
sanple 3&3 file called CHKN1'AB.SAM.

2.5-CHRQI-1



‘me mums file contains the following fields:

;wlcfI'MIIlI.PEEKIIRI4K}¥I1-IDAYBKITJI-IWE1[(l1§YGI.['PlTI‘($%
*

®

`|

O\

L"

IF

U)

o

o

o

* * *k * _ con
\ \ \ \ \ \ \ \2 3 4 5 6 7 8 9

A semicolon at the beginning of a line signifies consents.
Each field should be separated by at least one space.

count represents the nunber of times that the sad should
be exewted. 'Ihis amount is decreased by one each time the
conmand is executed until the count is zero, at which time
the entry is autcmatically deleted fran the Gamma file.
A negative count causes the conmand to be executed
continually at the scheduled times until that entry is
deleted from the CHRINDAB file.
l?mte of the hour.

Eaur of the day (24 hour clock).

uunumy (from 1 as 31 depending upon the month).

Ruth (January = l, February = 2, March = 3, etc.)

Heek?r (Sunday = 0, bbnday =

mtput is the standard output file. This file is used for
capturing output of the camand that is executed. If the
nme of this file begins with a plus sign (+), than (BKN
will append the output to the end of that file. Tb leave
the Output field blank, enter a hyphen in that field.

1, Tuesday = 2, etc.)

Cocand specifies the program or oonmand which should be

executed by the h! program. Do not run progrï that
req.1irei.tputfrcntheternina1. Iftheoonmandthatyou
execute requires terminal input, that command will wait
forever (until Ammed) since CHRCN cannot attadx any command

2.5-CE-IRKN-2



to a physical terminal. This field can take a omaand and

any units which you would normally enter at a oonmand

line. mis field can take as a command, the nae of a SUBMIT

file as long as none of the oonmands within the SLBMIT file
recpire any terminal input. For exanple, in this field you
can wecify:

PIP A: [g0] =B:*.*_[g5VW1]

to PIP all files from’ user area 5 of drive B: to user area 0

of drive A:.

For each field which takes nunbers for arguments (QJNT,
MIMHE, 5%, I-ICNIHDAY, Mmm, and WEIEKIDAY), multiple arguments

for a single field should be separated by oonmas. Pm asterisk in
one of these fields tells CHRQJ to always match the current date
or time.

If the MINUIE field has a zero as its only entry, then the
coumand specified on that same line is executed once an hour on
the hour. If the MINUIE field has the following entry:

0,5,19,l5

then the cmaand is executed on the hour, five minutes past the
hour, ta: nimtes past the hour, and fifteen minutes past the hour.

: MIÑTE ?R l??l-IIIÄY b??? WEEKDÄY

O,5,10,l5 * 1 3 l
'Ihis entry will execute the ootmand four times every hour on
every hm’-ch 1 that falls on a Monday. If you entered a 3 in the
hour field, then the command would be executed at 3:00 a.m., 3:05

a.m., 3:16 aaa., and 3:15 a.m. on every March l that falls on a
Monday.

2.5-CHIDI-3
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A percentage sign (is) followed by a number in one of the
five fields which takes nunbers for argmnentsdtells ã@ to
execute the sche&1led cotmand on a periodic basis. ‘mat is, ifthe m'mte field had an entry "%3," then the ccnmand would be

executed every time that the current minute was a :multiple of
three.

An examle of a Cr1R£NTAB entry follows:

To execute a tape backup to occur at 11:00 p.m. every night,
edit the CHRNEB file in non—document mode of Wordstar or a
compatible text editor and make the following entries:

;£lWi‘ MIIIJTE I-KIIR I'Dl'I‘Hl1\Y M(N'I‘H WEEKDÃY OU'I'PUT CXIHAID
-1 0 23 * * * d+bO:tip.out ntip input.tip

Qitput is appended to the end of the file called '1‘IP.C1l'1‘

which is located in user area 0 of drive B:. At 11:90 pm. every
night, CHEN executes the NTIP program which reads input from the
file called mPU'1'.‘1‘IP. mis oonmand will be executed every night
until the entry is deleted from the CHKNEB file. If you only
wanted to execute this caunand for a period of five nights, place
a "5" in the GIN!‘ field instead of a "-1."

(3

The CHKN program requires an available physical czxsole
with an FF console nunber to execute a conmand. CERN will look
for a1 available physical console with the ñ' console :ame: and

if fotmd will load the process. 'Do see if the system has a
physical console available with the FF console number, run the
SYSPAT progrm and specify (C) for consoles. This will display
the physical consoles which are available for your system.

when generating your XIOS file, you mast have at least one
more virtual terminal nunber than you need. These Lmassigned

virtual terminals will have the console ntmber of FF.

2.5-CI-‘Hal-4



c@ mfüe Icption=-status, . .., option=status]

The (1% command modifies or displays special attributes
of 16-bit ognd files. Any file named in a CHSE1‘ comnd line
is assumed to have the comnand file extension .CMD, and only
files of type .CMD can be modified or described by CHEF.
CHSET can show or modify three attributes of .CMD files:
(1) whether several users or terminals can share simultaneously

the sam copy of program code in RAM;
(2) whether the program uses an Intel 8087 or 80287 aritlmetic

coprocessor (device that speeds numerical calculations);
(3) whether execution is suspended when a user switches virtual

terminals and the program becomes a background process.

The eight options available for CHSE1‘ are:

(1-ISET d:file = Displays the file's status on shared
processing, 8087 usage, nultitasking.

CHSEI d:fi1e [&?RED=CN] = Allows shared processing from a
single image of the file in PAM.

£11831‘ d:file [SI-mRED=OF'£'] = Prevents shared processing from a
(DEFAULT) single image of the file in RAM.

CHSET d:fi1e [3087=(N] Prevents the program from running
I unless an 8087 or 80287 is available.

CHSEI' d:fi1e [8087=0FF] Use this setting for progrm that
(DEFAULT) cannot use an 8087 or 80287.

GISEI' d:fi1e {%87=0P1'] = Allows the program to run with or
without an available 8087 or 80287.

If no coprocessor is availwle, the
program trust enulate in software the
functionality of an 8087 or 80287.

2.5-C.'HSE.['-1



CE?!‘ d:file

[ ]
= Prevents tcultitasking: execution is

suspended if the progrm is not the
foreground screen.

(IiSEI‘d:file { ?] = Allows a non-foreground process to
(D?'At!l'.-T) output.

the, two, or three CHSET attributes can be specified in a
single comnand line. For example, the following CHE? coanand:

unxnsm' Aux: [ ,
8087==OPT, sUsPm3=oFF]

wecifies that the file DMC.CMD on user area 0 of drive A: is set
for shared processing, use of an 8087 or 80287 if one is
available, and with processing not suspended in backgrotmd mode.

If the program DMC is written in a way that supports these
features, several users (or the same user on several virtual
terminals) could share use of an 8087 or 80287 (if a coprocessor
were physically present).

Unless CHSET is used to set these special attributes, all of
them are OFF, the default status. For example:

0A>CHSE'I‘£

W

'me system responds with a display of the status of Mmmm:

m .un settings are [eo87=<I1*.msm=mI.waI3=<!fi

not all conmand files can actually take advantage of some of
these attributes. 'me "header fields" controlled by (ESET can
interfere with a program's capability of being shared

[ ], of utilizing an 8087 or 80287 [8087=0FF], and of
producing output as a background process [SUSPEND=OFF}.

2.5-CHSET—2
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Notethataendoftheform:

5B>CHSE'rAJAx[SUSPBD=(N]

will stop a progrm (here "AJAx.CMD") from executing if it is
subsequently detached from the screen, regardless of whether the
program is doing console I/O. 'Ihe above conmand would override a
VCMGJE El?n or VCMCDE DYMMIC conmand that otherwise would
allow all of the background processes of a given virtual terminal
to create otrtpxxt.

Using £1‘ to assign special attributes to a command file
will not provide the file with new capabilities unless the
program was originally written to support those features, just as
awarding a dipl? will not necessarily enable an illiterate
recipient to read. CHSEI' only instructs the operating system to
treat a progrm as if some indicated capability were present.

If it is not, the program cannot take advantage of CEBET.

For exarple, using G-ISEI' to set [SHARED = ON] will not allow
multiple users to share the same copy of a program that mixes
code and data, not will setting [8087=0P1‘] allow a spelling
checker progrm to use an 8087 or 80287 coprocessor if its code

performs no arithmetic. You will have to experiment to ae ifCHSEI' is helpful for any specific applications program. See the
SYSTEM USER'SGUIDE and (I1*JCIJRREN'I‘CP/M

OPERATIII3 S2813!

 'S
GIIDE for additional information.
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‘me CIOCIK camand is used to set the system clock/calendar
or to display the time and date. CLCXZK can be used on an

individual MC-DOS cotputer, or within a m Net network to diwlay
or set the clock/calendar on either the local node or any
remote’ nodes. Many of the features in MC-DOS use the system

clock to determine the current day and time. It is iwortant
that the system manager make certain that the system clock is
always set accurately. Since the DATE cunmand can read the
clock, the system manager may decide to set a pasazord on CLOCK

to prevent unauthorized setting of the clock/calendar.

MC-DOS uses the real-time hardware clock to set the time.
'me mm caunand can also be used to display the time of day.

Unless the Nicad battery backup is disconnected from your system,
you should only have to set the time once. The Nicad battery
lasts for wont two years. men you type CIBER, the program
responds: '

GIFEIDTDEEST
Systenchadtlhinbanace?ogranmv. 1.3

THQIEIJ
Set tin and date.
Set time only.
Set date only.
Print date and tim ome.
Print date añ tin contirumsly.
Exit program.

NOMUFEM

II
II
II
II
II
II

qìtim:

Press (S) to set the time and date. Time is entered in a
24-hour clock format (suchas 14:22 for 2:22 pm). The date is
entered with the number of the month, day, and year between

slashes: 6/21/84 for June 21, 1984.

2
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You cm set the ‘time only" by pressing (T), or you can set
the ‘date only" by pressing (D). ‘lb check the date mid time,
press (P). You will see a display similar to the ore below:

09:52:54
05/21/34

Currenttb
currentboe

Press (C) to continuously print the time and date on your
terminal screen.

Useinlllletlocalhrealieuvorks

In a un Net local area network, the @node option of CIDCK

canbeusedtosetthetimeanddateonanyremotenodeswhose
names follow the synbol (@) in the carmand line. A rmote node

nust be Q and running for you to set its clock/calendar. 'me
CLOCK progrm is helpful if you want to synchronize the times of
all of the systems on a DR Net network. You can set the
clock/calendars or display the current time and date of all the
remote nodes by typing:

0A>Cl’.£X1(€

oryouoansettheclockoftheSALESsystemnodebytyping:

0A>C|'.tXXC3P§IE

2
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The progrm displays the menu:

Qtitn:
Press (S) tosetthetimeanddateforthenodesthatare

designated in the oolmand line. The time and date are set from
the time and date of the local node. Time is entered in a
24-hour clock format (such as 14:22 for 2:22 pm). 'me date is
entered with the nunber of the month, day, and year between

slashes: 6/21/84 for June 21, 1984.

To check the date and time, press (P). You will see a
display similar to the one below:

Darren: daba añ tin at node:

sales 08/21/84 09:32:11

2
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£I'IG.£'
The CIZIE-"IG.NI-.‘1‘ file is used only in DR Net local area

networks. It provides the network input/output system (NIOS)

with informtion about network configuration and default resource
mapping. By changing the C(NFIG.NE.T file the systaa manager can
modify features of the network initialization process. If an

operator would prefer to have a terminal attached to the network
by a different resource mapping, the NET comnand can change

com-‘ream default resource magaing assignments.

The WIGJIEI file is read by the SE.TNE.'I' progrm, invoked
during network initialization, which uses that information to
configure the network. A sanple C(11FIG.NE'1' file is provided with
the DR Net system diskette. If you want to change the sanple
file, use 3, Wordstar (non—document mode), or a similar text
editor. A sample C<NI?IG.NE:l' file is listed below:

:Private drives (no reuate access)
drive : =a: :Maps a: drive of nude 0 onto 1:
drive I: =b: ¡Drive m: isb: driveof node 0

drive : =c: ;Drive In isc: driveofnode 0

printer 5 =13 ;lhpprinter1ofnade3asprinter5
queue l§PL=lBsPL02 nhpthequeueofmrlez
glaze ?LIlsl=9LnI02
qleue $1Il'1'=SPI?J'1'02

ztocalnodenane

For a more detailed explanation of the CKNFIGJEI' file, reaì
Chapter 3 of Gifford's ¿lg @_ USER'S MANUAL.
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'me £63013 comnand displays the nunber of the user's

terminal, as found in the TIYS file, as well as the mmber of the
foreground virtual terminal screen. e

Example:

0A>G2*3SOIE

‘me system responds with a display of the form:

Hzysicalterninalisz
Virtual t:erni.na1is8

'me virtual terminal nunber is needed by the ABORT ?nd.

2
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CP!

CPI-V

The CF! program enables you to copy an entire diskette or an
entire logical drive of a hard disk. Rather than copy individual
files like the PIP program, CPY transfers the entire image of one
diskette or logical drive (the "source") onto another drive or
diskette (the "destination"). 'Ihe destination is usually a blank
diskette or an enpty logical drive, sinoe CPY erases whatever
informatics’: my have been in the destination drive. Because itcopies the exact image of the source, CPY does not “pack” files
into contiguous tracks unless they were already arranged in this
way on the source. Thus, PIP is used more often than CPY.

'Ihe CP! program is a convenient way to back up diskettes.
When used with hard disks, the program can copy one drive onto
another, or in 84 megabyte systems, CPY can copy a drive onto
the rm?ale platter. When copying diskettes, CPY requires that
both diáettes have the same nunber of bytes per sector (128,
256, 512, or 1024), and that both be either single or double
sided. Iyping the keyword CPY displays the main CPY menu:

OIDCPY

Gif£o|:d(:QuberSyst:§Oq:yUti].ityV2.0

DoyuuI—EltOG3EI=
??trackscnly? (types)

íttmksaxly? (typeD)
ztnotthedisk? (typen)

Exitbacktothesysta (typex)

Select the appropriate response (with no REIUH after it).
The progra prcwtsz

Source&'i1e?(A,B,. .)

2. 5-CPY-1



‘me source drive is the drive which contains the informtion
you vant to copy. mien you respond, the program prawts:

Destinatiu: drive? (A, B, . . .)

The destination drive is the drive onto which you wait the
information to be copied. when you respond, the program prcnpts:

Hit the source and destination diskettes in the proper
drives. It is extremely inportant that you have the source disk
in the designated drive. You will erase information one the
source diskette if you reverse the two. If you have any doubt
about the identity of the source or destination drive, &ort the
progran with "C, or type from another virtual terminal:

OA>SDIR dz [user=al1]

where d is the drive designator that you will use with the CH
program. Now press REIURN: if the diskettes have the same
format, the program copies each track. When all of the tracks
are copied, the program pronpts you for the next copy operation.

If you type:

0A>@Y-V

the CP! program will bypass the data verify pass on the
pdestination drive. If the CPY program gives you error

statements, confirm that the diskettes in the source and

destination drives are physically identical (same sector size,
and both single or double sided).
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copyiug?eetbesansixglerlogvynrivesysballs

You wmot directly copy diskettes to diskettes on systems

that suport only one floppy disk drive using the CPI program.

If you have a hard disk, you can PIP all of the files on a
diskette to an empty directory area. Then give the DSKRESEI'

cottmand, replace the source diskette with a formatted destination
diskette, md PIP the files from the hard disk to the destination
diskette. See 2.5-PIP for a description of PIP.

If no eupty directory area is available on the hard disk,
set QI the Archive attribute to all files in some directory area
of the hard disk, and PIP "the source diskette files to this
directory area. Give the DSKRESET comnand. Now you can use PIP

with the [A] q›tion to copy the files to a destination diskette.

If you do not need copies of the source files on the hard disk,
use the mac command to delete them.

In a m Net network, a diskette can be copied to a destination
diskette an a drive elswhere in the network, provided that the
destinatim drive has been reset by a DSKRESET cami! and

attached to your virtual terminal by a NET comnand. You nust use
PIP, however, rather than CPY, to transfer files between a 5.25”

diskette and an 8" diskette.

2. 5-CPY-3
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misc
'Ihe1lliE{!’3nnddisp1ayst‘hec11rrenttimearxidateont1ae

terminal screen. To display the date, type:

%>W?E

The program respcnds with a display like the following:

%dayP{x'i118, 1%4 swap

For a continuous display that shows the time to the nearest
second, type any character after the keyword "DATE." Am exaimle
follows, although this sprinted manual cannot imitate the
continuous display of the advancing seconds:

r

%>DA'IE C

Wetheahy Igaril 18, 1%4 9:(B:l2 p
With any character as an argument, the displayed time (and

eventually the date) will advance as the clock/calendar records
the passage of time. Pressing any key steps the continuous
display and returns you to the system pronpt. ‘me "P toggle with
DATE prints the date ani time to your curent printer. (@ember
to free the printer with a matching "P.)

Digital Research Inc.'s SEI' optim of the DATE en@ to
set the clock/calendar, is not implemented in Gifford's DC-DOS.
Use instead the CEQTK and to set the clock/calendar.

%e?n @/M®ERMnGSH?N$m'Sw?Efm
additional information.
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mmm: options

‘me coumand controls whether the screen lists after
each cad line the tin of day (hours/minutes/seconds for a

24-hour clock), and the logical drive and user area from which
the coward file is loaded into RAM. You can toggle the DAYFIIE

feature by an options, (N (to enable the display) and OFF (to
diswle it). Any other characters display a usage message:

EIANIÄYFIÍE?

Usageis'?'ILE(li"toenab1ethedayfi.1eQtion
cr'm3!I££(!!"todisab1ethedayfi1eQticn.

If you type the keyword DAYFIIE with no argument, the screen
displays the current status of the dayfile option, amd indicates
how to change it. After a DAYFILE ON oonmand enables the dayfile
option, a dayfile line follows any conmand. For exaaqzlez

$19923 PIÍKBT
14:32:52 SE00 (User 0)

IftheoasnandI1AYFII.EOFFweregiven, thesaraeMAKEAIJ'IOST
comnand would not produce the second line of the display above.

'?'nnKYFI1.EoptionoftheGENCCPMcauuandalsocauses the
current tie to be displayed after each command, but using GENCCPM

instead of the DAYFILE conmand to control this feature is much

less conveaient. Catraands that are resident system processes or
that are built into the MC-DOS shell (like IOGQJT, $1', SYNC)

arenotaEfectedbytheDAYFII.Eoo11mand. Sincea DAYFII.Ecomnand

affects every terminal on an MC—l86 system, the systm manager
may elect to assume jurisdiction of the DAYFIIE comnand. All of
the exales of nude lines in this manual (except the example
above) rqreserxt the screen display as it would appear with the
dayfile cption OFF.

2
.

5-DAYFI LE-1



D3166 fila@
The DDT86 utility enables a progranmer to emne and modify

programs mad files, and to directly address the CPU or any
location in random access memory (MM). Do not use m'I%6 when

other users are active, since an error in using 113186 could
disrtçt their work or even disable the operating system. It is
recommended that the system manager set a read-protect password

on the 117186 program, to prevent its unauthorized use.

Information that is loaded into RAM is stored in wecific
addresses within RAM, potentially ranging from O (where MC-DUS

itself begins) to the ugper limit of memory in your systan.
DDT86 uses a hexadecinl notation to refer to locations in RAM.

In hexadecimal mmbers, the first sixteen nunbers are written as

single digits: the familiar O, l, 2, 3, ..., but with "9"
followed by the special hexadecimal numerals A (= lO), B (= 11),
C (= 12), up to F (= 15). In the previous sentence, ordinary -*~—

'deciml" equivalents appear at the right of each eqzal sign. \/Use of hexadecimal notation allows DDI‘86 to write big murbers

more compactly. For example, hexadecimal "FFFF" = 65,535 in
ordinary numbers, but the hexadecimal version needs only four
places, instead of the five figures required to write 9'6S,535."

In nurse (and in other progranmer's utilities like SYSTAT),

RAM addresses where files are stored are written as a pair of
4-digit hexadecimal nmrbers, separated by a colon (z). The first
part is called the "segment," and the second part is called the
"offset." The segment shows where to begin counting; the offset
must be added to the address. This may seem couplex, but people
use a similar notation in a date like "12/25/84" which we un®r-
stand to mean the 25th day (=offset) of the 12th month (=segment)

of the 84th year. (Here "84" is really a second offset: the
century "1900" is understood as added to the year.) enterthat ID1'86 interprets a number like AO00:7850 as a specific RAM

location, namely A000 (hexadecimal) "paragraphs" (16-byte units)
plus 7850 (hexadecimal) 8-bit "bytes" above the lowest address
(0000:0000) in RAM. In the description of DDT86 command options
on the next page, "sao" means "segment:offset." (See Appendix ti).

2
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The num can disables all physical terminals except the
systaa ccnsole az? writes the contents of the cache buffer to the
hard disk. ‘me corsole screen displays the message:

‘nae systn is (tan.

All other terminals become inoperative until the K:—DOS

system is reloaded ty pressing the RESEI' button.

Example:

OIDDIIIN

This did should cnly be given by the systm mnager.
Beforegivingaulmcmand, typem-D-Atobesure thatno
other usas are cn the system, since Dom will disable their
terminals. If VB) -A shows that other users are logged in, use

thevmrl?cxmlaridtowarnthemthatyuiplantostmtdownthe
systan.

2
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iyping its keyword invokes DDT86, as illustrated below:

0A>!]1l'86

A6 1.2

At the 117186 pr?t (—) various letters (with PAH addresses)

can be entered as command options. Several are listed below:

GEI@ DEREK}
As:o Begin entering assenbly language code at szo
Bs:ol,o2,o3 Find any differences in two blocks of RAM, one

from s:ol to s:o2, and the other extaading to s:o3
“C Exit from lD'I'86

Ds:o Display contents of the 192 bytes of RAM beginning
at s:o, in both hexadecimal and ASCII formats

Ds:ol,o2 Similarly display everything from s:ol to s:o2
Any key stops the scrolling, returns the - proupt

Efile load a specified executable coulnand file into RAM

Fs:o1,c2,c Fill all the RAM from s:ol to s:o2 with character c
Gs:o Begin execution of command file, starting at szo
I-I#l,#2 Calculate sum (#1 + #2), and difference (#1

- #2),
for hexadecinal numbers #1, #2

Ls:ol,o2 Display contents of s:ol to s:o2 as assmbly code

BBl:o1,o2,o3 Move contents of (sl:ol through sl.o2) to an area
beginning at sl:o3 (or at s2:o3, if s2 qaecified)

Qln (or QOn) Read input fran port n; or write output to port n
Rfile,s:o Read a file from a disk into RAM, starting at s:o

If szo not specified, DDT86 displays start address
Ss:o Display contents of szo, replace with keyboard input
SRs:ol,s:o2,x Search for pattern x from s:ol to s:o2, and

display where x begins, if x is found
Tn Execute n program steps, displaying CPU states
V Show the location of a file manipulated by E or R

Wfile,s:ol,o2 Save on disk as "file" the contents of s:ol to s:o2.
Xr Display and modify register r of the CPU

Use the MC-DOS control character "C to exit from nurse. 'Ihe
CP/M O%ATING SYSTEM

 'S
GUIDE provides

additional detail on the use and capabilities of DDI'86.

2
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DIR

D]'.R[S] d : file [G1]

The DIR command displays a list of files in a user area of a

specified drive, or that resenble the indicated files. The DIR
conmand is used to determine what files are in a specified
directory area. DIR accepts wildcard synbols (* and ?) in file
names.

In its sinplest form, DIR without any arguments or modifiers
displays all of the files with the DIR attribute in your current
directory area that have the DIR attribute. 'me covmwdz

JODIR

displays the naes of all the files with the DIR attribute on

user area 4 of drive Cs, in a four-column display. File names
with fewer than eight characters before the extension are listed
as if they had blanks preceding their file type. ‘me aaove

Oa?i? provides the sane display as "DIR *.*," since the default
value is ‘all names and all extensions." If a display has more
directories than will fit in a single screen, you mst use the "S

system cuiand to stop the scrolling (“Q restarts it), or request
a more restrictive listing. For example, to display only
filermes starting with "M" in the same directory, type:

4C>DIR HK*

Tb list only the DIR files with one-, two-, three-, four-,
or five--letter names and with the extension .BAK in your current
user area, type:

K>DIR ?????.BAK

2
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'lb list files in a user area other than the one which you

are in, use the [Gn] option with n the nunber of the user area.
For eample, to list the names of all the files that have the DIR

attribute on user area 6 of drive B:, give the añ:
mam B: [G6]

Each account, however, has a unique entry in the Passm file
which specifies its accessible user areas. 'me [Gn] DIR comnand

cannot be used to dimlaythe nanes of files in directory areas
where you are not allowed access in your login file.

The [S] option causes the DIR cotmand to display the names

of all files in a specified directory area, including both of DIR
and SYS attributes. (See the SET comnand for modifying the DIR

or SYS attribute of a file.) For exaxrple, the command:

6C>DIR[S] A:*.()?'.)[G0]

will display all of the file names on user area 0 of drive A:,
regardless of whether they have the DIR or SYS attributes.
Unlike the mm command, however, the DIR comnand with the [S]

option does not indicate which attribute a specific file has.

‘me DIRIS] conmand can be used, in conjunction with the "P
control character, to print out the names of all of the files
that are in a single user area on an archival diskette. This
listing can be attached to the paper sleeve of the diskette, or
kept in a bound catalogue, to assist in retrieving files from
diskette storage. %mber to repeat the "P conmand when you no
longer want the printer to echo the screen of your terminal.

SeetheCQ1CURRE?'I'CP/MOPERA'I'INGSYS'HEMUSER'SGUIDE

additional information.

2
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ed:The

el'
conaand resets the floppy disk drive. Type the

DSCREET met} before you change a floppy diskette. If you do

not give an arguaent to namrsar, all drives are reset. You can
specify the individual drives that you want to reset.

Examples z

Q> 
This resets all floppy disk drives.

®> B:

This resets flqpy drive B:.

Q> D: .E:

'mis resets floppy drives D: and E:.

2.% -1
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i??
IIIEISIB is an optional file containing suds which are

tobeexeaihedaspartoftteslnitdoanprocemre. Readaboutthe
SYSmI'I’=.sIJB and !.%INIT.SUB for ideas on how this file night he
used.

bn examle of a IIZWLSUB file is:

male of a
DONESUB file

TIP

‘me mintenance of this file falls under the jurisdiction
of the system manager. It is discussed again in august 3.

2.5-lI7IN.SUB-1



nin

DIN.C!'D is an Qticral program which will run after t'he DIN
command is given. '1his program file can be used to customize
your systenbyexecutirxgaprogramwlaichyouwant tobepart of
your amaban procedure. It must be located on user area 0 of
drive A:.

Pm ale of a amend to create a l1N.CMD and file
is:

oA>PIP mama-n=Dm'E.oD[vRw

'Ihis coï? would cause the system to always display the date
arxitineuhmyo\1shutdomthesystem.

The maintenance of this file falls under the jurisdictim of
the system Eager. It is discussed again in Chapter 3.

2
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E) dzfilel d:fi1e2

ED is a text editing utility provided by Digital Research,

Inc. It can be used to create and modify various fila used by

used by the system manager to customize Mc—nos.

Unlike character-oriented text editors like Wordstar that
are coumonly used in office work, ED is a line editor that
operates by creating lines of text in a manory buffer. Although
line editors like ED are widely used in progranming, engineering,
and scientific applications, readers who have experieroe using
character-oriented text editors may regard ED as not very easy to
use. Gifford reoonmamds the use of other editors, such as
Wordstar, instead of ED for most business applications.

Readers who have no other text editor, however, can create
or modify a file by typing the keyword E) followed by the name of
the file that you wish to create or modify. For exanple:

2B>E3 TEST.IX'£

will create a new file 'I'EST.DOC if the file does not already
exist. If T}E'1‘.D(12 already exists, ED will allow you to modify
it, and will save the modified version as TESILDOC and rename the
original file TEST.B.H<. If a drive name (like "C:") had followed
"'1-£s*r.noc" in the command line above, the edited versicn would
have been saved on that drive, rather than on your current drive.

You can also provide two file names in the coummd that
invokes ED. The first file is the "input" file that you are
modifying, and the second file is the “output” file that ED will
create. If you type the ED keyword without any file names, the
program will prompt you to identify the input and output files.
An extensive description of ED and a tutorial on its use is
provided in Section 4 of the CON‘.1URRENT CP/M WERATIKE S£S'IEM
USER'S GUIDE.
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All of the hC-DOS editing control characters (a 2.3-3)
can be used with ED, but "C, "P, and "S (page 2.3-2) do not
work normally when E) is in "insert mode" (after I or i).
Listed below are sane command options that can be used with ED:

01:!
#A

nA
By .B
"C

my -IIC
DD, -nD
E

Fstring^z
fstring^z
H

I
i
Istring^Z
J, jDK, "TK

nL, -nL, OL
nlvloomnand

D, -n
n:
nzconmmad
Nstring"z
o (Y/N)

HP, ‘DP
Q (Y/N/"C)
R

Rfile"Z
Sps
nT, -nT, OT

U] ‘U
V] ‘V
OV
nW

nXfile"Z
nZ

“Z or EC

Acticn

Put entire input file into memory buffer
Add next n lines from input file to memory buffer
l-bve pointer to beginning (B) or end (-B) of buffer
Abort an ED macro conmand (option M below)

Move pointer n characters forward (nC) or backward (—nC)

Delete n characters before (—nD) or after (nD) pointer
Exit from E), save edited file, return to MC-DOS

Find a string of characters, ignore upper/lower case
Find exact character string ("z marks end of string)
Save file and reedit, using current output file as input
Hiter insert mode, translating lower to upper case
Enter exactly (upper/lower case) keystrokes to buffer
Enter a string of characters at the pointer
Used in commands to insert and delete strings
Delete n lines before (-nK) or after (nK) pointer
nave pointer n lines forward (-nK) or backward (nK)

Execute specified oonmand n times
Have pointer n lines forward or —n lines backward

Move to line :1:
Execute oonlnand (K/L/T) down to but not beyond line n:
Search for a string in input file beyond memory buffer
Abandon all changes, return to original input file
Have pointer n pages (23 lines) forward or back (-nP)

Exit from El) to NC-DOS without saving any work
Read into the buffer a block that you created with X
Read into the buffer a file called file.LIB
Used in string substitution oonmands

Display the previous (-nT) or next n lines
Translate lower case to upper case (-U = toggle off)
Toggle line numbering on (V): off (-V)

Display the amount of space retaining in menory buffer
Write first n lines of buffer to disk as output file
Write n lines to the disk as tenporary .LIB file
Wait n seconds before executing the next conmand
End of string; separates file names in R comnands

2.
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HE dzfile
ms d:fi1e [XFCB]

The EA conmand erases files that have the Hi ("read-write")
attribute. ERA can be used to to make disk space or directory
wwe available by deleting unwanted files. You can protect
sensitive files from unauthorized access by copying than to
floppy diskettes, removing the diskettes to a secure location,
and then using the ERA conmand to delete the files from the hard
disk. Tb delete the file AMBRIAN in user area 8 of drive C:, type:

$ERA C:Al6BRIAN

The SEI' conmand can be used in several ways to protect
files from deletion by the ERA oomnand. With the SEI' conmand a

file can be given the RD ("read only") attribute, or a password

can be required to erase a file. For example:

2B>ERA D:FILEX;PAS?DRD

'mis erases the file FILEX with the password PASSDRD from
user area 2 of drive Dz. See the description of the SE1‘ command

for more details on the RW and R0 attributes and file passwords.

The ERA conmand accepts wildcard specifications (*,?) in
` file names. (Great caution is advised in the use of the ERA

comnand with wildcard specifications, since the wrong wildcard
specification can destroy valuable files. The mag comrand is
much safer to use than ERA.) If you conmand the system to delete

all of the files in a directory area with the *.* notation, the
operating system will ask:

Oonfirn delete an user files (Y/N)?

2
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Type (Y) or (y) to erase all unprotected files in the
directory; any other key returns the system prompt without
erasing my files. Additional examples of the use of wildcards
with ERA are:

ZZ>mA *.33

This erases all unprotected files of type .BAK in user area 2 of
drive C:.

4DERA B:E??.‘."

This erases all of the unprotected files with two, three, and

four-letter names beginning with "FL" in user area 4 of drive B:.

If the [XFCB] option is specified, then only the extended
file control block is erased. An extended file control block is
created by the SEI' ocnmand, and contains supplementary
information used for password protection of files.

4D@ oJDIDIXFCBI

If ¡xotection has been SEI' to OFF, this erases the password

of the file Rh?llul), but not the file RHZORDS.GD itself.
(If the l?ael of drive E: has been SEI' with PROIECI' = CN, and the
XEUB contains a file password, then the ERA program will request
that you type the file password before it will erase the XFCB.
'Ihe of the SET conmand in this manual provides
informtiax on drive labels, file passwords, and password-
proteciad labels.) See also the C1QIIJRR|N1' CP/M OPEWHNG SYSTEM
USEZ'S saw for mI‘s documentation of the ERA and El' commands.

‘me mst ooumon operator errors in MC-DOS involve using ERA

with wildcards and unintentionally erasing useful files. By

using the safer Ema caunand (see next page) this risk can be

substantially reduced.

2
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mac dzfile [XFCB]

'Ihe mm ooumand deletes files with the RW (“read-write")
attribute. It can erase unwanted files, thereby making directory
space or file space available on your disk drives. It is
normally used with wildoard (*,?) file specifioatiors.

‘Ihe ERPQ ("erase with query") command res?les the EA
omand, but ERPQ asks for ‘oonfirmaticn before each deletiai.
’Ihis feature makes accidental deletim less likely, aid lets you
delete files selectively within the group of files matching your
wildoard specification. ERAQ has the same syntax as EA, but
with dialogue. The following is a ERAQ aid and a prqt:
EERPQ *.*
B: KETJDCI‘ ?

Since B:*.* means every ml file in user area 0 of drive B:,
ERPQ will ask you for a response for each of the files in this
directory area. Type (Y) or (y) to delete nodJMmr.'ncr, or type
any other key to keep the file in your directory. E390 may

propose erasing a file with the R0 attribute, but eva-x if you
affirm that it should be deleted. ERAQ will print a message that
theliofilewas not erased. Theprogramwill thengoontoask
you about the next file, until it has queried you on every file
in the directory area that matches your wildoard specifications,
or Imtil you exit with a ‘C control character.

'Ihe $1' oomxaxud an be used to protect files from deleletion
by ERAQ (or by ERA), by assigning to files either the R3 ("read
only") attribute or a file password that prevents deletion. The

label of a drive mist be set with PR3'I'H.‘I‘=CN for file passwords

to be effective. (The ERA and IRAQ commands are disabled on any

logial drive that has been SEI' with the RO attribute, but this
last method is not dependable protection, since a useraid or “C restores all drives to RW status.)

2.5-ERAQ-1
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‘me following comand would propose for deletion every
file whose file extension is .PAT m user area 0 of drive C:.

®>ERPO C:*.PP£I'

If you affirm that you want to delete a file that is
protected by a file password, and if the drive label is set with
protecticn CH, the ERPQ program will ask for the file password,

which you ¡ist present to delete the file. If you camot present
the file pasword (which is not echoed on the screen), ERAQ

does not zhlete that file, but queries you about the next file,
if any. If a group of files lave the same password, you can
include tin password in the command line, but in this case the
file pasaczrd that you type will appear cn your screen:

1C>ERPQ A:*.lIX3:MYS‘I'ERY

The above cmand refers to all the files m user area 1 of drive
A: whose extersiaz is .Dm and whose file password is MYSTEH.

The e ccmand can delete file passwords, but unless
protectim is set OFF m the logical drive label, you must be
able to go-vide K3-DOS with any file password that you want to
delete. 'me following example with the [XFCBJ option:

29%!) III???.* [XFCB]

causes $0 to ask you whether to erase the passwords of all
the files with two, three, four, and five-letter names beginning with
"DR" on user area 2 of drive B:. The files themselves will not
be deleted. If the label of drive B: is set with protectim CN,

the progm will demand after each affirmative respcnse that you
type the pasword that you want deleted. Only if you present the
correct password will the extended file control block be erased.

SGetIR CP/MO SYSIHGUSERSGJIDEÍOI
additianl information cn the ERAQ coumand.

2
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mas
FES d:&1ode

ms d:fi1eIGnl

HIS c...
FILES is a program that lets you list your file directory

using various formats. It lets you access extensive infoarmticn
about each of the files in any directory on a Gifford systm or
in a DR Net network. FILE also reoognizes more powerful
wildcard syniaols than other M:-DOS utilities. Displayed
below is a list of the options that are available with the FILES

program.

-l Long formt: give additional information about each file
—r Reverse order: list in reverse alphabetical order
-s Record size: give the size of the file in records (128 bytes)
-t Time order: list in order determined by time stanps
-u Usage time: display last access and modification time

11:19 ¡bratz
‘me option lists additional information about each of the

files in your directory. Below is a sanple conmand and output:

2C>FILES -L 'IEST.DX3

rsa n? 1024 wt 18 12:33 ¡n hest.doc

\ \ \ \ \l 2 3 4 5

'me meaning of each of these fields follows:

l) "RSA" stands for "read only," "system," and "archive."
Reflects the current status of those respective attributes.

If an attribute has not been set for a file, the display
reflects this by showing a hyphen ("—") in the corresponding
position. For exanple, if this field shows " ," none of
the three attributes have been set.

2
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2)

3)

4)

5)

"RWD" stands for "reading," "writing," and "deleting."
lhflects the status of the file's password protection. A

file may be protected with a password from other users
reading, writing, or deleting that file. For example, if
this field shows "r—," the file has been protected from
being read by other users.

This field indicates the size in bytes of the file in
question. In our exanple, the file TEST.DOC is 1024 bytes.

If the record size (-s) option had been specified, the nunber
8 would have been displayed instead of 1024, for that is the
size in 128K records of the file TESTJDC.

‘Ibis tin and date is the last time that the file was modified.
For instance, it would reflect the last usage time the file
was edited by WordStar. If the -u option had been

qaecified, the file's last access time would have been

wecified. For example, if you used the TYPE conmand to
view the contents of the file, the time that you issued this
oomamd would be recorded by the —u option. ‘Ihis field only
can diwlay date and timestanps if you have timestarrping
enaled for that drive. If you have not enabled timestanping
for that drive, the time field is displayed as all blanks.

This field displays the name of the file. File names are
displayed in lower-case lettering. If you are using the
FUE program over the network, node names will be displayed
in umer-case lettering.

Saetiaes the name will be sinple, as in:

t:est.doc

If the file is in another directory, drive, or node, the name

will be cqulicated, as in:
l4b:test.doc@SALE‘S

The second display is interpreted as the file named ’I$T.DOC on

user area 14, drive B: on the node named SALIB.

LS-FILE-Z



Iiihbards
‘me FILES progran is equipped to recognize a mich more

extensive array of wildcard characters, than the DIR or wm
ends. A list of these wildcards and a short definition of
each follows z

? Any single character . (Note: ? has a more restrictive
meming here than the standard "?" wildcard symol.)

* Any mmber of characters. e
] Any of a classs of characters.

[A ] Any but a class of characters.

These characters may appear anywhere, any nunber of times on
a CQEE line. Here are some examples:

FILE ??? All files with three-character file names

FILE A* All files that start with "A"

FILES *A All files that end with "A" "V

FIIE A*B*C* All files that have an "A" somewhere,

followed by a "B" somewhere,

followed by a "C" somewhere

FILE ["A]* All files that don't start with "A"

FILE *[AK2]* All files that contain either an
"A," "B," or a "C," anywhere in the name

FILE [A-D]*[J-M] All files that start with a letter in
the range "A—D," and end with a letter in the
the range "J-M"

FILE A?C All three-character files whose first
character is "A" and whose last character is "C"

FILE [A-FP-RIZ] ??? All four character files whose first
character is in the range "A-F" or "P-R" or
is "I" or "Z"

2.5-FILES-3 "Y
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'lhe uatzching patterns described above may be applied to the
following three areas:

l) the user area and drive (before the colon)
2) the file tax3) the network node name (if you purchased DR Net)

This means &at you could submit a conmand like the following:

2C>FII.ES [024-71 [Ac] :*'IER4*@*‘I'IO*

‘Ibis sad is interpreted as all files on user areas 0. 2, or 4

through 7, cu drives A: or C:, and whose file name contains the
string ‘term’ anywhere in the name, but only on network nodes
whose node lam contains the string TIO anywhere in the network
node name.

When wecifying user areas and multiple drives, as in the
exanple above, some rules nust be adhered to.

1) If you are going to look in nore than one drive, (for
exanple, [AKI] :) you met specify user area nunbers. For

exanple. you could submit a oonmand like this:

0A>FII.$ [O24] [15CD]:*.Dm

but not like this:

0A>FILE [PCD]:*.DCXI

2. 5-FILES-4
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You can also use wildcards to specify user area mmers.
For exawle:

?[AKZ]: looks in user
areas

0-9 of drives A, B, and C.

??[Am]: looks in user areas 10-15 of drives A, B, and C.

*{ABC]: Looks in user areas 0-15 of drives A, B, and C.

So if you want to look for a file or files in user areas O

through 15, specify the asterisk wildcard and not [0-15]. 'me

FILE progrm will interpret this to mean that you want to look
in user areas 0, 1, and 5.
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The FIRM‘ program is used to prepare new diskettes for use.
FORMAT will work with 5.25-inch diskettes or 8-inch dìäcettes and

automatically detects and formats single sided or double sided
diskettes. A number of formatting options are available for
8-inch diarettes. Gifford Conputer Systems reoonmends that for
8-inch, you use double sided, double density diskettes formatted
with 1024-byte sectors. For 5.25—inch diskettes, the FORMAT

program mly formats in the single sided format of CP/I-1-86 for
the IR! PC,a1d requires a 5.25-inch flogpy disk drive.

When you run the FORMAT program for 8-inch diskettes, the
left-hand floppy drive becomes drive A: and the right-hand floppy
drive is always drive B:, regardless of whether those desig-
nations are normally used by logical drives of your hard disk.

If your system has a single floppy drive, the FORMAT program
thinks that drive is drive A:.

If you are running MC-DOS in multiuser mode, make sure that
no one else is using the diskette drive.

‘lb begin formatting, put the diskette to be formtted in a
right—ha1d floppy disk drive, with the write—protect notch
covered by an adhesive tab, and enter:

01-DEGREE?

This program pronpts:

e
Disk Sub-System runner Version 3.1

R: amas, IP/Il 8-16, ani 113-113 - lbdified 7-10-84

eifylrive (A: -D:, E: -H:) :
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The options allow for up to eight (8) floppy disk drives on

a system. ‘me FORMAT program does not recognize hard disk log-
ical drives. If you have two floppy drives, the left-hand drive
is drive A: and the right-hard drive is drive B:. If you have

four drives on one Disk 1 controller card, the third and fourth
drives become drive C: and drive D:. Drives E: - H: refer to
5.25—inch drives on the Disk lA controller card. (The Fommr
program is the only program you will receive with MC—DOS that
refers to physical rather than logical drives.) If your system
has a single floppy drive, enter (A).

Enter the drive in which your diskette is to be formtted.
Do not type the colon or a mmm 'Ihe program responds:

Selectnisk ?orntmde (0, 1, 2, 3):
512

1024
0
1

1282
2563

this displays how many bytes (roughly equivalent to
keystrokes) that each sector would hold under each format option.

bGifford Gouputer Systems recommends that you use l024—byte
r

sectors since this gives you the most data storage. Software
from comaercial suppliers on 8-inch diskettes is usually
distributed formatted with l28—byte sectors (option 0).

If you are formatting a diskette in the right-hand drive,
the program responds:

Gmfirnready ?ot fozrmtatdisk drive B (y).

Insert the diskette into the drive and press (Y). Do not
press EIURN. 'Ihe FORMAT program formats all tracks, and

verifies that they were formatted correctly. 'Ihe program shows

its progress during the format and verification phases. The

program displays an F for each track it formats and a V for each

track it verifies. If S, C, or E appear instead of V, reformt
the diskette. If it occurs again on the diskette. this indicates
the diskette is bad and should be discarded.

2. 5-FORMAT-2
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If the EORJIAT program oonsìstently gives S errors when

formatting, it is likely that the disk drive needs repair, and

you should contact your dealer. Similarly, if you have two

floppy drives, and the same diskette shows errors when formatted
on one drive, but not on another, or if one drive camot read
diskettes formatted by the other, you should call your dealer to
discuss posible disk drive problems. Do not call your dealer if
you carmot format diskettes with exposed write-protect notches,
since your system is designed to respect that protection.

Upon oomletion of formatting, the program prompts:

Euiltrawlebe.
Doyoul?to?orntmotherdisk?
R -regzzrarpaanters.
or-dplimtelastlul?fl‘.
N -exitbuaktosystva.

Type your response after the pronpt.

If you select the R option, the program requests new
parameters, allowing you to reformat your floppy diskette with
new Specifications. If you press REIUm, the program will ask

you to confirm that a fresh diskette is ready for formatting.
After you type (y), FIRWAT will format the diskette.

mn?aer that the FOWIAT program obliterates any information
that existed on a diskette prior to the FORMAT operation. If you
make a mistake and format an inportant diskette, whatever files
were on it carmot be recovered after FORMAT has run.

2
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mum:

an <i1putfi1e >outputfile

'1‘heGENCCPMcavmand is used togenerate the BCJJOS system

file. It is very unlikely that you will ever need to run the
EIIZPM mid to make a new version of the MC.u)S file.

TheGHK!CPMcamIandshou1dberm'1onadisk with allof the

files sxgplied on the system diskette, especially all that have
fi1etypesof.CCNand.RSP. Wereconmend thatyouuseacopyof
your original boot diskette.

anxzannputanaoxtputriies
The QIZCPM program will accept an input file which contains

all of the parameters which nust be specified and changes which
should occur in the new MC.DOS file. Input files can be created

lin the non-document mode of Wordstar or any word processing
.k/program. Gifford supplies you with a series of input files on

your mm?mm uBH$ DISK. Youcan sendconsole
output to an output file.

Each conmand in an input file should appear in the same
order in which you entered it in the GENUZPM menu program. Every
cutmand should appear on a separate line followed by a RETURN.

'Ihe last comnand in the input file should be:

Gmsys

To access the GEBIZCPM menu program type:

and the program's menu will be displayed on your screen.

See Gifford's mamal CUSIOMIZING YGJR MULTIUSER CI1bI1URRE~1'I'

l@ SYSCIH! for additional information on using this program.

2. 1



EDI) file
The mum creates a .CMD cotrmand file from a .R6 file

(similar to files created with the ASM86 command). $11@ is a

progrw?s utility not required in ordinary applications.

The (num command converts hexadecimal format (.H86) files
to executwle (.010) files. Hexadecimal files are usually
created by the A366 assenbler language translator. For exanple:

Obi Él)
takes the file EZZHQH86 and creates the file EZ!H0.C!-ID.

SeetheCI!€URRBJ'1'CP/MOPERATIBK; SYSTEM

 'S
GUIDE

for additional information.

2. 5-GEIDD-1
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E'1’tq:ic subtopic
m.PmpicAm.

‘me my command supplies information about the system, or
about programs supported by the system. You can also make your
own HELP files (files with extension .HLP that HELP can display),
or undify the HELP files supplied by Gifford Conputer System.

Gifford Oouputer Systems supplies a MC-DOS HELP file called
MCDCBJ-ILP, describing oonmands and files in MC-DOS. Some other
programs also have their own HELP files. To get help, type HELP,

the name of a .HLP file subject (with no .1-ILP extension), and the
subtopic of the subject on which you need help. For example, to
find out about the TYPE oonmand in MC-DCS, give the oomnand:

X3>HELPFl1X)S‘1'YPE

To get general information on a subject, type HEP and the
HEP file name. The HELP program checks the .HLP file that you
specify for the subject of GENEAL. For a list of the subtopics
in a HELP file, enter "ALL" as the subtopic. The following
exanple lists a HELP file called PASSWD.HLP, with three subtopics

‘Ch’ "NBiUSER," and "PASSWORD:"

?qenera1

?re PASS!) file defines the axcrypted login e@initial default user tuber, drive, printer, Qtiorxal qaplicatiax
program. teminalaooess, anduserareaaooessforeveryvalid
acoo\1ntrI1u1aGif£ordK:—l$systa
?newuser

'melI3Ii£uti1itynmtbeusedbythesystenaIagerto
creat:emdmintai.nthePA§l)fi1e. (h1ythe'sysha"aooomt
wiusethelwl?ikprogra.
?passuord

‘E::ePnSsvnI)progranpernit:~'.userstod:angetheirovm
encrypt-.edloginpassuordsinthePA?)file.
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Users can get help on PASSWD by typing any of the
following suds:

emm@
'me %SD file defines the encrypted login password,

initial default user mixer, drive, printer, optical agalication

progra, terlinalataoes, anduserareaaocessforeveryvalid
account 11 on a Gifford K:-I13 $13.

In the example above, the HELP program displays the message

under the sxbjxt "GaERAL." Alternatively, you can type:

0A>%P3S9BAIL

general nenuaer p?uord

This displays a list of subtopics in the PASSva3.I-ILP file.
‘lb get inforrration on a specific subtopic of the PASSvD.HL.P file,
suchasthesubtopicIW1USER, typetheconmand:

0A>??PPeIEiJ?
'nIe1'£uti1itynI.Istbeusedbyt:hesysten3\agerbo

creat:e?naintaintheP&l)fi1e. Cnlythe'systd' account

canuselt?iprogra.

Users who take the trouble to learn how to ask the HELP
oonnand to display information from .HLP files, and how to use
the ALL option to list subtopics, will find that they can use
more of the features of MC-DOS and of other software forwhich
m@ files are available. HELP files are more convenient for
most uars than printed documentation as a source of information,
and can rerhce the need for users to refer questions directly to
the what mmager or to customer service engineers.

2
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HELP files are files with extension .HLP that can be

displayed by the HELP comnand. A HELP file can be created or
modified with a text editor like E) or WordStar in non-document
node. '1baddasubtopictoaHELPfile, younustenter thename
of the sxbtopic on a separate line as a single word preceded by a
question (2) mark. The text to be displayed follows, begiming
on the next line. If the text of a subtopic occupies more than
23 lines, type .FACE (beginning with the period in the first
column) to indicate the bottom of a screen of text. 'Ihe HELP

program will proupt the user to press REIUIN for additional text.

If you do not type ".PPGE" in this way, lcmg texts will scroll
off the top of the screen before users can read your advice.

‘lb be accessible from every user area and logical drive,
all .HLP files nust be SEI' with DIR and ID attributes, and nust
be kept in user area 0 or drive A:. If it is necessary to modify
oraddtexttoaHE1.Pfile, theSEI‘co?mandnustbeusedto
tenporarily assign the RW attribute to the .I-ILP file so that it
can be modified by a text editor.

Each ‘my file should have the subject of

o
in it, so

that users can get general information about the progrm by
simply typing "HELP" and the name of the subject.

Each HELP file has an index file associated with it, whose

file type mist be MDX. To create the index file, give the HELENDX
oomnand with the file name. For exanple, if you had just created
or modified the example HELP file called PASSWDJILP, you must

give the conmand:

 %SSm
Unless you run IEPNDX to update the index every time you

modify a PEP file, the HELP comnand cannot access the modified
text. Maintenance of HELP files falls under me jurisdiction
of the systa manager. By supplementing Gifford's MC-ins HELP

files with custom files reflecting the current needs of users, the
systan manager can automate some facets of on-site stgort.

2
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EEG file file file ...
'me EEHDK oonmand updates the index to the HELP files

after a EP file has been created or modified. The HHPNDX

program amt be run if any .HLP file has been modified or if a
new .ILP file is created. If you do not run the HELPER! program
after charging your I-IEIP files, the HELP oarmand will not
functionprcperly with the new or modified .HLP file.

'lb mms the I-IEPNDX program, your current directory area must

be user area 0 of drive A:. and the .HLP files must be in the
same directory area. Type the keyword "HELPNDX," followed by the
name (or list of names) of any HELP files that have been created
or nndified since the last time HELPNDX was invoked, without
typing the file extension .HLP of the new HELP file. For
exauple, appose that a HELP file called PASSWD.HLP had been

modified w adding new subtopics. The system manager must type:

 PÂSQID
‘Ibis creates a new index file called PASSWD.NDx. Once an

index file is created or updated by the I-IHJPNDX command, the
man: and need not be used again until a .HLP file is
created or mdified by or by Wordstar (in non-doament mode).

All IEP files trust have the extension .HLP, and mist be
SET with the DIR and IO attributes in user area 0 of drive A:.
A HELP file contains the text that the HELP oomnand displays on

screen, sgarated into subtopics. Each snbtopic has a single
word for a heading, followed by a text describing that
subtopic. ‘me heading nust begin with a question ('2') mark.

men a Laser invokes the HELP ooumand, the HELP program uses the
index files created by HELPNDX to find the specified stbtopic
within a E? file and to display on screen the text for that
subtopic. Use of the I-IELPMJX oonmand falls within the
jurisdiction of the system manager. It is discussed again in
(manner 3, Section 3.7.

2
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The HISIURY file records and timestamps all suds givm
to the system. HISEORY is an optional file. If the file does

not exist, then no historical records are maintained. If there
is reason to think that unauthorized use of a system is being
attempted, the HISTORY feature of MC-DOS may assist the systan
manager in identifying and correcting the problem.

Because the operating system writes every coftmmwd line to
the HISTORY file (if it exists), irrplementing HISTORY smiewhat

reduces the speed at which the system operates. The effect on

system performance of a I-IISIORI file varies with the ntmber of
users, aid with how they are using the system. To imlenmut the
HIS1'®( feature, give the command:

0A>£%HIS1ORY

This will create an enpty file in user area 0 of drive A: to
which the system can add information as it is generated. Only
oomnands given by users who log in to the system after you give
the conmand above will be recorded. Once in use, the contents of
HISIOR! will resenble the exanple that follows:

tty6 may 14 23952132392040 7221984 1364 pip a:=e:<hta.fy1[vrw]

The first three fields (in this exanple "tty6 Omary”) are
the 111 (from TIYS file) of the physical terminal or modem, and

the relative herlinal number of the virtual terminal that issued
the conmand. In 240-008 a physical terminal can support up to
four "screens," corresponding to virtual terminals, mmbered 0,
1, 2, and 3. Tnenext field istheaccountnanebywhich the
operator logged in to, the virtual terminal. The last field lists
the actual cmand line entered from the keyboard.

C;



'melba1ingo£BIS'.ltRY

In the sae example of a line from HISTORY (but with blanks
inserted for greater clarity) the other numerical fields are:

14 2395 21 32 39 204 0 7 22 l984\ 1364

\\\\\\\1234557 89
1. Virtual 'Bemiml nàer
2. mys since January lst, 1978

3. En: of the day (24 hour clock)
4. Kitute of the hour
5. Sec@ of the minute
6. Julia: &y of the year (1-366)
7. my of the week (Sunday = 0, Monday = l, Tuesday = 2, etc.)
8. ¡nte in month-day-year format
9. Prcgra file link Inter, a serial number showing how many

commands had been recorded in the HISTORY file when this
commas was recorded. ‘me link number of the last conmand is
also written in the first line of the HISIOIGZ file.

'Ihe c@1ete HISIOIU line is reproduced below.

tty6 ïy 14 23952132392040 7221984 1364 pip a:=e:data.fy1[vrw]

The maxing of this entry in the HISTORY file is:

'Fran virtual terminal 14 (the first screen of physical
terminal 6) someone who logged in as "mary" gave a PIP catmand to
copy and verify a file called DA'I‘A.FYL to drive A: from drive E:

at thirty-nine seconds after 9:32 pm on Sunday, July 22, 1984,

the l,364th cormand recorded since the beginning of II[S‘1'Om(."

If you erase the HISTOIH file, ccnmand lines are no longer
recorded by the operating system. The creation and maintenance
of mamas falls under the jurisdiction of the system manager.

2
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IIÍIÉDIR

mama:
‘me INITDIR ooumand modifies the directory of a logical

drive to stmport timestamping of files. 'me SEI' command, not
INIIDIR, activates date and timestanping, but SEI' cannot do so

until an IHITDIR command has reformatted the directory. The

INITDIR procedure is necessary because time and datestawing
occupy extra space in a directory. INITDIR only reformats the
directory, not the data area where files are stored on a disk.
The INITDIR command can be issued either from the drive whose

directory you intend to reformat or from a different drive. All
the user areas of a logical drive are affected by INTIDIR. No

other users can be active on the system when INI'mIR is invoked.
Tb reformat the directory of logical drive B:, for example, type:

GDINITDIR B:

'1he program will ask you to confirm the oontnand:

]IPmmWHLX!IVM£?E$HESRR ?uVE
Doyouuaxttore-forImtthed:i.rectoryondriveB:(Y?)?

Type (Y) to modify the drive B: directory, or any other key
to exit without reformatting. If any files are in use on that
drive, INITDIR will not work, and you will get an error message.
Tb avoid this potential problem, the system manager mist run
INIIDIR before any other users have logged in to the system.

If the disk has already been reformatted for time and

datestanping, the INITDIR program displays the message:

Directoryalreadyrefornatted
Doyouwaithorecaovertine/datespaoe(Y/Ii)?

*-\_/



Type (I) to eliminate time and datestanping. If you type
(N), tbuest?irag rmains active on yoar disk, but INITDIR will
ask you if you want to remove the current time and date stanps:

Doyouv?theaistingtim/datestaqzscleared (I/I)?

Pres (Y) to clear, or (N) to keep the existing stamps.

If the disk label is password protected, the INITDIR program
will display the message:

Directoryispasuordprotected
Paauol:d.piease.>

If you do not enter the correct password, INITDIR will
terminate without modifying the directory.

A directory of files with date and timestanping requires
more space on the logical drive than a directory of files without
date and tinestming, and fewer entries in the part of the
logical drive that holds the directory of files. You mist
have at last 25% of the total directory space available to
accomrxkte the memory requirements of date and timestamping. Ifthere is not enough space on the disk directory when you type the
INITDIR czumad, the INI'mIR conmand displays the error message:

mm: mtmmglromindirecbory.

A logical drive whose directory has been modified by INITDIR
remains reformatted, even if the system is powered doom or the
RESET button is pressed. That is, INITDIR is a "one time"
conuwd that need not be repeated unless you decide to eliminate
timest?irg or extend t1'Jnestanping to another logical drive.

SeethedescriptionoftheSErI'ccxmnar1dandthe03€URRENr
CPjM oem-mm SYSTE! USER'S GUIIE for additional information.
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'me KEYS program makes it convenient to program the

special function keys of the Televideo 950, the Freedom 200, the
GCS-80, the WY-SO, and any other terminal whose function keys use
TeleVideo 950 protocols. ‘me KEYS program uses special tenplate
files that you can create with any ASCII text editor, such as ED

or Wordstar (in non-document mode). You can create as :muy

different tenplate files as you wish, and so you can develop a
whole library of function key definitions that are optimized to
suit various projects. 'Ib assign a tenplate file to the function
keys of your physical terminal, you invoke the KEYS program by

entering a command of the following form:

0A>KEYS template

Here temlate is the name of a file whose file type is .KEY.

All of the virtual terminals supported by your physical terminal \/will use the key definitions provided by the tenplate file. For
example, to use a tenplate file called SAMPIEKEY to program your
terminal's function keys, you trust type:

0A>I(E'-YSSHELE

Tenplate files have a simple structure. A tewlate file
consists of a series of lines, each one dedicated to a specified
function key. The first character in the line, called the key
sy?aol, represents the key to be prcgraxrmed. The rmaining
characters, the text, represent the characters which the
associated key will send whenever it is pressed. These tetqalate
files ntust have a file name of no more than eight (8) characters,
and mist have .REX as the file extension. For exanple, a file of
key assigrments for Snpercalc might be named SC.KEY, while a file
of key assignments for dBASE II might be called

2. 5-KEYS-1
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To mtg‘: the definitions contained in a file called
ma@ te programmable keys, type:

UIDKEYSIÉE

'Ib reassign these keys according to a file called SC.KEY,

tYPe=

0A>KEYS$

If $5.04!) is assigned SYS and R0 status by the command:

0A>SE1' KBS.()D[SYS,m]

then a copy of KEYS.CMD in user area 0 can be invok& by all user
areas of a logical drive.

Tb create a tenplate file, use WordStar to create a file in
the non—document mode (i.e., from the "OPENING MENU" enter (N)

rather tran (D)). Give your file any name that you wish, but
make sure that it has the .KEY extension. For example, you could
call a file 'JEST.KEY, but do not call it TEST.Tm(.

Your file can have as many lines as you have function keys
to progra. For the Televideo 950 and the Freedom 200, a single
key can send one message unshifted and a different message
shifted, so in effect you have twice as many logical function
keys as physical ones. The first character in each line nmst

contain the synbol for the key that you wish to program. 'Ihe

actual sydsol used to specify a function key is not dictated by
the KEYS progrm, but is dependent on the terminal itself and

should be defined in the user's manual for that terminal. The

rest of the line can contain characters representing the data to
be trazua?tted by the specified key.

2. 5-KEYS-2
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The characters which each function key is to send are not
stored in the nain memory of your oonputer, but in the internal
memory of the terminal itself. Since this internal storage
capacity is in all cases quite limited, you are restricted as to
the mms: of characters you can assign to each key and

to each terminal. For example, the Televideo 950 allows up to 63

characters per function key and up to 256 characters total. See

Chapter 3 of Gifford's VIRIUAL TH?MINALS USm'S MPNIPL for a

list of these special function keys.

In counting programmed characters to determine whether they
exceed the maximum number permitted on a given terminal, the
following rule applies: A carriage return counts as a character,
so any line in your definition file that does not terminate with
a caret (") should have no more than twenty-six (26) data
characters for a CIZS-80, 255 characters for a Freedom 200, and 63

for a Televideo 950. 'me caret (^) itself does not count as a
character.

See Chapter 3 of Gi.fford's VIRTUAL TERMINAIS USES MANUAL

for additional information.
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I.0Gm.C!D is an optional program on an account's initial
default drive and user area, which will run before the login
process is cxleted. This program file can be used to customize
your system by executing a program which you want to be part of
an individual account's login procedure. LOGIN.CMD has limited
application on most systems. The IDGIN.SUB file will have
greater value to most users, since it can execute multiple
oonmands.

You an rename any command file "IDGIN.CMD" with a PIP
coumand. For exanple, suppose that you wanted a IOGIN.CMD that
would artistically check the appointment calendar of my accotmt
whose initial default directory in the PASSIID file was user area
12 of drive B:. This could be done by making AP the LOGIN.CMD,
and creating a copy of the program in that directory area with
the following oomnand:

0A>PIP B:L£!3]N.CI~D [G12] =AP.CND [VRIN]

Note that this creates multiple copies of command files,
since each initial default area requires its own DOGIN.CMD. If
you waited every accotmt to automatically check for appointments,
the USm1INI'1'.C£® feature is more efficient in the use of disk
space. ‘me L<X}IN.CMD and IOGIN.SUB files are appropriate where

special initialization procedures are needed for some (but not
all) accounts, in contrast to USERINIT.CMD and USERIRIT.SUB,

which are designed to initialize all accounts in the same way.

The aintenance of this file falls under the jurisdiction of
the systaa anger. It is discussed again in Chapter 3.



I%.m.?B
LOGIN.SUB is an optional file on an account's initial

default drive and user area which contains conmands to be

executed before the login process is conpleted. The fol lowing
exatmle showsyouhowyoucanuseI.0GIN.SUBtocheckyour
appointment calendar and electronic mailbox, reload the wecial
function keys; and dislpay a screen of advice before the login
process is completed. All of the files :mentioned must exist:

;Sq1eI£I§I!i.SBfilel:od:ed:yu1rAPsche:i:1e
ãzniglayalluxmerxtriasinyuirnailbax
IQU-
zlaaifunctismkeys?orqlicatiaz
KE!§P!22£l3

;n1sp1aylBII
'1ypeADlI(E.APV

'Ihe description of the WBMIT command in this chwter
provides detail on the creation and use of .SUB files for
multiple coumands. Note that the LOGIN.SUB file affects only
those accounts whom the PASSWD file assigns to an initial default
directory where a LOGIN.SUB file exists, while USRINITSUB
affects all accounts at login. For that reason,  aBshould be used for initialization routines intended for everyone,
while l’.£I;IN.SLB files should be created for individual accotmts
that would benefit from special treatment at login.

‘me maintenance of this file falls under the jurisdiction of
the systm mmager. Since each IOGIN.SUB file only affects a
single directory area, there is not much risk in allowing users
to eigeriment with this feature if they understand how it works.
The wstem manager should read about SYSINIT.SUB, L%INIT.SIB,
and the remaining customization files in this chapter for ideas
on how to use the customization features of MC-DDS.

2
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'I‘heL?)‘1‘oomn.and isgivento loganaccountmd its
current virtual terminal out of MC-DOS. After the IDGCIJT conmand

is given, the ocnputer displays the banner and the %: prompt.
when a Li‘ conmand is given, the system updates the UI'MP and

WIMP files. 'me LOGCDT cotrmand is given by typing its keyword:

0A>I.£X!I}!‘

The system responds by logging out the account and by
displaying the banner and the Name: pronpt on the screen.

Failure to use the 1.03111‘ command will reduce the usefulness
of the time accounting utilities and the W113 comnand, and can
conpromise system security by allowing unauthorized persons to
access the system via an unattended but logged-in terminal. If
you have a workstation that supports multiple virtual terminals,
be sure that you log out fran every virtual terminal when you are
finished using the system. The keyboard of a terminal that is
logged out can still switch screens to other virtual terminals.

The status line of most terminals can be programmed to show

if background terminals are still logged in, as illustrated in
the sale V'I'1'YS file on page 3.3-9 of this manual. All should
be logged out when you finish your work. ‘lb make it easier to
givetfaela?frconrnazxd, theKEYSconmandcanbeused toprogram
a function key to type "LOGCUI"' in a single keystroke.

If the Atflwl‘ file is not on user area 0 of drive A:, the
system will not go into multiuser mode until the user at the
wstem cotsole gives the IOGCUT corcmand.

Thelmlxrrcannanddoesnotdetachaprinterthathasbeen
attached to a virtual terminal by a "P control character. I.0G(IJ'1'

is not a1 ordinary ccnmand file, but is part of the MC-IDS shell,
so it carnot be erased nor assigned attributes by El' or CHSE.'I'.
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I£IH'.SB

I£XI1J'I‘.aIB is an optional file in an account's azrrent drive
and user area which contains commands to be executed before the
logout process is coupleted. Read about IOGINSJB, SYS]1~1IT.SUB.

tJEINIT.SLB and the r%ining SUBMIT files for ideas m how to
use the customizatiam features of bI:—DOS.

'Ihe following example file shows how you can use LOGCIJIKSIJB

to view your appointment calendar and your mailbox before you log
out of the systm:

,-Sample L0tI1J'I'.SUB file to check AP and MAIL for messages.
AP

mIL

'Ib create or modify a submit file like this. use a text
editor like E) or Wordstar (in non-document mode). If a user
logs out from a directory area in which no I.oGOJ'I'.SUB file
exists. no L£G(IJ'I'.SUB comnands will be executed.

'Ihe maintenance of this file falls under the jurisdiction of
the systw manager. It is disc.1ssed again in uaptz 3.

2.5-I.£I?)'I'.SUB-1



yAM .h

The 1133 file describes the characteristics of each printer
attached bo the system. It has the sane format as the 'I'I‘YS file.

An ezqle of the file is:

The file has one entry for each printer or plotter on the
system, and the fields are defined as follows:

mw »Bam mm:mamsIm<1:NG:pRorocoL:LPR NAME:CCM4ENI'

\ \ \ \ \1 2 3 4 5 6

1. lh?aer of the device, as printed on the back panel. Printer
0 is the default printer for users, unless the PASäD file
specifies another printer or plotter. If you have a parallel
printer, there is no need to designate this is in the I..PRS

file, as this designation is hardware dependent.

2. Printer band rate. 'me default is 9600. Baud rates codes

are the ?ollowing:

§§§§§\D@\lO\LJ'|n§U-Dis?‘-‘OII||l|||||Il||I||II|

§§§§§
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3. Cptizmal E-232 harünre tm?shaking. The default is 0. Ifhmdaaaking is necessary, enter the mmber corresponding to
the type of handshaking needed from the following:

0 = No henkhakirzg

l = Hardware handshaking (DTR) (RS-232 pin-20)
2 = Software hanxhaking (zmu/mm?)

3 == Reserved for custom application

4. Optimal protocol. The default protocol is
8 data bits, 2 stop bits, and no parity, which is the setting
for most printers. For example, if your printer requires a
protocol of 7 data bits, 2 stop bits, even parity, enter 7213

in field 4.

Data bit: Stop bits Parity
8 2 N (none)
7 1 0 (odd)

E (even)

5. Printer nae. The nanes given here are used in the
pr:-nos PRIMER pri, which changes the printer. In the
exarmle file on the preceding page, to access the printer on

port 1, give either one of the following two pads:
2B>PR‘EN'J? 1
2B>PRIN'1ER H-P

6.mticna1cta1t£ie1d.

'mis allows up to 100 characters to provide additional
information about a printer or plotter.

2
0



Check the printer manufacturer's manual for printer baud rate,
hardware hmühakirxg, and communications protocol.

The LES file can be modified while the system is running in
nultiuser nae. Once the file has been modified, type:

0B>RESET

This will reset the system to the new Specifications without
the need to àmt down the system.

‘me múer of printers and plotters that can be supported by
an MC-I13 systal is specified in the X105 (extended input/output
system). If a system is reconfigured to support a greater number

of printers aid plotters than was known to Gifford when the
systm was ordered, it may be necessary to install a larger XIOS.
Read the Gifford publication CUSIOMIZIM3 YGJR MULTIU%
CQUJEI {IS szsmn for details on how to modify the X106.

Please Note: If you have a parallel printer attached to your
system, there is no need to designate this in the LPRS file, as

this designation is hardware dependent.

The maintenance of this file falls under the jurisdiction of
the system manager. It is discussed again in Chapter 3.
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um. 11nan. nsal userz user3
BAIL AIL
HAIL <file mums’: namefile
um. -C
HAIL -R -A -V

'me MAIL utility allows a user at a terminal to send

messages to other users attached to the network running ac-nos.
'me massage is sent to a "milbox" where the "addressee" reads and

deletes the message. 'mis nailbox resides in user area 15, drive
A: of the system node. If the system node is dam, mail service is
unavailable for the entire network. For the MAIL program to
work, the warm and (mi? files must be on the system.

Mail messages can be either a file created by a text editor
such as Wordstar or a message typed directly to a "nailbox" by

the MAIL program.

'me syntax that you mst use for sending, receiving, aid
checking for mil follows:

Sending mil: MAIL <file NAMELIST nanefile ALL user...

Receiving mil: MAIL -R -A

Checking mil: MAIL -C

A definition of each of the comuand arguments listed above

follows:

<file 'Ibis is the file name of a file containing a message.
‘me < syubol mast precede the file name. 'lhis file may be created
with any text editor.

mamas@ 'Ihismrd nustbetypedon theconmand line beforeyou
type the nme of the file that contains a list of account nmes to
which you want to send your message.
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namfile 'mis is the file that contains, on separate lines, the
account names to which you want to send your message.

ALL Mail w; be sent to all accounts by using this comaand argument.

-R (Reverse messages) By typing MAIL —R, you will see a list
of all of the mssages in your mailbox in reverse order, where the
most recent message will be positioned at the top of the list.
Ibis enables you to read the most recent message first if you

scroll through the messages by pressing RE.'I'UR'N.

-A (All ussages) By typing MAIL -A, you will see a list of all
of the subject headers for the messages that you have been sent.
plus all of your mail will be displayed without proxrpting. 'Ibis
list will have the oldest message positioned at the top of the
list, mlees you type MAIL -A -R, which will reverse the
chronological order.

-C (Check for mail) Typing MAIL -C enables you to check if you
have any mil without having to log out and then log back in to
the system Users who frequently receive mail while they are
logged in my want to include a "MAIL—C" line in their I.OGC1J'l‘.SUB

file to see if new messages have arrived.

—V (Display version nunber) Typing MAIL -V displays the version
number and copyright mssage of the MAIL program as well as a

list of all of the subject headers for the messages that you have
been sent.

sendinglhil

tlbsendamessagetoauseronyournodeortoauseronany
other node that is currently attached to the network, type:

ZDMAILLIIIÁ

where LDU! is the account to whom you want to send the message.
me names used by the MAIL program nust correspond exactly to the
account entries in the PASSED file. In a DR Net network, the
account to visa the mail is sent nust appear in the IEIUSERS file.
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‘me mu. utility now proapts you with:

?ject:

You should respond to this prompt by typing a brief description
of the subject of the trail that you are about to send. (hee you have
entered this information, the MAIL program will pronpt:

You can enter any text you want on this line, and on subsequent

lines. If you have Wordstar on your system, you can enter
directly into a Wordstar file, thereby having the advantage of
using Wordstar text editing oonmands, by typing the following:

>"E

By typing the command above, you are now writing your MAIL

message from inside Wordstar. You can save your file and exit
using the nornal Wordstar conmand procedures, which will take you
back to the MAIL program prompt. (If you are using a text editor
other than WordStar and you want to use the "E option, renane a

gm of your text editor program to WS.Q4D. For exanple, if you
are using Newword, make a copy of the file bW.CMD and nane the
copy WS.CMD, because the MAIL program will be looking for the
WS.C!vD file. ‘Ibis will enable you to use the "E option to invoke
a Wordstar file into which you can save your MAIL message») You

can now exit from the MAIL program by typing a single period (.)

on a blank line. MAIL then sends your message to the user (s)

that you indicated on your comnand line. If you want to cancel a
17935399: tYPe3

>"X
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If a portion of the text of your message exists in a pre-
existing file, you can read this file into the text of your
message by typing:

>"R Ifilenanel

‘me file which you specified will be incorporated into the
text of your message. 'me text of the file which was read into
your message will not appear on your screen. However, if you

would like to read your message prior to sending it, type the
following: '

>"P

and the text of your message will be displayed on your screen.

You can send the same message to more than one account by

adding the account names to the end of the command line. For

exanple, to send a message to acounts named "chris" and "robin,"
typetheoend:

ZDMAILEIS ?lti
You at also create a file in Wordstar, non-docunent mode,

that contains a list of all of the people to whom you want to
send a msage. Suppose you want to send a message walled
ANNUALJWT to everyone in the Sales Department. Create a file

2. 5-MAIL-4
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called SAL$.IST and list, cn separate lines. the account names

of everyone in the Sales Department. Now type:

2h>MAIL <AMWAL.RP'I' N1-MELIST SALESJST

and your ANhIJAL.RPT file will be sent to everyone in the Sales
Department who was listed in your file called SALF'.S.L'5T. You
must type the word "u5MELISI" after your filename for this
feature to work. '.Ihe '<" in the command above tells the MAIL

program that the attached word is the name of a MAIL message file.
leading lhil

'Ib read mail, type:

2A>MAIL

If you have mail, you will be shown a nunbered list of all
of the MAIL message subjects headers that are in your mailbox, as

well as a sum total of all of the messages that you have been

sent, from whom each message was sent, and the time and day that
each message was sent. 'Ihis list might look something like the
following:

Copyright (C) 1984 Gifford (hmuter System
Gifford nail versim 2.1 iype ‘'2' for help.

3 essages
1 jdm ¡bd Jun 11, 1984 11:09 am ‘new price list‘2 eric ‘mu Jun 12, 1984 8:55 pm 'racquet ball'
3 palla Fri Jun 13, 1984 12:34 ¡n 'benefits meting'

mah of these messages may be read by typing the number that
corresponds to the appropriate letter. Suppose that you want to read
Eric's message first. '1ype (2). Now if you want to read Paula's
message (3), press the REIURN key, and the MAIL program will take
you from message #2 to message #3.
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After you read a message. you can tell the MAIL utility what to
do with it (such as save it in a file, or forward it to another
account, or sizmly delete it). Displayed below is a list of
options that the MAIL program recognizes:

mlete current essage
B@ IbrdStar

Etta the anrrent massage to somme
Print the healers of all pending essagos in nilbox
nail a mssage to sunone
Prints your message so far
wit. rare deleted messages perunently
?ly to sender of current message

ìafile intoyourcurrentnessage
?ve current message to a file
Diqàaysalistoftlsersattadxedtothenetuork
nit?ranuan. butdonotdeletemrkednessages from
minnow

ïels the azrrent nessage that you're writing
Hints the nail program's help menu

Diçlay the current message

Diqlay the next}:-zssage
ntçlay the previous mssage

Listed below are definitions for some of the options listed
above:

1+-JJ

xam?woåummäu

9'9‘

D This will delete the current message. and type the next message.
'Ihe current mssage is only removed from your mailbox when you
exit from the MAIL utility by typing (Q).

R 'Ibis option is used to reply to a MAIL message after you
have read it. By typing (R), you can instantly respand to the
current these, and that response will automatically be sent to
the sender of the original nessage. After you type (.) to end

your respona, the following message will be displayed on

your screen:

sendiq reply.
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F ‘Ibis will forward a message to someone. If you read a message
amd decide that it would be useful for someone else on the
networktoread thatmessage, type (F) andthenthenameofthe
account or the namefile containing a list of account ames to
whom you want to forward that message.

Suppose that you logged in toyour system as Gail, md you

read a mssage with the subject header “test” that was sent from
Kent and that you want to forward it to Nancy. 'Ib do this, type:

FNAFCY

when bhncy logs in to her systemand types MAIL, the
following line will appear on her screen, indicating that Kent
sent a message to Gail who has forwarded it to her.

1 gai1<—kent ind Jim 13, 1984 8:48 pn ‘test’

H 'Ihis option is used to send mail to other users. It is the
equivalent of typing MAIL i

H ‘Ibis will print out a list of all of the subject headers of
all pending rwssages in a nailbox. ‘mesa messages are listed with
the oldest subject header positioned at the top of the list.
5 £11 The "S" option, followed by a file name will save the
designated message to a file. 'mis is useful if the message that
you are reading contains lengthy text that you want to save for
future reference. These files include the postmark, which
indicates the sender, the time and date sent, and the account(s)
to whom the mssage was sent. You can specify many files at once.

If you do not give a file name, the message is written into the
file Manx.

+ 'mis will display the next message, and leave the azrrent
message in your mailbox.

- 'Ihis will display the previous message and leave the current
message in your mailbox.
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Q 'Ihis eptim will exit you from your session with the MAIL

program. my mssages that you have not read, or ones which you

did not delete, are left in your mailbox.

X Enables you to exit without nodifying the mailbox. With this
option, my messages that you marked for deletion are left in your
mailbox. All mssages that you have forwarded to other accounts,
or saved in files, are sent and saved.

Idditianal mines m mil with networking

Every account that you list on the conmand line mist be

listed in the NEEIUSERS file. If you give a name of an account that
is not listed in the NEIUSERS file, MAIL gives you an error
message. and puts the message that you sent into a file called
DEADMAIL. If you gave both valid and invalid names, MAIL sends

the message to the valid accounts.

when you send a message, the MAIL utility puts a postmark
(the current time. date. and location from which you sent the
mail) at the beginning of the message. If the system file UTMP
does not exist, MAIL cannot determine who you are or from where

you are sending the mail; your message is marked as being sent
from "UMBER."

Mail is kept on user area 15 of drive A: of the system
node. ‘me "mailboxes" are files with the account's login name
for the file name, and .MBX for the file type. Mail files
continue to grow unless mail is deleted. 'lhe system

nanager should periodically check the files on user area 15

of drive A: to be sure that none are wasting disk space.

If the same person tries to send mail from two different
terminals simltaneously, the result is unpredictable. Also, iftwousersse:Id1t|ailtotl'xesaneaccountatthesa1netime,the
result is uvredictable.

‘me MAIL utility allows you to send mail to and read mail
from user area 15 of drive A: even if your account in the -
PASSWD file does not give you permission to access user area 15
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file
‘me mmm command creates an erçty file on your disk. 'mis

is useful if you need to make a file that does not contain any
information such asAU'1'OSTor a file such asW'I'MPorHIS1EORYto

Whidl information will be added later. To make a file, give the
MAKEe|darxdthe filenameatthesystemprowt. For
exazmle:

OAXQKE WEP

owmm mumsr

oaxam !?.E'1'.FIL

In all of these examples, an enpty file of the uma
specified after the keyword "MAKE" is created in the directory of
drive A:, in user area 0.

2. 5-IEKE-1
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Mom is the message of the day file. When a user logs in,
the message of the day is displayed. Tae file name for the
message of theday is MO1'Dand the file is keptonuser Oof
drive Aa. Use this file for messages that you want all users to
see when they log into the system. 'Ihis file can contain
anything you wish, including escape sequences to control the
user's screen. Create and update the M011) file with a1 edito:
such as m or Wordstar (in non—document mode). 'Ibis file is
discussed again in Chapter 3.
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'me NAMHUJE program is used only in DR Net local area

networks. The was program is used to modify the list of
node names that are attached to the network. 'mis list of node

names is contained in a file called NAMSVRDAT which is located
in user area 0, drive A: of the system node. 'Ihe NN4SVR.DAT file
is automatically updated each time the NAMEMJDE program is rm.
'Ihe NAMBUDE program is part of the SYSINIT.SUB file, so as soon
as your system starts up, your node name will be added to the
MKMSVRDAT file. 'Ihìs file should only be nodìfied by the system
manager.

'Ihe NAMENDE program is run automatically by the local
system when that system is booted. ‘Ibis program logs in to the
system node and writes the node ID nunber and node name to a
communication queue. 'Ihe "receive" option is invoked by typing:

%> R
from the system node. 'Ihe NAMENODE program will detach and hang

in the background to read the oomnunication queue for the node ID
nunber and node name to update the NAMSVRDAT file. 'Ihe NAMHWE

scanning option from the system node scans the oommmication queue

periodically to maintain the NAMSVRDAT file.
'Ib display a list of the existing node names and their

corresponding ID numbers that are attached to the network, use
the NET NAMES conmand.

See the gg _N_EI‘_ USER'S MAMJAL for additional information
about the  E program.

2
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'1he IEDSVRDAT file is only used in MC—DOS system connected
to DR Nat loal area networks. NAMSVRDAT is a binary data file
which cmtains a list of the names of the nodes that exist on the
network. ‘me names of network nodes listed in NAMSVRDAT can be
used by tire LQIL, NEH‘, PRINTER, WHO, WRITE: and other HZ-DOS
conmands to identify nodes. 'Ihe NAMSVRDAT file will
automatically be created when the SYSINIT.SUB file runs during
system startup. 'me SYSINIT.SUB file runs the NAMENODE program
which autcmtically adds to_the NAMSVR.DA!I' file the name of the
node from which the program was initiated. 'Ihe NAMSVR-DAT file
should always be located in user area 0 of logical drive A: of
node 0 (the 'system node").

'Ib View the NAMSVR.DAT file, use the NET NAMES command or
the NAMHIE program. If you change the names of network nodes,

or add acre 1C—DOS systems to your network, you must mdify the
NAMSVRDAT file with the WXMEIIDE conmand. See the E i@ USER'S
MAMIAL for additional information on the NEI' and NAMEIDDE
commands and on the NAt4BVR.DAT file.
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IE cptian localdevice = remotedevice Gnode

IE.‘ DIELAY file
E E1’

The NET program is only used if your MC-DOS conputer is part
of a DR Net network. NET is the only special network command

that most users need to learn if their couputer is linked to a
DR Net local area network. ‘me other special DR Net coamands and

files (C!1FIG.NEI', W-WDENODE, NAMSVRDAT, and SEINED are usually
only of concern to the system manager.

The 1%‘ progrm can operate in either of two ways:

o In a lenu-driven mode, requiring you to select options from
menus that are displayed if you type the NEI' keyword alone;

o In a (dud mode, requiring you to provide information after
1-heNE1‘keyword, tospecifywhatyouwantNEf1'todo.

'me menu-driven mode is easier to use if you are unfamiliar
with DRNet. The coltmandmode is quicker to use if you are an
experienced DR Net user who needs to change the way in which your
virtual terminal is connected to the resources of the network.

In either the menu-driven or command mode, the NED program
is powerful and versatile, giving you access to the drives,
programs, data, printers, plotters, and "queues" of the network.
NEH‘ also provides information about the current status of the
network, and allowing you to "map" network resources onto your
terminal, so that ordinary MC-DOS conmands can activate devices
that you have mapped with NET. Even more remarkably, NET allows
you to save your current mapping of resources as a file. If in
the future you need to connect a virtual terminal to the same
network drives, printers, and plotters of the network, NE!‘ allows
you to reconfigure your terminal to match a previously saved

state in a single conmand line. This feature of Gifford's MC-DOS

replaces the elaborate step-by-step mapping that is required to
configure ordinary local area networks.

2
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If you type NEL', this menu appears:

VI1atdofmIu1tho&>?

6) Ctmxgeaprinter, drive, ottpeueassigxaxt
I) Display?ael?murk status
2)Di@1aythe2ElVaorkmde-t?s
3)Ccu1ecttoalEl'uorkmde
1!) nisoanectfranallmaorkrnie
5)Savethe<:urrentlImnrkou1figurati.rn
Gictnfiguretzhetl?liaorktoapreviaaslysvedstate
7)(hagetheSPaI?1oonfiguraticn
I) Clear allprinter, drive, cpeue, andnanhassigments
Yyaisoomectoclpletelyfroulthel?lwnrk

10) Displayccnnndlinehelpinformtion
Intuit

Your o:
Bytypinganunber intherangeotollyouselectthe

oorrewonding option. Each menu option displays a submenu,

which requests additional information on what you want the
program to do.

The meaning and use of each NEI‘ option and modifier, default
values, and other uses of NE!‘ in oonmand mode are disazssed in
the Q 9?; ms MAMJAL. Readers who have experience with other
ixrplmmtations of Digital Research's DR Net should be aware that
the NE!‘ program in MC-DCB ooubines the functions of several
standard 11! Net oomnands. Do not refer to the documentation of
NEIL‘ by other publishers as a guide to Gifford‘s NEE cmmand.

2. 5-NE!‘-2

._»

,_..:m«.



iii‘The nae.NEI' file is only used in DR Net local area
networks. This file is created by the NE!‘ command, and is a
mapping tmlate that stores an image of the current network
raaming scheme of the virtual terminal from which you give the
NEI' command. The scheme recorded in this tenplateis recreated
automatically when the account that matches nane.lETlogs
in to thesystem. Cam:onlyusedDRNetcannandscanbestored in
your nae.NE1' tenplate. ‘

'lb create a nane.NE:I' file, type NE!‘ MAKE. By typing NET
MAKE, a mapping teaplate file will be created, using the current
mapping scheme of the virtual terminal from which you issued the
comaand. The name of this mapping tenplate file will default to
your current login account name, plus JET as the file extension.
For exanple, if you have loged in as "lucy" and have attached your
terminal to network resources by various NEE‘ comuands, type:

3D>l‘E1‘MPKE

This creates a magzing template file called LUCY.NEI'. A message

like the following will be displayed on your screen, indicating
that the program is creating your template file:

Creatit:_;filelucy.net

If a nm.NE1‘ file exists in your initial default user area,
DR Net will use rae.NEI' to recreate the network maming scheme
saved in that file. Upon login, the system will respond:

leading cuxfigiratiat fun: Iidm
Refer to the ¿Ig _N_!¦1';_ USER'S MANUAL for additional information

about creating and changing your maming scheme.
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EEDDTD is the message of the day file for all systems

attached bo the network. when a user logs in, the network
message of the day is displayed as well as the message from the
MOI!) file of the local node. The file name for the network
message of the day is NE'I'MO'.I'.D and the file is kept on user area 0

of drive A: of the system node. Use this file for messages that
you want all users on the network to see when they log in to the
system. This file can contain anything you wish, including
escape segzences to control the user's screen. Create and update
the NEIKJID file wih an editor such as ED or Wordstar (in non-
document nde).

2. 5-NE.'DD'ID-1



The PEIUSERS file is only used if your MC-DOS cmputer is
part of a IR Net network. The DEIUSERS file nust be located in
user area 0 of drive A: on the system node. Ihis file contains
the nmes of the accounts on the network that are reccgnizedby
any program that needs to know if a user's account natne is valid
across the network.

To create the NEIUSERS file, the system manager must create
a file, with Wordstar or any text editor in non—document mode,
and enter each account name across the network on separate lines.

There should be no duplicate entries in this file.
Otherwise, each time that someone uses the ALL option in the MAIL

program to send a message to every account on the local system,

the sane message will be sent to that user twice.

2.
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‘me ma@ program is a security utility used by the system

manager to mintain the PASSWD file. ’Ib use NEWUSER, the system

manager must first have logged in as "system." If someone who

has not logged in as "system" attenpts to invoke NEI?t§, the
system responds:

Sorrybul:the'neuuser'programcm1a11yber\mfr<n
the's_{s£'atx:oInt. Pleasecheckwith the system
maga.

'lb irwokeIEwSER, typing the keywordNB4USERcauses the
main 2-* menu to appear, as shown in the following dialogue:

0 Giffordozmutersystx-newuser
lhintenmoePackage

ïright (C) 1984 bycifford Cbqauter Systx, Inc.
Versi1n2.0ofnevuserI:pdated<nAng3,1984

A; kidauser.
B) Rief listing of users.
C) <1xageauser's parameters.
H mlebeauser.

Listusersindetail.l)
l) Exit.

“C: kart, mke no change.

(ptiax:

'mis progrm falls under the system manager's jurisdiction.
For further information regarding this utility refer to Section
3.3.
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The PASSED file specifies account login names, encrypted
login passwords, initial default user areas, initial default
drive designations, optional terminal access restrictions,
initial printer assignments, optional default progrm
assignments, a list of accessible user areas, and commnts on
each account. A sample PASSWD file is listed below:

guest: :c:l4:epson:l:submit demo:l4:run demo only
michael:q€Rs1rC8Foy3Mn:c:l:ti::::al1 terminals and user areas
1nodem:y'I'5bb9b34Ax1:b:8::7:message:8:modem bulletin board
nancy:j9hPI92fzl9j:c:l0:0:2,3:ws:lO:correspondence only
sales:7BoJqvNtCEpd:d:4:ti:4,5,6:dbase prospect:l2:
steve:dCTPcl24w90n:a:5:ti:2:dbase mail:5:mai1ing list only
system: : :diablo: : : : :no restrictions

Each entry in the file has nine fields. The fields have the
following functions:

bEl0E:PAS?DRD:DRIVE:USEiR:PRIN'I'ER:ACC}BS:PKI3RAM:USER A@S: \ \ \ \ \ \ \ \ \1 2 3 4 5 6 7 8 9

1. Account login nm. This can have up to eight characters.

2. Optional password field. If it exists, the password is
encrypted.

3. Initial default drive. This will appearlin the M2‘.—£OS

proltpt.

4. Initial default ¡ser area tuber. This will appear in the
MC-DOS pronpt.

5. Initial default printer (default=printer O). You can enter
printer names or nunbers. The name or nunber must be in
the 119m file.

2
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6.

7.

8.

Qti?l selective terminal access raters. This is a list,
separated by commas, of the console numbers (from TIYS, field 1)

that this account is allowed to log in from. If no

assignmt is made in this field, the user has access to any
terminal.

qrtianl defailt qplicaticn program, such as Supercalc 86.

Accounts with an entry in this field are automatically entered
into the program specified. The system searches for the
progra exactly as if the user had typed it at the default
prmt. The account is automatically logged out after exiting
the progrm. The extension (file type) is not included with the
progra name. .

Accessible User Areas. This is a list of nunbers, separated
by ccìs or hyphens for a range, of the user areas that an

account is allowed to awess. If no assignment is made in
this field, the account has access to any user area. If an
account tries to access a restricted user area, the system
will ¿ia-xy permission to access that particular user area.
For ex?le, if you have been allocated user areas 3, 4, and
14, md you try to move into user area 6 from user area 4,

the system will respond with the following message:

Youdm'tlnveperIissia1toaccessuserarea6.
Usetn.¢er=4.

9. qatiaal cements field.

This contains any comments that the system manager may wish
to include regarding a PASSWD account.
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Additiaalllolaesaithepn?orile
‘me PASSWD file mast not be empty. If the file is errpty or

day, the system will lock up on startup and you will have to
call your dealer. 'me PASSWD file should only be changed by the
system mnager, and the NHKISER program should be used to
used to inplanent any changes in the file. Since modification of
this file is restricted to the system manager, it is documented

in more detail in Chapter 3.

Do not use a text editor to create a PASSRD file, since you

will not be able to encrypt any passwords that you put on account
names. a MC-DOS will not allow you to log in to an account with an
unencrypted password. Use the PASSWORD or NEWUSER commands to
put passwords on accounts in the PASSWD file.

z4c—nos will put a special write password on the PASS@ file
during the boot process. If the label on drive A: Ins PR3'JEC'1‘

setm, cnlyt11eNEWUSERarxiPASSW0HJconmarxdscanmodifythe
PASSED file. Never put your own passwordson the PASSE file.

In 1%-IDS systens that implement a high level of security,
only the system manager's account ("system") should be allowed to
access user areas 0 or 15. 'lhat is, field 8 of the PASS-JD file
should not be left blank, but "l—l4" or some more restrictive
list of user areas should be entered for accounts other than the
"system" account. In a secure Q/stem, every account should have
a password in field 2, to prevent easy access to the system by
unauthorized users.

2
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Påäïêïbde
The P%u?D program permits individual users on the system

to change their login password in the PAsswn file of either the
local systan or any designated remote system. Because the PASSWD

file is pawword protected, and because the login password field
on PASSOD is encrypted, the PASSWD file cannot be edited by
ordinary means such as ED, WordStar, or any other text editor.
You can only use PASSFDRD to change the password of the account
to which you are currently logged in. The PASSWORD program
cannot be used to put passwords on files or devices.

To run the PASSWORD program, type:

0A>PASS%

For angle, if you logged in as "Lucy," the program will
respond:

Giffordxutersystx-Password—versi<m2.0
Changingguordfornucy

If you already have a password, the program will prompt:

old pasud:

If what you type does not match your old login password, the
progrm will respond:

Sorry. hadidnottypethecorrectpmsword.
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At this point, if you did not correctly enter your old
password, you will automatically exit from PASSWORD. You will
see the system proupt, and you must invoke the PASSQORD program
again to make another attempt to change your password. (‘me

purpom of this feature is to prevent unauthorized users from
changing your password.) If you have no current password, or if
you typed it correctly in response to the earlier prmpt, the
system will ask:

Newpwsuotd:
Retypenewpassuord:

men you respond to this pronpt, your keystrokes will be
echoed as blank spaces on the terminal screen. This is to insure
that no one sees your password as you enter it into the PASSM)

file.
Your password can be any string of up to eight ASCII f»characters, including control characters, followed by a carriage y,return. Unlike in file names, any characters, including periods,

conmas, semicolons, and blanks (the spacebar) can be enbedded in
a password. As before, the screen will show a blank space for
each character that you type, rather than your actual keystrokes.
Press the REIIRN key, and the screen will say:

Type it again:

'lb successfully change your password, you must tme exactly
the same thing both times. If you do, you will have a new login
password, and you will automatically exit to the system pronpt
without further dialogue from the PASSWOE program. If your tm
versions of the new password are not identical, you will first
get the error message:

Hiatus:-pmsuuerdmr?iaxvged
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Ym will also autanatically exit from PASSWORD, but without
changing your password. 'Ihe purpose of this feature is to make }

it unlikely that you will give yourself a new password that is f

different from what ym had meant to type. Be sure to remember

your new password, since you cannot refresh your 1% by
Y

displaying the PASS?!) file as the password will always appear f

encrypted a buelve random characters. If you ever forget ymr
password, you nust contact the system manager for help.

d1ar3im@P&nnrdm'aIhat:besystaI

If you want to change ymr password on a remote system for y
whida you already have an account in the PASSWD file, you must É

type PASSIR), followed by @, and then the name of the remote
system. Suppose that you have an account established on a system

called SALE, and you want to change your password for that
account. 'lb do this, type:

OPDPAÉÍJÉSAL@

The PASSIBD program will display the same screen prompts
that it does if ym were changing ymr password on the local
system. It will ask you to enter ymr old password, and then enter
your new password twice.

'1henexttimethatyouconnecttotheSA1.ESsystem, or login
from a terminal that is connected directly to the SALE system, you
must szgply the new password. _You nust already have an account
on the ranted system and know the password for that account in
order to diange it. If you dcn't have an account on a remote

system you wish to access, an account nust be created on the
remote system by the system manager for that systaa using the NE;-USER

Prograf. ‘me IEIJSER program can only be used to create new
acccmzts on the local system.

See the Q NET tBER'S WXNUAL for more information.

2
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PIP

PIP destination:=source devicez, file(s) [options]
PIP desti:atia1:=d:fi].e [options]
PIP d:[Gn]=d:fi1e [options]
PIP d:narfi]e[G1]=d:fi1e(s) [options]

The PIP command ("peripheral interchange program") is used
to copy files to a destination device from a source device.

If you learn enough about PIP to be able to make copies of your
files, you will reduce the likelihood of losing inportant data or
programs. PIP typically uses logical drives (hard disks, floppy
disks) as the destination and source devices, but PIP can also
accept printers, plotters, and terminals as devices.

Tb use PIP to copy file CAT.Tx'I' from drive A: to drive B: in
your current user area, type:

&>PIP B:=A:C$?'.TX'1‘[VRV]

The [VRQI] options cause PIP to verify [V] that the copy
matches the original, to cog] files regardless [R] of whether
they have the DIR or the SYS attribute, and to replace with [W]

source files any files of the same names in the destination area,
even those set with the R0 (read only) attribute. Ihese options
[V?? shmld be routinely ixcluded in file transfers, but omit
[W] if you do not wish to update m files on the destination
drive. Pm "archival" option [A] allows you to selectively copy
only updated files (see Section 3.8-8). All 21 PIP letter
options are listed later in this description.

PIP can accept wildcards (*,?) in the specifications of
files on the sourcedevice, so that multiple files can be copied
with a single PIP conmand. For example, to copy all files of
type .CMD with two-, three-, four-, and five-letter names that
begin with the letters "FR" from drive C: to drive A:, give the
comnand:

%PIP A:=C:H{???.CM)[VIW]



'lb copy all the files in your user area from A: to B:, type:

(X>PIP B:=A:*.’."

e
PIP can also copy files from one user area to another. Ifthe source or the destination is different from your current user

area, you amt indicate the user area with the [Gn] ("Q0 to user
area In") option. If you supply no logical drive or no [Gn]

option in a source or in a destination, the PIP progrm supplies
as default values your current logical drive and current user
area. Ooupare, for example, the three conmands:

%>PIP B: [G12] =C:HIW.NI7[G7VIW]
7B>PIP I-Q’.EH[G12]=C: [VIW]

1Z>PIP B:%.!KN[G7VIW]

All three lines aooonplish exactly the same thing, transferring
the file mmm from user area 7 of drive C: to user area 12 of
drive B:. The last two lines are shorter, because they omit some

user area and drive specifications which match default values
implied in the Sys?em prompts (respectively, user area 7 of drive
:, and user ?ea 12 of drive C:). You are, of course, allowed

to enter default values in PIP, as in all other MC-DKB ooumands.

PIPca1alsogiveanewname totheoopyof the fileon the
destination drive. 'the following lines rename m.D.DOC as NEW.DOC:

0A>PIP B:l§.IIX2‘-'A:OLD.lIXXZ[VH?]
0A>PIP %3.lE=CXD.lIE[VHV]

In the seem!! line above, the source and the destination are the
same, namely drive A:. 'mis is not the same as using the MC-DOS
REN oarmand to rename files, since after the last PIP oomnand two
copies (GLDJE and NEWJJOC) exist in the same directory area.
If you oqny a file to a destination where a file exists with
the same nae, PIP writes over the existing file, destroying it.



PIP can conbine many source files as one destination file:

®PIP C: £I(=CI-1APl [G2VRW] ,CHAP2 [GZVEW] ,A:CHAP3 [GZVRW]

The comiand line listed above will create in user area 6 of drive
C: a file called BIDK that catbines files CHAPl and CHAP2 from
user area 2 in drive B_:, and CHAP3 from user area 2 of drive A:.
Conmas (,) are used to separate the various source files. Option
[0] allows "Z only after the third file. Do not use wildcards
(*,?) in PIP comnands to concatenate files.

Cqzying Files to Printers

Although typical PIP operations copy files between logical
drives (hard disks or floppy disks), other devices can be used

as a source or destination. For example, the PIP comzand accepts
LST: as a destination, allowing you to send files to the printer
or plotter to which you are attached. The ccmnand:

&>PIP LST:=A:'.[TYS[G0]

will print out file TMS, if your printer is ready. 'Ihe IST:
option is sanetimes helpful in sending to certain printers a file
containing special strings of characters to change how the
printer operates— for exanple, switching the pitch to a

different number of characters per inch. Another PIP destination
option, PRN:, causes a printer to nunber each line of your file,
and to expand tabs to every eighth column. 'Ihese PIP options
offer alternatives to the PRINI' oomnand, or to the TYPE coatnand

with the "P control character, or to an applications program, or
text editor as a way to print files.

If you type PIP without an argument, the program signs on
and gives you a prompt (*). You can then enter a valid PIP
conmand line like those described on the following pages, specifying
the desti-nation device and source device, but omitting the keyword

"PIP." This interactive usage is called the "multiple command"
mode. To return to the operating system, press REIURH at the * proupt.
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SelectivIe1y<11yingm1yq:datedPi].es

Since mst: of the 21 letter options accepted by the PIP
conmand are infrequently required, refer to the next two pages

as the need arises, rather than memorize all the letter options.
Five of the PIP options, however, are very important for everyday
operations: Gn, V, R, W, and A. The first four have already
been described; use of the [A] option is outlined below:

MC-I13 recognizes an "Archive" file attribute, whose "CN" or
"OFF" value can be controlled by the SEI' or PIP ccmnand. If a

file has this attribute set (N, the operating system will reset
the Archive attribute to OFF. if the file is modified. For
exanple, if you edit a text file, or add, delete, or edit records
in a data file, or create a new file, the new or modified file
will have the Archive attribute set OFF. (The SDIR command lists
"Arcv" after my file whose Archive attribute is set 01.)

Using [A] as an option in a PIP conmand has two effects.
First, it tells PIP not to copy source files that have the
Archive attribute set QI. Second, after transferring any file to
the destination, PIP sets the source file's Archive attribute on.

(If the trmsfer fails- for example, because a diskette did not
have enougn wace-— Archive is not set ON for the source file.)
'Ihe Archiveattribute is not copied by PIP, so all destination
files transferred by PIP have Archive set OFF. The command:

0D>PIP D:=A:*.*[VHm]

copies to drive D: all of the files on your directory area that
have Archive set OFF, and sets Archive (13 for each source file.

The practical value of using the [A] option with PIP is in
making backup ("archival") copies of files to renovable storage
media, such as floppy diskettes. Always using the [A] option in
making basic@ copies saves time and storage space, because itavoids repeatedly copying files that have not been modified since
the last backup operation. If you specify [A] in an "archival"
PIP mugs, the Archive attribute is set (N. Only files that
have been modified since the last backup will be copied.

2
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q1ti¢m(bdesAccQtedbythePIP0anmd
[A] = Do not copy files with the Archive attribute set (16, and

source files are set with Archive ()1 after copying. If[A] is not specified, all files that match the source are
copied, and source files are not set with Archive (12.

[C] = You nust confirm (by typing (Y) or (N)) each transfer after
a PIP ccntmand that has wildcard synbols in the source.
Unless [C] is specified, all files are transferred.

[Dn] = Delete characters beyond column n in each line. This is
useful when your destination is a I.S1‘:, PRN:, or (IR:
device that can print no more than n characters per line.

[E] = Echo each transfer on your terminal screen. Used only with
character (printable) files, this displays the data that you

are copying as it is copied. This option slows PIP.

Do not copy form feeds. If [F] is not specified, syubols
to advance the printer to the beginning of the next page

will remain in the destination copy of your file.

[F]

“Go to” user area n. Both the source and the destination
files can have [G1] options. This is the only option that
wi follow a destination If [Gn] is not
specified, PIP takes as its default your current user area.
The [Gn] option cannot be used to override any user area
access restrictions inposed by the PASSWD file.

[Gn]

This should be used only in transfering hexadecimal files
(with extension .H86 for l6-bit files, or .HEX for 8-bit) .

[H]

[K] Suppress terminal display during a wildcard file transfer.

If [K] is not selected, the screen will list the names of
each source file as it is transferred.

Change all upper case alphabet characters in the source to[L]
lower case letters in the destination; qaposite of [U].

[N] = Add line nunbers, starting with one, and followed by a
colon (:) in the destination file.

2
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[N2] = Added line mmbers with single digits should be preceded by
a zero (D) and a TAB should be inserted after the line
nmvber. If [T] is also specified, Tabs ("I) are expanded.

'1‘his option can be used when LST: (not PRN:) is the
destination device.

[0] = (Inject file transfers. This causes end of file characters
("Z) to be ignored when copying to a character device such

as 028: or l’.ST:.

[Pn] = Sets ?ue page length at n lines per page. If [Pn] is not

'mis can be used in conjunction with [F] as source options.

[Qs"Z] = "gait after s" option stops after copying a specified
sequence of characters s. 'Iype the control character "Z
to indicate the end of sequence s. Like [Ss], this option
only works in the interactive, multiple conmand mode.

[R] = Read files that have the systen (SYS) attribute set.
Unles you specify [R], only DIR files will be copied.

[Ss"Z] = "Start at s” option begins copying at a specified
sequauce of characters s. Type the control character "Z
to indicate the end of sequence s. This option requires
the interactive, multiple conmand mode, where it can be
used with Qtion [QB] to copy specified parts of files.

[Tn] = Expand ‘BB characters to n spaces. This is used to list
progr? on printers (destination device LST: or PRN:).

[U] = Change all lower case alphabet characters in the source to
upper case in the destination file; the opposite of [L].

[V] = Verify that data was copied correctly after each record is
written. 'mis option should only be used when a logical
driw.-. is the destination device (as in most PIP ccnmands).

2
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[W] = Write over files that have the read only (R3) attribute.
If you do not specify [W] and the destination file already
exists with the read only (R0) attribute, then you will be

pronpted:

l$'I1WrI(li IS R/O, mum (Y/N)?

If you enter any character other than (Y), then the original
file remains. If you enter (Y), then the source file is
copied, overwriting the destination file.

[2] = Used only with printable files, this sets the parity bit
of every character in the destination file to zero.

OopyingFiles'roorFraOmsoles
The OCN: option (for a terminal or modem) can also be used

in PIP commands as a source device (usually the terminal keyboard,
or a modem) or as a destination device (usually the screen).
'Ihe following exanple is of a PIP coumand to display on the
terminal screen the file MEMO from user area 4 of drive B:.

0A>PIP CCII:-‘=B:M?D [G4]

This has the same effect as the following TYPE oonmand:

0A>'IYPE 4B:I@D

PIP can also create a file by directly entering data from
the keyboard or modem. For exanple, the following oaunand line
will save any keystrokes that follow as '1'ExT.KBD, a file in your
current user area. Type ("z) to end the input and exit from PIP.

All characters, including backspaces will be entered in the file.

0A>PIP ‘1EXT.KBD=CO.‘I:

2
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UsingPIPIit!aPassuordProtectedPiLes

The PIP and can be used to copy files protected by file
passwords, if you know the password. If the SET command has been
used to Hake the source drive recognize file passwords, the
correct pad nust be presented in the PIP comnand line:

0A>PIP B:=A:D\'.m.TX'i‘;PS‘rDRD

This form cmies a password protected file with the nae nl\‘]1A.‘1'X'I'

and the password PSWORD from.the default user area 0, drive A:

to default user area 0, drive B:. Note that when PIP copies a

file, it às mt cqq any attended file ccntnol blocks (XECBs)

to the destination. Since file passwords are in the )GCBs, they
are not copied, so that if a protected file is copied with PIP,
the copy is urprotected. If you want to password protect the
copy, you mat follow the procedures for file password protection
that are described on page 2.5-SE'1'—1.

UsingPIPa:Syst§IiithoutBardDisks

If your computer has no hard disk, your system diskette will
normally ocwpy drive A:. 'lb copy files that are not on the
wstem diskette to another diskette, you nust use PIP and the
multitasking features of MC-DOS. The following procedure allows
you to use PIP and the DSKREBEI' conmands, and different virtual
terminals, to copy files from diskette to diskette. For this
exanple, you are in user area 0 of drive A:, and drive 8: is
empty. To invoke PIP in multiple comuand mode, type:

0A>PIP

The progra responds with the PIP multiple coumand mode prompt:

2
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Now switch virtual terminals in the normal way, and log in on a

different virtual terminal. Suppose in this example that this is
user area 1 of drive A:. When the system shows the prarpt for
your default directory area, you should reset the disk drives:

1A>DSKRESET

Now load the source diskette onto drive A:, and the destination
diskette onto drive B:. Using the Virtual Terminals procedure
for switching screens (usually a special function key). switch
back to the virtual terminal where you left PIP running.
In this exatple, let us suppose that all the files to be copied
onto B: have the extension .DOC. Now to transfer your files:

*B:=A:*.lIX3[V1W]

Notice that the first asterisk is the PIP proupt, not a wildcard.
The screen will list each of your files being copied. If you
change diskettes while at the * pronpt, then use Virtual
Terminals again to detach the PIP process. At the new virtual
terminal prompt, type once more:

1A>DSKRESE'I'

Mount the diskette in drive A:, and use the Virtual Terminals
coumand again to switch back to the original virtual terminal
where PIP was running. The screen will list the files copied,
and will show the PIP multiple carmand pronpt:

i'

Now the files *.DOC are on user area 0, drive 13:. 'lb eggit from
PIP, remount your system diskette in drive A: and type C.

2
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Oopyhgnidaetbesmsirgle?oppynrivesystx
You carrot directly copy diskettes to diskettes on systems

that sumort only one floppy disk drive. If you have a hard
disk, you can copy all of the files on a diskette to an ewpty
directory area. Then give the DSKRESEE' comnand, replace the
source diskette with a formatted destination diskette, and PIP

the files fran the hard disk to the destination diskette.

If no arty directory area is available on the hard disk,
set (N the Archive attribute to all files in some directory area
of the hard disk, and PIP the source diskette files to this
directory ara. Give the DSKRESEI' comnand. Now you can use PIP

with the [A] option to copy the files to a destination diskette.

If you do not need copies of the source files on the hard disk,
use the mo ccmaand to delete them.

AdditiaIa1R:tesa1PIP

Besides the standard MC-DOS synbols for logical drives
(A:, B:, etc.) and the special synbols IST: and PIN: for your
current printer and CCN: for your current console, PIP accepts
two additional synbols for special “source devicesz"

EDP: = An device that always produces a ^Z to mark

the end of a file. This can be concatenated to any

file that for some reason lacks an End Of File synbol.

NUL: = Another imaginary device used for paper tape readers,
that ass produces 40 null synbols (hexadecimal zeros).

Warning

Ifyu:areI;:gradin;yu1rcurraxtc@utersystafranHP/H8-16
toll:-lxsitisimerativethatyouusethenewlll-lx?versionof
tl1ePIPpcag.+aboc:pyAIl.yournewsyst:enfilesontoyourhard
disk. !Haea:ethatyoubackIpALLofyuJrfilesa'mbof1q:[y
diskettes (nutjustyousystenfiles), beforeyoucopyyournew
systafilsucutnoaiehuddislt.

S&a1m?e @jM HSIEMt%SGHmfor additional information on the PIP command.
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PRD!! d:fi1e loptionl, d:fi1e [option], ...
The PRINT ccmnand causes your current printer to print

either text or data files directly from the operating system

prcnpt, either locally or over a DR Net network, provided that
the physical printer is available. The PRINT command does not
recognize formatting paramaters used by Wordstar or by other text
editors, resembling the TYPE command (with "P). The PRINT
comuand accepts the following options:

[Gn] : The [Gn] option specifies the user area nunber of the
file to be printed. This lets you print files located
outside your current user areas, but this cannot be used

to override any user area restrictions of the PASSWD file.
[S]: The [8] option is required if the file to be printed has

the SYS attribute (like the [R] option of PIP). Files
with the DIR attribute do not require the [5] option.

[Tn]: The [Tn] option expands tab characters ("I) so that the
next character is printed in a column exactly divisible
by n. If n is 0, tabs are not expanded. If [Tn] is not
specified, PRINT uses a default of n = 8 spaces.

A single PRINT conmand can print a list of files:

2B>PRIN'I‘ KGB, C:NEWS[S], ELAINE.REM[G4]

This example prints all files with extension .QB in user
area 2 of drive B:. then a system file NEWS in user area 2 of
drive C:, and finally the reminder file ELAINE.REnVI in user area 4

of drive B:. While each of the files specified on the conmand

line above is printing, the PRINT coumand will display the
following messages on your screen:

PrJ'.nzti.ngfi1e:fi1ame.
Presssvaclsnmtostop.
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Pressing the space bar causes printing to be interrupted
(after the printer's buffer is en9tY): and the program asks:

n:oyou\mttoS(topprintin§). skiptothe
mart) file, or R(est2 printing this file) ?

If you type (S), you exit from PRINT. If you type (N), printing
resumes G’! the next file. If you type (R) printing resumes where

it stopped. If the printer is busy with another job, the
following mssage is displayed on your screen:

Printerisbeixgusedtyanothercotsole.
Doyouv?zto (inaitor (C)an:el?

If you type (W) the program waits until the printer is free,
then prints your file(s). If you type (C), PRINT terminates
without printing, and returns the system pronpt. You must type
RETURG after any letter response to a PRINT prorrpt. (Use the
PRIMER c:&nd to select a printer other than your current
printer before you give the PRINT command, if you want to use a

different printer, or if your current printer is not available.)

If the PRIN1‘ catmand encounters any errors, it displays an

error mssage on your terminal screen, and skips to the next file
to be printed, if any, that was specified on your catmand line.
men PRINT finishes printing a file, the following message is
displayed on your screen:

Printing is oqleted.
p/c files printed.

Here p is the mmber of files that were successfully printed and

c is the amber of files that were specified on the command line.
%ea1$?e @m SEmMmER‘S@Imforadditional information.
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Plinl?n
PklìtlíêrbdePRMIKI-zaooormtenode

mí?
The PRIME! command with no argument displays the printer

nunber assigned to your terminal. If you specify a name or a
number, that printer (or plotter) is assigned to your current
terminal. The name specified in the ooumand must be in the LPRS

file. Different virtual terminals supported by the same physical
terminal can select different printers by the PRIMER command.

If your system is part of a DR Net network, the PRIMER cmmand

can access printers at other systems within the network.

mqles:
'Ihe following comnand will show the correct format for using

the PRIMER command:

0A>PRIM‘ER

The following ootmmmd assigns a printer, called DRAFT

in the LPRS file, to your current virtual terminal:

ZDPRINTERDRAET

The command below assigns the printer with the name LPRO

(printer mmber 0) to your current virtual terminal:

4OPRIN.['ERLPRO

2
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The following selects printer nunber 1 in the LPRS file:

2D>PRIN'IER 1

If you type:

0A.>PRIN'I'ER ?

THE PRINTER pad will display the printer nunbers and names

that exist in the LPRS file.
PacessingPrinterson0|:herSystemsofarbtwou:k

'Ihe PRE@ command also allows you to select a printer
on a different system within a DR Net network. For examlez

10B>PRINTER DIEIO @FPLH(E‘I'IN

'Jhis assigns a printer, called DIABLO in the LPRS file of
the system called MARK]-'."I'IN, to your current terminal. For this
conuand to work, however, the account name by which you logged in
to your local system nust also appear (with the same encrypted
password) in the PASSVD file of the system called MARKETIN. me
"at" symbol (Q) must be prefixed to the system name. If your
account n@ Qpears in the PASSWD file of the MARKETIN system,‘
but with a different password, the operating system will ask for
your password as it appears on the MARKETIN system. 'Ihe screen
will not echo the password that you type.

If you type the password correctly, you will be connected to
the DIABID printer of the MARKETIN system. If you cannot present
the correct encrypted password, you cannot connect to the printer of
the networked system. If your account name does not appear in
the PASSND file of MAR'[<EI'IN, you will be asked for the password,

but there is m correct answer- you cannot connect without
mtching the %SVD file of MARKETIN.
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If the aooountnamebywhich you logged indoesnotappear
on the password file of the networked system whose printer you
want to use, you can instead give a PRINPER conmand that
includes a valid account name that appears in the PASSWD file of
the other system. ‘me account name appears between the printer
name/mntber and the system name in a PRINTER coumand like the
following:

¿DPRINIER 2 ANN @SAI..ES

This attenpts to assign printer 2 of the Sales Department
system to your current virtual terminal. The account name “Alli”
must be in the PASSND file of the system called SALES. If AMI is
a "public" account nane (one with no encrypted password), or iftheaccountnamebvywhichyou logged inandANNhavethesame
encrypted password, the screen will print a message that you are
now connected to that printer on the SALES system, and will
display the SALES systan's MO1'D file, if one exists.

Thus, if you need to connect to a printer on a system which
does not list your account name in its PASSWD file, you can à: so
with the command line above by presenting another mount name
whose encrypted password on the other system either (1) does not
exist, or (2) is the same as the password in your local PASSWD

file by which you logged in to your local system.

Continuing the same exanple, if the "ANN" account name that
you use in a PRIMER conmand has an encrypted login password on
the remote system's PASSWD file, and if this does not match the
password of your current account name on your local system, then
the operating system will ask you to present the password of ANN

on the SALES system's PASSND file. If you type it correctly, you

will be connected to me SALES printer; otherwise you will get a
message that your password was not valid. Just as with local
printers, connecting to a networked printer will only allow you
to use the remote printer if it is available. If a printer is
busy, you trust wait until work in progress is completed.
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The mean' catmand or rebooting the system reassigns
printers that have been selected by the PRINTER command, (but
IDGEUT does not detach list devices attached by the “P control
character).

The III-ms PRIMER corrmand differs from the standard
Concurrast ¡IB PRIMER coumand in allowing account ruubers, and

network nodes, and printer names from the LPRS files to be used,

aswellasrnmbers, asargumentsofPRINTE.'R. SeetheC(NCURRENT
CP/M 093$-nus sysmu :sms (mom for additional information on
the star&d Digital Research Inc. PRINTER comnand.
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P?$.E

The B~£§SK.NEI' file is a security feature used only by the
system manager of a system in a DR Net local area network. A
remote user who attenpts to connect to your node trust present a
login password that matches the entry for me current login
account name in the PASSWD file of your node. If the password is
incorrect, or if the PASS-ID file does not list the current login
name, the remote user cannot connect to your node.

An exception to this rule, if the file PWASK.NE1' does not
exist, is that a remote user does not need to present a login
password if his or her current login account name and login
password exactly match corresponding entries in the PASSED file
of your node. mat is convenient in some situations, but it
means that an unauthorized person who finds an unattended logged-
in terminal could use that terminal to access other network nodes

to which the currently logged-in account name is allowed access.

If the PWAsK.NEI' file exists on user area 0 of drive A: of
a node, the exception described in the previous paragraph is
eliminated: every attenpt to connect to a node requires that a
login password for the current account name be presented that
matches the entry for that account in the PASWD file of the node

being accessed. In the exanple of the unattended terminal, the
person at the keyboard could not access other nodes that has
PWASK.NET files unless the correct password were presented.

Like AUIOST, the PWASK.NEI' file can be enpty, since itsignals to the network input/output system (NIOS) that a login
password nust always be presented when someone tries to connect
to a node that has a PWASK.NEI' file. To create PWASK.NEl‘, type:

0A>W-WE PWASK.NET

Now the operating system will ask anyone attempting to connect to
your node for a password. The PWASK.NEI' file affects only the
local node, so that some nodes of a network can inplement this
protection, while those at other nodes can elect not to do so.
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The r?nder file, nane.RE'M, is an optional file which will
be displayed when the user to whom the reminders are directed
logs in. 'me file name “name” must match the login account name

in the PP$IJ file. The reminder files are kept in the default
user area md drive of each account.

Use the aane.REM file to leave yourself a reminder to do

something, since you will see the reminder message each time you
log in to the system. 'lb make a reminder file, create the file
with an editor such as E!) or Wordstar (in non-document node) from
the default drive and user area of your account. If you created
a naIe.RE|! file from a drive and user area other than the
initial, you mst copy that file to the initial drive and user
area whidz are specified in the login PASSWD file. For example,

if you have logged into the account "jane," and the default drive
for the account "jane" is drive D: and the default user area is
9, then frcl a different drive and user area you would type:

3C>PIP D: [G91-‘-JPNE.REM [vmwl

(race the file is on user area 9 of drive D:, there is no
need to lave it in user area 3 of drive C:. 'lb erase it fran
user area 3, drive C:, area give the ooumand:

3C>E?A JHB.E

You cua, of course, leave reminder messages for other users
using the above method, but it is more polite to send them mail
with the MIL utility.
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E d:newfi1e=o].dfile

Tae Ra? colunand renames files that have the RW (read-write)
attrìbute. The new name must be on the left-hand side of the
equal symbol (=), and the old name on the right—hand side.

In the example below, a REN oomnand changes to "R)sE.BUD" a

file previously called "ROWS.BUD" in user area 2 of drive A:

ZZ>RH~1 A:mSE.BUD=@iS.BUD

Ifyourenameafilewithanewnamethat isthesameas
another file's in the sane directory area, the file that first
had the "new name" will be deleted. The REN program warns you,
and asks you to confirm that you want to go through with this:

mt renaled:

í
.HD already exists, delete (Y/ll)?

If you type (Y), the current file R)SE.BUD will be erased, and the
file called ROWS.BUD will be renamed ROSE.BUD. If you press any
other key, the program will terminate without doing anything.

Wildcard specifications (*,?) are permitted, but must occur
in the sane parts of both the new and old names. The comnand:

9A>RH€I *.OLD=*.NE\‘I

changes every file extension .NEW to .OLD in your directory.
The RIN conmand cannot rename files that have the F0 (read—only)

attribute. The REN coumand does not and cannot change a fíle's
attributes (such as Archive, SYS, DIR, or RW), Password, user
area, nor logical drive. See also the CP/M QERATIIG
SYSTEM USER'S GUIDE for more examples of the RIN en@
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‘me £5!‘ ocmaand allows changes to be made in existing
entries in the 'ITYS and LPRS files without having to shut down
and start Up the system. When the REE!‘ coumand is given, the
oonputer executes a SYNC and reads the LPRS and TIYS files. The
RESET cumnd carmot be used to add more terminals or printers
than are currently described in the files.

Ivouaemm, first1i1akear1ychangestotheTI‘YSorLPPS

files, then type:

mamm-

'Ihe systm will take any necessary changes indicated in the
files.
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SDIR

SDIRdl:,d2:,...,dn: [option(s)]
SDIR [option(s)] d:file(s)
S)IRd:file(s) [option(s)]

‘me SDIR conmand displays the names and the attributes of files
in directory areas. SDIR is used to locate files, and to display
infcrmtion about files and logical drives. SDIR can accept
wildcards (*,?) in file names. The SDIR conmand is helpful in
systems with large hard disks, because it can help you search
for a file when you are not entirely certain of the drive, the
user area, or file name that were used to store the file.

The SDIR comnand resembles the DIRIS] conmand, but has more
options, displays file size and attributes, sorts the files
alphabetically and displays the date and time of the latest file
update and aocessìng. 'Ihe default (no options) form of SDIR gives
detailed information on every file in your directory area:

0A>SDIR

This displays in algxabetical order the names and extensions of
all the files in your current directory area, as well as:

'me logical drive letter of your current directory area
'me user area number of your current directory area
‘me size (in 1024-character "kilobytes") of each file
’Ihe nuuber of 128-character "records" occupied by each file
The Dir/Sys, RW/R0, Archive ON/OFF attributes of each file
Tae total nunber of l28-character records in your directory
The number of files in your directory
The total number of 1024-characters blocks in your directory
The ratio of directory entries to the maximum ntnmer allowed

000000000

On a logical drive with a label to support extended file control
blocks (XFCBs) for passwords, the same conmand also displays:

o The level of password protection assigned to each file, if any

o Timestanping information, if timestanping has been enabled



The SDIR command accepts the following options and modifiers
that specify the files to be listed, or the format in which to
display all files that mtch your coumand line specifications:

SDIR

[ ] - list the status of user—defined attributes
SDIR [DIR]

- files with directory attribute DIR

SDIR I?v?dl - files from drive d:
SDIR [uìIvE-AIL] - files from all connected drives
SDIR [DRIVE=(AB...d)] - files from drives A: B:

... d:
SDIR [EHIIIE] - list files that do not match

wildcards (*,?) after the [E:CLUDE] option

SDIR [FF]
- add form feed(s) to the beginning of any

printed listing
SDIR [FIEL] - default display format (see previous page)

SDIR [I'.E%=n] - repeat table headings after 11 lines

SDIR [ram] - identify each directory area searched

SDIR [IIIWCB] - files without extended file control blocks

SDIR IRE‘) - sequenced as found, not alphwetically
SDIR [IU] - files with the read-only attribute R0

SDIR [IW]
- files with the read-write attribute RW

SDIR {SIB} - display only names and file size data

SDIR [SES]
- files with system attribute SYS

SDIR [Lax] - files in user area n
SDIR [Išál-L] - files in all accessible user areas
SDIR fEISE=(0,1,...,n)] - files in user areas 0, 1, ..., n

SDIR [RIKE]
- files that can have passwords
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Any option (or list of up to 10 options) trust appear between

a single pair of square brackets ([1) in an SDIR camand line,
with no more than one option list per conmand. If an option list
coubines several optims, these nust be separated by camas or by
blanks. Any list of several user areas or logical drives used as
modifiers of a USER or DRIVE option nust be enclosed in "O"
(parentheses), with the item separated by caninas or spaces.

It is not necessary to type more than the first two letters
of an SDIR option. The following are calpletely equivalent SDIR
conmand lines:

IESDIR *.OdD [DRIV’E=B,%(2,4,6) ,SYS,MESSAGE]
12E>SDIR B:*.CM3 [USER=(2,4,6), SYS, MESSAGE

IZDSDIR [[%=(2,4,6) SYS MESS] B:*.CMD
12B>SDIR B:*.C!D [US=(2 4 6) SY ME

Each tells the system to list in [FULL] format all of the files
of type .CMD with the SYS attribute in user areas 2, 4, and 6

of logical drive B:, separately listing such files for each

directory area. If any of the three has no file matching the
specification, the [MESSAGE] option indicates this on the screen.

The SDIR conmand can search for a file whose directory area
is unknown. The advantage of using SDIR rather than DIR to
locate files is that SDIR can examine multiple user areas and

uultiple logical drives in a single oonmand line. For exanple:

9A>SDIR IDSTJIII [USER=ALL, DRIVEFALL]

will display a directory of all the files called IOS'i'.l13C that
are stored on your system, showing their directory areas, size,
and attributes (if indeed any file of that name exists).

Every SDIR option list applies to all files that match the
specification. If you do not indicate what files you want listed,
SDIR will show all the files in the specified directory area(s),
as if *.* were your file specification.

2
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For example, the ocmnand line with no file specification:

6B>SDIR IR), EBER=AILI

lists all files on drive B: that have the read-only attribute.
Use "S and “Q to stop and to restart long SDIR screen displays.

The default display format is the option [FULL]. This
displays one file per line (if the logical drive has a label) or
two per line (if it has no label). The [SIZE] option uses a more

oonpact display format with three files per line. For exanplez

4(>SDIR A:, B: [SIZE]

This exaple ccmnand would list the names of all files in user
area 4 of drives A: and B: as separate directories, and would
show how mïy 1024-character blocks each file occupied. Unlike
[FULL], the [SIZE] format does not show the nunber of records,
file attriberbes, file password protection, nor timestanps.

The [EH-tm] option is used to list files that do not match

a wildcard specification. For example, the comnand:

K>$IR A:*.Q|D [USER=‘-0, DIR, EC]

will list all files on user area 0 of drive A: that have the DIR

attribute, xept for files that have the .QID extension.

SDIR is helpful in cataloging files, because a SDIR display
can be sent to your printer for output on paper. The [L!':NG1'I-l=n]
and [PP] options can be used with the MC-DOS control character "P
to print out in the [FULL] or [SIZE] formats a listing of the
files in any directory areas, or of all the files on a disk.

Seea1sot%eCI1?1RRE?'Cg/M0P1?RATI!‘l?SYST£!I!tSE2'SGlJIDE
for additional information on the SDIR oonmand.
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an‘ d: [q!tion(s)]

ï' d:fi1e [0Pti<m(s)]

The SET conmand is used to specify the attributes of files
and logical drives. The SET cormiand can be used to
specify whether files can be freely read, copied, modified,
renamed, or erased, and to indicate the specific attributes of
any files. Wildcard (*, ?) symbols can be used with E1‘ to
assign the same attributes to a group of files.

The $1' conmmd can assign to any logical drive a label that
allows the drive to recognize file passwords on files. SEI' can
then assign a password to any file, conmand, or label on that
drive, so that only those who give the password are unrestricted
in their access to the password-protected files.

SEI' can also assign a default password to a terminal or
modem, so that it always presents that password. This security
feature can be used with applications programs that have no
provision for file passwords, but which nust process sensitive
data in a nultiuser enviromnent, as described in Section 3.4.
The SET conmand is so powerful that in some system the system

manager may decide to protect it with a file password. SEI' also
controls the Archive attribute used in backup operations, and the
process by which MC—DOS puts date and timestaxrps on files.

SEI' can prevent files from being erased. For example, to
giw the read-only (IO) attribute to logical drive Bs, type:

ZDSET B: [m]

Now files on drive B: can be read, but cannot be created,
deleted, modified, renamed, or copied to B:. Substituting RW for
RD in the same comand line assigns the read-write (IW) attribute
to the drive, so that files on drive B: can be freely manipulated,
unless restrictions are put on individual files of B:. Typing a
"C or DSKREET will clear the K) status back to RW status.

2
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Setting an entire logical drive to read-only (m) is not
recommended for most systems as a procedure for protecting files,
since (l) no one can write on a R0 drive, and (2) another user
might reset your drive to RW, unprotecting your files. It is
listed here, however, as one capability of the SEI' coumand.

An individual file (or with wildcards, a group of files) can
be SEI' with ID or IW attributes, and can be given the system
attribute (SYS) or directory attribute (DIR)

. For examle:

2B>SEl' *.09 [SYS,lD]

This gives SYS and R0 attributes to every file of the
type .cm in user area 2 of drive B:. This differs from the
command on the previous page (to make drive B: R0) in that:

1. mly files, not a drive, can have the SYS attribute.

2. A PIP end with the [W] option can override the K) status
of a file, but not of a logical drive with the R) attribute.

3. Users can write on drive B: after the conmand on this page,
but not after the previous command.

4. The first ccmnand affects all files on all user areas of B:;
the second only affects files of type .CMD that were in user
area 2 of drive B: when the conmand was given.

5. A "C or IZSKREEP camiand gives drives the RW (read-write)
attribute, but does not change file attributes.

You x1 invoke camland files with SYS and R0 status in user
area 0 of drive A:, regardless of your current drive and user
area, and regardless of whether the PASSWD file allows you to
access user area O. Certain files, such as some .DVR

(overlay) files, mist exist in user area 0 of your current
logical drive, or in your current directory area, in order for
program that use them to execute properly. 'lb erase a R0 file,
you mst first use SET to give the file the m attribute.
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Attributes that the SET coumand controls are specified by
the options and modifiers listed below. Those in lower case
letters are variable names that the user uust stmly.
AK?!-IIVE=0FF Enables a PIP[A] conmand to copy a file

Prevents PIP [A] from copying a file
DIR Non-system file attribute, opposite of SYS
RD Read-only status (ERA, ERAQ, REV disabled)
NV Read-write status (ERA, ERAQ, RHN will work)
UPDAIE Turns (N UPDACIE timestanps on the default disk drive
CREATE Allows time of file creation to be recorded
AOCES Turns QI the ACCESS timestanps on a disk drive
SYS System file attribute, opposite of DIR
mFAUL'1‘?>assword Makes your terminal always present a password

P ssnord kquires a password to modify a label
PASSuDRD= (RETURN) Mnoves password protection of a label
NAME=label. typ Creates or renames a label on a logical drive
PRUm!I'=CN Enables a drive to recognize file passwords

P 
Prevents a drive from recognizing passwords

PIv1EC!1'-=IJ‘::-1.*.=.'1'E Password required to erase or rename file

 m
Password required to modify, erase, renane file

PRO'J?'.‘I'=RI:’AD Password required to do anything to file
PR71'E!I‘=NCNE File has no password protection
Fl,F2,F3,F4=<N Oonpatibility file attributes; not for ordinary use
Fl,F2,F3,F4=OFF (See page 2.12 of DRI's Concurrent CP/M Progra1tmer's

Guide)

'meårchive Attribute
SEI' accepts a file attribute option called archive, which

can be displayed (as "Arcv") by the SDIR conmand. ‘me [AICHIVE]

option of SEI' can be used to control which files are copied by
PIP (or by similar tape backup comnands) when files are backed

up. The eaãle conmand line below sets the archive attribute (N
for any file whose extension is .BAK in your current directory.

4B>El‘ *BAR [ARCHIVE = (N]

2.5-SE1‘-3
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This cansar! would prevent a PIP command with the [A] option from
copying any .BAR file from your current directory, since PIP's [A]

option was PIP copy only files whose archive attribute is OFF.

PIP also sets ()1 the archive attribute of any source files
that are cwied by a PIP [A] conmand. If mu: files of type ¿TXT
had their archive attribute set (11, but you wanted them recopied,

3A>SE1‘ ‘MET [AKI-IIVE=$'F]

would cause PIP with [A] to copy all files with extension .TXT

from your current directory.

Drive I-£318

A lúel can be placed on a logical drive or a diskette by
the SET mud, allowing files to be marked with timestamps or
set with file passwords. The label itself can be protected with
a password, to prevent modification of the label. For exanple,
to put a protected label called "BELLA" on drive E: so that
logical drive E: recognized file passwords, give the SEI' conmands:

2B>SE.'1‘

[ ]29531‘

[ ]2B>SE‘1' [1=zssmm=xrzzY]

After ewh of these three comnands, MC-DOS would indicate the
status of the drive label with a screen display, as shown in
Sectia: 3.4 but omitted here. 'me first command creates a label
called '£.LA," the second enables the drive to recognize file
passnaor?, and the third prevents the label from being modified
unless the password XYZZY is presented. The systm manager
cannot modify a drive label if its password is forgotten.

Files in all user areas of a logical drive are affected by
the attributes of the drive label. Once a drive has a label, the
only way to delete the label is to reformat the drive.
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Pi.LePassuords

If a logical drive has a label that has the PRO'I.EX'.'I‘

attributecn, thenthes?rooumandcanbeused toputapassword
on any file on that drive. A pasmord can be up to eight
characters long. The SEI' oaunand does not distinguish betwem
upper case and lower case letters in passwords.

Passwords can specify various levels of protection: none
(anyone can do anything to the file), delete-protect (the file
can be read or modified without presenting the password, but
cannot be erased), write-protect (the file can be read or copied,
but not modified or deleted), or read-protect (no one can do

anything to the file without first presenting the password).

Ifyoudonot specifyanyPR7I'EC1‘modewhenyou seta file
password, the operating system selects the READ mode, the highest
level of protection. Fbr exanple, to put the read-protect
password "KIWI" on the file "FINANC'.E:.DOC," type:

0A>SEI' FIDEICELIK [PASSUORD = HIDDEN]

This prevents the file from being read, copied, erased or
nodified. 'lb put a write-protect password on the file in the
last example, you would type:

0A>SET FIIQIKIEJXII [PASSDID = HIDDEN, PRJIETP = WRITE]

If you decide to use file passwords, it may be efficient to
assign the same password protection to groups of files that are
used in the sane way. A default password on a terminal can

simplify data processing procedures when protected files have a
cannon password. By defining groups of file names in the usual
wildcard notation (*, ?) of the PIP, DIR, and SDIR suds, you

2
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can give a group of files the same protection level or a common
password with a single command. For atanple, to protect from
erasure all .mF files whose names begin with "B" on drive A: (if
A:'s 1&e1 has the PIO'1'£-I31‘ attribute QI) you could type:

0A>$.'1‘B*.?' [PASS9DID=INDELIBL, PKI[EC‘1‘=DELE‘IE]

'mis will require the password "INDELIBL" to erase any of
the .É files beginning with the letter B, such as:

(IDEA $917 .$177

 FilesAs an option, MC-DOS can record the time and date when each

file on a logical drive was created, accessed, or modified.
mly a logical drive that is SET with a label can support date
and timestaping of files (Section 3.8). 'me INITDIR conmand
must have previously been invoked, with no other process active,
to format ?ue directory of a logical drive to accept timestarrps.

4B>SE.'l‘ [K1253 = w]

'me exmle SEI' connand above causes a drive‘ with a label to
record in the directory the most recent time and date when each

file was accessed. Alternatively, the time of creation can be

recorded by the option [CREATE = (111. The [CREATE] and [ACCESS]

options are nutually exclusive-— you cannot have both. 'Ihe SDIR
conmand displays the date and timestamps.
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A timestanp that shows the last time a file was modified is
activated by the command:

$>SE1‘ [UPME = QI]

Once you turn a timestanping attribute (N, it is in effect
for any files that you access or add to that logical drive,
unless another SEI' command is used to turn it OFF. If the drive
label has a password, a user cannot change the timestaming
options of a drive without giving the label password. Since time
and date information occtmy space in a file directory, you cannot
have as many entries in the directory areas of a drive with time-
stanping attributes set w as on a drive with timestanping OW.

See Section 3.4 for more on file passwords. See the (I1~K2URREN'I'

CP/M 0¥mA?'III; SYSJE4 USER'S GUIE for additional exanples of using
the SET comand.
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%£h!?i1
‘l'he££‘MEMooumandsetsanupper limitonthean'ountofRAM

allocated for prograns. ‘Ibis is useful if you intend to create
large spreadsheets with Supercalc 86 and need to have more RAM

than the default value of 128 kilobytes (l28K). The oonmand is
typed with a hexadecimal .("hex") number to specify the number of
paragrqhs of RAM that any program can use as a transient program
area. A “paragraph” is 16 bytes (characters), written 10 in hex.

when using SETMEM, keep in mind the amount of RAM you have
in your omuter, the size of the operating system, the nuuber of
users on the system, and the types of programs users normally
run. Prograis which run on the 8-bit processor require just
under 70K (the exact value in hex is 110C). ‘Ibis includes RAM

for the program and RAM for SW. Programs which run on the 16-bit
processor require anywhere from 16K to 1 megabyte of RAM,

depending on the nature of the program.

’1buseSEI'MEM, typetheoonmandandthehexvalue for the
amount of RAM to allocate for programs. Use the following table
as a guide:

à paragrapls Kilobytes (K == 1024 deciml)

400 16K
110C 69.5K (minimum allowable size

for 8-bit programs)
2000 128K
3000 192K
€000 256K
6000 484K
8900 512K

If mm space is limited on your conputer and you want
to create large spread sheets, you might consider ruming
Supercalc 86 under single user CP/M-86, which requires less RAM

than nc—ms.
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Note that SETMEM affects an entire MC-DOS conputer, not just
a drive or terminal. Each node of a m Net network can have a

differentvalue for SETMEM. An example of a SEPME4 comand is:

0A>SE'D?51 ll0C

'Ibis sets the memory allocation to 69.5K, the minimm size
required to run 8-bit prograns.

0A>SE'DE0! 4000

'1his sets the memory allocation to 256K. This is a

practical size for large Supercalc spreadsheets.
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‘rhewnmrcotmand is usedby the systemmanager inaDRNet
network bo configure the local system to the specifications that
are designated in the C<NFIG.NE1' file. The SEINEI‘ command is not
used in MC-ms wstexm that are not in local area networks. The
CGlFIG.“lm' file is supplied on your networking diskette. Some of
the lines of the <niFIG.l~IE!1‘ file are static, and can only be
changed when the system is rebooted. These are:

node nunber
nmmer of servers
umber of requesters
tamer of message buffers
umber of requester configuration tables

If you have changed any of these lines in the (nil-‘IG.NE.'l'

file, you mst reboot your system for the changes to be
i.np].emented into the operating system.

'I'he rest of the lines in the C(1~lFIG.NE.l' file can be changed

dynamically using the SE'.'INE1' comnand. These are:

default user password

timeout
list of private drives
mapping of: drives

printers
queues

If you have changed any of these lines in the CniFIG.NE.'I‘

file, you can inplement these changes into the operating system

by typing the following conmand:

0A>SE'nm'

For a more detailed discussion on the SEl'NEI' comuand, read
Gifford‘s pg ¿iq USER'S MANUAL.
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saw a: option

'me SHOW coumand tells you about the logical drives of your
system. SHUN is used to see if enough space is available on your
disk, to look at the label or physical format of your drives, and

to list the directory areas that are being u? to store files.
'me SHCW counand accepts any one of four options described

below: SPACE, DRIVES, USERS, and LABEL. These describe any drive
specified before the option. If no drive is specified, USERS and
LABEL describe your current logical drive, but SPACE and DRIVE

describe all of the drives that users have accessed since your
system was last rebooted (with exceptions, such as drives from
which users detached with "C or ABORT). A fifth option, HELP,

displays a brief sunmary of SI-Di syntax.

SPACE This displays how many 1024-character blocks remain on a

logical drive. This is also the default SI-IN display,

if no option is given. A typical display of SPACE is:

A: IW, wane: 2,388K
B: Iii, Space: 4,336K
D: IW, Space: 8961!

Here drive C: is not shown, since no one has accessed

it. If you specify a drive before SPACE, only
the space remaining on that drive will be displayed.

DRIVE Displays the disk format. A sanple DRIVE display is:

A: hive Characteristics
86,912: 128 Arte Records

10,864: Kilnbyte Drive Capacity
1,024: 32 Byte Directory Entries

0: (hacked Directory mtry
E6: moords / Directory Entry
32: lbcords / Block
64: Sectors / Track
7: Reserved Tracks
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USERS This displays your current user area number, the user
areas on the drive where files exist, and the number of
files in each use: area. A typical USERS display is:

B:IctiveIJser:10
E:x:tivePi1es:024'l810l2l4 k

B:=|=of£i1es :42l32634l51082476 '

mnber of files (108) in user area 10. This option is
helpful in backing up files to diskette or tape, to make

Here there are eight active user areas, with the largest
I.

sure that you copy all the files that are on a drive.

LABH. 'mis option produces an error message if the logical L

drive has no label (see the SET conmand). If a label
exists. the LABEL option displays the label (with any
timestamps). and the on/om? status of the attributes
PK}I'£I.'I‘, CREATE or ACCESS, and UPDATE.

'Ihe following ooumand would show the label (if my) of A:

umsmv A:LABEL

'En next coumand shows how many kilobytes of unallocated
space remain on each of the logical drives currently active:

0A>S£i

'me directory areas of drive C: are summarized by:

ES!-Di C:USE!G

The first letter of any SHOW option can be substituted for the
complete option. See the CP/M OPERATIN3 SYSTEM USER'S

some for additional examples.

2. 5-SI-KW?-2



QKE

SPP£Bdl: d2: ... d:

The SPACE:oomrand is used toshowhownuch spaceremainson
logical drives. 'mis conmand is helpful when you begin work on a
long file, or before you use PIP or TYPE to copy a file or group
of files to another drive, since insufficient available space on
a destination drive causes a BDOS error message. In estimating
space requirements when using a text editor, remember that most
make backtps (files of type .BAK) that double storage requirements

if (as reoomnended) you intermittently save work-in-progress.
'Do use the SPACE cotmand, type the keyword SPACE. For exanple:

1Z>SPACE

lrive Ihx Used t Free
A: 8860 7672 86% 1188

B: 8860 3656 41% 5204
C: 8860 8072 91% 788

35440 26220 73% 92Z)

This displays the storage capacity in kilobytes (Max), the
space currently occupied (Used), the proportion of capacity
occupied (25), and the unoccupied space in kilobytes (Free). The

bottom line shows the aggregated figures for all the currently
logged—in logical drives of your virtual terminal. You are
logged in to the drive named in your MC-IE prarpt, and to the
system drive (A:). You are also logged in to any other drives
that you have accessed, unless a "C control character or an ABORI'

or D&<RESEI‘ conmand has logged you off a drive.

With a drive name (or list of drives, separated by blank
spaces) after the keyword SPACE, only the logical drives that you

list will be displayed. You do not need to type the colon (z) in
a drive name. In a DR Net network, SPACE will identify with the
@ synbol and node name any drives on remote nodes to which you

are logged in. 'the SHOW command gives a less detailed display of
the available space on logged-in logical drives.
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The Em. oonmand is used to send files to printers. f

If a system (or a network) has multiple printers, the SPwL
oomnand can select from among up to 16 different printers to F

print a file. Printers accessible by the SPOOL oonmand can be

attached to different systems within a DR Net network. Only
ASCII (character) files can be printed out by the SP@- comnand.

QUI. Pamr file file file Ioption, optim, ...]

¡BP md SPL are background processes that are run
autaaatically by the SPOOL program. You mist have the DSP and
SPL files-on user area 0 of drive A: to run the print spooler
system. Files with a .DSP filetype are created after the printer
spooler system is started. These files are created for internal
program mintename purposes. Never edit any files with
the .DSP filetype, and do not erase them. Under no circumstances
should you invoke these programs.

The @001. program sets up queues that list the files waiting
to be printed by each printer. One advantage of using the SPQDL
command, rather than sending a file directly to a printer, is
that your terminal is free after SPGJL sends your file to a
queue, readless of how long the printer takes to complete its
output, or whether the printer is busy with other jobs.

Setting up the spooler system that supports the SPOOL
command is the responsibility of the system manager, involving
procemres outlined later in this description and in Chapter 3.
Unless thew steps are followed, the SPGL comnand carmot print
files. ihe next page lists several ooumands and options that are
acc@tedbySPOOL. AHl1.Pconmanddisplaysasumnaryofthe
usage of ã?. oonmands and options:

9B>SP('1I. E2
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Ih:ingthe$uI.():nu:d
The conmand PRINT, followed by a file name, sends the file

that you qxecify to the queue for your current printer:

0A>SP(DLPRIN1'ME)IA

'1‘his ez-ãle command line sends the file called MEJIA in user
area 0 of drive A: to the printer attached to your terminal.
Since the default command for SPOOL is PRINT, the line:

0A>SPG)L BEIA

is conpletely equivalent. Nine different madifiers are accepted
by the SPOOL PRINT catmand. These follow the file in square
brackets ([1), and are listed below. Underlined letters show the
nunber of characters required for MC-DOS to identify each name:

LQPIE-=n] Print n copies.

If not specified, program will print one copy.

[T] Divide into 55-line pages on 66-line forms.
Used with text that lacks line and page breaks.

[F®tBIZE=n] Formfeeds every n lines. Default is 66.

Specify if 66 lines do not equal one page.

[ ]
Starts printing n spaces from left-hand
margin. Default = 8. Range: 0 to 50.

IQEEDI Prevents initial fornrfeed; no effect on those
in your text. Default: start on new page.

[ìï] Nunbers pages every 66 lines (or to match

specified [F0m4],[PAGE]). Default: no nunbers.
Specify if 66 lines do not equal one page.
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[Pa?li??r? Divide into In line page. Default = 55.

Range of ([FOIM]-[PA@]): 2 to 100.

[ ]
Selects printer n from file LPRS.

If not specified, current printer is used.

[TABS=n] Replaces tab ("I) characters with spaces, so

that next character is printed in a coluzm
exactly divisible by n. Default = 8.

Note that [PAGE=n] resenbles the [Po] option in the TYPE and

PIP ccmnmds, [PRINIER-n] resembles the PRINIER command, and
[TAB=n] reseubles the [Tn] option of the PIP and PRINT conmands.

A single SPwL PRIN1‘ conmand line can send several files
to the printer, with blank spaces separating the various files in
a list. Multiple modifiers are also accepted, and are applied
to all the files in the conmand line. All of the tmdifiers must
be enclosed by a single pair of brackets ([1), and nust be

separated by conmas. For exarrple,

4C>SP?.. TIC Tm? 'IUE [hm PAGE=41, MJM, PRINE=1]

This amd prints three files (TIC, mc, TOE) fran the current
user area on printer 1, with page nunbering, with 41 lines per
page añ setting a margin ten characters to the rigit of the
left-haad margin of the text. Note that "PR'[N'l‘," the default
SP3. canéand, is omitted without anbiguity between SPOOL and the
list of files. Other default values are 66 lines per page [no
FORM], tab expansion to the eighth column [no TAB], begin each

file after a formfeed [no NOF], one copy of the printout [no
COP], aid follow the linefeeds and pagebreaks that are indicated
in the text [no FG2]. If the files to be printed were prepared
on a word processor, these default format values are safe to use.

If the height of your paper is different from 11 inches, or if
your printer gets something other than six lines per inch
vertically, you must do some calculating before you specify the
[Fm? and [PAGE] values of a SPOOL PRINT command.
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men SPOOL conmands send several files to the printers, they
are processed in the order that the queue for each printer
received them. Another SPOOL command lets you look at the status
of the spooler systax:

GDSPE. S1?A'1'US

‘me screen will list the files being printed, jobs waiting to be

printed, the file size, number of copies, and printer number.

The lastSPO0Loomnand thatmostusersneed toknow about
can remove a file from the queue before it is printed. The form
of this SPOQ. oonmand is:

GDST. DELE'IE 10

This deletes from the queue of files not yet printed the job
that the SPOOL STATUS comnand refers to as 10. If this job were
being printed when you gave the SPOOL DELETE command, the
printing would stop as soon as the printer buffer mas mty.
To avoid deleting the wrong job, it is good practice to give the
SPOJL STATUS ccumand before attenpting to delete anything.

Two other conmands, TERMINATE and REET, have the effect of
disabling the SPOOL conmand, and should be reserved for use by
the system manager. The TERMINATE command saves a record of what
was in the queues, so the spooler system could be restored after
some problem was resolved that had provoked a IERMINAIE comnand.
The RESET command, however, obliterates the spooler system, so
that any jobs waiting for printers are unreooverably lost.
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Installingthe?lxmccjxi
The qstem manager must follow certain procedures after the

computer is rebooted for the SPOOL conmand to work properly. The

SPOOL comand is part of Digital Research Inc.'s spooler system
for MC-DJS and DR Net that allows files to be sent to printer
queues, rather than requiring that they be printed directly by
other system ccnmands (like PIP, PRINT, or TYPE) or by

_
applications programs. The spooler system is normally configured
at the tie of system startup by coumands within the SYSINIT.SUB

file that the system manager creates. If the spooler system does

not sea to be functioning, the system manager should type:

0A>SDIR ???.C)D
0A>SDIR äí?h??)

to make sure that the files 1BP.CMD, SPL.CMD, and SPCX)L.CMD are
all present on user area 0 of drive A:, and that these files have
the SYS aid R3 attributes. If these files are not present, copy
than (with the PIP conmand) from the system diskette, and if
necessary $1' them as SYS and R0 files. Do not invoke the DSP or
SPL tds, which are reserved for use by the spooler system.
Do not erase any files with extension .DSP, which the spooler
system creates and uses to manage the queues.

The SYSINIT.SUB file should include a conmand equivalent to:

w@ ÉJID [SHAREIFQQ]

to pass the [SHARED=(N] argument from the SUBMIT%nd line to
a CHSEI' line in the SYSINIT.SUB file, so that all users can
access a single copy of the DSP.CMD file. Otherwise the spooler
system will use RAM memory inefficiently.

2
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Initializing the spooler system requires a end like:

0A>SPO)L emm' 0 4 1

where after S’J1AK[' is a list of the nunbers (from the LPRS file)
of the printers that will be accessible via the spooler system.

Printer numbers range from 0 to 15. The above conmand means tint
printers 0, l, and 4 can be accessed by the SPCXIL ccmaand. These

can include nunbers corresponding to printers on other systems

that will be accessible to users on your systan via the network.
A system trust be configured for a nunber of printers within the
range of numbers that follow your SPCDL STAR!‘ ccmnand. (Since
the numbers start at zero, note that a "5-printer system" has

printer numbers ranging from 0 to 4, not 5). The system will
indicate on the screen if the STARI‘ cotrmand is successful.

In the example above, printers 2 and 3 will not be supported
by the spooler system. If you later decided to add more printers
to the qnoler system, you must first give the carmand:

@>SPG)L ‘IEIWIINATE

You can then repeat the SPOOL SI'AR‘I' conmand with a corrected
list of printers. The SPOOL TERMINATE ccmnand interrtpts all
jobs in the spooler queues. If you give a SPOOL STARI' ccumand

after a SPCDL '1ERMINA'IE command, the spooler system reprints
from the beginning any interrupted job, and restores to the
queues any files that were waiting to be printed when the
TERMINATE cotrmand was given. You should issue a SPOOL 'mRMINATE
ocmnand before you shut down the system, otherwise you will lose
all of the contents of the queue.
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Stoppingthe®oo1er9yshan

If a printer is printing useless output, a SP<I)L DELETE n
ccumand will stop print job n (after a SPCDL STATUS ccmnand, to
make sure that you specify n correctly). ‘me SPOOL '1‘EmrIINATE
conmand shits down the whole spooler system, but lets you restart
it, with the queues intact, by a SPOOL STARI' command and printer
list. The SPOOL RESEP ccnmand is a drastic way to stop the
spooler systan. Since it also erases all the queues, use this
only if you had somehow lost control of a spooler system, and had

no hope of successfully restarting it. Since any coumand that
brings the spooler system to a halt tends to disrupt other users
who are waiting for their jobs to print, users other than the
system anger should probably restrict themselves to the SPOOL
DEEEIEE mid, and should be very careful when using that.

Us:i.ngt:he?(Il:.O<?dwithlRNet

Like a logical drive or a printer, a spooler system can be a
network resource that all of the systems linked in the network
can share. A system in a network can also have a spooler system
that is not shared, but is accessible only to users on that
system. Each system in a network can have only one spooler
system, but if the system manager designates a spooler system as
a network resource, users on other systems who connect to it can
use SPCIJL calmands to send their files to its printers.

Individual users can modify the network by connecting or
disconnecting spooler systems and their terminals. 'Do do this,
use the 1%‘ menu and select option 7 (to change spooler
configuration). Equivalently, the NEI' SPOOL command can be used

to attach a remote spooler system. After either procedure, SPOOL
ccnmands from your terminal to print files are executed by the
remote mcoler system.

Besides connecting your terminal to a remote spooler, DR Net
also allows you to connect the Printer of a remote system to your
local goler. ‘lb do this, use the NEI' menu and select option 1

(to change device assignment). Equivalently, the IE!‘ DEVICE
comnmd wi be used to attach a remote printer. After either
procedure, SPIIDL cannands from your terminal to print files are
executed by the printer at the remote node. The system manager

2
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has the option of using the COt~IE'IG.NE1‘ file or network passwords

to facilitate or to restrict the ability of network users to
access other spooler systems or other printers.

Each virtual terminal in a DR Net network can be connected
to no more than one spooler system. But different virtual
terminals connected to different spooler systems can be supported
by the same physical terminal. Provided that the system manager
permits access rights to remote network resources, and provided
that the operator can rerrenber which virtual terminal is attached
to which spooler system (the NEI‘ S'I‘AT display helps), a DR Net

network linking several systems that each have spooler systems

can provide great flexibility and scope to an operator who needs

to produce printed output.

'me menu-driven NEI' program is among several Gifford
enhancements to MC-DOS that sinplifies changing DR Net printers,
queues, and spooler systems. See the Q ¿big USER'S MANUAL for
details on the menu—driven N1-TI‘ program, accessing remote queues,
the 0NFIG.NEr file, network security, and spooler systetts within
DR Net.
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SIHIIT

SIECIT dzfile parameters

The S@!IT coumand puts forth a SUBMIT file for batch
processing of kc-DOS commands and program. A SUBMIT file
nust have SB as its file type. The .SUB extension of a
SUBMIT file is not entered in a SUBMIT calmand line.

SUBIIT files are created with a text editor, such as ED or
Wordstar in non—document mode. A SUBMIT file contains one line
for each I-I:-KS oomnand with its possible options. A SUBMIT file
on user area 0 of the system drive can be called by any user.

Exarrples :

3(>SUE4IT A:BILLING

This executes a SUEHIT file on user area 3, drive A: with
the file n@ BILLING.SUB.

0A>SUHlITWKFILE

This atacantes a submit file on the current drive and user
area with the file name WRKIZ-‘ILE.SUB. If a oonmand line
calls on an 8-bit program, then the SW (or SW86, on CPU 8086
systems) czìnd uust precede the 8-bit program file name. For
exanple, if you want to run an 8-bit program called F80 on a

file called BILLINGJEOR, and then erase the file called
BILLING.ISi', your SUBMIT file would have the following lines:
A:SW F80 BII££CbK3.F‘OR
ERA BIl'..I..K.ISP

Up to ten (10) optional parameters can be included in a
SLBMIT oaunmd line. These are arguments that are substituted in
the oomnand lines of your SUBMIT file, where they trust be written as:

$0 $1 $2 $3 $4 $5 $6 $7 $8 $9
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‘me synbol $0 is replaced by the name of the SUBMIT file itself.
‘me synbols $1 through $9 are replaced by the first through ninth
parameters respectively. For example, suppose that you
had a file called AU'IwIP.SUB that consisted of the

 :IEKRESET

PIP $1: [g$2]=*.$3 [VrOw]

EM *.BAK

If you entered the SUHIIIT ccmnand:

0A>SUE~1IT ADTOPIP F 6 Doc.

then the first line of your SUHAIT file would be interpreted as

PIP F: [g6] =*.lII:[vrow]

On execution of the SUBMIT conmand above, all files of
type .DOC would be copied to user area 6 of drive F: (provided
that drive F: were ready, and that you had permission to access
user area 6, and all of the files of type .BAK in your current
user area would be erased. Similarly, the SUBMIT carmand:

].X>SUH4I'I.'AU]!0PIP G 7 TXT

would copy files of type .TXT to drive G: user area 7. ‘me $

notation lets you supply parameters to a general-purpose SUBMIT

file, so that routine tasks can be acccnplished with less effort
than if each conmand were manually entered from the keyboard.

The MC-DOS control character "P cannot be used in a .S118

file to attach or to detach a printer, but in a .SUB file you
can reassign your current user area, printer, and/or logical
drive. You can specify whether a change in assignment persists
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after the SEHlIT file has executed, or reverts to your pre—SUBMIT

values. To keep the new assigments, the .SUB file should include ;

the special man' variable $Gl‘.DBAL, as a line prior to any i

comnands that change current values. For example, suppose that
É

you call a ãBIIIT file that includes the lines:
$GLOBAL

C:
PRINTER

After this SUBMIT file has run, you will have C: as your
current drive, and printer 0 as your list device, regardless of "

what your drive and printer were before the SUBMIT command. Any
changes in user area, logical drive, or list device will revert E

to previous values if you type $1-OCAL in place of $GI.CBAL.
'_

Unless you specify $GHBAL, $LOCAL is the default value of í

reassigmaat statements in a SUBMIT file. ò

A ?it? file can be "nested" within another SUBMIT file,
but the word 'amaI'1" cannot appear within a SUBMIT file command

line. To call a .SUB file from within a .SUB file, sdastitute
the special and $11111!!! for the word SUBMIT. For exanple,
within a samrr file the line:
$INC.LUDE !Q1!E.SUB

is equivalent to typing SUBMIT MARINE at the system prctrpt, and

causes the systan to execute the ccnmands in file W\RIrE.SUB.

Tae following is an example of a SUBMIT file. This example

selects printer 1, reads a KEYS file called C!2S9S0.KE:Y to optimize
the terminal for spreadsheet use, selects user area 4 of drive B:

as the current directory area, and displays a file called
that provides the user with information on what to

do next. For this SUEIIT routine to execute correctly, it is
necessary that the KEYS.CMD and SC950.KEY files be on user area 0

or 4 of drive B:, that the text file SPREADSH.EEl' be in user area
4 of drive Bz, and that the user's account be authorized in the
PASSWD file to access user area 4. The lines beginning with
semicolons are ccmnents that are not executed.
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; Eixample of a SUHIIT file:
$GmaAL
USER 4
B:

; User will see 40> promt after SIBQIT is conpleted.
PRINTER 1

; This selects printer 1 as the current list device.
KEYS SC950

; This file loads the special function keys of the console.
TYPE SPEREADSH.EE.'I'

; This displays on the screen a file called SPREADSH.E.P.T

Omands in a SUHJIT file are executed in the order in which
they appear, "top to bottom." A conmand that cannot be executed
will halt execution of the conmands in the SIBMIT file. No more
conmands will be read from the SUHIIIT file.

In some applications the user may wish to use the dollar
sign ($) symbol as an actual command argument, rather than to
syubolize a parameter supplied in the SUBMIT command line. To

represent a "rea1" dollar sign in a .SUB file, type two dollar
signs ($$). 'l'ne SUBMIT program will interpret this as a single
dollar symbol, and as unrelated to any SUBMIT coumand parameters.

The SUBQIT file can include file passwords (see the SEI'
oouraand). Notice, however, that including file passwords in a
SUBMIT file would enable someone who could read the SLBMIT file
to learn the passwords. To maintain security in this situation,
the SUBMIT file could be kept in a protected user area, or a
password could be put on the submit file itself, or passwords

could be supplied as parameters in the SUBMIT conmand line, and

synbolized only as $1, $2, etc. in the SUBMIT file.
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Besides mwling the user to automate frequently used

sequences of comands by SUBMIT files, the MC-DOS operating
system recognizes the files SYSINIT.SUB, USERINIT.SUB, IDGIN.SUB,
IOGGJ'I'.SUB, and IIIILSUB as sequences of conmands to be

automatically executed at certain times, if files with those
names exist. See the separate descriptions of these files for
more detail m when they are executed, and in what directory
areas they smuld be located. All of these are .SUB files that
the systen manager or the individual user nust create, rather
than files distributed with the MC-DOS operating system.
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Si

Si file
‘me 91 command is used in SUBMIT files to process 8-bit

programs. The SW program is the most innovative part of Gifford
Conputer Systems‘ enhancements to Concurrent DOS. This program
enables an MC-DOS oouputer that has as its CPU (central
processing unit) a Bhcrotech MI-286 or a OarpuPro CPU 8085/88
dual processor to run 8- and 16-bit programs at the sane time.
The program SW.CMD nust be on user area 0 of drive A:.

Vmen you type in an MC-IDS command, the system first
searches the directories for a Concurrent DOS (16-bit) program
with a .CMD extension (see the CP/M OPERATIM3 SYSIE1
USER'S gig: for a discussion of the search order for files). If
a .CMD file is not found, the shell automatically runs SW, which
searches for a CP/M-80 (8-bit) program with the .COM extension.

If the .COM file is found, SW allocates a contiguous 64K

block of menory. This block is loaded with the switching code

(about BK), and the .CCI-i program The program is then run in
this transient program area of RAM.

If the .CCM file is not found, SW gives the message:

Program file cannot be opened

If the system cannot find the SW.CMD file on user 0 of drive
A:, it gives the message:

?Ca1't find oír]
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When running CP/M-80 programs, SW processes all system calls
in the 16-bit environment. It simulates CP/M-80 system calls so

that progr? run exactly as if they are in a CP/M—80

environment, except that the system calls are executed much

faster. Si also handles MP/M II queue calls.
The 3'1 ooamand has to be specified in a submit file if the

file is to call on 8-bit programs. If you want to run an 8-bit
progrm called F80 on a file called BILLINGJEOR, your SUBMIT file
would have the following line:

A:SW F80 BILLIMEJOR

The Si‘ program enables the system to support 8-bit
compatible GP/M programs, and also 8-bit MP/M II stibleprogrm. Si enables MP/M II queue calls, which differ from the
queue ails of Concurrent DOS.

2
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S86 oír! arguments

'me S1186 conmand is used in oarmand lines and SLEIIIT files
to process 8-bit .OEM programs on systems having the CPU

8086/87. ‘me SW86 program causes the 8086 to function as a Z80

emulator. 'Ihis program enables the system to run both 8- and

16-bit prograns at the same time with a 16-bit only processor.
'Ihe progrm SW86.CMD trust be on user 0 of drive A:.

In order to run 8-bit programs on an 8086 processor system,

you mist type SW86 followed by the name (but not the .CQ4

extension) of an 8-bit comrand file. 'Ihe shell searches for a
CP/M-80 (8-bit) program with the .COM extension. For exasrple:

3B>SPB6 WS

'Ihis allows an 8086 system to load and execute the 8-bìt oonmand

file WS.CCM, if this file is found in user area 0 of drive A:

with the SYS and R0 attributes. If the .COM file is found, SW86

allocates a contiguous 64K block of memory. This block is loaded
with the switching code (about BK), and the .COM program. The

program is then run in this transient program area of RAM.

If the .CIM file is not found, SW86 gives the message:

Progra file cannot be speed

If the system cannot find the 3486,0141: file on user 0 of
drive A:. it gives the message:

?Can't find aim‘!

2
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When nmning CP/M-80 programs, SW86 processes all system

calls in me l6-bit enviromnent. It sinulates CP/M-80 system

calls so that progr? run exactly as if they are in a CP/M-80

Envirornent, excqm that the system calls are executed much

aster.

The % calmand has to be specified in a submit file if the
file is bo call on 8-bit programs. If you want to nm an 8-bit
progrm called F80 on a file called BILLING.FOR, your SJBMIT file
would have the following line:

A:SW86 F80 BILLIIGJVOR

The S86 program enables the system to support 8-bit
conpatible CP/M prograxrs, and also 8-bit MP/M II compatible
progrm. $386 enables MP/M II queue calls, which differ from
the queue calls of Concurrent DOS.

2
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The SYS®i program copies the system tracks fran one 8-inch
floppy diskette (the "source) onto another diskette (the
"destination"). Unlike the CPY program, which nust have
physically identical source and destination diskettes, SYSGEN

will accept different formats in the source and destination
drives. Double-sided or single-sided diskettes can be used for
source or destination, but both source and destination nust be

double-density (1024 byte sectors).

Gifford's MC-DOS operating system requires a system diskette
to be in the left-hand floppy disk drive (if your system has two

floppy drives), when the system is powered up, like the ignition
key of a car. 'lb avoid potential problems if a system diskette
is damaged, SYSGEN or CPY should be used to make backup copies of
the system diskette.

If your MC-DOS software is modified (to accoumodate changes

in your hardware configuration, or to install updates of the
operating system software) the SYSGEN utility can be used to
create new system diskettes. A special portion of every diskette
is reserved for the 'system tracks," which cannot be read or
modified by any program or ooumand except SYSGEN, CPY, and the
destructive FORMAT program. SYSGIN and CP! are able to write or
copy files on the reserved part of a diskette.

SYS@i can be used to copy the system tracks from a system

diskette to another diskette; or to copy the system tracks to
nlennry, so that a computer with only one floppy diskette can

create a system diskette by copying the system tracks back from
memory to a diskette. Readers with only one floppy disk drive
cannot use the CPY program to create a system diskette.

To use SYSGEN, place a system diskette that you intend to
use as the source in the left-hand floppy drive, and put a newly
formatted blank diskette in the right-hand floppy drive, if you
have two floppy drives.

2
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Type:

0A>SYSmi

and the program responds with the following:

System Track lhintenance Progra Rev 1.1
Oi1dlhu10pti.ons:
Sysgen disk to disk.
Single drive qrsgal.
Sysgen file to disk.
Exit to the system.

qrtiai:

If you have a system with two floppy disk drives, type (C)

(without $11121). If you have a system with only one 8-inch
floppy drive, type (0) (with no REIURN).

If you selected option C, the program responds:

Enter sates drive:

Type the logical drive designation for the source drive
(without pressing REIUIW) and the program will rewond:

Enter destination drive:

Type the logical drive designation for the destination drive
(without pressing RETUIN) and the program will respond:

Presalylneytocontinnesysgenoroontrol-Ctodaort.

2
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If you type any key (other than ^C) to continue, the program
then copies the system tracks onto the destination diskette.
men the process is oalplete, the program responds:

Pcnztimozqalete.
Press arg key to oontitue.

Use option F to use the boot file and the loader file to
generate system tracks. 'lype (F) without pressing REIUHW from
the ocxaaand menu and the program responds:

Brberbootfilen?z

Type thenameoftheboot file followedbvyaREIUIN. The

program then pronpts:

Hxterlnaderfilenane:

Type the nme of the loader file followed by a RETURN. 'me

program responds:

Eater destination drive:

Type the drive destination for the destination drive without
pressing REIUH-I and the program will respond:

Preasarykeytooonntimesysgenorcontrol-Ctowort.

2
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If you type any key to continue, the program then copies the
system trwks onto the destination drive. When the process IS
couplete, the program responds:

Puctianxlete.
Pressagbeybocontime.

If you select option 0 for a single drive SYSQ4, the
program reqaondsz

litter source/destixntion drive:

Type the drive designation for the source/destination drive
(without pressing REITJRG) and the program will respond:

Pressmylaeytocontimesysgenorcontrol-Ctodlcrt.

If you type any key to continue, tm program rewonds:

Enchan3edisks,pressElI!ltoconti1ueorcontro1-Ctodaort.

‘me program then copies the system tracks onto the
destination diskette. men the process is complete, the program
rewonds:

?ructimc?lete.
Pressaglaeybooontime.

'me system tracks have been copied, but the file MC.DOS
must be on the diskette before it can be used to boot the system.
Use PIP to copy LKLDCS and any additional files that you want
to add to the new system diskettes.
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SIIC

'me SYNC ccmnand flushes the cache buffer onto the hard
disk. This prevents loss of data in case of a power failure or a
system reset. MC-DOS automatically flushes the cache buffer
every 30 seconds, so under normal circumstances it is unnecessary
to run SYDC.

2
.

5-SYIK}-1

(X



SISIIIT

SYSI!iIT.(M) is an optional program file which will run when

you start up the system. '1his program file can be used to
customizeyour syst by executing a program which mist be part
of your startup procedure. SYSINIT.CMD has limited application
on most system. 'lhe file SYSINIT.SUB will have greater value to
most users. Refer to Section 2.5-srsnumsm.

The maintenance of this file falls under the jurisdiction of
the system meager. It is discussed again in (ham 3.



S!S@T.$l
SYSINI'r.BPN is an optional banner file. ‘me contents of the

file are displayed above the Name: prarpt before a user logs in
to the qrstem. The banner appears again after the user logs out
of the system. The SYSINITJBAN file nust exist in user area 0 of
drive A: for the banner message to be displayed.

You can create your om company banner using m or
Wor$tai in non-document mode. An exanple banner file might
look li e:

-u
Gliíal?üìSïã?ì?illllbl-ïì?VE£IlB!IIJ‘l!)'.l!iEilIll.’D(E".E

E-?B S!S$!
'me -[Y characters on the first line of the file are

ooumands to clear the video screen. This allows the message to
appear at the top of the screen. You should refer to the
documentation on your terminals to see what escape sequence

is used to clear the screen.

'me maintenance of the SYSINI'1‘.BAN file falls under the
jurisdiction of the system manager. It is discussed again .in
Chapter 3.

Each ooaputer within a network can have a different
SYSINIT.BAN file. If a NEIMOID file exists on user area 0 of
drive A: of the system node, that banner is displayed above the
SYSINI'1‘.BA? message on all terminals on the network.

2. S-SYSINIT.BAN-1
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S!SI!II'l'.%

SYSIRI'1'.SUB is an optional file containing Odí?s which
are to be executed as part of the startup procedure. 'mis will be

a useful file if you have initialization procedures you want to
execute on startup. SYSINIT.SU.B should be located on user area 0

of drive In.
'me following exanple shows how you might use SYSINI'1'.SUB to

initialize the spooler system for printers 0 and l. The contents
of the file are as follows:

; file %I?I'1'.SB fileforinitializzingthespooler.
s1=om.smu-01

It is not necessary to include GEPMINIT in the SYSINIT.SUB

file to iglement virtual terminals. 'mis is because CCPMINIT is
run autcetically if it exists on user area 0 of drive A: when an
II:—DOS system is powered up or reset.

The maintenance of SYSINI'1‘.SUB falls under the jurisdiction
of the systen manager. It is discussed again in Chmter 3. See

the dexription of the SUBMIT conmand for details on .SUB files
in K!-KB.
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525$!‘ [Option]
sram [option c m

The SYS'mT command displays information about the internal
status of your MC-DOS system. SYSTAT is used to identify what

systen and user processes are running, what physical terminals,
virtual terminals, and printers are attached to than, their
current state of activity, their sim and location in mmory,
their foreground or background status, what queues exist, and

other characteristics of the system. Type SYSBAT and you see:

Which Optic: ?

—>

Like AP, CLWK, NET, DEOUSER, and the TIMELOG utility,
SYSTM‘ can function as an interactive program whose menu prompts
you to indicate by a keystroke the type of information that you
seek. Like NET it can also function in coumand mode, so that
the experienced user can give unprompted options and modifiers
in a single coumand line that produces the desired display.

‘me SYSTAT display provides a much more detailed description
of the system than do the CONSOLE, PRIMER, or Wm utilities, but
for most users the SYSTAT description is so volmninous aid
technical that it may not seen very informative. In fact, SYS'mT

is not an ordinary system coumand intended for non-technical
users, but a programming and diagnostic tool like the ASM86 and
DDT86 routines. It is not discussed in the OOIIIIRRENI‘ CP[§
OPHRATIING SYSHM USER'S GUIDE (where the systan oonmands are
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described), but in the ®UJRRENI‘ CP/M

 'S
@'ERE!\KIE

GUIDE, which is not light reading. Why did Digital Research

Inc. write a menu—interface for this command, so that
novice users who are struggling to use PIP can easily use SYSTAT?

In a word, diagnostics. 'I‘he right SYS'1_'A'I' comnawd can
sometimes he very informative when something seats to be wrong.

For exqle, suppose that a printer suddenly won't work. If itis not out of ribbon or paper, try looking at the problan with
srsmr. Type the "SYSTA'I" keyword, and when the menu is
displayed, select option C ("Consoles"). Press RETUHJ when the
program aim if you want a continuous display, since that will
not be necessary. The screen will show a display that begins:

PH!SI$’aVIRl1EI.
%£%£!?BS'l3.'£E

W W 51211 BP£X,HIFP

W 01 É KRB,HIFF
W 02 Iogin BKX.HlFF
W 03 É BHI|HIEF
01 04 S211 BK'X,E|FF,“P
01 05 GEE HIHLHJPF
01 06 Login BPCK,EJFE‘
01 07 S211 sacK.an=r
02 08 SYSET FllE.HJFP
02 09 Shell BQJIFF
02 Q login BPCKpHJ!'.E'
02 W SE11 BKIGBJFF
03 W IB KlE,E]F!‘
03 (I) Sell BP£X,HJPP

The mystery is solved: the number 4 virtual console has

attached itself to a printer with a control character ‘P (shown

at the far right), and then switched to background node to allow
dBmE to run from the same physical console. 'lb free the
printer, the operator must switch virtual console 4 to the
foregrotnd and type “P again to toggle it OFF. Now other users
can ace@ that printer.
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'no me SYSTAT in coanand—driven mode, supply the sam letter
prompts that appear in the menu, but enclose than in a pair of
square brackets ([1). Several options can also accept a "C"

arguuent, to refresh the display every H seconds, for H scme
hexadecimal number. SYSTAT in comnand mode seems to be the only
MC-DOS camand that cannot be executed if the user fails to
supply a matching right bracket (l) as the last character in the
oonmand lire.

msides the special uses of SYSIAT already described, SYSTAT

may be helpful if you ever experience trouble with your systen,
since your dealer may ask you to select SYS'mT options and describe
the display. Readers who use their system primarily for software
deve loptaut should study the CONIJRRENI‘ cyu OPERATIIB SYSTEM

 'S
GUIDE for more information on the SYSTAT

comand, whose features and applications are beyond the scope of
this manual.
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'me rum cmuand measures how long it takes for a program to
run. THE can run with any program or SUBMIT file. For exanple,
to tim the file BILLING.CMD, give the command:

BTU@ BIILBG

'me 'THE program will display on your screen the elapsed time:

Elapsed t'nve=0O:04:29

To time an 8-bit program, you must precede it with an "SW"

on systm based on the CPU 8085/88 or MI-286 dual processors),
or with al "3386" for systems based on the CPU 8086/87. Ask your
system nmaager if you do not know what kind of CPU your computer
has. In a ¡l! Net local area network that includes several types
of cowumrs, the choice of SW or 91786 depends on whether your
local node has an 8088. For exanple, suppose that you are
working on a cowuter with an 8085/88, and you want to find out
how long it takes the 8-bit program DBASE.mM to run the program
Fnman You should enter the conmand line:

ZDTIIESVEASEFIIER

The TIME utility is helpful in "benchmarking" program. It
can assist the system manager in determining how different MC-ms

configurations or different operating conditions affect the speed

of the system.
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'l.'IlE%.(X)
The '1'IMEl'.0G.CMD file allows you to use dBASE II to report

the access of specific accounts and terminals. To use this
program, you must be in user area 0 of drive A:. Give the
command’

 TDE£E
The screen displays a menu of reports that you can

produce:

Hereareyouropticnsfortinelogreports:

Reportaccessbyaspecificdevice,a1laccounts
Ibportaccesbya].1aoco1mts&devices,s1btota1tydevice
@ortarx:essbya]J.devices&acootmts,s1btota1byacco\mt
ktumtotheqaeratingsystm

oxmmunw

II
II
II
II
M
II

Account names are the login names that appear as the first
entry in the password file. ‘lb specify a device, give a device
name that appears in the fifth field of the TIYS file (usually
0 through 6). Enter a nunber (1 through 6) to select your
option.

Each time you run a report, TIMEDOG asks you for a file name

for the report. mce the report is finished, you can TYPE the
report on the screen, send it to the printer with the PRINT
coumand, or edit it with ED or Wordstar.
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'me Tï??mälB file is used to maintain the 'I'IM?.OGX.DBF

database. TI!-!El’.oGX.l5BF is a dBASE II database used to prepare
records be on the file WTMP. Use TIMELoG.SUB to create the
database or to append the database if it already exists. Give
the pad: i

%>SURlIT'I'I!'E’£X3

This program copies all entries from the WTMP file, writes
than to the database, erases the WTMP file, and restarts the WIMP

file. Ierform this step when there are no other users on the
system, so that your database is complete.

Use ams II to view the TIMEIJOGX.DBF file. You can use the
utilities in the dBASE II oomnand file called TIME'.[DG.CMD to
prepare 'mmm reports. 'Ib use dBASE II on TIMEDOGX.DBF you
must be in user area 0.
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The 'ITYS file describes characteristics of each terminal or
modem used on the system.

An exaple of the TIYS file is:

82n:oonsole:System support
82n:tty1,front:Interfacer 3 port 0

82n:tty2,sales:Interfacer 3 port l
9:0:
9:0:
9:0:

Entries in the file have the following format:

EV #:EAUD RATE:HBNDSHBKING:PRUHIIXATEY NNME?1lQE%?S

\1 \2 \3 \4 \5 \6

1. tie: of the device, corresponding to the connector label
on the back panel. Nuxrbers begin with 0.

2. Terminal baud rate; the default is 9600. Baud rates
correqaond to the following:

0 = 9600
110
300
600

1200
1800
2400
4800
9600

19200
0 = automatic baud rate detection for modem.

I--ooo~1a\u1.>wm+-v

II
ll
ll
ll
II
ll
ll
II

The automatic baud rate detection for modems only works for
300 and 1200 baud. 'lb use this feature, pin-20 on the RS-232

connectornustbewiredtothespeeddetectpinon themodem.
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3. tptial IS-232 hardware handshaking. Hardware handshaking
is not required for most terminals; the default is 0. If
handshaking is necessary, enter the number corresponding to
the type of handshaking needed from the following:

Ho handshaking
Hardware handshaking (UPR) (RS-232 pìn-ZO)

Software handshaking (X01/XOFF)

= lhserved for custom application

0
1
2
3

4. Optial cczmicatiaas protocol. 'Ibis is a three character
entry. The default protocol is 8 data bits, 2 stop bits, and

no parity, which are the settings for most terminals. If you
need to change this, select the configuration you need from
the tdale below and enter the three characters without any
spaces. For exaqale, if your terminal requires a protocol of
7 data bits, 2 stqa bits, even parity, enter 7215 in. field 4.

lata bits Stop bits Parity

8 2 N (none)
7 l 0 (odd)

E (even)

5. Terlinal nae of up to 8 characters with no spaces.
me terminal name is often entered as "console" for the
sysbaa console, "ttyl" for terminal l, "tty2" for terminal 2,

etc. This field is used to identify the location on the
systa of a user in many MC-DOS utilities. Many terminal
mas can be listed, separated by conmas with no spaces.

6. qvtitml cczents field. 'me comuents field can give
inforrmtion of potential value to users, such as the location
and RS-232 port.
In the exanple '1'I'YS file on the previous page, terminal 0

(the system console) comnunicates at 19200 baud, uses the
standard communications protocol (8 data bits, 2 stop bits and no
paritY): and has the terminal name "console." You could change

the nms to correspond with the physical location of the
terminals. This is handy if you have to use the Amar process to
free a ‘locked’ terminal.
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'Ihe TPYS file can be modified while the systaa is running in
multiuser mode. (hoe the file has been modified, type:

OA>&EI'

This will reset the system to the new specifications without
theneedtoshutdownthesystem.

'1he nunber of terminals and modems that can be supported by
an MC-DOS system is specified in the XIOS (extended input/output
system). If a system is reconfigured to support a greater nunber

of terminals and modem than was known to Gifford when the system

was ordered, it may be necessary to install a larger XIOS. Read

the Gifford publication CIJSIOMIZING YUJR MULITUSR CITE?!‘ IDS
SYS?M for details on how to modify the X106.

The maintenance of this file falls under the jurisdiction of
the system manager. It is discussed again in Chapter 3.
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TYPE dsfiìe, d:fí1e, ..., d:file [PAGE]
TYPE d:fi1e(s) [Pn]

nm d:ri)se(s) >d:file
TIE d:fi1e(s) Oink >d:file

The TYPE cmlnand displays ASCII (printable) files on your
terminal screen. TYPE can be used to look at the contents of
text files or data files, either locally or across a DR Net
network. with the > option, TYPE oonbines a list of files
without displaying them, creating a file whose name follows the >

synbol. Used in conjunction with the MC-DOS control character
"P, it cm send files to your current printer. For example, the
conmand:

0A>TYPEV'I'1'YS

followed by the control character ^P before pressing REIURN,

lists your VTIYS file on the terminal screen and also causes your
current printer to print the V‘1‘1‘YS file. This procedure will not
take advantage of special printer control oonmands (such as pitch
control or boldface) offered by word processing programs such as
Wordstar. 'me printer will continue to echo the screen of your
terminal until you type another "P.

You can TYPE a file (or a list of files) that is on another
logical drive. For example:

7D‘1'YEE A:PARI'l.'I'XT, A:PAK['2.'I'XT, C:PAR'I'3.TXT, PARI'4.TXT

'mis exgle will display (without pausing between files) the
files 1=aa-r1.Tx'1' and PAKl‘2.'1'xT from user area 7 of drive A:, the
file Panam from use: area 7 of drive C:, and the file
PARI'4.Tx'r from user area 7 of drive B:. The conmas in the
exattple àaove are optìonal, but a blank space trust separate
each file name in a TYPE conmand to type a list of files.
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To display files in other user areas, specify the user nuwber

either before the colon (z) or before the drive letter. Thus,
"5C:" or "C5:" denotes "drive C:, user area 5.'' For example,

7B>'.lYPE AO:PASSM)

diwlays the PASSWD file on user area 0 of drive A:.

‘1YPEwiththe>synbolcanbeused insteadofPIPtooopya
file or list of files to a file whose name follows the > synbol.
This option does not display files on the screen. For example,

SDTYPE DÄSHER DANCER IINNER BLITZEN >B:REINDEER.l1II

creates a file called REImEER.DOC in user area 5 of drive B:

that conbines four files from the current user area in the order
listed (DASHER first, BLITZ}:-N last). This has the effect of:

5(>PIP

B: . 
DANCER DCIWER BLITZEN

Wildcard characters (*, ?) can be used in the file
specification of a TYPE command line to display all the files
that match the specification. Wildcards can also be used with
the > option to carbine files. 'Ib display all files of type .DOC

in user area 6 of drive B:, you can use the conmand line:

6A>TYPE B:*.lIX!

Besides the > symbol, TYPE accepts two options, [P?]
and [Pn]. If neither is specified in a TYPE oomuand line, the
display scrolls continuously. The scrolling can be stopped with
"S, continued with "Q, and abandoned with "X or “C.
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The [P?] option displays 24 lines, and then waits until
any key is pressed to continue. The [Pn] option displays n lines
at a time before pausing for a keystroke to continue. There must

bea space between the option and the last file name. If a TYPE

coumand to display a list of files ends with either option, the
option qzplies to every file on the list. For example:

&>‘1'YPE EETJIII FDELJKI [P48]

This displays DRAE'1‘.D(I: and FINAL.D(II from the current user
area, pausing every 48 lines for a keystroke to continue.

Diq>layimPiJ.escnOtherNodesofal11NetNeuvork

To use the TYPE ooumand to display a file over a DR Net
network, your terminal mst be connected via the network to the
remote drive whose file you intend to display. For example,
suppose that you want to display a file called 'I'ESI'.D02 which is
located on user area 2 of drive C: on the SALE system. You must

first connect to drive C: on the SALE'S system by typing:

0h>NEI'?EI‘@SALES

You can now use the TYPE comnand to display the file called
TESLDKIZ that is stored on user area 0 of drive C: of the SALES

systm by typing:

0A>TYPE %.l1IZ@SAI.ES

Note that the TYPE command with MC-DOS control character "P

cannot be used to display a file on a printer attached to a

different system within a DR Net network.

'I‘he1YPEccmuand described in the GNCURRENICPJM OPERATING
SYSTEM we GUIm is different in several ways from TYPE in
Gifford‘s EEC-DOS.
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'me UPPIME oonmand displays the amount of time that a system
has been up and running since last being rebooted. The UPTIME
command can be run locally and across the network.

If you type:

GEXEHEM

from the local system called "service," the system responds with:

Service las been lg for 1 + 02:10

That is, “one day, two hours, and ten minutes."

‘no check the uptime for a particular node across the
network, type UPPIME @, followed by the name of the remote node.

For example, if you type:

0A>UP1'IME BSALES

The systaa might respond with the following display:

Node sales has been up for 03:48

To get a listing for all of the systems attached to the network,
type the following:

 @
2
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An ash; of a possible display from this ooxmnand is
presented belaaw:

Node sans-2 dam 21:26
Node we aun 3+o1=22
una@ ms w 02:47
node

is up 10:15
node xa up 12:24
node was up 2ro2:o7
node sus Q 03:50

‘me WH@ coumand provides a tool with which the system
manager can muito: system operations.



$11
‘me L@ command will change the current user más: ton,

where n is an integer with value between 0 and 15. For sample:

mmm 6

'mis returns the praqat:

GA>

If you type the keyword USER without indicating a number,

the wstem will promtz

Enbanawmeru?aer:

’IheI%cuunandcannotbeused toaccessuser areas that
are not specified in your login account in the PASS@ file. For
exmle, if you try to access restricted user area 6 from
unrestricted user area 5, the screen will display:

ïuuåraftlaaveperlìsimtoarzcessnxserareaô.
Usamúer=5

Seethe CP/M SYSÉBQÉSGEIIEÍOIadditional information about the USER command.
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L%IRIT.CMD is an optional program which will run when a

user log in to the system. 'Ibis program file can be used to
customise your system by executing a program which mast be part
of the lqin procedure. USERINI'1'.CMD has limited Qplication on
most systas. ‘me USERINIT.SUB file will have greater value to
most users.

The mintenance of this file falls under the jurisdiction of
the systsmanager. It is discussed again in Chapter 3.

2
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tBwINIT.SUB is an optional file containing aha which
are to be executed as part of the login procedure. A s?lefile, UÉITåAM, is supplied with the system. The sale file
has the following entries: ,

S?le
This SEBGZT file runs automatically each time a user logs in.
'Ibis file types out mail (if any): and lists the .Bãiš files
to remind users to delete them.

MAIL -A
DIR *.BAK

CO

`O

‘O

U.

The maintenance of this file falls under the jurisdiction of
the system manager. It is disaxssed again in Chapter 3.
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The arm? file is automatically created when you boot the
system. Booting the wstem also automatically puts a special
password m the UTMP file. Only the operating systm itself can

use this password, which prevents any person or program but the
operating system from modifying the UTMP file.

If you do not wish to restrict access to the UT!-IP file,
simplyt1setheSE'1‘cc:Im'=1ndtoturnPR{)'m(I'I'0FFonthe labelof
drive A:. ‘Ibis will disable password protection on all of the
files of drive Az. Que in use, the UTMP file has the format:

ttyl livid 12 16642132392034 7221982

The first three fields are the physical terminal nana, the
relative virtual terxúnal mmber, and the account name. The

other fields are:

12 1664 21 32 39 203 4 7 22 1982

\ \ \ \ \ \ \ \l 2 3 4 5 6 7 8

l. Virtual tenninal number.

2. Days since January 1st, 1978.

3. &:ot theday (24 hour clock).

4. Hinata of the hour.

5. San@ of the minute.

6. Julia äyof the year (1-366)

7. Day of the week (Sunday = 0, Monday = l, Tuesday = 2, etc.)

8. mt: in mnth-day-year format.

The ERP file is discussed in more detail in (later 3.
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‘me WEE program allows you to change dynamically certain
backgrotmd operating characteristics of your virtual terminals.
'me VCMCIE mad only affects the virtual terminal that is in
the foregrotmd at the time when you give the oonman?: but itspecifies how the operating system will treat output from that
virtual terminal if it is later switched to the backgrotmd (that
is, when it is not attached to your physical screen). o

The VOIE program allows you to select the way that each of
your virtual terminals will handle characters output by back-
ground processes (programs attached to virtual terminals that you
are not currently monitoring). The VCMIDE cmmand allows you to
specify that output from a background virtual terminal is treated
in any of ?xree ways:

(l) Es, or saved in a disk buffer for display when

you reattach the virtual terminal to the physical screen;
(2) DYNAMIC, or displayed on your screen as it is produced

while another process runs in the foreground; .
(3) FLUSH, or discarded.

'me í@ mode saves the first n kilobytes (n times 1024

characters) that any application program attenpts to output to a
background screen, and stores those characters in a t?orary
buffer area of your hard disk. You can specify the size
of the buffer area with the SIZE--n option of the VCME program.
To cause the current virtual terminal screen to operate in
mum mode, type the ccmnand:

2
.
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To set the maximnn size of the buffer to 16 kilobytes, type:

GBWOIIE SIZE=16

If you invoke a program and then switch your screen to
another virtual terminal, up to 16K of background output (in this
exmle) could be sent to the disk buffer. If this buffer fills
up, your background program will pause as soon as it tries to
send an additional character to the buffer. When you switch back

to a imam virtual terminal that has sent screen output to
the disk, my characters stored in the disk buffer are inmedi-
ately sent to your screen, and the program resumes execution.
The t?orary buffer files are automatically erased fran the disk
after ?ì@ output is displayed to the screen. The MC-DOS

control characters "S and “Q, described on page 2.3-2, can be
used to control the scrolling of screen output, or the "P control
character wm be used to list the output on your current printer.

Ycu mst be in BUFFERED mode to use the SIZE option, and

there ma be enough space on logical drive A: for the buffer.
(Note that the virtual terminal buffers controlled by the VCMCDE

program are not directly related to the MC-DOS cache buffer.)
The default mode for output from background virtual terminals is
BONE, the mode appropriate for most business amlications.

In sane programming and technical applications, however, itis helpful to see output in real time from a background process.
The DYWLHIC option of VCMCDE allows you monitor screen output as

it is moduced by a detached program, without concern that the
background process will pause if your disk buffer becomes full.
A background virtual terminal in DYNAMIC mode sends character
output directly to the screen, rather than to a dià: buffer.
'Ihe following exmle shows how to select DYNAMIC mde for your
current virtual terminal:

9A>V()£1E£).'iNAMIC

Bacingro?lhdeforvirunallerninalnsettoqrrxaicwitlxoxtptxt

2
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If you invoke a program from a virtual terminal whose VCMCDE

status is "DYNAMIC mode with output," the character output willbe displayed on screen, even if you switch to another virtual
terminal. That is, even though your keyboard and screen are
attached to a different foreground virtual terminal, a progran
running in the background on a DYNAMIC virtual terminal can stillwrite to your physical screen.

Since output fran two programs can be confusing if you are
running a visually-oriented foreground program like a spreadsheet
or word processor, VCIME also provides a mm option to suppress
screen output from a background virtual terminal. For exmle:

SCSVCKJEFIUSH

Ex:kgro\nl!bdeforViru1alTerlinalnsettoDynaIicvi1:hFl&i11g

'Ihis differs from the SUSPEND option of the CHSET end (which
makes a background process pause until reattached to the screen)
in, that FLUSI allows a backgrotmd process to run to ccwleticn.

with the mm option, characters sent to the screen by a
backgrotmd process go neither to the screen nor to a disk buffer,
but are discarded, and go nowhere. The FLUSH node prevents a
background virtual terminal from sending characters to the
screen, even when you bring that virtual terminal back to the
foreground. when you return to a virtual terminal that is
operating in FLUSH mode, the screen will not display my output,
but will only show what was on the screen prior to switching to

‘me HEEP option of VCMGDE displays information ®ot;tt the
VC!-ICIE program. Ifiiyou type: i

®VC!KIE ¡EAP

your screen will display a general description of the venom
conmand, including all of VCM(DE's primary command argxaents.

2
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If you type the keyword VCMLDE without an argtnent, as in:

8B>'V'C!‘%

your screen will tell you the background mode of your current
virtual term'nal. If its status is BUFFERED, for examle, the
progrm will show the size of the disk buffer:

Bacltgro?lbdefotviruaalwerninal Oisnuffered
lhxinnfi1esize= 10K

Becaise each virtual terminal is independent, a VCMODE
conmand given from one virtual terminal cannot change the status
of another virtual terminal, even if both are supported by the
same physical terminal.

then you use VCMIDE to select the background screen output
mode of a virtual terminal, that mode persists until you change

it with another VCMCDE oonmand, or until the MC-DOS system is
reset or powered down. Neither switching the electrical power of
a physical terminal OFF nor entering a LOGCIJT comnmd will
restore a DYNAMIC virtual terminal to the default HIHERED mode.

'the VCHCDE coumnd in MC-DOS has DYNAMIC and FLUSH functions
that are different from those of the standard Digital Research
VQQGE std. 'me description of the VCMCDE DYNAMIC option in
the CP@ OPERATING SYSTEM USER'S GUIDE does not apply
to your pr:-nos system.

2
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VT950.KE

VT950.KEY is a sample file included on the Virtual Terminals
Master Diskette that allows you to program function keys for use
with the VT program. V'1‘950.KEY is a function key tmplate to
switch VT screens for Televideo 950 or Freedan 200 terminals that
have been xmgraded with extra pages of internal RAM. The
VT950.KEY file that is on your master diskette is writtam to
program function keys one (l) through four (4) to switch directly
to the first through fourth VT screens respectively.

The any below describes the ftmction keys that the
VT9SO.KEY file programs to cause VT to switch screens.

VT950.m(: KEYS tenplate for Televideo 950 and Freedom 200

Function Key character Sequence VT Function
Fl (^ ) 0 Switch to first VT Screen
F2 (^:) l Switch to second VT Screen
F3 ("_) 2 Switch to third VT Screen
F4 (^ ) 3 Switch to fourth vr screen ‘V

Tb progrmt your Televideo 950 or Freedom 200 function keys

using this tmlate, type:

%>KEYS VT950

After you enter the above line from your terminal, pressing
key F1 will switch you to the first VT screen, F2 to the second,
F3 to the third, and F4 to the fourth. If for any reason your
terminal is turned OFF, your Televideo function keys will be

cleared and you must run the KEYS program again. Rebooting the
systan Goa not by itself require you to run the KEYS progral
again unless your terminal was turned OFF in the process.

Seesection 30:‘. the VIRTUAL  USEZ'S MAEIiãL

for aáditional information.
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V'1II!S30.KEY is a sample file included on the Virtual Terminals

Master Diskette that allows you to program function keys for use

with the V!‘ program. V'I'GCS80.KEY is a function key t?late to
switch VT screens for the GCS-80 (CIT-80) terminal that has been
upgraded with extra pages of internal RAM. 'me V'IGCS30.KEY file
that is cu your master diskette is written to program the top
four keys cn the l8-hey pad, left to right, to switch to virtual
terminal screets one through four respectively.

_
'me saúary below describes the function keys that the

V'1GCS8.I<!:Y file programs to cause VT to switch screens.

V’If£S80.!@: KEYS template for GCSBO terminal
Function ¡ey Character Sequenoe VT Fmction

(DL I@ ("_) 0 Switch to first VT Screen
COPY BLQZK ("_) l Switch to second VT Screen
WRITE aocx ("_) 2 Switch to third VT screen
BILEK E. ("_) 3 Switch to fourth VT Screen

To progrm your (I:S—80 function keys using this tanplate.
type:

0A>KEi'S VEGCSEO

After you enter the above line from your terminal, pressing
the CDI. HE key will switch you to the first VT screen, COPY BLCCK

to the seccnd, WRITE BLCXZK to the third, and BImK DEL to the
fourth. If for any reason your terminal is turned OFF, your
function lays will be cleared and you must run the KEYS program
again. Rebooting the system does not by itself require you to
run the KEYS program again mless your terminal was turned OFF in
the process.

See tin VIRTUAL 'ÉQINAIS USER'S MANJAL for additional
informatica.
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The VTIYS file is an ASCII file, much like the ‘HTS file,
that tells the Virtual Terminals program what terminals on your
system can support virtual terminals and describes some technical
characteristics of these terminals. The VTIYS file contains a
series of lines, each of which describes one physical terminal
intenkd for use as virtual terminals. Every physical terminal
with additional screens must have an entry in the VTIYS file in
order to be supported by virtual terminals. If the terminal does

not have a1 entry in the VTIYS file, that terminal will be

treated a a standard, single-page terminal. The V'ITYS file is
read by the CEPMINITCMD program during the boot sequence, and
must reside on user area 0 of drive A: in order for Virtual
Terminals to operate.

The VTIYS file mast conform to the physical terminals on

your systa. If you add or switch physical terminals, your VTEYS

file must be modified to reflect the change.

The master diskette contains a V'ITYS.SAM sample file which \/oontairs lines that can be used as a model in the initial
creation of the VTTYS file. See the VIRTUAL TERMINAIS USm‘S
MAMJAL, Section 1, for additional information.
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?ienode
ilnaccounts
VB)-option ...iH3“'terIinal
II!) zprogram

The iii) oonmand lists the account names of users currently
logged in to each system attached to the network. ‘Ibis list of
acccxmt rïs also includes the terminal name, the virtual
terminal amber ("con"), the current program, the time that each

account logged in, the amount of time that each user has been

logged in to the system, and the amount of time that has elapsed
since the last keystroke was made on the foreground virtual
terminal. For thewmcormuand towork, theUTMPfilenustbeon
user area 0 of drive A:.

If you type FH), a listing similar to the one below will be

dimlayed on your screen for the accounts currently logged in to
the local system:

wedJm&,].9842:54p
'1’cta1e£5users1oggedin

111 hetliml cm progrm time period idle
nancy cmsole 00 * 9:22 a 5:31 9:02
hm ttyl 04 *WB 9:36 a 5:17
trim tty2 09 *ED 9:01 an 5:52

Listed below is a definition of each of the columns of
informtion displayed above:

nae: lheaccotmtnameusedto log intothesystem.

terminal: The physical terminal's name from the ‘HTS file.
console: ‘?re virtual terminal number. This nunber is required by
the Aí' program.
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progra: The progrm that the user is currently rurming. 'lhe
asterisk that is displayed before the program name indicates that
this is the foreground terminal. If there is no program name next
to this asterisk, this means that the user is currently not
running any program The terminal is most likely at the BE-IDS

pronpt.

tine:'i'hetimeofdaythattheuser loggedintotheqrstem.

period: 'meannuntoftimethattheuserhasbeenloggedinto
the system If this field is empty, the vm progrm was unable
to calculate this time period.

idle: Theamountoftimethathaselapsedsincetheuserlast
entered a keystrokes on the terminal. This is useful for checking
to see if saneone is at their terminal before you use theWRITE
progrm to send them a message. To check for users currently r-ruming a progran if you plan to shut down the systa. If the Qidle field is empty, this means that the user has been idle for
less than one minute.

'1here are five options that can be used in conjunction with
the ¡E10 program. They are:

.
G node

. accounts

- option
"' terminal
! program

'mesecmnandsandtheargL1mentsthatcanbeused in
conjtmction with them are described below.

UIIBUJIOI-'

O

I

O

1.31%
The at-sign (S) can be used to display information ant any

systat that you specify after you type (G) on the and line.
For a listing of timelog information for all accounts currently
logged in to all systems attached to the network, type in) @

without specifying a system.
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'Bo find out information about who is currently logged in to
a partiwlar system, type (Q) followed by a system ame. Make

sure that you don't enter a space between the "@" and the system

name that you intend to use. For example, to find cut
information wont the Sales Department, type:

0A>P?D3f§

and you will get a listing of all accounts currently logged in to
the SAIE system.

2. awaits:
You ca: also use the WHO program to display information

about a particular account by entering ml) and the name of the
account that you intend to monitor. For example, if you type:

OIDFKIÍY

the screen will display a list of the various terminals,
consoles, and programs which that account has accessed. 'Ihis
display will also give the time these were accessed, as well as

the duration of the access.

'Ib find out information about several accounts on several
systems, you can use the @ option in a conmand line. For
exaxçle, to find out information about dale, janet, and pat on
the system named mm, SALES, and SERVICE, type:

0A>FE?‘5;EJ3NE.'I.‘PAT@D§I..E@SAI.ES@SERVICE

The i@ program will look for the account names that are
listed on all the systems that are listed. A listing of all the
ccnputer activity for those accounts will be displayed on your
screen.
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3. -Qti?z
qations are used to change the way that aprogra processes

information. For the M10 program, single-character options w:be used to change the display format. Progrm options will be

read by the M10 program in the order that they were entered on
the oomnand line. Listed below are the various options that can
be used to diange the display format of the WH) program

-a (for ALL virtual terminals)
-d (for mm of login time)
-h (24-HCIJR clock, instead of 12)

-r (EVEEE the order of the listing)
-s (for time in SEINDS, as well as in minutes and hours)
-v (VEICN nurrber of your WI-D program)

-aa11:
By typing BED -a, you will get a listing for every virtual

terminal that each account is currently logged in to, instead of
just the foreground process.

The foreground processes are marked by the asterisk that
precedes the naue of the program that each account is running.
This option is useful in arm Net network if you are slmtting
domthesystem, andyouwant tomake sure that all userson the
system have logged out of each of their virtual terminals.

-d date:

'mis option will allow you to list the date when eadx

account logged in to the system, as well as the time. This would
be useful if someone regularly forgets to log out of their
system, and you want to determine the last day that they logged
in. In order to display this information type:

0A>W%-d

2.5-W!-I0-4
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-hhours:
The nao program allows you to list the login time for each

account in a 24-hour clock format, instead of the 12-hour clock
format (which uses am and pm) to which the WHO progran defaults.
‘lb do this type, WED -h, and this information will be displayed
on your screen.

‘IIf'me i@ progran normally displays its information in
alphabetical order, based on the account name. The —r option
reverses the order of this display.

-sseo&:
By typing W-I0 -s, all of the timelogging cataories (time,

period, aid idle) will list the seconds, as well as the hours and

the minutes.

-v versitn:

This option will print out the current version nunber of
your VH3 program, along with the normal WHO information for the
local system.

Listed below are the various options that can be used in
conjunction with the WHO program to change the sorting format of
the VB) program. 'lhe display is normally sorted by account name
only. You can cause the display to be sorted by up to three
categories by specifying one of the sort options below:

-ê (sort by system name)

-i (sort by IDIE time)
-1 (sort by msm time and date)
~n (sort by system nunber)
-p (sort by PRJZRAM name)

-t (sort by '1EmImL name)

-u (sort by Usm name)

2. 54113-5
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-GsysteIn&:
‘miss option can be used to sort the mo progrm display

information alphabetically using the systm "name" category.

-i idle:

This option can be used to sort the WH) program display
information using the "idle" time category. 'Ihis means that you

- will get a list of logged in accounts with the user whose

keyboard has been the least idle at the top of the list, and the
user whose keyboard has been idling the longest at the bottom of
the list.
-1 login:

You can sort mo program information by the login time for
each account attached to the network. 'me account that logged in
first will be positioned at the top of this list, and the last
account to log in will be positioned at the bottom of this list.
-nsgsten:

The ma progran enables you to sort the timelog information
by DR Net node numbers, in ascending order, that are attached to
the network. By typing ¡BO -n @, this information will be

diwlayed on your screen.

‘PRKQI18
‘me "program" sorting function of the WI!) progrm enables you

to list the various accounts logged in to the network by sorting
the progrm that they arecurrently running in alphabetical order.
By typing VI-10

1, the listing is sorted by program.

-tterninalz
By typing 9110 -t, you will see a list of the various accounts

attached to the network, sorted by the nunber of their foreground
virtual terminal screen. This list will position the "console" at
the top of the list and then the virtual terminal screen nunbers
in ascending order.
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‘UT:
The 'sms' option can be used in conjunction with the WHO

prograa to list the accounts logged in to the network in
alphabetical order. 'Ibis is the sorting function that the WHO

progrm will default to if no sorting option is specified on the
conmand line. By typing VHO -u, the listing is sorted by account.

Each of the sorting and format options listed on the
previous pages can be entered as a string on the command line.
For ex?le, suppose that you want to list WHO information for
all of the virtual terminals on the network (not just the
foregrani screens), you want to list the seconds as well as
hours añ nitrates in the timelogging categories, and you want to
sort the list by whose terminal has been idle the longest. To do
this, you mst type the following command:

(ENE-R-I -A-S

The —r option is the first one that the WHO program uses to
sort the information since this is the first option that was
entered' on the conmand line.

4.”temnnm1:
The tilde C’) is used to indicate that the following

characters represent the name of a terminal attached to a system

on the network. This command can be used to search for a specific
terminal nmber across the network. For example, stmose that
you wait to list all of the accounts on the network whose

terminal ntwer is l. 'lb do this, type:

0A>9l-lO"'Tl'Y1@

and a table of Wm program information listing all accounts
currently logged in to a network systems whose terminal nunber is
listed as ‘I‘1'Yl in the 'l'1'YS file will be displayed on your screen.

2.5-mo—7



5.!progra:
The “program” sorting function enables you to list mo

progrm information according to the program that each account is
currently running. By typing (l). you are alerting the sm
progrm that the sxbsequent characters should be interpreted as

thenaneofaprogran. Supposethatyouwanttofindoutwhoon
the network is currently running Wordstar. 'lb do this, type:

GRXKWS@

to list all WordStar (WS) programs running in the network.
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HRIEÉ»
ERIE &tty#@node

'Ihei$'JEoonmandisusedtosendamessagetoanyaAooount
currently logged in to your system (or to any systm in a DR Net
local area network). This means that you can instantly send a
message to any foreground virtual terminal screen.

'1‘heim'1Eooumandnustbefollowedbyanaooo\mtname, or
you can send your message to all of the mounts logged into the
local aya@ using the ALL argument. The ALL argument, however,
cannot be used across the network. The "@node" and "tty#"
arguments are optimal. 'Ihe @node argument can be used to send a
message to an account by specifying the system name, after the
account naae on the oonmand line. The tty# argument can be used

if you intaad to send a message to an account that is logged in
to more than one physical terminal. Here "tty#" is the name of
the bexnkl. as it appears in the fifth field of the TIYS file.

The message is typed by the person who invoked the WRITE

progrm. The source of the message will be shown on all
terminals receiving it. The receiver of the message will see one

line of text appear on the terminal screen each time that the
sender presses the RETURN key. 'Ihe WRITE program is terminated
with a "Z or with a period (.) in column one of a blank
line. Users can simultaneously send messages back and forth.

has that are sent with the WRITE ccnmand do not affect
a file being processed, but they do affect the screen display.
WRITE messages will appear in the midst of text, spreadsheets, or
progr? which are being displayed on the receiving terminals.
The WRITE program will first ask you if you want to interrupt the
process that is running on the receiver's terminal. The WHO

command will display the login account names and the terminal
names of all currently logged-in operators and terminals.

2
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'i‘hen&optioncanbeused tosendamessagetoaterminal
whose operator is currently logged in as that account tame, as

it appears in the first field of the PASS@ file. For ewle,
suwose that an account called "rich" is logged in to your
system, andycuwanttoserxihimamessage. Todothis, type:

 H$
If "rich" is currently running a progran, such as Wordstar,

the following promt will be displayed on your screen:

XE$:lJserisrIn1ingprogran'IB'
lbymwaxtbocmtime?

Type $3 to interrupt the WRITE program, or (Y) to continue
writing your message. If you type (Y): the following message

will be displayed on your screen:

k@
›

Ycucannowbegintypingyourmessagetothescreenofthe
operator logged in to the account called "rich."

'IheWRI';lEALLutilitycanbeusedtosendyourmessageto
all users currently logged in to Hue local system. Suithat you sat to send a message to everyone currently logged
in to the system. To do this, type:

 ML

2.5-WRITE-2
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After a WRIIE AIL oonmand, the WRITE program will interrupt
all foregrotmd programs currently running on the other terminals
without isting any warning to you. If you logged in as "mary,"
the following message will appear on all logged-in terminals:

Broanimt asage frmmry on tty2...

Now type the message to be sent. For exauple:

'IMeaQGsa-ViIIbesInItGcnmínSninJtes.
Please?eyumrfilesa?logaxt.

The sender nust enter "Z, or a line with a period in column 1,

followed by RETURN, to end the message.

'me'ITY#optionnustbeused ifyouwanttosendamessage
to an aocomt that is logged in on more than one physical
terminal. Suppose that you use the M10 program to determine that
there is a1 account called "john" that is logged in on terminals
tty2 aid tty3. You know that John is physically located at the
tty3 terminal, and you want to send him a message right away. 'Ib
do this tpe:

MWRIE-ìl??

If Jotn is not running a program on the foreground virtual
terminal screen for that console, you will be prcxpted to begin
typing your message.
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ThetmTEprograncanalsobeusedtosendamessagetoany
designated account currently attached to a DR Net local area
network. 'meNErSI'A1IJSN0!)ESarndvHZ)@coIm1ar1dsshouldbeused
first to learn which systems are currently attached to the
network, which accounts are currently logged in to those systems,
and which programs are currently being run by those accotmts.

'Ihe remote system to which you send a message, however,
nustbetpandrunning. Yaicanusettxeu?rsmitlsrxn?ead
to determine the status of each of the systens in the network.
Forexanple,supposethatyouwanttosendamessaget:othe
account called "pat"onthesystemnamedSALE'S. Youmnsttype:

?A>WRI'I'EPAT@SAL$

Provided that the account called "pat" is not currently
running a program. you will be pronpted to begin typing your
message.

'1‘he'I'1'Yarg1mentcanalsobeusedacrossthenet:work. For
exauple, if you want to send a message to the account called
"john" at tty2 on the system named SAIES, type the following
coumand:

oA>mImJmv'rry2@s,AL£s

‘me ¡WE facility is intended as a convenience to users of
a MC-DOS system or DR Net network, since it allows real-time
communication by users who might be separated by large distances,
or whose telephones are busy. A remote user can use WRI'1!?. over a
modem Excessive or frivolous use of WRITE can be a distraction
to users, however, and if the WRITE command is abused, the system
manager should protect it with a password and limit its use to
urgent messages for all users on the system.
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‘me WBIP file contains a list of entries corresponding to
login and logout. 'me file is used by the TIMELOG files for time
accountiq purposes. Entries in the file have the following form:

tty2 l?avid 121a641o16212o3472219o2125
tty2 1 12166413262220347221982126

I

In unis ex?le, 'david' logged in at 10:16:21 and logged
out at 13:26:22. e

'me first three fields are the physical terminal name, the
relative virtual terminal nunber, and the account nae. The other
fields are:

12 1664 21 32 39 203 4 7 22 1982 125

\ \ \ \ \ \ \ \ \1 2 3 4 5 6 7 8 9

1. Viral console number.

2. lhys since January 1st, 1978.

3. lbwof the day (24 hour clock).

4. ¡limite of the hour.

5. Senna of the minute.

6. Julia day of the year (1—365).

7. Day of the week (Sunday = 0, Monday = l, Tuesday = 2, etc.).
8. mo: in month-day-year format.

9. Progra file link number. Each entry in the file contains the
nuubet of records in the file.

The WHIP file is covered again in Chapter 3.
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2.6 System Security Oaerviav of K:-EB

Your approach to system security depends on how the system

will be used, and on the sensitivity of the prograns and data
stored in the system. This section will illustrate four areas of
system security: login security, mnitcring and special internal
systa seatrity, standard Ommrrent ¡IB security optics, and

an Net security. Each facet of system and file security can be

established independently at a level appropriate to the perceived
risk, ranging from a maximum level in which user activities are
highly restricted, to a minimal level in which the security
options are not used to control access to system resources. The

purpose of this section is to present the range of options
available in MC-ms and DR Net security.

Because some security options globally affect all users, all
files, all drives, or all systems in a network, while others
selectively restrict only a few users, files, or devices, MC-ms
security options provide great flexibility to the systaa manager

in matching security procedures to the current needs of the
systan or network. The systan manager may choose, for example,
to uphold the maximum level of login security but the minimum

levels of internal system security, standard Concurrent as
security, and DR Net security. In some situations it is neither
necessary not desirable to maintain a high level of system

security. In other situations it is inperative to maintain the
highest level of system security possible.

1. login Security

login security is controlled by the PASSWD file. The login
PASSED file contains descriptions of account login nmes, acccmt
login passwords, default user areas, default drive designations,
optional terminal assignments, optional printer assigments,
optional default program assignments, and accessible user areas.
The PASSED file entries for a system with a minimnn level of
login security differs from the PASSWD file entries for a system

with a maxinun level of login security. (Here “mininal login
security" does not mean to delete the PASSdD file, since doing so
would diswle the appointment calendar, electronic MIL, reminder
files, I-E, WRITE, and other Mc-nos and DR Net progrm.)
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A.lIininnIeve1ofIoginSecurity

Account login names listed in PASSWD.

Login psssaords are not assigned to any accounts.
Defailt user drive is specified.
Default user nutter is specified.
Unrestricted terminal access.
Unrestricted modem access.
Unrestricted or restricted program access. (Accounts with an

entry in the optimal default application progrm field of
the 13% file are automatically entered into the program
qaecified. It may be convenient to assign certain accounts
to a default program if they always use the same program.)

Unrestricted user area access.

B. lhxšåIevelofIoginSecurity

l.2.

3.
4.
5.
6.
7.
8.

Account login names listed in PASSND.

Login passwords for all accotmts, to prevent unauthorized
access to the system
Defaalt user drive is specified.
Defaalt user number is specified.
Restricted terminal access for accounts.
Modan access restricted to accounts with default prograns.
msuicted program access (default programs).
Restricted user area access. For practical reasons, there are
exceptions to user area restrictions. Mail files stored in
user area 15 of drive A: can be sent or received by all users,
regardlesss of restrictions from user area 15. Ommand files
ä' to systan (SYS) and read only (R3) status in user area 0

can accessed by all users, even those restricted from user
area .

2o
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2. Special!!!-lxssystensectirityariltnitxxixlg

‘lb enforce user area restrictions and other PASSD file
controls, and to monitor system usage, MC-¡XB has special system
security features which can be enabled by a system manager who

desires a maximm level of special internal system security and

mnitoring. The system manager satisfied with a minimal level of
internal system security" need not enable the special features.

LHiniI-Ievelofãpecialsecurityar?ltxiitorixug

l. All users can modify the PASSWD file with the ã@ utility
by logging in as "system." All users can modify the PASS@

file with a word processor, but they should leave the password

field empty, since a word processor cannot enter an encrypted
password. e

2. The special internal systan passwords are not enabled if there
is not a label with PEUPIIP=<N on drive A:.

A 3. Timelog reports are rarely, if ever, reviewed.
4. 'me Optional HISTORY file is not created. '

B. lhxinn Level of Special Security mt!

1. The PAED file can only be modified with the mi@ utility
by the wstan manager who logs in to the "system" account.
Only the system manager should know the login password for
this account.

2. The special internal security feature of the operating system
assigns secret passwords to the UTMP and PASSm files so that
no one can tazrper with these files. There must be a label with
PIUEKIT set (N on drive A: to enable password protection. Put
a password on the label to prevent unauthorized users from
changing the protect attributes.

3. The optional I-IISIOEE file is created.
4. Timelog reports are regularly reviewed by the system manager.
5. Suppleramtary file encryption hardware is installed to create

diskettes whose files cannot be read without similar equipment
and kncnvledge of the encryption code.

2
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3.StmmdOonourra1tlxBSecurityPeau:res

Staakvd security features devised by Digital msearch Inc.
as part of we Conwrrent DOS operating system include the
option to restrict access to files by file passwords, and to mark

each file's directory entry with the most recent tira and date
when the file was aooessed or modified. ‘me system anger has

the option of implementing time and date stamping of files, and

of setting pa@ on selected files so that only users who can

present the password can freely manipulate the files. Mininum
and naxinal levels of control are described.

A.Hin1'1neve1of'rinestqi.nga|dPasaIordProtectia:
1. If ym do not have a label on a logical drive, that files on

that drive cannot have password protection or tinstarrping.

B.Ihxi§Ievelof'i‘iestanpingandPassuordProtection

1. T?nirvg requires that the INITDIR program be run to
reformat the directory of any logical drive whose files will
have thine and timestamps.

2. Give each logical drive that will contain files protected by
file passwords a label with PRJIECI set (N to endale file
password protection.

3. Use ?ue $1' command to activate date and timestming on

labelled drives whose files are to be stanped.
4. Pasword protect each drive label with the SEI' and (refer to

LS-škl) so that the label cannot be modified.
5. Use $1* to assign a file password to files that should be

protected with passwords, using as appropriate the DELETE,

WRIE, or READ level of protection (see Section 3.4).
6. Password protect powerful oonmands and programs such as SEI'

and E1166, and other utilities and languages that can

directly address PAM locations.
7. Do not assign passwords to the following files:

E£PASS\1D .DBXMZ7I'D
.$1 UIMP T1‘YSAD'I$'1‘
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IR Bet ¡al Area Rework Security Features

In addition to the FE-ms security features described
earlier, MC-DOS supports security options for DR Net networks.
These features can be established to minimally restrict access to
files across the network, or to reduce or eliminate the extent to
which some users, terminals, and systems can access the program,
files, and devices within the DR Net network, according to the
vay in which the system manager configures the network. Just as
the Pt file is the keystone of login secmrity, the cumcnsr
and ENE files control the access rights of network users.

A.

1.

2.
3.
4.

5.

llinilnneveloflltlletlieuuorksewrity

Set L@ CIIWIGNEI' to support nultiple 'servers' amd

"req.1esters," so that several processes can access your system
fran other linked nachines, or access other syst? from yours.
Do not designate any drives as "private."
Do not use ocmrcmer to set a node password on your system.
Have a Påsãm file on your system that lists all of the
account names in the network, with the same passwords that
they have on their local systems, and do not run PPESILNEI‘.

lacinnlevelofm?etlileuuarksecurity
Run the PWASK.NET routine, so that every user who accesses

your systm from another systan in the network will have
topresent a login password matching your PASSWD file's
password for the account name that they present.
Use @@'IG.lEI' to set a pasarord on your system. Only users
who correctly present it can access your node's files or printers.
Have aPãSãwfileonyour systan thatdoes not list the
account nmes of other network users, or that lists the
account names with different login passwords than the
passwords on their local PASSGD file.
Designate logical drives as "private," so that they will not
be network resources.
Set up CGIE-‘IG.NE'I' to support zero “servers” so that nc users
on remote systems can access your system from other linked
machines via the network. Set "requesters" at zero if you
want to keep the terminals of your system fran accessing other
parts of the network.
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dqà 3 is a guide for the system manager describing how

to install the K!-DOS operating system as a customized software
environ-neat. Sections of this chapter discuss systm security,
monitoring system usage, file maintenance, and backing up files.
The last part of the chapter describes how to install MC—lI)S,

updates, or hardware upgrades. Many of the procedures required
for system management refer to coumands and files described in
Section 2.5 or in the separate Gifford publications CIETOMIZIIB

mLTI% HB USER'_S_MAMJAL, VIRIUAL '?R?mIS USER'S

mmm, or the gn; gg USER'S GUIIE.
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3.l'mes;;II=alla:ager

It is essential that someone be available at all times to
give on--site system suport. A system manager's rewqaonsibility
is to imtxe efficient operation by monitoring the system and its
use, and by encouraging users to cultivate good work habits.

Everyone using the computer should be aware that a multiuser
system is a shared resource. Unlike a personal ooqnter, a

nultiuser computer (or a DR Net network) brings many people
together in a common work environment. How users mxage their
oonputer time and oonputer space affects other oorqmter users.
Every user should be considerate of others.

(11-Site sort
To provide on-site support, the system manager should:

oRead thismanualaswellas theC(1iCtJRREN'1'CP/MOPERATING

SYSEEIK ;LE'S GUIIE '1hese manuals provide the primary
references for using the system. As the system manager, you
should be fmiliar with the material in these manuals in order
to know where to go for answers and where to direct users who
need doctmutation. Keep these materials in a location where

they will be convenient to users, together with the manuals of
applimtions programs such as Supercalc and Wordstar.

o Maintain a written record of all passwords. This is inportant
in the event that someone else has to take over responsibility
for the system It) avoid being looked out of your own system,
write down your passwords and keep them in a safe place. Keep

track of account login passwords, drive label passwords,
terminal passwords, and file passwords.

0 Maintain a map of the system showing the location and identity
of taninals, printers, and cables, like the map in Appendix H.

o If you have terminals with programnable function keys, these
can be progre with the KEYS utility and specific .KEY files
to match the needs of individual users or tasks. 'me procedure
is described in the description of the KEYS oonuaad in Secticn
2.5, arIiinSectia13oftl'IeVIR'.ItmL'IRMINAlZS%'SMANUAI-.

3
. 1-1



ÍPÍB: IQIIGIIGÉIHBSZS@

o Be aware that many applications programs such as wordstar can
be customized for individual needs. This is often done with
the assistance of an install program. with Wordstar, for
ex?le, you can set the default help level, margins, word

wrw, hyphen help, or printer coumands to meet specific needs.

You can create custom versicms of Wordstar and rerme
these for specific individuals, departments, or specific tasks.

If you do this kind of customization, you only need to renaae
the 95.01! file to distinguish one custom version frm
another. ‘mus, the copy of WordStar installed to drive a draft
quality printer might be called WSDRAFT, while a letter quality
version might be called WSLEI1 Do not change the nae of the
overlay files. (See also Appendix H.)

Be prepared to contact your dealer for support if your system

seens to operate inmroperly. '1'nis manual provides a limited
troubleshooting guide. Review Qxmter 4 to understand what
information to have ready if you need to call for sugzort.

Keep the system current. The GIEEID asmvm newsletter
announces new releases of MC-DOS when they become available.
You can obtain new m-DOS releases and manuals at a nominal
cost. Chamges that Gifford makes in the system are custaaer
driven. Give us your suggestions for improving our product.
We value your input and we are responsive to it.
Make sure that all terminals and printers connected to the
systaa are turned (N. If they are turned OFF, their cables
should be disconnected from the back panel of the computer
emlosure (not just the device end).

'1he sysbm manager should oversee shutting down tie wstem for
servicing. Inproper shutdown may result in loss of data.

bake sure that backups are done at regular intervals. It is
extraely inportant to make backup copies of files. Backing up

files is your ultimate protection against loss of valu&le data.

Maintain an adequate stock of materials, including spare
printer elements, ribbons, paper, and blank diskettes, so that
work will not be constrained by a lack of supplies.
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In addition to providing the on-site support outlined above,
the system manager should outline and enforce efficient habits
among users. Reconmended practices include:

0 Use file names and file extensions that are self-domznenting.
Make the habit of always using the file extension. You might
call a txorary file something like oocummr.-mp, or a laundry
list HB?tY.IST. Make the file names helpful in locating data
in your directories, and make them dowment what you are doing.
'lhis will make managing file directories an easy chore.

0 Have users back up inportant files on their own, independent of
the system backup procedures that you use. 'mis is additional
insurance against the loss of valuable files. Have the users
do this cizring the workday, after lunch for example. If users
wait until the end of the day, they may sometimes neglect this
task. Use procedures that do not copy over the last backup.

0 Have users erase WordStar's .BAK files, or similar tenporary
backup files. These files tend to accumulate and take up
valuayle mace, and make directories harder to read. Keep
work aras clean by eliminating non-essential files.

o Have users keep listings of program, data structure files, and
GBA@ II index keys. These items are essential for documenting
work or reconstructing files, should the need arise.

o Make are that users log out when they are not using the
system. This makes it easier to isolate system problens and

gives you the ability to maintain accurate timelog reports.

o If progr% (or the “P control character) are used that do not
release the printer after a print job, make sure that users
release printers as soon as possible after printing. For
exmle, people should not go to lunch while printing documents

on a letter quality printer. As an additional courtesy, have

users set the paper in a tractorfeed printer at the start of a
page when they remove their output. 'mis way the printer is
always ready for the next user without requiring adjustment.

30



EPE3: EEIIGESYSEIE

3.2 Creating a G1staIu'.zed llzltitmet Ewirornent

In order to understand how to customize the system for your
specific needs, you need to know what files to modify and how to
modify them 'me following section documents the operations of
starting up, logging in, logging out, and shutting dam the
system. 'Ihe points at which these MC-DOS operations can be

customized are indicated, and the files and oonmands necessary to
customize than are identified.
Demriptimofasystastarup

when the RESET button is pressed (or the conputer is powered
UP): the operating system does not exist in RAM (memory) and must
be loaded from the system diskette. 'Ihe conputer starts up by
going through the following operations:

1. A floppy diskette with the MC-I135 system on it is placed in
the left-hand floppy drive. The computer instructs the disk
drive bo go to the wstem tracks, read the file MCJIB from
the left-hand floppy drive, and load the operating system s@
into meuory. Fran this point, the computer only looks in
user area 0, drive A: for the system files described here.

2. If the system has an MDRIVE/H HAM disk ezmlator it executes
the file BUFFER.CM3 to initialize the hard disk cache buffer.

3. 'me conputer runs the CIZPMZINIT program, which reads the VTIYS

file. VTIYS describes the virtual terminals on your system,
and mast be in user area 0 of drive A: for the systm to
support virtual terminals. (If VTIYS is later modified, the
system nust be rebooted to read the new VTIYS file.)

4. If the system is in a DR Net local area network, the SEn>IE.'I‘

program loads and reads the C(NFIG.NE.T file, initializing the
internal tables of the network input/output system (N108).

5. The resident system processes called "shells" start up, and

read the '1'£'¥S and LPRS file. TIYS describes the physical
terminals and modeas on your system, LPRS the printers and

plotters. Both files trust be in user area 0, drive A: for
the system to support multiple users and list devices. (If
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your terminals or printers are later changed, the TIYS or
LPE files that specify the baud rate, handshaking, etc.,
must be modified accordingly. Reboot the system or type

el' so that the systau reads the modified TITS or LPRS.)

The ccqxuter runs an Optional program, SYSINIT.CMD, which
can be any program that you rename SYSINIT.CMD so that itwill be part of the system startup process. Use REN or PIP

to ren@ the chosen program SYSINI'1‘.CMD, and place it on

user area 0 of drive A: to be run automatically at startup.

The jute: searches for an optional file SYSINIT.SUB, a
SEHEIT file whose lines are a list of conmands and prograns
that you wish to run as part of the startup process. The
SYSI§I'i'.SUB file is optional for customizing the startup

pee. Section 2.5-SUBHIT describes SUBMIT files.
‘me amater looks for a file called ADTOST. If AUTOST is
present on user area 0 of drive A:, the initial user is
autmtically logged out, and all of the terminals will
display the Rae: proupt. If AUIOST is not found, the
oowuter renains a single-user system, and only the system

console can cotmunicate with the computer until the initial
user types LOGCIJT. If you want to inhibit the automatic junp
to naltiuser mode, you can erase AUTOST. AUTOS!‘ does not
need to contain anything, and can be created by typing:

s0A>!%AU1OS'l'

9.

10
.

¡ben the system enters nultìuser mode, it automatically

eras the UIMP file, if it exists, and then creates a new,
espty U'1MP file. The system then puts a special write
protect password on the UTMP and PASS!/m files.

'me systax looks for the optional file SYSINIT.BAN.

is not found, the default banner Gifford ?rstx
llultiuser concurrent nos is displayed. If the file is found,
its contents are displayed on all terminals in place of the
defazlt banner. Any terminal that is waiting for a user to
log in will display the banner. 'lhis conpletes the startup.

If this
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mice the system is 1p, an autanatic RAM test continually cycles

through the RAM, and the system automatically executes a SIIC
comnand every 30 seconds. If the optional HIST®( file exists,
the system will record all the commands entered, the terminals on
which they were typed, and the account name giving the sud.
Inscription’’ ' tun'

terminal.
'me following steps take place when a user logs in at a

All the files used during user initialization are
optional.

1. ‘me system looks for a file called PASSWD. (If PA$iD is not
found, the user initialization process is carplete, ar? the
0A> prmpt is displayed, skipping all of the steps that
follow.) Once PASSVD is found, the computer displays the name
protmt (Nasa). 'Ihe user responds by typing an account name.

Next the computer looks for an optional password in the
PASSWD file. If the login account name entered during step 1
has a1 associated password, the Password: prcmpt is
displayed. 'Ihe user types a password, which the screen does

not display. If the entry does not match the password in the
PASSED file, an error message is displayed and the name

promt is repeated.

If the password matches, the system checks whether the
terminal being used is contained in the selective terminal
access field of the PASSWD file. If the terminal does not
have access rights to the login account, an error message is
displayed, and the name’ prompt is repeated. If the terminal
has access rights to the login account, the system reads from
the FPSS@ file the default work area and printer.

If the files UTMP amd WTMP exist, the system writes the
account name, terminal, and login time in these files.

If the message of the day file (MO1'D) exists, its contents
are displayed on the user's screen. If the network message of
the day ammo) exists in systems on a network, then its
contents are displayed on the screen of each networked terminal.
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'mesy?mchedcstosee iftheaccounthasanytail. ‘lb
check for mil, the system looks for the file nae.MBX in
user area 15, drive A: of the system (or in a DR Net network,
on that directory area of the system node, where the MAIL

facility resides). I-Iere nane is the account name from the
}?A%) file (or in a network, from the NEIIJSERS file that lists
the account names from me PASSWD files of all the systems in the
network). If nae.MBX is found, the following is displayed:

Youhavenmil.

7. The systm checks the acco\mt's initial default directory
area (Qecified in the PASSWD file) for a reminder file with
the file designation nane.REM (matching the accotmt name).

If this file is found, its messages are displayed on the screen.

In a m Het network, the system looks in the initial default
directory area for an optional file name that is the same as the
accotmt name, and with .RET as the file extension. If the
file is found, the system maps and connects the virtual
terminal to the network, according to the specifications in
the ïJE' file, as if the user had typed the cmnand:

7B>NEI'C<lt'IGn1

The file n?im‘ can be created when a user who is already
connected to the network gives the ccxtmand:

7B>NE.'.E'!4E

‘me effect is to com the current network mapping to a file
called nae.m§r. (The system warns the user if a file of
that ¡me already exists in the same directory area, and asks
for cmfiwtion to overwrite the old nane.NEI' file. See the

g 1%!‘ usms MAMEL for more detail on the NEI' command.)

If äì- file naIeJEI' does not exist, the virtual terminal is
not automatically connected to the network.

3:
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9. The system looks for USERINIT.CMD on user area 0 of drive A:.

10.

12.

If found, the program is run. UEINIECMD can be any

program file which is to be included as part of the login
routine for all users, and renamed USERINI'1‘.CMD by the RHN

or PIP sad.
looks for the optional file USERINIT.Sm, aid

processes it if found. The file USERINIT.SUB can contain
any commands which are to be run as part of the login routine
for all users. Gifford Computer Systems supplies a sale
file t.%INIT.SAM which shows how a SUBMIT file can be set up

to display mail autcmatically and type a message.

The system looks for the optional program LOGIN.CMD on the -.

drive and user area assigned to the account name by the
PASSFD file and runs the program if it finds it. LOGIN.CMD

can be any program file which is to be included as a part of
the login process, renamed by the RE! or PIP ootmand. A user
might, for exanple, rename the appoinunent calendar program
(AP.C!«D) as LOGIN.CM), to check for any reminders.

The systan looks for the optional file LOGIN.SUB on the
drive and user area assigned to the account name by the
PASSED file. If found, the file is submitted for processing.
I£X3IN.%canbeanySUBMIT filewhich is tobe inclt?edasa
part of an individual user's login routine.

If the PASS@ file specifies a default appli tions program,
the program is run. when this program is exit , the user is
automatically logged out of the system. If no default program
is specified in the PPBSVD file, the MC—IIOS pratpt is displayed,
indicating the default user nunber and drive designation.

Descripticnofanogout

lI When a user gives the LOGQJT command, the system looks for
the optional file La§(II1‘.SUB on the current drive and user
area. If found, the file is submitted for processing.
DOGIIIILSB can be any SUBMIT file which is to be included as
a part of an individual user's logout routine.
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2. Inam?et network, aI'.oG0.'J'1'coltmandcauses thesystemto
disccmect the current virtual terminal from the network.

3. 'me system looks for the U1'MP file. If ¡EMP is found, the
system raves the account name, terminal number, and login
time Eran the file, and updates the W1'MP file if it exists.
the system then returns with the name prompt, so that on

systas with a PASSVD file, an accotmt name and an optional
password mist be presented to access the system through any
terminal.

Descriptimofasysten?utdovn
When the systen is intentionally shut down by a user at the

system conmle, a mmber of iuportant processes occur. If the
qrstem is shut down either by interruption of the power supply,
by the Inn! comand, or by pressing the RESE1‘ button
without first giving the proper sequence of coumands, files may
be lost or damaged. The operations that should occur during an

intentional shutdown include:

l. All users except the system console give the LOGIJT conmand.

'mis closes all files and displays the banner and nme pronpt
at all the other terminals.

2. The user at the system console should exit from any programs

and terminate or conplete any processes attached to the
console. The systan console will display the tC-DOS prompt.

3. The user at the system console types MIO -A and the system

displays a list of the virtual terminals still onthe system.

If unis are still on the system, each should give the LOGOJT
00111313 from each virtual terminal. ‘me WRITE cd can be
used 'oo advise users whose virtual terminals are marked by

WD with an asterisk (*) to exit from any progrm and log
out of the system.

4. '1heuseratthesystemconsole typesSYNC. Thiscomnand
flushes the cache buffer onto the hard disk.
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5. ‘me user at the systmt console types DOM. This turns @' all
other terminals, and puts the system into singleuser node.

6. The system looks for a file called m1N.CMD, and runs the
program if it is found. mN.CMD can be any program that
is meant to run as part of your system shutdom routine.

7. The systan looks for IXJMLSUB, and if found, submits the file
for processing. The file DmN.SUB can be used as the
counterpart to the startup command SYSINI‘1‘.SUB. Here is an
exatple of the contents of a l1WiN.SUB file, whose cotrmand

saves the contents of the spooler queue.

ïll-ÉllíLike the other customization SUBMIT files, nowN.suB can be

created by a text editor like E) or by Wordstar in

 tnode.

8. After lxInN.SUB has been executed, the systan can be slmt down

by pressing the RESET button while turning OFF the power
switch.

Files and commands that can be used to customize MC-DDS at
Startup, login, logout, or shutdown include:

AECID LOG(IJT.SUB SE1'NEI‘.C!~D

AD'I06'l‘ LPRS SYNC.CM)

BUFFEJID M&IL.CMD SYSINIT.BAN

cxrmmxmam bC.DOS
CQ?'IG.I~1E1‘ Mom SYSINI'I'.SLB

l1IwN.CrD NETbDI'D 'I'1'YS
l_IxvN.SUB tall-MEX UMP

DN.Cl® nm.NE1‘ VTIYS
HISTGIY nane.REM U$?.RINIT.QD
KEYS.CMD NET.C1VlD

I£x§IN.C!® NEEUSERS WHO.Q«m
LOGIN.SUB PASWD WRITE.C1~m
I.m‘.(IJ;"L' RESE1‘ wn@

3. 2-7
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3.3SettiqEpt!nSys£lhm&1tFi].es
'me following section provides the information to assist the

system surge: in modifying or creating system management files
tailored to the needs of a specific system. This disanssion will
begin with the LPRS, TITS, VITYS, and PASSVEJ files. These files
configure the system's printers and plotters (LPRS), modems and

terminals uns), multitasking Virtual Terminals (VTIYS), and the
account n?s and access rights (PASSWD) of operators who can use
a Gifford mltiuser Concurrent nos system. Since these four
files are ordinarily delivered with new K:-ms systm, the system i

manager does not need to create these files, unless they have
been accidaxtally deleted. 1

The system manager should read this section to understand
how to chmge LEE, T178, and VITYS, if these files were incor-
rectly iwtalled, or if your dealer did not know what terminals
and printers you planned to use with your system, or if in the
future you add or substitute different input or output devices.

'me Passn file generally must be modified by the system

manager at installation mad from time to time, since the version
delivered with a new Mc-nos system only contains the "system"
account of the system manager. By learning how the PASSWD file
works añ how the NEK@ utility maintains it, the system

manager can specify the accommt names that operators will use to
access the system, and install appropriate security restrictions.

'.'meIP$Pi1e

'lhe LEE file describes the characteristics of each printer
or plotter attached to the system. Each line of LEB describes
one ouwat device (a 'list device") attached to your system, in
data "fields" each separated by colon (:) symbols. If your list
devices were known prior to shipment, you may not need to change

the L% file. An example of an LPRS file is:

:8:1:82z:0,lpr0:System printer, Texas Instruments
:8:2:

0
1 81:1: l,h-p:H—P graphics plotter
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The LPRS informatim is in the following format:

DEV #:BAtD RxrE:mNnmmG:PRo'1ocoL:LPR Nmaszcovuaus

\ \ \ \ \ \1 2 3 4 5 6

1. Ii?aer of the list device, corresponding to the named

connection on the back panel of the computer enclosure.
(This value is used by the RESEJ3 coumand. Printer 0 is
the defazlt printer when any account logs in, tmless the
PASSWD file specifies another printer or plotter.)

2. Printer baud rate, defining the speed at which the printer or
plotter communicates with the system. The sane baud rate must
be set both on the physical list device and on the line in the
LPRS file describing that device. The default is 9600 baud.
The was file uses the following codes to describe baud rates:

0 = 9600 5 = 1800
1 = 110 6 = 2400
2 = 300 7 = 4800
3 = 600 8 = 9600
4 = 1200 9 = 19200

3. qvticnal IS-232 hardware lmudshaking. "Handshaking" refers to
procedures by which the list device indicates that it is ready
or not ready to receive data from the computer. The default
is 0. If your device requires handshaking, enter the type of
handshaking needed, using the following codes:

No handshaking
Hardware handshaking (DER) (Rs-232 pin-20)
Software handshaking (XON/XOFF)

Reserved for custom application

wmwo

ll
II
II
II

4. Optical protocol. This describes the format
in which information is transmitted by your systm to the
printer or plotter. Leaving this field blank selects the
defaalt protocol of 8 data bits, 2 stop bits, and no parity,
which are the settings for most printers.

3.3-2



T33: IHDGKIBESYSEI

The 121% file uses the following ccrmunications protocol codes:

mt: bits Stop bits Parity
8 2 N (none)

7 l 0 (odd)

E (even)

If you need to change the ccmnunicatons protocol, select the
newvaluesthatyouneed fromthetableabovemdenter the
three characters in the fourth LPRS field without any spaces.

For eìle, if your printer recpires a protocol of 7 data
bits, 2 stop bits, even parity, enter 72E in field 4.

Printer names. In addition to the "list device
mamar” (also called "printer nunber") from the first field
of 1%, you should also assign a name or a list of names to
each printer or plotter. Sane users find it easier to
remediar, for example, that a device is called "DIABlD" than
whatever its list device number may be. The printer names

listed here are separated by comunas (,) and are used in the
PASS!) file to assign an initial default list device, and by

the PRHiTER conmand to display or change the current printer.

Gifford recommends that the first name listed here be the list
device number from the first LPRS field. In the example LPRS

file m page 3.3-1, which lists "l,h—p" in the fifth field as

nmes of list device number 1, users could make this plotter
their current list device by either of the following comnands:

ZDPRHE l
B>PRIN'% H-P

6. Cptiaal co_ents field. This allows you to make notes about
each device, such as its location or model nunber.

Read the manufacturer's manual to learn the baud rate,
hardware hmxdshaking, and ccumunications protocols supported by
your printers aid plotters. The physical list devices must be

set to mind: the codes in the LPRS file for these values.
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'me LPRS file can be modified while the system is running in

nultiuser mode, using a text editor like ED or Wordstar in non-
document: mode. After the LPRS file has been modified, type:

This will reset the system to the new LPRS Specifications.
Do not confuse this mad with pressing the red R&l' button on
the computer, which aborts all of the processes running on the
system, causing users to lose any work not saved to the disk.

The maximm mmber of list devices that your operating
system can support is specified in the extended input/output
system (XIOS) of MC-DOS. You cannot install printers or plotters
beyond the X106 limit merely by adding lines to the BIBS file.
Read the Gifford publication CUS'1U4IZIII; YCIIR MULTIUER

omcummwr nos sazsrm for information on how to modiE‘nc—nos to
change the XIOS limit on the maximum number of list devices.

The 'ITYS file provides your Multiuser Concurrent nos

operating system with characteristics of each terminal or modem

attached to the system. A '1'I'YS file is included on your system

diskette. Each line in the ‘ITYS file describes one terminal
device on the system, in the same format as the LPRS file,
starting with device 0, the "system console." A colon (:)

separates each field of 'I'1'YS. Here is an example of a This file:

:8Z1:tty1,fra1t:Interfmer 3 port 0

9.9:8&n:tty2,sa]Jes:Inberfacer 3 port 1

l0:0:81.n:tty3,t:d$J:Interfacer 3 port 2, Ven‘rIel 212

If your terminal arrangement was known when you purchased
your madnine from Gifford Computer Systems, you will not need to
change this file, Lmless you later add or substitute terminals.
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The

ft of '1'1'YS closely resenbles that of LPB:

DEV #:E'iD RHE: DE:PwIUDI.:HY bEM?E‘S:CO!EW1‘S

\ \ \ \ \ \1 2 3 4 5 6

1.Devicen?:ero£theI:ernina1,correspondingtothenamed

ZC

connector on the back panel. Numbers begin with 0.

'rernìml hand rate, whose default is 9600. As with the LPRS

file, thesanebaudratemustbesetboth inthefileandon
the physical device, or else the device will not function
correctly. The '1'1'YS file uses these baud rate codes:

0 = 9600 6 = 2400

1 = 110 7 = 4800
2— = 300 8 = 9600
3 == 600 9 = 19200
4 == 1200 10 = autcmatic baud rate
S = 1800 detection for modems

The mttmtic baud rate detection for modems only works for
300 md 1200 baud. To use this feature, pin-20 on the RS-232

connectzoruustbewiredtothespeeddetectpinonthemodetn.

Qtixl S-232 hardware

 .
Hardware handshaking

is not required for most terminals; the default is 0.

If ha?shaking is necessary, enter the code number corres-
ponding to the type of handshaking needed from these codes:

o = so handshaking
1 = ädware hmdshaking (DIR) (RS-232 pin-20)
2 = Software han®haking (XIII/XOFF)
3 = srved for custom application

qztial cimicaticns protocol. This is a three-character
entry that describes the format of information sent to or from
your terminal device. The default protocol is 8 data bits, 2

stoç bits, and no parity bit, which are the settings for most
terainals.
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If you need to change this, use the following codes to select
the configxraticn that you need:

Data bits St@ bits Parity
8 2 N (none)
7 l 0 (odd)

E (even)

The cmmmicatiorxs protocol is entered as three characters
without intervening spaces. For example, if your terminal
requires a protocol of 7 data bits, 2 stop bits, even parity,
enter 728 in field 4 of TrYS.

5. Terminal naes of up to 8 characters with no spaces.
Many terminal names can be listed, separated by comas (,)
with no spaces. If you enter "console" as the first terminal
name of the system console, "ttyl" for terminal l, "tty2" for
terminal 2, etc., then your notaticn will correspond to that
used by Gifford in the examples that document the HISIYRY,
UPMP, TIMEL%, HD, WRITE, and other MC-IDS utilities that
identify a physical termiral by the first name in this field.

6. Optional ctents field. This allows you to make notes about
each terminal device, such as its location or model numer.

In the first line of the example 'ITYS file on page 3.3-4,
terminal 0 (the system console) conmunicates at 19200 baud, uses
no handshake, uses the standard communications protocol (8 data
bits, 2 stop bits and no parity). and has the name "console."

The 'ITYS file can be modified while the system is running in
mltiuser mode. After the 'lTYS file has been changed and the
modified file saved in user area 0 of drive Az, give a RESET
command. This will reset the system to the new specifications
without the need to shut down the system. (Do not confuse giving
the RESEI‘ comaand, which does not disrupt MC-DOS operations, with
pressing the RESE1' button, which aborts all current prcgrmvsl)

Modifying '1'l'YS cannot increase the number of terminals past
the maximun number specified in the extended input/output system
(KIDS) of DC-£DS. Read Gifford's CUSTQHZINS YCIJR MULTIIBER
CIIUJRREVI‘ 1135 SYSTE! manual on changing your XIOS.
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The llultiuser concurrent nos operating system can support

"1m.1lti%:ing" operations in which any proper ly equipped physical
terminal can sumort up to four simultaneous progrm. Special
buffer areas within the RAM memory, called “Virtual Terminals,"
keep track of these processes, so that the physical screen can
resume the display when the operator wants to monitor a specific
progrm.

‘mi: rultitasking feature of MC-DOS is controlled by an
ASCII file called VTIYS. Like LPIE or 'I'I‘YS, this file must be

located in user area 0 ofdrive A:, and can be modified by a text
editor like E) or by Wordstar in non-document mode. The V'1TYS

file describes your virtual terminals to the operating system.

For VTHS to work correctly, the physical terminals must be

equipar! with supplanentary display memory, and the CCPMINIT file
must exist on user area 0 of drive A:. The MC—DOS comnand VCMCDE

specifies how progrm rmning on virtual terminals that do not
control the physical screen (called “detached processes" or
"background processes") produce output.

If cmplete information on the virtual terminals configur-
ation for: your system was known to Gifford when your system was
ordered, then a VITYS file is included on your system diskette.
Otherwise a file called V'1'1'YS.SAM is included, showing examples

_of VITYS lines. Like the TTYS file, each line of the VITYS file
describes one physical terminal. A 'ITYS line has only only six
(6) fields, while a VITYS line has sixteen (16) fields. Since
the VTHS file contains so much information, if you need to
create your own V'1'1'YS file it may save you time to make a copy of
the saçle file V'1'1'YS.SAM, and then edit and rename the copy.

Pm examle of a VITYS file is shown below:

0:::::4:4:/" :/"N/`Eg::/EK/O/O:/ET/O/O:/Eg/Ef/EIE4:/R: Console
/v 1 /pm/p1|/p2|/p3|pr=/L /e/s/o:Fr-200 1-v-950 4 pages

1:::::5:.4:/" : “N/Eg::/EK/0/0:/E'J/0/0:/Eg/Ef/E4:/‘R: Console
I /p(T|/pl]/p2|/p3|pr=/L /e/s/o:GCS—80 CIT-80 5 pages
2 :/"N/Eg::/EK:/E`I:/Eg/Ef/¡Iš4:/R: Cmsole
I /p0[/pl]/p2|/p3|pr=/L /VI'=/v:TeleVideo 925 2 pages

:9 *âus’
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Here each line is divided to accoumodate the page width of

this manual; in a real V'I'I'YS file the lines extawd undivided to
whatever width is required. In the example on the previous page,
the first line describes a terminal like a Freedom 200 (or any
other terminal that can anulate a Televideo 950 with four pages

of display mmory). The second line describes a GCS—80 or C.Itoh
CIT-80 terminal with five pages of display memory. The third
line describes a Televideo 925, with two pages of display memory.
Note that the caret synbol (") in this example represents m
actual caret (^) keystroke, which is the shifted numeral 6, in a
VITYS file, rather thaa meaning that you should sanehow enter a
control character in the file. (It happens that the
"/"" in a VITYS file tells MC-DOS that “the next character should
be interpreted as a control character!)

Using the first line of the example VTIYS file as an illus-
tration, the sixteen fields of a VITYS file are defined as shown

below. (Fields 2 through 5 are reserved for future use.)

0:: : : :4:4:/"_:/"N/Eg: :/H(/O/O:/EJ'/O/O:/Eg/Ef/H=`v4:/R: Ccn

\\ \ \ \ \ \ \ \1 573 9 1011 12 13 1415

sole /V I /p0l/yll/p2|/p3lpr=/L /e/s/o=Fr-200 TV-950 4 pages

\16

1. Physical terminal nunber, the same as the first ‘ITYS field.

2-5. Reserved for future use by Gifford Canputer Systers.

6. The nmiaer of pages of display manory in the terminal.

7. The number of virtual terminals supported by the device.
This can be no greater than four or the previous field.

8. The "leadin" character used to switch the screen. It is
convenient to progrm function keys with the KEXS progran
toproduce thissequenceandthescreenmmher, sothatyou
can change virtual terminals with a single keystroke.

3.3-8
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: ¦ ¦ƒ"_:/"N/Eg: :/ER/0/0:/E1/0/0:/Eg/Ef/E4: : Con

\ \ \ \ \ \ \ \ \ \6 8 9 10 ll 12 13 14 15

sole /V | /p0|/p1I/p2|/p3|pr=/L /e/s/o:Fr-200 TV—950 4 pages

\16

The initialization sequence that MC-DOS sends to the terminal
vita: ocmmrr irstalls virtual terminals at system startup.
In the example (which is repeated above) a line feed (/"N)
a1ablingtheD1'Rhandshake,andanE3Cgseq\n1oeto
diwlay the 25th (status) line, are sent at startup.

The sequence to directly switch to another screen. Since
the ‘relevideo 950 lacks this feature, the field is anpty,
and screen switching is controlled by the next two fields.
‘me sequence to switch to the next screen (for example,
frat mreen #2 to screen #3), here EC K, with two zeros
(/0/03 to make sure that the status line is updated when

you switch to a new virtual terminal screen.

The sequence to switch to the previous screen (for example,
frcn screen #2 to screen #1), here ESC J, with two zeros
(/0/0) to mke sure that the status line is updated when

you switch to a new virtual terminal screen.

Boas sequences to turn the status line (N, enable load
status line, md display the status line in reverse video.

The carriage return sequence to disable the load status line.

'más field defines the information displayed cn the status
line. The exarmle specifies the word "Console" and the
curralt “relative terminal" (screen within display memory),

an amiss of processes running on each virtual terminal of
this physical terminal, the symbols "pr=" followed by the
printer number, and any “P, "S, or ^O control characters
that currently affect the output of that virtual terminal.

A field for comments or notes by the system manager.
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The eight VITYS fields 8 through 15 specify sequences of
characters that MC-I135 uses to control the terminal in miti-tasking operations. These control sequences and escape sequences

are specific to each type of terminal, and are defined in the
mmufacturefs documentation for each terminal. The following
notation is used to define the special character sequaices in
fields 8 through 14 of the VITYS file:

ssx>§

\"

/0

äšìššìfš

h

Begin a VITYS field
Interpret what follows as a special code function, rather
than as a printable ASCII character
(he printable ASCII slash (/) character
one printable ASCII colon (:), rather than a field boundary
Interpret the next character as a OWTROL character
Send a null character (OH) for a very short "padding" delay
Updates your status line to reflect new virtual terminal screen
The logical terminal number (the same value that the OGSOLE
ccnmaad displays as me "virtual terminal nunber")
Causesalcngerdelay (=1/60ofasecond) than/O
The ESC key (lBH), used to initiate escape sequences
Display the current leadin character (for switching screens)
Line feed (OAH)

Physical terminal device number (the first field of 'I'1'YS)

Carriage REIURN (0111)

Relative virtual terminal number (the page of display memory

in the physical terminal), whose value can be 0, 1, 2, or 3

The fifteenth field, which defines the display of the status
at the bottom of the screen, recognizes additional symbols:

Nunber of the wrrent list device (the first field of LPBS)

Display “P if printer is toggled (N by a ^P

Display the VCHCDE program's background output option
Display in right—hand corner the foreground program name
Display ‘0 if output is suppressed by a "O

/pi Display the name of the program running on relative virtual

/s
/V

terminal mmer # (you must substitute 0, l, 2, or 3 for it)

Display "S if scrolling is interrupted by a "S

Sameas (/V+l); va1uecanrangefrcmlt@to4
See also Gifford's VIRTUAL TERMIRAIZS USER'S MHNEJAL for more

detai1ontheV1TYSfileandontheVCMG)EandKEYSprcgrams.
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Each line in a VITYS file refers to the physical terminal
whose device rante: (the first '1'1'YS field) matches the first
field of vrrrs. Only physical terminals that will support
virtual taminals need to be described in a VITYS file. The

name: of virtual terminals supported by a physical terminal
(field 7 of VTPYS) can be less than the available pages of
additional screen mmory (field 6 of VITYS), but should not be

greata than the value of field 6 or 4. In systens with
progra&le function keys. the KEYS program sould be used to
implaast screen switching sequences.

Terminals without additional display memory can have their
status line configured by VITYS, and can even specify screen
switching sequaices to detach a process from the screen and

attach the screen to a process that was in the background.
Without aåìitional display memory, however, the previous screen
display of the background process cannot be instantly restored to
the screw. Unless the operator asks the program to supply a new
display (by scrolling forward in a word processor, for example,
or by jtging to a distant cell in a spreadsheet) a terminal that
has no extra manory presents an incomplete display imaediately
after attaching a background process.

The nos (extended inpzt/output system) of your MC-DOS must

specify a umber of physical and virtual terminals equal to or
greater than what your 'ITYS (physical) and VITYS (virtual)
terminal configuration files specify. If you modify your V'l'I'YS

file in a way that increases the total number of physical and

virtual terminals, you may need to use the GENCCPM cottmand to
remake 521-006 with an XIOS of a larger capacity.

Mose that the operating system can support virtual terminals
because it reserves space in RAM to keep track of what each virtual
terminal is doing. men you replace your current XIKB with an XIOS of
larger capacity, you also increase the size of your operating system,
and leave less space in RAM available for user programs. Select the
smallest XIKB that can support the virtual terminals that you require.
Similarly, progrm rxmning on virtual terminals occupy RAM, so a
large m?er of active virtual terminals can exhaust all the available
RAM in yarn‘ system. Heavy use of virtual terminals may require that
you add mre RAM to your system, but l024K (a megabyte) is the upper

limit on the total RAM that Concurrent DOS 3.1 can utilize.
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The PA%D file lists the login account names that can be

used to sign on to the system, and records an optional encrnzted
login password reqiired to log in for each accomxt. ‘Rue PASSED

file also defines for everyaccount name an initial default
drive, user area, printer, and optional default wplications
progra. The PASSWD file plays a central role in maintaining
system security, since the system manager has the option of using
PASS!) to specify optional restrictions on the user areas within
asystemor network inwhich the accomt is allcwedaccess to
files, and on terminals and modems from which the accotmt can log
in to the system. 'me PASSWD file also supplies each accotmt
with an initial directory area and printer, so that at login,
each operator can be assigned to a part of the systm where only
the files and progrm necessary for that operator's work are
stored. 'Ibis speeds and simplifies use of the systmu

The PASSPD file treats each account independently, so that a
PASSVD file can simultaneously perform the following functions:

o It cm restrict login access to the systa: to operators who

present a valid account name and the corresponding password.

0 If each operator (or at least each project teat) uses a unique
accomt nane, the names can provide unique identifiers for
sending electronic mail and reminders, maintaining appointment
calendars, sending messages to terminal screens, monitoring
system usage, individualizing network assigrments, and

maintaining timelog information for accounting purposes.

0 It can assign each account at login to a unique directory
area, so that files created by each operator tend to be in the
sae directory areas. This reduces the hazard of different
operators simultaneously working in the same directory area.

o It can restrict login access of accounts to specific
terminals and modens, even if the correct password is given.

0 It can restrict file access of accounts to specific :ser
areas. In systens that implement a high level of file
security, only the "system" account can access areas 0 or 15.

3
o



T3: l?I%IK-P352943!

o It cm restrict any account to a specific applications program,
so that any operator logging in with that account name cannot
access other prograls or files, nor give MC-DOS cmands.

o It a1 assign any account to a specific hardware and software
enviroment, so that any operator logging in with that account
name is imediately running a default program, without needing
to invoke the program, nor to log out after exiting.

The IBI@ program is a security utility that mist be used

by the syscaa manager to maintain the PASSWD file. 'Bo use

warm, the system manager must first have logged in as
"syst<a." If smeone who has not logged in as "systa" attempts
to invoice IBIJSER, the system responds:

Sorrylxt&e'neumer'prograncaxa11ybermfrcn
the'syssben'accomt. Please dneckwiththesysten
anger.

To invoke IEMSER, typing the keyword NEMISER causes the
main b?vlš menu to agpear, as sham in the following dialogue:

( Gif?ordcalputersystaxs-newuser
lhintenaIcePacl:age

@rrisght (C) 1384byGiffordcuq1uter Sysbx, Inc.
Versi<n2.0ofnanserIpdatedcnm1g3,1984

Aaadiauser.
Ekieflistixlgofmers.
C)CIa1geauser'sparaneters.
Bbneleteauset.
mnistxasersindetail.

8 kit.'13) abort, mine nochange.

3 o3—l3



TE3: IHIK-3]1K§'ES!S$I
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If you type (A) to add an account, the program responds:

Eidttl?z
Typetheacoountnamewithwhichauserwil}. logintothe

system. The name can have up to eight (8) letters. The nme
entered here will also be used by the AP, MAIL, WD, VRITE, and

raninder (E4) programs, by the WTMP, UTMP, and HISECRY files,
andbytheNE:1'MAKEandNEr<11iE'IGUREcomnands inDRNet. Ifyou
enterprojectnmesasaccamtnanes, theWIMPandTI!-13.06
utilities will keep records on indiviaial projects, but MAIL,
HISIGRY, and password encryption will have little value. Most
system managers use real personal names as account login names.

Each account nust have a unique nmle. If you enter an

account name that already exists on the system, the program will
respond with the following message:

'me x1 you lave selected is already in use.

When a new account name is entered, the program responds:

Password:

Each account name should have a password. An acoomt
without a password will allow easy access to the systm and

defeat the purpose of the password security feature.

The next two prcupts request an initial default drive, and

an initial user area nuuber (together specifying an initial
directory area) where the new account will be after login:

Select defaxlt àive:
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higher a valid drive letter, without a colon (:), such as

A, B, C, etc. After you enter the initial default drive
specification, the program responds:

Enter %m1t user miner:

mter a default user number between 1 and 14. In selecting
the initial default directory areas, most system managers give
each acccmt a uniqae conbination of user area nunber and logical
drive. In this way a DIR command shows only the files of that
aocomt, and there is less risk of users interfering with one
another by running in the same directory area program that try
to create intermediate files with the same name. Users can

changedirectoryareasbythed:, USERandPIPcomnandstoaccess
all drives and user areas from which they are not restricted.

It is recommended that you notmake user areas 0 nor 15 of
drive A: default work areas. User area 0 of drive A: should be

reserved for system files, and user area 15 of drive A: should be

reserved for MAIL and calendar (AP) files, rather than used as
work areas. NBiJSER allows accounts to share the sae default
drive and user area, but warns if this is the case.

The system next lists all the valid names of printers (and

plotters, if any) from the LPRS file, and prompts:

Select tin default printer:

Enter a number or name (the first or fifth fields from lines
of the ¡SE file, as reproduced above the pranpt) to identify the
initial default printer for the account. The progrm will not
allow you to enter a printer number that has not already been

desigzated in the LPRS file. If you press RETURN without
specifying a printer, printer 0 is the current printer when the
account logs in to the system. Printer 0 is the printer attached
to printer port 0 on the back of the main enclosure.
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The progran next pratpts you for a list of terminals:

Biterterniralaccessrestricticnsot
rehzrnforaorestxictians:

'mis is an optional specification. If no terminalsare
specified, the account can log in from all terminals and modas.
Otherwise the account can only log in from physical terminals
specified here, identified by their device numbers or names (as

they appear in the first or fifth fields of the 'l'1'YS file).
Eater a single terminal nana, a list of terminals separated

by comnas, or list of accessible terminal numbers with coimas md
hyphens. The following example allows the account to log in Eran

physical terminals 1, 2, 3, and 6 but not from 0, 4, 5, or 7:

1-3' 6

‘me next prompt requests user area restrictions:

User areas:

'mis optional specification can restrict accounts to certain
user areas. If you do not specify any user areas (by pressing
RETURN at the prompt), the account can access all user areas.
To inpose user area restrictions, list only those areas to which
the accotmt will have access. Separate the accessible user
areas by comas, or designate consecutive accessible user areas
with hyphens. For example, to restrict al account to user areas
3, 4, 5, 6, 7, and 14, respond by typing:

User areas: 3-7,14
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Ifthataccounttriedtoaccessuser area8, mareanot
included in this example, the following message is displayed:

You&an'thveperIissirnt:oacoess1nerarea8.

menextprcnptis:

nrtersltprograllaormz

This optional entry can be used to restrict a1 account to a
specified program. This can simplify use of the system for someone
who always uses the same program. If you assign a default
progrm to a1 account name, the account enters that program
automatically at login, and is automatically logged out of MC-DOS
when the progran terminates. If you enter WS, the account will
be restricted to Wordstar. SC restricts an account to Supercalc,
and mas restricts the user to dBASE II. Users with assigned
default prograns can also be restricted to specific data files.
For exaple, to restrict an account to editing the Worütar file
called mu-tPr.E.'1'xr, type:

Enter defhlt progra to nn: WS ExAMPLE.'1'xr
\

At login, EXAMPLE.'1‘x'I.‘ is automatically loaded for editing.
Acoounm with default prograns have no direct access to the
operating system. To let an account access MC-DOS, press REIURN

without entering a default program. NEWUSER will respond:

0%:
This is an optional oonments field, where you wm enter up

to 100 chuacters to explain your entry in the PASS!) file.
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If you selected (3) for a brief listing of accotmt naaes, the
screen will display an alphabetic list of the current account
names. Here is a sanple listing of account manes in PPSSWD:

hettydanhxryj%jmet1arry1es link
niltenatepat tcntrish
'n2'C"0pt1'.ax

If you selected (C) to change an account's PASQD file entry,
the program requests an account name (as in option (PJ). After
you specify an account name, this menu of options agpears:

arremedc)&ive
d)user
e)printer
f)t:e::ni.na1access
museruaaccess

h) pgraHoists
j) rnmrekxgesforthistmer.
illattochmge?

Specify the letter corresponding to the option of your
choice. The NEWJSER progran will display the PASSVD listing for
the account that you specify, so that you can modify mything
that should be changed. men you have finished making changes

for this account, press (J) to return to the main menu.
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If you choose (D) to delete an account, you will be prompted
to supply the aooount nane that you wish to delete. If you
supply m account name that has not already been created on the
system, the !Evl% progran will display the following error
message.

Noam@

Suppose that you want to delete “james” from the PAS$WD

file. after you have supplied the aocotmt name, mam will
ask you to confirm the deletion:

Deletingjaes G20!/H)

Type "Y" to verify that you want to delete this account name.

'l‘he'E"@t:i:n

If you choose (E) for a detailed list of acoomts that are
allowed access to your systan, you will be supplied with a list
of account names, their default drive and user area, md all of the
restrictions, if any, that have been inposed on thm. Here is a
saxmle detailed list of account names:

Hm Dir Print:er'1ernina1Access Application Ozent
betty c14 0 3-'I ws
dan b2 0 2,4-9 sc
janet b7 0

sysha Ga
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'mis option will write any modifications that you have made
back to the PASSED file on user area 0 of drive A:.

If you want to abortNEmISERwithout saving any changes that
you may have made to the PASS?!) file, enter ‘C.

Ifsomeonehappens toberunningNE9IJ’SERat another terminal
oftt1esaesysteIn,orifscmecmeisusingPASSWtR)tochangea
login password in the PASSWD file just as you run tEiU%, the
following error message will agaear on your screen:

'?xeídfileishxsy,tryagainlater.

'mis message will appear if NET/USER finds that the PASSWD

file is already open.
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'me PBSSFD file has the following format:

IlAl4E:P%%:?VE:%:PRD?ER:AC£$S:PTAM:USER AR?S: 

II
2I

3.

4.

5.

6D

\\\\\\\\
\

12345678
9

Account login nae (maximum length is 8 characters).

login password (maximum length is 8 characters).

Initial &fa1lt&ive (letter designation of logical drive).

Initial afaxlt user area (ranges from 1 to 14).

Initial default printer (printer nane from field 5 of the
LPRS file; REIEMI = printer 0).

qutianl selective terminal access This is a list,
separated by coumas, of the terminal names (from THB, field
5) frm which the account can log in to the systm. If this
field is enpty (REIURN), the account can log in from any terminal.

®l:i:lI1 defaalt applimtim progra. Accounts with an entry
in this field are automatically entered into the program
specified. The systen searches for the program as if the
operator had typed it at the system prompt. The account is
aut?tically logged out after exiting from the program.
The extension (file type) is not included with the program

nan. If this field is empty (REIUMI), the account is unrestricted.

Optional user area access. This is a list of numers,
separated w conmas, or pairs of numbers separated by a hyphen

to designate consecutive numbers, listing the user areas that
anaccountisallowedtoaccess. Ifnoassigrment ismadein
this field (RET(R€), the account has access to all user areas.
If an account tries to access a restricted user area, the
system will deny permission to access that user area.
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9. Optional co_ants field. Up to 100 characters can be entered,
showing remarks of the system manager regarding a1 account.

As in the LPRS, ‘ITYS, and VITYS files, colons (:) are used

to separate the fields of the PASSVD file. The PASED file must

notbexty. Ifthemssmfileisermtyordwaged, thesysten
will lock L@ cn starttp, and you will have to contact your dealer
for assistance. Your system is shipped with only one valid
account name, "system," in the PASSWD file.

kre is an exmle of a PASSVD file:

g1est::c:14:epecn:l:sutnit dem>:l4:rm daxsub cnly
nmcy:q.m®by3h:c:1: '::::no access
noda:?'3b!a34Axl:b:8::7:message:8:mdem tnlletin baud
rhmda:j?I92fzl9j:c:]n:0:2,3:us:]n:correspaxieme any
s?m: :d:4:?:4,5,6:mna prospect:l2:

smn :a:5:d:2:®se milzsznailing list
sysba:?h6Rrl2g!!:::di.a1o:::::no restrictials

Notethatthe'guest'accoLmtintheexanpleabovehasno \_/
password, butthatmyone logging inbythataccountn?is
inmediately entered into a SIBMIT file called DEMOSW. men
this program is completed, the "guest" account is automatically
logged out of the system. Similarly, the"modem" accommt is
restricted to terminal device 7 and to a program called "message"

that sumorts a bulletin board cn user area 8 of drive Ba.
The characters that appear in the second field of the male are
not actual login passwords, but the encrypted form created by

tmmsm. Entering the characters that appear in the encrypted
form of a password would not result in a successful login. This
feature protects a MC—DOS system from being accessed by an
unauthorized person who has seen a listing of the P1-SS9!) file.

‘me ®E md WHIP Files
The Um? file keeps a record of which accounts are currently

logged in to the system. It can be read by the W!-D utility.
UTMP is created automatically when the system enters mltiuser

3
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mode. ilI!EisusedbytheTIME1OGandHIS1'(RYacooImting

progrm to maintain records of system use. For MEP to keep an
active record, both the PASSÑD and UTMP files must exist.

'l'ocreateWI'MP,usetheMAKEconmandbytyping:

@>%
This will create empty files to which the sysm can add

as it is generated. Once in use, the contents of the
WIMP file will look like the following exanple, which records
that 'ävid' logged in fran virtual tenninal #13 at 10:39 am on

July sea, 1984, and logged out at 12:18 gm the sae day.

tty3 åvid 1.3 23781039 21874 7 51984 1124

tty3 l. 13 23781218471874 7 51984 1125

The first three WTMP fields are the nae of the physical
ternixal (from the fifth field of '1'l'YS); the relative virtual
terminal íer (equivalent to /V in the 15th field of the V'1'1'YS

file, chsignating which page of display manory controlled the
screen at login); and the login account 11. The other
fields (with blanks inserted for clarity) are described below:

13 2378 10 39 2 187 4 751984 1124

\\\\\\\\ \
12345678

9

1. Virml terminal miner (The value displayed by censors)
2. Days since January 1st, 1978

3. How oí the day (24 hour clock)
4. Minute of the hour
5. Sauna of the minute
6. Julia: day of the year (1-366)
7. Dayoftheweek (S\mday= 0, Monday= 1, 'ruesday= 2, etc.)
8. Date in month-day-year format
9. Progra file link number (A serial number, showing the number

of records in the file after the login or logout recorded in
the lite.) As each new records is added to WIMP, this number

in the first record is updated to show the new total number.
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The WIMP file consists of entries that can be paired to
correspond with login and logout. The account name is given in
the login entry, but not in the logout entry. Use the ‘terminal
mmbers as the key to "matching" user login and logout times.

x&1e%|: 016749162121§) 811982346
console 01674916412130 811982 347

In this exarmle, the system was booted (reset or powered up)

at 9:16:21 am, on August l, 1982, and the system entered nulti-
user mode twenty seconds later. When for sane reason a systan is
reset before all the users log out, there will be urmtched login
records, but the next "Boot" entry shows that any activities of
suchusershadendedbythetimethatthesystemwasrebooted.

'rheU'rMP£ilehasthesaneformatasW'I'MP, but itdoesnot
include the 9th WIMP field, and it only records logins. The UTMP

file is created automatically, and it records the account names
that are currently logged on the system. When an operator gives
a IDGw'1' out the login entry for that operator is deleted
from the UDP file.

The CC!FIG.NE'1' file is needed only if a K:-DOS system is
part of a [8 Net network linking two or more Mc-nos systats.
Ycndonotneedtore?thissectiaxzmlessyour Multiuser
Concurrent nos system is part of a DR Net local area network. A
CGNFIGJEI‘ file is provided on the DR Net Networking diskette.

Just as the LPRS, '1TYS, VITYS, and PASS@ files are used to
configure an individual Multiuser Caucurrent DOS system, the
Ca€E'IG.NE.T file provides information to the network input/output
system (NIOS) of a DR Net network that specifies what resources
of a MC-IDS system are available to a mi Net network of multiple
systems. CI1E'IG.NE1' can be created by a text editor like ED, or
by Wordstar in ncm-docunent mode. The CniFIG.NE'1‘ file should
exist in user area 0 of drive A: when the system is powered upor
reset. A network utility called SEnEI' reads the CINFIGJEI file
and makes its information available to the N106.
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Although creating C(NFIG.NE1' requires the systems manager to

learn acne additional terns and concepts, it greatly speeds and

simplifies the tasks of creating or reconfiguring a network.

The QFIGE file is used to customize the relationship of
a MC—DtE system (called the "local node") to the other parts of a
DR Net 10m1 area network. The system manager can mm the
CCNFIGJE‘ file to define a network configuration and to specify
default resource mapping. The C(NFIG.NE:1' file can be used to
modify certain features of the initialization process. A sample

CINFIGJE' file is provided with the m Net system diskette, that
can be nadified with a text editor.

Listed below is a sample C'INFIG.NE:l‘ file:

pasauotd’ í@ :Nude pamuurd, alsoéfmltpassword
node 9 znocalnoden?aer
defaxlt 9 gnefaaltnodenier
servers 8 :Ru?aerofserverprí
regnster 8 gndzerofreqaesterprooesses
buffers 3 mtdaer ofnessagelnffers
tinout 5 zseoonzhtilltineout
rct 8 :Rainer o£l!!1"s
private f: g: ;Pr'vate drives
drive 1: = a: :Map adrive
chive I: =-b:
drive a: =c:
dtim ø: =d¦
drive p: =e:
printer 5 =00 :Mapaprinter
:pene lâh=l4ãb?2 :Hapacpeue
«pene §LII=SLIR02
queue saan-ssran-02

Rework permeters of the local node are listed on the
left. '?ìeir values are assigned in the middle colour. The

rigxt-brad colnmm provides comments describing the fmction of
the data in the other two columns. For more detailed
informatica about the C!1IE'IG.NE:B, read Gifford's m IE1‘ tBER'S
MANJAL. _ __ __?
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i
Pi1$: SEIIELÍ, EH), mom, 119.3

If a file called SYSINITJBAN exists in user area 0 of drive
Az, I4C—DOS will display it above the name prcupt. This "banner"
can be edited with or Wordstar (in non-doawat mode). An
example of the contents of a banner file appears below:

-nr
GIE!$)eJ1?SYS!BBV?EDI.IKB1O

E®BKII'lD'E&DQ'E
IE-?B SEE

The -[Y characters on the first line above clears the screen
of a Televideo 950, so that the message appears at the topof the
screen. The manufacturer's documentation of your terminals lists
the escape or control sequences to clear the screen, make words

blink, reverse video, and other effects. (wordstar can write
same control characters if you first type ^P in the file.)

At every login, the system types the “message of the day,”

if a file called M0113 exists on user area 0 of drive A:. This
file can contain anything you wish, including escape sequences to
control the terminal's screen. The system manager can create md
update the Moro file with an editor such as E) or Warëtar (in
non-docwaent mode).

If your K‘.-DOS system is part of a 1R Net network, an

additional message file called NETMOID is transmitted over the
network when an operator logs in whose account name wpears in
the ®‘USE:RS file, prior to the display of the local now. For
this tohappen, theNE1‘bD1‘Dfi1emustexist inuser areaoof
driveA:ofthesystemnode. Thesystemmanagerca1useatext
editor like m or WordStar (in non-docmnent mode) to create and

modify a REJMHD file.
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Bash tine an operator logs in, K2-13% looks in the account's
default drive and user area for a file called naeml, where

name is the login account name. If the system finds the file, it
types it on the user's screen at login. 'mese reminders are not
the respnsibility of the system manager, but the system manager
should understand how to create then, so that others can be

assisted in using this helpful feature of K2—DOS.

'mis isaneasywaytoleave yourselfa reminder todo
smething,sir1oe you will see the reminder message each timeyou
log in to the system. 'ro make a reminder file, create the file
with an editor such as ED or Wordstar, in non-docxmaxt mode, then
move it to the initial default drive and user area of your login
account. For example, if you use account "jane" and your initial
default directory area is user area 5 of drive C:, you could
1’-YPe=

1I>PIP C: fG5]=JP1*E.E![VRW1]

Radaer that if a reminder file for your account already
exists in that user area, the PIP command will replace the old
reminder file with the new, since in m—DOS two files with
identical names cannot coexist in the same directory area. You

cm also me the ERAQ ooumand to delete a reminder file that is
out of àte. For example:

'Étidï?ã(22% .Í
By typing (Y) or (y) the file will be deleted, returning the
systm prmt. You can, of course, leave reminder messages for
others tg using this feature (if you know their initial default
directory areas), but it is more polite to send than mil with
the MAIL utility.
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Additional files used to custoutize Mr:-nos are AUKBI' and

various Säl?' and renamed command files that are executed at
systan starttp, login, logout, and system shutdown.

The AU’IOS1' file is used during system start@ as a flag to
jump automatically into uultiuser mode, if AUTOST exists in user
area 0 of drive A:. Otherwise the systan rmains in single-user
mode until the user at the system console, gives the 1.01171'
ooummd. The systan manager will find that many aministrative
fmctions, such as setting passwords, are easier to perform when

MC-lnsisinsingle-usermode. 'I‘heAU1OSI'filedoesnotneedto
contain my information, and can be created by a MAKE command:

(E>b?KEAU'I'0S'I.‘

To inhibit the automatic entry into Imltiuser mde, you can

erase the AIJ'1OS'1‘ file:

0A>ER§QAIJ';l'OS'I'

A: HHÉ. ?Y

The remining customization files include SYSIN1’I'.CMD and
SYSINIT.S!B for system starttp,  ?® arr]  SB for
login of all users, Ld;IN.CMD and HEINSUB for initial login
routines, and LOGw'I'.SUB for logout of individual users, lWN.O4D
and DGWSUB for shutdown, all of which are described in Section
2.5. The systen master diskette contains LOGINSAM, IDG(I1T.SAM,
SYSDIITSAH, and UmìINITSAM as examples of how SUMIT files
can be used. The comand files can be used for whatever progrm
you might want to run. For example:

(R>PIP l'.£I5IN.CM) = V6.00

The system would automatically load WS at login.
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Your K:-11136 system is a shared resource, in which a

conuunity of users has access to the computer, the memory, the
disk drives, the commands, the programs. the data files: the
printers, and so forth. 'mis ability to share data and equipment
is a major advantage of MC-DOS, since it offers both increased
functionality and cost savings compared with multiple personal
computers.

In 1
situations, however, it may be prudent or necessary

to restrict some or all users from access to parts of the system.
A hospital or clinic may have medical records whose confidenti-
ality is mandated by state or federal statute. An educational
institution may seek to avoid having the modem used as an entry
point by students experimenting in telecommunications. Most
busirss have trade secrets, customer data, personnel files,
or sensitive financial information on file that trust be protected
from casual, curious, unskilled, or malicious intruders.

no-nos has built into it Optional systua security features
which are designed to prevent unauthorized users from accessing,
copying, modifying, or destroying information. some were devised
by Digital Research Inc. as part of Concurrent nos, the operating
system which is the nucleus of MC—DOS. Others have been

developed by Gifford hater System as proprietary enhancements

to 119%. 'together these security features provide the system

manager wíüx great flexibility in selecting whatever degree of
security is amropriate to a given system. The system can be set
up as a ccgletely unrestricted resource, in which anyone can do
anything; or some users can be given wide scope, while others
are confined to specified parts of the system. At another
extreme, every user can be permitted access only to part of the
system, with most system resources restricted from use. This
section outlines the security features and procedures available
for Giffetd M:-DOS systems.
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Additional security features of DR Net networks provide

flexibility in specifying the access rights of rmote users to
files on your drives. The system manager can disperse with any

or all security options, if an unrestricted operating ervirormaat
is more appropriate for your system. section 2.6 contains an
overview of the security options available to the system manager.

An Optional HISTQEI file monitors all mantis received by
the systat. This file records the terminal, login ame, date,
time, and comaand, for every cannand that anyone gives. ‘me
EESHRY utility makes it very diffiwlt to probe systw security
without leaving evidence that may provide a basis for corrective
or legal action. a

 $IEIITY
Keep the conmuter in a room that can be sewrely locked.

Never leave any systm diskette in the floppy drives or
accessible to unauthorized persons. Write dom the passwords

that protect drive labels, files, and saris, to avoid locking
everyone out of the system. Never leave a record of any
password, or diskettes or other media with prograts or sensitive
data where an intruder can find them. Never leave a term'na1
unattended without first exiting with the IJOG(IJ'1'

ad.
Most FE-DOS systems are left running all the time. A user

at an inactive terminal should always type mean, so that an
intruder cannot use the terminal. After the IOGGJT and is
given, only a user who supplies a valid account naaa and the
unique password for that name can talk to the operating system.

‘me list of valid account names is kept in a file called
PASSVE which is maintained by the system manager. The password

associated with each name is up to eight characters long. As a

user, youcanchangeyourovmpassword, butonlythesystm
manager can initially put your nme on the PASSFD file. The
passwords are encrypted, so that they camot be read by

3 .4-2



@APE3:l*%K-':'EES!5El

displaying the PASSWD file with any text editor, TYPE, or PRINI'
coumemd. It would be tedious for an intruder to attewt to
discover the password for any name by entering random characters,
because the mmer of different passwords available in MC-DOS is
greater than l0,800,000,000,000,000 (ten quadrillion).

If the '1'IMEI:.(I-‘. option is used, the system manager should
periodically review the TIMELDG records, to make sure that users
log out, rather than carelessly leave terminals logged in
overnight or over weekends. TIMELDG will also show any unusual
after—hours activity, or users who log in via modem, which may

reflect unauthorized atteupts to access files. The van coumand

allows the system manager to monitor system usage in real time.

Iestrictixlyatacesstolerninals

An efficient line of defense against intruders is available
by limiting access to physical devices. Gifford's Mc—nos offers
the systa uaxager the option of restricting access to terminals
by the login PASSWD file, which specifies the terminals that each

account can use. The operating system will not allow a user,
even one with a valid password, to log in from a terminal or
modem unl& the PASSW) file specifies that the user's account
name has access to that device. A user can be given access to
many or all terminals, but only the system manager cm modify the
terminal access authorization of any account name.

Mada sesxity

If a modem is permanently attached to the system, the login
accounts authorized to log in vía modem should be restricted to
user areas where only non--sensitive files are stored. Any

"public" lcgin naae valid on a modem has the least potential for
trouble when a default program is also specified in the PASSWD file.
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summer:
'menasofiie

'me login PASSVD file provides a number of options which
relate to system security. 'mese options include:

l. Login account names to restrict access to the cowater.

2. mcrypticn of login passwords to increase security.

3. Assigznait of default drives md user areas to enforce the

 t
practice of keeping users in separate work areas.

4. Assignment of default terminals, and restriction of accounts
to specific terminals. `

5. Assigrment of default printers.

6. Assigrment of default programs to restrict users to specific
applicatims program.

7. Restriction of any account to specified user areas.

The system manager nust identify any groups who can share
the sae user areas, so that the PASSWD file can assign them

ccnmon work areas.

1
The primary means of maintaining security in an Mc-nos

systm is through the login PASSQD file. Every account name mst
have a password, which is automatically encrypted. The PASSWD

file mst be kept on user area 0 of drive A:, which :fast have a
protected label that setsH®'Jm'1‘=CN. The systemrmiager can
assign to my login name a default program, to which a user is
restricted. ‘me PASSWD file can restrict the access (of my
account to qaecific terminals and user areas, and can‘ restrict
users who log in via modem to a default program. '1'ne {WEBER and
PASSKRD Utilities are used to maintain the PASSWD file. Do not
select passwords that can be easily guessed, nor leave written
copies of passwords accessible.
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Ke@ in mini that even these advanced features offer only

limited security. They will keep honest users out of one

another's files, but like physical security systems, they cannot
offer absolute safety from the most sophisticated and determined
intruder. The procedures in this section, however, will defeat
most atbemrts to violate security that would have succeeded

against any other couputers.

If login passwords are used for security reasons, every
account mould have an encrypted password. An account without an
encrypted password could easily become a free key to the system,
since the RSS9!) file cannot be read protected. By following the
procedures described on page 3.4-9, only the system mmager can
modify the P1559!) file.

If you believe that system security is being attacked, use
the HISTORY file to see every conmand from every terminal. This
is a drastic procedure, which significantly slows system speed.

Pubtingaldjelaialogicalnrive

This sectiaa describes a procedure that is maàtnry for
system aecmity. The SEI' conmand of Digital Research's
Concurrent IDS permits a label to be put on any logical drive.
The drive label is a directory entry, which like a file can be
password protected. This label tells the operating system that a
drive hm special attributes. The attribute that is necessary
for systcm security is the PROTECT option, which causes drive A:

to recognize passwords on files. (Page 3-58 of the CINCURRBJT
CP/M CE$?’I:G SYSTEM USER'S GUIDE.‘ provides a detailed discussion
cf?ive labels.)

The systm manager must do the following three things:

(1) Put a label on drive A:.
(2) Put a password on the label.
(3) Set password protection (N for drive A:

.
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Suppose that PRIVATE will be your password on a label called

"'I'.AG." Each step ca: be accomplished by SEI' conmands:

@331‘

 ]Lael for drive A:

Directory Pasrü stap St@ Sta@
Laue]. Re@ Create Access Update

A:X . O? off Off off

0A>SE'1‘

[ ]L?ael for àive A:

Dzirectnry Pmsuds Stag) Sta@ Sta@
Label Reg! Create Access Update

A.-56 . m off off off

The

' 
option causes K!-IDS to look for file

passwords that the system autanatically puts on the PASS!) and
UIMP files on user area 0 of drive A: at startup. This enables
drive A: to recognize passwords on my file. A third ï' oolnaaz?

is reeded, however, to prevent the label from being modified:

m>SEI' [PAS9K'RD=PRIVA'lEE'.]

Label for drive A:

Direct-try Par Stag St@ St@
Laue]. mgi Create hac@ Update

A:?£ . cn off off off

P?nnxd = Human:
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Do not write this procedure into an SYSINITSUB file, or
anyonewholooksatSYsINI'1'sUBcan learnthepasswordonyour
drive A: label. A label cn a logical drive of a hard disk or
floppy diskette persists until the disk is reformatted.

A password mist be set on the drive A: label to keep anyone

but the systm manager from setting the pmmcr attribute OFF.

To remove file protection (for example, to make an archival
backup). tYPe=

0A>SEl'

 ]The system will pronpt:

Paäll??

Now type PRIVATE, the password of the drive label. Your

keystrokes will not appear on the screen, which shows:

Label ?r: àive A:

Directory Pasuds Hake Stalp St@ Stag
Label m@ xmas create Access Update

A:IdJe1 off off off off off

This ad does not erase the label. There is no
reduction in system speed if a logical drive has a label with all
attributes (IF. Neither ERA nor ERAQ can delete a label.

Note that 'PRIVME' would be an unwise choice of password

for your actual label, since anyone who finds this mamal might
read these pages, test PRIVATE as the password, and be able to
access protected files on drive A: by setting protection OFF.
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Protecting nrogr?

Most application prograns that call on files do not know how

to use passwords. You might decide, for example, to protect with
a file password parts of an accounting software package, or all
of the programs, so that unauthorized users cannot see or change

information. Stppose that processing your accounts reqxires you
to invoke a program called mm‘, which asks some questiors, and

then runs other programs called INVOICE md PAYROLL. Vixen the
sub-progrm finish, they run KENT again.

AIIZNP

INVDICE PAY@LL

For this exwple, assume that INVOICE and PAYROLL must be

run by the MINI‘ program, and cannot be run directly. 'lb prevent
some users from running may of the program, put a password on
AGENT (such as LARK). To run ACCNT, then, you must give the
password on the comnand line:

(E>P?3N1‘;lZAM

3 94.8
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iballowauser torun INVOICE butnotPAYR01L, put a
password on the PAYIDLL program that is different from the one

youputonthea?rtt?program. 'I‘heACCNTprogramthencannotrun
PAYIDLL unless you set your default password to match the
password on the PAYm.L program. For example, if the password on
PAYROLL is 11113111, and the password on MIZNI‘ is still LARK, use

the following two steps to run PAYRJLL:

0A>SE'1‘ [lE'AUL'1‘=KJBIN]
Defaaltrxltxdsettolusm
0A>HIINl';iHtK

When the P£I!N1' program calls the PAYROLL progrm, it matches

the password on the program with the default password. If a user
tries to rm PAYIDLL from ACIZNT without the correct default
password, the system gives a BDOS error message and aborts the
program Default passwords vanish when a system is reset, but
the file passwords remain as long as the XEUB and the file label
support tint.
Pile saaity

Files can be given any one of three levels of protection by

assigning a pwsaord. A read restriction can be assigned where a
password lust be given to read or write to a file. A write
restriction can be assigned so a file has unlimited read status
but restricted write status. And a delete restriction can be

assigned so that the file can be modified, but the ¡me cannot be
changed and the file cannot be deleted.

Use file passwords to protect data or program files from
being read or updated by unauthorized users. File password

prcrtecticn is discussed in Section 7.2 of the (INCL? CP/M
OPE1~‘¢A'1'@ STS@ t:BER‘S CIIIII‘. and page 3.4-'I of this chapter.
Read also the SET command in Chapter 2.
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Before you assign passwords to files, you should be aware

that your sjstem, a well as most applications program, does not
know how to use files with passwords on them. You cannot specify
the password for a file when you run Wordstar, unless you specify
a default password for your terminal.

Applications programs can read password protected files if
you assign a default password to a terminal. For example, to
edit the file called Aooouursmxr with wordstar, if the password '

on the file is XACIO, give the coumands:

019%’ [D?'AULT=xAC'IO]

Defalltnuordsettontrlb
0A>FBA£IXIJNTS.TXI'

Since you can have only one default password at a time, you
should use the same password on all of your data files. This
eliminates the need to change your default password often.

Digital Research provides the option for limiting access to
my mass storage device. The SEI' comnand can assign temporary
read-only (R0) status to any logical drive, so that its files can

bereadbutnotmodified. Thesarcoumandcanalsoassignm
status to specific files, or to groups of files through the * and
? wildcard synúaols. This feature is useful to keep files from
being accidentally erased, rather than to keep unauthorized users
from reading or copying files.

MC—DOS also allows any logical drive to be marked with a
protected label, a directory entry that can cause the systaa to
check for passwords on individual files. 01 a drive whose läael
activates password protection, a file cm be given a passrord
that limits the access to the protected file, except by users who

type the password. Progressively restrictive levels of file
password protection are available, including protection against
deletion or renaming, protection against overwriting or
modifying. and protection against reading or copying. The higher
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levels include all the restrictions of the lower levels. The

"read protect‘ level is of importance in protecting the most

sensitive files. How to create a protected drive label to
support file pasmords is described earlier in this section.

Use of file passwords has sane drawbacks, however. Since
mamy comrcially available prograns do not provide for file
passwords, processing password-protected data or invoking
protected programs may be cumbersome and may require more
intervention by the operator. (File passwords can be useful in
an 3412-1115 or DR Net network environment where several users are
working on the same programs or documents: Setting a file with a
password mms that saneone is currently revising a copy of the
file, and that others should wait for the mprotected revision
before adding their own improvements. This avoids creating
different 'latest versions” of the same file.)

‘me woach to system security which Gifford reconmends,

however, requires that the system manager set a protected label
on logical drive A:. The operating system automatically puts
passwords on the systems files on drive A: that maintain system

security.

To mforce user area restrictions, the system itself puts
file pmwords on the PASWD and U1'MP files, but you mst put a

label cn àive A:, using SET with Pwlìïïrä?.

Repeatthissteponanydrive thathasacopyofthePASSWD
file. no not keep nurse or hard disk formatting utilities on

your hard disk. Put an encrypted password on every valid login
nameinthePASSWDfile. UseSE.'1'toassignSYSandK)statusto
progrwas on user area 0 of drive A:.

You have the option of putting password-protected labels on
other logical drives where sensitive data are stored or
processed. 'mese enable you to set passwords on igortant files,
on high larel languages, and on powerful conmands web as DUl'86
and %. Sensitive files on archival diskettes should be read-
protected by file passwords, with a read-protect password set on
the label of the diskette.
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Even if some files are individually protected, the system

manager should Int put file passwords on the PASSm, IEISER, and

UMP files on drive A:. You can use file passwords to read
protecttheSE1'comna1dandthelI)'r86program; andtowrite
protect LPRS, command files, and data files that users do not
need to modify; and to delete protect other system files. Do not
put write-protect passwords on .MBX files. De not put read-
protect passwords on the Atmosr, mm, ‘ITYS, and .REI files.

qaticnal Pile-Passuunds

If a logical drive has a label that has the PRIME?

attributeai, thexmthes?frcamtarxicarxbeusedtoptxtapassvaord
on any file on that drive. A password can be up to eight
characters long. The SEI' coumand does not distinguish between

upper case and lower case letters in passwords. For example, to
put the pawword "HIDDEN" on the file "FImNCE.Dm," type:

®>E.‘

[ ]0A>$I‘ FI!@NC.E!.?X3 [PASSPIRD = HIDDEN]

New FININCEDOC cannot be accessed without presenting the
passwordHIlJ)EN. Ifnolabel setwithPRo'1EcI'=CNhasbeenSE'1'on
your current logical drive, you cannot put a password on a file
or on a terminal.

'Ihe1R'Imcroptionoftl'1eSE.'I'comnandspecifiesthedegree
of protection that a password provides. Three levels of file
protecticn ED, WRITE, and DH..E1‘E) are available, plus a
fourth, RNE, that erases the file password. These modes can be

defined in terms of the file operations that can be performed
without using the file password:

o

Value Of PIUTKÉT: READ WRITE DHEPE HIE
can you raw the file? No YE YE YE
Cm you copy the file? m YE YE YE
w’: you write on the file? N) m YES YE
Cm you erase the file? In In NO YE
Can you rename the file? NO No N) YE
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Ifyaudorictspecifyartymor?xrrnndewhenyousetafile
password, we operating system selects the READ mode, the highest
level of protection. To put a write protect password on the file
in the lat exasmle, you would type:

0DS? [PASS?E=HImm,PmPmT=WIE]

If you decide to use file passwords, it may be efficient to
assign the sae password protection to groups of files that are
used itr?esaneway. Adefaultpasswordona terminal can

simplify data processing procedures when protected files have a
common sword. By defining groups of file names in the usual
wildcard notation (*, ?) of the PIP, DIR, and SDIR amis, you
can give a group of files the same protection level or a oomnon
password with a single ccumand. For example, the following
protects from erasure all of the dBASE data files whose names
begin wi?a the letter B.

(E>%B*.$F [PP£SW£E= INIEJBL, PID'.EE‘.CI'=DEl'..E1‘E]

This will require the password "INDELIBL" to erase any of
the E files beginning with the letter B, such as:

®>EA E31917 IBP; IPDELIBL

'En use of passwords on data files, on powerful conmands and

program like Sm‘, mas, or languages must be guided by the
perceived risk and potential oonsequences of accidental or
deliberate erasure, modification, or copying. An alternative to
password protection for a "dangerous" file like DDT86 or any
compiler is to erase it, keeping a copy on a floppy disk that is
out of reach. never put a password on the PASSWD or UTMP files on

drive A:, since the operating system autcmatically assigns those
files a sacro. Drive A: must have a label with PRJ1'E:C'1' set m.
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If the security procedures recontnendedin this Hawai are

followed, particularly the user area access restrictions of
PASSD, it is ordinarily not necessary to put passwords on files.
There is no penalty, however, for putting a protected label md
file paaaords on archival diskettes that hold sensitive files,
unless you forget the password; the consequences of forgetting a
password can be serious.

Rwt-xictingàccesstoüseràreas

Although MC-DOS supports file passwords m individtal
progran and data files, Gifford's recontaended security procedures
for K:-DOS systems are based on restricting individual wcomts
from access to the directory areas where the files are stored.
Access to the sixteen directory areas of an MC—D0s systa is
controlled by the system manager through the login PãSSiD file.
The system manager specifies in the PA$m file the user areas
that will be accessible to each account nme, grotming together
inthesaneareasaccountswhoneedtosharefiles. 'mePãSSiD
file controls whether an account can access a directory area, but
file passwords, and a password on the label of drive A:, prevent
anyone but the system manager from modifying PASSD. Unless you
need tokeepsomeonewithwhomyoushare auser area from
accessing a file, you do not need file passwords, becaise
tmauthorized users carmot access your directory areas to renme,
erase, modify, copy, or read your files.

A unique Gifford MC-Dos system security feature that
enforces this restriction on directory areas is a modified
canard interpreter (the process that responds to your keystrokes
when the MC-DOS system prompt is displayed). my att?t to
override the PASS!/D file restriction of user areas (for exauple,
byaPIP, BE, ERA, orconmandaffectinguser area6, by
someone without a 6 in the proper field of the PASS?!) file) will
fail, and the system will respond with the message:

Youdon'thavepernisia1i:naccessuseraea6.

3 .4-14
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Eraceptiom to this restriction are that any account can

executecgaad files inuser area 0 thathaveSYSa1dRo
attributes (and no password protection), and that all accounts
can semi or receive electronic mail. For MAIL fila to be secure
?rm arycne but the addressee, only the system manager should
havewcabouserarealsofthesystemnode, wherethe .MBX
and AP files keep the mail. As long as the label cf drive A: has

Pfol?crsettotlhonlythesystemmanager canchangetheuser
area amignents of the PASQD file.
millet Security

Tin security options .of a single M:-DOS computer are all
extended to ¡I! Net local area networks linking many MC-DOS

systems, and supplemented with additional network security
features. ER Net allows users to access the drives and printers
of other cmuters in the network, and the security options allow
the systa manager to specify the access rights of users.

From the user's perspectiva, the network is transparent:
the sae ¡IC-IIS commands are used to run programs and manipulate
and print files, but some of the programs, data, and printers
happentobeonother systems linkedbythenetwork. Each

»
` virtual terminal (typically four per physical terminal) can be

mapped onto sixteen logical drives, and the mapping of each

virtual termnal is independent of how other virtual terminals of
the sae Workstation are mapped. A special coumand, IE1‘, allows
users to change the mapping, so that different drives or printers
can be accessed, except as restricted by security procedures.
These ae detailed in the 1313 r§r__ USER'S MANUAL and include:

1. The màer of server processes. A server process allows a

use: elsewhere in the network to access a systa. If the
system manager sets this at zero in the oourroiwr file, no
remote users can access files on the system via the network.

2. The tuber of requester processes. A requester process
acceses other systems. If the GNFIG.NE:l' file specifies zero
requesters, no virtual terminal on the system can use the network.

3. Privdz «hives. Files cn logical drives that cnwrom
designates as private cannot be accessed via the network.
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4. node passwords. If cmFIG.NE1' includes a password for a

wstem, users who cannot present it cmnot mess the system.

5. Accclmt passwords. Users elsewhere in the network w: be

required to present a login password ¡matching the PASSD file.
In addition to these specific IR Net security features, the

ordinary K!-DOS user area restrictions and protection of files b1

file passwords can be inplemented in Gifford‘s DR Net networks.

This discussion of the security features has so far
concerned a single MC-DOS computer. In a DRNet network, many
MC-DOS computers, both nultiuser and single-user, are linked by

Alum- hardware and DR Net software, so that any terminal on any
node of the network can access any file on any logical drive of
the network, unless restricted by security procedures. Local
area networks add to the task of maintaining security the
potential problem of files being accessed via the network.

Fortmately, all of the security procedures described above

are in effect in Gifford‘s DR Net networks of MC-DOS cmuters,
including login names, encrypted login passwords, user area
restrictions, and passwords on files. For example, even if a

user at another node of the network is authorized to access a

drive and user area of your system, a file that is sm' with a
read-protect file password and is stored on a drive whose label
sugports password protection cannot be accessed via the network,
unless the file password is supplied.

In addition to the standard MC-DOS security procedures of
user area restrictims and file passwords, Gifford's PIS-DOS

inplementation of 11?. Net provides the system manager with several
methods to restrict network access by remote users to a system or
to part of a system. For more detailed information about DR Net
security, refer to the D_§@USER'S mNJAL

.
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Ponrixgwm
A seuúngly trivial security procedure, but one which

distingaiées a m Net network fran a miniconputer or mainframe

that uses other similar security features, is that individual
nodes of a network can be powered OFF while others remain active.
A systm that held very sensitive files (for example, financial
files) could be powered down overnight, while other nodes of the
network remained productive—- a procedure that is only practical
in distributed processing systems like DR Net. No one can access
a hard diet that is powered OFF. The UPTIME ccnmand monitors
when each node of a IR Net network was reset by pressing the red
RESET button, or powered m. ~

AIDIl-IIEQIÉHH
Adiitinn1SecurityProce:hres

Two other security procedures are available that may be

helpful as diagnostic aids if unauthorized access to files is
suspected. If the system manager mts labels on the drives in
question, md uses timestamp options on the labels, the directory

will straw when each file was last accessed or updated; see
Section 3.3 of this manual and Digital Research's CP/M

ormwrnm SYSTEM USER'S GUIIE on extended file control blocks
(XFCBS). Timestanp data can be used to see if unauthorized file
access is occurring, and if so, when it occurred and by whom itwas perpetrated. The HISTORY utility monitors the fine structure
of systa usage, recording every command line and the account,
terminal, user area, date, and time of the conmand. Using
HIST(RYreducesthespeedof the systemand isnormal recommended

as a normal security procedure.

3
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contrasting Gif?omd's K3-I13 añ Ocnmrrent RB Secmity

controlling access to user areas represents a significant
nndificaticn by Gifford of Concurrent DCS, which in its
umaodified form allows unrestricted access to user areas. For
example, Digital Research Inc. provides a concurrent nos system

wmmd, ï, for the purpose of changing areas. The DIR[S]
chad, thePRINTcannand, andthePIPcomnand, eachwiththe
[Ga] option, can respectively display the names, print the
contents, or copy to disk or printer all of the files in another
user area, for u the number of any user area. Section 2.5
describes in detail the DIR, PIP, USER, and PRINT es. Sane

applications programs and languages are also capable of changing
user areas. Thus, in ordinary concurrent DOS and in nest
operating systats forvbusiness computers, a determined user who
somehow gets on your system can use system utilities to read your
directory md get copies of your files. This may be of no
consequence in a "friendly" envirorment, but features like this
pose a serious challenge to maintaining system security.

The systan manager has the option of configuring a
Gifford MC-DOS system as in ordinary Concurrent nos without user '\/area restrictions, but the optional features of MC-IXB offer an
unprecedented degree of system security. EC-DOS features that
enhance the standard security options of Concurrent EB include:

1. The login PASSVD file, which restricts access to the entire
system and to direrctory areas, to terminals, and can restrict
an account to a single applications program.

2. Encryption of login passwords within the PASSVD file.
3. The IMUSER utility to maintain PASSWD.

4. Automatic assigrment by the system of file passoaords to the
PASSWJ and um? files.

5. Modification of the command interpreter to enforce directory
area restrictions.

6. mo, mmm, and HISHRY features to monitor sysm usage.
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on Systua ?nrity
Although Gifford designed MC-DOS's security options to

provide the highest degree of system security available to date
in my @/!4 or MP/M system, the effectiveness of these security
features is in the hands of the system manager. Paswords should
be difficult to guess, system diskettes should not be accessible
to straigers, physical access to the system should be limited,
and written information describing the specific passwords that
protect a system should be inaccessible to unauthorized persons.
Passwor$ should be changed periodically. Archival files should
be kept locked up in a secure location. system managers should
take me not to lock themselves (and everyone else) out of the
system by forgetting pasmords, and should review the TIMEUJG and

the optimal HISTCRY records periodically, to make sure that
neitha careless nor malicious use of the system is occurring.

A critical ingredient in maintaining system security is
common serme, and in its absence anything can happen. Many more

problx are caused by failure to back up files (see Section 3.8)
and by other errors by users than by malicious acts, but some

syst$ may attract the attention of persons with unethical
motivates. Gifford computer Systems has made a determined effort
to provide nc—nos system managers with a strategy to maintain a

very higi degree of system security, but the effectiveness of
these measures in individual cases cannot be guaranteed. Their
success will depend on the care with which you implment them, on
the resources available to potential intruders, and the extent to
which unfriendly or unwittingly destructive users penetrate your
organization or arise within it, or gain access to information
stored outside your MC-DOS system. Because these are
imponderables, Gifford disclaims responsibility for breaches of
systa security, or consequential danages arising therefran. By

following the security procedures recommended in this section
however, the system manager can reduce to a very low level the
risk that systm security will be violated.
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3.5 'rimlog Utilities

Gifford Oouputer Systems provides dBASE II utilities to
create and maintain login histories of accounts and of physical
and virtual terminals on your MC-DOS system. 'Ihese utilities
read from the WIMP file, and write to dBME II database files.

we the TIMEDGSJB file to create the TIMELOG database
files, or to append it to the database if the files ? ,TIl!m.(I;Y.E, and '1‘IMELoGZ.DBF already exist. From user area 0

of drive A: enter the conmand:

 TEE£Ev
This program copies all the entries from the WH@ file,

writes them to the data base, erases the WTMP file, and restarts
the WIMP file with entries for the accounts that are still logged
in to the system. It is best to perform this step when there are fe-
no other users on the system, so that your database is corçlete. '\/4

You can now use dBASE II to view the '1'IMEmGx.DBF file, or
you can use the utilities in the dBASE II coumand file called

' 
From user area 0 of drive A: enter the and:

(Iba TIIEIIS

After a sign-on message, the screen will display a menu:

‘ilmldyualiiceto

1=addcurre:t]ngtopreviots1og
2=:;rgethepreviot1s1oganikeepa11yttnec:1rret1t1<:g

Pleaseelnoaelorz (De£a11tis1)::

3.5-1
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Selecting l appends the latest timelog information to the

datwase, while selecting 2 discards the previous data.
Normally the first option is selected, unless the previous log
has been saved to diskettes, or sumnarized in previous reports,
or is no longer of interest. After either option is selected,
the screen advises you to stand by. After the timelog
information is processed, the following message is displayed:

YoumwhvetheoptionofprintingareportoftherawTIME[1I;
htatoafile. Ihisfilemythenbeprintedoredibedatyour
conveniente. misstepisruotm?abory. Youmyskipthisstep
byi:putti:g1"oryu1naycct:tirunebyir1p1tti1Ig'!'

InputYa:llhere: :

If you type (Y) for a raw timelog data file, the screen prompts:

Imutizhe?eofthefiletouhidathereportwillbewrittenz

Type up to eight characters for the file name. The TIMELDG

program applies ".Tx'1"' as the file extension. If, for example,
you specify "AUGl" as the file name, the program acknowledges:

lhvrn?mdata isnowbeing writtent:oAtl':1.']!cl'

'1he screen next displays a menu of timelog report options:

Herexeyuuropticmsfor tinelog reports

aceessbyaspecificaccoutt,a].1&vioes
accessbyaspecificdevice,aJ_1acar.n1ts

Eééi‘
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Here account means the login names that appear as the first
entry in each line of the PASSWD file, and device means the modem

or physical terminal at which a user logged in to the system 'lb
specify a terminal, give a terminal name that amears in the
fifth field of the TPYS file (typically ranging fran 0 through 6).

'me program next asks you to choose between detailed and

aggregated timelog information, and to name the report:

1
2

listallaacesstinns
1:i.sttota1sa:1y'

Ycurchoice::

Ixputtheriofthefiletovtiichthereportwillhewrittenz :

hch time that you request a report, TIMEEDG will ask you

for a file name for the report. mee the report is finished, you

can use TYPE to display the report on your screen, or send it to
a printer with the PIP, PRINT, or TYPE "P conmand, or edit itwith

,
with Wordstar, or with some other text editor. Select

option six (6) to exit from the DBASE TIMELOG progrm.

An exmle of a report produced by the timelog utility of
MC-DOS is displayed below:

Accomtnevice/Kale

Imam-, 10/tty4 0 14 Accesses ‘natal elapsed tim = 27:40:13

The ‘totals only" report above was produced in reqacnse to
option (2) in the report menu, showing all of the occasions that
an account called "laverne" logged in from virtual terminal 10.
The column headed Device/Kane lists "tty4 0" as the name of
virtual terminal 10, indicating that this is the first screen
(0 = first, 1 = 2nd, 2 = 3rd, 3 = 4th) of a physical terminal
called "tty4" in the TIYS file.
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Below is an example of a report prepared in the detailed

“list all access times” format, this time in response to option
(1) of the timelog report menu, requesting all thedevices and

occasions on which a user logged in to the system by presenting
the "laveme" account name. The period of time included in the
report reflects the date when the current database was created,
uptothetimewhendatawas lastappendedtothedatadoase in
response bo the first menu (page 3.5-1) of DBASE TIME-OG.

Account mvice/Nae Ing In

lavune 10/I:ty4 0 09:17:13 Fri 08/03/84
lavexne 10/tty4 0 11:12:38 Rn 08/13/‘84
laverne 18/I:l:y4 0 13:07:18 lbn 08/13/84
laverne 10/tty4 0 08:49:32 'me 08/14/84
laverne 10/tt-.y4 0 08:55:25 'me 08/14/84
laveme 10/tty4 0 09:12:48 ‘me 08/14/84
laverm 10/tty4 0 09:36:48 'me 08/14/84
lawerne 10/ttyd 0 09:45:26 Tue 08/14/84
lavenn 10/tI:y4 0 09:47:16 'me 08/14/84
lavan 10/tty4 0 12:57:50 'me 08/14/84
laverne 19/ttyd 0 11:00:42 Wed 08/15/84
laverne 10/tty4 0 09:16:38 ‘nu 08/16/84
Laverne 10/ttyl 0 11:22:26 '11:: 08/16/84
Laverne 10/tty4 0 20:38:57 'mu 08/16/84

Javerne 10/1:‘I:y4 0 14 Accesses

Account Device/I1 Ing In

laveme 11/tty4 1 11:26:39 Fri 08/03/84
Laverne I1/tty4 1 15:59:08 lbn 08/13/84
lavetne 11/tty4 1 11:19:57 ‘Bu 08/16/84
laverm 11/tty4 1 11:22:56 ‘mu 08/16/84
lavene 11/tty4 1 13:31:57 'mu 08/16/84

laverm 11/tty4 1 5 Accesses

1% ALI Devices 19 Accesses

3o
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3.6 'lhe.HI?!!!YFi.1e

The I-IISIORY file maintains a historical record of all the

?nds given to the system. HISTOIU is an optional file.
If the file does not exist, then no historical records are
maintained. Use of the msnm option also requires that the
PASSPD, THB, UTMP, and WIMP files must also exist, aid that the
calendar/clock be functioning correctly.

The HISIUM file can be used to monitor system usage in more

detail than the TIMEUB utility provides. By timestming
ands, HISIOIW cm document when events occurred on the
systm, and can help the system manager identify individuals who

could benefit from guidance in the use of the system.

Because the operating system writes every conmand line to
the HIEORY file (if it exists), HISTOIU somewhat reduces the
weed at which the system operates. The effect on system

performance of a HISIORX file varies with the nunber of users,
and with how they are using the system HISTORY only records
ooumand lines, such as ERAQ or DIR, or oamands that invoke
applications programs. It does not record user activity within
an agzlications program, so that Wordstar coumands and

keystrokes, for example, are not recorded. Thus, the activities
of a user who went all day working on a spreadsheet might only
be recorded in HISIUIEI as the line that invoked Supercalc, while
a marl‘ file with 75 ooumands would make HISIORY write to the
disk 75 times. ‘me system manager can experimentally observe the
extait to which HISTORY slows a particular system by comparing
the speed of the system with and without this file.

To inplement the HISTORY feature, give the command:

0A>mKEiHISTORY

'I‘his will create an empty file on user area 0 of drive A: to
which the system can add information as it is generated. mly
coumands given by users who log in to the system after you give
the mud above will be recorded. If you erase the HISIORY

file, cwnand lines are no longer recorded by MC-DIS.
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‘me feast of HISIORY closely resenbles the format of the
WTMP file. Pm exanple of a line in a HISTOIGI file follows:

tty6 ïy 14 23952132392040 7221984 364 pip ’a:=e:data.fy1[Vrw]

‘me first two fields (in this exaxrple "tty6 O") are the

Ila (from file TIYS) of the physical terminal or modem, and the
relative terminal miner of the virtual terminal that issued the

at In 1616-1306 a physical terminal can support up to four
"scream," corresponding to virtual terminals, nunbered 0, l, 2,

and3. 'menextfieldistheaeootmtr&that is loggedinto
the virtual terminal. The last field lists the actual command

line. In the same exanple of a Hxsromz line, but with blanks
inserted for greater clarity, the other numerical fields are:

14 2395 21 32 39 204 0 7 22 1984 364

\\\\\\\ \\1234567 891. Viral '.l'enina1 miner
2. lays since January 1st, 1978

3. Eur of the day (24 hour clock)
4. Himte of the hour
5. Seoa? of the minute
6. Julia: day of the year (l-366)
7. my of the week (Sunday = 0, Lbnday = l, Tuesday = 2, etc.)
8. lhte in mnth-day-year format
9. Progra file link ndaer, a serial nunber showing how many

nds had been recorded in the HISTORY file when this

tú was recorded. The link number of the last cormnand is
also written in the first line of the HISPORY file.

'me maning of the line in the conplete exanple is that from
virtual terminal 14 (the first screen of physical terminal 6)

someonevm logged inas"mary"gaveaPIPoomnandtocopyand
verify a file called DA'1'A.}C-YL to drive A: from drive E: at
thirty-nine seconds after 9:32 pm on Sunday, July 22, 1984.
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3.7c:ea¢inga;unaai£yingm.pri1es

You can modify existing HELP files or create new EP files.
HELP files nust have the file type .HLP. ‘me file nmae should be

the subject. For exanple, the MC-DOS help file has the name
MC£OS.HLP. A WordStar HELP file could have the name VBJEP.

HEP files can be created or modified with a text editor
suchaslmorwordstar innon-documentmode. Thetmrprogram
expects subtopics to be identified with a question (?) mrk. Precede
each subtopic (a single word) with a question mark. 'ìhe following
exmple IEP file (PASSWDJILP) has the PASSWD file as its subject
and has three subtopics: "GENERAL," "NBi[JE," and "PASs?ORD":

?geneta1

'mePa§)file definestheencryptedlogin
initial default user miner, drive, printer, optional qplicatinn
progra, terninalaooess,at?userareaa=oess?orevetyva1id
aooomtn?anasif?ordlll-lxswshen. o

?new|ner
llueeutilitynastbeusedbythesystennsagerbo

createandnintainthePhS3i)fi1e. (hlythe'systd'a:oourt
caxusethelnls?tprogra.

'IhePa$uI)progranpemitsuserstodnngetheirom
enx=rypbed1oginpassuordsinthePASSI)fi1e.

HEP lists all the subtopics if the option ALL follows a
subject in a HEP ooumand. For exanple:

0A>%PASS®AIL

general newuser password

Each ¡EP file should have a subject of GBERAL in it, so
that users cm get general information about a given subject by
typing 'HELP subject." For exanple,

%>HELP PASSED
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'Ihis will display information from the file PAS3vD.HLP under
the sxbtwic ‘general.’ The user will see the display:

?fzfile defines theencryphed login ed,initial éefmlt user miner, drive, printer, optional application

progra. tuninalaooes?anduserareaaccess?oreveryvalid
aooomtxonaciffotdlc-Ix?systen.

The me: can also request help on a specific topic:

Z>i-IEP Fi?!) NDWJSER

In this case we program will display information under the
subtopic "tEUSER," and the display will look like:

'RnEl§uti1itynustbetmedbythesystanIagerto
create?nainI:aint:hePwSl)fi1e. Q11ythe'sysl:a'acoomt
cantnebe?ts?tprogra.

àch EP file has an index file associated with it, whose

file type is JDK. 'lb create or maintain the index file, give
the aman: ccmnand with the file name whenever a me file is
created or modified. Every time you create or modify a HELP

file, ya: uust run I-IELPNDX to update the index file. For
exauple, if the above file is PAS9?D.HLP, give the ooumand:

0A>HE..P!E PASSWD

By mining HELP files for the specific applications programs
used on a no-nos system, and by teaching users to use the HELP

facility, the system manager can give users easy access to advice
on how to use the system. Note that Gifford's HELP facility in
112-113 is solmwhat different from the system of HEP filesdescn'.bedintheC’(lKIJRREN'I'CPjM OPERATIIG SYS'l'EMEEE.'R'SGUIDE.
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3.8 File lhintananoe Procedures

Despite the versatility of computers and the wide range of
program and accessories available today, the main flmctions of
most business cmuters are to create, modify, store, retrieve,
print, and transfer files. 'me systan manager mst appreciate
the imortanoe and the requirements of file-related operations,
sothatworkcanbeorganizedinawaythatusesthesysum
efficiently, protects the integrity and security of data and

progrm files, and minimizes the risk of losing valuable files.
By establishing good file maintenance procedures, and by
motivating all users to cooperate in the rational use of data and

program. system performance can be maintained at a high level.
Conversely, inefficient ou: careless file management can reduce
the speed and productivity of the system, and can waste time and

resources in needless searches for lost or mishandled files.
Deleting tlneoxary Piles

Inexperienced were often needlessly copy files from other
user areas to their om. 'Ihis takes up valuable disk space, and

causes all file accesses to take longer, since more directory
entries met be read. ‘me system manager should periodically
check the contents of all user areas for files that exist in
other places, such as copies of applications programs. 'lb do

this easily, use the command:

msnm [U?zxzrunmxräm]

Some applications programs (such as dBASE II and Sperçalc
86) require that the overlay and message files be on the current
logical drive. ‘mus, you may need copies of these files :11 user
areaoofeachdrive. Iftheyare inanotheruserarea, move
tbemtommer area 0, so that eachdrivehasonlyonecopyof
these files. 'mese overlay files should be set to system and

read mly status. This is done with the end:
SEI' *.0\R[SYS.m]
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'me systaa manager should also remind users to delete backup

files (files with .BAK extensions) when they are not needed. Some

users of ward processing software habitually leave the backup
files on the disk. Erasing these files (once the original file
has been backed up) yields more disk space and faster file
access. Fila tìnt are no longer used should be transferred to
floppy diskettes and erased from the hard disk. Use of the
archive attribute in file backup may reveal directory areas where

files no longer in use are sitting on the hard disk.

'me system manager should provide users with an adequate

sugply of floppy diskettes, so that files of marginal or archival
interest can be copied onto floppies with the PIP oomand and

erased fra the Yard disk. The cost of diskettes is small
compared to the potential degradation of system speed when
megabytes of inactive files are left to clutter the hard disk.

As nmtioned in the context of security in section 3. .
MC—D3S can put file passwords cn files with the sar command.

Even in asvirorments where secrecy is not an issue, passwords can
be helpful in protecting information from accidental erasure.

Another we of file passwords not directly related to
security is in situatiors where a group of users are developing a
large document or program that has been divided into component

files. thless precautions are taken, it is not uncmm for
auser (orawholegroup) tobeoomeconfusedoverwhidu is the
most current version of a file, particularly if changes in one

file require corresponding revisions in another. I-bw can the
situation be avoided in which two users are modifying different
copies of the sane file simultaneously?

(he procedure is to designate one directory area as the
repository of "latest" versions. Since two users should never
work in the same directory area simultaneously. anyone modifying
a "latest“ version should PIP a copy to a work area. and set a
password en the original in the repository. Even if the password

is publicly Iman-m. it signals to others not to revise the file
until the current user returns an unprotected update.
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Time and datestanping is controlled by the SEI' and INHDIR

hands. Marking files to show their time of creation or last
tpdate can assist users in recognizing current files, and

noticingwhenanotheruserlasaccessedafile. 'Iheoverhead
imposed by timestamping and passwords in Mc-nos is not large. so
that some system managers may elect to implment these BC-DOS

features as file maintenance tools.
A third alternative to file passwords or to timestams as a

means of marking the latest versions of files is the use of
agate in files. In large projects where many programmers or
writers are working concurrently, comments help in clarifying who

was the last user to modify a file. Most applicaticrs program
allow the user to insert conments into a file. In Wordstar, for
example, a line beginning with two periods (..) appears onscreen,
‘mt is not printed. In a multiuser project. taking the time to
provide cements can assist in the final assembly of a large
group of files, and can reduce the likelihood of inadvertently
sxbstituting a non-current file for the latest revisim.

Paclcingtlnmrdnisk
Pa imortant procedure related to overall system pafcrmance

is packing the hard disk. A file that is updated or extended
will have its ?ts spread out on the disk. Accessing files that
are spread out like this takes longer than accessing more cmact
files. since the disk head must move further and more frequently
to access the data. copying all of the files to other media.

erasing the original files. and then copying back to the disk
egin “repacks" the files into contiguous seats on the disk.

Repacking your hard disks every few months will increase the
efficiency of file operations. ‘lb do this. perform a full backup
of each logical drive. format the disks, and restore the backup

files. Be absolutely sure that the backup worked correctly before
formatting the disk. Remember that formatting a disk destroys
all of the information m it. The fastest way to repack a hard
disk is to have enough space on cne logical drive to PIP mto it
all the files of another logical drive, whose files you then
erase. You can restore the files copied by PIP. and zapat the
proces until all logical drives have been repacked.
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Refmtting a hard disk erases drive labels. so you must

use the S51‘ counand to put password-protected labels on drive An
and cn any other drive that must support file passwords or time
and date axe, if you reformat a labelled logical drive.

Since PIP does not copy file passwords, after a drive has

beenrwadcedyoumustalsousethes?rccmandtorestorethe
passwor& cn any files that have been assigned passwords, and the
password cn the drive label itself. (Exceptions to this are the
PASSVD añ. Um? files, whose passwords are autanatically restored
by MC-IIJS. Do not set a file password on either PASSED or UIMP.)

mckingtpriles

Apart from the speed advantages of repacking, chta stored on
diskettes or hard disks should be backed up (dxplicated for later
retrieval) at regular intervals. Although both flqpy and hard
disk drives are very reliable, equipment failures or accidental
deletias can occur that may result in a loss of data. Potential
causes of data loss are:

c Power loss
0 Ihrclhare failure
0 operator error
0 Disk âia failure

'me ¡ore frequently you back up your data, the less work you
will lose if the diskette or disk fails. Gifford Computer
Systems reach that you back up all data at least once a
week. Mmy cmçanies back up their data daily.

'Ihetine it takes tobackupdata shouldbethoughtofas
insurance against loss of that data. The more critical the data,
the more tine may be justifiably spent in backing tp files.

‘me procedures to select for backing up files will depend on
what medimyou intend touseasabackup. Most cxonlyused
are flog diskettes, but other options sud: as 4—track or
9-track gaetic tape are also available.
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Backingtp!'.I.q;yDishettes

Diskettes can be copied with a copy utility such as the
BC-ms CPY connand, the CP/M (DPY command (whidu only works
under the single-user CP/M system), or PIP. Both CPI and COPY

cnly work if both the original diskette and the intended backup
diskette lave the same physical format. Select a standard
format, such as 1024 bytes per sector, for all diskettes.

mnmer to put an a?mesive label and date on copies, so
that you can identify your files ‘later if the need arises. It is
good practice to give a DIRCSJ or SDIR command with "P, so that
the printer will create a hard copy of the diskette directory
that can be stored with the backup diskette. Backup diskettes
should be stored in a safe place, according to the instructions
of the manufacturer.

Badcingtpmrdnisks

'lhemost coumonmethodofbackingupharddisks is tocopy
the files onto floppy diskettes with the PIP coumand. Keep in
mind, thougm, that a 1024-byte sectored double sided floppy will
only hold 1190 kilobytes of information. Files larger them this
will have to be broken dom into smaller files or stored cn
anothermediumsuchastape. Backinguptotapeismucheasier
than backing up to diskettes. The backup can usually be run with
just a fen commands. Follow the directions in the 'I‘_I_13 OEAIIOPJS
GUIDE to copy files if you have a tape drive.

Ifyouareu§gradingyuxsystenfrcnMP/M8—16u:oll3-IIJS,
itisIlE%![VEt1ntyou1<batot.a,lbadnpofyu:r1arddJ'.sk
be?xeyuuiunetlenewlc-lxJsversi<nofthePIPprogratocq!y
thenavsystenfilescntuothelarddisk.

Regardless of the physical means used for file backup. two
conceptually different backup procedures are available. The

first procedure is called an archival backup. ‘me ardiival
backup use: the archive attribute to copy only those files which
have been modified simce the last archive backup. 'mis saves
time and storage space, since only recently modified files are
cqied. ‘me archive backup should be executed once a day.
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'me seemd backup is called a full backup. In a full
backup, all files on the system are copied onto flogay diskettes.
'1his is a Uach slower process than the archive. 'me full backup

should be executed once a week.

Keg: in mind that while these two procedures are only

rexhtions, backingq)dataisanessa:tia1pmcaasof

systaert. Backing up files is the only insuranceyou
have agairst loss of valuable data, should sanething happen to
your systa. Regardless of what kind of computer you have, if
you do not back 1p your files you are asking for trouble.

'lhemilykdnive?adnp
You should carry out all backup procedures when no other

users are m the system and the system is in single-user mode.

'Ihis prevarts other users from modifying files while you are
executing backup procedures.

Keep five sets of diskettes for your daily backup. If ittakes 10 ?oppy diskettes to hold all the files on your system.

then you will need fifty floppies. Label each set of diskettes
Monday, 'mesday, Wednesday. Thursday. ()1 Friday, you will do a

full backrp which will require an additional set of diskettes.
The label should contain the date of the last backup, and the
user area and drive designation from which the backup originated.
By keeping several sets of backups, you have a "historical"
collection of files. If for some reason your system were to go
down. you would never lose more than one day's work.

copy the files to your archive diskette with the PIP command

using the adrive option. You will have to give a PIP conmand for
everybacktpofyourdriveanduser area. (Inabackuptotape,
theDSCR§1'coImandsarenortneeded, andTIPorNTIPis
substituted fm' the keyword PIP.) 'me form of the camand is:

A>PIP x{iy§*.*[\R)m]

\ source drive of files to be copied (hard disk)

\
bstination where copy will be made (floppy drive)
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You mst replace the logical drive designations x: and y:

above (x: for destination and y: for source) with drive
desigaations that match your system.

Note that for an archival backup the PIP ccnnand line
includes the A optiax. Whidl specifies copying only those files
which have been created or modified since the archive attribute
was lastsetm. 'I'aePIPcomandwiththeard1iveoptionturns
QI the ardiive attribute for each file copied. Any file
modified during the week will get its ardiive attribute set OFF.

If this is the first tine thatyouaredoingahackxp, set t`re
archive attribute of all files OFF with the SEI' ccmand, as in
the exmle below: '

(msm *.* [AK!HIVE=OFF]

'1hePIPconmandwi11 copyasmanyfilesasthedisketteoan
hold. If there are more files cn the hard disk than the diskette
can hold, the program will stop, with an error message such as:

FILE12 .BIL
FILE39 .BIL

EER - DIS< WP£['1'E

-
FILE39.$$$

All of the files on the source disk that were copied before
the disk filled up have their ardxive attribute set to (N. Put
in the next archive diskette, and give the nsxamrr sad:

D Repeat the same PIP command that you gave before. 'Here
wi1lbea1a1gpausewhi1ethePIPconmarndexmnines. butdoes not
copy. all of the files whose archive attribute has been set (N.
copying finally resumes with the the first file that was not
transferred by the previous PIP conmand. You must repeat the
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previous e for each user area number containing files on each

of the logical drives. (‘me sequence of PIP coumanà on page
3.8-10 are typical of an archival backup, but the SEI' comands
used in a full backup are not part of archival backup procedures.)

‘me Weekly hill Baring

Full backtps are copies of every user number on every
logical drive on your hard disk. Unlike in an archival backup,

which only copies new or modified files, in a full backup the
archive attribute is set OFF on each file. The following steps
must be followed to back up every user area and logical drive:

1.TypeaS£Wcam1ando£theform:

(!\>SI-Di Ami. mum. C:USERS.

listing all of your logical drives. The screen will display a

list of the user areas on each drive where files exist.

2. For cad: occupied directory area identified above, set the
archive attribute OFF with a cannand of the form:

7B>SEI' *.* [AKIHIVE = OFF]

3. copy the files to a diskette with a command like:

(E>PIP ã?ï: * .
*CVKMAJ

\ source drive of files to be copied (hard disk)

\destination where copy will be made (floppy drive)

You must replace the logical drive designations, 1:: ad y: above
(x: for dstination and y: for source) with the appropriate
designations foryour system. APIPccumandcanoqaruptoas
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many files as the diskette can hold. If there are more files
than the diskette can hold, the program will stop with an error
message, sud: as:

FIIE12.BIL
FIIE39.B]'L

BER - DIS< WRITE - FILE39.$$$

All files on the source drive that were copied before the
diskette filled up now have their archive attribute set CE.

4. Put in the next backup diskette, and type DSCRESEI‘:

%> 
Repeat the same PIP cmtnand as before. The PIP oonmand will
ignore files with the ardiive attributes set (N, and begin with
the first file that was not transferred. You must repeat
steps 2 throng: 4 for each active directory area identified in

K
step 1. Do the last step (DS(RESET, repeating PIP) cnly if the ‘;‘ i

diskette nns cut of available space during a PIP anExqleofaweeklyrull?aclnp

Besure?xatnootheruserisonthesysteamthailogin
so that user area 0 of drive A: is your current directory area.
'me backup diskettes go into the left-hand flogay drive, which is
designated "D:" in the example that follows. Remeuber to give a
DEQESEI' omand and repeat any PIP coumand that is interrxçted
because the diskette filled up. and be sure to tpdate the
adhesive label on each diskette with a soft felt-tip mrker.

For this example, assumethat thesystemhas a Zlmegabyte
hard disk (logical drives Az, Bs, and C:), and that by giving a
SHEW A:U$$. B:USERS. C:USERS command, it has been determined
that only the following directory areas have files:

A: 0, l, 2, 3, 6

B! or 11 2

C: O, l, 3

3.8-9



XPE3: lìll?ï?sï?l?l
‘me listing below illustrates a series bf oonmancb for a

full badap of the hard disk in this example:

msm* *.* [ARC?:lIVE=0FF]

oA>PIP D:=A:*-*[VRJ?A]
uvnscamar
ca>1>I1> D:-A:*-*[VRJIm]
mvszr Ban* [Alcanza-wm]
oA>PI1> D:=B:*-* [vmzm]

avszr c:*.* [ARC?IVE=OFF]

oA>pIP D: :*.*[wow:|
0190312 1
1A>SET *.*

 ]wm D:=A:*.*[VRJIIA]
1A>SEI‘ B:*.*  W]1A>PIP D:-3:*.*[v1uzAJ
1A>ns<1v@r L

1A>PIP D: :*.*[VR7?A]
1A>SEI‘ c:*.* [ARCHIVE=0I-I-‘]

1A>PIP D: :*,*[vmwA]

mas@1A>PIP D:=c:*,*[vmwA]
lavussa 2
2A>sEr *.*

[ ]wap Dz:-a.:*.*[vmwA]
2a>sE'r B:*.*[ARCHIVE=0FF]

wpxp D:==n:*.*[vamA]

mu@2A›P1P D:=B:*,*[VKWA]

mum 3

msm' *.*

 ]:m>p11> n==a:*.*[vaowA]
3a>s£:r c:*.*  W]:wm m-c??ftvmm]
:mua 6

msm *.* [AK.'aIvE=oF:"]

wm Dm\:*.*[vmwA]
arvnsxwr
aous-:1 o

m»
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In this example four (4) floppies were filled up during PIP

commands. onoeon?1eA: drive, twiceontheB:, andonceonthe
C: drive, so that a DS<RESE'I‘ was needed, and the previous PIP

end led to be repeated. 'Ihe last ma@ (after copying
user area 6 of drive A:) was in preparation of removing the
fifth backup diskette. ‘me frequency of DH-(RESET oma$ in a
full backup depends on the size of the files being backed q).
Five floppies in all were sufficient to backup the hard disk in
this exmle, suggesting that it was no more than 30% full.
Badd1qtpmad—Proteched?1es

You w: back up filesthat have read-protect passwords by
first modifying their drive label so PIUIEUI‘ is set OFF. You
must know the password of the drive label to modify the label.
Suppose that "SIIIREI" were the password of the label of drive
B:. 'lb back up protected files cn B:, type:

EB>SEI'

[ ]ed?
Now type SECRET. the password on the label of drive B:. This

causes drive B: to ignore file passwords. You can now pafonn a
backup, or you can erase the files from drive B:, if they are no

longer needed on the hard disk. After you PIP files to m
archival diskette, the same command as above. but substituting
"w" for "OFF," will restore password protection to files m
drive B:.

'Do password protect files on an archival diskette (for
exanple, on drive Ez) you must put a label m the diskette.
Below is a omand to assign a label called "EIOPP-21" to the
floppy disk:

(ESE? ENRE = FmPP-zi]
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The screen will display the label, in the format sham on

page 3.4-5. Next you must make the label recognize file
passwords by setting the Pmmcr option of the label (N:

m>s.':r [Humor = CH]

‘lb prevail: mauthcrized persons from modifying the label to
disable the password protection, you ¡mst also put a password on

the label. (You must also be sure that you do not forget the
passwords!) In this example. "PADI.o(‘I<" is the label password:

m>sE1‘ [Pixmania = PADLocK]

Now the diskette can recognize file passwords that you may
assign. 'Re PIP comnand does not copy passwords. This means
that a file that has a password on the source will no longer have
any password on the destination area. If you use PIP to copy
files that require password protection, be sure to use the SET
ccumand to put file passwords on the ardaival diskette files
inmediately after the PIP operation is done. Wildoard symbols
canbeusadtoputthuesamepasswordonead1 file. Forvexample:

ESE! *Jl-,Píì = LQIKPADJ

'1'nis puts the password “1oCKPAD" on every file in user area 0.

If fila were stored in other user areas of the diskette (for
example, user areas 2 aid 9) additional ccmnands would be

required to protect the other user areas that had files:

ENE 2
2B>SE1‘ *.*[PASS% = I£CKPAD]

2B>U% 9
EE? *.*{ = LKKPAD]
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Notethattheooumandtoputalabel amthediskettedidnot
have to be repeated. because a single label can support file
passwordsortimestampsonall oftheuserareasofa logical
drive. ‘me SEP caunand to assign file passwords to the files,
however. has to be repeated for each user area that las files.

¡Bttringmdnplhta

If you need to restore data from a backup tape or diskette,
you cai either restore all of the data at once, or restore
wecific files selectively. For example, if you accidaatally
eraseafileonyourharddisk,youcancopythemcstrecent
version of the file from a backup diskette or tape. ‘lb restore
files or disks frm floppy diskettes, use the PIP on‘Io restore files from tape. use the TIP program.

3.9 Pnhmtic Rmliary ‘nest

MC-nos includes an automatic RAM test which mms at the
lowest priority and does not decrease the efficiency of the
systm. The RAM test perform non—destructive tests on each byte
of aory, and reports bad memory, if it is found, on the system

console.

It is very Lmlikely that you will ever receive any messages
fran the tawdry test program. If you want to test all your RAM

memory, leave your system (11 with no active users. 'me memory

testwillbeoolmletedinanlmouror less if there is no

activity. ‘me memory test starts over as soon as it finishes.

Ifbadmemoryis found, the followingmessage appears cn the
system oomole screen:

lìry?ailzreatìiihsliüixdataxøsliiehtaslxmldlnveheenm

‘me hhhh:hhhh and the are hexadecimal numbers, described on

page 2.5—l!)!'86-1. Write down all of the information. and call
your Gifford Omuter Systems representative.
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Keeprirgwsysbacurraxt

hsyoxcqutingneedsexpand. youmaywishtoexpandyour
systan md yun: software to meet those needs. Gifford Computer

Systems szgplies hardware. software. and teclmical assistance to
meet the getting needs of MC—DoS mstomers.

Gifford outer Syst is continually updating the MC-DOS

operating systa with new features. You will be notified of
new develqnents of the MC-Dos system in our newsletter, the
GIPEOH) TVER, and you will have the opportmìty to purchase
updates of our operating software for a reascnable fee.

Fra tine to time Digital Researdi Inc.. publishx of the
Ocncurrent nos operating system upon which Gifford's MC-IDS is
based. releases nea versiots of concurrent nos that may offer nea

capabilities iqaatant to your computer applications. Gifford's
policy has been to make new releases of Digital Research Inc.
operating systms software products available to mstmers in a
timely summer. when Gifford engineers are satisfied that the new
software is adeqaately integrated with the physical equipment.

Giffa? Ounputer Systems periodically updates the MC-DOS

manuals, ad you may want to purchase new documentation when itbeccna available. Please contact your Gifford representative if
you are interested in expanding the hardware or software
capabilities of your M:—mS system.

T .

If you lave purchased additional IEEE 696/8-100 hardware
cowoasxha. or if you have had Gifford upgrade old coqonents to
current vursicm. besure that the system is poweredwfwhenyou
install the natboards. Sections of dapter 1 describe how to
slmtdom?esystanaadlnwto install hardware. qaadixnand
Appendix cprovide information cn the board arrangement and on
switch as} jxwer settings. Never run the computer without the
metal cava properly installed on the chassis.
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Before you install an updated version of MC-DOS, be sure
that you have a copy of ALL of your files on floppy diskettes
(not just the system files), so that you can go back to the old
software in the event that anything is wrong with your copy of
the new version of MC—DOS. Label the diskette that holds the
old version and keep it in a secure place offsite. It is good

practice to keep in your archives a labelled copy of any
operating system that ever worked on your Wstem. Follow the
procedures in Section 1.6 to back up the newsystem diskette.
Keep all copies of system diskettes inaccessible to intruders.

tpgrading HP/H 8-16 systems to 112-113

If you are upgrading a conputer to MC-DOS that formerly
isxpported an MP/M 8-16 operating system, read the letter that

acoarpanied your upgrade regarding any differences in switch
settings or jmpers on your S-100 boards. Detailed information
is provided in Appendix C of this manual. lake sure that you
back upAI.t.ofyour files onto floppy diskettes_(noI: jtstyour
systmfiles), be?oreyoucopyycurravsystafilesaztothe
harddisk. Also, it is ismerative thatyouuse tbenewln-EB
versionof?1ePIPprograH:ocopyALI.your news-ystaafilescnto
yourtarddisk. Otherwise, thenewsystenfileswillnotbecopied
correctly. If your computer is a Gifford MP/M 8-16 operating
software release earlier than 2.115‘, or OonpuPro's version of the
MP/M 8-16 operating system, you will need to rm the special
FIXPASS upgrade utility to modify your unencrypted PASSiiD file.
Read the description of FIXPASS in Chapter 2 of this manual. You

do not need FIXPASS to upgrade systems that already have
Gifford's t-1c—nos or releases 2.lF or 2.lG of Gifford’s in?/M 8-16.

If you have a version of the MP/M 8-16 operating system from
1983 or earlier, read the section near the end of Gzqter 2 on

system security to decide what level of system security you need to
establish. with encrypted login passwords and restrictions on who can

access various user areas, you mast decide which user areas will be

open to which accounts. Before you upgrade, you must put an account
called system in your PASSWD file. The procedures for installing
an upgrade are described in the next section. Read àaout NEK@ in
Section 3.3 to learn how to add account names to the PAsswn file.
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Installiqa [C-113 tpgrade

Below are procedures to install an upgrade. Keep
a

copy of
your olda operating system handy, until you are sure that the
upgraded version is installed properly. Follow these nine steps:

L Boot the system with the older operating system.

2. Copy PASSVD, LPRS, 'I'1'YS, and V'ITYS‘files to a diskette and

store nearby. If the '.HI.P files have been cusmized, copy
th@ too. If you have a hard disk, the customized files from
your old MC-ms that do not appear on the new system diskette

will be on your hard disk. Review this chapter, particularly
Sections 3.3 through 3.7, to be sure that the system
rmaagaent files are as they should be. If you have files on

your old system that for some reason are superior to the
corrguding new files (for example, HELP files that you
have augmented with messages tailored to your users and

applications, or .MBX and .REM files), these can be copied to
drive A: frcm your archival diskette, using the PIP coumand.

'Wpe SYNC to flush the cache buffer to the hard disk.

Boot the system with the newest version of M:-RS.

Log in as "system" on?the system console.

Copy the new operating system floppy diskette to user area
0 of drive A: with the new MC-DOS version of the PIP ccmnand

(to determine which PIP program you're using type PIP and

then mm» like the following, but substituting your floppy
drive source designation for "yz"

PIP A:=y:*.*

If you have SE! a label on drive A: with protection (N,

ríe: to set protection OFF so that you can overwrite old
asta files that are protected by file passwords. Remember

to put a label with a password, with protection set (N, on

drive A: so that your new system will be secure. Read

Section 3.4 of this chapter for information on the use of
drive labels and on establishing system security.

3.10-3
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7. Restore old files (like LPRS, PASSÑD, TIYS and VTIYS, etc. that
yousetaside instepzabove) totwerareaoofdrivemof
theharddisk. Donot oopytheold PASSID file ifyouwere
required to use FDCPASS. If you have a new PASSIID file that
hasbeenmodifiedbyFIXPASS. thismustbeusedcntheneu
system. An old MP/M 8-16 PASSND file may lock you out of the
systan, if it czntains unencrypted passwords.

8. RunSYhCtocopytodriveA: all thenewfiles storedinthe
buffer.

9. Reboot with the new MC-ms system diskette in your left-
hand flopg drive.

Ramas: to keep labelled copies of your old operating
system diskette in a safe place.

lklgralingsystzliitlnltamrdbisk
‘me reduced speed and reduced storage capacity of a systm

without a hard disk generally make it impractical to install all
of the features of Gifford's MC-DOS on a floppy-only systan. You
must choose selectively among the options. If this is an unsatis-
factory situation, you should consider upgrading to a hard disk.

If you are adding a hard disk to a system that formerly
lacked one, or if you are upgrading a CP/M system to MC—DoS, read
chapter 1 of this manual and proceed as if you were installing a
new system.
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These charts will assist you in getting out of trouble

should your system fail to operate properly. If you find that you
need to call Gifford Gonputer Systems, read ¡hat You [ill need to
l<tnwt:oEh11Gif?ord(1@uterSysl:§attheer1dofthis
chapter. For systems with only one floppy drive, assmne that
the left-baud floppy drive is the equivalent of your single
floppy drive.

ilarnirnmkveruorkotntheinsideofttieernclosnxresvtuaathe
pouais?. '1'um(lFthepouerat?urp1ugthepauoords
be?oteqt?nganenclosure.

(.1 SIEIIILIIESERPIP
Omputermclosure

I-J1e%.'l:att:u1§n11dbe1it.

Problm Probable Cause R-zmdy

RESET button No -electrical Plug power cord
not lit and fan power to the into wall socket.
not (H. comuter.

Plug power cord
into computer

enclosure.

Check wall outlet -

for power.

Check circuit
breaker to outlet.

4
. 1-1
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Problem Prdxdale Case

@531‘ button Circuit breaker
not lit and has tripped the
fan not (N. min power

switch.

Fan m, &ET Loose connection
button not lit. - or bad light.

RBET button lit, Fan disconnected
fan not (N. or broken.

Flqpybisknrives

Rady
Check system for
shorts; turn breaker
OFF, then w.

Call Gifford.

Cal 1
aGifford.

Racial qaeratiaa is indicatedbyablinking lighttnthe
left flqpydrivevdlaxthedtivedoor isopen.

Puebla Probable Chime

Floppy drives do

not have power.
Drive light
fails to light.

Weak connection
between drives
and controlling
cables.

Drive light
glows dimly.

401'-2

mmdy

Turn back panel
power switch QI.

Plug power cord
into power socket
on main enclosure
or into a wall
socket.

Check circuit
breaker on rear
panel.

Check that the
cables are securely
connected between

drives and Disk 1

or Disk lA board.
Check that Disk 1

or Disk lA board is
seated in the
motherboard.



EPE4:

Problem

Both drive lights
glow brigxtly.

Drive nan: con-
tinues to blink
when the drive
door is closed.

Drive ligat
blinks, àive
heads click, but
systw will not
load.

 'ESE.El
Probablecaxse

Cable is installed
upside down.

The drive belt has

detached.

Damaged system
diskette or the
wrong diskette.

Otherrlrolalasnoadinglc-us

Ptobls
System bgins to
load, but stops in
mid process.

systm sounds

as if it booted,
but no message
on console.

Probablecaxse

BadRPMboard.

No power to
terminal .

RS-232 cable not
connected
properly-

'nerminal incor-
rectly set.

4 .1-3

lama:

Disconnect, turn
over the connector,
and reconnect.

Call Gifford.

Try mother system

diskette .

Body

Call Gifford .

Plug in terminal
and turn on power

Check cable
connections .

Check baud rate
and word size
settings.



acme:
Eardnisk lrives

Problem

Drive does not
initialize .

Probable Cause

Drive does not
have power.

Drive heads not
unlocked.

Data or control
cables not secure.

Remedy

Check power
switch.
Check power cord.

Unlock heads.

Check that cables
are connected
properly and are
secure.

4.2S%lSER$UP,EJ!|.‘lElUl'($?1¥EiE
Rss slowly or loses data sporadically.

Problen

System runs
slowly .

The cowuter
occasionally loses
data or files.

Probablecaxse

Sane terminals
or printers are
not (N or not
connected.

RS-232 cables
are using pin-4.

'me hard disk
needs reformatting.

Bad RAM board.

4 o2—l

Ianedy

Reconnect any
disconnected
terminals aid
printers and turn
(N power to all
terminals and

printers.

Disconnect any
wires from pin-4.

Call Gifford.

Call Gifford.



ah
specific ¡mag-z do not work correctly.

Problem

CPY does not
work.

Applications
progrm such

as Worc?ta or
Supercalc do not
work correctly.

Programs work

on all but a
few terminals.

 'ESEE
Probablecanse

Source and

destination
diskette formats
are not identical .

The program is
not installed
properly for
your system.

TIYS file has
been damaged.

Remedy

I

Use the amropriate
‘

diskette or use PIP

to copy files.
i

Read the manuals.

Try rurming the
program under a
single-user oper-
ating system.

If you purchased the
software with your
system, call Gifford.

Check 'ITYS file.
For GCS-80

terminals, check

that hamdshaking

is set and scroll is (N.

4.3%EIJWIIIamKl'lDC1ILGIEF!Il)(Il€HJ'§
QEREIEGifford Camuter Systens fully supports all of the hardware

and software we sell. Call the Custaner Service Department
between 92% AM. and 5:00 PM. (Pacific time) for help. Please
have the ?ollcwing ibas handy when you call:

Your systa number.

you received with your system.
This nunber is listed on the invoice

The version of your operating system. This is listed on the
label of your master diskette.

4 .3-1
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An exact description of what is not working. Also list
whether the product was working before, and what has changed
between the time that it did and did not work. Have this manual

withyouwhenyouphoneus, incaseweneedtoreferyouto
specific pages in the manual.

We will attempt to rectify the problem with you on the
phone. If we are unable to solve your problem inmediaoely, we

will takeyournameandnurnberandgetbacktoyouassoonaswe
can.

If it is necessary to repack your system, make sure that itis packed as it was originally shipped. Take qaecial care in
repacking the hard and floppy disk drives. It is important that
the disk drives be secured before moving or shipping. Install
the cardboard inserts in the floppy drives, and secure the heads

on hard disk drives.

4 03-2
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4.4 K:-E EB ¡GUI!

This form should be used to report problens with MC-DOS or
with the nmual itself to Gifford Computer Systems. Every report
will be reviewed by our Customer Support Department.

Name:

COMP-‘mY=

Address:

City, State, Zip Code:

Telepbxie:

M2-IDS System Nmber:

M2-D$ Version:

State the exact problan and symptoms that you encountered
with MC-{XS below:

4 .4-1
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Lmrduuebgiirints?ulc-KB
'me following GonpuPro products are necessary for a basic

bc-DOS system:

Mainframe: An IEEE 696/S-100 notherboard and power supply.

Macrotech MI-286 (dual CPU with 8-bit Z8011 and

16-bit 80286); or alternatively, OcmpuPro
CPU 8085/88 (dual CPU with 8-bit 8085 and 16-bit
8088) ; or GoupuPro CPU 8086/87 (16-bit).

Processor :

System Sugaort 1 (one serial port for system

console, two interrupt controllers, a real-time
calendar and clock, three interval tints, RAM
and EPRJM).

RAM 16, 21, 22, or 23 (high speed static RAM).
192 kilobytes of RAM is required for the
operating system. 64 kilobytes is needed for
each user running 8-bit programs. Users running
16-—bit programs require somewhere between 16

kilobytes and 1 megabyte depending on the nature
of the program. 'Ihe LC-DOS operating system
allocates up to 128 kilobytes per 16-bit user as
a default value. 'Ihìs value can be changed with
the SEIMEM conmand or by generating a new system

file with the GENOCPM menu-driven program.
System with hard disks can utilize an additional
OK, 32K, or 64K of RAM for a hard disk cache buffer.

Support:

RAM Menory:

I/O Control: Interfacer 3-8 board (terminal, printer, and
modem support).

Mass Storage: Disk 1 or Disk lA floppy disk controller (with one or
two 8-inch double sided, double density floppy disk
drives). From one to four hard disk drives, each

holding at least 20 megabytes, is recommended for
systems which support three or more users.

lerminals: (be for each logged-in user. Extra display RAM

will support nultitasking virtual terminals.

A-1
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Each user on the system requires a serial interface port to
connect a terminal or mdem. Additional serial ports can be
added to the system using OorrpuPro's interfacer boards.

Systems with tape backup units (4-track or 9-track) require
a tape controller on the bus, such as the Alloy controllers.

DR Net local area networks require a network controller on
each comuter within the network, to support Datapoint-.'s AlCNE'I'

network hardware protocols. Networks with mre than two nodes

will require active or passive repeaters to link the coaxial
cables that connect the network controllers.

Gowuters like the IBM PC or IBM PC/XT uust have 256K or
more of mm, and mist include a network controller that supports
AK:NE.'I' protocols to be in DR Net network.

A-2
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APPEIJIXB

B. Descriptiaa of the Board Bzrangenmit on IE 696/S-100
lbtherbaud

Ihe t&les in Ippendix C document the switch and jtmer
settings for the MC-DOS operating system. Unless you install a

different CPU, it is unlikely that you will ever have to change

any of the switches or junpers. 'Ihis information is provided in
the event that switch settings are accidentally changed.

‘me switches referred to are located on the circuit boards
inside the nin enclosure. You will need to turn the system OFF
and unplug the computer from its power socket before you remove
the cover of the enclosure. Cnce the cover is removed, you will
find the circuit boards plugged into a series of sockets on the
motherboard. Each socket has 100 contacts (which is the origin
of the IE 696/S-100 bus designation).

All of the boards rmst be inserted so that the c?onent side
of the board faces the front of the conputer. The boards can be

placed in any order. Gifford Oonputer Systems installs them in
the following order, counting from the front:

Slot í Board descriptim

P*

Pl-'P'

mum

uh-UJIOI-'

.a-Um;-'o‘°

U‘

B-1
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Slot f lizard description

15

16 DISK 1 or DISK lA
lg

SYSTEM SUPPORT 1
šâ

mmm 3.3

(OoI@uPro introduced motherboards during 1984 that have 21,

rather than 20 bus sockets.)

Each board has its description on it. 'me switches are
likely to be the blue components with tiny white switch levers on
them. The switch can be identified by looking on the board near
the switch for the component description. 'me conponent
descriptions are printed in yellow on the OonpuPro boards.
If you have trouble locating a board or the switches, you can
refer to the user manuals for each board. ‘mesa are thin blue «Q
books with photographs of the boards on the covers (for OonpuPro

boards). similar books for Macrotech or Alloy boards, and a
snail-format booklet for the Konan controller. The user manuals

include conponent layouts that indicate the position of the
switches and junpers.

B-2
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C. music: of Switch Settings and Julpers

Unless otherwise noted, the settings described below are
valid for the current versions of MC-DOS (V1.00 and later).

(nIpuProC!U%/B8

Switchl $111312 31113

É Q T? G‘ a? QÍ

1 :: 1:: 1::2 == 2== 2 ==
3 % 3== 3==
4== 42: 4::
5:: 5% 5::
6:: 6:: 6::7 :: 7:: 7::8:: 8:: 8::

(bq:IJPro GB %/B7
Switch 1 and switch 2: all paddles (subswitches) are OFF.

¦¦
{iii 2%

¦¦

?šã f@
__
__II

II

ll
¦¦
|¦
In

ul¦
¦¦¦¦
¦¦

____

ooqaxuva:-wror—=

III

mxld?knnbb-IIU

llH
II II

®\lO\U'Iu%>UJl\)|-‘

I-‘

O\Dm\lO\U'|o>UJI\)|-'4

J8-junpered .
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llacroteda MI-286 (Z80/80286 mal Processor)

Note that there is an eighth, unlabeled jufçer in the upper

left set of jtmpers, below J7, and that the location labelled J24
'me following junper settings should be used:has no jumper.

J1-J7
0-00

00-0

0-00

00-0

J10 J11

o o
I I

o o

o o

J15 J16

o o
l I

o o

o o

C-2

J25—J32

oo-o
OO"O

00-0

0-00

00-0

0-00

00-0

0-00

.133

o
I

o

0

J17-J23
o-oo
OO"O

OO"O

00-0

00-0

00-0

O0-O
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For Oxuko 8086 CPU or Macrotech MI—286 CPU, remove pin-4 of IC
U28 on the Wstem Support 1 from its socket. For an MI-286, 8085/88,

or 8086, mve slide junper J17 on the Disk 1 from position A—B to B-C:

CxQuProDisk1,J17

A

B
I

C

üquPro àshen appott 1

Switch 1 Switch 2 Switch 3

G? G WE' (N (IT W

1 -- 1 == 1 ==
*2 = <See note 2 == 2 ==
*3 == <below * 3 == 3 ==

4 x 4 == 4 ==
#5 == S == 5 ==

6 == 6 == 6 __
7 =2 7 := 7 ==
8 == 8 == 8 ~-

* If the CPU is a Macrotech MI-286, subswitches #2 and #3 of
Switch 1 on the System Support 1 board must be OFF, rather than
ON. (‘me position illustrated above is required for the
Oon$puPro WU 8085/88 and CPU 8086/87).

i For system with one megabyte of RAM, subsnitch #5 of Switch
1 should be set (N.

Junpered ?ttings:
AJ1 Cable octmector on upper card edge: Serial port connection.

J2 Dip socket near upper edge: Insert a dip shunt.
J3 Battery connection on upper edge: Plug auxiliary battery cable

into this connector, noting the "+" designation on the board.
J8 Dip socket in lower row of ICs: Insert a dìp shunt.

J13 1hree—pin jumper: Insert a slide junper onto prongs 8 and C.

All remaining jtwers are left unconnected.
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lhcrotedzzsm-512K Staticnaulemryaoard
‘me junper settings for the junper marked J3 on the

256K-512K bhcrotech memory board should be as follows:

1st25a{ 2nd25m 3rd256K &th25$
0 1 0 l 0 l 0 l
oo-o o-oo o-oo oo-o
oo-o o-oo oo-o o-oo
oo—o oo-o oo-o oo-o
oo-o oo-o oo—o oo-o
oo-o o-oo o-oo o-oo
oo-o o-oo o-oo o-oo
oo-o o-oo o-oo o-oo
oo-o o-oo o-oo o-oo"

Refer to the Macrotech technical Addressing Addendum 1.1 for
documentation on alternate memory value jumper settings.
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0RPM16!iy&:ards

Switch Settings for Sl:

lst6C
G?

?

m\lG\U'|oh0Jl\J|""

n

5
E
ã

S

W

Mann‘

::::::u::::::::

m\lO\U1ob(.~‘l\J|-'

III

»I
u

40000-4'5???

2ni64K

(IF
®\lO\U'|u#UJl\3l-'

¦¦ll
li
II
¦¦
¦¦
II

- 10000-IFFFF

E 3
ã a

1 £2 ==
3 ==
4 x5 %
6 ==
7 -.=
8 ==

Éã

3rd 641!

ã a

II

II

u¦¦
u@\lO\U'|oh(»)l~Jl-"

II I!
II

II
II

II

Il
Il

20000—2FFFF

7thG4K

(E? (N

®~l0\L?n>UJI\)F"

III III

4th64K

m\l0\U1nBLa-J30}-‘

I
I
|¦
I.

30000-3FFFF

CD\!O\U|t6>hJl\)I'-"

7000O- 7FFFF



APPEDIXC

R8! 21 leery Boards

Switch Settings for S1:

1st12$ 2td128K 3rd12& 4th12&
OH' (R CE? GI GFã e a

1 == 1 == 1 == 1 ==
2 == 2 == 2 == 2 ==
3 == 3 == 3 == 3 ==
4 == 4 == 4 x 4 ==:

5 == 5 == 5 == 5 ==
6 x 6 == 6 == 6 ==
7 == 7 == 7 == 7 x8 == 8 == 8 == ==

ã
20000-3FFFF 40000-SFFFF 60000-7FFFF

RH! 22 Henry Hnrds

Switch Settings for Sl:

1st25$ 211256! 3rd25G( 4th258

ã a ã e ã aarm
1 2 1 1 == 1 ==
2 == 2 == 2 == 2 ==
3 == 3 3 == 3 ==
4 == 4 == 4 == 4 ==
5 == 5 == 5 == 5 ==
6 == 6 == 6 == 6 ==
7 =: 7 % 7 == 7 ==
8 == 8 == 8 == 8 ==

80000-BFFFF C0000-FFFFF

ã Eã
C-6
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Hn/D? kr! Disk mntroller

Versions V1.60 or later of DC-DOS:

Jumper Settings:

J5 to 0, J3 shorted.

llI:ABardni.¢Ca1t1:o11er

?itdl 8

Í? Í1 ==
2 ==
3 ==
4 ==
5 x6 ..-=

7 ==
8 =-_

Junpered ?ttings:

Versions 1.00 or later:

Interrupt jumper: A to B to 0.
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than III:-100 Hard Disk aantroller

Junper Settings:

Near R41: leftmost jumper connected, others unconnected.

Pbove RP3: second and fifth from left connected, others
unconnected.

Juxmer "EMA": middle and bottom connected.

Junper "CBA": middle and bottom connected.

Disk 2 mrd Disk mntroller

Version V1.00 or later of M:-DOS:

Switch 1 Switch 2

G!’ (N

¦¦ll ¦¦
II
a B

____

'5\D@\ld\Uloh-DJIOI-‘

IIII
II

II

III

¦¦

®\lO\U'lob0Jl\)l-‘

Il

'Ihe interrupt jureper should be moved to position 1 of
junper area J7-J15.
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selector

1?litch 1

Í? Í1 ==
2
3 ==
4 ==
5

í6 == .

7 s:
8 =2
9 ==

10 ==

Disk3&?k’sk(h1tro11et

Switch 1

TE’ a
1 ==
2 =-..

3 ==
4 ==
5 x6 :a:
7 s:8 a

ÃPÍIX C

$itd’l 2

Í? Í1 a2 ==
3 ==
4 ==
5 ==
6 a7 ==
8 ==

RPl Dip sucket: Insert a díp shunt.

J1-J4 'Ibp dye of card: Cable connection to drives.

J5 'Ibp edge of card:

J7 'Ihree jasper pins:

J8 'lhree jt?er pins:

Cable connection to drives.

Insert a jumper slide between C and B.

Insert a junper slide between A and C.
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J9

I

IHIIII
012345678

J10

Jumper should be set in top position.

Disklricppybiskcontroller

$i?§I 1 $itd:| 2

É' Í m? CV

2 == 2 == x/3 =..- 3 ==
4 == 4 “_
5 == 5 ==
6 == 6 ==
7 == 7 ==
8 == 8 ==

0': switch 2, subswitch 1 controls the baud rate of the
terminal attached to the System Support 1 board. Subswitch 2 of
switch 2 controls the number of stop bits used by the console
attached to the System Support l board. 'Ihis is not the way that
standard øonçuPro software uses these switches.

switda 2

GI GF

Subswitch 1. 9600 baud 19200 baud

Stbavitch 2 2 stop bits 1 stop bits
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Interrupt jtwer J4: installed.

With either an 8085/88, an 8086 CPU. or a MI—286, slide
junper J17 smld be moved to position "B," connecting the lower
two posts of J17.

Disklh?sgnidzmuttoller
‘me switch settings documented below are for the Disk lA

floppy disk controller. ‘me Disk lA will control both 8-inch and

5 1/4-inch flow}! disk drives.

$i% I $itCh 2 ?fi? 3

Q Í a? Í Í? 1
1 == 1 == l ==
2 a: 2 == 2 ==

4 x 4 == 4 ==
5 == 5 == 5 -—"=

6 x 6 == 6 ==
7 s: 7 == 7 ==
8 s: 8 == 8 ==

Subswitd: 4 should be set CN. Subswitch 5 on Switch 1

controls the baud rate of the terminal attached to the System

Support 1 board écalled Console 0). Subswitch 6 on Switch 1

controls the timer of stop bits used by the terminal attached to
the System Stmort 1 board.

àritdì 1 (II (FF
Subswitch 5 9600 baud 19200 baud

Subswiteh 6 2 stop bits 1 stop bit

C-ll
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For a second Interface: 3 board, subswìtch 7 of switch 1
should be set OFF.

Juagaered Settings:

Jl Upper left dip socket: Insert a dip shunt. consult the
Interfacer 3 manual for hardware handshaking.

J2 Dip socket to rigt of J2: Insert a dip shunt.

GR



zmpmmc

J3-J8

I==I I I I I

I I I I I I

J9-14

I I I I I==I

I I I I I I

J15 Dip wcket one row L@ from bottom edge: Connect pins 5, 9,

10, 11, 12, 13, 14, 15, and 16. 'Ibis is an interrupt jumper.

J16 Dip socket below J15: Connect pins 1, 2, 3, 4, 5, 6, 7, 8
and 11. 'mis is an interrupt jumper.

J17 Three-pin junper between U30 and U31: Jumper the top two pins.

‘me remining jumpers are unconnected.

Interface: 4

Versions V1.00 or later of M:-DOS:

Switch 1: all paddles (subswitches) are OFF.

Sìi??l 2 ?iitlih 3

m? X GT al

l == l ==
2 == 2 ==
3 == 3 ==
4 == 4 ==
5 == 5 ==
6 == 6 ==
7 == 7 ==
8 =2 8 ==
9 a:

10 ==

C-13
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J26 kt PRINE=O

A B

c D

\ /\/—----Junper Blocks

J26 Fbr PRIN‘I?§=l

A B—\

>-———Ju1@er Blocks
CD

If the Interface: 4 is used with an Interfaoer 3, paddle 1

of switch 2 should be set OFF.

Jutqaers :

Jl
__.- ___-

C-l4
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All remaining jumpers are unconnected.

JS1-JS3 Dip sockets near upper edge of card: Insert dip
shunts in these three sockets.

JS4 Ifbt connected.

JS5 Pinse5,9,10,11,12,13,14,15 and 16 connected together.

JS6 Pins 6,9,10,11,12,13,14,15 and 16 connected together.

C-15
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on-purroumm/H

$315]. 33162

É' x CE?

Í].== 1%
2== 2==
3 ‘-= 3

-4 == 4 ==

5== 5-‘==

7== 7=3 == 3 -‘-'-=

9 == 9 ==
10 == 10==

You can have one or two MDRIVE/I-I boards, for a total size
of either 512K or one megabyte, as a hard disk cache buffer.

Aå?ã letter): antroller (DR Net networks only)

A$00 snitch Settings

Si??h 1 $11111 2 Sitch 3 $i? Ã

Off 01 Off al Off 0! if V É

l == l == 1 == l ==
2 == 2 := 2 == 2 %
3 == 3 == 3 == 3 ==
4 == 4 == 4 == 4 _

5 == 6 == 6 == 6 x
8 == 8 == 8 == 8 x

C-16
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'me AKL3100 switch configuration for Switch 5 will vary
from system to system.

,........‘

..‘.«-

»..?.,....,..f=,.___‘

44.,

System 0 system 1 system 2 %ben 3

Switch 5 Switch 5 snitch 5 Switch 5

Off m Off on off (h Off on

1 == 1 -.== 1 == 1 ==
2 -..= 2 == 2 z: 2 ==
3 == 3 == 3 == 3 ==
4 == 4 == 4 x 4 ==
5 == 5 == 5 == 5 ==
6 == 6 ==: 6 == 6 ==
7 == 7 == 7 == 7 ==
8 == 8 == 8 == 8 ==

‘rhea are binary nunbers that identify each network node.

Refer to g
0-18 to determine the proper switch settings for

each mâe ca the DR Net network.

MCS100 .ía unfiguratims

For the ARCSIOO jnmer configuration, the following slide
jumpers are the only ones that should be installed:

J0 EXEC!
JP14 CGI 9026 INTR = S100 Vectored Int line 6
JP22 S100 PC: = AES100 PCS
JP23 AICS100 MRED = S100 PHANTO4
JP26 AKZSIOO WAIT = S100 XRDY

C-17
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li?inesrtal Hicro:-ystens I???o (DR Net networks only)

Hl?l??iltqetrxnfigrraticns

IOPORT *LANCID
Anm -—-—--

-—--—-- o o

lo 0 CNBOAHD o o
2o=o ADDR o o
3o o o o
4o o lo o o o

REBLE 5o=o 20 o o o
E('I!~D 6o=o 30 o o o

PHANTQ4 ADDR 7o=o 4o=o o o
--—--—— 8lo=o 5|o o -—--1|o=o|2 l?

2o
READY VI
SELHZT SELECT FXDDAIDR

lo lo 0 1o=o2o o 2o=o
2o 3o o 3o=o REM‘

I

4o o 4o=o SEI-HIT

3o 5o o 5o o
6o o 6o o Iol7o=o 70 o

I

8o o 8o ol lo o!

lol
1lo=ol2

SIXIN
PU

* 'Ihenode IDontheI.ANCIDjunper willchange for eachboard.
Refer to the followingpage to determine the proper jtwer
configuration for each node. `
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'Ihe table below displays the switch settings for the ARCSIOO

network controller board and the junper configurations for the
LPNS100 network controller board. 'mis information has been

provided for up to 64 nodes attached to the m2 Net network.

mansion mad
0 = switch éiould be on the left (OPEN)

1 = switch should be on the right (CLOSED)

Right-most character corresponds to position 1 of switch 5.

leftmost character corresponds to position 8 of switch 5.

musioonma
0

l
jumer saould be not be installed
juwer should be be installed

Rightmost character corresponds to bottom prong on LAM: ID jumper.
leftmost character corresponds to top prong on LArC ID jumper.

Node : 0 00000000 bbde : 19 00010011

Node : 1 00000001 bbde : 20 00010100
bbde : 2 00000010 Node : 21 00010101
Node : 3 00000011 Node : 22 00010110
Node : 4 00000100 Node : 23 00010111

Node : 5 00000101 Ibde : 24 00011000
Node z 6 00000110 bbde : 25 00011001
Node: 7 00000111 Node: 26 00011010
Node : 8 00001000 Node : 27 00011011
Node : 9 00001001 bbde : 28 00011100
Node : 10 00001010 bbde : 29 00011101

Ibde : ll 00001011 Node : 30 00011110
Node : 12 00001100 hbde : 31 00011111
Node : 13 00001101 Ibde : 32 00100000
Node : 14 00001110 Dbde : 33 00100001

Ibde : 15 00001111 Node : 34 00100010
Node : 16 00010000 rbde : 35 00100011
Node : 17 00010001 Node : 36 00100100
Node : 18 00010010 Dbde : 37 00100101
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Node: 30 00100110
Node: 39 00100111

Node: 40 00101000
Node: 41 00101001

Ibde: 42 00101010

Node: 43 00101011
Node: 44 00101100
Node: 45 00101101
bbde: 45 00101110
Node: 47 00101111
Node: 40 00110000
Node: 49 00110001

,

Node: 50 00110010

mana;

ššššššššššššš 00110011
00110100
00110101
00110110
00110111
00111000
00111001
00111010
00111011
00111100
00111101
00111110
00111111

Sxçpose that you have six nodes attached to the m Het

network. For node nurrber 4, refer to the table on the preceding
page, and you'll notice that the number to the right of node

umber 4 is 00000100. ‘ibis means that if you have an Ammo
or M16100 network controller board, your switch settings or
jumper settings should look like one of these configurations:

01%Stitch 5

P.f 0'1

flog

eouascnwwwn-I

an

II

|

MH

su.

1::u
n
.a

ll II

it = subswitch 8«ã

1.318100

LHCID

00000000 00000000

Junpered = lUnjurrpered = O

Highbit = top
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D. Porntting me Disks

Eormtting a disk erases all of the information on it, and

it is not recommended that you format a disk during normal use.

It is also not recommended that you nm the destructive disk
test, since this also destroys the information on your disk.

Fbrmtting a disk is useful, however, when you repack we
disk. See kpacking the Disk in Section 3.8 for a description
of packing the disk.

If you format or destructively test your hard disk, you must

reinstall the operating system on the hard disk. See Installing
the qaerating SyshencnYour Hard DiskonpageD—l2.

Do not put any of the hard disk formatting programs on your
hard disk, since a user may accidentally run them and destroy the
information on the hard disk.

Begin the formatting process by backing up all files that
you want to save onto floppy diskettes. This should be done in
single-user mode. Remenber to use the WHO command before you use
DCWN to put the system into MC-DOS single-user mode. Refer to
Chapter 3 for information on how to back up disks.

mee all the files on the hard disk have been copied onto
floppy diskettes, press the RESET button and load the CP,/M system

diskette with the label “CP/M-86 Diagnostic Diskette.“ If,
however, your system incorporates the Konan Controller, press the
RESET button and load the MC-DOS diskette with the label "MC-DOS

Diagnostic Diskette." (While either diskette can be used, Gifford
Computer Systems recommends using the MC-D03 diskette on the
Konan.) D: not run any hard disk format programs in multiuser
mode.

Accord ing to your hard disk subsystem, go to the appropriate
section in the following pages. No matter what type of hard disk
you are faratting, the last two steps that the FMTHARD program
perform are to run the INI'I'DIR program to initialize the
directory amd the SEI' program to enable date and timestamping.

D-1
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Ebrmttinga-Indzwiththeniskzcantroller
Format Morrow M10, M20, or M26 drives rurming on the

CoaçuPro Disk 2 disk controller with the DISK2 program. Give the
command-

A>DISK2 [dr ivetype] [arguments]

The "drivetype" is either M10 or M20, depending upon the
capacity of your hard disk. The arguments are:

IJZIVE rn Specify a physical drive (0-3) to be formatted. The

default is drive 0;

SKEW m Specify the skewing factor to be used. The suggested
value is 2.

e

Fawn Format only the headers.

DMA Set all the data bytes to E5 hex.

'EST Perform a destructive test on the data fields.

Sm< Perform a non-destructive seek test.
ALL Perform the format, data test, and seek test.

'Ib format the disk, use the ALL argument. The formatting
takes bno hours to complete. The program displays:

FcI:nattin9Tra:l:0: ammo Soft!)

The track nuwber is given before the colon, and the timber
of hard and soft sector errors (if any are found) is displayed to
the rigat of each entry. If many errors are reported, consult
your DISK g_'%€ICZsL MAMELL and contact your dealer.

D-2
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After the disk is formatted, the system displays:

Verifying 'Irak

Data ‘nest ta
Seek 'mst

‘mere are twelve passes in the last test. When it is
finished, bad sectors are listed. Bad sectors that are fotmd are
mapped out and blocked from use.

5.25—Inch via à Baa: Cmtroller
Format Gifford Computer Systems 5.25-inch hard disk drives

running on the Renan controller with the DGCFMT program.

Give the dad:
0A>DGCEMT TYPE CJPTIQIS

'me "type" is either F5-5, FS-ll, F5-l6, FS-Zl, F5-37,
F5-40, or F5-56, where the second nunber matches the size of your
hard disk in mgabytes. That is, if you have a 21 megabyte hard
disk, give the "type" as F5-2].

‘me options are:

BAD 1&5 out the bad sectors on the hard disk. Before you

type this command, you must type:

 mP
D-3
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to find out which sectors are bad. Write these
numbers down. Suppose that you have a 37 regabyte
hard disk drive, and the DGCEMT MAP oonmand has

indicated that cylinder #200 and head #3 are bad. 'lb
:rap the bad cylinder and head to a bad map list, type
the following conmand:

0A>lI-IIFMT F5-37 BAD 200 3

'Ihe DGCFM1‘ program will display a message indicating
that it has mapped cylinder #200 and head #3 to a bad

map list.
Specify a physical drive, either 0 or 1. 'mis is used

only if you have two hard disks attached to your hard
disk controller. ‘me first drive, (0) is connected on
the right of the board, and the second drive (l) is
connected on the left.

Give the letter of the logical drive, such as A:, :,
etc. If you have two hard disks connected to one

controller, the letters for both drives are as if the
disk was the first disk (that is, A: and B: instead of
D: and Ez).

Creates a list showing bad sectors on the hard disk
drive.

Change the skewing factor from the default of 2. This
option is rarely used.

‘lest the disk for bad sectors, erase them and then
format the disk. All information on the disk is lost.
Although this takes longer than simply formatting the
disk, it will give you better performance from your
hard disk.
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‘Est the disk for bad sectors without erasing them.

Clear the disk without affecting the bad sectors.

Format the disk and clear out bad sectors without
testing it first. All information on the disk is lost.

If you qaecify a drive nunber but no drive letter, the
entire hard disk is formatted.
drive nunber, drive 0 is assumed. me drive mmber and drive
letter mist be specified before 'IEST or FORMAT.

For ex?ale, to test and format only drive B: of a 21

megabyte drive. give the command:

 F?-2lBzïšT
'Ib test md formt the second drive if you have two 11

megabyte drives, give the oomnand:

OIDIIXIFMTFS-1lDRTVE1'IEST

D-5
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5.25-Inch with the Disk 3 &1tro1].er

Format Gifford Oonputer Systeus 5.25-inch hard disk drives
running on the Disk 3 controller with the MEG program.

Give the uni:
GA>DIS(3 TYPE OPTIQIS

'Ihe "type" is either F5-5, FS-ll, F5-16, F5-21, F5-37,
F5-40, or F5-56, where the second nunber matches the size of your
hard disk in megabytes. ‘mat is, if you have a 21 megabyte hard
disk, give the "type" as F5-2l.

The options are:

DRIVE n Specify a physical drive, either 0 or 1. This is used

only if you have two hard disks attached to your hard
disk controller. 'Ihe first drive, (0) is connected on
the right of the board, and the second drive (1) is
connected on the left.

d: Give the letter of the logical drive, such as A:, Bz,

etc. If you have two hard disks connected to one

controller, the letters for both drives are as if the
disk was the first disk (that is, A: and B: instead of
D: and E:).

SKIN n Change the skewing factor from the default of 2. ‘Ibis
option is rarely used.

'EST ‘lest the disk for bad sectors, erase them and then
format the disk. All information on the disk is lost.
Although this takes longer than simply formtting the
disk, it will give you better performance from your
hard disk.
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FORMAT Benet the disk and clear out bad sectors without
testing it first. All information on the disk is
lost.

CLEAR Clear the disk without affecting the bad sectors.

REIEST 'test the disk for bad sectors without erasing them.

If you specify a drive number but no drive letter, the
entire hard disk is formatted. If you give a drive letter but no
drive mmber, drive 0 is assumed. me drive nunber and àíve
letter mist be qaecified before 'IEST or FORMAT.

For exmle. to test and format just drive B: of a 21
megabyte drive. give the command:

0a>DISK3 F5-21 B: ‘BET

‘lb test md format the second drive if you have two llmegabyte drives, give the oomnand:

0A>DIS(3 F5-11 QIVE l ‘JET

D-7



APPEDIX D

8-Inch with the EEA (kzntxoller

Boot the system with the CP/M—86 diagnostic diskette, and

give the dnd:
A>FM'1‘HD

‘me program responds:

Discus 1110, I20 md 1426 hard disk formt progrm», Rev. 2.1.
(house the desired ftnctiaa:

L=Ebr.'ataIogica1drive.
F‘-Ebrmta-nentire physitaldrive.
C=(hntirnemintetnptedi:est.
D=RmaDiagnosticb$t.

Fate: (1?) to format the drive:

nmctiax

(
to exit) :F

‘me program pronpts:

Enter physical mwaer tobe teshedor ?mrmtbed (1-4,

toexit) z

Enter the drive number and press RETURN. ‘me drive number

is 1 for the first drive, 2 for the second, etc.
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'Ihe prograa pronpts:

Select thedrive type:

A = Disws $6, 26 mgalwyte drive.
B = Discus E18. 10 ngabyte drive.
C =Disws@, Zoegabytedrive.

lxive t?l? ('%hoexit):
Enter the letter corresponding to your disk drive type and

press REIURR. If you have an M10, the system asks:

Select drive type:

F=Fujitsu
l!=!!-zmtex

WP@ (l??hzc-3211:):

Enter the 1 tter (F) and press RETURN. For all drive types,
the progrm pnwts:
miner ammt of furntting desired:

H=?ornt-mders mly (data remains intact)
D=erasemtafie1dsa1so

Format the headers and data:

Fum:ticn:D

‘me program pronpts:

Ebrntting tb entire physical drive will take about ?otz
?mmo?coOOOOOOOOOOOOOOOOOOO0000060

All finished. returning to CP/ll
Press É@ E return to @/H:[RE'IURN]

D-9
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‘lasting the Drive

You only need to test the hard disk if you receive disk
errors after the disk has been formatted. Do not run this test
without first cxntacting your dealer.

¿Ibis test destroys any information on your disk, and you
nust reformat the disk after the test is oonplete. ‘me test takes
six to fourteen hours to conplete, depending on the size of your
disk.

‘lest Morrow M10, M20, or M26 drives running on the ?lkdisk
controller with the FM'.H-ID program. Follow the instructions in the
Quitting mun Your System (section 1.8-1) of this nanual. Boot

the system with the CP/M-86 diagnostic diskette, and give the
oonmand:

PT)
If you have just turned ON the hard disk, allow time for it

to stabilize (about two minutes) before beginning the test. ‘me

program prowqats:

Diswsllo, uzoananzsharadisk foratprogram, m.
z.1.`

Choose the desired function:

L = Brat a Iogitnl drive.
F = ibrnat an entire physical drive.
C = Gmtinne an interrupted test.
D = Rn a Diagmostic test.
Rnction (IEK to exit):

Enter
(D)

to begin the diagnostic test:

Pmctiax (mm to exit) :D
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'me progra proupts:

Ibwnuchofadiagaosticdoyouwanttorun:

Sector heck: field test mly.
Sector data field test only.
seek mania test only.

Canosa the dinmostic by adding together the desired options.

(ptias (e to exit):

III!

II1
2
4

If the suggested option sum is seven (7), all diagnostics
are run.

Cpticns (mm to exit) :7

‘me progrm pronpts:

naterphysimldrivenudaer bobetestedor
?ormatted (1-4. ¡mmm to exit) z

Enter the number and press REIURN. 'me number corresponds
to the order in which the drive is connected to MC—DoS. 'me

program promts ¦

Select the drive type:

A = Disazs í, 26 ngabyte drive.
B = Discus $0, 10 mgabyte drive.
C = Diwus í, 29 ngabyte drive.

Drive type (e to exit):

Enter the letter corresponding to your hard disk type and

press RETURN.
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The first areas tested are the sector headers:

 iJE my  SDOOOi0:oOOOoQoo¢OQQoo

For the next six to fourteen hours, information about the
tests is displayed on the terminal. As each test completes. new
descriptions are displayed such as “Seek test" or "iesting sector
data." Error information is also displayed if any are fotmd.
For exawle:

maximum 233, Él), E1012, ooum-189

If this test reveals bad sectors or other errors, contact
your dealer. Iemenber that you trust format the disk after you

run the destructive test.
Y
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Insta11ingtheqJeratingQ{s1:ema1YourBardDisk

If you fave reformatted your hard disk, follow the
instructions below to replace the MC-DOS operating system on

your hard disk. You only need to do this if you have reformatted
your hard disk, since Gifford Computer Systems includes all
necessary files on your hard disk before shipping it to you.

,
Use the PIP utility to copy files from the floppy diskette

back onto drive A:. 'me format of the oonmand is as follows:

oa>PrP A:=d:*.*[vmv]

where d: is the drive designation for the floppy drive which
will be the source drive.

hbte that the small letter d: should be replaced with your
appropriate drive designation. You can refer to the following
chart for the drive designations appropriate for your system. If
you have a single floppy drive system, assume that your floppy
drive is the eqzivalent of the left—hand floppy drive in the
table below.

'1ype of Spam Iogical lrive 11-zsignatiam

Hard disk 1'.eft—hand Right-hand
logical Drives Floppy Drive Floppy Drive

Floppy—only none A: B:
5MB hard disk A: B: C:
UM) hard di?t A:B: C: D:
IGM) hard disk A:B: C: D:
21Mo hard disk A:B:C: D: E:
37M) hard disk :B:C:D:E: F: G:
4011) hard disk A:B:C:D:E: F: G:
SGMD hard disk A:B:C:D:E: F: G:
84M: hard disk A:B:C:D:E:F: G: H:

System with tm or nnre hard disks add the same number of
logical drives as shown in the table above for each hard disk,
with one or two floppy drives moved up in the alphabet (towards
upon)

.
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E. Progrxing Serial Ports in K:-EB

Advmced programmers may want to interface non-stamdard
Rs—232 devices with MC—D0s. You can control the console port
frcm either the 8085 or the 8088 using anos call nuuber fifty
(50). A few precautions must be taken before connecting the
device to the system.

In the following calls, be sure to use a valid terminal
number, since invalid terminal numbers may stop the system.

Terminal mrmers are the same as those marked on the back panel
(0, l, etc.).

For every physical terminal on your system, there is an
MC-DCB "Physical Input Process” (PIN) which is responsible for
switching virtual terminal screens and for control characters "S,
“P, "C, ^Q, and ‘O. Since you cannot have two processes inputting
from the same port, you trust stop PIN from inputting before you

cm begin to program a serial port.

Each physical terminal has its own queue called Emconsn,
where n is the physical terminal nunber. MC-DOS mutual exclusion ex
cpeues enable you to open a queue with Q___OPEN, and read a queue
with Q_RED so that your process can have sole control of the
queue which is assigned to the physical terminal mmber.

This prevents other processes from occupying that queue.
You must set a flag to alert the PIN process to call the same queue.

This alerts the PIN process to await the queue which you are
currently holding. This prevents the PIN process from irgxtting
to the serial port which you are trying to program until you release
the queue with Q_V/RITE. You are now able to program the serial port.

Set up a S-byte area of memory for the BIOS descriptor.

8-bit programs load the C register with 32H, and DE with the
address of the BIOS descriptor. e
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16-bit prcgraus load the CL register with 32H, DX with the
offset of the BIOS descriptor, and DS with the segment of the
BIOS descriptor.

The structure of the BIOS descriptor is:

rune argl TYPE arg2 arg3

6

The first byte, FUNC, is always 6. The third byte, TYPE, is
either 1, 2, 3, 4, 7, or 8: these represent setup, output, input,
input status, extended status, and extended setup, respectively.
'1‘hethreeaarq.Iuentsdependontheva1ueofTYPE.

Setup TYPE = 1 e

argl = physical terminal number (console number)

arg2 = bits 0 - 3: select baud rate
'§§%%‘§§§§E§

bits . select parity
8 Fié'
??? Parity
even parity

lect number of stop bits
stop bit
stop bits
lect mmber of data bits

U’ 'Joff
llll

?llllllllllllllllllllillll

m-m
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Output TYPE = 2

argl = character to output
argz = console nmnber
No value returned.

Input TYPE = 3

argl = physical terminal nunber (console number)

Returns byte in A register (8085) or AL register (8088).

Status TYPE = 4

argl = physical terminal number (console number)

Returrs input status, (0 = not ready, FF = ready) in A register,
(8085) or AL register (8088).

Extended status TYPE = 7

argl = physical terminal number (console mmber)
Returns extended hardware information in A register (8085) or AL
register (8088). The hardware status is indicated by the
following bits:

Bit 1: 0 1
O ¡BR high DSR low
1 DCD high DCD low
4 ok parity error
5 ok overrun error
6 ok framíng error

Normally, DSR is line twenty (20) and IIID is line eight (8)

of the RS-232 connector.

Extended setup TYPE = 8

argl = physical terminal number (console number)

arg2 = set parameters

Bit l 0 1
0 set DER high set DIR low

l set R13 high set ms low
2 no break send break
7 no reset reset all errors

Normally, DIR is lire six (6) and RTS is line five (5) of
the RS-232 connector.
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The following exalmle is a C progran that uses the calls
% described on the previous page:

/*
* nogicai part we will be talking through

i' */k
É

#define POE.‘ 5

:

è

f*
j * M:-DOS operating system function calls used in this program

*/ W

;
#de£ine S_BIOS so

\
? Refine nEv__FLAGsE.'r 133

j irdefine Q_ca=m 135
' tdefine Q_REm 137í

#define P_DEI:AY 141

}
Í

/*
.l *Functicn6extendedXIOS call oonmands ‘V

K/ P V

g
¡define sfmf 1

f í #define GJTPUI' ' 2
; ; #define mm: 3

i
1 klefine INPUT_S1‘A'I'US 4

, .

/±
* M‘:-DOS ensue Parameter Block defintion
*/

struct fis

5 int qpb_queueid;
f

int qpb_fi.1].1;
‘ v char * @b_buffer;
›

Q

daa: _na|ae[8] ;J

,

} «rib:
r í

<
5

E-4
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/w
* M2-DOS BIOS Descriptor
*/

struct xios

char xios func;
char xios:arg1;
char xios_type;
char xìos_arg2;
char xios_arg3;
} xios;

main 0

char port_name[8];
char c;
int count;

qpb.qpb__buffer = 0;
@b.q:b__queueid = 0;
sprintf (port_name, "%d ". FORD;

strmove (&qpb.qpb_name[0], "Mxoons ", 8);
strmove (&qpb.qpb_name [6], port_name, 2);

13505 (Q__0PEN: 59135):

ix (Q_READI &qPb)7
bdos (DEV_FLAGSE1‘, 0x80 + PCRT);
bdos (P_DELAY, 1);
Pinit 0;

for (count = 0; count < 10; countH-)

C=Pin ()3
Tout (c);

/*
* Return character from selected port
*/

E-5
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Pin ()
{

xios.xios_fmc = 6;
xios.xios_arg1 = pm;
xios.xios_type — INPUT:

return bdos (S_BIOS, &xios);

/*
* Ouqaut a character to selected port
*/

pout (c)

ïhar C;

xios.xios_func = 6;
xios.xios_arg2 = pom;
xios.xios_type = (IJTPU1';

xi.os.xios__arg1 = c;
bdos (S_BIOS, axios);

/ü
* Set up the selected port
*/

pinìt (ã

xics.xios func = 6;
xios.xios type = SITY;
xios.xios argl = PGIT;

xios.xios arg2 = Oxco;

/* 8 dat&its, 2 stopbits, no parity, 9600 baud */
xios.xios_arg3 = 0; /* No handshaking */
tides (s__31os, &xios);

E-6
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F.Usitr;thePrintIerPo|:tcn'neleVideoTemina1s
The printer port on the Televideo 925 or the Televideo 950

has limited use. All information which goes to the printer port
must pass through the terminal and must be displayed on the video
screen. Since the terminal is not a printer, it may not recognize
printer control characters or special characters imbedded in
ASCII files. The printer port can be used with the GIRL P {"P)

printer toggle, and with commands such as TYPE, which are
intended to send information to a video screen.

If you are going to attach a printer to your Televideo
terminal, be sure that the cable between the terminal and

computer, or between the terminal and modem, has pin-20 of each
end connected, so that the computer and terminal can use DTR

handshaking. The terminal, computer, and printer must operate at
the same baud rate, and the terminal must be attached to an
Interfacer board, not the System Support board.

The cable between the terminal and printer must also be able
to handle DTR handshaking. Be sure that pin-20 on the terminal
end of the cable is connected to the DER pin on the printer end.

For exazmle, on Diablo printers, this is pin-20; on Okidata 82A
and 93A printers, this is pin—ll.

This terminal—to-printer cable can be tested by using it to
connect the printer directly to the computer's printer port. Send

a few pages of text to the printer, and check the output for lost
characters.

If the terminal is a Televideo 925, set the internal
switch S3-10 down. This connects the DER line (pin-20) to the
computer

.

The conmmications protocol between cowuters and terminals
is different frat! that between computers and modems. when

commmicating with terminals, XCN/XOFF must be disabled; when

commmicating with modens, 26.11/XOFF must be enabled.
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You must enable or disable Xm/XOFF in the 'ITYS file on the
computer. $11 a character from the computer to the terminal (or
type the diiaacter in local mode on the terminal) to enable or
disable it in the terminal. Enable Xw/XOFF in the terminal by
sending a cm. O ("O) (ASCII value 15 decimal, OF hex); disable
xou/2m? with a GIRL N ("N) (ASCII value 14 decimal, OE hex).

While the terminal is running, turn the printer (13 by
sending the taminal an ESCAPE@ (ASCII values 27 and 64 decimal,
1B and 40 heat). All data received by the terminal are transmitted
totheprimter.

Turn (IF the printer by sending the terminal an ESCAPEA
(ASCII values 27 and 65 decimal, 1B and 41 hex).
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G.I-Vortltderstlsedinlc-DIE

If you add IE 696/S-100 boards to your K:-DOS systm, you
must be sure that they do not conflict with the I/O ports already
assigned. The following chart lists all of the ports used by the
system. You may use devices that do not conflict with my of the
ports listed. You can also use devices that conflict with the
ports listed with m asterisk (*), as long as you do not have the
device listed for those ports. For example, you can add a device
that uses port 64. You can also add a device that uses port ES,

aslorxgasyoudozxothaveaPMMllzndemattachedtotrresystm.

Bart i in Hex Device
00-01 Interface: l or 2 # 1
02-03 Interface: 1 or 2 # 2
04-05 Interface: l or 2 # 3
06-07 Interface: l cr 2 # 4
08-09 Interface: l or 2 # 5
0A—0B Interface: 1 or 2 # 6
0C—0D Interface: 1 or 2 # 7
OE-OF Interface: l or 2 # 8
1.0-17 Interface: 3 or 4 # 1

18-13 Interface: 3 or 4 # 2
20-2F Reserved by Gifford Computer Systems

*30—3F * Alloy Engineering tape controller
40-41 Futurex data encryption board
42-4F Reserved by Gifford Cmute: Systexs
50-5F System Support 1

*80—83 * Morrow HDCA disk controller
*90 * Disk 3 hard disk controller
*B0-Bl * DR Net network controller
C0-C3 Disk 1 or Disk lA floppy disk controller

*C6-C7 * MDRIVE/H
*C8-C9 * Disk 2 hard disk controller
*D0-D3 * SemiDisk
*D7-D7 * Konan hard disk controller
*E0-E3 * 113 Hayes modem
*E4-E7 * PNMI modem
*FO-FO * Selector channel (part of Disk 2)
*FD-FE * CPU 8085/88 or CPU 8086/87

*FD—FF * Macrotech MI-286 (80287 uses F8, E, FC)
*FE-FF * CPU-Z

G-l
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H.Nohesm%1lingwa|:$taraxi<BA$II
The following will help you run the Wordstar text processing

program more efficiently on your MC-DOS system. If you purchased
Wordstar frrn Gifford Caqauter Systems and your printers and

terminals were known, it is already installed on your computer.

Wordstar Installation

If you reinstall Wordstar, you do not need to reset any of
the flags listed on pages 8-5 or 8-6 of the VDRDSTAR II8"JI;'§I.L.ATICl*I
MANEHKL. Since K:-DOS treats 8-bit programs differently from
MPH II, most of the timing considerations that are discussed on
these pages are not valid for your system.

13313173

If you reinstall your copy of Wordstar, the following labels
should be set with the INSTALL program:

Label New setting

DELCUS :
DEIMIS :
DELI:
DEL2:
DEL3:
DELA :
DELS :

OOOOOI-"P"

These lwels refer to values used in timing loops for
certain delays in Wordstar. They take valuable CPU time and slow
downworc?taraadyoursystem.

These values work for Televideo terminals. If you have other
terminals, mà the above settings prevent you from running
Wordstar, set the values higher.

H-1
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Prinherneleme

There are other locations in Wordstar that should be patched
with the Dm'86 program. There is a bug in Wordstar that does not
release the printer when you finish printing a file. The

following are terminal sessions with nurse to free the printer in
8- and 16-bit Wordstar, Version 3.3 and 8-bit Wordstar, Version
3.0. The boldfaced characters are values that you should enter.

16-bit Wxäta', Versim 3.3:

0A>DDE6

wres 1.1
-168.33

SEART EN
4400:0000 4400:54;FF

-s324
4400:0324 90 e9
4400:0325 90 39
4400:0326 C3 00
4400:0327 90

.-9846
4400:0846 90 e9
4400:0847 90 à4400:0848 C3 fb
4400:0849 00

.-333d
4400:0330 00
4400: 033B 90
4400:0331? C3
4400:0340 00
—s33a
4400 :033A 00
4400:0333 90
4400:033C C3

4400:03E E9
—s360
4400:0360 00 bl
4400:0361 00 0c
4400:0362 00 ed
4400:0363 00 e0

'

SBS»

'

88$
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4400:0364 00

4400:0365 00

4400:036 00
4400:0367 00
4400:0368 00
4400:0369 00
4400:036A 00

4400:03B 00
4400:036C 00
4400:0360 00
4400:036E 00
4400:036F 00
4400:0370 00
4400:0371
4400:0372
4400:0373
4400:0374
4400:0375
4400:0376
4400:0377
4400:0378
4400:0379

888888888

sålå05:5Ó@QC É» 88

4400:03C 00
IFR88 a@

n

o 83 EB‘ 83

4400:037F
4400:0380
4400:0381
4400:0382
4400:0383

É É

assess

aaaazazaaaazasamzaasaaaasaaaaaum3

4400:0385 00
.-ÑIIEEEEEJIID

—“c

0A>

BEEIIDIX H
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This Control C (^C) will return you to the system prwt,
03>, or whatever your current drive really is. Test the patched
version, to make sure that you made no keystroke errors, before
replacing your old copies with this enhanced version of Wordstar.
Then type the commands:

ml ws.on=n&.on
E.‘ S.CIlJ[sys,ro]

8-bit ìbnBtu', Version 3.3

0A>llIl%
l])‘I'86 1.1
-38.6)! .
SPAM‘

. HD
2800 : 0000 2800 : 3DFF
-S614
2800 : 0614 00 C3
2800 : 0615 00 (B
2800 : 0616 C9 02
2800 : 0617 00

E
00%‘

2800:0lG)00C3
0005
ON

-H?šf .CII
-^c
0A>

This Control C (^C) will return you to the system prowt
0A>, or whatever your current drive really is. Test the patched
version, to make sure that you made no keystroke errors, before
replacing your old copies with this enhanced version of Worëtar.
Then type the oonmar?s:

E $ .CHã VS.(nl[sys,ro]

H-4
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8-bit iizxw&t, Vetsiai 3.0

0A> EH5
-38.311

SH-XRI‘ ED
2800:0000 2%0:3DFi'

2800 : 0lE4
2800: 01.135

-W8 .Gil
-^C
OA>

00
2800:0].E3 00

00
(D

Renaming itr&ar
when you reinstall Wordstar, the INSTALL program asks what

you want to nae the new cop .
The INSTALL program will write

that name in the progran, and you cannot rename it later and

still have the ma subcoumand of Wordstar work.

n 
a Ieixstallation

Before you reinstall Wordstar, write down the printer
configuration, coumunications protocol, and output device, which

4

are displayed when you start running Wordstar. Be sure to keep

these setting when you go through the reinstallation, so that
your printer works correctly. Almost every printer will work
with the settings "Teletype-like printer," "No Conmunications
Protocol," aid "CP/M Isl‘: device."

I-I-5
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of @153 II, Versim 2.4

During the installation process, when the screen displays:

daagenacro, date, etc (Y/N)?

Answer yes by typing (Y), and the screen will display:

Bnteramacbethobetnedforindicatingmcros
oraERforadefa:1tctaracterof@ersand(&)

Specify an anpersand (a) by pressing REEURN. The screen
will display:

Typea??ifttneerroroorrectiaxdialogieistobe
tsed,a:a1yol:hexheyifnodia1ogueiswa1bed:

Press REPURN and the screen will display:

A-C9/142.2
B-31’/ll?systau

Specify that you are using an MP/M II by typing (B).

Only this part of the procedure is specific to 334%.

I-I-6
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I.Diret:trxyofSysI:eIFi1&sSqp]iedbyGiffotd(:<@uI:erSystaIs
The only file which is essential in loading the operating

system is I-CD35. All other files are optional. This does

not mean that all the remaining files can be deleted. You should
keep as nary of the files in user area 0, drive A: as you can.
You nust have enough system programs, (such as PIP.CMD and
ERA.CMD) to operate the system effectively. If you run any 8-bit
program, swam must be on user area 0, drive A:.

There is no reason to delete any of the files unless you are
running a floppy-mly system and space on drive A: is critical.

Your 1-is-nos system is distributed on up to four physical
diskettes: the MULTIUSER CCNCIJRRENI.‘ DOS SYSPEM DISK, the
MULTIUSE. GIIIIWVI‘ IDS XI% DISK, the DR NET DISK,
and the HILTIIBER DOS UTILITIE diskette. Systems

that are not linked to 11! Net networks do not include the DR Net
diskette. A listing for all of the files contained on these
diskettes is provided on the following pages.

Files with the extension .CON and RS‘? are reqiired by

GENOCPM. Files with the extension .CMD are command files, which
may include system conmands and 8-bit dBASE II oonmands related to
system functions; those with .SAM are sample files; and those
with JBF are dBASE II database files. Application programs
which are widely used on your system should be located on user
area 0, drive A:. This makes them accessible to all user areas.
Use the $1' coumand to set conmonly used applications programs to
system aid read-only status.

Data files (files with no extension, and files that have the
extensions .1-ILP, .KEY, .NDX, and .DBF) can have the DIR
attributes. HELP files (.HLP) must be set with the RO and DIR

attributes to be accessible from all directory areas.
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 ?BSEEa? DIi

M1-\IL.l‘DX

más

BCIIJS .HLP
BEDS JDX

N?l? .040
PASSWD

PASSWD .HLP
PASSVD .MDX
PASSVDK) .CID
PIP .CMD

PRINT .Gm
REN .CMD
SDIR .CMD

SEI' .CID

TIFE%Z .CMD

UPI'DE.<)D
USER.C!4D
USERINIT SAM

\K'J%.0lJ
VP950 .EI
V1GCS80.EY
V'1‘1'YS.SPiM

WI-D.QD
WRITE.G'D
WIMPJBF
ZWIMP .OD
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EIEETDIS
AIINEI .OD bWGVRDAT

CCNFIG .NET NEKCMD
DRNEI' .OD NETMYID

 .QD PVESK .NET
EENEI' .(MD

This diskette is supplied only for systems that are part of
DR Net local area networks.

 íÍIIÉHCBDISK
.

~y~

\_

«ÍA-Wé?

V"

.s.....,,,.,..,....

—T,..

K

.K_..4_s

_.

¬¬¬.¦,f
<

-.»_.

._7s

«

EJGIPILOIJ MZ .UDS BUFERJH)
BIXJS .O21 CBS .RSP HRD32K-1

.
CIO .CCN MEFQY .RSP HRD32K-2

.
MEM .Oli PIN .RSP HRD64K-1

.
RIM.C(N SHELL .RSP HH)64K-2

.
SUP .GN SILATUS .RSP FLOPPY

.
SYSDAT .Gli VUJT .RSP CCLOADER .LW

CXZBCUI' .LRI

Xll30704 Xl090708 X1ll0706
X2l3l504 X209l508 X2lll506
X2l30704 X2090708 X2l10706
X113 1504 Xl09l508 Xl11l506

X1070702 Xl090704 Xl050704
X207150 2 X209l504 X205l504
X2070702 X2090704 X2050704

Xl07l502 Xl091504 X1051504

Xl060703 X1l00703 X1030702
X2061503 X2101503 X20 31502
X2060703 X2l00703 X2030702
Xl06150 3 X110 150 3 X10 3150 2

The file extensions of the X105 files will indicate the
hard disk configuration. The XIOS diskette is used to customize
or reconfigure Mc-nos.

I-3
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3CFM‘I' .GD
DISK2 .KXI

FMII-ID .QB

The files on the CP/M-86 diagnostic diskette are for use in
_troubleshooting and maintenance. These files should not reside

on the hard disk, but should be loaded from a floppy drive if an
occasion arises that requires the use of CP/M-86. This single-
user operating system can also be used to support 16-bit
applications that require more system RAM than is available when

the 240-1136 operating system has been loaded. only the system

console is a functional terminal when your system is operating
under CP/M-86.

I-4
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J.E$H Gifford Orzmputer Systems has developed several dBASE II
conmand fila which will be useful to dBASE II programmers.
These and files include:

GII-.X

SYHJILH

.ÍÉETIÉJID

Fí.ì
QITIFKLX

ÍLQD

Executes bl:-DOS function calls from a dBASE II
program.

Executes a1 MC-DOS conmand from a dBASE II program.

Stores the K!-IDS system date to the dBAm II date
fmction. Also prints date and day of the week.

Displays the time of day.

Detaches the list device, enabling other users to
print to that device.

Allows a dBASE II user to use the CUIT '10 function.

Displays the dBASE II user's terminal number.

'1hemstpowerfulo£thesecotrInandsaretheCALL.(16Dar1dthe
SYSO®.OD.

In ?dition to the dBASE II coumand files developed for 8-bit
processors, listed above, Gifford Computer System ha developed several
dBASE II cclnand files for 16-bit processors.

CM-L.PK3

F SíszsomxmÄ

Executes M:-nos function calls fran dBASE II
program.

Detaches the list device, enabling other users to
print to that device.

Stores the 512-005 system data to the QASE II date
function. Also prints date and day of the week,

aswellasthetimeoftheday.

Executes an Mc-nos command from a dBA$ program.

J-1
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II!!! and WITH) were not converted for the 16-bit processor.

The documentation and listings for the coumands listed above follows.

Purchasers of Gifford systems are hereby given permimion to
reproduce or modify the listings provided here.

Copyright 1984 Gifford Computer Systems

J-2
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O5!-‘II..QD

Concurraat nos function calls allow a dBASE II routine to
change printers, read the system clock/calendar, access a file
that is located in another user area, or carry out a mmber of
functiom which are valuable in a multiuser environment.

The OLLLEID file enables the dBASE II user to make system

function calls. This is done by storing the number (in decimal)
of the call to be made to a numeric variable called HJRI.‘I'ION. A

numeric valzn mst also be stored to a variable called ARG. This
is the argument of the function call and may be zero for those
functions which require no argument. The DO CALL command will
execute the routine, and the result can be found beginning in
location 48 decimal. The value of the first byte of the result
is stored in a mmeric variable called REULT.

Here is the dBASE II code for any function call:
SKRE ' ' '10 3PE 2931S1113 IIWCEEG) '10 A$2
SEE E}-(25*AEG2) ‘ID AE1
KKK 30,HG1
RIB 31.3%
PCKB 32,58,29,0,79.42,30,0,235,205,5,0,34,48,0,201

É GIL E 32
CELL KH
SERE PÍHS) 'IO #8E&SB HI,11,AK§2
REIGN

_

fl

,..,V_,

..._,_.._,.,V.

w.

lo

ï.Í¬.¬H...¬_.¬_`_,_A

,u_...__
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CALL.C!D is equivalent to the following assembly code:

asaassaasss

5

E??????ia

É

sw

agwäã

The following ftmction calls can be executed from dBASE II.”
Programmers should refer to Digital Research Inc.'s Qn?mnvr
CP/M WERATIIG SYS'EM

 'S REFEEIE QIIDE for Eltltllal1'Efonna?m.

0 System reset
11 Get console status
14 Select disk \/25 Return current disk
24 Return login vector

-28 Write protect disk
29 Get R/O vector
32 Set/get user code
37 Reset drive
141 Delay
143 Terminate process
145 Set priority
146 Attach console
147 Detach console
148 Set console
153 Get console number
155 Get a date and time
158 Attach list
159 Detach list
160 Set list
161 Ccnditiamal attach list
162 Conditional attach console
164 Get list mmber

J-4
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The set/get user code cannot be used to access restricted
user areas that are not specified in your login PASSWD file. j

SÉILQ)
The SYSC!|D.C24D file is a dBASE II command file which allows

execution of a: MC-DCS cottmand from within a <BASE II program.
Store the omar! that you want to execute into a character
variable called CMD. Then give the command DO SYSCMD. If the
conmand that you intend to execute is an 8-bit program, include
the Si coward in the variable string.

For exqle, suppose that you want to execute DSKREM from Ñ.

within was II:

Sl1l!B'lh%' 100!)
nosxsoo

or if you want to PIP a file to another user area and drive:

sima ‘PIP B:£i].e-t&.typ[G3]--A:fiLe1ae.typ[G1]' '10 an
11) Si@

If you want to run an 8-bit program, then include the SW

cotrmand as follows:

d'$%"l0QI)nosvsao

Note: With EASE II releases earlier than 2.4, avoid
ccmnands which return messages to the screen such as DIR. These

messages ta!! to hang up the computer. Version 2.4 or later can

J-5
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execute camamds which send messages to the terminal and can even
execute negras such as WordStar.

The dBASE II listing for SYS(1\D.C1\D is as follows:

PIKE 49408329,14,145,17,196,0,Z)5,5,0,22S,126,35,50,50

PE 49422,193,79,17,51,193,126,35,18,19,13,194,]$,193
EGB 843S,175,18,14,150,17,50,193,205,5,0
EEE 49445,14,146,205,5,0,14,145,1'l,200,0,195,5,0,0,0

E CHI. 'ID 49408

GIL GD

'1hePIPcomaandcannotbeusedtocopyfi1estoorfrom
restricted user areas.

13$.X
This end file will do a system function call to find

the Gate. It will store the date to the EASE II system date and

print the date. It does a calculation to find the day of the week
and displays the day of the week and the date.

mm: In order to store the system date to dBASE II, the
®ASE'. II macro must be defined as an ampersand (s).

Here is the GBA@ II listing fOr cm:rm.c»n):

s@ sm(@(16)-6*nu'(1=u¶u16)/16),2) '10 _em sm(pm:(17) -6*11E(E(17)/16) ,2) '10 dd
S@ SE!R(í(18)-6*DI!(P$(18)/16) ,2) 'IO yy
m' mm 10 ¡a add ayy
smc! mun) 10 month

sima ma» m day
amm mmyy) 'm year
SEE 703926.000 T0 Basenay

SEE year + 1900 1'0 year
swan: nu-(3o.57*mm;h)+mr(365.25*yeu-395.2s)«hy 1o x
I? nnth>2

IF nlrtyear/4)=year/4

S@ X-1 10 X
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ESE’.
3111€ X-2 10 X

BUE'
EDIE‘
slum year - ISI) 'IO year
:mu: (x - auuanay)/7.000 'no interval
SERE interval - m?interval) '10 fraction
:12): I?1'((£ccI:ion* 7.000) + 0.5) '10 Dayna

(ISR =0
sìtm'íy"lbweeinday

Cas?nayllnsl
S'1E'nnhy"10weekday

Czsanayltn-2
mE'1ueshy"mweekday

%Day§=3S&’%esday"10weekday
cm:naymn=4

S'l!m"nnrshy"10weekday
<1€BDay!in=5

S'1E'!riday"rO\veekday
CAS3Dayltn=6

9£E'3zh1r&y"rOwee|«hy

Hll?BASE
?'1’o:hyis'+ueekday+', ' +m!rE()

EJES inusual, fraction, Basenay, weekday, Daymn, X
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$11.0!)
This short comnand file pokes a routine to execute the

function call which returns the time of day. That time is then
peeked and displayed for the user.

Here is the ®A$ II listing for GE'I'I'II«E.CMD:

S@ ' ' m EN
PGE 32,14,]55,17,48,0,195,5,0

El' ÉL E 32

(Eli. ÉSIR i(50)-6*IRl'(&(50)/16) '10

íSIR P?(51)-6*IRr(?(51)/1.6) '10 ION

SEE &(52)-6*INl'(PE(52)/16) '10 SE
? Sm(£R,2)+':"lSR(!IIl1l,2)+' :'-I-5‘lR(£,2)

$&$ EIR,lE!i,$!,HII
Elli
FEREIIID

This short oonmand file will poke a routine which will
detach the list device, enabling other users to print to that
device.

Here is the dBASE II listing for FREEPRN’I‘.CI¢D:

% ' ' TO EN

i
32,14,l59,205,5,0,201

É (HL '10 32
CELL

ímam KN
Ell]!!!

J-8
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QII‘!?'O.X

This comand file effectively allows a user to utilize the
‘QUIT To fn' comnand in dBASE II. The calling convention is as
follows:

SERE 'u?eaí?' 'menú
mqmitto

In the preceding exanple, u is the user area mmber where

youwould like toexecutetheconmand, andd isthedrivenameon
which you would like the oonmand to execute. u and d are upper

case, single alphabetic characters with A=user 0, B=user 1, etc.

For male:
Sl!&'.'.I3iGIE'RR)"l!)QD
IIDQJITIO

Or:

S1'(IlE'.'.i'l'G]IKlD'100I)for16-bitomands
This will quit dB.A$ II and change the user area to user 11

(J), drive C: and then submit the file GIFFm.SUB. You can
return to mass II by invoking dBASE as the last line of the
submit.

.Sl.?E'.'EiTGIE1KE"l!O(1I)

lbïll11B>C:
11C>S|2&?GIE!!ID
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Here is the dBASE II listing for qIITIO.(M):

í
49408,70,4,17,90,193,126,18,35,19,5,194,5,193,62

í
49422,195,33,25,193,50,0,0,34,1,0,201,17,128,0,14

PCKB 49437,26,205,5,0,58,91,193,14,32,205,81,193,58,92,193

an 49452,14,14,205,81,193,58,90,193,33,93,].93,214,2,71

í
49466,17,128,0,126,18,35,19,5,194,61,193,175,18,14

PE 49480.47,205,5,0,14,0,205,5,0,£4,32,200,214,65,9S

$3 49495,195,5,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0

í
£9517,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0

S?'(2I.l.’.IO49408
CELLO!)
w!!

The USER command cannot be used to access restricted user
areas.

¡ïh?
This short coamand file will poke a routine which returns

the user's terminal number. That number is then peeked and

displayed for the user.

Here is the dBASE II listing for VHILCID:

É' ‘ER GF
S@ ' ' 10 III!
HIE 32,14,153,205,5,0,50,48,0,201

í GIL 1D 32

GIL HH
S@ í??) 10 (neon:
? 'Glïå = '+E((1'lEI£,2)

í' ‘ELK (N
mms: ÉBJIHEEK

J-10
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QII-.HG

This routine allows l6-bit dBASE users to make MC-DOS

function calls. It can be used to find the time or your terminal
number, to find or change your printer device, to find or change

your user area, to detach your list device so others cm print
after you finish, to set your priority, and much more.

The no-nos function calls are implanented by storing the
nmnber (in decisnal) of the call to be made to a nmneric variable
called FIICPIQI. A nuneric value must also be stored to a
variable called AIG. This is the argument of the function call
and should be zero for those functions which require no argument.
The DO CALL si! will execute the routine, and the result can
be found beginning in location 48 decimal. The value of the
first byte of the result is stored in a numeric variable called
RIEULT.

The following is the source code for C.ALL.PRG:

SERE ' ' 'D IIIPCXB GSZSWITICII
SIUE RCEEG) '10 P162

smug BIG-(25‘*K2) 10 A161

EXE 6529$,§1,NG2 a
PERE 65289,§,].38,14,17,255,46,].39,22,18
EGB 65ï,B5,?5,22Á,46,163,20,2S5,].95

ï (HL 'N 652%

$1 KH
SERIE P£{§§) TO EEE
mam ?,%.,AK:‘s2
$1“

'mis file mist be in your current directory area, or on user
area 0 of your current logical drive (SET to SYS and RT) status)
for it to be accessible when you run dBASE.

Refer

m 
CP/M

 'S
REFERENKE GJIDE for

further. information.

J-ll

l\4.,_....%4,.,.:........._,.....—.,--u-pp—»v~

\—:«—~,~———v

-

7"

M*

¬4

¬~

4

w"



APPEDIXJ

EEKJE
This comnand is the 16-bit analog to the 8-bit E@m1'.c2-so

routine which releases the printer while in the dBASE program
FREEPRNT.PRG will "poke" a routine to detach the list device
(function 159), thus enabling other users to print to that device
when your ®ASE II program finishes with the printer.

The code is as follows:

E 'HK GI'
9% ' ' TO Eli
PE 65280,46,138,14,].7,255,46
í@ 65&.]39,22,18,255
PIKE 65290,E5,224,46,163,20,255
HIE G5296,195,]59,0,0

% GIL '10 65280

Qt-L 3£' ‘$1! (H
mmm El!
E?i

dBASE programs that continue after printing should include
the comtand:

CAILFREEPRN1‘

in order to free the printer.

.PK'n
This and is the 16-bit version of GEi'DATE.CMD with one

major modification: mmmmac returns the system date and time
with a single M2-DOS function call (function 155).

J-12
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The $3.186 code is listed below:

SEI' ‘ELK l'SÉE ' ' 10 IIIPGE 652&},K.138,14,17,255
EXE 65235,§,139,22,18,255

P? 652%,35,224,46,163,20
PGE 65295,255,195,].S5,22,255

E EL 'ID 65%
GIL I!!!

The ?allawing section computes the time:

amm s-max(ss3n4)-6*nrr(1›m<(6sao4)/16,2› ‘I'D ¡nn
sum sm(rz(653o5)—6*1m.- (1=na<(653o5) /16) ,2) T0 :mi
sun: smtrs(653o6)—6*mr(1=m<(653o6)/15) ,2) 'm aIF $(R1lt.1.1)=' '
sine 'o'+$¢Em.2,1) 'no mm

mm?
IF $(Iml.1.1)=' '
sram 'o'+$amI,2,1) m :m:

mmm
n? $(s¡:,1,1)=' '
mms 'o'+$$,z,1› 'm amm'

To ccqaute the date:

SERE í(?5ll2) + BÑÉKSBOB) '10 ¡MIS
SLK (QB!-13173.®0) /'7 .000 '10 IRIHWAL
SBIE Iïï» - Il?'(IlI.'IEVAL) '10 FRPCIEIQI

E É?iílïli * 7.(X)0) + 0.5) '10 DKYIIM

91GB ' iSat'
'10 EYIWB

SIUIE E?e, 3*mYlIl4 +1,3)) '10 KEY

Kit ìÉ-,FNCIIKN
3% TJEYIKB51K 73 E 11SEUR l ‘IO

EIXJVBII-E $366) .3. (IEYS = 366 JAN). YEAR/4 <> I!Il'(!EAR/4))
IF ìfi?íí?SEE E-$6 'm IESS

BBS

J-13
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s%mus—365mm!s
EDIE‘
Sl???i-IEDYER

?ll!)
IPER/4-I-E!(%/4)
STTIOIEP

53$
SQPTOIEP

XI?

@SB9E(%,2)$ ' l 3 5 7 8 10' JIU. lHYS>31

í í-I-l '10 Q@
Si@ mus-31 m mats

(ESE S?ì?í??ü 6 9 11' JR). m!S>30

9% lil
10 KIM!!

5193 115-3 '10 I135

Qï l&E=2 .ÉL 1mrs>29 AH). IEP
31GB 3 'JD RICE
SEE $35--29 TD IRIS

(ÉíZ .HIL QÍS>É .HD- .@f. IE91% 3 REES

ã m?--28 'IO IEYS

EH58
9% E' 10

nun
mas: :animas:31$ SIINTJ) 'ID IR
SEE sm(1n1m,2) 'IU IKE
SE38 sm(m!s,2) 1.0 MY
IF $(K?:1o1)=' '
L?? '0'+$(lQT,2,1) TO MY

EDIE
IF $(l?‘f:1:1)==' '

STCIE '0‘-P$(mY,2,1) '10 ¡IY

ï MB 'IO i@ am! am
? 'ïbãay is '?m2+' '
?? Eli-i-'/'-IT-EY-!-'/'+m-I-' '
??B'I.R§-':'-H11!!!-':'-l-$3

3% %:@'p?pl3Y
EEE !&,E{,Il1\Y.Kll

J-14
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EEEIIEEIERÉ?l-K@
Elli

Thisrcutinecanbeusedtodatedoctnnentsor records. The
code may be irstructive to readers interested in perpetual
calendars.

S3!l).%'n
SYSCIIBHK3 is a routine which allows 16-bit dBASE users to

execute 149% comnands Eran within dBASE. This lets you execute
conmands like PIP, WS (WordStar), DSKRESEI', or SC (S\1P%rCalc)

frcmdsh?. iixenthecotlmandorprogram isdone, youare
returned to the next line in your dBASE comnand file. You can
maintain progrw control over every aspect of your application,
even if software other than dBASE is required.

The code to create the 16-bit dBASE II program SYSC‘nD.PRG is
listed below:

PCXB 652®,83,177,145,186,196,0,205
EXE 65287,?§,91,138,7,67,46,162,53
PGE 65295,193,]38,ZN),18l,0,191,54
EXE 65N2,}53,138,7,67,l.36,5,71,226
EXE 65310,§,l.§8,5,0,177,150,186

PK 65317,53,193,Zi5,224,177,146

T 653?,§,224,1TI,145,186,200,0
PIKE 653$,R5,224,195,0,0
$3 GIL E 55280

GIL GI)
E1!!!
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x.Aazie£nescript:iono£uc—nos

This appendix gives a brief descriptim of Gifford's I-I1-DOS
and its relationship to Digital Research Inc.'s Concurrent DOS.

This will be of value to those who have worked with Concurrent
DOS and need to know what features are unique to 146-008. A list
of features unique to MC-DOS is provided. Documentatim of these
features is presented in the previous chapters of this manual.
Note that under M2-DOS the DATE, HELP, PRINTER, TYPE, and VEMCDE
coumands have been modified. DR Net, the networking extension of
Concurrent 1138, has been rewritten, so that a menu—driven NET
comnand and a CONFIG.NE'1‘ file integrate most of the user commands

of ER Net. The NEE program can operate in a command. mode with
the names of the Digital Research m Net commands as arguments.

ll!-IIB md cmcurrent ¡IB

Concurrent DOS 3.1 can be viewed as having three parts:
the user interface which processes your commands, the internal
Concurrent DOS system function calls, and the hardware interface.

Under MC—DOS, the basic structure of the operating system

designed by Digital Research Inc. remains unchanged. In systems

equipped with the CcnpuPro MDRIVE/H, MC-DOS can utilize up to
1024K of solid state memory as a cache buffer for the hard disk,
in place of the Concurrent DOS buffer in RAM. All of the system
erhancements by Gifford Cauputer Systems are in areas designed to
be modified, such as the user interface. These enhancesaents do

not interfere with the normal operation of Concurrent IDS.

_
Gifford Computer Systems has modified MC-DOS's

Message Process, and named it the system shell. The shell's main

functions are:

1. Default terminal, printer, user number, and drive assig'm1t
for each account. These are stored in a file that can be modified
to add or delete accounts, or to change their default assignments.

2. Printer and terminal I/0 paraneters. You can change these by
modifying files that are provided with your system, so that no
assembly language I/O programming is needed. This makes your
systm much more flexible and easy to modify.

K-l
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3. User login md password functions. You can prevent
unauthorized users from logging into your system, put
restricticrs on what programs can be executed by users, and

specify the terminals that individuals can use.

Featureslhinogetolc—l.IB

The following list includes features which have been

implemented by Gifford Canter Systems. Included in the list are
only those features of which the user needs to be aware. Features
which are essentially invisible have not been listed. (See also
Chapter 2, Sction 2.4. '1'ne list includes:

SW, (Allow simultaneous processing of 8- and 16-bit
SW86 programs by 8085/88 and 8086 CPUs respectively).

VITYS (A3111 file to configures Virtual Terminals for
ccncurrent processing)

Autaaatic RPM memory test (see Chapter 3)

User customization files and utilities (see Qlwter 3):

DGULSUB rm|e.NEr (DR Net only)
DIMM) NAMENDE .CMD (m Net only)
IGYSQ-D, rïäm103114.99 SYSINIT .BAN
It.x§IN.SUB sYSINI'I'.CMD
Lc!!IJ'I'.SUB SYSINIT.SUB

!aI.L.HLP USERINIT.CMD

33:05.11.» USERINI'I'.SUB

Systau security files and utilities (see Gxapter 3):

Human PAsswoRn.c~:

rnsmay pwAsK.NEr (DR Net only)
msnm TIMELOG.CMD

en@ TIME'.LOG.SUB

amp

o

¬..,¬,_,.._¬.`,¬_
.

7;V>V‘
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Ocmamications utilities (see Chanel: 3)

Ano@ Namym (m Net only)
!?IL.04D NEIPUSERS (DR Net <J1ly)
EDIT) WRITELOSD

Other utilities (see dumber 3)

P???! .GD ’ RESET .04!)
HIFEER.C!D swam(EPMINIT .Om SEHE1‘ .CID (IR Net only)
@4513 .NED (IR Net only) SYNC .GD
CPY .QB 331%@ .(141)

HIELO@ TIME .UD
TYPE .GD

Fa?MAT.C1*D UP'1‘IME.OD

I.U?J'I' VOIDEXID
M§KE.C)D WHLCID

:mmm (DR Net only)

SIO control (Programmable serial ports for interrupt driven
input and output. See Appendix E).

Additional Notes cn H3-I13

Users should note that under MC-DOS several commands

no longer perform as specified by Digital Research. The

following notes describe the more important changes, and sane
supplementary Gifford oonmands.

In M3-DOS the DATE oonmand does not set the systan clock.
See the CLOCK cemuand. DATE still returns the correct time.

A Dãüäm' coumand is built into MC-DOS and also is
supplied as a separate file DSKRESELCMD. This allows you to
have two diskettes on a floppy-based system with no DSIQEEI‘

comand on either diskette.

The HELP ooumand issaaewhat different in its syntax and

structure, and MAIL uses a separate help facility.
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The ma utility can be used to restrict accounts to the
user areas, tawinals, and optional default program assigned in
the PASSED file.

'Ihe PEER command in M3-DOS can take printer nmes, as

well as printer mmbers, as arguments, and can attach the user
to printers at other nodes of a DR Net network. With the "?"
option it diwlays all of the list device numbers and naaes.

The SH program enables Gifford's MC-DOS with 80286/Z80 or
8088/85 dual processors to support programs written for MP/M II,
despite different cpeue calls in Concurrent nos and MP/M II.
The SW86 prcgran enables a1 8086-based Gifford MC-DOS system to
support applicatims programs written for an 8080 or Z80.

The TYPE command in Gifford's MC-DOS can accept wildcards,
list multiple files, change user areas, concatenate files, pause

in its scrolling after an arbitrary number of lines, and access
other DR Net nodes.

'me 1% command prompts the user to select a user number,

rather that displays the current user number. The system prompt
always displays the current user number, even for user area 0.

The VCF@ caremand in DYNAMIC mode allows a background

process to write to the screen, rather than write to a buffer.
The mm option in MC-DOS discards detached screen output.

In KI-BBS, the Concurrent Dos conmand interpreter has been

‘modified to enforce my user area access restrictions of the
login PASSD file, so that conmands like USER, PIP, PRIR1‘, DIR,

or applications program cannot access unauthorized areas.

K!-I13 ¡ñ KAI 8-16

MC—DCS incorporates many external features of MP/M 8-16,
Gifford's eriancment of Digital Research's MP/M—86 multitasking,
multiuser operating system. This similarity in the user
interface is superficial, in that most MC—D(B command files are
not identical to their MP/M 8-16 counterparts. The following
pages identify differences between MC-DOS and MP/M 8-16.

K-4
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MC—1I)S has several features not available in MP/M 8-16.
The most important is swport for networking, since the DRNet
network I/O system (NIOS) and utilities allow MC-DOS systexrs to
be linked by Datapoint‘s AR£1IE.'1‘ hardware. Gifford Ccmputer

Systens has enhanced DR Net to allow networks to be configured
without ass?ly code. The maximum number of workstations in a

m Net network of MC—DOS systems surpasses by more than an order
of magnitude the practical limit on the number of terminals
attached to a single MP/M 8-16 system.

The Bit-DOS operating system allows users to share an 80287

ooprooessor, with a CPU like the Macrotech MI-286 dual processor
(80286/Z80). In applications requiring intensive mmerical
processing, support for this device in a multiuser envirorment '

offers important advantages over MP/M 8-16, which does not allow
a coprocessor to be shared. The same CHSEI' utility of m-nos
that enables use of a coprocessor also allows certain programs
that separate logical code from data to be shared by multiple
users. This feature can conserve RAM, but the operator ?tdetermine by experiment which programs can be shared in this way.

MC-DOS accesses files faster than MP/M 8-l6, through a more

efficient, "bashed" directory search. Unlike MP/M 8-16, which
uses XFCBS for both file passwords and time stamping, MC-DOS uses
XFCBs only for passwords. MC-DOS systems that implement file
passwords and timestamping show much less degradation in speed

than MP/M 8-16 systems that implement these features. Repacking
the hard disk is less important in MC-DOS than in MP/M 8-16.

Apart fran the m Net conmands, several other MC—DOS files
have no counterparts in MP/M 8-16: CHSEI‘, INITDIR, LÍLSUB,
PRINI', SW86, ami UPTIME. The functions of eleven MP/M 8-16

files are performed by K:-DOS files that have different names:

DC-BB El!! 8-16 IC-I13 ¡PM 8-16

BUFE'ER.QD SWAP .CMD SYSINIT .BAN MPMINIT .BAN
CCPMINIT .CID VI' .QB SYSINIT .CMD DEMINIT .OD
DATE .OD ‘IUD .Q4D SYSINIT .SUB NEMINIT .SUB

$3234.00 @‘BYS .CMD SYSTAT .CID .SUB

KIDS .HLP MPM.M[.P VOUJE .050 VD‘U)E .GD
MZIIJS JDX MPM .1®X

K-5
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Various MC-DOS commands, including CLOCK, CCNSOLE, MIL,
PRIMER, TYPE, md PI-‘D, have supplanentary features that are not
in their EPA! 8-16 counterparts.

Versions of the MODE 8-16 teleoonmunications language
written for 9/! 8-16 will not run under MC-DOS. A version of
MCDEM 8-16 is available from Gifford that runs under 111-008, and

that occupies less than half the space in RAM that the MP/M 8-16

version reqaired.

Both ill-IDS and MP/M 8-16 support a 200-character type—ahead

buffer, to accept rapid character input.

Gifford‘s initial release of MC-DOS (version 1.00) did not
include several oomnands from MP/M 8-16:

SCI-IE) .GD SEIUIMP .CMD

SERE@ .OD STAT .CID

 .QID
The EHESSW and SEBUTMP security utilities are not used in

MC—DOS, becaase the MC-ms shell autanatically restores a special
password to the PASSVD or UTMP files if they are copied to the
system drive. Readers who have MP/M 8-l6 will find that SrAT

works in nc-nos, but SIM‘ is an MP/M-86 utility that Digital
Research does not include with a Concurrent DOS license.
Releases of lil-DOS later than 1.00 provide the CHKDNJJED utility
to schedule recurring processes linked to the clock/calendar.

SEIWRP is not in the MC-DOS corrmand set, because neither
disk emulation hardware nor system RAM can be used as a logical
drive in zc—nos. Systems that incorporate up to a megabyte of
semiconductor: disk like CcmpuPrc's MDRIVE/I-I can use it as a
cache buffer in BC-DOS, rather than as a volatile logical drive.
This restricts to 1024K the amount of MDRIVE/H that MC-DOS can

utilize, rather than the limit of 4096K in MP/M 8-16.

In btt-â, the control character "D cannot detach a
foreground process, nor attach a background process, as it can in
MP/M 8-16. In MC-DOS a ^C unconditionally aborts the current
foreground process, while MP/M 8-16 asks the operator to confirm
(Y/N) that a process interrupted by “C should be terminated.

K-6
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The recommended length for RS-232 cables is ‘anything under
fifty feet. This is the maximum length specified by the I@
standard. ,If you must use cables over fifty feet, use twisted
pair, unshielded cables. Belden #9745 cable, 22 gauge has been

usedin runs over 500 feet, although we cannot guarantee that
your devices will operate at such a distance. Shielded cables
cannotbeused for lcngruns. Ifyouneedtomakeyourom
cables, the following connections are what the CanpuPro computer
needs at the back panel. Be sure that line 4 does not have any
connections. If it does, you should clip the wire to this pin
before installing the cable to your couputer. Use of this line
can cause your system to freeze.

Pin Number Connection
Ground

Device to computer

Comuter to device
Leave disconnected
Terminal Input Handshake

Ground s‘ )

UPR. Data terminal ready.
-12V for logic 1

+l2V for logic 0

8~JO$nhvUJlQl-"

The RS-232 ports perform bidirectional hardware hands-haking

for all terminals that interface with the computer. If a
terminal sends characters too fast to the computer, MC-DOS will
signal to that device by lowering the RS-232 pin-six (6). 'mis
tells the transmitting device to stop sending characters to the
compiter. If more characters are sent to the ccrwuter after pin
six (6) is lowered, the computer will send a GIRL S ("S) to the
terminal. when the ccmputer is ready to receive more characters,
pin-6 is raised and becomes clear to send more characters. The
'ITYS and LPRS files allow you to set the computer to monitor DTR

pin-ZO with both terminals and printers in order not to output
characters faster than the terminal or printer can receive them.
Hardware handshaking is not enabled for renote terminals which
communicate with the computer via modem.

L-l



APPBDIXL

In a 1R kt local area network, the network controller
boards nust be linked by 11:62 coaxial cable (93 ohms). Networks
of only two nodes can be directly connected at distances of up to
2,000 feet.

Networks of more than bno nodes must have each node

connected to a repeater. A passive repeater can connect up to
four cables (attathed to a network controller or to an active
repeater) ova distances of q; to 200 feet. An active repeater
can connect q) to eight cables (attached to a network controller
or to another active repeater) over distances of up to 2,000

feet. The total distance separating two nodes of a network
linked by active repeaters can be no more than 20,000 feet. The

total mmber of nodes (single user or multiuser MC-DOS computers)

linked in a single IR Net network can be no greater than 255.

L-2
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ll.&ofI.ogi1n1Devioes,%>1es,R:xm,Users,aadStat:s

Cqy this page and fill in the information pertinent bo your
system. Update the map whenever you make changes, and post copia
of the map at the system console and other strategic locations.

Cormole Sys. Ccnsole Connected

'1TYl Terminal 1 Connected

M-l.
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ll.Tabl.eo£%ecinaJ.1I?:ers

This A?aaadix and the next respectively describe hexadecimal
(base-sixteen) numbers, and the ASCII (American Standard Code for
Informatica Interchange) representation of keyboard characters.

Ordinary numbers are based on powers of ten. When we write
a number like "1985" for the name of a year, we mean the value of
the sum: .

1 times ten to the 3rd power (1,000 x l = 1000),
plus9ti.mestentothe2ndpower (l00x9- 900),
plus 8 times tento the first power (10 x 8 80),
plus 5 times ten to the zeroeth power (l x 5 5).

We do not need to write this as a sum, because the position
of each mineral indicates the power of ten by which it should be

multiplied. The way that we write numbers in daily life (as
opposed, for eìle, to Rauan numerals or bar codes) is called a

"base-ten‘ or "decimal" system of numbers, because it is based

upon powers of ten.

A l6-bit m-DOS machine sometimes represents numbers on a
base of sixteen, rather than ten. In numbers written in base-
sixteen notation, the smallest two—digit number ("l0") represents
the quantity sixteen; the smallest three—digit number ("100")

represents the quantíty sixteen squared; the smallest four-digit
number ("M09") represents sixteen cubed, and so forth. To be

able to wait past nine with single-digit numbers, six new
numerals must be used: A (= decimal ten), B (= decimal eleven),
C, D, E, md F (= decimal fifteen). Numbers in base—sixteen

notation are called hexadecimal numbers, or "hex" for short.

In base-sixteen the hexadecimal number "1985" would repre-
sent the decimal mmber 6,533, or 1 times 16 cubed (4,096), plus
9 times 16 sgiared (256), plus 8 times 16, plus 5 times l. The

quantity 1,985 in decimal notation would be written "7Cl" in hex,
because it is the sun of 7 times 16 squared (= 1,792 decimal)
plus C (twelve) times 16 (= 192 decimal), plus one, or "7Cl" hex.
The next page displays a table of the decimal (base-ten)
equivalents of same hexadecimal (base—sixteen) nunbers.
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H E . 1 H I . 1 ‘I E . 1 H t i J H E . J

l l 10 16 100 256 1000 4096 10000 65536
2 2 20 32 200 512 2000 8192 20000 131072
3 3 30 48 300 768 3000 12288 30000 196608
4 4 40 64 400 1024 4000 16384 40000 262144
5 5 50 80 500 1280 5000 20480 50000 327680
6 6 60 96 600 1536 6000 24576 60000 393216
7 7 70 112 700 1792 7000 28672 70000 458752
8 8 80 128 800 2048 8000 32768 80000 524288
9 9 90 144 900 2304 9000 36864 90000 589824
A 10 A0 160 A00 2560 A000 40960 A0000 655360
B ll B0 176 B00 2816 B000 45056 B0000 720896
C 12 C0 192 C00 3072 C000 49152 C0000 786432

D 13 DO 208 D00 3328 D000 53248 D0000 851968
E 14 E0 224 E00 3584 B000 57344 E0000 917504
F 15 F0 240 E00 3840 F000 61440 F0000 983040

Use the table above to calculate the decimal equivalent of
any hex number of 5 or fewer digits, by adding the decimal value
of each hexadecimal place. For example, FFEF hex equals the sum:

F000 (= 61,440 decimal)
F00 (= 3,840 decimal)

(= 24o decimal)
+ F (= _1s decimal)

me = 65,535 decimal.

Scrae MC-ins coumands and utilities use paragraphs, a mit
equal to l0 hex (= 16 decimal) bytes. To convert a hex nwaber of
paragraphs to bytes, append "O" on the right to multiply by 10 hex.
Thus, SC hex paragraphs equal 5C0 hex bytes (= 1472 decimal). To

convert bytes to paragraphs, divide by 10 hex (by dropping the
last digit). For exarple, 4040 hex bytes = 404 hex paragraphs.

Specific RAM locations in MC-DOS progranming utilities like
[BT86 or SYSIAT are written in the form s:o, for s and o hexa-
decimal numbers of no more than four digits. (Here s is the
seglent of Rm, showing the hex nuniaer of a paragraph, counting
from zero, the beginning RAM address). The value of c is the
offset of the RAM address, the hex number of bytes above the
beginning of s. For example, the RAM address A000:7850 denotes a
RAM location A000 paragraphs + 7850 bytes (= A7850 hex bytes, or
A785 paragraphs) above the beginning address (0000:0000) of RAM.
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0. Aarllkacterset

APP?IX O

'me following is a chart of the ASCII character set as

modified for printing, including Meta characters.

Dec. & Graphic

OI

25.

27.
28.
29

.
30.
31.

EEEHEF$$S55KUSEB%888$§8838828838

ZJ

rgaxaaaqaaaaazsaxaaaaaaadasa

)

0-].

E'=‘W93*§§§§EE§E§§§§§‘-389‘?3‘*35$E§§§EEi§§

Mmmm
(used for padding)
(start of header)
(start of text)
(end of text)
(end of transmission)
(mmhm
(acknowledge)

(hell or alarm)
(backspace)

(horizontal tab)
(line feed)
(vertical tab)
(form feed, new page)

(carriage return)
(shift out)
(shift in)
(data link escape)

(device control 1, XCN)

(device control 2)

(device control 3, XOFF)

(device control 4)

(negative acknowledge)
(synchronous idle)
(end transmission block)
(cancel)
(end of medium)

(substitute)
(escape, alter mode, .SE'.L)

(file separator)
(group separator)
(record separator)
(unit separator)



IÉ.
32.
33.
34.
35.
36.
37.

38.
39.
40.
41.
42.
43.
44.
45.
46.
47.

48.
49.
50.
51.
52.
53.
54.
55.
56.
57.
58.
59.

60.
61.
62.
63.

Hex Graphic

20
21 1

22 "
23 #
24 $
25 %

26 &

27 '
28 (
29 )
¿A a-

B +
ZC

I
23 _
ZE

.
2F /30 0
31 1
32 2
33 3
34 4
35 5
36 6
37 7
38 8
39 9
3A z

3B :
3c <
3]) :-
3E >
3F ?

APPEDIXO

Nae (naming)

space or blank
exclamation mark

double quote
number sign (hash mark)

dollar sign
percent sign
ampersmd sign
single quote (apostrophe)
left parenthesis
right parenthesis
asterisk (star)
plus sign
ootmua
minus sign (hyphen)

period (decimal point, dot)
(right) slash
numeral zero
numeral one
numeral two

nmneral three
numeral four
numeral five
numeral six
numeral seven
numeral eight
numeral nine
colon
semi-colon
less—than sign
equal sign
greater—than sign
question mark



64.
GSI

67.
68.
69.

70.
71.
72.
73.
74.
75.
76.
77.
78.
79.
80.
81.
82.
83.
84.
85.
86.
87.
88.
89.
90.
91.
92.
93.
94.
95.

‘-in':‘x’a'€9%"§$.‘13$$3c‘§'.$£$S$§§:'»5l'=368&B§$o"'6

|

>*-*/---NI<><£<3C20-i(n$UlO"UOZ3t:"NC-|HmQ'1:lt£lUOU3>‘®

APPENDIX.O

Name (Meaning)

at-sign
upper-case
upper—case
upper—case

upper-case
upper-case
upper-case
upper-case
upper—case

upper-case
upper-case
upper-case
uper-case
uper-case
upper-case
upper-case
upper-case
upper~case

upper-case
upper-case
upper-case
upper-case
upper-case
upper-case
upper-case
upper-case
upper-case

letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
letter
,letter
letter

INDIA
JERICHD
KAPPA
LIMA
MERE

NUVEMER
OSCAR

PAPPA
QUBEC
ROMEO

SIERRA
TANGO

UICRN
VICBOR
WHISKEY

XRAY
YAHEE
ZEBRA

left square bracket
left slash (backslah)
right square bracket
up—arrow (caret)
underscore



APPBDIX 0

Dec. Hex Graghic 11 (Heating)

96. 60 ` (single) back quote (grave accent)
97. 61 a lower—case letter alpha
98. 62 b lower-case letter beta
99. e 63 c lower-case letter charlie

100. 64 d lower-case letter delta
101. *S e lower-case letter echo

102. 66 f lower-case letter fouctrot
103. 67 g lower-case letter golf
104. 68 h 1ower—case letter hotel
105. 69 i lower-case letter india
106. GA j lower-case letter jericho
107. 6B k lower-case letter kappa

108. GC l lower-case letter lima
109. 6D m lower-case letter mike

110. GE n lower—case letter november
111. GF o lower-case letter oscar
112. 70 p lower-case letter pappa
113. 71 q lower-case letter quebec

ll4. 72 r lower-case letter romeo
115. 73 s lower-case letter sierra
116. 74 t lower-case letter tango
117. 75 u lower-case letter uníoorn
118. 76 v lower-case letter victor
119. 77 w 1ower—case letter whiskey
120. 78 x lower-case letter xray
121. 79 y lower-case letter yankee
122. 'TA z lower-case letter zebra
123. 7B left brace
124. 7C vertical bar
125. 7D right brace
126. 7E " tilde
127. 7F "? DEL (delete, rub out)
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GEEK
account: A name that can be presented at the login prorqat to
access the system. MC—DOS can require that an encrypted password
be presented with a valid account name before an operator can

accessasystem. AccountnamesarealsousedbytheAP, MAIL,
HISTCRY, TIMEIOG, WH), and WRITE utilities, and by the reminder
file utility.
applicatiaz progrm A progrmn that performs a bisiness
or scientific function such as word processing or structural
analysis. As opposed to a system utility, like PIP, or a
language, like FCRIRAN.

archive attribute: File attribute that indicates whether a file
has bem modified since last being backed up (archived). It is
used with PIP to avoid backing up files needlessly.

AICIET: A networking hardware standard (baseband, token-passing)
developed by Datapoint Corporation.

aglrrt: A synbol that is entered after‘ the progrmn rum in a
conmand line to give the program specific instructions.

ASCII: American Standard Code for Information Interchange. Itis a widely accepted standard for the digital representation of
numbers, letters, and symbols. “ASCII” terminals and printers
can convert data between ASCII format and human readable text.
In contrast, binary or hexadecimal data has meaning only in the
context of the specific hardware or software which uses it.
attritnte: A file flag that can be set (N or OFF to determine how

that file will be treated by the operating system. For example,
an attribute can be set Gi to prevent a file from being modified.

hazhgromd: Processing that occurs without affecting a terminal
screen is said to be in the background. With Virtual Terminal
software, screens other than the current, visible (foreground)
screen are background screens.

backup: A copy of a file or files that are created to insure
against irrecoverable loss of data.
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baud rate: The speed at which serial data is transferred, as with
a modm or m RS-232 device. Usually baud rate divided by 10

equals bytes per second, so that, for example, 19.2 kilobaud
equals &out 1.92 kilobytes per second.

binary data: In the most general sense, any digital represen-
tation of data. Since no formal standard exists to define binary
data, the term is often used to mean non-ASCII data.

bit: The aallest unit of data that a computer can manipulate.
Eight bits make a byte, 1,024 bytes make a kilobyte.

bus: A physical path for electrical signals.

boot: 'the process of loading an operating system into memory,

usually by physically resetting the system. Most systems when
powered up will automatically attempt to read the "boot tracks"
of the system disk into mmnory and then execute that code, which
in turn instructs the computer to read into memory the remainder
of the operating system. By completing this process, the
couputer ‘pulls itself up by its bootstraps."

lnffer: A teuporary data storage area, typically used to
compensate for the couparative slowness of another component.

caste: A type of buffer used to enhance disk performance.

ot@ file: A program file which can be run by typing its file
name (omitting its file type) followed by a carriage return.
l6-bit cgand files have the file type .CMD, and 8-bit conmand files
have the file type .CQL

cormtuute: To combine two or more files into a single file.
Thisca:bedonebythePIPconmandor
otnfi?atiaa: The installation of hardware or sofware so
that it is cmatible with other hardware and software in a
system. Configuration also refers to the specific hardware and

software that make up a system.



cmole: A terminal. This manual will use the word console only
to refer to the system console, that is, the terminal which
Multiuser Concurrent nos first talks to during the boot sequence.

CPD: Central Processing Unit. The microprocessor which runs the
operating system and programs.

3% II: Pm application program by Ashton-Tate designed for
database management.

default: The node, disk drive, user number, password, program,
options, terminal, or list device that will be asszzaed by the
operating system when the user gives a command without specifying
this information.

diagnostics: Programs used to identify system problems.

directory: A listing of files. The directory can be evoked with
the DIR or SDIR comuands. Directory also refers to the area on a

‘disk that tells the operating system where files are stored on
that disk. If this latter type of directory is damaged, the
files to which it refers may be irrecoverably lost.

¡R Het: The networking module of the Multiuser Concurrent DOS

operating system, providing software protocols to link computers.

: Aschemeusedtoencodeinformationsothat it is
unintelligible without the encryption algorithm and "key."

It is analogous to a combination lock for data.

executable code: Code that is machine readable and ready to be

run by the comp.1ter without translation. Source code, by

contrast, is mmm readable and must be omiled or assembled

into executable object code before it can be run by the CPU.

nctuenthd Pile control Block: Part of a directory listing that
allows the optional use of file password protection.



“r-

Brteniad Iqlut/Output Sysha (XICS): The software interface
between the Multiuser Concurrent DOS operating systm and the
speci?c physical hardware which makes up your computer. In a DR

Net network, the Network Input/Output System (NIOS) is the
software that talks to the network controller hardware.

file: A collection of data, characters, or instructions stored on disk.

File Omtrol Block (KB): A structure used by the operating
system to describe attributes of files.

file a1: ‘me name given to a file. Technically, file name

refers to the first part of a file's name and precedes the
optional file type. The file name cannot exceed 8 characters.
In the file WSCMD, the file name is WS.

file type: The optional second part of a file's name, separated
from the file n@ by a period. The file type carmot exceed 3

characters. In the file WS.(M3, the file type is (ID.

floppy diskette: A flexible disk made of mylar that is coated
with xagmetic oxide and encased in square cardboard. It is used

for storing data. Floppy diskettes are inexpensive and highly
portable.

functiaa keys: A special set of preprogranmed or programable
keys on a keyboard. They are typically used to condense multiple
character strings into a single keystroke.

ha??ing: The means by which the flow of data between

peripheral devices is controlled so as to prevent data overrun.
The facility for handshaking must be built in to the devices
being Imed and must be mutually compatible. The most popular
hardware handshake protocol is UPR, and the most popular software
hamdshaire is X01/XGFI-‘.

_

hardimez The physical elements of a computer system, in contrast
to software.

hard disk: A rigid disk that is coated with magnetic oxide and
used for storing data. Generally, hard disks store much more
data ar? operate nuch faster than floppy diskettes.
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hexadeciml notaticn: Notation for the base-16 number system that
uses 16 different characters, 0 through 9 and A through F. This
is a "natural" number system for microcomputers because there is
a one—to-one relationship between the 256 possible ccnvbinations
of U10-digit hexadecimal characters and the 256 possible bytes.

input: Data sent to a program by an I/O (input/output) device
such as a keyboard, disk, or tape drive.

interface: A device or program that allows devices and/or
programs to comnunicate.

I/O: Abbreviation for input/output.

kilobyte: 1024 bytes, oomnonly written as 1K.

local device: A device that is physically attached to your local
network node.

local node: The conputer: to which your terminal is physically
attached, as omosed to "remote nodes" (other computers in a DR

Net network).

logical drive: All or part of a physical drive, represented by a

letter (A: through Pz). Under DR Net, you can arbitrarily assign
a logical drive letter to remote physical drives on the network.

!I:-@: Multiuser Concurrent DOS, Gifford's enhanced version of
Digital Research's Concurrent nos operating systan.

lC-IIB prcqt: See "sysba proqrt."

negwyte: 1024 kilobytes.

mia: A device that allows comuunication over phone lines
between two couputers or between a computer and a terminal.

mltiwer system: A oowputer that allows or more physical
terminals to be u@ simultaneously for running programs.



nn1ti%king: synonymous with concurrent. The ability to run two

or more progras simultaneously from a single physical terminal,
as in Multiuser Concurrent DOS with Virtual Terminals software.

network: A collection of single-user and/or multiuser computers
so integrated as to permit the sharing of I/O devices such as

logical drives, tape drives, plotters, printers, and spooler
systems.

node: A single-user or multiuser computer attached to a network.
A node can Emotion as a self-sufficient computer, when not
attached to tm network. ~

object code: Machine readable code that can be executed by the
CPU. See eaewt?sle code.

operating system: Software such as Multiuser Concurrent DOS that
provides a cannon, productive enviromtent for application
prograns, utility software, languages, and I/O devices.

option: A value supplied by a user usually fran a list of special
syxmols, that specifies what a command should do.

outpitz mta produced by a program and sent to an I/O device such

as a terminal, printer, plotter, disk, or tape drive.

password: A string of synbols used to maintain security, serving as a
kind of softmre padlock. Passwords can be put on nodes, files,
and accounts to restrict unauthorized users from accessing
sensitive data.

peripheral device: Inpit/Output hardware such as a terminal, disk
drive, tape drive, printer, plotter, etc., as opposed to the CPU

or RAM nuory which are part of the main computer system.

progra: Software that contains instructions for the CPU to
execute.

queue: A data structure used by Multiuser Concurrent DOS to allow
processes to ccmmmicate in an order ly manner with the operating
systw and with one another.



mu: Random Access Memory. A program must be loaded into RAM

before it can be executed by the CPU. The ezqaression ‘random

access" refers to the fact that any randomly selected RAM address
takesexactlythesaneanountof time for thecwtoaccessas
any other RAM address, unlike disk or tape records which require
variable amounts of mechanical motion to access. The implication
is that RAM is extremely fast since it has no mechanical
constraints. RAM also implies read—write memory, as opposed to
Rm! (read-only) memory.

read—ax1y: Able to be read but not modified.

real-unite: Able to be read and/or modified.

record: In terms of a disk file, a ].28—byte segment of data.

Requester Omfiguratiax Table (K315: These tables specify which
virtual terminals are currently mapped over the network.

source code: Human readable code that must be cotwiled or
assamled into executable object code before it can be run by the
CPU.

remote device: A device that is not physically attached to your
local network node; for example, a logical drive on another node.

requester: A network node that can receive files or other
network services from another node.

Resident Systw Process (RSP): Programs that are incorporated in
the operating system so as to be permanently resident in memory.

resource map: The current configuration of a termina1's network
resources such as disk drives and printers. The resource map can
be easily changed or "remapped." Each virtual terminal screen
has an independent resource map.

secta: A section of a disk track. Sector size is determined by

the software that is used to format the disk. Typical sector
sizes range from 128 bytes to 2 kilobytes.

serva: A network node that can send files to another node.
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soft-axe: Programs or data. Anything that can be stored on a

disk, ontape, or inRAMorRDMmemory. This isasopposedto
hardware, which includes the physical devices that actual ly store
and rmzipalate software.

spooler: A system of programs that buffers output intended for a

printer so that in case the printer is busy, the output data is
stored automatically in a temporary disk file until the printer
beca@ free. This allows the terminal to go on to other tasks
while waiting for a printer to become free.

striw: A sequence of ASCII characters.

Supercalc 86: An application program by SORCIM for creating and

maintaining electronic spread sheets.

synta: The formal order or grama: of a computer oomand.

systas c&o1e: The terminal to which Multiuser Concurrent DOS

signs on during the initial boot sequence.

syshm ía:
The person responsible for seeing that a computer

installation is used efficiently.

systa progra: A utility program such as DIR or PIP that is of
general ¡se regardless of the specific application for which the
computer is being used. This is as opposed to an application
program such as an accounting package.

system 9:11;: A three-character string displayed by Multiuser
Concurrent DOS to indicate that the operating system is waiting
for you to type a oonmand. The system prompt characters consist
of the axrrent user nunber, the current logical drive, and the
"greater than" (>) character.

Terliml Hesage Processor: The part of Concurrent Multiuser DOS

that controls the user interface. Gifford's revised Terminal
Message Processor, or TMP, is called the "shell."

text editor: Any application program designed to help in the
creaticn or modification of ASCII, human readable text, or source
files.



tine stg: A feature of a file's directory listing that can
keep track of when that file was created, last accessed,

or last modified. The SEI' and INITDIR commands control time and

datestamping in M2-DOS.

track: On a floppy diskette or a hard disk, concentric magnetic
rings that can contain data, programs, directory information, or
the operating system.

uplard c@tible: A highly desirable feature that allows new
software or hardware to acconmodate products designed to run with
older versions of that same software or hardware.

upgrade: Hardware or software additions or enhancements to
increase or improve the capabilities of a1 existing systaa.

user area: Any of sixteen logical attributes of files on logical
drives, whose value must be a whole number from 0 to 15. In
MC-DOS, the basis of file security is that acccounts can be

restricted in their access to user areas.
’ virtual terminal: A feature of MC—DOS that allows l@ to four

programs bo share the screen and keyboard of a properly equipped
serial terminal. ›

wildcard characters: The ? and * characters that can be used to
substitute for literal characters when specifying file names. The

? stands for any one or fewer characters, and the * stands for any

string of characters.

Wordsta: An application program by MicroPro International
designed for word processing, an alternative to the E text
editor.

write-protect: A file attribute that prevents a file from being
modified, but allows it to be read or copied without presenting a
password.

See Extenhd File Omtrol Block.

Seeñtàthtllqltt/Dltpltsystml.
ãä
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Please lbte: my reference to other manuals in the text of this
manual does not denote that the referenced manual has been

included with your Gifford MC—DOS system. If you wish to
purchase the referenced manual, please call our Sales mpartment.

ARCSIOO USER'S GUIDE. Standard Microsystems Corporation, 1983.

BITS, BTIES & BUZZWORDS. Mark Garetz. 0o1rpuPro, a Division of
Godbout Electronics, 1983.

COl*CURRENT @114 WERATIN; SYSTEM P1mRAMMER'S REFEREDCE GUIDE.

Digital Research Inc., 1984. (While this publication does

not come with your system, it can be purchased from Gifford.

COMZURRDH‘ @/K WERATIIG SYSIEM USER'S GUIDE. Digital Research

Inc. ,
1984.

®I‘CURREN'I' CPL!! OPERATIMS SYSTEM USER'S GUIDE SUPPLEDEiT FOR THE
PRINT SPCXDLER SYSTEM. Digital Research Inc., 1984.

CONTROL m? B©?EEDMW MDmI MANUAL. Control Data Corporation, 1981.

CP/M-86 CPERATIK3 SYSTE4 USER'S GUIDE. Digital Research Inc.,
1981.

CUSIOMIZIM; YGIR MULTIUSER CIJBCURRENT DOS SYSTEM. Revision 4.0.

Gifford Cowuter Systems, a Division of Zìtel Corporation,
1984.

DISK _2_

 .
MAIIIAL. OonpuPro: a Division of Godbout

Electronics, 1982.

p§ _N§'I'_ ICS IIFHJAL, Ievision 3.0. Gifford Oorrputer Systems, a
Division of Zitel Corporation, 1984.

GCS-8O USER'S DENIAL, Revision 2.0. Gifford Conputer Systems, a
Division of Zitel Corporation, 1984.

REFEREMIE-l
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LANS100 USER'S GUIDE, Revision 1. Intercontinental Micro System
Corporation, 1984.

MULTIUSER £I3URRENT IDS USER'S MANUAL, mvision L50. Gifford
Computer System, a Division of Zitel Corporation, 1984.

TIP (PERA'IOR'S GUIDE, Version 4.x. Alloy Oorrputer Products, a
Division of Alloy mgineering Company, Inc., 1981.

VIRIUAL TERMIRAIS USER'S MANUAL, Revision 6.0. Gifford Oouputer
Systems, a Division of Zitel Corporation, 1984.

WORDSTAR II\B'mLLAT'.[0N MANUAL, Version 3.0. MicroPro
International, 1981.
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(ccmnand options), 1.8-1, 2.5-AP-2, 2.5-CPY-2, 2.5-DDT86-2,

.2.5-ED—2, 2.5—tBi1%-2, 2.5—WED-1. 3.2-7, J-9
Ai (Archive attrilxrte): 2.5-PIP-4, 2.5-SDIR-1. 2.5-SE1‘-4, 3.8-7
ABORT, 2.4-2, 2.5—1a®'-1, 2.5-MPMSTAT-1, 2.5-'rrrs—3, 2.5-vm-1
Abort, 1.7-4, 2.3-2, H-3
MIZESS, 2.5-%-4, 2.5-snow-2, 3.8-3
Access to:

network resources, 2.5-IE1‘-1, 2.6-5, 3.3-21, 3.4-11
password protected files, 2.5-SET-3. 2.6-3, 3.4-3, 3.4-7, 3.8-11
restricted DR Net nodes, 2.7-7, 3.3-22, 3.4—12

ratricted user areas, 2.5-PASSWD-2, 2.6-4, 2.7-4, 3.3-15, 3.4-10, J—9

system, 2.5—PB$m-1, 2.6-2, 2.7-2, 3.3-12, 3.4-1, 3.4-9, 3.10-2
terminals and modems, 2.5-PASSND-2, 2.6-1, 2.7-2, 3.3—16, 3.4-1

r user areas, 2.5-PASSWD-2, 2.7-4, 3.3-11, 3.4-1, 3.4-16, J-9, K-2
Account name, 1.7-1, 3.3-14

login, 2.5-AP-1, 2.5-HISTORY-1, 2.5-MAIL—1, 2.5—name.REM-1,

2.5-NEI-4, 2.5-HEIUSERS-1, 2.5—NEWUSER-1, 2.5-PASSWD—1,

2.5-PASSWOE-1, 2.5-PRINTER-3, 2.5-TIMELOG.CMD-1, 2.5-TYPE-3,

2.5-U‘1MP-1, 2.5-VHO-1, 2.5-WRITE-1, 2.5-WTMP-1, 2.6-1, 3.3-12,

r 3.4-l, 3.4-9, 3.6-1, 3.7-1, K-2
"system," 1.6-5, 1.7-1, 2.5-1-‘IXPASS-1, 2.5-NEWUSER-1, 3.3-15, 3.10-3

ADD, 2.$ 1Address, 2.5-mesa, 2. 4, 3.9-1, H-2, N-2

Air circulation, 1.2-1
ALL, 2.5-SDIR-3, 2.5—HELP-2, 2.5-MAIL—2, 2.5-NE.'I‘-4, 2.5-WRTIE-1

y Ccmputer Products tape controller, A-2, G-1

phabetic order, 2.5-FIXPASS-1, 2.5-SDIR-1. 2.5-WHO-3, 2.5-WK)-7
r ETICALLY, 2.5-NEI*-4

i , 2.4-2, 2.5-If-1, 3.3-14
Applications program, 1.7-6, 2.2-1, 2.3-1, 2.5—SE'I'-l, 3.3-17, 4.3-1
Appointment calendar, 2.5—AP-1, 3.2-5
Archival backup, 2.5-PIP-4, 2.5-SET-4, 2.7-8, 3.8-5, 3.8-7
Archival diskettes, 3.4-10, 3.8-5, 3.8-11, 3.10-1
ARCHIVE, 2.5-m-3, 3.8-7, 3.8-10
AKZNEI', 3.4-ll, A-2, K-5

100, C-15
(=Archiw_- attribute set (N), 2.5-PIP-4, 2.5-SDIR-1, 2.5-SET-4

II, 2.4-4, 2.5-KEYS-1, 2.5—SPO0L-1, 2.5-TYPE-l, 2.5-VTIYS-1,

V
3.3-7, 3.3-10, 3.3-14, F-2, K-2, 0-1

Arithmetic coprocessor (8087 or 80287), 2.561, K-5
ASM86, 2.4-1, 2.5-$86-1, 2.5-GEN14D-1, 2.5-SUBMIT-4
Assembly code, 2.2-2, 2.5-AS486-1, 2.5-mT86—2, E-4, J-4, K-5
Asterisk (*) syvbol, 1.7-6, 2.4-2, 2.5-GENCCPM-6, 2.5-PIP-8, 2.5-WED-1

At (@) symbol, 2.5-2, 2.5-NEIUSERS-1, 2.5-PASSWORD-3, 2.5-PRIN'1ER-2,
2.5—'IYPE-3, 2.5-UPTIME-1, 2.5-WHO—3, 2.5-WRITE-1, F-2

ATrpcH. 2.4-2, 2.5¬n¦r?m-1
Attaching progrmas, 1.7-8, 2.5—A'ITACH-1, 2.5-PIP-9, 2.5-VTIYS-1, 3.3-7
A'1'I'RIBUT.E:, 2.5-$15‘.-2
Attributes, 2.5-GEE:-1, 2.5-PIP-5, 2.5-Rm-1, 2.5-SDIR-2, 2.5—sm--1,

r 3.4-5, 3.8-1
-tomatic baud rate detectim, 2.5--Hrs-1, 3.3-S

onatic Logout, 2.5-PASS!)-2, 3.2-4, 3.3-17
tic RAM test, 2.5-GEISYS-4, 3.2-3, 3.9-1, K-2
, 2.4-2. 2.5-HJ'1!I>‘1'-1, 2.5-LOGCIJT-1, 3.2-2, 3.3-27, K-2
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B, 2.5-AP-2, 2.5-EDT86-2, 2.5—ED—2, 2.5-N?0USER—l, 3.3-18, J-9
Background processes, 1.7-8, 2.5-HITAQ-I-1, 2.5-CI-$1‘-2, 2.5-SYSPAT-2,

2.5-V0-KDE-1, 3.3-7,
Backing Up, 1.6-3, 3.1-2, 3.8-6

diskettes, 1.6-10, 3.8-5
files, 2.5-PIP-1, 3.1-3, 3.8-4
hard disks, 2.5-CPY—1, 3.8-5, 3.8-8
password protected files, 2.5-PIP-8, 3.4-6, 3.8-11

BACKSPPCE key, 2.3-3
Backups, 3.8-5, 3.8-7, 3.8-8
BAK (file extension), 2.5—ED-1, 3.1-3, 3.8-2
Banner file, 2.5-S!3Il!I'1'.Bm-1, 3.2-3, 3.3-25
Baud rate, of printer, 2.5-IHG-1, 3.3-2, E-2. F-1
Baud rate, of terminal, 2.5-TTYS-1, 3.3-5, C-7, C-8, E-2
EDS (basic disk operating system), 3.4-4, E-1, I-4
Bidirectional hardware handshake, C-11, F-1, L-1
BIOS (basic input/output system), E-1
Board arrangment, B-1

Booting, 1.6-3, 2.5-AIIIDSP-1, 3.2-1, 3.3-24, 3.10—3, 4.1-2
Bootstrapping, 1.6-3
Bracket (II ]) symols, 2.5-2, 2.5-SYSPAT-3
EIFFER, 2.4-2, 2.5-EJFFBE-1, 3.2-2, K-1
Buffer, 1.7-7, 2.5-ED-1, 2.5-PRINT-2
HJFFERED, 2.5-\D?)E-2
Bug report, vi, 4.3-3
Byte, N-2

‘C, 1.7-4, 2.3-2, 2.5—AP-6, 2.5-133-2, 2.5-DDT86—2, 2.5-syssm-2. I-I-3

c (0Ptions), 2.5-AP—1, 2.5—m>-2, 2.5-MAIL-1, 2.5-NEWUSER-1, 2.5-PIP-5,
2.5-PRINT-2, 2.5—SY$&I-2, 2.5-SYSI‘AT-1, 3.3-10

c (continuous display) 2.5-CL£XK—l, 2.5—DA'I‘E-1, 2.5-SYSTAT-1

Cables, 1.1-1, 1.4-2, 3.1-2, 4.1-2, L-l
Cache buffer of the hard disk, 1.8-1, 2.3-1, 2.4-6, 2.5-HJFFER-1,

2.5-EB!-5, 2.5—smc-1, 3.2-2, 3.10-3, C-15, K-6
CAI.L.CM3, J—2

Caret (") symbol, v, 2.3-2, 2.5-KEYS-3, 2.5-VI‘950.KEf-1, 3.3-8
CXJEMINIT, 2.4-2, 2. 1, 2.5-VTIYS-1. 3.2-2, 3.3-7
GIPPLSYS, 2.5-GIPH-1, 2.5-GENCCPM-8, 2.5-SYSGEN-3, 3.2-2, I-1
Cl? Cartridge Module Drive (9448 Haoexix), 1.3-2, 1.6-6, 2.5-CPY-1
Changing:

appointments, 2.5-AP—4

attributes of files, 2.5-CHE’?-1, 2.5-SDIR-1, 2.5-SET-1

diskettes: 1.7-41 2o5'D ‘1:logical drives. 1.7-2, 3.8»-10, J-3
login passwords, 2.5-NEWUSER-1, 2.5-PASSIORD-1, 2.7-8, 3.3-8, 3.4-10
LPRS file. LS-Råb-L 3.2-1, 3.3-4
network configuration, 2.5-CCNFIGNE1‘-1, 2.5-NEI‘-1, 2.5-NEPEI‘-1, 3.3-24
network node names, 2. 1, 2.5-NAMSVR.DAT-l

operating system parameters, 2.5-GENCCPM-3, 2.5-GBICCPM-8, 3.3-11
PASSVID file, 2. 1, 2.5-PASSVORD-1, 3.3-7, 3.4-2, 3.10-2
printers, 2.5-NEI‘-2, 2.5-PRIDE-1, 2.5—'IYPE-4, K-3
RSP list, 2.5-GINCIIH4-7
'ITYS file, 2.5-%-1, 3.2-1, 3.3-7
user areas, 1.7-3, 2.5-USER-1, 2.7-6, 3.3-15, 3.4-10, 3.8-10, J-4, K-3
virttal terminals, 1.7-8, 2.5-V'IGCS80.KE.Y-1, 3.3-8, 3.3—1l
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, 2.4-2. 2.5-if-1, 2.5-SPGDL-5, 2.5-VCMODE-3, K-5

, 2.5—lEI'-1, D-6, D-8

, 2.4-2, 2.5-G?i-1, 2.5-DATE—1, K-3
L£IIK.RSP, 2.5-GTE!-7
ock/calendar, 2.4-2, 2.5-CUXIC-1, 2.5-121113-1, 3.6-1, C-3, J-3, K-6

:axial cables, 1.1-3, A-2, L-1
Dlon (:) symbol, 1.7-2, 2.5-1, 2.5—AP-1, 2.5-DDT86-1, 3.3-1, 3.3-10, D—3

:umand (=progran) file, 1.7-3, 2.5—AmRT-1, 2.5-HJFEER-1, 2.5—(I-ISET-1,

2.5—SET-2, 2.5—$1B31IT-1, 2.5-SW-1, 2.5-S1186-1, 3.3-21
Cbnmand interpreter, 2.7-4, 3.4-10, K-3
Cbmmand line, 1.7-4, 2.3-3, 2.5-1, 2.5-SJBMIT-1, 2.5-SN-1, 3.6-1
Cbmnents, 2.5-SIEIIT-3, 3.3-2, 3.3-5, 3.3-9, 3.3-22, 3.3-25, 3.8-3
Obama user areas, 2.7-4, 3.4-9
ObmpuPro, ii, 1.1-1, A-1, B-2, C-1. C-7

dtmputer enclosure, 1.1-1, 1.2-1, 3.10-1, 4.1-1, B-1
GIN, 2.5-PIP-7, 2.5-VE~D—1

Oancurrent CP/M-%, 2.2-2
Gtncurrent IDS (3.1), 2.2-1, 2.6-4, 2.7-1, 2.7-6, K-1
CDNFIG, 3.3-14
CENFIG.NEI‘, 2.4-2, 2.5-CONFIG.NE.'I‘-1, 2.5-SEINE1‘-1, 2.6-5, 3.3-24, 3.4-12
donnections, 1.4-1, 3.1-2, 4.1-3
OEINET, 2.5-'1YPB-3

OlN$LE, 2.4-2, 2. 1. 3.3-10
Gtnsole (system), 1.1-2, 1.2-1, 1.8-1, 2.3-1, 2.5-IIMN—l, 3.2-2,

3.3-4, 3.3-24, 3.9-1, 3.10—3, 4.1-3, A-1, C-7, C-8, I-4
cbNmoL key, v, 2.3-1, 3.3—1o

Control characters, V, 2.3-1, 2.5—ED-2, 3.3-8, 3.3-10, 3.3-14
COPIES, 2.5-SRDL-2
C

C

QQQQQQQ

Ioprocessor (Intel 8087 or 80287 NPX), 2.5-CHSBT-1, K-5
DPY (in CP/M 2.2), 1.6-11, 3.8-5

Oopying files, 1.6-3, 1.6-10, 2.5-CPY-1, 2.5-PIP-1, 3.8-5
Qover letter, 1.3-1

/M 2.2. 1.6-12, 2.2-2. 2.5-33-1. H-6
P/M—86, 2.2-2, 2.5-PASSVD-2, 2.5-FORMAT-1, D-1

¢HJ (central processing wxìt), 1.1-1, 2.5—l]DT86—1, A-1, B-1
80286/Z80 dual processor, 2.5-9!-1, 2.5-TIME:—1, A-1, C-2, C-3, C-8, K-5
8085/88 dual processor, 2.4-6, 2.5-SI-1, A-1, C-1, C-8, E-2, G-2, K-2
8086/87, 2.4-6, 2.5-sass-1, 2.5-TIME-1, A-1, c-1, C-8

¢PY, 1.6-11, 2.4-2, 2.54:apa. 3.8-5, 4.3-1
GREIATE. 2.5—SE.T-4, 2.5-SHIN-2
current files, 2.7-3, 3.8-2
¢ustomer service, 2.3-1, 3.1-2, 3.9-1, 4.3-1

[C-3%, 3.2-7: 3.3-11
applications programs, 3.1-2, H-1

V customization files, 2.4-9, 3.2-7, 3.3-1, 3.3-28, K-2
default program, 2.5-NEHUSER-1, 2.5-PASSND-2, 3.3-17, 3.4-1
HELP files, 2.5-HELP-1. 2.5-I-IELPNDX-1, 3.7-1
message files, 2.5-:i.REM-1, 3.2-2, 3.3-25
network oonfigm‘ation. 2.5-CONFIG.NET-1, 2.6-5, 3.2-4, 3.3-25, 3.4-12
programmable keys, 2.5-KEYS-1, 3.1-1
system security, 2.S—N1EWUSER-1, 2.6-1, 3.3-12, 3.4-12
system shutdom, 1.8-1, 2.5—l1J?N.SUB-1, 2.5-DIN-1, 3.2-6, 3.3-27, 3.8-5
system startqa, 1.6-1, 2.5—SYSINIT.SUB—1, 3.2-1, 3.3-17
user startlm, 1.6-5, 2.5-1.0‘-5IN.aIB-1, 2.5-USERINIT.SJB-1, 3.2-3, 3.3—28

f Virtual merninals, 2.5-V'I'1‘YS—l, 3.3-7, 3.3-ll
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D, 2.5-AP-2, 2.5-CLQ3K—1, 2.5-CPY-1, 2.5-l]7I‘86-2, 2.5-ED-2, 2.5-KEYS-2,

2.5-mun-5, 2.5-NEWUSER-1, 2.5-PIP-5, 2.5-mD—6, 3.3—1O

Data bits. 3.3-2, 3.3-5, E-2
mta encryptiau, 2.7-5, G—l
DATE, 2.4-1, 2.5-DPm5-1, 2.5-SEI'-4, K-l
Day-File, 2.5-GENCCPM-3
dBASE II, 1.7-7, 2.5-TIME[mv.<14D-1, 2.5-T'.B4E\'.OG.SUB-1, J-1, J-7
lDI'86, 2.4-1, 2.5-l]71'86—1, 2.5—SYSTA'I'-4, 2.6-4, 3.4-10. H-2. N-2
DEAD4AIL. 2.5-MAIL-7
DEM-XULT. 2.5-SET-4 ~

Default:
applicatias program, 3.3-10, 3.3-17, 3.4-10
banner, 2.5-SYSINIT.BAN-1, 3.2-2
baud rate, 3.3-1, 3.3-4
directory area, 2.5-PASSD-1, 3.3-9
drive, 1.7-2, 2.5-PASSWD-1, 3.3-9, 3.3—13. 3.8-3
file name, 2.5—MAIL-7, 2.5-1ane._NE1‘-1
mode of protection, 2.5-SE1‘-3, 3.4-7
node mmber, 2.5-$'IG.nm'|-1. 2.5-SEINEI‘-1. 3.3-25
node password, 2.5-(INFIG.h'm'-1, 3.3-25
password of a terminal. 2.5-AP-11, 2.5—$1‘|-4, 3.4-3, 3.4-8
printer. 2.5-ram!)-1, 3.3-9, 3.3-12
program, 2.5—P&§D-2. 2.6-2, 2.7-6, 3.3-10, 3.3-12, 3.4-10
transient program area size, 2.5-GENGIH4-3, LDL A-l
user area, 1.7-2, 3.2-4, 3.3-12, 3.4-1, 3.8-3

DELE.'I'E (options), 2.5—mw2sam-3, 2.5—mr—3. 2.5-s1=ooL-4. 3.4-8
Delete-protect password, 2.5-$1‘-3, 2.6-4, 2.7-3, 3.4-7, 3.4-12
Deleting files, 2.5-ERA-1, 2.5-mPO—1, 2.7-4, 3.1-3, 3.3-27, 3.4-8. 3.8-2
Detached processes, 1.7-8, 2.5-ATBAC1-I-1, 2.5-GiSEI'-2, 2.5-PIP—9, 2.5-V0113-1,

2.5—WI-13-5, 3.3-7. 3.3-11, J-4, K-5
Device mapping, 2.5-oouFIG.uEr-1, 2.5-NE'.r-1. 3.3—25

Diagnostic diskette, 2.2-2, D-1, I-1
Digital Research Inc., ii, 2.2-1, 2.7-4, 3.l0—l, K-1
DIR, 2.4-2, 2.5-DIR-1, 3.3-15. 3.8-5
DIR (attribute). 2.5-DIR-1. 2.5—HE‘.LP-3. 2.5—SDIR-2. 2.5—sm'-2. 3.8-3
Directory area, 1.7-2, 2.7-4, 3.3-12, 3.4-11
DIS%iEC'I', 2.5-NET-2
Disk 1, 2.5-FOR-SM‘-2, B-2, C-3, C-7, G-1

Disk 1A, 2.5-FORMAT-2, B-2, C-8

Disk 2 switches, C-9, D-2, G-l
Disk 3 switches, C-l0, G-1

Disk emulation hardware, 2.3-l, LS-Hl?ì?ì-l, 3.2-1, B-1, C-15, K-1
Diskettes:

diagnostic, 2.3-1, D-1, I-1
directories, 2.5-DIR-2, 2.5-SDIR-1, 3.8-5
system master, 1.6-3, 2.5-GENCCPM-1, 2.6-2, 3.10-2

DISPLPX, 2.5 1, 2.5-NET-1

Distribution diskette, 1.6-3, I-1
Dollar ($) sign, 2.5—SUB4IT-3

DGVN, 1.8-1, 2.4-2, 2.5-11111-1, 3.2-6
DOWN.aIB, 2.4-2, 2.5-naansun-1, 3.2-7, 3.3-28
DRIVE, 2.5~SDIR-2, 2.5-ä-DN-l, D-5

Drive designation. 1.6-6, 1.7-3, D-12

Drive label, 2.5%-4, 2.5-S-DW-1, 2.6-2, 3.4-5, 3.4-12. 3.8-2, 3.9-1
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Net, iii, 1.1-3, 1.7-9, 2.2-1, 2.4-1, 2.5—AP-11, 2.5—CONFIG.NET-1,

2.5-MAIL—8. 2. -1, 2.5—NAMSRV.DAT-1, 2.5-ma-1-1. 2.5—NE.'IrDTD-1,

$2.5-Nnmsms-1, 2.5-PRINTER-2. 2.5-s1a:11~11=:r—1. 2.5-TYPE-3, 2.5-UPTIME-1:
32.5-wH3—2, 2.5—tmm—1, 2.6-1, 2.6-5, 2.7-7, 3.2-2, 3.3-21, 3.4-11, K-1

Dlmzsm', 1.7-4, 2.4-2, 2.5—$I‘—1, 2.5-nsxamr-1, 3.3-7, K-3

x. 2.5—mn-5. 1-2
(data terminal ready handshake», 3.3-2, 3.3-5, 3.3-9, E—3, F-1, L-1

um, 2.4-2, 2.5-nu-1, 3.2-6, 3.3—28
Dmmlc. 2.5-vums-3

“E, 2.3-3
"E, 2.5-MAIL—3
m, 1.6-8. 2.5-AP-2. 2.5-DDT86—2, 2.5-ED-2. 2.5—FORMAT-2, 2.5-was-1,

i
2.5-NENIJSER-1, 2.5-PIP-5, 2.5-SYSTAT-1, 2.5-TTYS—1, 3.3-10
, 2.4-1, 2.5-m-1, 2.7-3, 3.3-7, 3.5-3, 3.7-1

'ect button, 1.6-1
rypted login passwords, 2.5-1-"D(PASS—1, 2.5-NEWUSER-1, 2.6-2,

2.7-2, 3.3-12, 3.3-19, 3.4-1, 3.10-2
Ryxcryption of files, 2.7-5, 3.4-2, G-1
nor (end of file). 2.5-PIP—10

Equal (=) sign. 2.5-cnsm-1, 2.5-PIP—1, 2.5-REN—l, 2.5-sum-1, 2.5-ssr-1, 3.3-24
ERA, 2.4-2, 2.5-at-1, 3.4-7
ERAQ, 2.4-2. 2.5-&1, 3.3-7
Exclamation point (l), 2.5-WI-10-14

E, 2.5-sum-2
ion, 1.1-1, 3.3-11, 3.10-1, G-1

K
ended file cmtrol blocks (XECBs), 2.5-ERA-1, 2.5-ERAQ-1,

2.5-PIP-8, 2.5—s)IR-1, 2.5-sn-1'-4, 2.5-srm-1, 3.4-5, K-5
Extended input/output system (XIOS), 2.5-<;ENoc1=.v1-4. 3.3-11, E-5, 1-3

F, 1.6-8, 2.5-AP-2, 2.5—lZDT86-2, 2.5—ED—2, 2.5-MAIL-S, 2.5-PIP-5
Fans, 1.6-2, 4.1-1
E. 2.5—SDIR-2

'le maintenance, 3.4-1
'le name, 1.7-4, 3.1-3 .

'le passwords, 2.5-PIP-8, 2.5—$P-4, 2.6-4, 2.7-3, 3.4-7, 3.9-1
'le type (=extssion), 1.7-4, 2.5-2. 2.5—S?-1, 3.1-3, I-1

FDCPASS,

Lil,
3.10-2

Floppy disk drives:
buffer, 2.5-G??f?d-6
connecting. 1.4-3, 4.1-2
controller, B-2, C-3, C-7, C-8
description, 1.1-1
precautions in moving, 1.3-1, 4.3-2
unpacking. 1.3-1. 1.6-1

diskettes:
changing, 1.7-5,

 1,
3.8-11

description, 1.5-1

L
formatting, 1.6-7, 2.5-FORMA'.I'—1

2 handling, 1.5-1, 2.7-8. 3.4-9, 3.10-2
labeling, 1.5-1, 1.6-11, 3.10-4
loading, 1.6-4
password-protected, 3.4-10, 3.9-1

FLIJSH. 2.5-vows»-3
D-5
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Foreground process, 2.5-VO4JDE—3, 2.5—WI-IO-5, 3.3-11
PDHIHI‘, 1.6-7, 2.4-2, 2.5-@911’-1, 2.5-SPCOL-1

Formatting hard disks, 1.4-3, D-1
FORMSIZE; 2.5-SPCDL-l

Freedom 200 terminals, 1.7-7, 2.5—l<I':'.YS—1, 2.5-TV950-1, 3.3-8

 .OD, J-7
FUIL. 2.5-SDIR—2

Fl, F2, F3, F4 (tner-defined attributes), 2.5—S)]:R-2, 2.5-£'-3
G ("go to user area :1"). 2.5-DIR-1, 2.5—PIP-5. 2.5—PRINT-1
G (options) 2.5-AP-2, 2.5-IDT86—2
GCS-80 terminals, 1.7-1. 2.5—KE.YS-1. 2.5—V‘IGCS8—l, 3.3-8, 4.3-1
GENCCH4. 2.4-2, 2.5-$1. 3.3-11
GRIND. 2.4-2. 2.5-fl)-1GEJERAL. 2.5—£B-2. 3.7-1
GEIDA'IE.O'!D. J-5
GE1'I'IME.Q4D. J-6
Gifford  w, 2.2-1, 2.4-1, 2.7-5, 2.5-SPOOL-8, J-1, K-2

GIE@ . 3.1-2, 3.10-1
GLOBAL. 2.5—SJEKIT-2

Greater than (>) symbol, 1.6-6, 2.5-GENCERI-1, 2.5—’1YPE-2, 2.5-WRI'1E-2

"H, 2.3-3
H, 2.5-AP-2, 2.5-w‘I'86-2. 2.5-ED-2. 2.5-MAIL—6. 2.5-PIP-5.

2.5-SYS'11A'1‘-1. 2.5-WHO-6
Handshaking, 2.5-LPRS—2. 2.5—'I'IYS—2. 3.3-2. 3.3-5. C-11, B-2, F-1, L—1

Hard disk drive, 1.1-2
connecting, 1.3-2
controller, C-5, C-8, G-l
description. 1.1-1
formatting, D—1

headers. D-2

packing, 3.8-4, K-5
system without. 2.5-PIP-8. 3.10-4, I-1
troubleshooting. 2.3-1. 4.1-3
Lmpacking, 1.2-1

Hardware encryption boards, 2.6-3, 2.7-5, 3.4-2, G—1

Hardware requirements of M:-DOS. A-1
HDCA (Morrow Desigus), C-5, D-8, G-l
HELP, 2.4-1, 2.5-EB-1. 3.7-1, 3.10—3, K-1
HELP (option). 2.5-CHSET-1. 2.5-GENCCH4-1. 2.5-MAIL-1, 2.5-NET-1. 2.5-SJIR-1,

2.5-SEI'—1. 2.5-SHIN-1, 2.5—s1=ooL-1. 2.5-VCMODE-1

HELP (.I-ILP) files, 2.5—E.P-1, 3.7-1, 3.10—3
I-IELPNDX, 2.4-2, 2.5-E.E{-L 3.7-2, K-2
Hexadecimal mmmers, 2.5-1D'I'86-1, 2.5-ED-2, 2.5-GENOCPM-3. 2.5-5.’-Jmm-1,

3.9-1, C-4, F-1, G-1, H-2, H-1, 0-1
HISIURY. 2.4-2, 2.5-EESIUU-1, 2.6-2, 2.7-5, 3.2-3, 3.3-8, 3.4-12, 3.6-1
Hyphen (—). 2.5-wmm-2. 2.5-cw-3, 2.5-SYSTAT-4, 2.5-MAIL-6, 3.3-7

*1, 2.3-3, 2.5-PRJNI‘-1. 2.5-SPOOL-2. 0-3
1. 2.5-AP-1, 2.5-ED-2, 2.5-PIP-5, 2.s—wHo-9

Idle field. 2.5-WK)-2
IEEE 696/S-100, 1.4-1. 2.7-5, 3.10-1, A-1, 3-1, (3-1

INCLUDE. 2.5-scam‘-3
mmm, 2.4-2, 2.5—mrmm-1. 2.5-sr:r—5. 3.4-8. 3.8-3
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ILitia1

default:
‘directory area, 2.5—nane.net-1, 2.5-LOGIN-1, 2.5-Loscm-1, 3.3-15

node, 2.5-C!ZE.E-1, 3.3-25
Vprinter. 2.5-$1. 3.3-15

Ihitializaticn:
idirectory, 2.5-IHITDIR-1
ispooler. 2.5—atn.-5, 2.5-SYSINIT.SUB-1

system. 2.5-SYSINIT.SUB-1, 3.2-1. 3.3-28
user, 2.5-LOSIILEJB-1. 2.5—USERINIT.SJB-1. 3.2-3. 3.3-15. 3.3-28

Ihstalling DI!-1135. 3.10-3. D-14

Ihterfacer 3, C-11. C-13, G-1

Ihterfaoer 4, C-12, G-1

Jlnternal systw security. 2.6-3
linterrupts. A-1, C-9, C-12. K-3
linterterminal oxmication, 2.5-MAIL-1. 2.5-WRITE-1

voice, 1.3-1, 4.3-1
voking programs, 1.7-3, 2.5-1, 2.5-sumrr-1, 2.5-921-1, 2.5-9186-1

“J. 2.3-3
J, 2.5—AP-2, 2.5-E)-2, 3.3-18
Jacket of diskette, 1.5-1. 1.6-4. 2.5-DIR—2

Julian date, 253- ,
2.5-U'IMP-1. 3.3—23, 3.6-2

Jtmper settings, 3.10-1, C-1

‘TK. 1.7-7
, 2.5-AP-2, 2.5-m-2, 2.5-PIP-5
eeping current. 3.1-1, 3.10-1

k
s. 2.4-3. 2.5-tas—1. 3.1-1. 3.3-8

KEY files, 2.5-EH5-1. 2.5—V'IGCS80.KE.'1'-1. 2.5-VT950.KEY-1. 3.1-1
Konan hard disk cmtroller. C-7, D-1, D-4, G-1

n" zas-mz; 2o5- 2¡ 2.5-ED-2, 2o l0l
 .

2.5-S-Dd--1

1 (adhesive. for diskettes). 1.5-1, 1.6-11. 3.8-9, 3.10-2
liabel (of logiml drive), 2.5—INITDIR-2, 2.5-sa.'1~—4, 2.5—sn:Jw-1,

¿ 2.6-2, 2.7-2, 3.4-5, 3.8-2
1Lms1oo, C-16

lleadin character to switch screens, 3.3-8
1m3'1H. 2.5-SDIR-2
less than (<) 31, 2.5-GENCIIPM-1, 2.5-MAIL-4
l,oCAL. 2.5-SUBEIT-3

local area netucrk, 1.1-3, 2.2-1, 2.5-CONFIG.NEI‘-1, 2.5-NET-1, 3.3-24, K-1

local device, 2.5-NE1‘-2, 3.3-25
local node. 2.5-316.3‘-1, 3.3-24
Logging out, 1.3-1, 2.5-Locum-1. 2.5-wmp-1, 2.7-5, 3.1-3, 3.4-9, 3.4-11
iogical drives, 1.6-6, 1.7-3, 3.3-15, 3.4-5, 3.9-1, 13-12
I‘.0GIN.<MD. 2.4-3, 2.5-I%I|§l.(!D-1, 3.2-4, 3.3-28
IOGIN.SUB. 2.4-3, 2.5-I1I§IN.S)B-1, 3.2-4, 3.3-28
Login name, 2.5-5%)-1. 2.5-raIIe.REM-1, 2.6-1, 3.3-14, 3.4-1, K-2

'n password, 1.7-1, 2.5-PASSNORD—1, 2.5-PRINTER-3, 2.6-1, 3.4-1, 3.4—12

, 2.4-3, 2.5—A'I'1'ACH-1, 2.5—AU'IOs1‘-1. 2.5—I1XiIl'l‘-1. 2.7-2, 3.2-6, 3.4-9
.SUB. 2.4-3, 2.5-I.l1!IJ'1‘.Sl&1. 3.2-6. 3.3-28
boards, rerseating, 1.4-1, 4.1-2

, 2.4-3, 2.5-LPRS-1, 2.5-PRINTER-1, 2.5-RESET-1, 3.2-1, 3.3-1, 3.10-3

f 2.5-NET-1. 2.5-PIP-3. H-4
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‘M, 2.3-3
M, 2.5-IDT86-2, 2.5—ED-2, -2.5-MAIL-6, 2.5—SYS’1‘A'r-1

Macrotedn MI-286, 2.5-Si-1, A-1, C-2, C-3, C-8, K-5
Magnetic tape, 1.1-2, 3.8-4, 3.9-1, A-2
MAIL, 2.4-3, 2.5-IQIL-1, 2.5—:me.REM-13.2—3, 3.3-28, 3.4-9, 3.10—3, K-2
MAIL.I-ILP, 2.4-3, 2.5-MAIL-1, 3.7-1
MAIL.NDX, 2.4-3, 2.5-MAIL-1, 2.5—annux-1, 3.7-2
MAKE, 1.7-5, 2.4-3, 2.5-MAKE-1, 3.2-2, 3.3—23, 3.3-28, 3.4-5, 3.6-1
MAKE (option), 2.5-:a|e.E'-1, 3.3-14
Managing the system, 2.7-7, 3.1-1, 3.3-1, 3.4-9
Manuals, 1.2-1, 3.1-1, 3.4-5, 4.3-1
MAP, 2.5-NEI‘-1
Map of the system, 1.4-2, 3.1-1, M-1
Mapping 112 Net resources. 2.5—mNFIG.NE1‘-1, 2.5-nane.NEI‘-1, 2.5-NET-1,

2.5-SEJNEP-1, 2.7-7, 3.2-4, 3.3-25, 3.4-12
MARGIN. 2.5-SP<x>L-2

Mass storage, 1.1-2, 2.5-S-UN-1, 3.10-4, A-1, D—1

MEX files, 2.5-mu.-3, 2.6-4, 3.2-4, 3.10-2
MC—DOS, 2.2-1, 2.4-3, 2.4-5, 2.7-6, I-1, K-1
NC-DOS pronpt, 1.6-5, 1.7-2, 2.7-4
MC:Dos.HL.P, 2.4-3, 2.5-EB-1, 3.7-1, K-2
bCDOS.NDX, 2.4-3, 2.5-man:-1, 3.7-2, K-2
MDRIVE/H, 2.3-1, 2.5-GENCCH4—5, B-1, K-1, K-6

port number, G-1

switch settings, C-15

MEMDIW, 2.5—@l'.'<:B-I-4, 3.9-1. I-4
Memory test, 3.9-1, K-2
MENU, 2.5-AP—1

MESSAGE, 2.5-SDIR-2
Message buffers, 2.5-(I1E'IG.E-1, 2.5-SE71NE.‘1‘—1, 3.3—25

Minus (—) sign, 2.5-rm:-‘ism-2, 2.5-cw-3. 2.5-DDT86-2. 2.5-MAIL-6.
2.5-SYSTAT-4, 2.5-WHO--2, 3o3"7I 3-3-16

Modem, 1.1-2, 2.5-TIYS-1, 2.7-2, 3.3-5, 3.4-9, F-1, G-l. L-l
MJTD (message of the day), 2.4-3, 2.5-K711)-1, 3.2-3, 3.3-26, K-3
Martherboard, 1.4-1, A-1, B-1
MP/M II, 2.2-2. 2.5-GENCCPM-4, 2.5-9»-2. 2.5-S/V86-1, H-1, H-6, K-3
MP/M 8-16, 2.2-2, 2.5-FIXPASS-1, 3.8-5, 3.10-2, K-4
MP/M-86, 2.2-2, x-5
Multitasking, 1.7-7, 2.2-1, 2.5-A'ITA?-I-1, 2.5-CCPMINIT-1, 2.5-V'1tvmE-1,

2.5-VI'IYS-1, 2.5-WI-D-5, 3.3-7, K-2
Multiuser uncle, 1.6-5, 2.2-1, 2.5—AU'IOST-1, 2.5—I.(X?J'I‘-1, 2.7-1, 3.2-2,

3.3-3, 3.3-6, 3.3-22, 3.3-28, D-l

‘N, F-2
N, 1.6-9, 2.5—AP-7, 2.5-ED-2, 2.5-FORMAT-2, 2.5-INITDIR-2, 2.5-KEYS-2,

2.5‘LPRS"21 2.5‘MAI1Plr 2.5-PIP-51 2.5‘TTYS‘21 2.5‘WHO‘1O

NAME, 2.5-$l'—3, 3.4-6
Name (=1ogin) prompt, 1.6-5, 2.5-IDGOUT-1, 3.2-6
nane.AP, 2.5-AP-11
nane.ME(, 2.5-mm-7, 3.2-3, 3.10—3

1a|e.NET, 2.5-zmIe.NEI‘-1, 3.2-6, 3.3—l4

nae.REV1, 2.5-rane.m&—1, 3.2-4, 3.3-14, 3.3-27, 3.10-3
1~U-‘MEI..ISI‘. 2.5-MAIL-1
NAMES, 2. 3, 2.5-NEI‘-1

 ,
2.4-3, 2. 1.

2.5-NAMSVR.DAT-1

NC-‘IDS INDEX-8



k)

I

 HBl£'SERN.mE{
.DAT, 2.4-3, 2. 1, 2.5-umsvmmm-1

, 2.4-1, 2.5-m-1, 2.5-rzpn:-3, 3.2-4. 3.3-14, K-1
. 2.5%-1. 3.2-4. 3.3-26

,
sE:Rs, 2.4-3, 2.5-AP-11, 2.5-MAIL-2, 2. 1, 3.2-4

Nëtwork controller, 1.1-3, A-2, C-l6, G-l
NMJSER. 2.4-3, 2.5-N.-swam-1. 2.7-6, 3.3-13, 3.4-9, 3.10-2, K-3

‘Cad battery, 2.5—cma<-1

os (network input/output system). 1.6-4. 3.2-1, 3.3-24, K-5
Nbde. 2.5-uu're.m-1. 2.5-mar-2, 3.3-25
Nbde ID. 2.5-ooaicxm-1. 2.5-passnoao-3. 2.5—PRINTER-2;

2.5-'IYPE-3. 2.5-UPTIME-1. 2.5-wno-3, 2.5-warm-1, 3.3-25
Node passwords. 2.5-(nE'IG.E'-1. 2.6-5, 2.7-7, 3.3-25, 3.4--12
Novas. 2.5-NE1¬-1, 2.5-warm-1
mmm. 2.s-sPoo1-2
mun. 2.5-an-3, 3.4-7
nbwaaca. 2.5—sD1R-2
Nosokr. 2.5—S)IR-2

es by users. P-1

. 2.5-PIP-10
manna, 2.5-spooi-2

"o, 2.3-2. F—2

Q, 2.5-ED-2, 2.5-IP18-2, 2.5—PIP—1, 2.5-syssm-2. 2.5-9ISI'A:I‘—1. 2.5—'I'IYSr-2

.
2.5—CHSE'I'-1. 2.5—NEI'-1. 2.5-SEI‘—1

fset, 2.5-11713-1, N-2
, LS-CI-ISEP-l, 2.5—SEI'—1

ating system, 1.6-3, 2.2-1, 3.2-1, 3.10-3, 4.3-1, K-1
atar error, 2.7-8, 3.8-5, 4.3-1

PI', 2.5—CHSE1‘-1

overlays, 2.5—$r—2, 3.1-2, 3.8-1

11>, 2.3-2, 2.5—DIR-2. 2.5-LOGIJT-1. 2.S—PRINT-1, 2.5-pmrma-3, 2.5-sum-5.
V 2.5-sJH~4I'1-2, 2.5—SYS'I‘AT-2, 2.5-'IYPE—1, 3.1-3, 3.3-26. 3.3-5. F-1

l?. 2.5-cnocx-1. 2.5-an-2, 2.5—MAIL—1. 2.5-sysrxr-1, 2.5-wm-11. 3.3-10
Pa, 2.5-PIP—6. 2.5-‘IYPE-1
mass, 2.5-1-IELP-3, 2.5-'IYPE—1
PAGE.31zE. 2.5-sperm-2
Pages (=screens) of display memory, 1.7-7, 2.5-I-I[SI‘0RY—1, 3.3-8, 3.3-11, 3.6-2
Paragraph (=16 bytes), 2.5—wra6-1, 2.5-Geuocm-3, 2.5-smnmq-1, N-2

Parentheses 0. v, 2.5-s›1R-3
Parity, 2.5-12$-2, 2.5-PIP-7, 2.5-ms-2, 3.3-2, 3.3-5, E-2
PASSND. 1.7-1, 2.4-3, 2.5-AP-ll, 2.5-MAIL—2, 2.5-NEWUSER—1, 2.5-1>Asswn-1,

2.5-PASSWORD-1, 2.5-PRINTER-2, 2.6-1, 2.7-2, 3.2-3, 3.3-12, 3.4-1, 3.10-2
ASSNORD. 2.4-3, 2.5-PASSVD—2, 2.5-passnom)-1, 3.4-10

Asswolzv (option), 2.5—CONFIG.NET-1, 2.5-SET-3, 3.3-25, 3.4-5
Passwords:

default, 2.5-3?-11, 2.5-SE1‘-1. 3.4-3
delete-protect. 2.5-SE1'—3. 3.4-8
encrypted login, 1.7-1, 2.5-passe-1, 2.7-2, 3.3-6, 3.4-1, 3.10-4

. on diskettes, 3.4-11, 3.8—11
¡

on drive labels, 2.5-5:-4, 2.6-4, 2.7-3, 3.4-5, 3.9-1
cn files, 2.5-m\-3, 2.7-3, 3.4-7, 3.8-2, 3.8-11
on network nodes, 2.5-ousIrIG.mr1-1, 2.6-5, 2.7-7, 3.3-25, 3.4.13
read-—protect. 2.5-SE.'I‘—3. saw:
write-protect, 2.5-SE1'-3, 3.4-8
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Period (J. 1.7-3, 2.5-1, 2.5-MAIL-3, 2.5-WRITE-1, 3.3-7, 3.8-3
Physical terminal number, 2.5-68-1, 2.5-SYSIAT-1, 3.3-5, 3.3-8, E-l
PIP, 2.4-3, 2.5-PIP-1, 2.5—SET-3, 2.7-4, 3.8-5, 3.8-6, 3.10-3, J-5, K-3
Plotters, 1.1-2, 2.5—LHS-1, 3.3-4
Plus (+) symbol. 2.5-MAIL-6, c-3
Port numbers, 2.5-IDT86-2, 2.5—LPRS-1, 2.5-TIYS-1, E—2, E-5, G-1
Poder:

cords, 1.4-4, 4.1-1
outlets, 1.4-4, 1.6-2
switch, 1.6-2, 3.2-6
turning O}.-‘F, 1.6-2. 1.8-2, 3.2-7, 3.4-13

Q3, 1.6'1: 3.l‘2( 3.2"].
PRINT, 2.4-3, 2.5—EIll'l‘-1
PRINT (Option), 2.5-spoon-1
PRIN'I'ER, 2.4-1, 2.5-P!-ElZl§l'l?!-1, 3.3-5, K-3
Printer name, 2.5-LPRS-1, 2.5-PRINTER-1, 3.3-5, 3.3-9, K-3
Printer number, 2.5-LEG-1, 2.5-PASSND-1, 2.5-SPOOL-5. 3.3-5. 3.3-9
Printer ports, F-1
Printer release, 2.5-PASSND-3, 2.5—SYSI‘AT-2, 3.1-3

dBASE, J-8 (8-bit), J-12 (16-bit)
wordstar V3.0 (8-bit), H-4
Wordstar V3.3, H-3 (8-bit), H-2 (16-bit)

Printers, 1.1-2, 2.5-GEWCIZEM-2, 2.4-7, 2.5-LPRS-1, 3.3-1, 3.3-15, 3.3—24

drives: 2.5-QF'IG.NE'I‘-1, 2.5- ln 2.6’5: 2-7'7; 3.3.5;
PRN, 2.5—PIP-2

Process. 2.3-2, 2.5-BRIG‘-1, 2.5-NI'1‘ACH-1, 2.5—IOGQI'1‘-1
Programmable keys, 1.7-10, 2.5-KEYS-1, 3.1-1
Programming serial ports, E-l
PROTECT, 2.5-£‘-2, 2.5-S-DW-2, 2.6-3. 3.4-5, 3.8-ll, 3.10-3
IWASLNEI', 2.6-5

‘Q, 2.3-3, 2.5-DIR—1, 2.5—'IYPE-2

Q. 2.5—m-2. 2.5-MAIL-6. 2.5-PIP-1. 2.5-srsrA:r-1
(Neue, 2.5-<nw.IG.im-1. 2.5-um‘-1, 2.5-PRIMER-1. 2.5-wmitr-1. 2.5-SPOOL-1.

2.5-srsmr-1. 3.3-25
Queue calls, 2.5-SP2, K-3
Question (?) mark. 1.7-6, 2.5—ERAQ-1, 2.5-Hr:L.1=«-2. 2.5—PRIN’I'ER-1

QIn and con. 2.5—mr86—2

Quit. 1.7-7
QUI'I'1o.o4D. J-7

AR, 2.3-3
R, 1.6-9, 2.5-DDT86-2, 2.5-ED-2, 2.5-FORMAT-2, 2.5-MAIL-5. 2.5-PIP-1,

2.5-WHO-7, 3.3-10, H-2
RAM, 1.1-1, 1.7-8, 2.3-1, 2.5-AR)RT—l, 2.5—CHSEI‘-1, 2.5-DDP86-1, 2.5-SEI'MDd-L

2.5-SYS'H&T-3, 2.5-\K1iDE-2, 3.2-1, 3.2-3, 3.3-11, 3.9-1, 4.1-3, 4.2-1, B-1
RPM memory boards, C-3, C-4
RCT (requester configuration table), 2.5-(INFIG.NI?‘-1, 3.3-25, 3.4-12
READ. 2.5%‘-3. 3.4-8
Read-protect password, 2.5-ma, 2.5-'IYPE—3, 2.6-4, 3.4-5, 3.8-11
Relative virtual terminal (=screen) number, 2.5-HISBORY-1, 2.5-U'1NP-1,

2.5-WIMP-1, 3.3-10, 3.5-3, 3.6-2
Reminder files, 2.6-4, 2.5-rant-3.115!-1, 2.6-1, 3.2-4, 3.3—l4, 3.10-3
Remote device. 2.5-(IJNFIG.NEI‘-1, 2.5-NH‘-1. 3.3-24
REN, 2.4'3I 2. 1: 3o2"3I
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'ng files, 2.5-1, 2.5-PIP-2, 2.5-'IYPE-2, 2.5-Rail-1, 3.1-2, 3.4-7, H-4

ter con?guration table (Rcr). 2.5-cnsm1G.um~—1. 2.5-s:=:mEr—1. 3.3—25

ter processes in DRNet, 2.5-SE.'n~IEI'—1. 2.7-7, 3.3-25, 3.4-13
, 2.4-3. 2.5-9-1. 3.3-4. 3.3-6

El' (option). 2.5-spoon-4
button, 1.6-2, 1.8-1, 2.5-Dom-1, 2.5-UPTIME—1, 3.2-1, 3,2-6, D-1

Resident systw process (RSP), 2.5-GEBIXIHQ-7, 3.2-1, I-1
Resource map in DR Net, 2.5-<IJNE'IG.NEI‘-1, 2.5-NED-2. 3.2-6, 3.3-25
Restoring back@ files, 3.8-3, 3.9-1
Restricting access to:

¿DRNet nodes, 2.5—<x1~IFIG.NE.T-1, 2.6-5. 2.7-7, 3.3-25, 3.4-12
files: 2.5-$1‘-1. 2-7'3: 3-4-31

imodeus, 2.6-2, 2.7-2, 3.4-11
network drives, 2.5-CCNFIG.NE'I'-1, 2.6-5, 2.7-7, 3.3-25, 3.4—12

program. 2.7-3, 3.4-11
system, 2.7-2, 3.3-12, 3.4-9
terminals, 2.7-2, 3.3-16, 3.4-1

,user areas, 2.7-4, 3.3—16, 3.4-10, K-1
key, v, 1.6-10, 2.3-3

(read-only attribute), 2.5—ERA—1, 2.5-ERAQ-1, 2.5-SDIR—2, 2.5-sn-r-1,
;3.4-10, 3.8-3, 3-4. 1-1

RS-232 cables, 1.4-2, E-1, L-1
(resident system process), LS-GEIIZBQJ, 3.2-1, I-1

(read-write attribate), 2.5-ERA-1, 2.5-ERPQ-1, 2.5-HELP—3, 2.5-SDIR-1,

2.5-SET-1, 3.8-3, I-1

1.6-8, 2.5—CI.£X:K-1, 2.5-CPY-1, 2.5-DDT86-2, 2.5-DIR-1, 2.5-ED-2,
.2.5-FORMAT-2, 2.5-MAIL-6, 2.5-PRINT-1, 2.5-M-D-7, H-2
rews, 1.4-4
IR, 2.4-4, 2.5-PIP-4, 2.5-S)IR-1, 2.5-SE1‘-6, 3.8-5

_
tors. 1.6-7. 2.5-CPY-1, 2.5—F‘ORMAT—l, 2.5—SY$EN-1, 3.8-8, D—3

Security, 2.6-1, 2.7-1, 3.4-1
files, 2.4-8. 2.7-3, 3.4-2, 3.4-9
login passwords, 2.7-2, 3.3-1.4, 3.4-9
modem. 2.6-2, 2.7-2, 3.4—11

‘network, 2.6-5, 2.7-8, 3.4-12
physical. 2.7-2. 3.4-9

Vprocedures, 2.6-1, 2.7-7, 3.4-9
ruser areas, 2.7-4, 3.3-16, 3.4-10
e Utilities, 2.5—%JE-1, 2.5-PASSWD-1, 2.5-PASSIIORD-1, 3.4-1

Segment, 2.5-IDTS-1, N-2
Selector channel (of 0muPro Disk 2), C-10, G-2

Serial ports, 2.5-LPRS-1, 2.5-TIYS-1, A-2, E-1, F-1, G-1, L-1
Server processes in DRNet, 2.5-<x1lPIG.uE.'1‘-1, 2.5-SEYINET-1, 2.7-7, 3.3-25, 3.4-13
sm', 2.4-4, 2.5-‘ma-1, 2.5-INIIDIR-1, 2.5-PIP-4, 2.5—sa1\-1, 2.6-2, 2.7-6,

3-4-5; 3.4F9I 3-4-101 3.4‘12: 3.8"1: 3.8F’3: 3.9‘1r H"4: I“1
(option). 2.5-DA'IE-1

, 2.4-4, 2.5-£!?4-1
: 2,4-4, 2.5-(I1€FIG.NEI‘-1, 2.5-EDEI‘-1, 3.3-21

gt: 2.3-3, 2.5-DIR-1, 2.5—ED-2. 2.5-TYPE-2, 3.3-9. L-1

n, 1o7_9| zo 7j zoåm-ly 3-2-1; I"4: K-ly
11 conmaxds, 2.5-mew»-1, 2.5-RESEI‘-1, 2.5-USER-1

I
ielded cables, their unsuitability, L-1
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Shigping insert, 1.3-1, 4.3-2
SEDW, 1.7-4, 2.4-4, 2.5-$11-1, 3.8-8
Shutting down, 1.8-1, 2.5-DUAN.SUB-1, 3.2-5, 3.4-13 ¿jSign-on message, 1.6-4, 2.5-GENCCPM-6

Single-user operation, 2.3-1, 3.2-2, 3.3-28, D-1
SIO control, E-1, K-3
SIZE, 2.5-SDIR-2, 2.5-SEW-1, 2.5—VC24DDE-2
SPPCE, 2.5-SI-UV-2
Speed detect pin, 3.3-5
SPL, 2.5-SRIJL-1, I-2
SPOOL, 2.4-4, 2.5-anon,-1, 2.5-SYSINIT.SJB-1
sPooL (option). 2.5-um-1
Spooler system, 2.5—NEI‘-2, 2.5-SPGIL-1, 3.3-24
SR (search), 2.5-DDI'86-2
SPART, 2.5-SPOOL-5, 2.5-SYSINIT.SUB-1

Starting ‘JP, 1.6-1, 3.2-1, 4.1-1
STATUS, 2.5-NE.T-2, 2.5-SPOOL-2

Status display, 2.4-6, I-1, M-1

Status (25th) line of a terminal, 3.3-9, 3.3-11
S‘I‘A'IUS.RSP, LSSI I-4
Stop bits, 2.5—u>ns-2, 2.5—'I'IYS-2, 3.3-2, 3.3-5, C-6, E-2
SJHHT, 2.4-4, 2.5-SJBIIT-1, 2.5-SN-1, 3.2-5, 3.3-28
Supercalc, 1.7-5, 2.3-1, 2.5-GENCCI-M-3, 2.5-SE.'IMEM-1, 3.3-17
Support. iv, 3.1-1, 3.1-2, 3.9-l, 4.3-1
SUSPEND, LSSI, 2.5-VCMODE—3
SN, 2.4-4, 2.5-SEGMEM-1, 2.5-SUB4IT—l, 2.5-SI-1, 2.5—TIME-1, J-4, K-2
switch settings, c-1
SW86, 2.4-4, 2.5-£4, K-2
SYNC, 1.8-1, 2.4-4, 2.5-REsE.'£'-1, 2.5-S!lC— , 3.2-3, 3.10—3 '\/‘SYS, 1.7-6, 2.5-DIR-1, 2.5-PIP—6, 2.5-PRINI‘-1, 2.5-$31‘-2, H-3, I-1
SY&?MD.QVlD, J-5
SYSSEN, 2.4-4, 2.5-531%-1, N-2
SYSINIT.BAN, 2.4-4, 2. .EN-1, 3.2-2, 3.3-26
SYSINIT.CMD, 2.4-4, 2.5-S!SIl§lI'I'.(!l)-1, 3.2-2, 3.3-28
SYSINIT.aIB, 2.4-4, 2.5-SYS]]§lIT.SJB-1, 3.2-2, 3.2-6, 3.3-28, 3.4-6
SYSTAT, 2.4-4, 2.5-AKJRI‘-1, 2.5—ms'm1'-1. 4.2-1
Systan:

account, 1.6-5, 1.7-1, 2.5-FIXPASS-1, 2.5-NEWUSER-1, 3.3-13, 3.10—3

attribute, 1.7-6, 2.5-C1-ISEI‘-1, 2.5-DIR—2, 2.5-SDIR-1, 2.5%‘-2, 3.8-3
console, 1.1-1, 1.2-1, 1.8-1, 2.3-1, 2.5-AU'IOST-1, 3.2-2, 3.3-21, 3.9-1
diskette, 1.6-3, 1.6-10, 2.5-SY&§EN-1, 2.6-2, 3.10-1, 4.1-3
drive (=A:), 2.5-HJFFER-1

files, I-1
manager, iv, 3.1-1
map, 1.3-1, 3.1-1, M-1
node, 2.5-AP-11, 2.5-MAIL-1
number, 41.3-1, 4.3-1
prompt, 1.6-5, 1.7-2, 2.7-4
queues. 2.5-(I)NFIG.NEI‘-1, 2.5m‘-1, 3.3-24
security, 2.6-1, 2.7-1, 3.4-1, 3.4-9, K-2
shell, 1.7-9, 2.5-GENSYS-4, 2.5-SYSTAT-'2, 3.2-1, K-1
tracks, 1.6-10, 2.5-CPY-1, 2.5-SYEEEN-1

usage, 2.5—'I‘IMEIDG.sub-1, 2.5-WI-D-1, 3.1-1, 3.4-11, 3.5-1, 3.6-1
System Support 1 board, 2.5-CI.0CK—1, A-1, B-1, C-2, C-7, F-1
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ã

T 2.5—c1oa<-1, 2.5-was-11
,

2.5—lJ)T86-2, 2.5-ED-2, 2.5-PIP—2, 2.5—pm:m-1

,
2.5-s1=ooL-1

‘?agging cables. 1.4-2. M—1

controller, A-2. G-1
qhpe drives, 1.1-2, 3.3-3, 3.9-1, A-1, G—1

*ne1evide‘o 925/950. 1.7-7, 2.5—xms-1. 2.5-TV950.KEY—l. F—1. H-1

Ihuplate, 2.5-KEYS-1, 2.5-nane.NE.'r-1
'I1erminal. 1.1-1, 3.3-1
'mmm access. 2.5-1=assn—2, 2.6-1, 2.7-2, 3.3-16, 3.4-1
ajerminal name, 2.5-1-nsromr-1. 2.5-MAIL-1, 2.5-mrs-2. 2.5-u'm1>-1, 2.5-wno-1,

: 2.5-WRITE-1, 2.5-wrap-1. 3.3-6. 3.5-2. 3.6-2

 1 2u I£-11 2.5-SYSTAT-1. 3o3"5I E"l( J-31 J-g
'mmmzvrm 2.5-sPooL-6
Tilde (”) symbol. 2.5-MAIL-1. 2.5-WHO—13

Ens, 2.4-4, 2.5-ma-1
'me accounting. 2.51.00-1. 2.5-TIMEl'.oG.SUB-1. 3.5-1

utilities. 2.7-5, 3.4-11, 3.5-1
.cMD. 2.4-4. .5-'rn~nos.oo-1. 3.5-1

.DBF. 2.4--4. .5-F1-nmos.cm—1. 3.5-1.
.SUB. 2.4-4. .5-'rnnos.sm-1. 3.5-1

t in ]RNet; c Gom'1a 2c5’S ‘lITimestamping, 2.5-INITDIR-1. 2.5-SET—4. 2.6-3. 3.4-11. 3.3-3, J-12
TIP, 3.8-5. 3.9-1

le, 2.3-2, F-1
armient program area (TPA). 2.3-1. 2.5-AK>RT—l. 2.5-s.=:n~m4-1. 2.5—SYSTAT—4

oubleshooting, 2.3-1, 4.1-1, H-4
s, 2.4-4, 256-1, 2.5-1-nrs—1, 3.3-4, 4.3-1, F-2

, 2.4-4, 2.5-PIP-7, 2.5-Pamr-1, 2.5-1-rm-1
(200-dmaracter), K-6

‘U. 2.3-3
u, 2.5-DDT86—2, 2.5-11)-2, 2.5—PIP-6. 2.5-srsrxr-1, 2.5-wm—13

Unauthorized users. 2.6-1, 2.7-1
. 2.5-mn..—7

hielded cable, L-l
Z

RTE. 2.5-mu. 2.5-smw-2
mpdates. 2.1-2, 3.1-2, 3.1o—1
wpgrade. 3.3-5. 3.10-1
L’IPI‘IME. 2.4-4. 2.5-up-rn-E-1. 3.4-13

2.4-4, 2.59-3-1. 1.7-3, 2.7-4, 3.4-8, K-3
User areas, 1.6-6. 1.7-3, 2.5-USER—1, 2.6-2, 2.7-4, 2.3-6, 3.3-12,
.

3.4-1. 3.4-10. 3.8-8. J-5. J-9. K-4
dise: habits. 2.7-5. 3.1-3. 3.3-15
dJmm1'r.c.v~m, 2.4-4. 2.531300-1, 3.2-4. 3.3—28
Iizsazamn-.sUB. 2.4-4. 2.5-usmnrr.sJB-1. 3.2-4. 3.3-28
sbsms. 2.5—S)IR-2. 2.5—smw-2. 3.8-8
User's guide to this manual, v
UIMP, 2.4-4, 2.5-one-1, 2.5-mm-1, 3.2-6, 3.3-22, 3.4-5, 3.6-1, 3.8-4

V, 1.6-8, 2.5-car-1, 2.5-wres-2. 2.5-ED-2. 2.5-poamr-2. 2.5-PIP—8.
' 2.5-wm—8. 3.3—1o

E, 2.4-4, 2.5-vuma-1. 3.3-3, 3.3-1o
tilation slots. 1.4-4

erbose. 2.5-GEEIIBPM-2
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Verify, 1.6-9, 2.5-CPY—1, 2.5-FOIMAT-1, 2.5-PIP-2
Versicns of K!-DOS, 3.1-2, 3.10-1, 3.10-4, 4.3-1, C-1, K-6

_

Virtual terminal runber, 2.5-AH)RT—1, 2.5-cousou:-1, 2.5-I-lIS'IORY—1, ~ ¿ja
2.5-SYSTAT-2, 2.5-WHO-1, 2.5-WTMP-l, 3.3-10, 3.3-20, 3.5-3. 3.6-2

Virtual Terminals, 1.7-7, 2.2-1, 2.3-2, 2.5-AEDRT-1, 2.5-HJFEER—1,

2.5—$R4INIT-1. 2.5-C(X‘T$l'_E-1, 2.5-NET-1. 2.5-PR'[N']ER—1, 2.5-\K1?)E—l:
2.5—V'1'IYS-1, 2.5-WI-D-11, 2.7-7, 3.2-1, 3.2-4, 3.3-7, K-2

V'IGCS80.KEY, 2.5-VIC-3CS80.KEY-1

VITYS. 2.4-3. 2.5-CCEMINIT-1. 2.5-VI'IYS—1, 3.2-1, 3.3-7, K-2
VT950.KEY. 2.4-4, 2.5-V'.l'950.KH-1

W, 2.5-DDT86-2, 2.5-E)-2, 2.5-MAIL-1, 2.5-PIP—1, 2.5-PRINT-2, 2.5-SYSPAT-5, H-3
Weekly backup, 3.1-2, 3.8-5, 3.8-9
WH), 1.8-1, 2.4-3, 2.5-AmRT-1, 2.5-VI-D-1. 3.2-7, 3.3-22, D-1
WH:M.Q4D. J-9
Wildcard symbols (*. 2): 1.7-6. 2.5—CI-ISET-1. 2.5-13112-1, 2.5—ERA-1, 2.5-ERAQ-1,

2.5-PIP—1, 2.5—PRINr—l, 2.5-REN—1, 2.5-SDIR-1, 2.5-SE1‘-1, 2.5—'1YPE-1, 3.4-8
windowing, 1.7-8
Wordstar:

exiting from, 1.7-8
invoking, 1.7-7
installing. 3.1-2. H-1
non-doament mode, 2.5-KEYS-2, 2.5-LPRS-1, 2.5-MAIL—3, 2.5-S!SINIT.BAN-1,

2.5-nane.REM—1. 2.5—'I'IYs-1. 2.5—V‘I'IYS-1, 3.3-27
printer release, H-2
renaming, 3.1-2, H-2

WRITE. 2.4-4. 2.5—DCM~I-1. 2.5-VlRI'l:I?.-1. 3.2-6. 3.3—14

Write enable tab, 1.5-1, 2.5-FORMAT-1

Write-protect:
attribute (RD), 2.5-ERA-1, 2.5-HELP-3, 2.5-sa.'1~—2, 3.8-1
function call. J-3
notch. 1.5-1, 2.5-FORMAT-1
password, 2.5-£'|-3, 3.2-2, 3.3-17, 3.4-8, 3.8-12

WIMP, 2.4-4, 2.5-IfnP—1, 3.2-5, 3.3-22, 3.4-1, 3.5-1, 3.6-1
WY-50, 2.5—KEYS—1

‘x, 2.3-3, 2.5—'IYPE-2

"X, 2.5-MAIL-3
x (=exit), 2.5-cI.oc:<—1, 2.5-car-1, 2.5-MAIL-7, 2.5-NEWUSER-1, 2.5—sYsGm-1

X (=other options), 2.5-1])I'86-2. 2.5-ED-2
mas, 2.5—m.-2. 2.5-ERPQ—1, 2.5-PIP-8, 2.5-SDIR—1, 2.5-SET-4, 2.5—smw—1,

3.4-5, K-5
XIOS. 1.6-3, 2.5-Gmccm-4, 2.5-LPRS-3. 3.3-4, 3.3-6, 3.3-11, E-5, I-3
XIOS.SYS, I-3
XON/XOFF handshake, 2.5-Laws-2, 2.5-mrs-2. 3.3-2. 3.3-5, E-2, }?-1

-[Y (clears screen of Televideo 950), 3.3-26 V

Y (Wes), 1.6-9, 2.5-AP-1, 2.5-ED-1, 2.5-ERA—2. 2.5-ERPO~1, 2.5-I'DRMAT-
2.5-GEKIZHQ-2, 2.5-INITDIR—L 2.5-NP:ME3’IOD-2. 2.5-PIP-5. 2.5-RR‘!-1

^z, 2.3-3, 2.5-ED-2, 2.5—PIP-6, 2.5-WRITE-1, 3.3-10
z. 2.5-ED-2. 2.5-pxp-7
Zero (o). 2.5—ED-1. 3.3-10 V

m1MP.a~D. 2.4-4, I-3
zso (microprocessor by zilog). 2.5-91-1, 2.5-avae-1, c-2, K-4
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