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Preface

Purpose

This manual explains the PATHWORKS for DOS commands you, as a user at a
PATHWORKS client workstation, enter to:

e Connect to file, printer, and disk services on the network

¢ Set protection on files and directories

¢ Start network component software

* Manage network connections

¢ Start and stop the network

* Manage memory

¢ TUse DOS enhancements

¢ Send and receive Broadcast messages

* Load international keyboard files

¢ Customize Netsetup and modify the Configuration Processor (WIK) files used
by Netsetup

Audience

This manual is for a user who understands:

¢ Networking concepts such as sessions, connections, servers, and services.

* DOS software: You must be able to run external DOS commands.

¢ Virtual disks, remote servers, remote services, file and printer services, and
disk services.
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Organization

The following table can help you find information in this manual.

Chapter 1 Describes the network commands in alphabetical order.

Chapter 2 Describes commands for loading individual network components.

Chapter 3 Describes DOS enhancements.

Appendix A Contains illustrations of international keyboards.

Appendix B Explains how to customize Netsetup by modifying WIK (Write Key
Disk) files.

Appendix C Lists error messages and solutions.

Glossary Defines technical terms used in this manual.

Related Documents

Table 1 lists related books that offer further information on subjects discussed in
this manual.

Table 1 Related Documents

Manual Topic

User’s Handbook An introduction to PATHWORKS for DOS concepts
and practices

User’s Handbook and SEDT Instructions on editing files with SEDT

User’s Reference

Memory Solutions for Client Loading and unloading memory

Administrators

Client Installation and Using Netsetup

Configuration Guide for the

VMS Server

DECnet Network Management Commands for managing DECnet
Guide

Xii



Conventions

This manual uses the following conventions:

Convention Meaning

While you hold down the Ctrl key, press another key or a
pointing device button.

Ctri/Alt/Del While you hold down the [Ctr]] and [Alf keys, press the [Del] key.

[Esc] i Press the [Esd] key, release it, and then press another key or a
pointing device button.

“enter” Type all required text, spaces, and punctuation marks; then
press or [} depending on your keyboard.

UPPERCASE In VMS, DOS, and OS/2 syntax, uppercase letters indicate
commands and qualifiers. You can enter commands and
qualifiers in any combination of uppercase or lowercase, unless
otherwise noted.

lowercase Lowercase letters in command syntax indicate parameters.

teal blue type

boldface

two-line commands

~

You must substitute a word or value, unless the parameter is
optional.

In examples of dialog between you and the system, teal
blue type indicates information that you enter. In online
(Bookreader) files, this information appears in boldface.

Boldface type indicates a new term that appears in the
glossary. In online (Bookreader) files, boldface indicates
information you enter.

Press the specified key on the numeric keypad of your
keyboard.

In DOS and OS/2 commands, no hyphen is used at the end
of the first line; DOS automatically wraps text. Enter the
complete command, then press at the end of the
command.

Square brackets in command descriptions enclose the optional
command qualifiers. Do not type the brackets when entering
information enclosed in the brackets.

A forward slash in command descriptions indicates that a
command qualifier follows.

A vertical bar in command descriptions indicates that you have
a choice between two or more entries. Select one entry unless
the entries are optional.

Xiii



Convention

Meaning

() I “®

In command qualifiers, the equals sign (=) and the colon (:)
are interchangeable. For example, /N:NODE is the same as
/N=NODE.

A command string can be enclosed in either parentheses or
quotation marks. For example, /NOTE=(MY_NOTE) is the
same as /NOTE=“MY_NOTE”.

A horizontal ellipsis following an entry in a command line
indicates that the entry or a similar entry can be repeated any
number of times. An ellipsis following a file name indicates
that additional parameters, values, or information can be
entered.

NOTE Notes provide information of special importance.

CAUTION Cautions provide information to prevent damage to equipment
or software.

WARNING Warnings provide information to prevent personal injury.

Terminology

The term “personal computer” (PC) refers to a standalone system. The term
“client” refers to a PC, connected to the network by PATHWORKS software, that
can access resources on a server. A server is a system that offers services to

clients.

The term “PATHWORKS” refers to PATHWORKS software. PATHWORKS is a
trademark of Digital Equipment Corporation.
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Network Commands

This chapter lists alphabetically the commands that you can use at a
PATHWORKS for DOS client workstation to:

* Send and receive Broadcast messages

¢ Manage memory

* Manage the Local Area Transport (LAT)

¢ Log on to your personal account on a VMS, ULTRIX, or OS/2 server
s Set protection on files and directories

¢ Manage the network

¢ Connect to file, printer, and disk services on the network

Controlling a Screen Display

Some commands display more than one screen of text.

To stop the display from scrolling, press [Ctl/S][Pause], or the space bar, depending
on your keyboard. To resume scrolling, press any key.

Network Commands and Redirectors
The commands in this manual work with the following redirectors:
¢ The PATHWORKS Basic Redirector

¢ The Microsoft LAN Manager Enhanced Redirector, which can perform all the
functions of the Basic Redirector and other functions

Network Commands 1-1



Network Commands and Microsoft LAN Manager

If you want to use the NET commands and you use the the full implementation
of Microsoft LAN Manager, use NETD instead of NET. For example:

C:\> NETD LIST

Using NETD ensures that the function performed is the function described in this
manual. If you use NET, a similar (but not identical) Microsoft LAN Manager
function is performed instead.

Note

If you want to use the Microsoft LAN Manager functions, see the NET
commands in the Microsoft LAN Manager User’s Guide for MS-DOS.

If you do not use the full implementation of Microsoft LAN Manager, both NET
and NETD perform the functions described in this manual. For example, without
the full implementation of LAN Manager, both the following commands perform
the NET LIST function:

C:\> NET LIST
C:\> NETD LIST
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Summary of Network Commands

Table 1-1 summarizes the client commands.

Table 1-1 Summary of Network Commands and Notes on Limitations to Use

Command

Description

BCAST

LATCP

LOGON

MEMMAN

Sends a Broadcast message to clients on the network.
This command works in all configurations except those with
asynchronous communications links.

Manages the Local Area Transport (LAT) and creates preferred
services.

This command works in all configurations except those with
asynchronous communications links or Token Ring networks.

Connects the client to your personal directory on a VMS or
ULTRIX server.

Displays information about memory and unloads all network
components.

Note

If you use the full implementation of Microsoft LAN Manager and want to
use the functions here, use NETD instead of NET.

NET ATTRIB
NET CONTINUE
NET CLEAR
NET CREATE

NET DEFINE
NET DELETE

NET DISK SERVICES

Sets and displays protection on files and directories. On VMS,
lets you change an access control list.

Restarts file or printer services that have been temporarily
suspended.

Removes a node from the network database.

Creates and formats a virtual disk.
This command is limited to configurations with a VMS server
accessed over DECnet.

Registers a DECnet node name and address.

Deletes a virtual disk.
This command is limited to configurations with a VMS server
accessed over DECnet.

Describes the virtual disk services available on a server.
This command is limited to configurations with a VMS server
accessed over DECnet. ’

(continued on next page)
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Table 1—1 (Cont.) Summary of Network Commands and Notes on Limitations to

Use

Command Description

NET DISMOUNT Makes a virtual disk unavailable on the network.
This command is limited to configurations with a VMS server
accessed over DECnet.

NET ERROR Displays error statistics.

NET FILE SERVICES Shows the file and printer services available on a server.

NET HELP Shows function and syntax of client commands.

NET LIST Lists the nodes currently held in the DECnet node database.

NET LOAD Restores network connections that have been saved.

NET MODIFY Changes the characteristics of a virtual disk service.
This command is limited to configurations with a VMS server
accessed over DECnet.

NET MOUNT Makes a virtual disk ready for network connections.
This command is limited to configurations with a VMS server
accessed over DECnet.

NET PAUSE Temporarily suspends logical connections to file or printer
services.

NET PASSWORD Lets users change their passwords on a VMS or ULTRIX
server.

NET PRINT Prints a file and shows print request status.
Configurations with an 0S/2 server support this command but
none of the qualifiers. Configurations with an ULTRIX server
or with TCP/IP transport support all of the qualifiers except
for the following: /BINARY, /BURST, /CHARACTERISTICS,
/LOWERCASE, /NOTE, /PASSALL, /PRIORITY, /RESTART,
/SETUP, /SPACE, and /TRAILER.
All other configurations support all PRINT command qualifiers.

NET SAVE Saves current network connections.

NET TEST Starts the server loop test.
This command works in all configurations except asynchronous
communications links.

NETTIME Sets the date and time at the client.

1-4 Network Commands

This command works in all configurations except those with
0S/2 servers.
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Table 1-1 (Cont.) Summary of Network Commands and Notes on Limitations to
Use

Command Description

NET ZERO LAD Clears error counters for the virtual disk drives.
This command is limited to configurations with a VMS server
accessed over LAD or LAST transport.

PERMIT Offers one client as a temporary file server by permitting a
second client to make a single session connection to the first
client.

RCV Displays Broadcast and stored Broadcast messages on a client

that uses DECnet.
This command works in all configurations except asynchronous
communications links.

SETLOGON Registers your user name and password for connection to an
OS/2 server with user-level security when you use the basic
Redirector.

SETNAME Sets the client’s computer name.

TRCV Displays Broadcast and stored Broadcast messages on a client
that uses TCP/IP.

USE Lets users connect to and disconnect from file, printer, and

disk services. Displays information about connections.

This command has complete functionality except with an
ULTRIX or OS/2 server or over a TCP/IP network. In any

of those configurations, the command qualifiers /CLICK,
/CDROM, and /VIRTUAL are unsupported. In configurations
with an OS/2 server, the qualifier /SHOW is also not supported.

When you specify qualifiers with any of the commands described in this manual,
make sure that you type a space before each qualifier. For example, to use the
NET SAVE command with the /VIRTUAL and /LOG qualifiers, type:

C:\> NET SAVE SAVE,TXT /VIRTUAL /LOG

If you do not type a space before a qualifier, the command may not work, in which
case an error message is displayed.
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BCAST

BCAST

Purpose

This command lets you send a Broadcast message to one or more client nodes on
the network. A Broadcast message appears on the screen as a priority message
that interrupts any other screen activity.

Guidelines
You can specify the nodes that receive a BCAST message by:
¢ Listing the nodes on the command line

¢ Creating a distribution list

You can create a distribution list with up to 200 recipients for your Broadcast
messages. Each line in the list contains a client node name of up to 15
characters. The file name for the list has the extension .DIS (for example,
GROUP.DIS). Set up a distribution list as follows:

NODE1
NODEZ2
NODE3

NODE200

You can also create a file called BCAST.ID, which contains your personal name of
up to 12 characters. When you send a message, the users receiving the message
see both your node name and the personal name you specified in BCAST.ID.

You must create the BCAST.ID file in a directory on the path.

Format
BCAST [/C] node [,node...,] | list message
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BCAST

Parameters

node Is the name of the node to receive a Broadcast message. Node
can also be the name of a .DIS file that contains a list of nodes.
Omit the .DIS extension when entering the file name. To send
the message to all the nodes on the network, use an asterisk (*)
instead of a node name or the name of a .DIS file.

message Is the message BCAST sends to the node (or nodes).

Qualifier

/C The system informs you that a Broadcast message was not sent

to a specific node. Without the /C qualifier, you receive only the
confirmation that a message was sent.

Examples

¢  You want to call a group meeting of the people on your distribution list,
GROUP.DIS. You send the following message:

C:\> BCAST GROUP Group meeting in the cafeteria at 9:00 a.m.

*  You want to cancel a meeting with users at NODE1, NODE2, and NODE3. If
your Broadcast message to NODE1, NODEZ2, and NODE3 did not get through,
you want the system to let you know this. Enter:

C:\> BCAST /C NODEl,NODE2,NODE3 Canceling 3 o’clock meeting

If the message does not get through, the screen displays:
Could not confirm message sent to NODEl,NODE2,NODE3

Related Commands
RCV
TRCV
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LATCP

LATCP

Purpose

LATCP commands enable you to:

¢ Manage the Local Area Transport

¢ Create preferred services

e Offer your parallel printer as a service

Table 1-2 lists all the LATCP commands and their associated tasks.

Guidelines

To start the LAT Control Program (LATCP) utility, enter the following command
at, the DOS prompt:

LATCP

Format
LATCP command

Table 1-2 Summary of LATCP Commands

ADD Displays current services, from which you can
select preferred services.

ADD LPTn Offers your parallel printer as a service.

DEFINE FALLBACK Determines whether LAT should try additional

addresses if its initial attempt to make a
connection fails.

DEFINE GROUP CODES Assigns LAT resources to a specific set of users
and balances the load between computers
offering identical services.

DEFINE LPT THROTTLE Specifies how much time LAT can spend trying to
print during each timed interval of the scheduler.

DEFINE MAX CIRCUITS Specifies the maximum number of virtual
circuits.

(continued on next page)
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LATCP

Table 1-2 (Cont.) Summary of LATCP Commands

DEFINE MULTICAST

DEFINE RETRANSMIT
LIMIT

DEFINE SCB

DEFINE SCB BUFFER

DEFINE SEARCH

DEFINE SERVICE TABLE

DEFINE SESSION
THROTTLE

DELETE
DELETE LPTn
EXIT

HELP

LIST SERVICES

SHOW

SHOW CHARACTERISTICS

SHOW CIRCUITS
SHOW COUNTERS
SHOW PORTS

Listens (or does not listen) for service
announcements and other multicast messages.

Specifies the number of times a message will
be retransmitted before the virtual circuit is
declared “down”.

Allocates a number of SCBs (Session Control
Blocks) for LAT applications.

Allocates a number of buffers for each SCB
allocated with the LATCP DEFINE SCB
command.

Searches for additional addresses if the initial
connection attempt fails.

Specifies the maximum number of services that
can be stored in your service table.

Specifies the maximum number of data bytes
used by LAT when sending data to another node.

Deletes a preferred service.

Withdraws your local printer as a LAT service.
Leaves the LATCP utility.

Briefly describes the LATCP commands.

Displays your current preferred services and
their Ethernet addresses stored in DECLAT.DAT.

Combines all the information in the other SHOW
commands.

Displays information about the operating
characteristics of LAT.

Displays information about the current circuits.

Displays information about LAT errors.

Shows the printer ports created with LPTn.
(continued on next page)
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Table 1-2 (Cont.) Summary of LATCP Commands

SHOW SERVICES Displays your current preferred services, their
Ethernet addresses, ratings, node names, and
status.

SHOW SESSIONS Displays information on all existing sessions,
both inbound and outbound.

ZERO COUNTERS Sets LAT error counters to zero.
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LATCP
ADD

ADD

Purpose

With the ADD command you can:

¢ List up to 255 of the services currently being offered by LAT nodes.

¢ Select services that remain in your service table. The services that you select
are called preferred services.

Guidelines

Preferred services work this way:

Every time you start LAT, you receive multicast messages called service
announcements from every node offering services. It can take up to two
minutes for your node to receive all of the service announcements.

Information from these announcements is stored in your service table if there is
room and if the announcements meet certain requirements.

However, you can save both time and memory by storing information about

the services you use the most. By creating a preferred service, you ensure that
information about that service is always in your service table. You can then make
a connection to the service without delay.

The information for preferred services is stored in your permanent database,
DECLAT.DAT, and is loaded into the LAT service table when LAT is loaded or
reloaded.

You can add preferred services in one of the following ways:

* By selecting the service from a screen displayed with the LATCP ADD
command (see Example 1)

¢ By entering a command at the LATCP prompt (see Examples 2 and 3)
To update the service table, exit LATCP and restart LAT.

Note

Selecting a preferred service does not automatically connect you to the
service. After selecting a preferred service, you must use a terminal
emulator to connect to the service.
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LATCP
ADD

Format

ADD [node address | ethernet address nodename servicename]

Parameters

node address

ethernet address

node name
service name

Is the DECnet node address of a LAT node
offering the service. If you do not know the node
address for a specified node, see your system
administrator.

Is the Ethernet address of a host computer
offering the service. When you use the ADD
command without parameters, the Ethernet,
address of the host computers offering LAT
services is displayed on your workstation screen.

Is the name of the node offering the service.
Is the name of the preferred service.

Note

Use no parameters or all parameters.

Examples

¢ To display all the LAT services currently offered, enter:

LATCP> ADD

A screen similar to the following is displayed:

Selections

Service Address Rating

Listening for service announcements. This takes up to 2 minutes.
Press <SPACE> to stop listening.

Number of nodes: 25

1-12 Network Commands
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LATCP
ADD

As service announcements are received, the number of nodes and services
continues to increase. When you are ready to see a list of available services,
press the space bar.

A screen similar to the following is displayed:

Selections Service Address Rating
SERVICEL AA-00-04-00-0C-F8 6
SERVICE2 AA-00-2B-07-25-7D 120
SERVICE3 08-00-2B-14-1D-25 249
SERVICEn AA-00-04-00-7D-27 84

Select an entry by moving there with the cursor keys, and pressing
<RETURN>. Selected entries are displayed in the left window. When
you are finished press <ESC>.

You can undo a selection by using <LEFT> to go to the left window,
use <UP> or <DOWN> to move to the entry, and then
press <RETURN>.

Follow the instructions on the screen to select your preferred services. The
keys are as follows:

<ESC> Is or on an LK250 keyboard.
<UP> Is the up arrow.

<LEFT> Is the left arrow.

<DOWN> Is the down arrow.

¢  You want to add the VAX service MODEM_POOL as a preferred service.
MODEM_POOL is on node PLAY7 at Ethernet address AA-00-04-00-1D-25.
Enter:

LATCP> ADD AA-00-04-00-1D-25 PLAY7 MODEM POOL

*  You want to add the service SAMPLE, node PLAYS, address 9.320, as a
preferred service. Enter:

LATCP> ADD 9.320 PLAY8 SAMPLE

Related Command
ADD LPTn
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ADD LPTn

ADD LPTn

Purpose

This command lets you offer a local parallel printer as a LAT service.

Guidelines
The service is stored in the permanent database, DECLAT.DAT.

When you offer a printer as a LAT service, the printer appears to be offered on a
terminal server. On a VMS or ULTRIX server, the system administrator creates
a print queue through which users can access the printer. Then, with the USE or

NET PRINT command, users access the printer remotely like any other printer
service.

Note

The printer service operates as a background task. You can use your
personal computer while other users access your printer. However, you
cannot access your printer as a local resource; you can access the printer
only by means of the LAT print queue.

Any client that wants access to the LAT service must:
¢ Enter ADD to add the LAT service as a preferred service on the client.

¢ Be added as a preferred service on the client from which the LAT service is
offered.

For information about adding a preferred service, see the LATCP ADD command.

Format
/RATING=n

ADD LPTn service name | /PASSWORD=string
/NOPASSWORD
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ADD LPTn
Parameters
LPTn Is the logical name of the printer you are offering, for
example, LPT1 or LPT2.
service name Is the name you give to the printer service.
Qualifiers
/RATING=n Is the priority for the service you are offering. The value

for n is 0 to 255. The default is 255, the highest rating.

/PASSWORD=string Is the service password, if you have assigned one. You
may want to limit access to your printer service. If it is
not feasible to limit access by using group codes, you can
assign a service password.

/NOPASSWORD A password is not required (the default).

Examples

* You want to offer your printer as a LAT service with the logical name LPT2.
The service name is SERVICEL.

To control access to your printer, you have assigned the service password
MYPRINTER. Enter:

LATCP> ADD LPT2 SERVICEl /PASSWORD=MYPRINTER

* Several services on the network have the name SERVICE1. You want to
direct print jobs away from your printer. To do this, you can change the
rating from the default of 255 to a low rating. You decide on a rating of 4.
Enter:

LATCP> ADD LPT2 SERVICEl /RATING=4
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DEFINE FALLBACK

Purpose

This command determines whether LAT should try additional addresses if its
initial attempt to make a connection fails.

Guidelines

LAT normally chooses the service that has the highest rating. Then LAT tries to
make a connection to that Ethernet address. If LAT cannot establish a session to
that address, it fails.

However, if FALLBACK is enabled, LAT tries all known addresses for the service.
If it still cannot make a connection, it finally fails. This is especially useful

with clusters because you can create multiple preferred services with the same
service name. If FALLBACK is enabled, it tries all of them, if necessary, until a
connection is established.

Format
DEFINE FALLBACK [ON | OFF]

Qualifiers

ON Tries all known addresses.

OFF Accepts only the entry in the service table with the highest
rating for that service. This is the default.

Example

To be sure that LAT tries every known address for the service you need, enter:
LATCP> DEFINE FALLBACK ON

Related Command
DEFINE SEARCH
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DEFINE GROUP CODES

Purpose

This command specifies what group codes can make connections to a particular
service on a server. A group code is a number assigned by you or the system
administrator to a specific group of users.

Guidelines

When multiple servers offer the same service, using group codes prevents all
clients from connecting to the server that has the highest service rating, and thus
partitions the network.

The group codes affect connections both to and from other nodes.

Format
DEFINE GROUP CODES codel,...] [/ALL]

Parameter

code Is the group code. The range is 0 to 255.

Qualifier

/ALL Enables all of the group codes from 0 to 255. This is the default.
Example

You want to allow groups 23, 45, and 67 to access a service. Do so by defining
group codes as follows:

LATCP> DEFINE GROUP CODES 23,45, 67
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DEFINE LPT THROTTLE

Purpose

This command specifies how much time LAT spends trying to print during each
timed interval of the scheduler.

Guidelines

This value is a loop counter that is used when LAT checks the status of each
printer. Each time LAT checks a printer, it determines if more data can be sent
to the printer. The higher the value, the more time LAT spends trying to print
during each interval. The default value is 255. If your computer has a fast CPU,
such as that of a 386 or 486 machine, you may want to increase this value (for
example, to 500). If your computer has a slow CPU, such as that of a PC or XT,
you may want to decrease the default value (for example, to 50).

Format
DEFINE LPT THROTTLE x

Parameters
X Is the throttle value. The minimum value is 1; the maximum value
is

Example

You want to improve the performance of a printer connected to or used by a 386-
based personal computer. The default value is too low for optimal performance.

LATCP> DEFINE LPT THROTTLE 500
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DEFINE MAX CIRCUITS

Purpose

This command lets you specify the maximum number of virtual circuits (node-to-
node connections) that can be made. By limiting the number of virtual circuits,
you can save memory.

Format
DEFINE MAX CIRCUITS n

Parameter

n Is the maximum number of virtual circuits. The value for n is
from 1 to 32. The default is 4. The value for n is stored in the
permanent database DECLAT.DAT.

Examples

¢ Because two new LAT printer services are offered, you need to increase the
current default of 4 circuits by 2. Enter:

LATCP> DEFINE MAX CIRCUITS 6

*  You need to connect to only one node. To save as much memory as possible,
you can limit the allowable circuits to 1. Enter:

LATCP> DEFINE MAX CIRCUITS 1
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DEFINE MULTICAST

Purpose

This command specifies whether or not your client listens for multicast messages
(service announcements from host computers).

Guidelines

When LAT is started, it loads preferred services from your service table,
DECLAT.DAT. Other services come from service announcements that are
periodically sent to all nodes. However, if you disable LAT multicast, LAT
ignores the service announcements.

Never disable LAT multicast unless you have defined all desired preferred
services.

Leave multicast ON if you have offered your printer as a LAT service. If a LAT
node wants to access your printer, it sends a solicit-information message by
multicast, asking whether the printer service is available.

Format

DEFINE MULTICAST [ON | OFF]

Parameters

ON LAT listens to service announcements. This is the default.

OFF LAT ignores service announcements. ADD LPTn overrides this
qualifier.

Example

You have defined all the preferred services you need. To conserve CPU processing
time on you PC, enter:

LATCP> DEFINE MULTICAST OFF
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DEFINE RETRANSMIT LIMIT

Purpose

This command specifies the number of times a message is retransmitted before
the virtual circuit (connection) is declared down. When the circuit is down, any
sessions using that virtual circuit are stopped.

Format
DEFINE RETRANSMIT LIMIT n

Parameter

n Is the number of times a message is retransmitted. The value
of n is 1 to 255. The default is 24. The value for n is stored in
the permanent database, DECLAT.DAT.

Example

You have noticed that you cannot make connections to the terminal server or
that the connections are frequently broken. You need to increase the number of
retransmissions from the default of 24. Enter:

LATCP>DEFINE RETRANSMIT LIMIT 32
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DEFINE SCB

Purpose

This command allocates a selected number of session control blocks (SCBs) within
LAT that can be used by LAT applications. An SCB is a data structure that an
application must provide to LAT to create a session; each session requires an

SCB.

Guidelines ,

Do not move or swap an SCB out of memory; LAT may write to it at any time.
The following information applies to Microsoft Windows 3.0:

* Since a windowing application can be swapped out of memory, use DEFINE
SCB to provide LAT with an SCB when you are using Microsoft Windows.

¢ Ifyou want to use either SETHOST or VT320:
— Use LATCP DEFINE SCB to allocate several SCBs.
— Load LAT before starting Microsoft Windows.
— Set the environment variable NVITWIN to 1.

Format
DEFINE SCB n

Parameter

n Is the number of SCBs you are allocating. The minimum number of
SCBs is 0; this is the default. The maximum number is 10.

Example

You need to increase the number of SCBs from 0, the default, to 4. Enter:
LATCP> DEFINE SCB 4
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DEFINE SCB

Related Command
DEFINE SCB BUFFER

Network Commands 1-23



LATCP
DEFINE SCB BUFFER

DEFINE SCB BUFFER

Purpose

This command allocates a selected number of buffers for each session control
block (SCB) you allocate with the LATCP DEFINE SCB command.
Guidelines

Each buffer allocated contains 259 bytes.

The default number of buffers allocated (6) helps VMS LAT achieve maximum
performance.

Format

DEFINE SCB BUFFER n

Parameter

n Is the number of SCB buffers you are allocating. The default number
is 6. The range of numbers is 1 to 8.
Example

You want to decrease the number of SCB buffers that are allocated from 6 to 4.
Enter:

LATCP> DEFINE SCB BUFFER 4

Related Command
DEFINE SCB
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DEFINE SEARCH

DEFINE SEARCH

Purpose

This command specifies whether LAT should send a solicit-information
message to other nodes, asking if they offer a service. DEFINE SEARCH tries
each address in turn until it makes a connection.

Guidelines
Use DEFINE SEARCH if DEFINE FALLBACK has failed to make a connection.

If they offer the service, the nodes respond affirmatively. The responses are
stored in the service table the same way service announcements are.

Note

Currently, terminal servers are the only communications systems on the
LAT that are guaranteed to respond to the DEFINE SEARCH command.

Enabling SEARCH also enables FALLBACK.

Format
DEFINE SEARCH ON | OFF

Parameters

ON Turns on a search of other nodes that results in a connection.
OFF Turns off a search of other nodes that results in a connection.
Example

To enable SEARCH, enter:
LATCP> DEFINE SEARCH ON
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DEFINE SEARCH

Related Command
DEFINE FALLBACK
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DEFINE SERVICE TABLE

Purpose

This command lets you specify the maximum number of services that can be
stored in your service table.

Guidelines

Preferred services adjust the service table size transparently. Therefore, this
command does not apply to preferred services.

Each addition to the service table requires approximately 62 bytes of memory: 31
bytes for the service, 31 bytes for the node.

You can use the full command or the abbreviated version, DEFINE SERVICE.

Format
DEFINE SERVICE [TABLE] n

Parameters

n Is the maximum number of services you want in the service table.
The value of n is 1 through 255. The default is 10.

Example

To store 50 services in your service table, enter:
LATCP> DEFINE SERVICE 50
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DEFINE SESSION THROTTLE

Purpose

This command lets you limit the maximum number of bytes sent in a slot. A slot
is a packet of data containing the information for a single session.

Guidelines

It is possible to lose data if the other LAT node has inadequate port buffers. If
this happens, one workaround is to limit the number of bytes sent in each slot.

Caution

Use this command only if you have expert knowledge of the system.

Format
DEFINE SESSION THROTTLE n

Parameter

n Is the maximum number of characters sent in a slot. The value of n is
1 to 255 bytes. The default is 127 bytes.

Example

Error counters on the terminal server show frequent data overruns. You need to
reduce the slot size. You can decrease the number of bytes until the problem is
corrected. A good number to start with is 64. Enter:

LATCP> DEFINE SESSION THROTTLE 64
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DELETE

Purpose

The DELETE command deletes one or more LAT preferred services. By deleting
services you no longer need, you reduce the memory used by LAT.

Guidelines

You can delete a preferred service in one of the following ways:

¢ If you specify a service name, that service is deleted from the service table
stored in DECLAT.DAT.

¢ If you do not specify a service name, LATCP displays a window containing all
of the preferred LAT services. Follow the instructions on the display to select
the services to be deleted.

Services are deleted from DECLAT.DAT after you restart LAT.

Format
DELETE [service name] [/ALL]

Parameter

service name Is the name of the preferred service.
Qualifier

/ALL Deletes all of the services in DECLAT.DAT.
Examples

¢ To delete SERVICE1 from DECLAT.DAT, enter:
LATCP> DELETE SERVICEl

*  You want to delete an entry from the service table. First, display the service
table by entering:

LATCP> DELETE
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A screen similar to the following is displayed.

Selections Service Address Rating
SERVICEL AA-00-04-00-0C-F8 0
SERVICE2 08-00-2B-07-25-7D 255

Select an entry by moving to it with the arrow keys. Press Return.
Selected entries are displayed in the left hand window. When you
are finished press <ESC>.

You can undo a selection by using <LEFT> to go to the left window, use
<UP> or <DOWN> to move to the entry, and then
press <RETURN>.

<ESC>  Is[Esc|or on an LK250 keyboard.
<UP> Is the up arrow.

<LEFT> Is the left arrow.

<DOWN3> Is the down arrow.

Follow the instructions on the screen to delete the entry.

* Your service table is no longer current. To delete all your preferred services,
enter:

LATCP> DELETE /ALL
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DELETE LPTn

Purpose
This command deletes a local printer service defined with DEFINE LPTn.

Format

DELETE LPTn

Parameters

LPTn Is a local printer that you have offered as a LAT service. LPTn
can be LPT1, LPT2, LPT3, or LPT4.

Example

You have offered LPT1 as printer service on LAT. Now you want to remove your
printer as a service. Enter:

LATCP> DELETE LPT1

You can now connect logical device LPT1 to another printer.

Related Command
DEFINE LPTn
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EXIT

Purpose
The EXIT command lets you leave the LATCP utility.

Format
EXIT

Example

To leave the LATCP utility and return to the DOS prompt, enter:
LATCP> EXIT
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HELP

Purpose |
The HELP command displays information about the following LATCP commands:

ADD
DEFINE

SCB

SCB BUFFER
FALLBACK

GROUP CODES

LPT THROTTLE
RETRANSMIT LIMIT
MAXIMUM CIRCUITS
MULTICAST
SEARCH

SERVICE TABLE
SESSION THROTTLE

DELETE
EXIT
LIST
LIST SERVICES
SHOW

CHARACTERISTICS
CIRCUITS
COUNTERS
SERVICES

PORTS

UNLOAD
ZERO COUNTERS

Format
HELP [command]
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HELP

Parameters

command Is the command for which you want help.

Example

To see information about all the LATCP commands, enter:
LATCP> HELP

The following screen is displayed:

The HELP command displays information about LATCP commands on your screen.
HELP is available for the following commands:

ADD DEFINE DELETE EXIT LIST SHOW UNLOAD ZERO

Select an entry, for example DEFINE. Enter:
C:\> LATCP HELP DEFINE

A screen similar to the following is displayed:

The DEFINE command is used to stored LAT parameters in a permanent database
(declat.dat) that LAT reads whenever it is loaded. This eliminates all
LAT command line parameters except for /u which is used by Sethost if it
transparently loads and unloads LAT. The following DEFINE commands exist:

SCB

SCB BUFFER
FALLBACK

GROUP CODES

LPT THROTTLE
RETRANSMIT LIMIT
MAXIMUM CIRCUITS
MULTICAST

SEARCH

SERVICE TABLE
SESSION THROTTLE

For information on a specific DEFINE command such as DEFINE SCB, enter:
LATCP> HELP DEFINE SCB

The resulting screen defines the command.
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LIST SERVICES

Purpose

With this command, you can display the preferred services that you selected with
LATCP ADD and stored in your permanent database, DECLAT.DAT. The node
name and Ethernet address for each service are displayed.

Guidelines

When LAT is not running, you can use LIST SERVICES for a quick listing of
your current preferred services.

When LAT is running, use SHOW SERVICES to list more detailed information
about preferred services.

Format

LIST SERVICES

Example

You have started your client, and you want to see a quick list of your current
preferred services. Enter:

LATCP> LIST SERVICES

The screen displays your preferred services and their Ethernet addresses.

Node Name Preferred Service Ethernet Address

PLAY7 SERVICEl AA-00-04-00~F3-F8
PLAYS SERVICE2 08-00-2B-0B~1B-ED
PLAYY9 SERVICE3 AA-00-04~00-A2~-24
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SHOW

Purpose
This command displays all the information from the following commands:

SHOW CHARACTERISTICS
SHOW COUNTERS

SHOW CIRCUITS

SHOW SESSIONS

SHOW SERVICES

SHOW PORTS

Format
SHOW

Example

You want detailed information on all the services offered on LAT. Enter:
LATCP> SHOW

Screens similar to the following are displayed:
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LAT characteristics as of 12-Aug-1991

Server name

Protocol version

Protocol ECO

Maximum number of circuits
Number of circuits

Maximum number of sessions
Number of sessions

Multicast

Fallback

Search

Local services

Service table size

Number of services

Number of nodes

Unused entries in service table
Number of application SCBs
Number of application SCBs in use

Number of slot buffers in an application SCB

Maximum slot size when sending
Group codes

Number of ticks per second
Retransmit timer
Retransmit limit

Multicast timer

Keepalive timer

Cmd retry timer

Cmd retry limit

Response timer

LPT throttle

| [ (| | (T (| | [ (| | 1 | B [ O

LATCP
SHOW

6:51:46

LAT AR0004003326
5

1

4

0

32

0

Enabled
Disabled
Disabled

0

100

7

4

189

3

0

6

127 bytes

0 - 255 (all groups enabled)

540 ticks
360 ticks
4 ticks

4

36 ticks

255
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SHOW

LAT counters as of 12-Aug-1991 6:59:38

Seconds since last zeroed

Messages transmitted

Messages received

Messages retransmitted

Messages received out of sequence
Illegal messages received

Illegal slots received

Queue entry unavailable for service
Transmit buffers unavailable
Invalid messages received

Invalid slots received

Invalid multicast messages

Invalid acknowledgments

Solicit information messages received
Solicit information messages sent
Response information messages received
Response information messages sent
Connection solicitations received
Connection solications accepted
DLL buffers owned

DLL buffers freed

Session transmit queue already full

1-38 Network Commands

lo¥oNoNoNoRNeoReNaoRoNoRoRe oo RoNoRo Ro )6 )]

(=}

w
[=2)
o

O o
(<23}
~ ~J
oo



LATCP

SHOW
LAT virtual circuits as of 12-Aug-1991 15:13:40
Node Ethernet Circuit Circuit Number of
Name Address State Id Sessions
PLAY1 AA-00-04-00-A8-27 Running 2 1
LAT sessions as of 12-Aug-1991 14:22:58
Service Session Session Circuit Local Remote Number of
Name State Id Id Credits Credits Buffers
SERVICEl  Running 4 2 0 0 3
SERVICE2 Running 8 6 0 0 3

Known LAT services as of 12-Aug-1991 15:13:40
10 services offered by 10 nodes

Service Name Rating Ethernet Address Node Name Status
SERVICEL 6 AA-00-04-00-18-27 PLAY1 Available
SERVICE2 6 AA-00-04-00-0C-F8 PLAY2 Available
SERVICE3 255 08-00-2B-17-F2-19 PLAY3 Available
SERVICE4 83 RA-00-04-00-07-F9 PLAY4 Available
SERVICES 0 AA-00-04-00-CB-24 PLAYS5 Available
SERVICE6 0 08-00-2B-06-77-39 PLAY6 Available
SERVICE7 76 AA-00-04-00-4F-24 PLAY7 Available
SERVICES 50 AA-00-04-00-E6~F8 PLAY8 Available
SERVICEY 6 AA-00-04-00-46-24 PLAY9 Available
SERVICELOQ 245 AA-00-04-00-92~24 PLAY10 Available
LAT ports as of 12-Aug-1991 15:13:40

Service Service Service

Name Password Rating LPTH

SERVICEl 255 1 1
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SHOW CHARACTERISTICS

Purpose

This command displays information about the LAT configuration and its operating
characteristics.

Format
SHOW CHARACTERISTICS

Example

To display the LAT characteristics for your node, enter:
C:\> SHOW CHARACTERISTICS
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A screen similar to the following is displayed:

LAT characteristics as of 12-Aug-1991 6:51:46

Server name

Protocol version

Protocol ECO

Maximum number of circuits
Number of circuits

Maximum number of sessions
Number of sessions

Multicast

Fallback

Search

Local services

Service table size

Number of services

Number of nodes

Unused entries in service table
Number of application SCBs
Number of application SCBs in use

Number of slot buffers in an application SCB

Maximum slot size when sending
Group codes

Number of ticks per second
Retransmit timer
Retransmit limit

Multicast timer

Keepalive timer

Cmd retry timer

Cmd retry limit

Response timer

LPT throttle

LATCP
SHOW CHARACTERISTICS

LAT AA0004003326
5

1

4

0

32

0
Enabled
Disabled
Disabled
0

100

127 bytes
0 - 255 (all groups enabled)

540 ticks
360 ticks
4 ticks

4

36 ticks
255
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SHOW CIRCUITS

SHOW CIRCUITS

Purpose

This command displays information about the existing virtual circuits (SETHOST
and printer connections).

Format

SHOW CIRCUITS

Example

To show information about current connections, enter:
LATCP> SHOW CIRCUITS

A screen similar to the following is displayed:

LAT virtual circuits as of 12-Aug-1991 14:22:58

Node Ethernet Circuit Circuit Number of
Name Address State Id Sessions
PLAY1 AR-00-04-00-23-F9 Running 2 1
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SHOW COUNTERS

SHOW COUNTERS

Purpose

The SHOW COUNTERS command displays the LAT error counters, which show
the types of errors that have occurred since counters were last zeroed.

Format
SHOW COUNTERS

Example

To determine the type of error that may be causing problems on LATCP, enter:

LATCP> SHOW COUNTERS

A screen similar to the following is displayed:

LAT counters as of 12-Aug-1991 6:59:38

Seconds since last zeroed

Messages transmitted

Messages received

Messages retransmitted

Messages received out of sequence
Illegal messages received

Illegal slots received

Queue entry unavailable for service
Transmit buffers unavailable
Invalid messages received

Invalid slots received

Invalid multicast messages

Invalid acknowledgments

Solicit information messages received
Solicit information messages sent
Response information messages received
Response information messages sent
Connection solicitations received
Connection solications accepted
DLL buffers owned

DLL buffers freed

Session transmit queue already full
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SHOW PORTS

SHOW PORTS

Purpose
This command shows the printer ports created with ADD LPTn.

Format
SHOW PORTS

Example

LPT1 has been offered as local printers on LAT. To see information about this
service, enter:

LATCP> SHOW PORTS
A screen similar to the following is displayed:
LAT ports as of 12-Aug-1991 15:13:11

Service Service’ Service
Name Password Rating  LPT#
SERVICEl 255 1

Related Command
DEFINE LPTn
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SHOW SERVICES

SHOW SERVICES

Purpose

This command displays all the services stored in your LAT service table. SHOW
SERVICES includes preferred services and any other known services that

have been added by means of service announcements and response information
messages.

Guidelines
You can use SHOW SERVICES when LAT is running. When LAT is not running,
use LIST SERVICES for a quick list of preferred services.

Format
SHOW SERVICES

Example

LAT is running, and you want to find out what services are currently in your LAT
service table. Enter:

LATCP> SHOW SERVICES

A screen similar to the following is displayed.

Known LAT services as of 12-Aug-1991 15:13:40
10 services offered by 10 nodes

Service Name Rating Ethernet Address Node Name Status

SERVICEL 6 AA-00-04-00-18-27 PLAYl Available
SERVICE2 6 AA-00-04-00-0C-F8 PLAY2 Available
SERVICE3 255 08-00-2B-17~F2-19 PLAY3 Available
SERVICE4 83 AA-00-04-00-07-F9 PLAY4 Available
SERVICES 0 AA-00-04-00-CB-24 PLAY5 Available
SERVICE6 0 08-00-2B-06-77-39 PLAY6 Available
SERVICE7 76 AA-00-04-00-4F-24 PLAY7 Available
SERVICES 50 AA-00-04-00-E6-F8 PLAYS8 Available
SERVICEY 6 AA-00-04-00-46-24 PLAY9 Available
SERVICEL( 245 AR-00-04-00-92-24 PLAY10 Available

Network Commands 1-45



LATCP
SHOW SESSIONS

SHOW SESSIONS

Purpose

This command displays the current inbound and outbound sessions.

Format
SHOW SESSIONS

Example

To show active sessions and information about them, enter:
LATCP> SHOW SESSIONS

A screen similar to the following is displayed:

LAT local services as of 12-Aug-1991 14:22:58

Service Session Session Circuit Local Remote Number of

Name State Id Id Credits Credits Buffers
SERVICEl Running 4 2 0 0 3
SERVICEZ Running 8 6 0 0 3
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ZERO COUNTERS

Purpose

This command sets all of the LAT error counters to zero. The system then records
errors and other statistics until the next time you clear the error counters.

Format
ZERO COUNTERS

Example

To set all of the LAT counters to zero, enter:
LATCP> ZERO COUNTERS
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LOGON

Purpose

This command connects the client to your personal directory on a VMS or

ULTRIX server and runs your user profile. For information on logging on to an
0S/2 server, see the SETLOGON command.

Guidelines

If you try to connect to your personal directory, and are continually refused
connection, see your system administrator.

Format

LOGON server username [password | *] [/VIRTUAL]

Parameters

server
username

password
*

Qualifier

/VIRTUAL

Example

Is the name of the server to which you want to connect.

Is your assigned user name.

Is your assigned password.

Prompts you for your password, which is not echoed on the screen.

Is required if your personal account is on a virtual disk.

You want to connect to your personal directory USER1 on SERVR1. You also
want to be prompted for a password that does not appear on the screen. Enter:

A:\> LOGON SERVR1 USER1 *

Password:
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MEMMAN

Purpose

The MEMMAN command invokes the Memory Information Utility, which does
the following:

¢ Displays information about conventional, expanded, or extended memory
¢ Unloads network components from memory

For more information about using memory, see Memory Solutions for Client
Administrators.

Format
r~ /B W
/E
/F
/H
MEMMAN | /M
/S
U
X
L /Y
Qualifiers
/B Provides a brief display of information on /E, /M, and /S screens. This
is the default.
/E Displays detailed information about expanded memory. For this
qualifier to work, you need an expanded memory driver such as
EMM.SYS in your CONFIG.SYS file.
/F Provides detailed information on /E, /M, and /S screens.
/H Provides help on MEMMAN.
™ Displays a DOS memory map, including the PCSA Mark. This is the
default.
/S Displays a summary of conventional, expanded, and extended memory.
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Unloads all components from conventional memory up to and
including the PCSA Mark. To unload individual components, see
Memory Solutions for Client Administrators.

In general, it is best to unload by entering STOPNET at the DOS
prompt. However, as an alternative, you can use MEMMAN /U in the
following sequence:

C:\> USE *: /DISCONNECT
C:\> USE LPT*: /DISCONNECT
C:\> MEMMAN /U

The network components you unload with MEMMAN /U are reloaded
automatically when you restart the network with the STARTNET
command.

Displays detailed information about extended memory. For this
qualifier to work, you need an extended memory driver such as
HIMEM.SYS in your CONFIG.SYS file.

Is used with the /U qualifier only. Indicates that you do not want to
be prompted to confirm that you want to unload all components from
memory.

Use this qualifier cautiously. If you use the /Y qualifier, MEMMAN
does not prompt you to confirm the unload. Therefore, you cannot
stop the unload if active network links are detected. Errors can occur
if MEMMAN unloads the network while connections are still active.
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Examples

MEMMAN /E

You need to know how much memory is available for loading network components
from conventional memory into expanded memory. Enter:

C:\> MEMMAN /E

A screen displays the available space for expanded memory (60 pages, 960K)
along with other information about expanded memory:

MEMMAN V4.1.0 PATHWORKS Memory Information Utility
Copyright (C) 1988-1991 by Digital Equipment Corporation

Expanded Memory Information

EMM driver version 4.0

EMM page frame address EC00

Expanded memory size 333 pages (5328K)
Expanded memory available 60 pages (960K)

Handle Pages Size Attributes Handle Name

0 40 640K volatile [noname]
1 125 2000K volatile [noname]
2 100 1600K volatile [noname}
3 4 64K volatile DECnetR? [44 45 43 6E 65 74 52 02]
4 4 64K volatile DECnetR? [44 45 43 6E 65 74 52 01]

Table 1-3 describes the expanded memory display.
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Table 1-3 Description of Expanded Memory Display

EMM driver version

Page frame address

Expanded memory size
Expanded memory available
Handle

Pages

Size

Attributes

Handle name

Is the software version of the EMM driver.
You must be running a Version 4.0 driver for
PATHWORKS support.

Is the beginning address for the page frame.
A page frame is a window through which
expanded memory is accessed.

Is the size of the expanded memory in pages and
bytes. There are 16 Kbytes to a page.

Is the amount of expanded memory that is
available to applications using expanded memory.

Is a unique number used to reference a block of
allocated expanded memory.

Is the size, in pages, of expanded memory for a
specific handle.

Is the size, in Kbytes, of expanded memory for a
specific handle.

Are the characteristics of a handle’s expanded
memory.

Volatile memory is lost when you turn off and
restart the system.

Nonvolatile memory is preserved when you
turn off and restart the system.

Is the name an application assigns to a handle.
Some handle names can contain nonprintable
characters. When this occurs, MEMMAN
displays the handle name in hexadecimal.
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MEMMAN /H
You need to find out what tasks are performed by the MEMMAN qualifiers.

Enter:

C:\> MEMMAN /H

The following screen is displayed:

MEMMAN V4.1.0 PATHWORKS Memory Information Utility
Copyright (C) 1988-1991 by Digital Equipment Corporation

Usage: MEMMAN [/F|/B|/Y] [/M|/S|/BI/U|/E|/X]

Where: /F
/B
/Y
/8
/M
/H
/E
/X
/U

Full information

Brief information (default)

Do not confirm unload (used with /U)
Summary report of all memory

DOS memory usage map (default)

This help summary

Detailed expanded memory information
Detailed extended memory information
Unload network
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MEMMAN /M /F

You need to determine how much memory has been used by system processes.
Enter:

C:\> MEMMAN /M /F

A screen similar to the following is displayed:

MEMMAN V4.1.0 PATHWORKS Memory Information Utility
Copyright (C) 1988-1991 by Digital Equipment Corporation

pSp
0008

0008
0EB7
free
0EB7
free
1840
free
1C5E
1Ca6
free
1E72
2052
2D42
2FAC
free
3813
395E
3AFA
42AC

Bytes
40384

56336
3376
48
528
96
14976
304
1136
7088
240
7664
52976
9872
34096
288
5280
6576
31504
34240

free 346976

Owner
MS-DOS

CONFIG.SYS
COMMAND . COM

COMMAND . COM
Mouse

PCSA Mark
Scheduler

Datalink
DNP/NETBIOS
LAST

n/a

LAD
n/a
LAT
CTERM

Command Line

/m /f
<ENVIRONMENT>

/y

/H

/rem:2 /nam:n /fc:0
/N:PLAID /C:d /M:D /
/L:10 /P:1:128 /P2:12

/R:=1 /W:-1 /A:-1
/r:2

Table 14 describes the memory map display.
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01 03-04 13 19 1B 20-21 25-29
2B-2D 31-32 34-3F

02 09-0A 0C-0E 15 19 70 72-73
22-24 2E

10 33 74

08 0B 6C

1C
2A 5C 6E

05 17 2F
13

6A
69
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Table 1-4 Description of Memory Map Display

PSP
Bytes
Owner

Command line

Hooked interrupts

Is the process address or ID.
Is the size of the block of memory.

Is the name of the process that has reserved
the block of memory. If the owner cannot be
determined, the memory map entry is “n/a”.

Is one of the following:

All or a portion of the command line that started
the process. Portions of typical command lines
are /L:10 /P1:128, and /P2:12.
<ENVIRONMENT>, which contains the
environment variables used by the owner.

<DATA> (not shown in display), which means
that the memory contains data for a process. If
you spawn out of an application, for example, the
data for that process remains in memory.

Are interrupts that a component takes over for
its own communication purposes. In the display,
DNP/NETBIOS has taken control of interrupts
2A, 5C, and 6E.
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MEMMAN /S /F

To display a summary of all types of memory, plus a scan of system memory,
enter:

C:\> MEMMAN /S /F

MEMMAN V4.1.0 PATHWORKS Memory Information Utility
Copyright (C) 1988-1991 by Digital Equipment Corporation

Memory Usage Summary
DOS memory allocation scheme first fit

Physical conventional memory 640K
Reported conventional memory 704K
Available conventional memory 623K

Physical extended memory 5120K
Reported extended memory OK
Expanded memory size 5120K
Expanded memory available 592K
XMS extended memory available 592K
Largest available EMB 592K

System Memory Scan

0000-9FC0O 639K Conventional

9FC0~-A000 1K Extended BIOS Area

A000-B7FF 96K Free

B800-BFFF 32K Ram

C000~-C5FF 24K ROM COPYRIGHT WESTERN DIGITAL CORP.
1987,88,89,ALL RIGHTS RESERVED

C600-CBFF 24K Free

CCOO-CFFF 16K ROM

DOOO-DBFF 48K RAM

DCOO~DFFF 16K ROM COPYRIGHT DIGITAL EQUIPMENT CORPORATION 1988

EQQ0-FBFF 112K Unknown

FCOO~FDFF 8K RAM

FEQO-FFFF 8K System ROM (C) 1985,1986,1987

Table 1-5 describes the memory usage display.
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Table 1-5 Description of Memory Usage Display

DOS memory allocation scheme First fit. DOS starts searching at the
lowest available block of conventional
memory and allocates the first block it
finds that satisfies the request.

Note

The DOS memory allocation scheme can also be:

Last fit — DOS starts searching at the highest available block of
conventional memory and allocates the first block it finds that satisfies
the request.

Best fit — DOS searches conventional memory and allocates the first
available block that most closely matches the request size.

Physical conventional memory Is the number of Kbytes installed as
conventional memory.
Reported conventional memory Is the number of Kbytes that the system

says is configured as conventional
memory, System functions can cause
this number to vary. Physical memory
gives the accurate number.

Available conventional memory Is the number of remaining Kbytes that
you can use for an application.

Physical extended memory Is the number of Kbytes installed as
extended memory.

Reported extended memory Is the number of Kbytes that the system

says is configured as conventional
memory. System functions can cause
this number to vary. Physical memory
gives the accurate number.

Expanded memory size Is the number of Kbytes installed as
expanded memory.

(continued on next page)
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Table 1-5 (Cont.) Description of Memory Usage Display

Expanded memory available

XMS extended memory available

Largest available EMB

System Memory Scan

Is the number of remaining Kbytes
that you can use for applications and
for loading network components into
expanded memory.

Is the number of remaining Kbytes
available as XMS-compliant extended
memory.

Is the largest contiguous extended
memory block available.

Shows the space allocated to RAM and
ROM in adapter memory.
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MEMMAN /U

To unload all the components from conventional memory up to and including
SAVE, enter:

C:\> MEMMAN /U
The screen displays a warning that DECnet links are active:

MEMMAN V4.1.0 PATHWORKS Memory Information Utility
Copyright (C) 1988-1991 by Digital Equipment Corporation

Approximately 76336 bytes of memory will be released

Warning: Active DECnet links
OK to proceed? [No}j: N

You have two choices:
¢ Answer the prompt by pressing N. Then, at the DOS prompt, enter:

USE LPT*: /DISCONNECT
MEMMAN /U

¢ Answer the prompt by pressing Y. The memory is unloaded, but you lose any
connections you have to file and disk services.

e If you are using MAIL with the keep-network-link option ON, you may have
to stop the mail link before you can unload the mail component. To stop the
mail link, at the DOS prompt, enter: MAILLNK /STOP.
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MEMMAN /U /F

You need 51,200 bytes of additional memory to run Lotus 1-2-3. To find out
whether you can gain this memory by unloading network components from
conventional memory, enter:

C:\>MEMMAN /U /F

A screen similar to the following is displayed:

MEMMAN V4.1.0 PATHWORKS Memory Information Utility
Copyright (C) 1988-1991 by Digital Equipment Corporation

PCSA Mark 1 found at PSP 1CS5E
Restoring context from PCSA Mark 1 at PSP 197B

The following memory will be released:
Block 1C5D length 1136 bytes owned by PSP 1C5E (PCSA Mark program)
Block 1CA5 length 7088 bytes owned by PSP 1CA6 (Scheduler program)
Block 1E71 length 7664 bytes owned by PSP 1E72 (Datalink program)
Block 2051 length 52976 bytes owned by PSP 2052 (DNP/NETBIOS program)
Block 2D41 length 9872 bytes owned by PSP 2D42 (LAST program)
Block 2FAB length 34096 bytes owned by PSP 2FAC (n/a program)
Block 3812 length 5280 bytes owned by PSP 3813 (LAD program)
Block 395D length 6128 bytes owned by PSP 395E (n/a program)
Block 3ADD length 31504 bytes owned by PSP 3ADE (LAT program)
Block 428F length 34240 bytes owned by PSP 4290 (CTERM program)

Approximately 190512 bytes of memory will be released

Warning: Active DECnet links
OK to proceed? [No]: Y

The display shows that 190,512 bytes of memory are released when you complete
the command. After unloading you will have more than enough conventional
memory for Lotus 1-2-3. At the prompt “OK to proceed?”, you can press Y for Yes.
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MEMMAN

To find out what version of the XMS driver is on your system, and how much

extended memory is available, enter:
C:\> MEMMAN /X

A screen similar to the following is displayed:

MEMMAN V4.1.0 PATHWORKS Memory Information Utility
Copyright (C) 1988-1991 by Digital Equipment Corporation

Extended Memory Information

XMS driver version 2.00 (revision 2.60)
Driver API entry point OA6E:00C9

High memory area allocated

A20 line status disabled

Extended memory available 5056K

Largest available EMB 5056K

Largest available UMB 1023K

Available EMB handles 32

Allocated Memory
ID Handle Size Locks Real Address

87 0m87 2048 0 00110000

The display shows that XMS driver Version 2.60 is installed. Check with your
system administrator to make sure that this is the correct version.

The display also shows that 64 Kbytes of extended memory are available.

Table 1-6 describes the extended memory display.
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Table 1-6 Descrintion of Extended Memary Dignlay

XMS driver version
Driver API entry point

High memory area

A20 line status

Extended memory available
Largest available EMB

Largest available UMB

Available EMB handles

Version number for the extended memory
driver.

The entry point to the driver for making
XMS calls.

The first 64 Kbytes of extended
memory, located just beyond the 1 MB
conventional memory limit.

Reports the current state of the A20 line.
The A20 line is the 21st memory address
line. It is disabled by default. However,

to access the high memory area, it must

be enabled.

The amount of extended memory you can
use.

Largest contiguous extended memory
block available.

Upper memory block, a block of memory
above 640K, but within the addressable
1 MB area. A UMB can be allocated to
load TSRs and device drivers outside of
conventional memory, saving room in
conventional memory for applications.

Numbers used by the system to identify
requests for extended memory.
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NET ATTRIB

Purpose

Using NET ATTRIB, you can:

® Set or change protection on files and directories
¢ Display the protection on files and directories

¢ Change the access control list (VMS only)

Guidelines

This section gives guidelines for:

e Setting protection

¢ Displaying protection

¢ Granting File Access to Selected Users

Setting Protection

If you are connected to a VMS or an ULTRIX server, you can use NET ATTRIB
to set protection on files and directories created in a common file service. For
instructions on connecting to a common file service, see the USE command.

On the VMS server, you set protection by means of the Record Management
Service (RMS), which determines whether you and other users can access a file.
RMS protection is based on the User Identification Code (UIC), a name or number
assigned by the system administrator to every user. The UIC identifies you when
you log on.

You can grant privileges to one or more of the following categories of users:
* System (S), one of the following:
— All users who have system privilege (SYSPRV)

— Users with low group numbers, usually from 1 through 10 (octal). The
exact range of system group numbers is determined by the system
manager when the system is generated, and may range as high as 37776
(octal). These group numbers are generally for system managers, security
managers, system programmers, and operators.
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— Users with the user privilege GRPPRV whose UIC group matches the
group of the object’s owner.

Note

This category is supported in VMS, but not in ULTRIX. In ULTRIX, when
you change the privileges granted to the owner of a file or directory, the
same privileges are granted to all users who fall into the System category.

¢  Owner (O), the user with the same UIC as the user who created and therefore
“owns” the file or directory. Usually, you are the owner.

* Group (G), all users, including the owner, who have the same group number
in their UICs as the owner of the file or directory.

¢  World (W), all users, including those in the first three categories.
You can set protection on:

*  One or more directories or files you create in a common VMS or ULTRIX file
service.

* One or more directories or files that another user creates in a common file

service, provided the user grants control access to you. (See “Granting File
Access to Selected Users.”)

You can grant one or more of the following privileges:
* R (Read)

e W (Write)

* E (Execute)

¢ D (Delete) Note This privilege is supported in VMS, but not in ULTRIX.
In ULTRIX, having Read and Write privileges automatically confers Delete
privileges.

Note

The Execute privilege allows users to run executable files on VMS or
ULTRIX. In addition, when applied to a VMS directory, Execute allows
users to access files in that directory only if they use the exact name of
the file. Execute disallows wildcard operations such as directory listings.
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Displaying Protection

NET ATTRIB also lets you display the protection on a specific file or directory.
However, NET ATTRIB does not display application, security, or hidden ACL
entries.

Granting File Access to Selected Users

On VMS servers, you can grant file access to selected users by changing the
access control list (ACL). Thus, as a DOS user, you have the same file access
control as a VMS user.

Because ACLs can define access more selectively than UIC-based protection,
ACLs allow you to fine tune the action taken when access is requested to a file
or directory. Typically, you use ACLs to provide users from several UIC groups
access to a file or directory without having to grant World access. For example,
as a writer, you might want to let writers from different UIC groups read one of
your files for information.

You can ask the system administrator to create a group for you, and to give it a
name. You can then grant this group read or write privileges, or both, to one of
your files. You do this by adding the group name to the access control list (ACL).
Your entry is called an access control entry (ACE).

When the system receives a request for access to a file or directory that has an
ACL, the system searches each entry in the ACL sequentially for the first match.
It stops searching at the first match. If another match exists further down in the
ACL, it has no effect. Thus, ACEs that identify specific users should appear in
the ACL before ACEs that identify broader classes of users, as follows:

(IDENTIFIER=USER1, ACCESS=READ+EXECUTE)
(IDENTIFIER=CS101,ACCESS=NONE)

Assume that USER1 holds the CS101 identifier. USER1 is granted Read and
Execute access. If the ACEs were switched, USER1 might be denied access.

See VMS System Manager’s Manual for more information on creating access
control lists.

Format

NET ATTRIB drive:[\ path\] filename.ext | *.* [identifiers]

/{ACCESS=option
/BOTTOM

/DEFAULT

/QUERY
/PROTECTION=(code)
/REMOVE
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drive

path
filename.ext

identifiers

Qualifiers

/ACCESS=option

/BOTTOM

/DEFAULT

/QUERY

/PROTECTION=(code)
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Is the drive where the file is located. You must specify a
drive connected to a file server.

Is the path to the directory where the file is located.

Is the file name and extension of the file to which you
want to grant access. From a root directory, you can use
wildeards (*.*) to affect all the files in a subdirectory,
unless prohibited by Execute limitations.

(VMS only) Used with /ACCESS=option. One to three
identifiers separated by spaces or plus signs.

(VMS only) Is the access allowed for the identifier. The
options are:

READ (grants read access)
WRITE (grants read and write access)
NONE (denies access)

(VMS only) Adds an ACE to the bottom of the ACL. By
default, ACEs are added to the top of the ACL.

Establishes the default protection for all new files
you create or modify on the drive you specify. The
/DEFAULT qualifier does not change the protection
on files that existed before you ran the NET ATTRIB
command.

(VMS only) Prompts you for the information necessary
to change the ACL.

Is the file protection code. Valid protection codes are: R
(Read), W (Write), E (Execute), and D (Delete). Choose
one or more of the protection codes for each type of
ownership: S (System), O (Owner), G (Group), and W
(World). Use the following format to enter a protection
code:
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PROTECTION=(S:RWED,O:RWED,G:RWED,W:RWED)

You can deny access to all users by not specifying an
entry after the type of ownership. For example, to
disable system access, enter:

/PROTECTION=(W:)

/REMOVE (VMS only) Removes the ACE from the ACL. To remove
multiple ACEs, use the NET ATTRIB command with
the /REMOVE qualifier for each ACE. You cannot use
wildcards with the /REMOVE qualifier.

Examples

These examples assume that you have created directories in a common file service
that is connected to drive (device) G.
When the protection has been set correctly, the system responds:

Command completed successfully

Setting Protection on All Files in a Directory

You want to set protection on all the files in DIRECTORY1, giving RWED
privileges to System and Owner, and RW privileges to Group and World. Enter:

C:\>NET ATTRIB G:\DIRECTORY1\*.* /PROT=(S:RWED,O:RWED,G:RW,W:RW)

Setting Protection on a Directory and Subdirectories

You want to grant Execute privileges to System on \DIRECTORY1 and
subdirectories \SUBDIRECTORY1 and \ SUBDIRECTORY?2 on device G. Enter:

C:\> NET ATTRIB G:\DIRECTORY1\SUBDIRECTORY1\SUBDIRECTORY2 /PROT=(S:E)

Setting Protection on a File

You want to set protection on file MYFILE.TXT in \ DIRECTORY1 on device G,
giving RWED privileges to System and Owner, and RW privileges to Group and
World. Enter:

C:\>NET ATTRIB G:\DIRECTORY1\MYFILE.TXT /PROT=(S:RWED,O:RWED,G:RW,W:RW)

Setting Protection on a Subdirectory File

You want to grant RWED privileges only to System and Owner on file
MYFILE.TXT on the path \DIRECTORY1\ SUBDIRECTORY1. Enter:

C:\> NET ATTRIB G:\DIRECTORY1\SUBDIRECTORY1\MYFILE.TXT /PROT=(S:RWED,O:RWED)
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Setting Default Protection

Using the /DEFAULT qualifier, you want to change default protection for
Group and World to RW on all the files in DIRECTORY 1 on drive G. (The
default protection RWED for System and Owner remains.)

The following command changes protection on current files as well as setting
default protection on files created in the future in DIRECTORY 1 on device G.

C:\> NET ATTRIB G:\DIRECTORY1\*.* /PROT=(G:RW,W:RW) /DEFAULT

Displaying Protection
You can display the protection you have just created. Enter:
C:\> NET ATTRIB G:\DIRECTORY1\*. . *

The following screen is displayed:

\DIRECTORY1\MYFILEl.TXT (System:RWED,Owner:RWED,Group:RW,World:RW)
\DIRECTORY1\MYFILE2.TXT (System:RWED,Owner:RWED, Group:RW,World:RW)

Command completed successfully

Setting ACLs

On a VMS server, you can give Read and Write access on file WRITER.TXT
to the group identified as [300,*]. Group [300,*] must be entered at the top of
the ACL. This is done by default when you enter:

D:\> NET ATTRIB D:\WRITER.TXT [300,*] /ACCESS=WRITE
An ACL showing the addition of group [300,*] might look like this:

\WRITER.TXT {System:RWED, Owner :RWED, Group:RW, (World)
Identifier Access

[300, *] READ, WRITE

{200, JONES] READ

POOLPLAYERS READ

PODIATRISTS READ

PSYCHOLOGISTS WRITE

You are a member of the group DOCUSERS. An ACE exists that grants you
Read and Write access to file TEST.DAT. You want the rest of the DOCUSERS
group to have Read access to TEST.DAT. Therefore, you need to add the ACE
granting Read access to DOCUSERS at the bottom of the ACL. Enter:

D:\> NET ATTRIB D:\TEST.DAT DOCUSERS /BOTTOM /ACCESS=READ
If you added DOCUSERS at the top of the ACL (the default), VMS would

match on the DOCUSERS ACE with Read access only; you would lose your
Write access.
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NET CLEAR

Purpose
NET CLEAR lets you remove a node from the DECnet database.

Format
NET CLEAR node

Parameter

node Is the name of the node you want to remove from the network
database.
Example

This example removes the node PLAY1 from the network database. Anyone
connecting to the node PLAY1 must supply a user name and password.

A:\> NET CLEAR PLAY1
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Purpose

NET CONTINUE lets you restart file or printer services that were temporarily
suspended with the NET PAUSE command.

Format
NET CONTINUE DRDR | PRDR

Parameters

DRDR Continues all your connections to file services.
PRDR Continues all your connections to network printers.
Example

To use the network printer service you had before you issued the NET PAUSE
command, enter:

NET CONTINUE PRDR

Related Command
NET PAUSE
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NET CREATE

Purpose

NET CREATE lets you create and format a virtual disk, also known as a local
area disk (LAD). You must create and format a virtual disk before it can be
mounted and used.

Guidelines

The virtual disk is actually a file that DOS users access as though it were a DOS
disk. When you use NET CREATE, you are specifying:

¢  What to call the virtual disk

* How big to make the virtual disk

¢  Where to put the virtual disk

To create a system, boot, or application disk, you must have system privileges.

To change the qualifier settings on the disk you have created, use the NET
MODIFY command.

Format

/ALLOC=n
/FILE=filespec
NET CREATE \ \server[%username] [password | *] | /QUERY
/SIZE=n
/TYPE=class
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Parameters

server Is the name of the server on which the virtual disk is created. The
server name is required.

username Is the name you use when creating a virtual disk, usually your
assigned user name on the server.

password Is your assigned password.

*

screen.

Qualifiers

/ALLOC=n

/FILE=(filespec)
/QUERY
/SIZE=n

/TYPE=class
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Prompts you for your password, which is not displayed on the

Is the number of blocks the virtual disk occupies on
the server. When you specify the disk size, the system
allocates a default number of blocks. The default is the
maximum allowed to a disk of the size you specified.
Table 1-7 shows the default allocations.

You cannot increase the allocation above the default.
However, you can allocate fewer blocks down to the
minimum shown in Table 1-7. For example, the default
allocation for 360KB is 720 blocks. You can select a
lower number, with a minimum of 12 blocks.

Is the VMS file specification for the virtual disk.
Prompts you for the information you do not specify
Determines the size of the virtual disk. The disk is
automatically formatted according the maximum size
you specify. For choices of n, see Size of Disk in
Table 1-7. The default is 10MB for a system disk and
1.2MB for application, boot, and user disks.

Determines the default device and directory for the
virtual disk. See Table 1-8 for the list of logicals.



Table 1-7 File Sizes for Virtual Disks

NET CREATE

Maximum Allocation

Size of Disk' Minimum Allocation (Defauilt)
360KB 12 blocks 720 blocks
720KB 14 blocks 1440 blocks
1.2MB 29 blocks 2400 blocks
1.44MB 33 blocks 2,880 blocks
5MB 66 blocks 10,240 blocks
10MB 16,417 blocks 20,480 blocks
20MB 16,457 blocks 40,960 blocks
32MB 16,505 blocks 65,535 blocks
64MB 16,633 blocks 131,072 blocks
128MB 32,977 blocks 262,144 blocks
256MB 65,665 blocks 524,288 blocks
512MB 65,921 blocks 1,048,576 blocks

1¥irtual disks greater than 32MB can be accessed only by DOS V4.01 or greater.

Table 1-8 shows virtual disk devices and logicals.

Table 1-8 Virtual Disk Devices and Logicals, NET CREATE
Defauit Device

Corresponding Logical Privileges Needed

SYSTEM LAD$SYSTEM_DISKS Write access
BOOT! LAD$BOOT_DISKS Write access
APPLICATION LADSAPPLICATION_DISKS  Write access
USER SYS$LOGIN2 Write access

1Use the /TYPE=BOOT qualifier to create a network key disk.
2SYS$LOGIN is the root directory of your VMS account. The default class is USER.
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You want to create a 10 MB user virtual disk on SERVR1. The file
specification is [USER1.DISKSJUSER1.DSK. Enter:

C:\> NET CREATE \\SERVR1%USER1 * /FILE=[USER1.DISKS]USER1.DSK /SIZE=10MB /TYPE=USER

You want to create a user disk of 360 KB (smaller than the default size of 1.2
MB) for USER2 on SERVR2. The system prompts you for information.

C:\> NET CREATE \\SERVR2 /QUERY

Where should it be stored? (filespec): FLOWER.DSK
Username: USER2

Password:

What type of disk? (application, boot, system, user): USER
How big a disk?(default 1.2 MB): 360KB

Allocate space for the entire disk? (y/n): Y

Okay to continue? (y/n): Y

When the disk has been created, a screen display similar to the following
appears:

Creating $1$DUB2: [USER1]FLOWER.DSK

Formatting disk, Size = 360KB, Allocation =720/720
$1$DUB2: [USER1]FLOWER .DSK created

Command completed successfully.

Related Commands
NET DELETE

NET MODIFY

NET MOUNT

NET DISMOUNT
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NET DEFINE

Purpose

Using NET DEFINE, you can register a node name and address in the DECnet
database file DECNODE.DAT. You must register a node in order to:

¢ Make a DECnet connection to another node
* Send Broadcast messages outside your local area network

¢ Use file services outside your local area network

Guidelines

You must define a node to use file services outside your local area network. It is a
good idea to define local nodes, as well.

Format
NET DEFINE name address

Parameters

name Is the name you are giving to the new node. The name can have a
maximum of six alphanumeric characters, as in PLAY10.

address Is the server address. The address is in the format aa.nnn.
a Is an area from 1-63
n Is a number from 0-1023

Example

To define a new node as PLAY1 at address 2.65, enter:
C:\> NET DEFINE PLAYl 2.65

Related Command
NET LIST
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Purpose
Use NET DELETE to delete a virtual disk.

Guidelines

Before using NET DELETE, use the NET DISMOUNT command to dismount the
disk.

Format

/FILE=(filespec)
NET DELETE \ \ server[%username] [password | *] | /QUERY

/TYPE=class
Parameters
server Is the name of the server on which the virtual disk is
stored.
username Is the user name associated with the virtual disk,
usually your assigned user name on the server.
password Is the password associated with the user name.
* Prompts you for a password, which is not echoed on the
screen.
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Qualifiers

/FILE=filespec Specifies where the file is located. If the file specification
includes a directory, it overrides the /TYPE qualifier.

/QUERY Specifies that you want to be prompted for all the
information necessary to delete the virtual disk.

/TYPE=class Determines the default device and directory for the

virtual disk. You need Delete access on the default
device and in the directory where the corresponding
logical points. The default device and directory are
represented by one of the logicals shown in Table 1-9.

Table 1-9 shows virtual disk devices and logicals.

Table 1-9 Virtual Disk Devices and Logicals, NET DELETE

Class of Default Device  Corresponding Logical Privilege Needed
SYSTEM LAD$SYSTEM_DISKS Write access
BOOT! LAD$BOOT_DISKS Write access
APPLICATION LADS$APPLICATION_DISKS Write access
USER SYS$LOGIN?2 Write access

1Use the /TYPE=BOOT qualifier to delete a network key disk.
2SYS$LOG]N is the root directory of your VMS account. The default class is USER.

Examples

*  You want to delete the virtual disk MYDISK.DSK on SERVR1, virtual disk
DUBO, and to be prompted for a password. Enter:

C:\> NET DELETE \\SERVR1$USER1 * /FILE=DUBO: [USER1]MYDISK.DSK
Password:

* As USER], you want to delete the virtual disk MYDISK.DSK on SERVR],
and to be prompted for information. Enter:

C:\> NET DELETE \\SERVRl /QUERY

Network Commands 1-77



NET DELETE

The system prompts you as follows:

Where is it stored? (VAX/VMS filespec): MYDISK.DSK
Username: USER1
Password:

What type of disk? (application, boot, system, user:) USER

The screen displays the VMS disk name, followed by the name of the deleted
disk:

$DURQ: [USER1]MYDISK.DSK;1 deleted
Command completed successfully.
Related Commands
NET CREATE
NET DISMOUNT
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NET DISK SERVICES

Purpose

This command describes the virtual disk services available on a server.

Guidelines

After you mount the disk with NET MOUNT, use NET DISK SERVICES to
display your disk.

The word SERVICES is optional.

Format
NET DISK [SERVICES] [\ \ serverl[\ service[%username] [password | *]

Parameters

server Is the name of the server whose services you want to display.

service Is the name of the disk service. Enter this parameter alone
displays the servers that offer this service.

username Is your assigned user name.

password Is your assigned password.

* Prompts you for your password, which is not echoed on the screen.

Examples

¢ To find out what servers offer the service SPREADSHEET, enter:
C:\> NET DISK SPREADSHEET
The screen displays:
USE Version 4.1 Digital Network Connection Manager
Service information for SPREADSHEET

Server Name Rating Pass Access Limit Users Network Address Node
SERVR1 1 VNo RO None 1 AA-00-04-00-03-27  9.606
SERVR2 1 VNo RO 30 1 AA-00-04-00-26-BD 9.771
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* You need to find out what disk services are available on SERVR1. Enter:
C:\> NET DISK SERVICES \\SERVR1

Password:

The screen displays:

USE Version 4.1 Digital Network Connection Manager
Service Information for \\SERVR1%USER1

Disk Server Services:

Service name

Type Server Limit Users Acc Rating Status

08-00-2C-14-28-80 (SMITIX)

LISTS

REPORTS

GRAPHS
DOS_SYSTEM V30

BOOT  SERVR1 1 0 RW 1 MNT PERM
USER  SERVR1 1 0 RW 1 MNT PERM
APPL  SERVRIL 1 0 RW 1 MNT PERM
APPL  SERVRL 1 0 RW 1 MNT PERM
SYST  SERVR1 30 28 RO 2 DISMNT

Command completed successfully.

Table 1-10 Description of the NET DISK SERVICES Display

Screen Header

Meaning

Service name

Type

Server

Limit
Users
Acc

Is the name of a service offered on the server. This
can be a boot service with an Ethernet address such as
AA-00-04-00-0C-F8.

Is the purpose of the service. The service can be

for a user, an application, a remote boot, or system
information.

Is the name of the server for which you have requested
service listings.

Is the number of connections allowed on the service.

Is the number of users currently connected.

Is the type of access granted to the service: RO (Read
Only) or RW (Read and Write). Only one user at a time
can use a service with Read and Write (RW) access.

(continued on next page)
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Table 1-10 (Cont.) Description of the NET DISK SERVICES Display

Screen Header

Meaning

Rating

Status

Is the priority of a service. The valid range is 1 through
65,535. The default is 1.

Can be one or more of the following:

MNT!
PERM

PEND!

DSMNT

The virtual disk is mounted.

The virtual disk is mounted permanently.
When mounted permanently, the disk
mounts every time the server is restarted.
When mounted temporarily, the virtual
disk is available only until the next time
the server is started.

Occurs when you mount a read-write disk
to the cluster (using the /CLUSTER
qualifier). One node offers the disk
(MNT); others are pending. If the primary
node fails, one of the other nodes in the
cluster will go from pending to mounted.

The virtual disk is currently dismounted.

1When the status is MNT and PEND, the virtual disk is mounted with write access on one node, and
another node is waiting to mount the disk with write access.
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Purpose
NET DISMOUNT makes a virtual disk unavailable for use on the network.

Guidelines

You must run the NET DISMOUNT command before you can delete a virtual
disk.

Format

NET DISMOUNT [drive:]\ \ server\ service[%username][password | *]
/CLUSTER

/QUERY
/TEMPORARY
/TYPE=class
Parameters
drive Is the logical drive identification for the virtual disk. If you
specify a drive, the client is disconnected from the drive when
the disk is dismounted.
server Is the name of the server where the virtual disk resides.
service Is the name of the disk service you are dismounting.
username Is your assigned user name on the server.
password Is the password associated with the user name.
* Prompts you for your password, which is not echoed on the
screen.
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Qualifiers

/CLUSTER Dismounts the virtual disk on each applicable server in a
cluster. The default is to dismount the virtual disk on a
specified server.

/QUERY Prompts you for all the information needed to dismount the

disk.

/TEMPORARY Dismounts the virtual disk until the server is restarted. The
default is to dismount the virtual disk permanently.

/TYPE=class Determines the default device and directory for the virtual
disk. The default device and directory are represented by one
of the logicals shown in Table 1-11.

Table 1-11 Virtual Disk Devices and Logicals, NET DISMOUNT
Class of Default

Device Corresponding Logical Privilege Needed
SYSTEM LAD$SYSTEM_DISKS Write access
BOOT! LAD$BOOT_DISKS Write access
APPLICATION LADS$APPLICATION_DISKS  Write access
USER SYS$LOGIN? Write access

1Use the /TYPE=BOOT qualifier to delete a network key disk.
2SYS$LOGIN is the root directory of your VMS account. The default class is USER.
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You no longer need to use the disk service MAP. The following command
disconnects drive D, dismounts the service MAP, belonging to USER1 on SERVR1,
and prompts for the rest of the information needed.

C:\>NET DISMOUNT D: \\SERVRL\MAP$USER1 * /QUERY

Password:

What type of disk? (application, boot, system, user): USER
Permanently dismount the disk? (y/n): B

Dismount the disk for the entire cluster? (y/n): Y

Okay to continue? (y/n): Y

Related Commands
NET CREATE
NET DELETE
NET MOUNT
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NET ERROR

Purpose

This command lets you display the error statistics for the network and for virtual
disk services since the error counters were last zeroed.

Guidelines

The counters for the virtual disk service are displayed as LAD counters.

Format
NET ERROR

Example

To display the error statistics since the error counters were last cleared, enter:
C:\> NET ERROR

The resulting display shows the error statistics for all the drives on your client.

Line Counters as of 12-Aug-1991 17:09:17
Line = ETHER-1

Seconds since last zeroed = 95
Bytes received = 660423
Bytes sent = 30325
Data blocks received = 3120
Data blocks sent = 344
Multicast bytes received = 34946
Multicast blocks received = 314
Blocks sent, initially deferred =2
Blocks sent, single collision =0
Blocks sent, multiple collisions =0
Send failure =0
Receive failure =0
Unrecognized frame destination =0
Data overrun =0
System buffer unavailable =0
User buffer unavailable =0
Collision detect check failure =0

Circuit counters as of 12-Aug-1991 17:09:20
Circuit = ETHER-1
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Seconds since last zeroed
Terminating packets received
Originating packets sent
Circuit down

Initialization failure

Bytes received

Bytes sent

Data blocks received

Data blocks sent

User buffers unavailable

LAD connections

| | | O (T A

516438
24094
582
347

0

Drive F: connected to \\SERVR1\DISK01l

Server Address

Disk size, in blocks = 20480
Block size, in bytes = 512
Disk size, 1in bytes =

Heads =
Sectors per track = 17
Reads = 24
Writes =0
Bytes read = 12576
Bytes written =0
Timeouts =0
Errors =0
Access Mode =
Status = Active

No CD ROM connections

Command completed successfully.

Related Command
NET ZERO LAD
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NET FILE SERVICES

Purpose

This command displays information about the file and printer services available
on a server.

Guidelines

The word SERVICES is optional.

Format
NET FILE [SERVICES] \ \ server[\ service][%username] [password | *]

Parameters
server Is the name of the server.
service Is the name of a service. If you specify a service name, information

about only that service is displayed. The default is to display all
authorized services.

username Is your assigned user name. If you do not give a user name, NET
FILE SERVICES uses default access information to connect to the
server.

password Is your assigned password.

* Prompts you for your password, which is not echoed on the screen.
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Evananla
LAGIHINIC

This command displays the file and printer services on SERVRI1.

C:\> NET FILE SERVICES \\SERVR1

USE Version 4.1 Digital Network Connection Manager

File Server Authorized Services:

User name Alias name Service name Access RMS protection

<PUBLIC>  ISWYS ISWYS RWC S:RWED,O:RWED, G: ,W:
<PUBLIC>  LNO3 DPORT LNO3 DPORT RWC S:RWED,O:RWED, G:,W:
<PUBLIC> DBASES PCAPP RWC S:RWED, O:RWED, G: , W:
<ADAMS> ADAMS PETER R S:RWED,O:RWED, G: ,W:

Table 1-12 Description of the NET FILE SERVICES Dispiay

User name

Alias name
Access

Service name
RMS protection

Is the user name associated with the file service.
The user name can be a public directory.

Is an alternate name for the file service.

Is the access granted to the file service: R (Read),
W (Write), C (Create).

Is the name of the file service.

Is the protection granted by the user who created
the file service. The user can grant R (Read), W

(Write), E (Execute), and D (Delete) privileges to

S (System administrator), O (Owner), G (Group),
or W (World).
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NET HELP

Purpose

With NET HELP, you can learn the function and syntax of the most commonly
used client commands.

Format

NET HELP [command]

Parameters

A command can be one of the following:
ATTRIB DNP KBDLK KBDXT
COMMANDS EMSLOAD  KBDLK450  KBDZENAT
CONTINUE ERROR KBDLTE KBDZENXT
CREATE FILE KBDLTEKP  LAD
DELETE HELP KBDM24 LAST
DISK KBDAT KBDM28 LAT
DISMOUNT KBDEPC KBDOTHER  LIST

DLL KBDGEN  KBDSLT LOAD
DLL802 KBDLAP KBDVM MEMMAN

Note

MODIFY
MOUNT
PASSWORD
PAUSE
PERMIT
PRINT
RCV
REDIR
SAVE

SCH
SETHOST
TEST
TIME
USE
ZERO

The KBD commands show keyboard configurations.

Example

This command displays the information for the EMSLOAD command.
D:\> NET HELP EMSLOAD

EMSLOAD

The EMSLOAD command is responsible for loading client network components,
such as LAD.EXE, LAT.EXE, LAST.EXE, LANSESS.EXE, RCV.EXE and DNNETH.EXE,

into EMS.

The format of the command is:

EMSLOAD <module name> <SWITCHES>

Example: EMSLOAD LAD /R:1 /W:l

Above example will load LAD.EXE into EMS and
all the switches will be used by LAD.EXE.
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AT 1 1T
NE 1 LiIvl

Purpose

This command tells you what nodes are currently held in your DECnet node
database file, DECNODE.DAT. A node is a client or a server on the network.
Format

NET LIST

Example

To display information about nodes in the DECnet node database, enter:
C:\> NET LIST

A screen similar to the following is displayed:

Known Permanent Nodes as of 12-Aug-1991 9:04:51

Executor node = 9.563 (PLAY1)
State On
Executor Identification DECnet-DOS V4.1.0
Node Node Active Account
Address Name Links MS-NET Information
9.109 PLAY1 0 M
9.110 PLAY2 1 M
9.111 PLAY3 0 EXEC
9.112 PLAY4 0 M
Command completed successfully.
c:\>
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NET LOAD

Purpose

This command lets you restore network connections that you have saved with
NET SAVE. By using NET LOAD, you avoid the task of reestablishing these
connections with the USE command.

Format
NET LOAD [drive:\ path\ Ifilename [/LOG]

Parameters

drive: Is a drive on which the context file is stored. (See the NET
SAVE command.)

path Is a path, if any, to the context file.

filename Is the name of the context file.

Qualifier

/LOG Displays the connections as they are being restored.

Example

To restore the connections saved in the context file SAVE.TXT, enter:
C:\>NET LOAD SAVE.TXT

You are prompted for passwords for each connection. Press|Return]at each prompt.

The screen displays:

Command completed successfully.

Related Command
NET SAVE
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Purpose

NET MODIFY changes such characteristics of a virtual disk service as:
¢ Password for the virtual disk

¢ Number of connections allowed to the virtual disk

¢ Number of blocks allocated to the virtual disk

* Priority rating of the virtual disk service

Guidelines

NET MODIFY overrides characteristics set with other commands such as NET
CREATE.

Format

NET MODIFY \ \ server\ service[%username] [password | *]

[ /CONNECTIONS=n ]
/EXTENSION=n
/FILE=filespec
/NOPASSWORD
/PASSWORD=string
/QUERY

/RATING=n

L /TYPE=class

Parameters

server Is the name of the server on which the virtual disk is
located.

service Is the name of the virtual disk service.
username Is your assigned user name.
password Is your assigned password.

* Prompts you for your password, which is not echoed on

the screen.
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Qualifiers

/CONNECTIONS=n

/EXTENSION=n

/FILE=filespec
/NOPASSWORD
/PASSWORD=string
/QUERY
/RATING=n

/TYPE=class

NET MODIFY

Limits the number of connections users can make to
the virtual disk. For n, enter a number equal to the
maximum number of connections allowed. When n is
NO_LIMIT, the number of connections is unlimited. The
default is 30.

Use this qualifier only for disks mounted for Read Only
access; disks mounted for Read and Write access are
restricted to one user.

Is the additional number of blocks you want to allocate
to the virtual disk. Use the /EXTENSION qualifier
when you want to extend the number of blocks already
allocated for the virtual disk. You cannot extend the
virtual disk to a size larger than the maximum size
specified when the disk was created. See Table 1-7.

The DOS operating system only displays and uses the
changed file size after you break your connection to the
virtual disk and make a new connection.

Is the VMS file specification for the virtual disk.
Deletes the password for the virtual disk.

Sets the password to the string you specify.
Prompts you for all the qualifiers.

Is a measure of the priority of a service. When the
USE command connects the client to the virtual disk, it
selects the highest rating or priority. The valid range is
1 through 65,535. The default is 1.

Determines the default device and directory for the
virtual disk. See Table 1-13 for the list of corresponding
logicals.
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Table 1-13 Virtual Disk Devices and Lagicals, NET MODIFY

Class of Default

Device Corresponding Logical Privilege Needed
SYSTEM LAD$SYSTEM_DISKS Write access
BOOT! LAD$BOOT_DISKS Write access
APPLICATION LADS$APPLICATION_DISKS  Write access
USER SYS$LOGIN2 Write access

1yUse the /TYPE=BOOT qualifier to delete a network key disk.
2SYS&ISLOG]N is the root directory of your VMS account. The default class is USER.

Examples

* To increase the allocated file size of your virtual disk file MYDISK.DSK by
2000 blocks, enter:

D:\> NET MODIFY \\SERVR1\USER1%USERl /FILE=MYDISK.DSK * /E=2000
Password:

¢ To change the password for the virtual disk service on SERVR2, enter:
D:\> NET MODIFY \\SERVR2\DISK1%USER1 * /PASSWORD=newpassword
At the prompt, enter the disk location, USER3:[DISKS]:

Where is it stored? (DISK1.DSK) : USER3:[DISKS]
Password: Enter your personal password

The system responds:

Service DISKl set
Command completed successfully

To connect to the disk with the new password, enter:

K:\> USE ?: DISKL *
Password: Newpassword

The screen displays:
Device F: connected to \\SERVR2\DISK1
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Related Command
NET CREATE
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Purpose

Use NET MOUNT to make a virtual disk ready for network connections. NET
MOUNT also gives you control over the use of the disk. For example, you can
limit access to Read Only, and you can limit the number of connections to the

disk.

Guidelines

Use NET MOUNT after you create a virtual disk with NET CREATE.
The virtual disk can be mounted in one of two ways:

* Temporarily—only until the server is turned off

¢ Permanently—remounts when the system is restarted

If you mount a virtual disk already offered on the network, NET MOUNT
displays a message.

To mount a disk, you need Write access on the default device and in the
directory where the corresponding logical points. See Table 1-14 for the list
of corresponding logicals.

Format
NET MOUNT \ \ server\ service[%username] [password | *]
" /CLUSTER 1

/CONNECTIONS=n
/FILE=filespec
/PASSWORD=string
/QUERY

/RATING=n

/RO | RW
/TEMPORARY

| /TYPE=class .

1-96 Network Commands



NET MOUNT

Parameters

server Is the name of the server on which the virtual disk was created.
service Is the name you want to give to the disk service.

username Is the user name used when the virtual disk was created.
password Is the password associated with the user name.

* Prompts you for your password, which is not echoed on the screen.
Qualifiers

/CLUSTER Mounts the virtual disk on each available server

in a cluster. The default is to mount the virtual
disk only on the specified server.

/CONNECTIONS=n Limits the number of connections users can make
to the virtual disk. The default is 30.
For n, enter a number equal to the maxi-
mum number of connections allowed. Use
/CONNECTIONS=NO_LIMIT for an un-
limited number of connections. Use the
/CONNECTIONS and the /RO qualifiers for
disks you mount for Read Only access. Disks
mounted for Read and Write access are restricted
to one user; therefore, no further connection
information is necessary.

/FILE=filespec Is the file specification for the virtual disk.
/PASSWORD=string Sets the password to the string you specify.

The default is no password for the disk. The
/PASSWORD qualifier ensures the security of the

disk.

/QUERY Prompts you for the information necessary to
mount the disk.

/RATING=n Is the priority of a service. The rating value is

used when the client connects to a virtual disk.
At this time, the USE command connects to the
service of the highest rating. The range is 1
through 65,535. The default is 1.
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/RO Mounts the virtual disk as Read Only.

/RW Mounts the virtual disk as Read and Write. Only
one user at a time can connect to a virtual disk
mounted with Read and Write access. This is the

default.

/TEMPORARY Means that the disk is mounted only until the
server stops. When the server is restarted, you

must remount the disk.

/TYPE=class Determines the default device and directory
for the virtual disk. The default device and
directory are represented by one of the logicals in

Table 1~14.

Table 1-14 shows virtual disk devices and corresponding logicals.

Table 1-14 Virtual Disk Devices and Logicals, NET MOUNT

Class of Default Device  Corresponding Logical

Privilege Needed

SYSTEM LAD$SYSTEM_DISKS
BOOT! LAD$BOOT_DISKS
APPLICATION LAD$APPLICATION_DISKS
USER SYS$LOGIN2

Write access
Write access
Write access
Write access

1Use the /TYPE=BOOT qualifier to delete a network key disk.

2SYS$LOGIN is the root directory of your VMS account. The default class is USER.
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Examples

¢  You want to mount a virtual disk with Read and Write access that was
created as a service called MYSERVICE on SERVR1. You also want to be
prompted for a password. Enter:

C:\> NET MOUNT \\SERVR1\MYSERVICE$MYNAME * /RW
You are prompted as follows:

Where is it stored (MYSERVICE.DSK): Press Return to accept or
enter another file name

Password: Enter your password

¢  You want to mount MYSERVICE.DSK, set the service priority to 1, and be
prompted for further information. Enter:
C:\>NET MOUNT \\SERVR2\MYSERVICE3MYNAME /QUERY /RATING=1

Where is the disk stored? (MYSERVICE.DSK) MYSERVICEDISK.DSK
What type of disk? (application, boot, system, user): USER
Mount the disk for the entire cluster? (y/n): Y

How should it be accessed? (RO,RW): RW

Should it require a password to access the disk? (y/n): Y
Permanently mount the disk? (y/n): ¥

This service is already offered on the network.

Okay to continue? (y/n): Y

Related Commands
NET CREATE
NET DISMOUNT
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Purpose
This command lets you change your password on a server.

NET PASSWORD uses any access control information stored in the
DECALIAS.DAT file. For example, if DECALIAS.DAT already contains your
user name and password, NET PASSWORD prompts you only for the new
password. If the file has no information about you, NET PASSWORD prompts
you for all the necessary information to change your password.

NET PASSWORD changes the password only on the server. NET PASSWORD
does not update the database. To change the password in the database, enter:

NCP DEFINE NODE nodename PASSWORD newpassword

Format
NET PASSWORD \ \ server[%username]

Parameters

server Is the name of server on which you want to change your password.
username Is your assigned user name.

Examples

¢ Your user name and password are already defined in the ACL. Therefore,
when you change your password on SERVR1, you are prompted only for the
new password and a verification:
C:\> NET PASSWORD \\SERVRL
New password: STAYAWAY

Verification: STAYAWAY
Command completed successfully

1-100 Network Commands



NET PASSWORD

No information about you has been defined in the DECALIAS.DAT file.
Therefore, NET PASSWORD prompts you as follows:

C:\> NET PASSWORD

Which server? (Server node name): SERVRL
Username: USERL

New password:; STAYAWAY

Verify: STAYAWAY

Command completed successfully
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Purpose

This command lets you temporarily suspend logical connections to file or printer
services, and redirect devices to your physical disks, directories, or printers.

For example, if you have connected logical devices LPT'1 and LPT2 to network
printers, you cannot use those devices for your own local printers. To disconnect
LPT1 and LPT2 from the network temporarily and redirect them to local printers,
use the NET PAUSE command.

Guidelines

To restart connections suspended with NET PAUSE, use the NET CONTINUE
command.

Format

NET PAUSE DRDR | PRDR

Parameters

DRDR Suspends all your connections to file services.
PRDR Suspends all your connections to network printers.
Example

You want to use the logical print devices for your local printers. To make the
devices available, you must suspend the network connections of your logical print
devices for a brief period. Enter:

C:\> NET PAUSE PRDR

Related Command
NET CONTINUE
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NET PRINT

Purpose
This command lets you:
* Print a file

* Show the status of your print request

Guidelines

To print files, you must connect to one of the following printer services (queues).
See the USE command, Connecting to a File or Printer Service.

e A VMS print queue, for example:
\\SERVR1\LPS$POSTSCRIPT

* A printer service queue. An example of a printer service queue for Digital-
supported printers is:

\\SERVRL\LNO3_DPORT

The NET PRINT command copies the file to a service (queue) connected to the
logical print device. When it is your turn in the queue, your file is printed.

Format
NET PRINT [drive:][\ path\ ] filename.ext device: [/[QUALIFIER /...]
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You can show the status of print requests by using one of the following formats:

Command Result

NET PRINT \ \ server Lists all the print requests in
all the queues on a server.

NET PRINT \ \ server\ queue Lists the print requests in the

specified queue.

NET PRINT \ \ server\ queue /USER=username  Lists the print requests for a

specified user on the queue.

NET PRINT device: /USER=username Lists the print requests for
a user on a specified print
device.

NET PRINT device: jobnumber Show the status of a specific

job number on the device.

Parameters

drive

path
filename.ext
device

job #
/QUALIFIER
/...

Is the drive that contains the file you want to print.
Is the path to the directory containing the file you want to print.
Is the file name and extension of the file you want to print.

Is a logical device name for the printer service, such as LPT1
or LPT2. The device name must be followed by a colon. Your
file prints on the printer that corresponds to the logical device
name.

Is the job number of your print request.

Is one or more words or phrases that modify the NET PRINT
command. You can add qualifiers up to a limit of 128 characters.

If you omit qualifiers from the print request, the system uses
the system default qualifiers.
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/AFTER

/BINARY

/BURST | NOBURST

/CHARACTERISTICS=n

/COPIES=n

/DELETE
/FLAG | NOFLAG

NET PRINT

Specifies the date and/or time after which the
file will print. Specifying /AFTER does not affect
jobs already in the queue.

Specifies a non-ASCII file such as a PCL file.
Use /BINARY only when your printer has a PCL
capability.

Specifies whether a burst page precedes your
printed file. A burst page is a page printed
between sheets on a line printer for identification
of individual files. The default is /NOBURST.
When you specify /BURST, you need not specify
/FLAG. A flag page automatically follows a burst
page.

Lets you modify a print request according to a
list of characteristics available to the specific
printer. See your system administrator for a list
of characteristics. For example, some printers
offer different ink colors that can be selected with
the /CHARACTERISTICS qualifier.

The value of n can be either the number or the
name of the characteristic.

Specifies the number of copies to be printed. The
value of n is from 1 through 255. The default

is 1. You may prefer to use the equivalent
command /JOB_COUNT=n.

Lets you delete a print request.

Specifies whether a flag page is printed before a
file. The flag page contains the name of the user
submitting the request, the job entry number,
and other information about the file.
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/HEADER | NOHEADER

/HELP

/JOB_COUNT=n

/LOWERCASE |
NOLOWERCASE

/NAME=(string)

1-106 Network Commands

Sets a specific form for your printed file by
overriding the default forms.

Each form is identified by a name and number,
which are assigned at installation. The value for
n is the number of the form. For a list of forms
and numbers, see the documentation for your
printer.

Your system can instead use the equivalent
qualifier, /PARAMETERS=(string).

If your VMS print symbiont supports it, you can
use /HEADER to print a heading line at the top
of each page. The line generally includes the file
name, date, and time of printing. You must add
/NOPASSALL to this qualifier. The default is
/NOHEADER.

Displays information on the screen about print
commands, qualifiers, and syntax.

Sets the number of copies to be printed. You
may prefer to use the equivalent command
/COPIES=n.

Indicates whether your file must be printed

on a printer that supports both lowercase and
uppercase letters.

Most printers offer both lowercase and uppercase
letters. But occasionally a printer offers only
uppercase. This qualifier enables you to make a
selection between these types of printers.

To print on an uppercase printer only, use
/NOLOWERCASE. To print on an upper-and-
lowercase printer, use /LOWERCASE.

Lets you name your print request and display
the name on the flag page. You can use from 1 to
39 alphanumeric characters and underscores in
the name.

Do not add a file extension. A correct name is
MY_FILE_NAME. Incorrect names are MY FILE
NAME and MY_FILE_NAME.TXT.



/NOTE=(string)

/OPERATOR=(string)

/PAGES=lowlim, uplim

/PARAMETERS=(string)

NET PRINT

Specifies a message of up to 255 alphanumeric
characters that appears on the flag page.

In VMS Notifies the operator when the file
begins to print by sending a screen message of
up to 55 characters. The string the operator sees
is supplied by the string argument.

In ULTRIX Through a mail message, notifies
the operator or user when the print job starts

to print. The string argument supplies the
username (mail address) of the user or operator
to be notified. If no username is supplied, the
default is the system account.

Lets you select the pages to be printed in an

ASCII file. The lowest page number is lowlim;
the highest page number is uplim. By default,
all pages are printed. Follow these guidelines:

You can print... You cannot print...

A single page or a Random pages; for
range of pages; for example, you cannot
example, you can print pages 3, 5, and 14.
print page 6, or pages  Selected pages from a

2 through 4 of a postseript file.

50-page file.

Specifies from one to eight parameters for the
print request. The parameters control the way
the printed page looks. Follow these guidelines:

Each parameter can contain up to 255
alphanumeric characters. If you combine several
parameters, the total characters cannot exceed
255,

Each type of printer has its own set of
parameters. For a complete list, see the
documentation for your printer.
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/PASSALL | NOPASSALL

/PRIORITY=n

RESTART | NORESTART

/SET

1-108 Network Commands

ULTRIY parameters work as documeinted in
Ipr(1) of the ULTRIX Reference Pages. The
following ULTRIX parameters are unsupported:
-p; 'P’ 'T, ‘1, '2’ '3’ '4’ -8; ']) 't; '07 'd’ ‘f’ -n, and
-V.

If you do not specify a user name when you
connect to a printer service, you must specify one
when you use the -m option (see the NET PRINT
/PARAMETERS examples).

Your system can instead use the equivalent
qualifier /FORM=n.

Lets you fix output that develops errors in
format. Your table columns may be disorganized;
your output may have miscellaneous characters
that you do not recognize; or printing may start
in the middle of the page.

The /PASSALL command tells the printer to pass
the VMS print symbiont and read your input
code directly.

Lets you override the print request priorities set
by the system administrator. Ask your system
administrator to assign a new priority number.
Avoid choosing a priority number at random.

Specifies whether a print request restarts after a
system crash or after the system administrator
has stopped the queue and restarted it.

Printing normally restarts at the beginning of
the file. It does not resume at the point where
the interruption occurred. To avoid returning to
the beginning of the file, use /NORESTART. The
file stops printing after the interruption.

Used with other qualifiers, /SET specifies that
the qualifiers remain in effect until you change
them or disconnect from the logical print device.

Used alone, /SET removes all qualifiers for a
print device.



/SETUP

/SHOW

NET PRINT

Prints unique documents by sending their control
programs to the printer.

Control commands are stored in modules in the
VMS device control library. You can use a control
module that has already been written, or you
can write your own. To write your own, create a
module, write a control program to an ASCII file,
and use the VMS Librarian program, to store the
module in the device control library.

The /SETUP program extracts the module from
the device control library and copies it to the
printer. The new controls override any default
controls on the printer.

Note that module names are not checked for
validity until the time that the file is actually
printed. Therefore, /SETUP is susceptible

to typing errors and other mistakes. It is
recommended only for experimental setups.

Lists the server and service (print queue)
connected to a print device, as well as any print
qualifiers. The /SHOW qualifier works in two
ways:

The /SHOW qualifier with a device name displays
only the server and printer service to which the
device is connected, and any qualifiers.

The /SHOW qualifier without a device name
displays servers and services for all print devices,
and any qualifiers.
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Specifies whether the space between lines is
doubled in the printed output. /SPACE doubles
the space between lines. /NOSPACE specifies
that the spacing in the output file matches the
spacing in the input file. /NOSPACE is the
default.

/TRAILER | NOTRAILER Specifies whether a trailer page is printed at the
end of the file. The trailer page signifies the end
of the file.

The system administrator determines the content
of the trailer page. Frequently, the system
administrator sets /TRAILER as the default for
all print jobs. If so, you cannot eliminate the
trailer page from individual print jobs.

Examples

NET PRINT /AFTER

You want to print a long file called EXAMPLE1.PS on LPT1 after 5:00 pm on 9
September, 1991. Enter:

C:\> NET PRINT EXAMPLEL.PS LPT1: /AFTER=09-SEP-1991:17:00
NET PRINT /BINARY

To print the PCL file FILE.CAP, enter:

C:\> NET PRINT FILE.CAP LPTl: /BINARY

NET PRINT /BURST

You want a burst page to identify your file EXAMPLE1.TXT among all the other
files being printed on the line printer connected to device LPT1. Enter:

C:\> NET PRINT EXAMPLE.TXT LPT1: /BURST

NET PRINT /CHARACTERISTICS

Your printer normally prints in black ink. However, you want your file to be
printed in red. Check your characteristics list for the correct number. A typical
list looks like this:
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Note

The following sample list shows characteristics supported on a typical
printer. However, this is only a sample list. Check with your system
administrator to see what characteristics are available on your printer.

Characteristic name Number

REDINK 0
COLOR_CHART 1
TEXMAC_JOB 2
BLUEINK 6
BROWNINK 25

To print in red ink, enter either of the following commands:
C:\> NET PRINT /CHARACTERISTICS=0

C:\> NET PRINT /CHARACTERISTICS=REDINK

NET PRINT /COPIES

* To print four copies of file EXAMPLE1.TXT on device LPT2. Enter:
C:\> NET PRINT EXAMPLE1l.TXT LPT2: /COPIES=4

*  You want to print two copies of EXAMPLEZ2.PS on postscript device LPTS3.
The file for EXAMPLEZ2.PS is in directory DIR2 on drive M. Enter this
command:

C:\> NET PRINT M:\DIR2\EXAMPLE2.PS LPT3: /COPIES=2
NET PRINT /DELETE
To delete job number 93 from the print queue on SERVRI1, device LPT1, enter:
C:\> NET PRINT LPT1:\\SERVR1\LPS$POSTSCRIPT 93 /DELETE

NET PRINT /FORM

Your printer normally prints on 8 1/2 x 11-inch paper. However, you want to print
your job EXAMPLE1.TXT on white 3 x 5-inch cards.

Make sure that 3 x 5-inch cards are in the input tray. Then select the correct
number from the forms list.

Note

The following sample list shows forms supported on a typical printer.
However, this is only a sample list. Check with your system administrator
to see what forms are available on your printer.
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Form name Number Description

3 _HOLE 56 WHITE 3-HOLE PAPER, HOLES OUT
(DUPLEX)

CARD (stock=CARD WHITIE) 102 WHITE CARD STOCK (DUPLEX)

CARD BLUE 55 BLUE CARD STOCK (DUPLEX)

CARD YELLOW 54  YELLOW CARD STOCK (DUPLEX)

CPS$DEFAULT (stock=DEFAULT) 1114 CPS DEFAULT

DEFAULT 0  SYSTEM DEFINED DEFAULT

DUPLEX PARCHMENT (stock=PARCHMENT) 201 PARCHMENT PAPER (DUPLEX)

DUPLEX PLAIN (stock=PLAIN) 200 PLAIN WHITE UNPUNCHED PAPER (DUPLEX)

LNSDEFAULT (stock=DEFAULT) 10 80 X 60 (LNO1 AND LNO3 DEFAULT)

LN$SLANDSCAPE FULL (stock=DEFAULT) 12 132 x 60 (LNO1 AND LNO3 DEFAULT)

White card stock is code 102. To print EXAMPLE1.TXT on print device LPT1 on
white card stock, enter either of the following commands:

C:\> NET PRINT EXAMPLEl.TXT LPT1l: /FORM=102
C:\> NET PRINT EXAMPLEl.TXT LPT1l: /FORM=CARD

NET PRINT /HEADER /NOPASSALL

If your printer supports a VMS header, you can print a standard heading line at
the top of each page of your file. To print headers in file EXAMPLE.TXT, enter:

C:\> NET PRINT EXAMPLEL.TXT LPT1: /HEADER /NOPASSALL
NET HELP PRINT

You want to display information on the screen about print commands, qualifiers,
and syntax. Enter:

C:\> NET HELP PRINT

NET PRINT /JOB_COUNT

To request four printed copies, enter:
C:\> NET PRINT /JOB_COUNT=4

NET PRINT /LOWERCASE

Your office has two types of printer:

All uppercase letters
Upper and lowercase letters

To print the file TEST.TXT on the upper-and-lowercase printer LPT3, enter:
C:\> NET PRINT TEST.TXT LPT3: /LOWERCASE
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NET PRINT /NAME

You are printing only page 5 of your file EXAMPLE1.TXT. You want the flag page
to reflect this so that you can identify your single page. Enter:

C:\>NET PRINT EXAMPLE1.TXT LPT1: /PAGE=(5,5) /NAME=(EXAMPLEl PAGE 5)

NET PRINT /NOTE

This is the final draft of your report. You want to distinguish this draft from
all previous drafts by placing a note on the flag page. Add a note similar to the
following:

C:\>NET PRINT REPORT.TXT LPTl: /NOTE=(Final draft of fiscal report)

NET PRINT /OPERATOR

You have entered file TEXT.PS in the print queue. You want the system to notify
you automatically as soon as your file begins to print. Enter:

C:\>NET PRINT TEXT.PS LPT3: /OPERATOR=(TEXT.PS IS PRINTING)
NET PRINT /PAGES
*  You have discovered an error on page 4 of your 50-page ASCII file

EXAMPLE1.TXT. Rather than print all 50 pages, you can print page 4 alone
on LPT1 by entering:

C:\>NET PRINT EXAMPLEL.TXT LPT1: /PAGES=(4,4)

*  You have added several paragraphs to page 10 of ASCII file EXAMPLE2.TXT.
Currently, EXAMPLE2.TXT contains 14 pages. You want to reprint the file,
starting with page 10, but you do not know how many pages the new file will
contain. To print from page 10 to the end of the file, enter:

C:\>NET PRINT EXAMPLE2.TXT LPT1: /PAGES=(10,0)

* You want to print out pages 5 through 11 of the 46-page file EXAMPLE3.TXT.
Enter:

C:\>NET PRINT EXAMPLE.TXT LPT1: /PAGES=(5,11)
NET PRINT /PARAMETERS

* You have created a file called REPORT.TXT that is 132 characters wide.
To print the file on one sheet of 8 1/2 x 11-inch paper, you need to request
landscape format. This reduces the typeface so that the 132 characters fit on
a sheet normally reserved for 80 characters. In landscape printing, the top of
the printed file is on the long edge of the sheet.

To print REPORT.TXT on device LPT1 in landscape format, enter:
C:\>NET PRINT REPORT.TXT LPT1: /PARAMETERS=("PAGE ORIENTATION=LANDSCAPE")
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*  You need to print a postscript file called FILE.PS on device LPT2. To identify
the content of the file as postscript data, enter:

C:\> NET PRINT FILE.PS LPT2: /PARAMETERS=("DATA=POST")

*  You did not use a user name when connecting to LPT1. When using the
ULTRIX -m parameter, you need to add the user name, enter:
C:\> NET PRINT ULTRIXFILE.PS LPT1: /PARAMETERS=("-musername")

NET PRINT /PASSALL

For no apparent reason, your file EXAMPLE1.TXT on printer LPT1 has started
printing in the middle of the page. You have checked the paper feeder, and it
appears to be in order.

To correct the problem, enter:
C:\> NET PRINT EXAMPLEL.TXT LPT1l: /PASSALL

NET PRINT /PRIORITY

You have a rush job called EXAMPLE1.PS that needs to be printed immediately.
Your system administrator has given you Priority 5 for your job. To place your job
at Priority 5 in the print queue, enter:

C:\> NET PRINT EXAMPLEL.PS LPT3: /PRIORITY=5
NET PRINT /RESTART | NORESTART

¢ You want to be sure that your print request EXAMPLE1.PS on device

LPT3 is not delayed, should the system crash. To set the request to restart
automatically, enter:

C:\> NET PRINT EXAMPLE1.PS LPT3: /RESTART
*  You are sending a long batch file EXAMPLE2.TXT to the LPT1 print queue
on Friday night. You cannot monitor the printing operation over the weekend.

If the job is interrupted when nearly complete, you do not want printing to
start again on page 1.

To ensure that the print job does not restart until you give a direct command,
enter:

C:\> NET PRINT EXAMPLE2.TXT LPT1: /NORESTART
NET PRINT /SET

¢  You want to be sure that you always get two copies of every print job on
LPT1. Enter:

C:\> NET PRINT LPT1: /SET /COPIES=2
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*  You want to be sure that your files on LPT 3 always print on the extra large
sheets in the bottom input tray. Enter:

C:\> NET PRINT LPT3: /SET /PARAMETERS=("INPUT TRAY=BOTTOM")

¢  You want to remove all the qualifiers you have set on LPT2. Enter:
C:\> NET PRINT LPT2: /SET

*  You have used NET PRINT /SHOW to display the current qualifiers on LPT1.
All the qualifiers are correct except for the INAME=USER2. You want to
change the name to USER1.

To retain the correct qualifiers, use the wildcard. Then change only the
/NAME qualifier, as follows:
C:\> NET PRINT LPTL: /SET /* /NAME=USERL

* You want to enter a long string of qualifiers that will exceed one command

line. In the following example, the wildcard retains the qualifiers set in the
first two lines while you set the next qualifier.

C:\> NET PRINT LPTl: /SET /PARAMETERS=("PAGE_ORIENTATION=LANDSCAPE")
C:\> NET PRINT LPT1: /SET /NOTE=(EXAMPLEl Pages 4_to 20)
C:\> NET PRINT LPT1: /SET /* /COPIES=2

NET PRINT /SETUP

You need to print some inventory control forms. The control program for the
forms is in module INVENTORY in the VMS device control library. Before you
can print the forms, you must extract the control program and send it to the
printer. Enter:

C:\> NET PRINT LPT1: /SETUP=INVENTORY

NET PRINT /SHOW

As USER1, you want to find out what printer service offers postscript printing.
To do this, you need to list all the printer services available to you.

C:\> NET PRINT /SHOW

LPT1: \\SERVR1\LPS$ANSI%USERL
/NOTE=(END_OF MONTH_REPORT)

LPT2: \\SERVR2\LPS$POSTSCRIPT%USERL
/PARAMETERS= (ORIENTATION=LANDSCAPE)

LPT3: \\SERVR3\LPS$LNO3RSUSERL
/COPIES=2

The display shows that LPT2 offers postscript printing. You can now queue your
job to LPT2.
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NET PRINT /SPACE

You want your single-spaced file EXAMPLE1.TXT to be double-spaced when it is
printed on LPT1. Enter:

C:\> NET PRINT EXAMPLEl.TXT LPT1: /SPACE

NET PRINT /TRAILER

You want to set a trailer page on all your print jobs on LPT1. Enter:
C:\> NET PRINT LPTl: /SET /TRAILER

NET PRINT-Showing Print Request Status

* To list the print requests for all users on all queues on SERVR1, enter:
C:\> NET PRINT \\SERVRL

User Job Name Job# Size Status
Queue LPS$SPOSTSCRIPT
USER1 EXAMPLEL.PS 923 512 Printing
USER1 DOCUMENT1.TXT 676 512
Queue NMSQUEUE
SYSTEM REPORT 860 512 Holding
Queue PCFS$LNO3
USER2 EXAMPLE2 627 512 Pending
USER2 USERPCSAL22641 891 512
Queue SYSSLNO3
PCFS$ACCOUNT LISSADECLAN113940 963 3072
USER3 MAIL 333 15K
USER4 SRVYANAL 301 134K
USERS DDIS 467 415K
Queue SYSSPRINT
USER6 REMIND., TXT 906 14K

¢ To check on the status of a job submitted under your name USER1 on print
device LPT1, enter:

C:\> NET PRINT LPTl: /USER=USER1

The display shows that you have requested that your job be printed after 5:00
pm on 12 August, 1991.

User Job Name Job# Size Status

Queue SYS$PRINT
USER1 JOB_NAME1 72 512 22 Holding
until 12-Aug-91 17:00
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NET SAVE

Purpose

NET SAVE lets you save current network connections so that you can restore
them after unloading and then reloading the network.

Guidelines

NET SAVE places your connections in a context file, which you name. A context
file is an ASCII file that records and saves information about the connections.

Format
/LOG
NET SAVE [drive:\ path\] filename | /NETWORK
/VIRTUAL
Parameters
drive Is the drive on which the context file is stored.
If you do not specify a drive or a path, the NET SAVE command
saves the context file in the default directory (for DECnet) or the
current directory (for TCP/IP).
path Is a path, if any, to the context file.
filename Is the name of the context file.
Qualifiers
/LOG Displays the connections as they are saved.

/NETWORK Saves only file and printer service connections. The default
is to save file, printer, and (if supported by your server) disk
connections.

/VIRTUAL  Saves only disk service connections. This qualifier applies only to
servers offering disk services.
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You want to save all connections on drive N in a context file called SAVE.TXT
and to record the procedure. Enter the following command from the drive
whose connections you want to save:

N:\> NET SAVE SAVE,TXT /LOG
The screen displays:

Profile saved to C:\DECNET\SAVE,TXT
Command completed successfully.

* To save only the current virtual disk service connections on drive D in a
context file named SAVE.TXT and record the procedure, enter:

D:\> NET SAVE SAVE.TXT /VIRTUAL /LOG

The screen displays:

Profile saved to C:\DECNET\SAVE.TXT
Command completed successfully.

Related Command
NET LOAD
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Purpose

Using NETSYS, you can transfer the DOS system files from a file service to a
diskette drive on your personal computer, creating a bootable diskette. With a
bootable diskette, you can boot your system from the client.

Guidelines

The following are the DOS system files transferred to your diskette drive by
NETSYS:

¢ COMMAND.COM

e BOOTBLOK.DAT (the boot block)

e JO.SYS and MSDOS.SYS (hidden files for IBM compatibles), or
¢ IBMBIO.COM and IBMDOS.COM (hidden files for IBM PCs)

Hidden files: The only file name you see in the system file subdirectory is
COMMAND.COM. Because the other files are always present on the disk by
default, they are not named in the directory. Therefore, they are called hidden
files.

Format
NETSYS drivel:\directory drive2:

Parameters

drivel Is the drive location of the directory containing the system files
for your DOS.

directory Is the directory containing the system files for your DOS.

drive2 Is the destination diskette drive (usually drive A:) for the system
files.
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¢ As a remote boot user, you need to transfer the DOS system files from
directory \ISSYSD33 on drive G: to to diskette drive A: on your client. Enter:

C:\> NETSYS G:\ISSYSD33 A:

¢  You need a reminder of the command format for NETSYS. Enter:
C:\> NETSYS
The screen displays:

NETSYS V1.0 -- File service to boot disk creator.
(C)Copyright 1991 by Digital Equipment Corporation

Usage: G:\PCAPP\NETSYS.EXE <dos subdirectory> <destination drive>
e.g. G:\PCAPP\NETSYS.EXE N:\ISSYSD33 A:

*  You are in the DOS subdirectory on drive N that contains the system files. To
transfer the files to diskette drive A, enter:

N:\SSYSD33\> NETSYS . A:
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Purpose

This command starts the loop test, which verifies that your client can
communicate with a specified node.

Guidelines

If you have problems connecting to a server, follow the procedures described in
Network Troubleshooting Guide.

Format

NET TEST server

Parameter

server Is the server on which you are running the server loop test.

Example

To run a loop test on SERVRZ2, enter:
C:\> NET TEST SERVR2

The screen displays a log of the test procedure. When the test is complete, the
workstation displays a success message, or, if the test is unsuccessful, an error
message.
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Purpose

This command sets the date and time at the client. The date and time are taken
from the file server you specify, or from the first available MS-NET file server.
Guidelines

Netsetup ensures that NETTIME is enabled.

The time is shown as HOUR:MINUTES:SECONDS:HUNDREDTHS OF A SECOND.

The date is shown as MONTH/DAY/YEAR.

Format
NETTIME [server]

Parameter

server The server from which you are taking date and time
information.

Examples

¢ To take date and time information from SERVRI, enter:
C:\> NETTIME SERVRI1
Time/Date serviced by node SERVR1

The current date is 11/26/91
The current time is 11:02:08:00

¢ To take the date and time from the first available server, enter:
C:\> NETTIME

The current date is 11/26/91
The current time is 11:02:08:00
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Purpose

This command lets you see what PATHWORKS for DOS version you are running
and what DOS files are currently installed on the PCSAV41 file service.

Format
NETVER

Example

To see the current version of PATHWORKS for DOS and the DOS files installed
on PCSAV41 file service, enter:

C:\> NETVER

A screen similar to the following is displayed:

NETVER V1.0, (C)Copyright 1991 Digital Equipment Corporation
PATHWORKS for DOS Version 4.1 on drive G:

Also installed on drive G:

NetWare Coexistence Installed V1.0

PATHWORKS for DOS (InfoServer) V1.0 Version 1.0
DOS V3.3 in ISSYSD33 IBM PC DOS Version 3.30

DOS V3.3 in DSSYSD33 DECstation DOS Vv3.30.01

DOS V5.0 in MSSYSD50 MS-DOS V5.00, RC3

DOS V5.0 in MSDOS50 The newest version of MS-DOS 5.00

Network Commands 1-123



NET ZERO LAD

NET ZERO LAD

Purpose

This command lets you set the error counters (statistics) to zero for all the virtual
disk drives. This clears the error counters. The system then records errors and
other statistics until the next time you clear the error counters.

Guidelines

To clear file and printer service error counters, see the NCP ZERO commands in
DECnet Network Management Guide.

Format

NET ZERO LAD

Example
To set error counters to zero for all the virtual disk drives, enter:
C:\> NET ZERO LAD

Related Command
NET ERROR
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Purpose

The PERMIT command lets you offer your client as a temporary file server by
permitting another client to make a single-session connection to your client.
Guidelines

Start the network before you use the PERMIT command.

The PERMIT command waits for the connection from the client. Once the
connection occurs, no other client nodes can connect.

If you do not specify a node name or if you use an asterisk (*) as the node name,
you extend the offer to any node on the network.

When the session is over, control returns to the DOS operating system.

Format
/C
PERMIT alias=drive:\path\ | /R | node | *
W
Parameters
alias Is a name representing the file service made available using
PERMIT. A client uses this name as a service name in a USE
connection request. You cannot set a password for the alias,
but you can restrict alias access to just one node by explicitly
specifying the node.
drive Is the drive for the directory you offer over the network.
path Is the complete path name for the directory you offer over the
network.
node Is the node name of the client on the network with which you
want to share your disk or directory.
*

Specifies that any client can share your disk or directory.
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W

Examples

Permits the client to create new files in the directory.

Permits Read access to the files in the directory. For example,
Read access allows another client to display a directory with the
DIR command or display the contents of a file with the TYPE
command.

Permits Write access to the files in the directory.

The default is /CRW.

* You are a client on the network at node PLAY1. Your directory TOOLS on
drive C contains information that another client on node PLAY2 wants to
access. To permit temporary access to directory TOOLS, enter:

C:\> PERMIT TOOLS=C:\TOOLS /CRW PLAY2

¢ You want any client on the network to be able to read files in your directory
A\ INFORMATION. Enter:

C:\> PERMIT INFORMATION=A:\INFORMATION /R *
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Purpose

This command lets you read messages on a client that uses DECnet. To read
messages on a client that uses TCP/IP, see the TRCV command.

You can also use RCV to add a group name, reduce the number of messages
stored, specify a timeout period, change the location of messages on the screen,
and change screen colors on a color monitor.

Guidelines

RCV is a terminate-and-stay-resident program (TSR), usually loaded at startup.
When your client receives a Broadcast message, RCV displays it. If you receive
another Broadcast message while you are reading the first one, you can display
the second message by pressing [AlUN].

In some cases, however, you may not be able to read the broadcast message,

or others that follow. For example, you might be in Graphics mode where you
cannot read Broadcast messages. RCV stores these messages, which can be read
later by means of the RCV /D command.

Format

[ /A:name ]
/D

/H:n,m
/Lin
/M:n,m
RCV | /N:in

/On
/PTIB
/Rin
/SYIN

L /T'n .
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Qualifiers

/A:name

/D

/Hmn,m

/Lin

/M:n,m

Used only at installation. Cannot be set interactively.

The /A qualifier allows you to add another name at which you can
receive messages. A name is composed of up to 15 alphanumeric
characters. You cannot use an existing node name of any computer.
However, you can add a group name, which enables you to receive
messages sent to the group.

Enables you to read the stored messages. If no messages have
been stored, the screen does not display the Broadcast header, but
returns to the DOS prompt.

Specifies the foreground (n) and background (m) colors of the
Broadcast message header. The value for n must differ from the
value for m.

The value for n is a number from 1 to 16. The value for m is a

number from 1 to 8. The defaults are 1 and 8, respectively. Use
the following table to select colors.

1 Black 9 Dark Gray

2 Blue 10 Light Blue

3 Green 11 Light Green

4 Cyan 12 Light Cyan

5 Red 13 Light Red

6 Magenta 14 Light Magenta
7 Brown 15 Yellow

8 White 16 Intensity White

Used only at installation. Cannot be set interactively.

The /L qualifier specifies the LANA number (0 or 1) from which
you want to receive Broadcast messages. The value for n must be a
valid NETBIOS LANA number for your configuration. By default,
RCV watches all NETBIOS LANAs for Broadcast messages.

Specifies the foreground (n) and background (m) colors of the
Broadcast message. The value for n must differ from the value for
m.

The value for n is a number from 1 to 16. The value for m is a

number from 1 to 8. The defaults are 8 and 1, respectively. To
select colors, use the table shown with the /H qualifier.
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/N:n

/O:mn

/PTIB

/Rin

/ISYIN

RCV

Used only at installation. Cannot be used interactively.

RCV stores from 1 to 10 messages. 10 is the default.

Each message takes approximately 160 bytes of memory.
Therefore, the more messages you keep, the more memory you
use. To save memory, you may want to specify that RCV save
fewer than 10 messages.

If you want to change the default setting, edit the STARTNET.BAT
file accordingly.

Specifies the number of minutes that elapse between receipt of a
Broadcast message and the resumption of the client’s current task.
When you set /O, you ensure that the client operations continue
after the specified timeout.

If you want to read messages after the timeout expires, enter the
RCV/D command.

The value for n is:

0 No timeout. Client stops operations until you press
or This is the default.
1-99 The number of minutes for the timeout.

Specifies whether the message pop-up window is displayed at the
top (T) or the bottom (B) of the screen.

Specifies the source from which you receive Broadcast messages.
The default for the RCV command in STARTNET.BAT or
AUTOUSER.BAT is to receive messages from the server (/R:0).
If you enter RCV on the command line, the default is to receive
all messages (/R:2). The following table shows the values for the
sources of messages you receive.

0 Receive messages from server only.
1 Receive messages only from other clients.
2 Receive messages from both server and clients. This is

the default.

Turns a beeping sound on (Y) or off (N)