
































































































































































































































































































































































































































































































































Option Structure and Parameters 

What follows is a description of the ISO options and options structure for 
both connection-mode and connectionless-mode transport. 

Connection Mode 

The functions Laccept, Llisten, Lconnect, Lrcvconnect, and Loptmgmt 
contain an opt argument which is of type struct netbuf. The opt.buf 
argument of the netbuf structure should point to a isoco_options 
structure which contains the following parameters of quality of service: 

Size 
Offset Field (Bytes) Contents 

0 throughput 32 thrpt structure containing throughput 

32 transdel 16 reqvalue structure containing transit 
delay 

48 reserrorrate 8 rate structure containing residual 
error rate 

56 transffailprob 8 rate structure containing transfer 
failure probability 

64 estfailprob 8 rate structure containing connection 
establishment failure probability 

72 relfailprob 8 rate structure containing connection 
release failure probability 

80 estdelay 8 rate structure containing connection 
establishment delay 

88 reldelay 8 rate structure connection release 
delay 

96 connresil 8 netbuf structure connection 
resilience 

104 protection 2 protection valve 

106 priority 2 priority valve 

108 mngmt 13 management structure containing 
management parameters 

121 expd expedited data: T_YES or T_NO 
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Where 'the rate structure contains: 

Offset 

o 
4 

Field 

targetvalue 

minacceptvalue 

Size 
(Bytes) 

4 

4 

The reqvalue structure contains: 

Offset 

o 
8 

Field 

called 

calling 

Size 
(Bytes) 

8 

8 

The thrpt structure contains: 

Size 
Offset Field (Bytes) 

0 maxthrpt 16 

16 avgthrpt 16 

Contents 

target value 

minimum acceptable value 

Contents 

rate structure containing called rate 

rate structure containing calling rate 

Contents 

reqvalue structure containing 
maximum throughput 

reqvalue structure containing average 
throughput 
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The management structure contains: 

Offset Field 

o dflt 

2 Itpdu 

4 reastime 

6 class 

7 altclass 

8 extform 

9 flowctrl 

10 checksum 

11 netexp 

12 netrecptcf 

General Remarks 

Size 
(Bytes) 

2 

2 

2 

Contents 

T_YES: the following parameters are 
ignored: default values are used 

T _NO: the following parameters are 
used: 

maximum length of TPDU (in octets) 

reassignment time (in seconds) 

preferred class; value: 
T _CLASSO-T _CLASS4 

alternative class 

extended format: T_YES or T_NO 

flow control: T _YES or T _NO 

checksum (cl. 4): T_ YES or T _NO 

network expedited data: T_YES or 
T_NO 

receipt confirmation: T _YES or T _NO 

• Unused fields (values or flags) should be set to T_UNUSED. 

• If used, the flag fields (extform, flowctrl, checksum, netexp, 
netrecptcf and expd) will be set to either T_YES or T_NO. 

• If the user does not want to define any option, the options pointer is 
set to the null pointer. 

• When the variable opt is used as output parameter (on calling 
Clisten) the item opt.buf will point, before the call, to an initialized 
isoco_options structure. 

• If the user does not want to specify some requirements concerning 
the QOS parameters (except protection and priority), the parameter 
must be set to T_UNUSED. 
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• In the rate structure, the two fields which contain the ratio of lost 
or erroneous TSDUs to total TSDUs transmitted are expresssed as 
a power of 10. The implicit length of TSDU is 128 octets. 

• The reqvalue structure is used to describe the throughput and the 
transit delay. In the reqvalue structure, the millacceptvalue field of 
struct rate contains the minimum acceptable value for throughput 
and the maximum acceptable value for transit delay. These fields 
may be set to 0 if the throughput or transit delay are not absolute 
(mandatory) requirements for the user. 

• For the throughput field, if avgthrpt (average throughput) is not 
defined (both fields set to T_UNUSED), XTI considers that the 
average throughput has the same values as the maximum throughput 
(maxthrpt). 

• The priority field may be set by one of the five following symbolic 
constants to define the level of priority: 

TYRIDFLT 

T_PRILOW 

T_PRIMID 

T_PRIHIGH 

T_PRITOP 

lower level (default level) 

low level 

medium level 

high level 

higher level of priority 

The priority field is not considered as a mandatory requirement. If 
the transport provider does not support this feature, it will ignore 
this user requirement. 

• The protection field defines the general level of protection. Several 
levels are defined. The symbolic constants listed below are used as 
flags to specify the required level of protection: 

T_NOPROTECT no protection feature 

T_PASSIVEPROTECT protection against passive monitoring 
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T.-ACTIVEPROTECT protection against modification, re
play, deletion or addition 

Both T_PASSlVEPROTECT and T_ACTIVEPROTECT may be 
set simultaneously but are exclusive with T_NOPROTECT. If the 
T_ACTIVEPROTECT or T_PASSIVEPROTECT flags are set, the 
user may indicate that this is an absolute requirement by also setting 
the T_ABSREQ flag. In this case, the function called will fail if the 
transport provider cannot respect this condition. 

Connectionless Mode 

In connectionless mode, the functions Lsndudata, Lrcvudata and 
Loptmgmt called to send or receive a data unit, or retrieve information, 
use a variable, unitdata.opt, as input or output parameter. This variable, 
whose type is struct netbuf, comprises a field, opt.buf, which must point 
to a struct isocl_options. This structure contains: 

Size 
Offset Field (Bytes) Contents 

a transdel 2 struct rate transit delay 

2 reserrorrate 2 struct rate residual error rate 

4 protection 2 

4 priority 2 

where struct rate is as defined for connection-oriented options. 

General Remarks 

• The value of the standard priority for the priority field is 
T_PRIDFLT. The definition of the priority field is the same as in 
connection-oriented mode. 

• For the transit delay field (transdel) , if described, the 
minacceptvalue field is considered as containing a mandatory 
requirement. Otherwise the user should set it to T_UNUSED. 
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• For the reserrorrate field, see the remarks for the same parameters 
in the section on Connection Mode. 

• On the call to Lrcvudata, the variable unitdata.opt is used as an 
output parameter. As described in Connection Mode, the user 
must provide an initialized isocl_options structure. 

• The transit delay parameter is the most important and useful in 
Connectionless mode. 

Warnings on the Use of Option Parameters 

Both sections above describe a mechanism for selecting and/or 
negotiating options in connection or connectionless mode through the 
Transport Service interface. It is important to note that: 

• Some of the parameters listed are not well defined (by ISO) in 
terms of their use and interpretation; these parameters are: 

protection 

transfer failure probability 

connection resilience 

Consequently, the use of these parameters is not recommended 
until their use is better defined. 

• Management options may be selected by some other (local) means, 
and the list of management options may be extended to include 
other such options related to any particular Transport Service 
implementation. 

• Ultimately, a provider may ignore all selections, except in the case 
where a mandatory selection cannot be supported; in this case, the 
provider will refuse the selection. 
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Class Limitation of Some Parameters 

The fields listed below are significant only in the following cases: 

expd if class > 2 or class 2 with the explicit flow control option 
selected 

protection if class> 0 

flowctrl if class = T_CLASS2 

checksum if class = T _CLASS4 

netexp if class = 1 

netrecptcf if class = 1 

Default Values 

The following table provides the default values of some parameters when 
the corresponding fields are set to T_UNUSED or, for all except the first 
two, when the dflt field in the structure management is set to T_YES by 
the user. 

Field Name Default Value Meaning 

expd T_NO no expedited flow 

priority T_PRIDFLT standard priority 

checksum T_NO no checksum 

extform T_NO no extended format 

flowctrl T_YES flow control 

netrcptcf T_NO no receipt confirmation 

netexp T_NO no network expedited data 

Itpdu T _L TPDUDFL T length of TPDU 

The fields class, altclass and reastime are system and connection 
dependent. 
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Functions 

Laccept 

The parameter call.udata.len must be in the range 0 to 32. The user 
may send up to 32 octets of data when accepting the connection. 

If fd is not equal to resfd, resfd should have been bound to the same 
address as fd, with the qlen parameter set to 0 when the Lbind was 
called for that resfd. 

A process can listen for an incoming indication on a given fd and then 
accept the connection on another endpoint, resfd, which has been 
bound to the same or a different protocol address with the qlen 
parameter (of the Lbind function) set to o. The protocol address 
bound to the new accepting endpoint (resfd) should in general be the 
same as the listening endpoint (Jd), because at the present time, ISO 
8072, Transport Service Definition does not authorize acceptance of an 
incoming connection indication with a responding address different 
from the called address except under certain conditions (see IS 8047, 
Paragraph 12.2.4, Responding address), but it also states this may be 
changed in the future. 

Lbind 

The addr field of the t_bind structure represents the local TSAP. 

Lconnect 

The sndcall.addr structure specifies the remote called TSAP. In the 
present version, the returned address set in rcvcall.addr will have the 
same value. 

If the user chooses to negotiate options, the sndcall.opt structure must 
point to the isoco_options structure. The setting of the sndcall.udata 
is optional for ISO connections but with no data, the len field of udata 
must be set to O. The maxlen and buf fields of the netbuf structure 
pointed to by rcvcall.addr and rcvcall.opt must be set before the call. 
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Clisten 

The call.addr structure contains the remote calling TSAP. Since at 
most 32 octets of data will be returned with the connect indication, 
call.udata.maxlen should be set to 32 before the call to Clisten. 

If the user has set qlen greater than 1 (on the call to Cbind), the user 
may queue up several connect indications before responding to any of 
them. The user should be forewarned that the ISO transport provider 
may start a timer to be sure of obtaining a response to the connect 
request in a finite time. Thus, if the user enqueues the connect 
indications for too long a time before responding to them, the transport 
provider initiating the connection will disconnect it. 

Copen 

The function Copen is called at the first step in the initialization of a 
transport endpoint. This function returns various default character
istics of the underlying transport protocol by setting fields in the t_info 
structure. 

The following should be the values returned by the call to Copen with 
an ISO transport provider: 

Parameters Before Call After Call 
Connection Connection less 

name x / / 

oflag x / / 

info.addr / x x 

info.options / x x 

info.tsdu / -1 -1 

info.etsdu / 16 -2 

info.connect / '1'1 '1 .... c.. -c.. 

info.discon / 64 -2 

info.servtype / T_COTS T_CLTS 
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Lrcvconnect 

On return, the call.addr structure contains the remote calling TSAP. 
Since at most 32 octets of data will be returned to the user, 
call.udata.maxlen should be set to 32 before the call to Lrcvconnect. 

Lrcvdis 

Since at most 64 octets of data will be returned to the user, 
discoll.udata.maxlen should be set to 64 before the call to Lrcvdis. 

Lrcvudata 

The ullitdata.addr structure specifies the remote TSAP. The quality of 
service associated with the received data unit is returned in the 
isocLoptions structure pointed to by unitdata.opt.buf. If the 
T.-MORE flag is set, an additional call to Lrcvudata is needed to 
retrieve the entire TSDU. Only normal data is returned via a call to 
Lrcvudata. 

Lrcvuderr 

The uderr.addr structure contains the remote TSAP. The 
isocl_options structure pointed to by uderr.opt.buf identifies the quality 
of service associated with the data unit received. 

Lsnddis 

Since at most 64 octets of data may be sent with the disconnect, 
call.udata.len will have a value less than or equal to 64. 

Lsndudata 

The unitdata.addr structure specifies the remote TSAP. If the user 
chooses to associate quality of service with this request, the 
unitdata.opt structure must point to the isocl_options structure. An 
ISO connectionless transport service does not support the sending of 
expedited data. 
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E 
Internet Transport Specific Information 

This appendix describes the protocol-specific information that is relevant 
for TCP and UDP transport providers. 

Generalities 

• T~ORE flag and TSDUs 

The notion of TSDU is not supported by a TCP transport provider, 
thus the T_MORE flag shall be ignored when TCP is used. The 
TCP PUSH flag cannot be used through the XTI interface because 
Section 9.2.7 from [ref 3] states that: "Successive pushes may not 
be preserved because two or more units of pushed data may be 
joined into a single pushed unit by either the sending or receiving 
TCP. Pushes are not visible to the receiving Upper Level Protocol 
and are not intended to serve as a record boundary marker." 

• Expedited data 

Normal and expedited flows are not two distinct flows in TCP. 
Once the send window is filled, the local process is not allowed to 
send any data, normal or expedited. When the send window opens 
again, it is open for both normal and expedited data. Expedited 
data cannot be sent by UDP. 
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• Orderly release 

The orderly release functions, Lsndrel and Lrcvrel, were defined to 
support the orderly release facility of TCP. However, its use is not 
recommended so that applications using TCP may be ported to use 
an ISO transport provider. The specification of TCP states that 
only established connections may be closed with orderly release, 
(such as on an endpoint in TJ)ATAXFER state) . 

• Timeouts 

It is not possible to redefine a new value for the timeout on each 
TCP request. The user can specify a value at the time of connec
tion establishment which is flXed for the life of the connection. 

Option Parameters 

What follows is a description of the protocol-specific transport options 
for TCP and UDP. 

Connection Mode: TCP 

The functions Laccept, Llisten, Lconnect, Lrcvconnect, and Loptmgmt 
contain an opt argument which is of type struct netbuf. The opt.buf 
argument of the netbuf structure should point to a tcp_options structure 
which contains: 

Offset Field 

0 precedence 

2 timeout 

8 ma)Lseg_size 

12 secopt 

Size 
(Bytes) 

2 

4 

4 

10 

Contents 

abort timeout (expressed in 
milliseconds for TCP) 

maximum segment size 

secoptions structure containing 
security options for TCP 
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where the secoptions structure contains: 

Size 
Offset Field (Bytes) 

0 security 2 

2 compartmente 2 

4 handling 2 

6 tcc 4 

General Remarks 

Contents 

security field 

compartment 

handling restrictions 

transmission control code 

• Unused fields (values or flags) should be set to T_UNUSED. 

• If the user does not want to define any option, the options pointer is 
set to the null pointer. 

• When the variable opt is used as output parameter (on calling 
Llisten) the item opt.buf will point, before the call, to an initialized 
tcp_options structure. 

• If the user does not want to specify some requirements, the 
corresponding parameters must be set to T_UNUSED. 

• The precedence field is used to express the precedence level in TCP. 
It may be set to one of the following symbolic constants: 

Draft 1.0 

T~OUTINE 

TYRIORITY 

T_IMMEDIATE 

T_FLASH 

T_OVERRIDEFLASH 

T_CRITIC~CP 
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TJNETCONTROL 

T_NETCONTROL 

• The four parameters of the secoptions structure are provided to 
define the security options: 

1. The security field defines the general level of security. 

2. The compartment field defines the compartment parameter. 

3. The handling field defines the handling restrictions parameter. 

4. For the tcc field which defines the transmission control code, 
only the 3 low-order bytes are used. 

Connectionless Mode: UDP 

UDP uses no options, so the opt arguments to Lsnddata and Lrcvudata 
should be set to zero or the null pointer, as appropriate. 

Functions 

Laccept 

Since data may not be sent with a connect accept, call.udata.len must 
be set to zero. 

Lbind 

The addr field of the t_bind structure represents the local socket. 

Lconnect 

The sndcall.addr structure specifies the remote socket. In the present 
version, the returned address sel in rcvcall.addr will have the same 
value. 

If the user chooses to negotiate options, the sndcall.opt structure must 
point to the tcp_options structure. Since data may not be sent with a 
Lconnect, sndcall.udata.len must be set to zero. 
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Clisten 

Since data may not be sent with a connect, call.udata.maxlen must be 
set to zero before the call to Clisten. The call.addr structure contains 
the remote calling socket. 

copen 

The function copen is called at the first step in the initialization of a 
transport endpoint. This function returns various default character
istics of the underlying transport protocol by setting fields in the t_info 
structure. 

The following should be the values returned by the call to copen and 
cgetinfo with the indicated transport providers: 

Parameters Before Call After Call 
TCP UDP 

name x I I 

oflag x I I 

info.addr I x x 

info.options I x -2 

info.tsdu I 0 x 

info.etsdu I -1 -2 

info. connect I -2 -2 

info.discon I -2 -2 

info.servtype I T_COTS or T_CLTS 
T_COTS_ORD 
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Lrcv 

The T~ORE flag should be ignored. It T~XPEDITED flag is set, 
out-of-band data is received. 

Lrcvconnect 

Since data may not be sent with a connect, call.udata.maxlen must be 
set to zero before the call to t_rcvconnect. On return, the call.addr 
structure contains the remote calling socket. 

Lrcvdis 

Since data may not be sent with a disconnect, the discon.udata 
structure will not be meaningful. 

Lrcvudata 

No options are supported by UDP, so unitdata.opt.maxlell should be 
zero. 

Lsnd 

The T_MORE flag should be ignored. If T~XPEDITED flag is set, 
out-of-band data is sent (at least one octet must be sent). 

Lsnddis 

Since data may not be sent with a disconnect, discoll.udata.len must be 
set to zero. 

Lsndudata 

No options are supported by UDP, so unitdata.opt.len should be zero. 
Also, be aware that the maximum size of a connectionless TSDU 
varies among implementations. 
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Accepting a connect request, 4-47 
Activating a transport endpoint, 4-53 
API (Application Programming 

Interface) 
changes to specification, 1-6 
purpose of, 1-1 

Application Layer, definition of, 1-3 
Application Programming Interface. 

See API 
Applications, CTOS 

networking services, 1-5 
portability of, 1-1 
porting, 1-5 

ARPANET, 4-2 
Asynchronous events, polling for, 

4-85 
Asynchronous mode 

establishing connection, 4-106 
transport service, 4-10 

bCommand values, 3-29, 3-33, 3-35, 
3-36 

bind function description, 4-53 to 
4-59 

Binding a transport endpoint, 4-53 
Blocks 

Generic Statistical Header. See 
GHB 

Service Client Descriptor Block. 
See SCDBB 

Service Provider Descriptor. See 
SPD 
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Index 

Changes to API specification, 1-6 
Channel fields, 2-21 
Client. See Service client 
Close Logical Link command, 3-32 
CloseStation request syntax 

description, 3-11 to 3-12 
Closing 

link connections, 3-11 
transpoint endpoint fd, 4-60 

Colons in parameter definition file, 
2-2 

Commands 
Close Logical Link, 3-32 
Connect Logical Link , 3-34 
Link Layer dependent, 3-33, 3-36 
Link Layer independent, 3-35, 3-29 
Open Logical Link, 3-31 
in parameter definition file, 2-2 
Query Station, 3-30 

Communication path, 4-6 
Connect Logical Link command, 

3-34 
Connect requests, accepting, 4-47 
Connecting 

with Link Layer, 3-3 
transport users, 4-64 

Connection mode 
connection/release/data transfer 

state table, 4-39 
example, 4-156 
option structure, 4-42 
TCP options, E-2 to E-4 
transport service, 4-8 
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Connectionless mode 
data transfer state table, 4-38 
example, 4-158 
option structure, 4-42 
transport service, 4-8 
UDP options, E-4 to E-6 

Connections 
acknowledging release of, 4-116 
asychronous mode, 4-106 
closing, 3-11 
detecting request for, 4-80 
establishment, 4-16 to 4-18 
multiple, 4-10 
rejecting request for, 4-134 
releasing transport, 4-138 

CTOS applications. See Applications, 
CTOS 

CTOS/Open Advisory Council, 1-1 

Data 
receiving, 4-19 to 4-20, 4-102, 

4-119 
sending, 4-21 to 4-22, 4-128, 4-141 

Data Link Layer, definition of, 1-2 
Data structures 

Link Layer, 3-27 to 3-28 
Protocol Manager, 2-21 to 2-22 
synchronizing, 4-147 
remote LSAP, 3-31 

Declaring 
Service Client name, 2-8 
Service Provider name, 2-3 

Deinstalling 
Service Client, 2-11 
Service Provider, 2-6 

DeregisterServiceClient syntax 
description, 2-11 to 2-12 

DeregisterServiceProvider syntax 
description, 2-6 to 2-7 

Device independence, 3-2 
Device specification of Service 

Provider, 2-13 
DirectLink commands, 3-35 to 3-36 
DirectLink request syntax 

description, 3-24 to 3-26 

DirectStation Commands, 3-29 to 
3-34 

DirectStation request syntax 
description, 3-21 to 3-23 

Disabling transport endpoints, 4-152 
Disconnect, cause of, 4-111 
Documents, 4-5 

EM. See Event Management 
Error codes 

Link Layer, A-3 to A-7 
Protocol Manager, A-I to A-3 
XTI Library, C-l to C-2 

Error handling, 4-9 
Errors, receiving information about, 

4-125 
ETSDU (Expedited Transport 

Service Data Unit), 4-20 
Event codes, XTI Library, C-2 
Event Management (EM), 4-12 to 

4-14 
Events 

incoming, 4-35 to 4-36 
outgoing, 4-33 to 4-34 
at transport endpoint, 4-12 

Examples 
connectionless mode, 4-158 
connection-oriented mode, 4-156 

Expedited Transport Service Data 
Unit. See ETSDU 

Failures, 4-9 
fd (file descriptor), 4-6 
File descriptor. See fd 
File, rqLabl.asm, 3-4 
Flag definitions, XTI Library, C-3 to 

C-3 
Frames 

requesting, 3-13 
writing, 3-17 

Functions calls, sequence of, 4-155 
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GHB (Generic Statistical Header 
Block), 3-27 

Initialization/deinitialization state 
table, 4-38 

Initializing transport endpoint, 4-89 
International Standards Organization. 

See ISO 
Internet transport information, E-1 

to E-6 
IP Layer, 3-1 
ISO (International Standards 

Organization) 
management parameters, C-5 
protocols, 4-2 
transport protocol, D-1 to D-11 

Layer 1. See Physical Layer 
Layer 2. See Data Link Layer 
Layer 3. See Network Layer 
Layer 4. See Transport Layer 
Layer 5. See Session Layer 
Layer 6. See Presentation Layer 
Layer 7. See Application Layer 
Layers of OSI Reference Model, 1-2 

to 1-4 
Length of Link Layer Name, 3-4 
Library procedural interface, 4-1 
Link API event codes, B-1 to B-2 
Link Clients, 3-2 

connecting with Link Layer, 3-3 
opening LSAP for, 3-5, 3-8 

Link Layer, 3-1 to 3-36 
data structures, 3-27 to 3-28 
dependent commands, 3-33, 3-36 
error codes, A-3 to A-7 
illustration of, 3-2 
independent commands, 3-29, 3-35 
name, 3-4 
operation, 3-24 
overview, 3-1 
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PDF, 3-3 
requesting a service, 3-24 
service providers, 3-2 
services, 3-4 to 3-26 
Service Access Point. See LSAP 
station operation, 3-21 

Listener application incoming Ids, 
4-7 

Listening for a connect request, 4-80 
Local management functions, 4-15 
Long-lived interactions, 4-8 
Long-lived Station Handle, 3-5 
LSAP (Link Layer Service Access 

Point) 
opening for Link Client, 3-5, 3-8 
station requests, 3-2 

Management functions, 3-35 
Mandatory XTI features, 4-27 
Messagees, transmitting from station, 

3-17 
Modes, service, 4-8. See also 

Connection mode; 
Connectionless mode 

Names, Link Layer, 3-4 
Netbeui protocol, 4-2 
Network Layer, definition of, 1-2 
Networking Services, CTOS/Open, 

1-5 

Object module procedures, 4-1 
Open Logical Link command, 3-31 
Open Systems Interconnection 

Reference Model. See OSI 
Reference Model 

Opening 
LSAP for Link Client, 3-5, 3-8 
transport endpoint, 4-89 
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OpenStationLL request syntax 
description, 3-5 to 3-7 

OpenStationSL request syntax 
description, 3-8 to 3-10 

Operating system errors, 4-9 
Optional XTI features, 4-28 
Options, protocol-specific, 4-41 
OSI Network Layer, 3-1 
OSI Reference Model 

definition, 1-2 to 1-4 
illustration of, 1-4 

O_NONBLOCK flag, 4-10 

Parameter arrays, key to, 4-46 
Parameter Definition Files. See PDF 

(Parameter Definition File) 
PDF (Parameter Definition File) 

for Link Layers, 3-3 
purpose of, 2-1 to 2-2 
Transport Layer, 4-45 

Peer to peer protocols, 1-2 
Physical Layer, definition of, 1-2 
Pointers, unused, 3-34 
Polling for asynchronous events, 4-85 
Portability 

of CTOS applications, 1-1 
of networking applications, 1-5 
rules, 4-159 

Porting CTOS applications, 1-5 
Presentation Layer, definition of, 1-3 
Procedures 

multiple XTI, 4-44 
optional XTI, 4-43 

Processes sharing Ids, 4-7 
Protocol addresses, endpoints on 

same, 4-8 
Protocol Manager, 2-1 to 2-22 

data structures, 2-21 to 
error codes, A-1 to A-3 
overview, 2-1 
services, 2-2 to 2-22 
updating, 2-19 

Protocols 
independent software, 4-159 
negotiating options, 4-97 
peer to peer, 1-2 

Query Station command, 3-30 
QueryProtocolManager syntax 

description, 2-16 to 2-18 

rcvdis function description, 4-111 to 
4-115 

ReadDLFrame request 
event codes, B-1 to B-2 
syntax description, 3-13 to 3-16 

Receiving data, 4-19 to 4-20, 4-102, 
4-119 

References, 4-5 
RegisterServiceClient syntax 

description, 2-8 to 2-10 
RegisterServiceProvider syntax 

description, 2-3 to 2-5 
Rejecting a connect request, 4-134 
Releasing 

LSAP resources, 3-11 
transport connection, 4-138 

Remote LSAP structure, 3-31 
Requesting 

connection to transport user, 4-63 
frames, 3-13 
Link Layer service, 3-24 

Requests, Protocol Manager, 2-2 to 
2-20 . 

RequestServiceProvider syntax 
description, 2-13 to 2-15 

rqLabl.asm file, 3-4 
Rules 

connection mode transport service, 
4-156 

portability, 4-159 
Transport Layer, 4-155 

SCDB (Service Client Descriptor 
Block) structure, 2-22 

SDF (Station Descriptor File), 3-4 
Sending data, 4-21 to 4-22, 4-128, 

4-141 
Service Client. See also User 

deinstalling, 2-11 
name declaration, 2-8 
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Service Client. See also User (cont.) 
new open request, 2-19 
upper layer as, 1-4 

Service Client Descriptor Block. See 
SCDB 

Service Provider 
change notification, 2-19 
deinstalling, 2-6 
device specification, 2-13 
lower layer as, 1-4 
name declaration, 2-3 
status information, 2-16 

Service Provider Descriptor Block. 
See SPDB 

Service type definitions, XTI 
Library, C-3 

Services, Link Layer, 3-4 to 3-26 
Session Layer, 1-3 
Short-lived Station Handle, 3-8 
Short-term interactions, 4-8 
SNA Path Control, 3-1 
SPDB (Service Provider Descriptor 

Block) structure, 2-21 
State codes, XTI Library, C-3 
States 

transition of, 4-37 
of transport endpoint, 4-76 
transport interface, 4-31 to 4-32 

Station Descriptor File. See SDF 
Station Handles 

long-lived, 3-5 
short-lived, 3-8 

Station operation of Link Layer, 3-21 
Station requests, 3-2 
Stations, closing, 3-11 
Status information, Service Provider, 

2-16 
Structures. See Data structures 
Synchronizing data structures, 4-147 
Synchronous mode transport service, 

4-10 

TCP 
connection mode options, E-2 to 

E-4 
environment mnemonics, C-6 

Draft 1.0 

TCP/IP, 4-2 
TLOOK error returned by XTI calls, 

4-40 
Transmit buffer, 3-34 
Transport API definitions, C-1 to 

C-6 
Transport endpoint, 4-6 

activating, 4-53 
closing endpoint fd, 4-60 
current event on, 4-85 
current state, 4-76 
disabling, 4-152 
events, 4-12 
initializing, 4-89 
multiple events, 4-12 

Transport Layer, 4-1 to to 4-160 
definition of, 1-3 
illustration of, 4-3 
overview, 4-1 
parameter definition file, 4-45 
using the interface, 4-155 to 

Transport protocol characteristics 
returned, 4-70 

Transport provider states,4-31 
Transport providers, 4-6 
TSYSERR, 4-9 
Laccept function description, 4-47 to 

4-52 
Lclose function description, 4-60 to 

4-62 
LCOllllect function description, 4-63 

to 4-69 
Lermo, 4-9 
cgetillfo function description, 4-70 

to 4-75 
cgetstate function description, 4-76 

to 4-79 
Llistell function description, 4-80 to 

4-84 
Llook function description, 4-85 to 

4-88 
Lopell function 

description, 4-89 to 4-96 
XTI flags, C-4 

Loptmgmt function description, 4-97 
to 4-101 

Lrcv function description, 4-102 to 
4-105 

Index I-5 



Lrcvconnect function description, 
4-106 to 4-110 

Lrcvrel function description, 4-116 
to 4-118 

Lrcvudata function description, 
4-119 to 4-124 

Lrcvuderr function description, 
4-125 to 4-127 

Lsnd function description, 4-128 to 
4-133 

Lsnddis function description, 4-134 
to 4-137 

Lsndrel function description, 4-138 
to 4-140 

Lsndudata function description, 
4-141 to 4-146 

Lsync function description, 4-147 to 
4-151 

Lunbind function description, 4-152 
to 4-154 

UDP connectionless mode options, 
E-4 to E-6 

U pdateProtocolManager syntax 
description, 2-19 to 2-20 

User actions transport interface, 4-37 

WriteDLFrame request syntax 
description, 3-17 to 3-19 

X.25 Packet Layer, 3-1 
XNS, 4-2 
XTI 

connection establishment, 4-16 to 
4-18 

connection-oriented mode, 4-14 to 
4-15 . 

data transfer, 4-19 to 4-22 
error codes, A-7 to A-8 
flags for Lopen, C-4 
function classifications, 4-30 
general purpose values, C-4 
initialization/deinitialization phase, 

4-15 to 4-16 
mandatory features, 4-27 
optional features, 4-28 
optional procedures, 4-43 

XTI Library 
error codes, C-1 to C-2 
event codes, C-2 
flag definitions, C-3 to C-3 
service type definitions, C-3 
state codes, C-3 
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Application Programming 
Interface Specification 
Networking Services 

With nearly one million workstation users worldwide, eTOS provides an excel
lent platform for developing distributed, networked applications. eTOS is the only 
message-based, distributed operating system available for microprocessor
based workstations. 

The eTOS/Open Networking Services consist of networking procedures that are 
common to all eTOS-based operating systems. 8y using these procedures, 
eTOS programs can directly communicate with workstations and mainframes 
to provide optimal networked solutions for today's business needs. 

The transport layer of the eTOS/Open Networking Services complies with 
broadly accepted standards supported byi'IEEE, OSI, and XlOpen. Programs 
that use this layer can remain portable across a wide range of platforms. 

GTOS/Open Application Programming Interface Specification: Networking 
Services provides a clear and thorough description of each procedure in the 
eTOS/Open Networking Services. This book serves as an ideal reference for 
programmers who write networked applications. 

In these pages, you'll find: 

• An introduction of the eTOS/Open Standard for Networking Services 

• A discussion of the seven layers of the OSI model 

• Descriptions of the procedures for the GTOS/Open Protocol Manager 

• Descriptions of the procedures for the eTOS/Open Link Layer Interface 

• Descriptions of the procedures for the eTOS/Open Transport Layer Interface 

• Descriptions of the error codes for the eTOS/Open Networking Services, 
as well as the event codes for the Link Layer Interface and the Transport 
Layer Interface 

ISB N 0-13-194655-2 

PRENTICE HALL 
Englewood Cliffs, NJ 07632 . 
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