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MEMORY WORD FORMATS
The following notations are used in memory word formats:

. Bits of memory words are numbered in decreasing order from left to right, starting
with 59 on the left and ending with O on the right.

e Bytes (l2-bit portions) of memory words are numbered in increasing order from left
to right, starting with O (byte O consists of bits 59 through 48, byte 1 consists of
bits 47 through 36, byte 2 consists of bits 35 through 24, byte 3 consists of bits
23 through 12, and byte 4 consists of bits 11 through 0).

. Fields that contain only capital letters indicate portions of memory that contain
the display code values for those letters.

e Diagonal lines (’ﬂ;) indicate a portion of memory that is not used by the system
and may contain any value. These portions may, however, be used by future versions
of NOS.

e The word “reserved” or the phrase “reserved for Control Data” indicates a portion of
memory that is either used internally by the system or is reserved for future use.
The phrase “reserved for installations” indicates a portion of memory that each’
installation may use in whatever manner it chooses.

° A zero indicates a portion of memory that contains all binary zeros.

CHARACTER SETS

The ASCII character set is used in the examples in this manual. Other NOS-compatible
character sets are described in appendix A. .

SUBMITTING COMMENTS

The last page of this manual is a comment sheet. Please use it to give your opinion on the
manual”s usability, to suggest specific improvements, and to report any errors. If the
comment sheet has already been used, you can mail your comments to:

Control Data Corporation

Technology and Publications Division ARH219
" 4201 Lexington Avenue North

St. Paul, MN 55126-6198

-Additionally, if you have access to SOLVER, an online facility for reporting problems, you
can use it to submit comments about the manual. Use NS2 as the product identifier.

-

RELATED PUBLICATIONS

The following manuals contain information directly related to the material presented in this
volume.

You might also want to consult the NOS System Information Manual. It is an online manual

that includes brief descriptions of all NOS and NOS product manuals. .You can access this
manual by logging into NOS and simply entering the command EXPLAIN.
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These manuals are available through Control Data sales offices or Control Data Literature
Distribution Services, 308 North Dale Street, St. Paul, MN 55103.

Control Data Publication

- BML Message Formats

CDCNET Terminal Interface Usage Manual

Common Memory Manager Version 1 Reference Manual

COMPASS Version 3 Reference Manual

CYBER Loader Version 1 Reference Manual

CYBER Record Manager Advanced Access Methods Version 2
Reference Manual

CYBER Record Manager Basic Access Methods Version 1.5
Reference Manual '

Modify Reference Manual

NOS Version

NOS Version

NOS Version

NOS Version

NOS Version

NOS Version

NOS Version

NOS Version

NOS Version

2

2

2

Administration Handbook

Analysis Handbook

Applications Programmer”s Instant
Diagnostic Index

Installation Handbook

Network Terminal User”s Instant
Operatiéns Handbook

System Overview

Systems Programmer”s Instant

Publication Number

60459940
60461530
60499200
60492600

60429800
60499300

60495700
60450100
60459840
60459300
60459360
60459390
60459320

60459380

60459310 -

60459270

60459370

Appendix K contains a comprehensive bibliography of all Control Data publications related to

NOS.

DISCLAIMER

This product is intended for use only as
described in this document. Control Data
cannot be responsible for the proper
functioning of undescribed features or
undefined parameters.
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FILE ENVIRONMENT TABLE (FET) 2

This section describes the file communication area necessary for file creation and the
processing of many user requests. The file environment table (FET) is the standard
communication area or parameter block for the system file processors. The COMPASS
programmer must define the FET, whereas the higher level languages (COBOL and FORTRAN, for
example) automatically establish and use this area.

Depending on the processor being used, certain areas of the FET must be defined and used in
communicating with that processor. The minimum length of a FET is five words, although many
processors require a longer FET.

CIRCULAR BUFFERS

A circular buffer is a central memory storage area that contains data during input/output
operations. It is called a circular buffer because routines that process input/output treat
the first word of the buffer area as if it were contiguous to the last word of the buffer
area. :

All input/output is performed by passing data between a circular buffer in central memory
and a peripheral device (mass storage or magnetic tape, for example).

The buffer pointers FIRST, IN, OUT, and LIMIT define the circular buffer (figure 2-1).

circular buffer

first

file environment table (FET)

Z

1 code out
file name ‘ Status

parameters first

0 in space for data

limit not used

parameters limit

)70

=xe/
X

Figure 2-1. Circular Buffer
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FIRST ADDRESS

FIRST is the address of the first word of the buffer area. Routines that perform
input/output never change the value of FIRST.

LIMIT ADDRESS

LIMIT is the address of the word following the last word of the buffer area. Buffer data is
not stored in LIMIT. When LIMIT is reached during a read or write operation, the next word
to be read or written is FIRST. Routines that perform input/output never change the value
of LIMIT.

The addresses FIRST and LIMIT define the boundaries of the circular buffer. The size of the
buffer is always (LIMIT-FIRST).

IN ADDRESS

IN is the address of the next word of the buffer into which data can be entered. During a
read operation, the system enters data into the buffer beginning at IN; during a write
operation, the user program enters data into the buffer beginning at IN. During a read
operation, the system increments IN as it enters data into the buffer; when IN reaches
LIMIT, the system immediately resets IN to FIRST. During a write operation, the user
program must increment IN as it enters data into the buffer, and must reset IN to FIRST when
IN reaches LIMIT (the data transfer macros described in section 3 increment and reset the
buffer pointers as necessary for the user program).

If, during a CIO operation, IN reaches (OUT-1), or IN reaches (LIMIT-1) and (OUT=FIRST), the
buffer is full. The buffer is full when all words except one contain data. Because the
system enters data into the buffer one PRU at a time rather than one word at a time for some
CIO operations, the system may consider the buffer to be full if it attempts to enter data
into the buffer and the buffer contains less than one PRU of available space.

OUT ADDRESS

OUT is the address of the next word of the buffer from which data can be read. During a
write operation, the system removes data from the buffer beginning at OUT; during a read
operation, the user program removes data from the buffer beginning at OUT. During a write
operation, the system increments OUT as it removes data from the buffer; when OUT reaches
LIMIT, the system immediately resets IN to FIRST. During a read operation, the user program
must increment OUT as it removes data from the buffer, and must reset OUT to FIRST when OUT
reaches LIMIT (the data transfer macros described in section 3 increment and reset the
buffer pointers as necessary for the user program).

If OUT reaches IN during a CIO operation, the buffer is empty. Because the system removes
data from the buffer one PRU at a time rather than one word at a time for some CIO
operations, the system may consider the buffer to be empty if it attempts to remove a PRU of
data from the buffer and the buffer contains less than one PRU of data.
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Figure 2-2 is an example of a read operation.

Before read operation ] After -read operation

circular buffer - circular buffer

space for data
(buffer empty)

space for data

limit not used limit not used

Figure 2-2. Read Operation

DATA SPACE

At any instant a circular buffer is either empty, partially full, or full. When empty, the
available unused space in a buffer is one word less than the size of the buffer. When full,
all words but one of the buffer contain data.

The system does not permit a circular buffer to be completely filled with data because the

IN and OUT pointers would contain equal values and a full buffer could not be distinguished
from an empty buffer.

If IN is less than OUT, the amount of data in the buffer is (LIMIT-FIRST) - (OUT-IN) and the
available space is (OUT-IN-1). If IN is greater than OUT, the amount of data in the buffer
is (IN-OUT) and the available space is (LIMIT-FIRST) - (IN+1-0UT).

60459690 G



Figure 2-3 is an example of a write operation.

Before write operation After write operation
circular buffer circular buffer
firstzout W/ » first
/ data space for data
- in in=out (buffer empty)
space for data space for data
limit : not used limit not used

Figure 2-3. Write Operation ¥

FET DESCRIPTION

There are two basic FET formats. Figure 2-4 illustrates the standard FET for mass storage
and terminal files; figure 2-5 illustrates the standard FET for magnetic tape files. The -
figures are followed by a description of the FET fields. When a field is used by only one
of the file processors, it is noted in the description.

59 47 38 35 29 23 17 13 8 [0)
FET+0 local file name (Ifn) In lut l code
I +1 dt |rH;I;I{W////A len first
+2 o] in
+3 0 out
+4 | FNT pointer | freserved lalf PRU size limit
+5 W fwa working storage /////Alwaﬂ working storage (ia)
+6 current random index {cri) W random request (rr)
+1 V000000007777 index tengtntin | twa of index (in)

I Figure 2-4. Standard FET for Mass Storage and Terminal Files

TRefer to section 5 for a description of the FET fields used in processing permanent file
manager (PFM) requests.
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59

47 38 35

29

23 17 13 8 ]

FET+0

local file name (Ifn)

In l at I code

+1

+2

Wi A 22222222 e fire

in

+3

out

.

(o]
+4 | FNT pointer ;gfea‘g’g ql|

PRU size limit

+5 U

fwa working storage

ve

///lea+l working storage(la)
ubc

mirs

+7

7
D

00000
10 000

72200

+1 file identifier (first 10 characters)
+12 file identifier (last 7 characters) I file sequence number
+13 gvn |’ retention cycle I creation date
+14 set identification I file section number
Figure 2-5. Standard FET for Labeled Magnetic Tape Files (CIO and POSMF)T

Parameter

Local file name (1fn)

Level number (1n)

- Abnormal termination
codes (at)

Word
(FET+n) Position
0 59-18
0 17-14
0 13-9

Description

The. 1fn field contains one to seven
alphanumeric display code characters,
left—justified; unused characters are
zero—filled. The 1lfn is the common
reference point for all system
communication concerning the file.

This is the level number for an end-of-
record (EOR)/end-of-file (EOF)
operation on the file. NOS uses this
field for CIO operations and for
distinguishing interactive input from
noninteractive input (refer to CIO in
section 3 and the discussion on writing
interactive programs, section 12).

Status information returned by the
function processor when an abnormal
situation or error occurs. This field
is usually set by the processor when
the error processing bit (ep) is set in
FET+1. For some processors, at is
returned in bits 17 through 9. This
field is set to 22g by CIO if the ep
bit is not set and an error condition
is present. Refer to section 3 for
the specific error codes returned.

tRefer to the LABEL and OPEN macros for a description of the FET fields used in processing

ANSTI labels.
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Parameter

Code

Device type (dt)

Random access (r)

User processing (up)

2-6

Word

(FET+n) Position
0 8-0
1 59-48
1 47
1 45

Description .

Request/return code. The user program
(or macro) sets this code for the
request desired. The function
processors alter it only if the request
is not completed. For example, the
user program requests a read (CIO code
010) but encounters an EOR. CIO
returns a status code of 021. These
codes are detailed in the function
processor descriptions (refer to
section 3). The following are
subfields for the code parameter.

Bit 1: file mode (fm). File mode for
input/output operations on S, L, or SI
tape formats only. For S or L format

tapes, bit 1 is:

0 Coded
1 Binary

Binary mode must be selected for SI
tape formats or the program is aborted.

Bit 0: interlock (ilk). FET interlock
bit. Used to indicate system/user
access to data associated with the
file. The user program sets this bit
to 0 (busy or not complete) and the
processor sets it to 1 when the request
is completed.

The 12-bit display code of the type of
device on which the file is or will be
residing (refer to Device Types in
appendix E). After the file is
assigned to a device, the STATUS macro
or any CIO function enters the device
type in this field and sets bit 59 if
the device is a nonallocatable nonmass
storage device.

This bit is set if random processing is
to be performed on the file. If this
bit is set, the FET must be at least
seven words in length.

The user program sets this bit to
control end-of-reel or end-of-device
processing. When CIO encounters an
end-of-reel/end~of—-device, it returns
an abnormal termination code of 2 (bits
13 through 9 of FET+0). For further
information about end-of-reel
processing, refer to the CIO CLOSER
macro description.
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Word
Parameter (FET+n) Position Description

Error processing (ep) 1 44 This bit is used to indicate to the
function processor that the calling
program processes errors that occur,
such as parity errors or errors in
requests to the file managers. The
function processor returns the error
code to the at field of FET+0. Refer
to the section of this manual relating
to the specific processor called for
descriptions of the error codes
returned. If this bit is not set, the
function processor either aborts the
job or requests operator intervention.

If an unrecovered parity or block too
large error occurs during a magnetic
tape read operation (with the ep bit
set) or if a read parity error occurs
on a mass storage read operation (with
ep bit set), the system performs the
following steps.

1. The data in the bad block is
stored in the user program’s
circular buffer.

2. The value of the IN pointer
prior to the read is stored in
the next word in the circular
‘buffer (pointer to the
beginning of the bad data
block).

3. The parity error code is set in
. FETH0.

4. The IN pointer is updated in
the FET. This IN pointer value
does not include the additional
word (pointer to the beginning
of the bad data block) stored
in the buffer.

5. The FET completion bit is set.

The pointer to the bad data is returned
on all reads processed by CIO for a
mass storage file. If no data is
transferred (correct PRU not read), the
pointer points to itself, and no update
of IN occurs.

If tape error processing is inhibited
(refer to the LABEL macro, section 4),
the preceding steps are not performed
regardless of whether or not the ep bit
is set.
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Parameter

l Real time bit (rt)

Extended label
processing (x1)

Access level
bit (a)

Flush bit (fb)

Word

(FET+n) Position
1 43
1 41
1 39
1 36

Description

When the real time bit is set, the job
will not roll out and will not wait for
an inaccessible device. The real time
bit may be set directly in the FET by a
CPU program or it may be set using one
of the FET creation macros: FILEB,
FILEC, RFILEB, or RFILEC.

Specifies standard (x1=0) or
extended (x1=1) tape label processing.

If this bit is set, the file”s security
access level is to be taken from or
returned to the al field in FET+4.

If this bit is set, the file”s circular
buffer is to be flushed upon abnormal
termination or for terminal files when
the job is rolled oute.

Files that are pointed to by the list
of files (refer to the SETLOF macro,
section 6) and meet the following
criteria are flushed with the
appropriate write function.

e Original error flag (ef) is
less than SPET (refer to EREXIT
macro, section 6).

° No buffer parameter errors;
that is, the entire FET must be
within the job“”s field length
as follows:

LIMIT.LE.FL
OUT.LT.LIMIT
OUT.GE.FIRST
IN.LT.LIMIT
IN.GE.FIRST

. The code field of the FET is
set to one of the valid
function codes that enable
implicit terminal output (refer

to table 3-1).

° No CIO error code is present in
the FET.

° Data is in buffer.
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CATLIST (004, CCCT)

The CATLIST macro can be us

ed for the following applications:

e To determine the information about one or more of your own permanent files.

° To determine the information about one or more files belonging to a specified

alternate user. Yo

u will only be allowed to see information about those files which

you can access and which the owner has specified you to receive (via the AC =

parameter).

° To determine the al
user can access or

The first type of applicati
your files. If a permanent
one file will be returned.

The format of the permanent

ternate user information for a specified file that an alternate
has accessed in your catalog (permit data).

on is the return of the permanent file catalog entries of all
file name is specified in FET+CFPN, the catalog entry of that

file catalog entry is as follows:

59 56 53 47 44 41 38 35 23 17 n
word O file name user index FCFN, FCUI
1 tile length / ///A track I sector FCLF, FCBT, FCBS
2 random index creation date and time FCRI, FCCD
3 access count data modification date and time FCAC, FCMD
4 | mode Ief | I last access date and time ;ch:g: ::g:c?" FCEC, FCEF,
5 ///////////// control modification date and time FCKD
s oror| s |/ T 77 utitity control date and time RO FCBR, FCFS, FCUD,
7 file password password exp date FCPW
10| oflags Wult asa FCAF, FCAT, FCAA
1" reserved for CDC al access categories FCAL
12 charge number FCCN
13 project number (first 10 characters) FCP1
.14 project number (second 10 characters) FcpP2
15 reserved for CDC
16 user control word .FCuc
17 reserved for installation FCIW
file name Permanent file name.

user index
file length

track

sector

random index

60459690 G

User index of file creator.

Length in PRUs of the file.

Beginning track of file.

Beginning sector of file (4xxx for a direct access file).

Random disk address of permit sector.
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5-22

creation date
and time

access count

data modification
date and time

ct

mode

ef

ec

dn

last access
date and time

control modification

date and time

pPTr

br

SS

ac

Date and time (yymmddhhmmss in octal) when this file was
first entered on the permanent file system. The year (yy) is
the calendar year minus 1970.

Count of accesses to file.

Date and time (yymmddhhmmss in octal) when the data in this
file was last modified. The year (yy) is the calendar year
minus 1970. For direct access files this field is updated
when the file is attached in a modifiable mode, whether or not
the file is actually modified.

File category (refer to PFM Macro Parameter Conventions for
further information).

File mode (refer to PFM Macro Parameter Conventions for
further information).

Error flag:

0 No error.
1 EOI changed by recovery.

Error code:

No error.

Error in data for file.

Error in permit entries for file.

Error in data and permit entries for file.
File length error.

5-7 Reserved.

SLON~O

Device number (0 through 77g); each device within a family of
permanent file devices is identified by a device number.

Date and time (yymmddhhmmss in octal) when this file was last
accessed. The year (yy) is the calendar year minus 1970.

Date and time (yymmddhhmmss in octal) when the control
information (catalog entry and permit record data) for this
file was last updated. This corresponds to the last time a
CHANGE or PERMIT command or macro was processed for the file.
The year (yy) is the calendar year minus 1970.

Preferred residence for file (refer to PFM Macro Parameter
Conventions in this section for further information).

Backup requirement for file (refer to PFM Macro Parameter
Conventions in this section for further information).

Subsystem code for this file (refer to PFM Macro Parameter
Conventions in this section for further information).

Alternate CATLIST permission for this file (refer to PFM Macro
Parameter Conventions in this section for further information).
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utility control
date and time

file password

password exp date

aflags

alt

asa

al

access
categories

charge number
project number
user control word

The second type of application
permanent file catalog entries
are listable by another user.

specified an alternate CATLIST
FET+CFPN, the catalog entry of

Date and time (yymmddhhmmss in octal) used to determine this
file”s candidacy for being dumped by permanent file
utilities. The year (yy) is the calendar year minus 1970.

Optional password. On a secured system the password is
returned as seven asterisks (¥****%**) if a password is defined
and the file has an access level higher than that of the job.

The date on which the password expires (yymmdd in octal). The
vear (yy) is the calendar year minus 1970.

Alternate storage flags; used with the asa field and
meaningful only if the file resides on an alternate storage
device (as indicated by the alt field); refer to the NOS 2
Analysis Handbook for a complete description of this field.

- Alternate storage type:

0 No alternate storage copy of the file exists.,
1 An alternate storage copy of the file resides on MSF.
2 An alternate storage copy of the file resides on MSE.

Alternate storage address; meaningful only if an alternate
storage copy of the file exists (as indicated by the alt
field); if asa is 0, the file does not reside on alternate
storage; refer to the NOS 2 Analysis Handbook for a complete
description of this field.

File”s security access level,

Each of bits 31 through 0, if set, indicates that the
corresponding category is in the security access category set
for the file. The system OPL common deck COMCVLC can be used
to convert an access category value to an access category name.

Charge number to which the file will be billed.

Project number to which the file will be billed.

User control information (FET+13g),

is a CATLIST of another user”s files. The system returns the
of all the user”s files you are permitted to access and that
(A file is listable by way of CATLIST only if the owner has

permission [AC=Y].) If a permanent file name is specified in
the specified file will be returned (provided the file is

- listable by CATLIST and that you are permitted to access it). The following fields are
cleared before the catalog entries are returned: user index, access level, access category
set, password, and password expiration date.
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The third type of application is a CATLIST of PERMIT data. All alternate user access entries
(permit entries) for a specified file are returned. The format of an alternate user access
entry is illustrated.

Macr

59 41 35 17 0
username expiration date
auo I;eil m l . ad at

username Alternate user name.

expiration The date on which the permit expires [yymmdd in octal; the year: (yy) is

date the calendar year minus 1970].

aua Number of accesses the alternate user has made to the file (hhmmss in
octal).

ed Bit 41; if set, indicates that an expiration date is present in bits
17-0 of the first word of the entry.

m Permission mode (bit 40 set if this was an accounting permit and was not
created by a PERMIT command or macro; bit 40 clear indicates an explicit
permit set by PERMIT command or macroj; bits 39 through 36 are same as
mode described in first type of request).

ad The last date the alternate user accessed the file [yymmdd in octal; the
year (yy) is the calendar year minus 1970].

at The time of day the alternate user last accessed the file (hhmmss in

octal).

o format:¥
Location Operation Variable
CATLIST addr,pfn,un,n,pn,r,fo,dn
addr Address of the FET for the CATLIST function.
pfn Address containing the file name; if this parameter is omitted, CATLIST
information for all files in your permanent file catalog (or in the
catalog specified by un) is returned.
un Address containing the name of the alternate user catalog to be searched
for the catalog information. If un is omitted, your own catalog is
searched.
m If this parameter is the letter M, alternate user access information for

file pfn is returned. If this parameter is specified, the pfn is
required and un 1is ignored.

fThis macro is not available in SYSTEXT. The user program must specify systems text PSSTEXT
or call common deck COMCMAC (refer to appendix F).

5-24
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CONTROL POINT MANAGER

Control point manager (CPM) enables your program to alter or interrogate parameters in your

job”s control point area.

Unless otherwise noted, all errors encountered by CPM cause the job step to be aborted; no

user error processing is available.

The format of the call to CPM is:

59 » 40 35 23 17 0
RA +1 CPM WR|  code | ## | poram |
R Auto fecall bit.
code CPM function code.
ff Subfunction code for functions 003 and 017.
param Parameter for the function.

Common decks required for absolute assemblies by the functions processed by CPM are COMCCPM

and COMCSYS.
library SYSLIB.

SETPR (001)

The SETPR macro decreases the CPU priority of a job.

priority.

For relocatable assemblies, these decks are satisfied by default from the

A user job cannot increase its

Upon job initiation, a job is assigned the maximum priority allowed for its service class.

(The installation defines these priority values.)
that of other jobs, the job is assigned control of

priority do not need it.

- Macro format: ¥

Location Operation Variable
SETPR n
n CPU priority; (1<n<70g)

tThis macro is not available in SYSTEXT.

If a job”s CPU priority is lower than
the CPU only when jobs of a higher

The user program must specify systems text PSSTEXT

or call common deck COMCCMD or COMCMAC (refer to appendix F).
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MODE (002)

The MODE macro defines the error conditions that cause the system to exit from normal
processing and, on CYBER 180-class models, changes the instruction stack purging status of
the central processor (refer to the exchange package description in appendix E).

When the error specified in a MODE macro occurs, the system sets the appropriate error flag
and exits from normal processing to perform any error processing required. If an error
occurs for which the user program did not select the exit mode processing, the system
ignores the error and continues normal processing.

Macro format:t

Location Operation Variable
MODE m,n,p
m CPU program error exit mode.
n This parameter is included for compatibility with earlier versions of

NOS. The value supplied is ignored.

P Instruction stack purging (CYBER 180-class models only):
0 Normal instruction stack purging.
1 Extended instruction stack purginge.
The processor wiil exit when
this condition occurs If m has one of these octal values
Address out of range (automatically 1, 3, 5, 7, 11, 13, 15, 177+
selected for model 176)
Opefand out of range (overflow only 2,3, 6,7, 12, 13, 16, 17
on model 176)
Indefinite operand 4, 5, 6, 7, 14, 15, 16, 17
Underflow (model 176 only) 10, 11, 12, 13, 14, 15, 16, 17

The maximum value and default on all models except model 176 is 7, indicating that the

processor exits on all conditions. The maximum value on model 176 is 17g, indicating that

the processor exits on all conditions. The default value on model 176 is 7, indicating that
- the processor exits on all conditions except underflow.

V]

TThis macro is not available in SYSTEXT. The user program must specify systems text PSSTEXT
or call common deck COMCCMD or COMCMAC (refer to appendix F).

tTon a model 176, the address out of range error will always cause a processor exit.
Therefore, any attempt to disable this type of exit (by specifying a value not included in
this set) on a model 176 will cause an informative message to be issued to the dayfile.
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The following keys return the corresponding key words. Except where otherwise indicated in
the descriptions, the values returned are those supplied in the ASSIGN, LABEL, or REQUEST
function, and may not equal the values actually assigned to the tape file,

eyt

l4g

Field

1type

den

Returned Key Word for Tape File

11 5 0]
0 1 [ ]
1T 185 (]
0 F Itype IQQnIcv 2 l
59 24 23 12 11 65 0
r vsn I reel l 0 [41
59 97 23 1 5 0
o I block size | po | noise l 14 I
Bit(s) Description
11-6 Tape format:
0 Internal (I).
1 System internal (SI).
2 Foreign (F).
3 Stranger (S).
4 Long block stranger (L).
18 I1f set, error processing is inhibited (same as bit
14 in po field).
17-12 Label type:
0 Unlabeled.
1 Standard label (ANSI 1969 standard).
l4g  Nonstandard label.
11-9 Tape density:
1 556 cpi (seven-track).
2 200 cpi (seven—track).
3 800 cpi (seven-track) or 800 cpi (nine-
track).
4 1600 cpi (nine-track).
5 6250 cpi (nine-track).

TThe symbols for each key value are defined in common deck COMSLFM,
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Field

cv

vsn

reel

block
size

po

noise

Key Bit(s)

2 8-6
4 59-24
4 23-12
l4g 47-24
l4g 23-12
l4g 11-6

Description
Conversion mode: ¥

0 BCD conversion (seven—track).
1 ASCII conversion (nine-track).
2 EBCDIC conversion (nine-track).

Volume serial number of the currently mounted
magnetic tape. This is the actual VSN, not the
value from the VSN or LABEL command.

Logical reel number of the currently mounted
magnetic tape. Corresponds to the ANSI standard
file section number.

Maximum block size in central memory words. Always
1000 octal for I and SI format tapes. For F format
tapes, the block size is calculated from the FC or

C parameter value specified on the tape assignment
command (refer to Volume 3, System Commands). For

S and L format tapes, the block size returned is the
size used on the last CIO operation, as determined
from the default block size, mlrs field in the FET,
or CI0 buffer size (refer to appendix J). The field
is zero if no previous CIO function has been issued
on the tape file. Refer to appendix J for further
information.

Processing options. Refer to the description of
the po field for the LABEL macro in section 4. The
12 bits in each field have the same respective
definitions. If po bit 18 (corresponding to po bit
42 for the LABEL macro) is set upon return from the
FILINFO macro, GCR hardware write error correction
is disabled.

If po bit 19 (corresponding to bit 43 for the LABEL
macro) is set upon return from the FILINFO macro,
the issuing of all error recovery messages to the
user dayfile is enabled.

Noise size in frames. .

If the specified file is not local to your job, words 1 through 4 of the parameter block are

cleared.

All other fields (including words containing keys) are unchanged.

tConversion mode of labels (if any) and coded data (if any). This does not indicate whether
the data on the tape 1is coded or binary.
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PERMANENT FILE MANAGER 5

Permanent file manager (PFM) processes all permanent file requests. The format of the RA+1
call to PFM is as follows:

. 59 40 35 23 17 0
RAH [ PFM R e addr

R Auto recall bit.

code Function code.

addr Address of the FET.

The FET used by all PFM requests is formatted as follows. The mnemonics (CFSN, for example)
are defined in common deck COMSPFM. The length of the FET is defined by the symbol CFLM.

59 56 53 45 38 35 3129 23 0o

FET +0 Ifn 7//// / CFSN
+1 dt glg'g’,W/ /A len first -
W74 in
Wl /7777 out
v U A 00 limit
7 |
+6 | CATLIST continuation data // //////////// 7] cren
o ..

+10 permanent file name (pfn) sr ct I m 'CFCT
+11 user_name  (un) dn s CFMD

L L T 777 i - 8 CFOU
+12 file password (pwd) | erad CFPW
+13 user control word (ucw) . CFUC

4

+14 packname (pn) /A unit CFPK
+15 new “file name (nfn) CFNF

v 0 T o
7 [oror s o V////////////////////////////////A{g%%

FAP
1fn Local file name (left—justified, zero £ill).
dt Device type.
sa Suppress address on error messages (bit 46).
up User processing bit (bit 45).
ep Error processing bit (bit 44).
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rt .

len

first

in

out

al

limit
categories

pfn

sSY

ct

un

dn

pwd
erad -
ucw
pn
unit
nfn

Xt

.pr

br

S8

ac

Real-time proceséing bit (bit 43).

Access level processing bit (bit 39).

FET length minus 5.

FIRST parameter for file“s circular buffer.
IN parameter for file”s circular buffer.
OUT parameter for file”s circular buffer.
Security access level.

LIMIT parameter for file”s circular buffer.

Security access category set (refer to SETPFAC macro).

Permanent file name (left-justified, zero £i11); if pfn is zero, 1fn is

used as the permanent file name.

Special request subfunction.

File category (refer to Permission Modes, File Categories).
File access mode (refer to Permission Modes, File Categories).
Alternate user name.

Device number for CATLIST option (range is 1 to 77g).

Number of PRUs (octal) desired for the file.

Optional file password (left-justified, zero fill).
Error message return address. .

User control word.

Pack name of auxiliary device.

Number of units of multiunit device.

New filé name (refer to CHANGE macro).

Expiration term or date fér password or permit.
Preferred residence for file (bits 59-57).

Backup ‘requirement for file (bits 56-54).

Interactive subsystem asociated with file (bits 53-48).

- Alternate user CATLIST permission (bits 47-46).

For a more.detailed description of the FET, refer to the discussion of the FET in section 2.
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After a request to PFM is complete, the first word of the FET contains the following
information. )

59 17
FET+0 | tn S lg/////ﬂa
1fn Local file name. |
at Abnormal termination code.
c Bit 0 1s set to 1 upon completion of the request.

The FET length may be five words, if no special options are required, or up to 20g words,
depending on the special options required.

When a PFM macro request is processed, the parameter values specified are placed in their
corresponding fields in the FET.

On a macro call, the register Xl may be used to specify the permanent file name (pfn); the
register X2 may be used to specify the file password (pwd); and the register X3 may be used
to specify the alternate user name (un). After the macro is processed, the register X2
contains the address of the FET.

The address of the FET must be supplied in ‘the addr parameter. The call to PFM must be made
with the auto recall bit set (the PFM macros automatically do this).

The system OPL common decks required for an absolute assembly of a program containing PFM
requests are COMCPFM and COMCSYS. 1In order to use the mnemonics defined for PFM FET
addresses, PFM addresses, permission modes, file categories, or error codes, the system OPL
common deck COMSPFM is required for absolute or relocatable assemblies. Function mnemonics
are specified in the macro descriptions. If the al parameter is specified on a SAVE,.
DEFINE, or SETPFAL macro, the system OPL common deck COMSMLS is required.

On a secured system, your job may not access a permanent file unless it is validated for the
access level and access category set of the file. For an alternate—user access, such an
invalid access attempt is treated as a file-not—-found error; for an access to one of your
own files, it 1s treated as a security conflict (refer to section 1 for a description of
security conflict processing).

ALTERNATE USER ACCESS PROCESSING

Another user can access one of your permanent files only if you explicitly allow it. There
are two ways you can allow alternate user access:

e By declaring the file to be a public or semiprivate file. These types of files may
be accessed by all users in your family; the users may only access the file in the
mode you specify (and in those modes that are subsets of the specified mode; refer
to PFM Macro Parameter Conventions in this section for a description of the
hierarchy of file access modes).

e By permitting a specific user to access the file with a particular access mode (by
using the PERMIT command or macro). This may be done on a private or semiprivate
file; on a semiprivate file, the access mode specified by PERMIT overrides the
default semiprivate access mode for the file. An expiration date may be assigned to
each permit entry; when this date is reached, the specified user is no longer able
to access the file.
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In addition, you may assign a password to each of your files. An alternate user must
specify this password in order to access the file. This password may also have an
expiration date; when this date is reached, alternate users are no longer able to access the
file.

ERROR PROCESSING

The user program can issue requests to PFM and have control returned if certain error
conditions occur. To do this, the error processing bit (ep) must be specified in FET+l1.
The error codes are returned in the abnormal termination (at) code field of FETH+0 (bits 17
through 10). If the user program specifies erad in FET+12g, the error message is returned
at this address instead of being issued to the user’s dayfile. A maximum of three central
memory words are returned. System errors are issued to the system and error log dayfiles
regardless of the erad specification.

The following error codes are returned in the abnormal termination code field. It is
. recommended that the error code mnemonics defined in common deck COMSPFM be used in testing
these error conditions. The mnemonics are qualified by symbol ERRMSG. For example, to set
the B7 register to the value of the FBS mnemonic, use the following instruction.

SB7 /ERRMSG/FBS

Error
Codet Mnemonic Description
1 FBS The specified direct access file is attached with conflicting
mode (file busy).
2 FNF One of the following:
e The specified permanent file could not be found.
o The specified user name could not be found.
® You are not authorized to access the specified file.
e The specified local file could not be found (SAVE,
REPLACE, or APPEND).
e An indirect access file request was issued for a
direct access file.
e A direct access file request was issued for an
indirect access file.
3 ) EFL The file specified on a SAVE, REPLACE, or APPEND macro
' contains no data.
4 NMS The file to be saved is not on mass storage; the first track
of the file is not recognizable.
5 FAP The user program has already saved or defined a file with the

name specified.

tCodes are given in octal.
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Error

Code T Mnemonic
6 IFT

7 FNE

10 IUA

11 IDR

12 FTL

13 ILR

14 PFN

15 DAD

tCodes are given in octal.
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Description

The user program attempted to define a file that is not a
local file.

File name contains illegal characters.

You are not validated to create direct access or indirect
access files or to access auxiliary devices.

The device type (r parameter in macro calls) specified on a
request for an auxiliary device cannot be recognized or does
not exist in the system.

If the removable auxiliary device specified by the pn
parameter is not the same type as the system default, the r

parameter must be included; if not, this error code is
returned.

The local file specified for a SAVE, REPLACE, or APPEND
request exceeds the length allowed, or the direct access file
specified for an ATTACH in write, modify, update, or append
mode exceeds the direct access file length limit for which
the user is validated.
One of the following:

e Illegal function code passed to PFM.

e Illegal permit mode or catalog type specified.

o CATLIST request has permit specified without a file
name.

e PERMIT attempted on a public file.

e DEFINE, CHANGE, or SAVE attempted with alternate user
name in FET.

Access to the permanent file device requested is not possible.

The device on which the file resides may not contain direct
access files because: :

o The device is not specified as a direct access device
in the catalog descriptor table.

o The device is not specified as ON and initialized in
the catalog descriptor table.

e The device is a dedicated indirect access permanent
file device.



Error

Codef Mnemonic . Description

16 PFA Because a permanent file utility is currently active, the
operation is not attempted; the user program should retry the
operation.

17 DTE An error occurred in a read operation during a file transfer.

20 COF The number of files in your catalog exceeds the limit (refer

to the LIMITS command in Volume 3, System Commands).

21 COoS The cumulative size of the indirect access files in your
catalog exceeds the limit (refer to the LIMITS command in
Volume 3, System Commands).

22 SPN The number of PRUs specified via the s parameter on the
DEFINE macro is not available.

23 . IOE A request is attempted on a local file that is currently
active. This error can occur, for example, if the user
program creates two FETs for the same file and issues a
second request before the first is complete.

24 - The job’s local file limit has been exceeded by an attempt to
GET or ATTACH the file.
25 PRL The job’s mass storage PRU limit is exceeded during
i preparation of a local copy of an indirect access file.
26 PLE Permit limit is exceeded for a private file.
27 PAE One of the following:

e An illegal function code was specified.

e The FET address specified was not within the user
program’s field length.

e The error message return address specified was not
within the user program’s field length.

e PFM was not called with auto recall specified.
30 RSE The resource executive detected a fatal error.

31 TKL No available space remains on the device.

TCodes are given in octal.
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Error

Code T

32

33

34

35

36

37

40
41
42

43

44

45-47

50

T Codes are given in octal.
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Mnemonic

FLE

RIN

DAF

RPE

ABT

MSE

EDA

EPT

EDP

FLC

FSE

Description

The length of a file does not equal the catalog length; the
action taken depends on the type of request issued.

Request Action

GET A local file is created with length being the
actual length retrieved.

SAVE If file length is longer than TRT
specification, file 1is truncated.

REPLACE Same as for SAVE.

PERMIT random address error.

The system sector data for the file does not match the
catalog data.

The same file is found twice during a catalog search. This
error can occur for APPEND or REPLACE requests after a file
is found and purged and the catalog search is continued.

Error flag detected at PFM control point.

An error is encountered in reading or writing a portion of
the permanent file catalog or permit information. A write
error encountered during the device to device tansfer of an
indirect access file.

Error in data for file.
Error in permit entries for file.
Combination of errors 40 and 41.

An error in the EOI position of the file was detected by
recovery routines.

PFM detected a fatal RESEX error. PFM does not issue a

message since RESEX has issued an appropriate message. If
the error processing (ep) bit is set and the erad field of

FET+12_ contains a valid address, the message RESEX issues is
returngd to that address.

Reserved.

Verification of the file structure or owner identification
failed.



Error
Codet

51

52

53~70

71

72

73

74

75
76
77

100

101

102

103

104

105

T Codes are given in octal.
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Mnemonic

SSE

BCS

PPE

PSI

FIN

FEO

SGD

IPA

PVE

FND

INA

ATO

Description
Error in system sector of indirect access file.

An invalid catalog or permit sector was detected while
attempting to access the file.

Reserved.
The file does not reside on disk. An unrecoverable error was
detected when attempting to stage the file to disk from

alternate storage.

The file does not reside on disk. It is currently being

" staged from alternate storage to disk.

The file must be staged from alternate storage to disk, but
the subsystem is not currently available to perform the stage
operation.

The file is currently not available for write, modify,
update, or append modes 6f access because a system utility
has the file attached in utility mode.

Reserved.

Reserved.

The local file specified for a SAVE, REPLACE, or APPEND
request was an execute-only file.

The file does not reside on disk and must be staged from
alternate storage to disk.

The device number, track, and éector specified as the
permanent file catalog (PFC) address are invalid.

The creation date and time, user index, or alternate storage
address do not agree with the current PFC contents.

Access to a file that does not reside on disk is not
permitted with the current function.

A software interlock is currently not available to a request
specifying both ep and up processing options.

The disk space for a file cannot be released when the

alternate storage image is labeled obsolete or the alternate
storage address is not specified in the PFC.
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Error
Codef Mnemonic Description

106 " ASE The disk space for a file cannot be released when a permanent
error status is set for the alternate storage file image.

107 FTF File name table (FNT) space is currently not available for a
request that has both ep and up processing options set.

110 ICU Verification of the PFC prohibits the setting of a new
alternate storage address when the alternate storage address
is defined and not labeled obsolete. Also, an existing valid
disk address cannot be replaced in the PFC entry.

111 PEA The PFM activity count is currently at its limit. This
condition is reported to the requesting program only if both
the ep and up processing options are set.

112 NVX You are not authorized to set a password or permit expiration
date.
113 DEM The expiration date or term you specified exceeds the maximum

expiration term allowed by your site.

114 JCA Your job is not validated for the access level or access
category set for the specified file.

115 LNJ The specified access level is not valid for the calling job.

116 WDP The local file has a higher access level than the permanent
file it is replacing or is being appended to, or the local
file has a lower access level than the job on a DEFINE
request. You do not have the special authorization to .
perform this operation.

117 CNJ The specified access category set is not valid for the
calling job.

120 LND The local file access level is incompatible with the user’s
master device access level limits.

121 NVD The specified access level is lower than the current file
access level, and you are not authorized to lower file access
levels.

122 NTD No temporary device could be found with the correct access
level.

123 LNF The specified access level on a SAVE request is lower than

the local file access level.

124 TPE The system encountered a temporary error that prevents it
from moving your file in from alternate storage. Wait and
try the request again.

fCodes are given in octal.
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PFM MACRO PARAMETER CONVENTIONS

Several methods are available to you for specifying the m, ct, ss, br, pr, and ac parameters
in PFM macros. You can either specify an alphabetical key or an address that contains an
integer value that corresponds to a key. If an address is specified, the value must be
right-justified and zero—-filled in a 60-bit word.f The values can be established with the
mnemonics in the following list. The user program must call common deck COMSPFM to use
these mnemonics (relocatable or absolute assembly). The valid mnemonics (if any), keys, and
values for the m, ct, ss, br, pr, and ac macro parameters are listed.

Value
Parameter Mnemonic Key (Octal) Description

m File or user permission mode:

PTWR W 0 Allows the user program to write,
read, append, execute, modify, and/or
purge the file. New information can
be added within the existing
boundaries of the file, and the file
can be extended or shortened. This
mode can be specified for direct or
indirect access files.

PTRD R 1 Allows the user program to read and/or
execute the file. This mode can be
specified for direct or indirect
access files.

PTAP A 2 Allows the user program to append
information to the end of the file
(EOI). This mode can be specified for
direct or indirect access files.

PTEX E 3 Allows the user program to execute the
file. This mode can be specified for
direct or indirect access files.

PTNU N 4 Removes permission previously granted
via PERMIT macros. This mode can be
specified for direct or indirect
access files.

TThese parameters are stored in the FET in right—justified, zero-fill format, except for
the 1fn, pfn, pwd, and nfn parameters which are stored in left-justified, zero—fill format.
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Parameter Mnemonic

PTMD

PTRM

PTRA

pruptt

PTRU

Key

Rl

RU

Value

(Octal)

5

10

11

Description

Allows the user program to modify,
append, read, and/or execute a direct
access file. Adding new information
within the existing boundaries of the
file is legal, and the file size may
be extended, but the file may not be
shortened. For an indirect access
file, this mode allows you to perform
all the functions of the R (read) mode
and the A (append) mode.

Allows the user program to read and/or
execute a direct access file with the
implication that another user may
currently be accessing the same file
in M (modify), A (append), or U
(update) mode. For indirect access
files, this mode is the same as R
(read) mode.

Allows the user program to read and/or
execute a direct access file with the
implication that another user may
currently be accessing the same file
in A (append) mode. For indirect
access files, this mode is the same as.
R (read) mode.

Allows the user program to modify,
read, and/or execute a direct access
file. Information may be added within
the existing boundaries of the file,
but the file size must be maintained.
For indirect access files, this mode
is the same as R (read) mode.

Allows the user program to read and/or
execute a direct access file with the
implication that another user may
currently be accessing the same file
in U (update) mode. For indirect
access files, this mode is the same as
R (read) mode. .

TSpecial care should be taken when using modes RM, RA, or RU. Programs using access
techniques (either CIO or CYBER Record Manager) that do not expect concurrent updating of
a file may get erroneous results if these modes are used. CRM Advanced Access Methods
(refer to the CYBER Record Manager Advanced Access Methods Reference Manual) do not expect
concurrent updating of a file by another user.
RM, RA, or RU mode and you are using these access methods, a warning message is issued to
you stating that the file is bad when, in fact, it is not.

tThe CIO function WRITECW cannot be used to perform a write on a file attached in U (update)

mode.
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Parameter Mnemonic

ct

FCPR

FCSP

FCPB

5-12

PU

Value

(Octal)

File category:

Private. Private files are available
for access only by the originator or
those to whom the originator has
explicitly granted permission (refer
to the PERMIT macro).

Semiprivate. Semiprivate files are
available for access by all users who
know the file name, user name, and
file password. The file owner
specifies the default permitted mode
of access for all users. The file
owner may also specify, via the PERMIT
macro or command, different
permissions for different users.

The system records in the file owner’s
catalog the user name of each user who
accessed the file, the number of
accesses, and the date and time of the
last access.

Public. Public files are available
for access by all users who know the
file name, user name, and file
passworde The file owner specifies
the permitted mode of access for all
users. The system records the number
of times the file was accessed but
does not record user names or the last
access date and time.
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Parameter Mnemonic

SSs

brt
BRNO
BRAL

BRMD

prt

RSLK

RSDS

RSMS

RSNP
ac

ACNO

ACYS

NULL

BASIC

FORT

FINTS

" EXEC

BATCH

MD

Value
(Octal)

Description

Subsystem indicator:

Null subsystem.

BASIC subsystem.

FORTRAN 5 subsystem.

FORTRAN Extended 4 subsystem.
Execute subsystem.

Batch subsystem.

Backup requirement:

Backup is not required on a dump tape.
Backup is required on a dump tape.
Backup is required on a dump tape only
if the file is not resident on

alternate storage.

Preferred residence:

The file will be locked to disk.
(Special validation is required for
this option.)

The file should reside on disk at all
times.

The file should reside on alternate
storage when it is not being accessed.

No preferred residence for the file.

Alternate CATLIST permission:

Alternate users may not obtain
information about the file by using
CATLIST (default value).

Alternate users may obtain information
about the file by using CATLIST.

T1If this parameter is omitted or a value of O is specified, PFM uses the installation

default value.
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AUXILIARY DEVICE REQUEST

Unless you explicitly declare otherwise, all of your permanent files reside on family
devices. As stated in Volume 3, System Commands, you may wish to supplement the mass
storage provided by your family devices by retaining your files on auxiliary devices.

(Not

all users may be validated to use auxiliary devices.) There are four parameters (pn, r, un,

and pwd) that uniquely identify file pfn on an auxiliary device.

° The pn parameter specifies the one- to seven—character system—defined pack name of
the auxiliary device. The device can be either public or private, as defined by the

installation.

. The r parameter specifies the type of auxiliary device on which the file resides or

is to reside. An auxiliary device is any supported device that an installation

defines as an auxiliary; it need not be a removable device.

r may be DBn, DDn, DIn, DJn, DKn, DLn, DMn, DQn, DV, or DW, as described for
Equipment Codes in appendix E.

If you need two or more rémovable auxiliary devices, or one removable auxiliary

device and one or more magnetic tapes, at any one time during your job, a RESOURC

command must be included (refer to Volume 3, System Commands).

An installation can provide additional continuous storage on a DB, DD, DI, DJ, DK,

DL, DM, or DQ type device by combining several physical units into one logical

unit. A device so defined is known as a multiunit device. To specify such a

device, the r parameter must include the number of units. For example, if four

844-21 units have been combined as one multiunit device, the r parameter must be

DI4. 1If it is not, the job step aborts.

However, if r is DB, DD, DI, DJ, DK, DL, DM, or DQ but n is omitted, the unit count

is assumed to be 1.

The r parameter is required only if the desired device has a device type different
from that of the installation-defined default device type, and the installation has

defined the desired device as removable. However, you can be assured of always

accessing the proper device by specifying this parameter. If an incorrect value is
specified for r, PFM error message llg (IDR) is issued. For all PFM macros, if pn
is specified but the device is not available, the job is aborted. By setting the
error processing bit (FET+l, bit 44) you can bypass the abort and direct the system
to make the specified device available. If both the error processing bit and the
user processing bit (FET+l, bit 45) are set, control is returned to the user program

when the device is unavailable and error code l4g (PFN) is set in FET+O.

e The un parameter specifies the one- to seven—character optional user name. If the

device is public, files are accessed in the same manner as specified for family

devices; that is, the un parameter must be included only if you wish to access files
‘that another user has explicitly or implicitly permitted you to use. If the device
is private, there is only one owner. All other users who have the proper validation
can access files on the device, but the system prevents them from creating files on

that device.

o The pwd parameter specifies the one— to seven-character password associated with the
file. As with files on family devices, the pwd parameter must be included only if

the originator requires that a password be specified.
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SAVE (001, CCSV)

The SAVE macro enables the user program to retain a copy of a temporary mass storage file as
an indirect access permanent file. The original file is rewound when the copy is complete.

Macro format:

Location Operation Variable
SAVE addr,pfn,pwd,ucw,ct,m,pn,r,fo,ss,br,pr,xt,al,ac
addr Address of the FET; the local file name must be set in FET+O0.
pfn Address containing the name of the file; name the file is given in the

permanent file catalog.

.pwd Address containing the password to be placed with the file in the
permanent file catalog.

ucw Address containing user control word to be placed with the file in the
permanent file catalog. If this word exists in the catalog, it is
returned to FET+l3g when the file is accessed (default=0). ’

ct File category:
ct Description
P Private file (default value).
S Semiprivate.
PU Public file.
Refer to PFM Macro Parameter Conventions in this section for further
information.
m File mode. This parameter defines the type of access alternate users

may have for semiprivate or public files.
Description

Read, write, append, purge, and execute (default value).
Read and execute.

Append .

Execute.

Read, append, and execute.

None .

Same as R for indirect access files.

Same as R for indirect access files.

Same as R for indirect access files.

Same as R for indirect access files.

cpgpzEmPma |8

=
[=}

Refer to PFM Macro Parameter Conventions in this section for further
information.
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pn Address containing one- to seven-character pack name of the auxiliary
device on which the file is to be saved.

Entering the display code character zero (left—justified, binary zero
fill) in this field overrides the pack name set by the PACKNAM command
or macro. This causes the file to saved on your family device.

r Type of auxiliary device on which the file is to be saved (refer to the
DEFINE macro).

fo Family option:

IP The pack name specified by a PACKNAM macro or pn parameter
is ignored. PFM accesses your family.

ss Subsystem indicator. This indicator causes automatic subsystem
selection when the file is retrieved using the OLD macro or command.

ss Description
NULL Null subsystem.

BASIC BASIC subsystem.

FORT FORTRAN 5 subsystem.

FINTS - FORTRAN Extended 4 subsystem.

EXEC Execute subsystem. )

BATCH  Batch subsystem.

Refer to PFM Macro Parameter Conventions in this section for further
information.

br Backup requirement. Specifies whether the file is to be backed up on a
dump tape when the site dumps permanent files.

br Description
X The file must be backed up on the dump tape.
MD Backup file on dump tape only if a copy does not exist on
alternate storage.
N The file is not to be backed up on the dump tape.

Refer to PFM Macro Parameter Conventions in this section for further
information.

PT Preferred residence. Specifies whether you prefer the file to reside on
disk or on alternate storage.

pr Description
M The file should reside on alternate storage when it is not

being accessed.

No preferred residence for the file.

The file should reside on disk at all times.

The file will be locked to disk. (Special validation is
required for this option.)

o=

Refer to PFM Macro Parameter Conventions in this section for further
information.
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xt

al

ac

Example 1:

Expiration term or date for password. xt is the address of a word
containing either the packed expiration date (format: yymmdd, where yy
is the year minus 1970), or the expiration term, the number of days
(K7777g) to be added to the current date to determine the expiration
date. A value of 7777g indicates a nonexpiring password. If this
parameter is not specified when a password is established, the system
creates a nonexpiring password. You must be validated to assign a
permanent file expiration date in order to use this parameter.

Security access level of the file. This may be either the name of the
access level or the address of a location containing the numerical value
of the access level. System OPL common deck COMCVLC can be used to
convert access level names to numerical values and vice versa. System
OPL common deck COMSMLS is required if you specify this parameter.
Using this parameter sets the access level bit (bit 39 of FET+l1).

If an access level is specified in the al field of the FET rather than

as a macro parameter, your program must also set the access level bit
(bit 39 of FET+1).

On a secured system, any access level specified must be valid for your
job and for the local and permanent file devices involved.

Alternate CATLIST permission. Specifies whether alternate users may
obtain information about the file using CATLIST.

Description

Permission denied.
Permission granted.

< ]m
o
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