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Commands(1) and Miscellaneous Facilities(5)

Uutry (IM) oo try to contact remote system with debugging on
m323rd (IM) ..covrcceeene read disk resident manufacturer’s bad track list (For M68K only)
M332XCHLIM) oot a control utility
TN (1) ot ettt et ae b senaean mMacro processor
MACK (1)t display the processor type of the current host
machid: m68k, m88k, pdp11, u3b, u3b5, udb15, vax, u370(1) ....... get processor type truth value
Mail, TMAIL(T) ceorrieiieieeee ettt ettt as read mail or send mail to users
mail_pipe(IM) ..o invoke recipient command for incoming mail
MATLALAS (1) eevrieeirireieieice ettt es translate mail alias names

mailstats(1M) ....... ... print statistics collected by sendmail
MATIX (1) e interactive message processing system
Make (1) .o maintain, update, and regenerate groups of programs
makedbm (1M) .....cooeernnrenreeeeeeenee make a Network Information Service (NIS) dbm file
mMakedev (IM) ..o seseneseeseneans adds /dev entries for generic devices table
MAKEFSYS (IM) oo create a file system
MAKEKEY (1) 1ot generate encryption key
man (1) .o display reference manual pages; find reference pages by keyword
MAN(5) 1ocvoiviricieicrci s e macros to format Reference Manual pages
MCS (1) vttt manipulate the comment section of an object file
INE (D) cvovivriiinirricr b s macros for formatting papers
MESE (L) vt permit or deny messages
mMeSSAZE (1F) .o put arguments on FMLI message line
migration (IM) ... move an archive from one set of volumes to another
MK(IM) oo remake the binary system and commands from source code
MKAPTOPOS (1) wervrveiriiriciciic s create apropos list of manpage descriptions
MKDOOt (IM) .t convert an object file to a bootable object file

INKAIT (1) cotiieieiet ettt bbbttt b et ae bbb s s ss et sese e e st baenenene make directories
mkfifo(IM) oo .... make FIFO special file

mkfs (generic) (1IM) ..... <eveenenn CONSEIUCE 2 file system
mkfs (bfs) (1M)............. ..construct a boot file system
MKES (S5) (1IM) oottt ea sttt s n e sne construct an s5 file system
MKMSGS (1) ovvveviiiiciii e eaenaes create message files for use by gettxt
MONEBI(IM) oo s create monetary database
MOTe, PAZE (L) ooveveciiiiiite s browse or page through a text file
mount, umount (generic) (1M) ................. mount or unmount file systems and remote resources
MOUNE (DFS) (1IM) oottt ettt ettt ettt s sases mount bfs file systems
MOUNE(TIM) ettt ettt b et snse s nn mount remote NFS resources
IMNOUNE(TIM) 1ottt b et b et e e be s et s sananenens mount remote resources
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MOUNE (S5) (1M) ceurvririeiierrecirereeeres et sssasese s seeasssesesassaens mount an s5 file system
MOUNt (UFS) (1) orieiieeitireicireieteteieretseie ettt sess st s eae s sasaes mount ufs file systems
mountall, umountall (IM) ......ccccevvvirernireeenisiereeeereeenes mount, unmount multiple file systems
MOUNEA (1IM) ettt seaene NFS mount request server
mountfsys, umountfsSys(1M) ...t mount, unmount a file system
IS (5) wvrererrrreieeirireereieteeeesseseeaenns ettt enaes ... text formatting macros
INE(L) oot s magnetic tape control
TNV (1) ettt e et bt move files
INVAIT(IM) ottt ettt sttt sttt move a directory
mvme323(1M)

....... adds /dev entries for hard disks in the Equipped Device Table (EDT) (For M68K only)
mvme328(1IM) ......ccceueue. add /dev entries for SCSI devices in the Equipped Device Table (EDT)
MVME332XE (IM) et seseseaene create character device files
mvme350(1M)

................ adds /dev entries for tapes in the Equipped Device Table (EDT) (For M68K only)
mvme376(1M)

.............. adds /dev entries for the MVME376 Ethernet Board in the Equipped Device Table
MVMECPU(IM) oo create /dev entries for cpu related devices
named, iN.NAMEd (1M) ....oeverieeieeireieteee ettt es Internet domain name server
NAWK (1) i pattern scanning and processing language
ncheck (generic) (IM) ..o generate a list of path names vs i-numbers
ncheck (85) (IM) ...ocuveevenirneniricerecinennne generate path names versus i-numbers for s5 file systems
ncheck (Ufs)(IM) .ooveereirvenieeirircenes generate pathnames versus i-numbers for ufs file systems
NELSAL (TIM) vttt sttt ettt show network status
NEWaliases (1M) .....ccovccvnerieeenincrienceseseeie s rebuild the data base for the mail aliases file
NEWTOTIN (1) oottt s s sesenes change the format of a text file
NEWTS(IM) oottt sttt construct a new file system
NEWETP (IM) 1ot log in to a new group
NEWKEY (IM) w.ocoviriii e create a new key in the publickey database
news(1) .o print news items
nfsd (1M) ettt ettt ettt et bt s et a s et ea et ne et etes NFS daemon
nfsstat(1M) et e s s Network File System statistics
nice(1) run a command at low priority
TIL(L) ettt ettt bbbttt ettt s st s st snneee line numbering filter
NISAdMIN (IM) .ot network listener service administration
NN (L) ettt et en print name list of an object file
NONUP (1) oot run a command immune to hangups and quits
NOLIFY (1) cvvviiiii s notify user of the arrival of new mail
NIOff (1) covoviic s format documents for display or line-printer
NSI0OKUP (IM) .o query DARPA Internet name servers interactively
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Remote File Sharing name server query

........................................................ octal dump
.............................................................................................................. take a processor offline
ONHNE(IM) oottt b e sseasae s eeaeaes bring a processor online
pack, pcat, unpack (1) ..o compress and expand files
PAGESIZE(1) oo s display the size of a page of memory
PassMEMt (IM) ....cooeriiic s password files management
PASSWA (1) oo change login password and password attributes
paste(l) i merge same lines of several files or subsequent lines of one file
PAthCONV (1F) ..o search FMLI criteria for filename
PHINA (IM) oo bind a process to a processor
pexbind (IM) ... exclusively bind processes to a processor
PEME(L) oo display error message in standard format
PEUL) s file perusal filter for CRTs
PINFO(IM) oo get information about processors
ping(1IM) ....... e send ICMP ECHO_REQUEST packets to network hosts
PKgadd (IM) ..o transfer software package to the system
PKEASK(IM) .o stores answers to a request script
PREChK(IM) oo check accuracy of installation
PREINLO (1) oo display software package information
PREMK (L) oo produce an installable package
PREPATAM (1) coocveie e displays package parameter values
PKEPTOLO (L) oottt generate a prototype file
PKEQUESE(IM) oo e formats and asks package questions
pkgrm(IM) ...coovvrinnnes s removes a package from the system
PREIANS (1) wvvvieiieiectc s translate package format
plot, aedplot, bgplot, crtplot dumbplot glglplot hpplot implot, t300, t300s, t4013,

450, tek(1) ... s graphics filters for various plotters
PMAAM(IM) oo port monitor administration
postdaisy (1) et e PostScript translator for Diablo 630 files
postdmd (1) PostScript translator for DMD bitmap files
postio(1) ....... et serial interface for PostScript printers
postmd(1)..... matrix display program for PostScript printers
postplot(1) ... PostScript translator for plot graphics files
POSEPIINE (1) v s PostScript translator for text files
postreverse(l) ......ccovovvivicininnee. . . .reverse the page order in a PostScript file
Pposttek (1) .o PostScript translator for tektronix 4014 files
powerdown (IM) ......ccocvvvcunnnnce stop all processes and turn off the power
PPP{IM) oo login shell for the Point-to-Point Protocol
PPPA(IM) oo Point-to-Point Protocol Daemon
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PI(L) e ... print files
printenv (1) . . ...display environment variables currently set
PINEE (1) oo .... print formatted output
PLHOCHEL(L) oot process scheduler control
PIOL(L) ottt display profile data
profiler: prfld, prfstat prfdc, prisnap, pripr(IM) ... UNIX system profiler
PIS(L) vttt st et print an SCCS file
prt(1). e display the delta and commentary history of an SCCS file
PIECONE (IM) oot print system configuration
PIEVEOC(IM) oot print the VTOC of a block device
PS(L) e e report process status
PS(L) e display the status of current processes
putdev(l) .o ettt e a e ettt s s e e ees edits device table
PULAGTP (1) oo edits device group table
PWEK, SIPCK(IM) .o password/group file checkers
pwWek(IM) .. et taeas check password database entries
pweonv (IM) ...cvvcvennnnee install and update / etc/shadow with information from /etc/passwd
pwd(l) ... et working directory name
quot(1M) ... s summarize file system ownership
quota(lM) .............. display a user’s disk quota and usage
quotacheck(1M) ......... file system quota consistency checker
quotaon, quotaoff(1M) . . turn file system quotas on and off
TANAOM(L) 1vrireririeiieeie ettt ae s s e ss s se s e snanenes generate a random number
1arpd (IM) v DARPA Reverse Address Resolution Protocol server
rc0(1M) . . run commands performed to stop the operating system
TCL(IM) e run commands to bring system to administrative state
TC2(IM) et run commands performed for multi-user environment
rc3(1M) ......... ettt bt s b et aene run commands to start distributed file sharing
rc6(1M) run commands performed to stop and reboot the operating system
rcp(IN) .. et ...remote file copy
TAALE (IM) ettt e sesnas set system date from a remote host
readfile, longline(1F) ......cccccoeeviinincicnnnce s reads file, gets longest line
TEDOOL (IM) oottt e sase e restart the operating system
1T (1) coveeemeecicieriecree s expand and insert references from a bibliographic database
1eZCMP (1) oo s et regular expression compile
TEEZEX (1F) oottt s match patterns against a string
1€iNit (1F) oo runs an initialization file
1€MOVEL (IM) ettt remove a file from software database
renice (IM) ..o . alter priority of running processes
repquota(1M)........ et summarize quotas for a file system

4 Commands Reference Manual



_ - . Table of Contents

1ESEL(1F) cotiiiieice e reset the current form field to its default values
1€StOTE (1M) i initiate restores of filesystems, data slices, or disks
TEXECA (IIM) oottt sttt s st sesanes remote execution server
rfadmin (IM) co.ceeceeeeceeeeee s Remote File Sharing domain administration
rfpassWd (IM) ... change Remote File Sharing host password
TESEATE (TIM) oottt ae start Remote File Sharing
IfStOP (IM) oo ....stop the Remote File Sharing environment

rfuadmin (IM) ..o Remote File Sharing notification shell script
rfudaemon (IM) ... sisseeesssens Remote File Sharing daemon process

IOIN (IN) cociirc e s remote login
HOGINA (IM) oo remote login server
TN, FINAIT (L) coiiiiiicceieeeie bbbt ssaens remove files or directories
TINAEL(L) ottt remove a delta from an SCCS file
rmntstat (TM) ..o display mounted resource information
rMNTY (IM) oo, attempt to mount queued remote resources
IMOUNE(IM) oo queue remote resource mounts
rmountall, rumountall (IM) .......ccceceeverereeereennn. mount, unmount Remote File Sharing resources
TOfFDID (1) oo format and print a bibliographic database
TOULE (1M) ettt manually manipulate the routing tables
TOULEd (IM) o network routing daemon
rpcbind (IM) ..o universal addresses to RPC program number mapper
TPCEENL(L) oot an RPC protocol compiler
TPCINFO (IM) ot ss e saesas report RPC information
TSIL(L) ettt bbbt bbb remote shell
TSAA (1M ettt b s s s en remote shell server
rsnotify (1M)

display or modify the information identifying the individual in charge of restore requests
rsoper(IM) ..o, service pending restore requests and service media insertion prompts
158tatus (IM) oo report the status of posted restore requests
rumMOUNt (IM) .. cancel queued remote resource request
FUDN (L) ettt ettt ettt run an executable
runacct(IM) ... bt run daily accounting
TUPHIME (1) ciiiiiii e show host status of local machines
TUSETS (1) 1o who's logged in on local machines
IPC.IUSEISA (IM) oo network username server
TWALL(IIM) ottt b s s s enes write to all users over a network
IPCIWAlIA (IM) oot network rwall server
TWho(1) e, ....who'’s logged in on local machines

TWhod, IN.TWhOd (1M) c.ceiiiiiicccre et ees system status server
SAC(IM) oo ettt nees service access controller
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sacadm(1M) ........ ettt ettt ettt enaen service access controller administration
sact(l) coveeenne . s print current SCCS file editing activity
sadc: sal, sa2, sadc(lM) ............................ system activity report package
sadp(IM) .....cceeeueee disk access profiler
sag(1M) . s system activity graph
sar(1M) ....... . system activity reporter
SCCS(L) weverrieeieirirereieiresae s s eaes front end for the Source Code Control System (SCCS)
SCCSAIE (1) ovvvverieirciecrc et eanes compare two versions of an SCCS file
SCIPE (L) wevvvriviirciric i ssees make typescript of a terminal session
scsilx7 (IM) .o add / dev entries for SCSI devices in the Equipped Device Table (EDT)
SCSIME(IM) oo format a SCSI hard disk or floppy
SCSISCAN (1IM) ottt sttt s s sa s nanassen locate and describe SCSI devices
SAIF (L) covoreeri e print file differences side-by-side
sed (1) ceerreerrene e eehere ettt ettt a st e Rt a Rt e s s be s s s eseaesesatesaseneares stream editor
SENAMAIT(IM) oottt ss s aebenas send mail over the internet
set, unset(1F) . ettt set and unset local or global environment variables
setany (IM) ....cooeevmverienririeeeens program to retrieve and set variables in an SNMP entity
SEECIK (1M) vttt s s set system time from hardware clock
setcolor(1F) ettt ettt b bt s tnes redefine or create a color
SEEMNT (TM) oottt ettt nenas establish mount table
settime(1) ... . SRR change the access and modification dates of files
setuname (1M) ettt bbbttt eaeas changes machine information
SELUP (IM) oo initialize system for first user
sh, jsh, rsh(1) ............. shell, the standard, job control, and restricted command interpreter
share(IM) ... make local resource available for mounting by remote systems
share(IM) .....ccocvvveiiiicnnns make local NFS resource available for mounting by remote systems
share(1IM) ....cccocvvvvciviinnnnnes make local RFS resource available for mounting by remote systems
shareall, unshareall(1IM) ......c..cccoevnerrerrreneirenceneerreeireeiseeereeseenene share, unshare multiple resources
shell(1F) .... ettt sttt run a command using shell
shl(1) . e b shell layer manager
ShOWMOUNE(IM) ..ottt seseens show all remote mounts
shutdown(IM) ......ccoccviinninerneinnces shut down system, change system state
SRULAOWIN(IM) ..t close down the system at a given time
SIZE (1) coverrrcrreiecrse e print section sizes in bytes of object files
S1attaCh (IM) .ot ene attach serial lines as network interfaces
SIEEP (1) woovreiic e suspend execution for an interval
SHNK (TIM) 1ottt ittt st st .streams linker
smtp(1M) send SMTP mail to a remote host using Simple Mail Transfer Protocol
smtpd (1M) receive incoming SMTP messages
smtpger(1M) queue mail for delivery by SMTP
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smtpsched (IM) ..o process messages queued in the SMTP mail queue
snmp: /ete/snmpP (IM) ..o s SNMP start/stop script
SIMPA (IM) it s SNMP daemon
snmpstat(IM) ..o show network status using SNMP
SOEIMI (1) v resolve and eliminate .so requests from nroff or troff input
SOTE(L) cueereteiiietrtrt ettt ettt bt s et se et bbbt ettt ettt s sttt sort and /or merge files
SOItDID (1) oo, s sort a bibliographic database
spell, hashmake, spellin, hashcheck (1) ... find spelling errors
SPHNE (1G) ettt interpolate smooth curve
SPLIE(L) oo e split a file into pieces
SPIAY (1M oottt s spray packets
IPC.SPIAYA (IM) it s spray server

srchixt(1) ...... ...display contents of, or search for a text string in, message data bases
STALA (1M 1ottt t ettt s b s b s st n s s network status monitor
strace(1M) .... ....print STREAMS trace messages
strehg, Streonf(1) s change or query stream configuration
strclean(IM) ..o STREAMS error logger cleanup program
STIETT(TM) oot STREAMS error logger daemon
SEHANES (1) e find printable strings in an object file or binary
strip (1) oo strip symbol table, debugging and line number information from an object file
SEHY (1) e ettt ettt ettt set the options for a terminal
14974 () RO et n et ettt sttt eens set the options for a terminal
sttydefs(IM) ..c.vvrervneirinincneinee maintain hne settings and hunt sequences for TTY ports
SU(TM) ottt sttt become super-user or another user
sulogin(IM) ..o, ettt et e a et bR r b et e aeseneaeaeaes access single-user mode
sUM(1) oo . print checksum and block count of a file
SUM (1) 1vervreriiretsrietetese sttt st sse s ssse s nas s esessebessesaseees calculate a checksum for a file
SWAP (IM) o swap administrative interface
SYNC(IM) oottt i update the super block
sysadm (1M) .visual interface to perform system administration
SYSAEL (IM) oo s output system definition
syslogd (1M) ...... e . s log system messages
EADS (1) ettt set tabs on a terminal
FAEL(1) oo ..deliver the last part of a file
FALK (L) ceovneeeteeimcecienre ettt b sttt talk to another user
talkd, in.talkd (1M) s e server for talk program
AT (1) covoirceecic b tape file archiver
EDL(L) ettt format tables for nroff or troff
tbx/ctbx (1) ............ ettt ettt et b st eaene .. DeltaPRO Toolbox
ECOPY (L) coriirctctcn s aaaaan copy a magnetic tape
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EEE(L) crveeteeteee ettt s e pipe fitting
telnet (1) .ovveevveeerciieenieerne, User interface to a remote system using the TELNET protocol
telnetd (IM) c.c.oeevcevrerreernrnes ettt ettt DARPA TELNET protocol server
term(b) ......... ettt saetens ....conventional names for terminals
EESE(L) orereeeereierrereer ettt ettt condition evaluation command
EEST(LE) ottt condition evaluation command
BESE(L) ceuereiriieieeee sttt ettt condition evaluation command
EREP (1) ot nn trivial file transfer program
titpd (IM) .o s DARPA Trivial File Transfer Protocol server
BIC(IIM) ottt sttt . .terminfo compiler
HME (1) oo ettt ees time a command
HMEAC(IM) ettt beb e sesea st sese s eae st ssesesacsecs timed control program
timex(1) ......... e time a command; report process data and system activity
tnamed, in.tnamed (1M) ettt ettt a et se et e et et e et aeae DARPA trivial name server
EOSINEP (1M oottt st send mail to SMTP
touch (1) cooverereecrirnenens . . update access and modification times of a file
tpUt(1) oo, . initialize a terminal or query terminfo database
tr(1) e ettt b et b e st st r st et e a e e b nenebes translate characters
tr(l) ... . bttt . translate characters
traceroute(IM) ..o traces the route packets take to reach a network host
trap_rece(IM) ....ccocvvuvininciniinncnnns program to receive traps from a remote trap generating entity
trap_send (1M) . s program to generate traps
1 00) 3 (1 1) T OO OO U OO OE T OO UUUR U typeset or format documents
trpt(IM) e, retere et transliterate protocol trace
trUE, FAISE (1) wrverreeerieeirecireieecie ettt st bbbttt bbbt provide truth values
ELUSS (1) ovieriiieeitre ettt ettt et sa st sa bbb a bbb s b enenan trace system calls and signals
tset, reset (1) .coooevvveennen . establish or restore terminal characteristics
SEH(1) e provide information for setting terminal modes
ESOTE() wvveeereuereurreett ettt ettt es et s sttt st s a bt a bbb bbbt es et st sassentaesnnenens topological sort
1457 (0 ) OO get the name of the terminal
ttyadm(IM) ..o format and output port monitor-specific information
ttymOon (IM) ..o e port monitor for terminal ports
tUNefS(IM) ..o ettt teae tune up an existing file system
UAAMIN (TM) oottt ae ettt ettt b s sasebasesesasssnsasesasas administrative control
udpublickey (1M) . updater for NIS public key database
ufsdump (IM) ..o, incremental file system dump
ufsrestore (1M) incremental file system restore
ul(1) v . ettt bbbttt a et a s et a s benen underline
umask (1) coovvervccrvenennes et set file-creation mode mask
UNAME (1) vttt ssesesenss print name of current UNIX system
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UNGEE(L) coroeveriieer et undo a previous get of an SCCS file
unifdef (1) o resolve and remove ifdef’ed lines from C program source
UNIG (L) crorveirietet e s report repeated lines in a file
UNIES (1) 1oviieiicic ittt conversion program
unshare(IM) ..o make local resource unavailable for mounting by remote systems
unshare(1M) ......ccco....... make local NFS resource unavailable for mounting by remote systems
unshare(IM) .....cccoeeeee. make local RFS resource unavailable for mounting by remote systems
uptime(1) ........ s show how long the system has been up
UTESTOTE (1IM) .ottt ears st s sersassenas request restore of files and directories
ursstatus (IM) ... report the status of posted user restore requests
useradd (IM) ..o administer a new user login on the system
USerdel(IM) ..o delete a user’s login from the system
usermOd (IM) ... modify a user’s login information on the system
USETS (1) oo .display a compact list of users logged in
uucheck(IM) ..o, check the uucp directories and permissions file
uucico, iNuUCPA(IM) ..o e file transport programs for the uucp system
uucleanup (IM) .o, et uucp spool directory clean-up
uucp, uulog, UUNAME(1C) .. UNIX-to-UNIX system copy
uuencode, uudecode(1C) .....ccoeeeurucunneee. encode a binary file, or decode its ASCII representation
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uuto, uupick(1C) .......... .. public UNIX-to-UNIX system file copy
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VC(1) oottt . version control
V(L) ettt e screen-oriented (visual) display editor based on ex
volcopy (generic) (IM) ...t sss i make literal copy of file system
volcopy (s5)(1M) .......... ....make a literal copy of an s5 file system
volcopy (ufs) (IM) ...ocvvverrneiunennnes ....make a literal copy of a ufs file system
VSIZ(1F) e synchronize a co-process with the controlling FMLI application
WL e, .who is logged in, and what are they doing
WAt (1) oo, . await completion of process
WALLIIMY) ettt ss s s sr bbb s write to all users
WC(L) o ettt bbb ean word count
wchrtbl(1M)

generate character classification and conversion tables for ASCII and supplementary code sets
what(1) ettt et ettt et bttt b i st s .. print identification strings
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Introduction

Reference Manuals

Description ~ Manual pages provide technical reference information about
the interfaces and execution behavior of each UNIX SYSTEM

V Release 4 component.

Organization  The type of component being described is indicated by the
numerical section suffix. Within each section there may be
subsections indicated by a single letter. Related sections are
organized into reference manuals and alphabetized by name.
The following table shows the contents of the reference

manuals and their section suffixes.

Title and Contents Sections

Commands Reference Manual Volumes 1 and 2
General-purpose user commands 1
Basic networking commands 1C
Form and Menu Language Interpreter (FMLI) 1F
System maintenance commands M
Enhanced networking commands 1IN
Miscellaneous reference information related to 5

commands.

System Calls and Library Functions

Reference Manual
System calls 2
BSD system compatibility library 3
Standard C library 3C
Executable and linking format library 3E

Continued on next page
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Reference Manuals, Continued

Contents Sections
System Calls and Library Functions Reference Manual (continued)
General-purpose library 3G
Math library 3M
Networking library 3N
Standard I/O library 35
Specialized library 3X

Miscellaneous reference information related to programming. | 5

System Files and Devices Reference Manual

System file formats 4

Special files (devices) 7
Device Driver Interface/Driver - Kernel Interface Reference Manual

Driver Data Definitions D1

Driver Entry Point Routines D2

Kernel Utility Routines D3

Kernel Data Structures D4

Kernel Defines D5
Master Permuted Index

Permuted index of all manual pages All
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Retitled Reference Manuals

Background  Four reference manuals for this release have been
restructured and/or retitled to more accurately describe their
contents. The following table shows these changes.

Previous Titles Current Titles Current
B Sections
User’s Reference Manual/ Commands Reference Manual 1,1C, 1F,
System Administrator’s (Volume 1,a-1) 1M, 1N,
Reference Manual (Volume 2, m - z) 5

(Commandsa-1)
(Commands m - z)

Programmer’s Reference Manual: System Calls and Library Functions 2,3,3C,
Operating System API Reference Manual 3E, 3G,
Part 1: Programming Commands 3M, 3N,
and System Calls 35,3X,5
Part 2: Functions

System Files and Devices Reference | System Files and Devices Reference 4,7
Manual Manual (section 5 removed)

Permuted Index Master Permuted Index All

Introduction 3



Manual Page Format

Main All UNIX manual pages have a common format. The
headings following main headings are used:
used
Heading Section Contents

NAME Name of the component and brief statement of its purpose

SYNOPSIS Syntax of the component

DESCRIPTION | General discussion of functionality

EXAMPLE Example(s) of usage

FILES File names built into the component

SEE ALSO Cross-references to related components

Note: Not all manual pages use all headings.
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Typographical Conventions

Style and The following typographical and formatting conventions are

conventions used.
used

Convention

Indicates ...

Constant width

a literal that should be entered just as it
appears

Italic a substitutable argument
Square brackets around an argu- | an optional argument
ment [ ]
name or file a file name
Ellipses ... previous argument may be repeated
Argument beginning with a flag argument
- minus
+ plus
= equal

Introduction




Permuted Index

Definition A permuted index is an alphabetical listing of all the
keywords in the NAME line of a manual page.

Certain common words are not considered keywords and are
not recognized. In the example below, the common words of,
to, and the are not recognized.

Example The NAME line of the adjtime(2) manual page appears
below.
adjtime(2) adjtime(2)
NAME

adjtime- correct the time to allow synchronization of the system clock

The adjtime(2) entries from the permuted index are shown
below. These entries appear in the a, ¢, and s sections of the
permuted index respectively.

Remainder of NAME line Keyword and NAME line Manual
Page

synchronization of the system/  adjtime correct the time to allow. ... .. adjtime(2)
clock adjtime correct the time to  allow synchronization of the system . .. adjtime(2)
allow synchronization of the system clock adjtime correct the timeto. .. adjtime(2)
synchronization of the/ adjtime correct the timetoallow.............. adjtime(2)
adjtime correct the time to allow  synchronization of the system clock. . . adjtime(2)
to allow synchronization of the  system clock / correct the time. . .... adjtime(2)

Continued on next page
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Permuted Index, Continued

How a
permuted
index is
constructed

Identification
of entries

Master
Permuted
Index

Introduction

The center column lists each keyword followed by all or a
portion of the NAME line, as space permits. The left column
lists the remainder of the NAME line. The right column
indicates the manual page being referenced.

Omitted words are indicated with a slash ( /).

Manual page entries are identified with their section suffixes
shown in parentheses.

Example: man(1) and man(5)

Section suffixes eliminate confusion caused by duplication of
names among the sections.

Each reference manual has a permuted index for the manual
pages contained in that book.

The Master Permuted Index covers all the manual pages of this
documentation library.



Request for Comment

Description

Online
versions
of RFCs

A Request for Comment (RFC) is a document that describes
some aspect of networking technology. The RFCs cited in the
SEE ALSO section of these manual pages are available in
hard copy for a small fee from:

Network Information System Center
SRI International

333 Ravenswood Avenue

Menlo Park, CA 94025

415-859-6387 fax: 415-859-6028
emailnisc@nisc.sri.com

Online versions of the RFCs are available by ftp from
nic.ddn.mil.To retrieve an on-line RFC, do the following;:

Step

Action

1

Connect to the RFC host by entering:

ftp nic.ddn.mil
user name: anonymous
password: guest

Retrieve the RFC by entering:
get rfc/rfcnum

where num 1s the number of the RFC

Example:
get rfc:rfcll71.txt

End the f£tp session by entering;:

quit

Introduction




Uutry (1M)

NAME

FILES

10/92

Uutry (1M)

Uutry - try to contact remote system with debugging on
SYNOPSIS
/usr/lib/uucp/Uutry [options] system_name

DESCRIPTION
Uutry is a shell that is used to invoke uucico to call a remote site. Debugging is
initially turned on and is set to the default value of 5. The debugging output is put
in file /tmp/system_name. Here are the options:

-ctype

The first field in the Devices file is the "Type" field. The -c option
forces uucico to only use entries in the "Type" field that match the user
specified type. The specified type is usually the name of a local area net-
work.

This option overrides the retry time that is set in file
/var/uucp/ .Status/system_name.

-xdebug_level

debug_level is a number from 0 to 9. Higher numbers give more detailed
debugging information.

/etc/uucp/Systems
/etc/uucp/Permissions
/etc/uucp/Devices
/etc/uucp/Limits
/var/spool /uucp/*
/var/spool/locks/*
/var/spool/uucppublic/*
/tmp/system_name

SEE ALSO

uucico(1M), uucp(1C), uux(1C).
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NAME
m323rd - read disk resident manufacturer’s bad track list (For M68K only)

SYNOPSIS
m323rd -L maxcylinder heads maxbads file rawdevice

m323rd -1 maxcylinder heads maxbads file rawdevice

DESCRIPTION
The MVME323 devices have a manufacturer’s bad track list on the disk in addition
to the one written by the dinit(IM) utility. This command is used to read the
manufacturer’s list from the disk and write it to file. (The MVME323 devices are
supported only on the M68000 family of processors.)

The L option writes the bad track list in head/cylinder format. The 1 option writes
the bad track list in head /cylinder / bfi (bytes from index) format.

maxcylinder  is the maximum number of cylinders. Typically the last cylinder con-
tains the manufacturer’s defect list.

heads is the number of surfaces per drive.
maxbads is the maximum number of bad spots that are allowable on the disk.
file is the name of the bad track file to create after reading the

manufacturer’s list.

rawdevice is the name of the device for the selected drive, for example,
/dev/rdsk/m328_c8d0s7 for drive 0.

SEE ALSO
dinit(1M), ddefs(1M).
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m332xctl (1M)

NAME

DESCRIPTION

10/92

m332xcti (1M)

m332xctl - a control utility
SYNOPSIS
m332xctl {-tl-r|-RI-Dl-h< onlofflinfo> |-gl -s|[-d<dlfile> {-x<sname>
l..-11-e<fname> }}dev

m332xctl provides a functional control interface to the MVME332XT Communica-
tions Controller. Note that m332xctl provides no support for the MVME332
hardware and firmware architecture. The following options and fields are inter-
preted by m332xct1:

dev

dlfile

Test the existence of the MVME332XT. Return if it exists, else return
ENXIO.

Get firmware and driver version and revision numbers. The designated dev
should be the printer device.

Get firmware version number in short format. The designated dev should
be the printer device.

Debug mode.

Get downloadable area information from the MVME332XT controller. The
address and size of the download area is displayed. The designated dev
should be the printer device.

Get symbol table of the MVME332XT firmware and display. The desig-
nated dev should be the printer device.

Hardware flow control handshaking can be enabled or disabled, and
hardware flow control port status can be queried. Hardware flow control is
implemented with the RS232C RTS and CTS handshakes. The default is dis-
abled.

Download a coff file to the MVME332XT. The designated dev should be
the printer device.

Exclude a section when downloading. Up to sixteen sections may be
excluded for a particular download operation. This option must be pre-
ceded by the -d option in the command invocation.

Instruct the MVME332XT firmware to copy the the download line switch
table to its internal data structure. This option must be preceded by the -d
option in the command invocation.

Instruct the MVME332XT firmware to execute a user function in a down-
loaded file. This option must be preceded by the -d option in the command
invocation.

MVMEB332XT serial I/O or printer device. dev should be the printer device
for the -g, -d, -r, -R, -s, -1,and -xoptions.

Coff compatible file that is to be linked to the MVME332XT symbol table
before downloading.
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sname Section names to be excluded when dlfile is downloaded.
fname Function within the dlfile that is to be executed.

To obtain the MVME332XT firmware version and revision number, execute the fol-
lowing m332xct1l command, x is the controller number in cxd8:

m332xctl -R /dev/printer/m332_cxd8

This command issues a message of the form:

VR
where V and R are the MVME332XT firmware version and revision numbers,
respectively. For example, "129" would be 12.9.

The m332xct1 command
m332xctl -h on /dev/port/m332_cxdy

enables hardware flow control option for the specified serial 1/O port. The I/O
device to be set is designated by the cxdy field throughout this document, where x
and y refer to the MVME332XT controller and port device numbers, respectively.

Hardware flow control for any MVME332XT serial port may be disabled by issuing
m332xctl -h off /dev/port/m332_cxdy

Hardware flow control is implemented with the RS-232 RTS/CTS signal pairs. In
this mode, a serial port transmitter is disabled when its CTS input negates and a
receiver negates its RTS output when the associated receive channel character high
water mark has been reached. A MVME332XT serial port hardware flow control
configuration may be determined with the following m332xct1 command.

m332xctl -h info /dev/port/m332_cxdy

In this example, if hardware flow control is enabled for the specified port, the fol-
lowing message will be sent to standard output.

hardware handshake is enabled

If hardware flow control is disabled for the specified port, the following message
will be sent to standard output:

hardware handshake is disabled

To get the start address and size of the MVME332XT download area, use the fol-
lowing m332xct1 command:

m332xctl -g /dev/printer/m332_cxd8

where /dev/printer/m332_cxd8 must be the MVME332XT printer device. This
restricts downloading and download area information access to root.

The following information is displayed in response to the previous command:
Downloadable area start address = AAAA, size = SSSS

The downloadable coff file should be linked to the displayed start address before
downloading to the MVME332XT firmware, using the following syntax:

m332xctl -ddlifile /dev/printer/m332_cxds8
where dlfile is the coff file to be downloaded and /dev/printer/m332_cxd8 is the
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FILES

MVME332XT printer device name, required for security purposes.
To exclude sections of difile during the download operation, use

m332xctl -d dlfile -X snamel .. -X snamen
/dev/printer/m332_cxd8

where snamel, ..., and snamen are the section names that are to be excluded during
the download operation. The m332xct1 command supports up to 16 excluded sec-
tion names using the syntax shown.

The MVME332XT firmware supports user supplied line disciplines via the
m332xctl -dand -1 options, which allow the downloaded line switch table to be
copied to the MVME332XT firmware data structures, as follows:

m332xctl -ddlfile -1 /dev/printer/m332_cxd8

where dlfile is the download file name and /dev/printer/m332_cxd8 is the
MVME332XT printer device special file name, as before. The downloaded dlfile
must contain the following symbols:

Symbol Description
-linetable: Linesw lineswitch table
-linecount:  Number of lines to be downloaded

Refer to mvme332xt(7) for discussion regarding linesw table structure. Notice that
the linesw table structure defined in mvme332xt(7) differs from that described in
/usr/include/sys/conf.h. Intimate familiarity with the MVME332XT firmware
architecture is required to successfully port a user developed line discipline.

To download a coff file, difile, to the MVME332XT and execute a downloaded
function, fname, use the following syntax:

m332xctl -ddlfile -e fname /dev/printer/m332_cxd8

where dlfile is the downloaded file, fname is the function to be executed by the
MVME332XT firmware, and /dev/printer/m332_cxd8 is the MVME332XT printer
device name. Refer to mvme332xt(7) for more information regarding special file
naming conventions.

The -D option enables the debug mode. Option -DD enables the debug mode at
level 2, which results in more comprehensive debug messages. Either mode is use-
ful for monitoring a downloading operation and for debugging user developed
lineswitch and function routines.

/dev/port/m332_c*d*, /dev/printer/m332_c*d8

SEE ALSO

10/92

stty(1), ioct1(2), mvme332xt(7). termio(7), tty(7).
MVME332XT Serial Intelligent Peripheral Controller Firmware User’s Manual.
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m4(1) (Software Generation System Utilities) m4 (1)

NAME
mé4 - macro processor

SYNOPSIS
md [options] [files]

DESCRIPTION
The m4 command is a macro processor intended as a front end for C, assembler, and
other languages. Each of the argument files is processed in order; if there are no
files, or if a file name is -, the standard input is read. The processed text is written
on the standard output.

The options and their effects are as follows:

-e Operate interactively. Interrupts are ignored and the output is
unbuffered.
-s Enable line sync output for the C preprocessor (#line .. .)

-Bint  Change the size of the push-back and argument collection buffers from the
default of 4,096.

-Hint ~ Change the size of the symbol table hash array from the default of 199.
The size should be prime.

-sint  Change the size of the call stack from the default of 100 slots. Macros take
three slots, and non-macro arguments take one.

-Tint ~ Change the size of the token buffer from the default of 512 bytes.

To be effective, the above flags must appear before any file names and before any
-Dor -U flags:
-Dname[=val ]

Defines name to val or to null in val’s absence.

-Uname undefines name.
Macro calls have the form:
name(argl,arg2,. . . argn)

The ( must immediately follow the name of the macro. If the name of a defined
macro is not followed by a (, it is deemed to be a call of that macro with no argu-
ments. Potential macro names consist of alphanumeric characters and underscore
(_), where the first character is not a digit.

Leading unquoted blanks, tabs, and new-lines are ignored while collecting argu-
ments. Left and right single quotes are used to quote strings. The value of a quoted
string is the string stripped of the quotes.

When a macro name is recognized, its arguments are collected by searching for a
matching right parenthesis. If fewer arguments are supplied than are in the macro
definition, the trailing arguments are taken to be null. Macro evaluation proceeds
normally during the collection of the arguments, and any commas or right
parentheses that happen to turn up within the value of a nested call are as effective
as those in the original input text. After argument collection, the value of the
macro is pushed back onto the input stream and rescanned.
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(Software Generation System Utilities) m4(1)

m4 makes available the following built-in macros. These macros may be redefined,
but once this is done the original meaning is lost. Their values are null unless oth-

erwise stated.

define

undefine
defn

pushdef
popdef

ifdef

shift

changequote

changecom

divert

undivert

divnum

Page 2

the second argument is installed as the value of the macro whose
name is the first argument. Each occurrence of $n in the replace-
ment text, where n is a digit, is replaced by the n-th argument.
Argument 0 is the name of the macro; missing arguments are
replaced by the null string; $# is replaced by the number of argu-
ments; $* is replaced by a list of all the arguments separated by
commas; $@ is like $*, but each argument is quoted (with the
current quotes).

removes the definition of the macro named in its argument.

returns the quoted definition of its argument(s). It is useful for
renaming macros, especially built-ins.

like define, but saves any previous definition.

removes current definition of its argument(s), exposing the previ-
ous one, if any.

if the first argument is defined, the value is the second argument,
otherwise the third. If there is no third argument, the value is null.
The word unix is predefined.

returns all but its first argument. The other arguments are quoted
and pushed back with commas in between. The quoting nullifies
the effect of the extra scan that will subsequently be performed.

change quote symbols to the first and second arguments. The sym-
bols may be up to five characters long. changequote without argu-
ments restores the original values (that is, ~ 7).

change left and right comment markers from the default # and
new-line. With no arguments, the comment mechanism is
effectively disabled. With one argument, the left marker becomes
the argument and the right marker becomes new-line. With two
arguments, both markers are affected. Comment markers may be
up to five characters long.

m4 maintains 10 output streams, numbered 0-9. The final output is
the concatenation of the streams in numerical order; initially stream
0 is the current stream. The divert macro changes the current out-
put stream to its (digit-string) argument. Output diverted to a
stream other than 0 through 9 is discarded.

causes immediate output of text from diversions named as argu-
ments, or all diversions if no argument. Text may be undiverted
into another diversion. Undiverting discards the diverted text.

returns the value of the current output stream.

reads and discards characters up to and including the next new-
line.
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ifelse

incr

decr

eval

len

index

substr

translit

include

sinclude

syscmd

sysval
maketemp

mdexit

mdwrap

errprint

dumpdef

(Software Generation System Utilities) m4 (1)

has three or more arguments. If the first argument is the same
string as the second, then the value is the third argument. If not,
and if there are more than four arguments, the process is repeated
with arguments 4, 5, 6 and 7. Otherwise, the value is either the
fourth string, or, if it is not present, null.

returns the value of its argument incremented by 1. The value of
the argument is calculated by interpreting an initial digit-string as a
decimal number.

returns the value of its argument decremented by 1.

evaluates its argument as an arithmetic expression, using 32-bit
arithmetic. Operators include +, -, *, /, %, ** (exponentiation), bit-
wise &, |, , and ~; relationals; parentheses. Octal and hex numbers
may be specified as in C. The second argument specifies the radix
for the result; the default is 10. The third argument may be used to
specify the minimum number of digits in the result.

returns the number of characters in its argument.

returns the position in its first argument where the second argu-
ment begins (zero origin), or -1 if the second argument does not
occur.

returns a substring of its first argument. The second argument is a
zero origin number selecting the first character; the third argument
indicates the length of the substring. A missing third argument is
taken to be large enough to extend to the end of the first string.

transliterates the characters in its first argument from the set given
by the second argument to the set given by the third. No abbrevia-
tions are permitted.

returns the contents of the file named in the argument.

is identical to include, except that it says nothing if the file is inac-
cessible.

executes the UNIX System command given in the first argument.
No value is returned.

is the return code from the last call to syscmd.
fills in a string of XXXXX in its argument with the current process ID.

causes immediate exit from m4. Argument 1, if given, is the exit
code; the default is 0.

argument 1 will be pushed back at final EOF, example:
mdwrap (N cleanup () 7)

prints its argument on the diagnostic output file.

prints current names and definitions, for the named items, or for all
if no arguments are given.
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traceon with no arguments, turns on tracing for all macros (including
built-ins). Otherwise, turns on tracing for named macros.
traceoff turns off trace globally and for any macros specified. Macros
specifically traced by traceon can be untraced only by specific calls
to traceoff.
INTERNATIONAL FUNCTIONS
m4 can process characters from supplementary code sets. Characters from supple-
mentary code sets can be included in comments and literals in the given C program.
SEE ALSO
as(1), cc(1)
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NAME
mach - display the processor type of the current host

SYNOPSIS
/usr/ucb/mach

DESCRIPTION
The mach command displays the processor-type of the current host.

SEE ALSO
arch(1l), machid(1), uname(l), uname(2), sysinfo(2).
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NAME

(Essential/User Environment Utilities) machid (1)

machid: mé68k, m88k, pdpll, udb, udbs, udbls, vax, u370 - get processor type truth

value
SYNOPSIS
u3b
u3b2
u3bs
u3bls
m68k
m88k
pdpll
vax
u370

DESCRIPTION

The following commands will return a true value (exit code of 0) if you are on a
processor that the command name indicates.

m68k
m88k
pdpll
u3b
u3b2
u3b5
u3bls
vax
u370

True if you are on a M68000 family of processors computer.
True if you are on a M88000 family of processors computer.
True if you are on a PDP-11/45™ or PDP-11/70™.

True if you are on a 3B20 computer.

True if you are on a 3B2 computer.

True if you are on a 3B5 computer.

True if you are on a 3B15 computer.

True if you are on a VAX-11/750™ or VAX-11/780™.

True if you are on an IBM® System /370™ computer.

The commands that do not apply will return a false (non-zero) value. These com-
mands are often used within makefiles [see make(1)] and shell procedures [see
sh(1)] to increase portability.

SEE ALSO

sh(1), test(1), true(l), uname, make(1l)

NOTES

The machid family of commands is obsolescent. Use uname -p and uname -m

instead.
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NAME

mail, rmail - read mail or send mail to users

SYNOPSIS
Sending mail:

mail [ -tw ][ -mmessage_type ] recipient . ..
rmail [ -tw] [ -mmessage_type ] recipient . . .

Reading mail:

mail [ -ehpPgr ][ -£ file ]

Forwarding mail:

mail -F recipient...

Debugging:

mail [ -xdebug_level | [ other_mail_options ] recipient . ..
mail -T mailsurr_file recipient . . .

DESCRIPTION

A recipient is usually a user name recognized by login(l). When recipients are
named, mail assumes a message is being sent (except in the case of the -F option).
It reads from the standard input up to an end-of-file (CTRL-d) or, if reading from a
terminal device, until it reads a line consisting of just a period. When either of
those indicators is received, mail adds the letter to the mailfile for each recipient.

A letter is composed of some header lines followed by a blank line followed by the
message content. The header lines section of the letter consists of one or more UNIX
postmarks:

From sender date_and_time [remote from remote_system_name]
followed by one or more standardized message header lines of the form:
keyword-name: [printable text]

where keyword-name is comprised of any printable, non-whitespace, characters
other than colon ("'). A Content-Length: header line, indicating the number of
bytes in the message content will always be present. A Content-Type: header line
that describes the type of the message content (such as text, binary, multipart, and so
on) will always be present unless the letter consists of only header lines with no
message content. Header lines may be continued on the following line if that line
starts with white space.

Sending mail:
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The following command-line arguments affect SENDING mail:
-m causes a Message-Type: line to be added to the message header with the
value of message_type.

-t causes a To: line to be added to the message header for each of the intended
recipients.
-w causes a letter to be sent to a remote recipient without waiting for the com-

pletion of the remote transfer program.

If a letter is found to be undeliverable, it is returned to the sender with diagnostics
that indicate the location and nature of the failure. If mail is interrupted during
input, the message is saved in the file dead. letter to allow editing and resending.
dead.letter is always appended to, thus preserving any previous contents. The
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initial attempt to append to (or create) dead.letter will be in the current direc-
tory. If this fails, dead.letter will be appended to (or created in) the user’s login
directory. If the second attempt also fails, no dead.letter processing will be
done.

rmail only permits the sending of mail; uucp(1C) uses rmail as a security precau-
tion. Any application programs that generate mail messages should be sure to
invoke rmail rather than mail for message transport and/or delivery.

If the local system has the Basic Networking Utilities installed, mail may be sent to
a recipient on a remote system. There are numerous ways to address mail to reci-
pients on remote systems depending on the transport mechanisms available to the
local system. The two most prevalent addressing schemes are UUCP-style and
Domain-style. With UUCP-style addressing, remote recipients are specified by
prefixing the recipient name with the remote system name and an exclamation
point (such as sysaluser). A series of system names separated by exclamation
points can be used to direct a letter through an extended network (such as
sysa!sysb!syscluser). With Domain-style addressing, remote recipients are
specified by appending an ‘@’ and domain (and possibly sub-domain) information
to the recipient name (such as user@sf.att.com). (The local System Administra-
tor should be consulted for details on which addressing conventions are available
on the local system.)

Reading Mail:

The following command-line arguments affect READING mail:

-e causes mail not to be printed. An exit value of 0 is returned if the user has
mail; otherwise, an exit value of 1 is returned.

-h causes a window of headers to be initially displayed rather than the latest
message. The display is followed by the ‘2’ prompt.

-p causes all messages to be printed without prompting for disposition.

-P causes all messages to be printed with all header lines displayed, rather than
the default selective header line display.

-a causes mail to terminate after interrupts. Normally an interrupt causes
only the termination of the message being printed.

- causes messages to be printed in first-in, first-out order.

-f file causes mail to use file (such as mbox) instead of the default mailfile.

mail, unless otherwise influenced by command-line arguments, prints a user’s mail
messages in last-in, first-out order. The default mode for printing messages is to
display only those header lines of immediate interest. These include, but are not
limited to, the UNIX From and >From postmarks, From:, Date:, Subject:, and
Content-Length: header lines, and any recipient header lines such as To:, Cc:,
Bcce:, and so on. After the header lines have been displayed, mail will display the
contents (body) of the message only if it contains no unprintable characters. Other-
wise, mail will issue a warning statement about the message having binary content
and not display the content. (This may be overridden via the p command. See
below.)

For each message, the user is prompted with a ?, and a line is read from the stan-
dard input. The following commands are available to determine the disposition of
the message:
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#
<new-line>, +, orn
! command
a

d, or dp

dn

dg

h

hn

h a

h d

m [ persons |

g, or CTRL-D
r [ users ]

s [ files ]

uln]

w [ files ]

X

y [ files ]

?

(Essential Utilities) mail (1)
Print the number of the current message.

Print previous message.

Print the next message.

Escape to the shell to do command.

Print message that arrived during the mail session.
Delete the current message and print the next message.
Delete message number n. Do not go on to next message.
Delete message and quit mail.

Display a window of headers around current message.
Display a window of headers around message number 7.
Display headers of all messages in the user’s mailfile.
Display headers of messages scheduled for deletion.

Mail (and delete) the current message to the named
person(s).

Print message number n.

Print current message again, overriding any indications of
binary (that is, unprintable) content.

Override default brief mode and print current message
again, displaying all header lines.

Put undeleted mail back in the mailfile and quit mail.

Reply to the sender, and other user(s), then delete the
message.

Save message in the named file(s) (mbox is default) and
delete the message.

Undelete message number n (default is last read).

Save message contents, without any header lines, in the
named files (mbox is default) and delete the message.

Put all mail back in the mailfile unchanged and exit mail.
Same as save.
Print a command summary.

When a user logs in, the presence of mail, if any, is usually indicated. Also,
notification is made if new mail arrives while using mail.

The permissions of mailfile may be manipulated using chmod in two ways to alter
the function of mail. The other permissions of the file may be read-write (0666),
read-only (0664), or neither read nor write (0660) to allow different levels of
privacy. If changed to other than the default (mode 0660), the file will be preserved
even when empty to perpetuate the desired permissions. (The administrator may
override this file preservation using the DEL_EMPTY MAILFILE option of

mailcnfg.)
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The group id of the mailfile must be mail to allow new messages to be delivered,
and the mailfile must be writable by group mail.

Forwarding mail:
The following command-line argument affects FORWARDING of mail:

-F recipients Causes all incoming mail to be forwarded to recipients. The mail-
box must be empty.

The -F option causes the mailfile to contain a first line of:
Forward to recipient . ..

Thereafter, all mail sent to the owner of the mailfile will be forwarded to each reci-
pient.

An Auto-Forwarded-From: . . . line will be added to the forwarded message’s
header. This is especially useful in a multi-machine environment to forward all a
person’s mail to a single machine, and to keep the recipient informed if the mail has
been forwarded.

Installation and removal of forwarding is done with the -F invocation option. To
forward all your mail to systema!user enter:

mail -F systema!user
To forward to more than one recipient enter:
mail -F "userl,user2@att.com,systemc!systemd!user3"

Note that when more than one recipient is specified, the entire list should be
enclosed in double quotes so that it may all be interpreted as the operand of the -F
option. The list can be up to 1024 bytes; either commas or white space can be used
to separate users.

If the first character of any forwarded-to recipient name is the pipe symbol (‘|’), the
remainder of the line will be interpreted as a command to pipe the current mail
message to. The command, known as a Personal Surrogate, will be executed in the
environment of the recipient of the message (that is, basename of the muailfile). For
example, if the mailfile is /var/mail/foo, foo will be looked up in /etc/passwd
to determine the correct userID, groupID, and HOME directory. The command’s
environment will be set to contain only HOME, LOGNAME, TZ, PATH (=
/usr/usr/bin:), and SHELL (= /usr/bin/sh), and the command will execute in
the recipient’s HOME directory. If the message recipient cannot be found in
/etc/passwd, the command will not be executed and a non-delivery notification
with appropriate diagnostics will be sent to the message’s originator.

After the pipe symbol, escaped double quotes should be used to have strings with
embedded whitespace be considered as single arguments to the command being
executed. No shell syntax or metacharacters may be used unless the command
specified is /usr/bin/sh. For example,

mail -F "|/bin/sh -c \"shell_command_line\""

will work, but is not advised since using double quotes and backslashes within the
shell_command_line is difficult to do correctly and becomes tedious very quickly.
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Certain %keywords are allowed within the piped-to command specification and
will be textually substituted for before the command line is executed.

%R Return path to the message originator.
%c Value of the Content-Type: header line if present.
%S Value of the Subject: header line if present.

If the command being piped to exits with any non-zero value, mail will assume
that message delivery failed and will generate a non-delivery notification to the
message’s originator. It is allowable to forward mail to other recipients and pipe it
to a command, as in

mail -F "carol, joe, |myvacationprog %R"

Two UNIX System facilities that use the forwarding of messages to commands are
notify(1l), which causes asynchronous notification of new mail, and vacation(l),
which provides an auto-answer capability for messages when the recipient will be
unavailable for an extended period of time.

To remove forwarding enter:
mail -F "
The pair of double quotes is mandatory to set a NULL argument for the -F option.

In order for forwarding to work properly the mailfile should have mail as group ID,
and the group permission should be read-write.

mail will exit with a return code of 0 if forwarding was successfully installed or
removed.

Debugging:
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The following command-line arguments cause mail to provide DEBUGGING
information:

-T mailsurr_file causes mail to display how it will parse and interpret the
mailsurr file.

-xdebug_level causes mail to create a trace file containing debugging
information.

The -T option requires an argument that will be taken as the pathname of a test
mailsurr file. If NULL (as in -T ""), the system mailsurr file will be used. To
use, type 'mail -T test_file recipient’ and some trivial message (like "testing"),
followed by a line with either just a dot (*.") or a CTRL-D. The result of using the -T
option will be displayed on standard output and show the inputs and resulting
transformations as mailsurr is processed by the mail command for the indicated
recipient. Mail messages will never actually be sent or delivered when the -T
option is used.

The -x option causes mail to create a file named /tmp/MLDBGprocess_id that con-
tains debugging information relating to how mail processed the current message.
The absolute value of debug_level controls the verboseness of the debug informa-
tion. Zero implies no debugging. If debug_level is greater than zero, the debug file
will be retained only if mail encountered some problem while processing the mes-
sage. If debug level is less than zero the debug file will always be retained. The
debug_level specified via -x overrides any specification of DEBUG in
/etc/mail/mailenfg. The information provided by the -x option is esoteric and
is probably only useful to System Administrators. The output produced by the -x
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option is a superset of that provided by the -T option.

Delivery Notification
Several forms of notification are available for mail by including one of the follow-
ing lines in the message header.

Transport-Options: [ /options ]
Default-Options: [ /options ]
>To: recipient [ /options ]

where the *“/options”” may be one or more of the following:

/delivery

Inform the sender that the message was successfully delivered to

the recipient’s mailbox.

/nodelivery
/ignore

/return

/report

Do not inform the sender of successful deliveries.
Do not inform the sender of unsuccessful deliveries.

Inform the sender if mail delivery fails. Return the failed message to
the sender.

Same as /return except that the original message is not returned.

The default is /nodelivery/return. If contradictory options are used, the first
will be recognized and later, conflicting, terms will be ignored.

dead. letter
/etc/passwd
/etc/mail/mailsurr
/etc/mail/mailcnfg
SHOME /mbox

SMAIL

/tmp/ma*

/tmp /MLDBG*
/var/mail/*.lock
/var/mail/:saved

/var/mail/user

SEE ALSO
chmod(1), 1ogin(1), mailx(1), notify(l), write(l), vacation(l), vacation_bsd(1),
mail_pipe(1M), mailsurr(4), mailcnfg(4).

NOTES
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unmailable text

to identify sender and locate recipients
routing / name translation information
initialization information

saved mail

variable containing path name of mailfile
temporary file

debug trace file

lock for mail directory

directory for holding temp files to prevent loss of data in
the event of a system crash.

incoming mail for user; that is, the mailfile

The “"Forward to recipient” feature may result in a loop. Local loops (messages
sent to usera, which are forwarded to userb, which are forwarded to usera) will
be detected immediately. Remote loops (mail sent to sysl!useral which is for-
warded to sys2 !userb, which is forwarded to sysl!usera) will also be detected,
but only after the message has exceeded the built-in hop count limit of 20. Both
cases of forwarding loops will result in a non-delivery notification being sent to the

message originator.
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As a security precaution, the equivalent of a chmod s+g is performed on the mailfile
whenever forwarding is activated via the -F option, and a chmod s—g is done
when forwarding is removed via the -F option. If the setGID mode bit is not set
when mail attempts to forward an incoming message to a command, the operation
will fail and a non-delivery report with appropriate diagnostics will be sent to the
message’s originator.

The interpretation and resulting action taken because of the header lines described
in the Delivery Notifications section above will only occur if this version of mail is
installed on the system where the delivery (or failure) happens. Earlier versions of
mail may not support any types of delivery notification.

Conditions sometimes result in a failure to remove a lock file.

After an interrupt, the next message may not be printed; printing may be forced by
typing a p.
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NAME
mail_pipe - invoke recipient command for incoming mail

SYNOPSIS
mail_pipe [ -x debug_level | -x recipient -R path_to_sender -c content_type
-S subject

DESCRIPTION

When a new mail message arrives, the mail command first checks if the recipient’s
mailbox indicates that the message is to be forwarded elsewhere (to some other
recipient or as the input to some command). If the message is to be piped into a
recipient-specified command, mail invokes mail_pipe to do some validation and
then execute the command in the context of the recipient.

Command-line arguments are:

-x debug_level Turn on debugging for this invocation. See the description of
the -x option for the mail command for details.

-x recipient The recipient’s login id.

-Rpath_to_sender ~ The return address to the message’s originator.

-c content_type The value of the Content-Type: header line in the message.

-S subject The value of the Subject: header line in the message if
present.

mail_pipe is installed as a setuid-to-root process, thus enabling itself to change it’s
user and group ids to that of the recipient as necessary.

When invoked, mail_pipe performs the following steps (if a step fails, the exit
code is noted as [N]):

- Validate invocation arguments [1].

- Verify that recipient name is < 14 characters long [2].

- Verify that the setgid flag for the recipient mailbox is set [3].

- Open /var/mail/recipient [4].

- Verify that recipient’s mailbox starts with the string Forward to [5].

- Find pipe symbol indicating start of command string in recipient mailbox [6].

- Find entry for recipient in /etc/passwd [7].

- Set gid to recipient’s gid [8].

- Set uid to recipient’s uid [9].

- Change current directory to recipient’s login directory [10].

- Allocate space to hold newly exec’ed environment for recipient command [11].

- DParse the recipient command, performing any %keyword expansions required.
See the ‘Forwarding mail’ section of mail(l), for more information regarding
skeyword substitutions [12].

- Execute recipient command [13 if exec fails, otherwise exit code from recipient
command itself].
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FILES
/etc/passwd to identify sender and locate recipients
/var/mail/recipient incoming mail for recipient; that is, the mail file
/tmp/MLDBG* debug trace file
/usr/lib/mail/mail_pipe mail_pipe program

SEE ALSO

mail(l), notify(1), vacation(l)
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NAME

mailalias - translate mail alias names
SYNOPSIS

mailalias|[-s][-v]name...
DESCRIPTION

mailalias is called by mail. It places on the standard output a list of mail

addresses corresponding to name. The mail addresses are found by performing the

following steps:

1. Look for a match in the user’s local alias file SHOME/lib/names. If a line is
found beginning with the word name, print the rest of the line on standard out-
put and exit.

2. Look for a match in the system-wide alias files, which are listed in the master
path file /etc/mail/namefiles. If a line is found beginning with the word
name, print the rest of the line on standard output and exit. If an alias file is a
directory name dir, then search the file dir/name. By default, the file
/etc/mail/namefiles lists the directory /etc/mail/lists and the file
/etc/mail/names.

3. Otherwise print name and exit.

The alias files may contain comments (lines beginning with #) and information

lines of the form:

name list-of-addresses

Tokens on these lines are separated by white-space. Lines may be continued by

placing a backslash (\) at the end of the line.

If the -s option is not specified and more than one name is being translated, each

line of output will be prefixed with the name being translated.

The -v option causes debugging information to be written to standard output.

FILES

$HOME/1lib/names private aliases

/etc/mail/namefiles list of files to search

/etc/mail/names standard file to search

SEE ALSO
uucp(l), mail(l)

smtp(1M), smtpd(1M), smtpger(1M), smtpsched(1M), tosmtp(1M).
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NAME

mailstats - print statistics collected by sendmail

SYNOPSIS

/usr/ucb/mailstats [ filename ]

DESCRIPTION

FILES

mailstats prints out the statistics collected by the sendmail program on mailer
usage. These statistics are collected if the file indicated by the S configuration
option of sendmail exists. mailstats first prints the time that the statistics file
was created and the last time it was modified. It will then print a table with one
row for each mailer specified in the configuration file. The first column is the mailer
number, followed by the symbolic name of the mailer. The next two columns refer
to the number of messages received by sendmail, and the last two columns refer to
messages sent by sendmail. The number of messages and their total size (in 1024
byte units) is given. No numbers are printed if no messages were sent (or received)
for any mailer.

You might want to add an entry to /var/spool/cron/crontab/root to reinitial-
ize the statistics file once a night. Copy /dev/null into the statistics file or other-
wise truncate it to reset the counters.

/var/spool/cron/crontab/root
/dev/null

SEE ALSO

NOTES
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sendmail(1M)

mailstats should read the configuration file instead of having a hard-wired table
mapping mailer numbers to names.

Page 1



mailx (1) (Essential Utilities) mailx (1)

NAME

mailx -interactive message processing system
SYNOPSIS

mailx [ options | [ name. . . ]
DESCRIPTION
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The command mailx provides a comfortable, flexible environment for sending and
receiving messages electronically. When reading mail, mailx provides commands
to facilitate saving, deleting, and responding to messages. When sending mail,
mailx allows editing, reviewing and other modification of the message as it is
entered.

Many of the remote features of mailx work only if the Basic Networking Utilities
are installed on your system.

Incoming mail is stored in a standard file for each user, called the mailbox for that
user. When mailx is called to read messages, the mailbox is the default place to
find them. As messages are read, they are marked to be moved to a secondary file
for storage, unless specific action is taken, so that the messages need not be seen
again. This secondary file is called the mbox and is normally located in the user’s
HOME directory [see MBOX (ENVIRONMENT VARIABLES) for a description of this file].
Messages can be saved in other secondary files named by the user. Messages
remain in a secondary file until forcibly removed.

The user can access a secondary file by using the -f option of the mailx command.
Messages in the secondary file can then be read or otherwise processed using the
same COMMANDS as in the primary mailbox. This gives rise within these pages to
the notion of a current mailbox.

On the command line, options start with a dash (-) and any other arguments are
taken to be destinations (recipients). If no recipients are specified, mailx attempts
to read messages from the mailbox. Command-line options are:

-d Turn on debugging output.

-e Test for presence of mail. mailx prints nothing and exits
with a successful return code if there is mail to read.

-£ [filename] ~ Read messages from filename instead of mailbox. If no
filename is specified, the mbox is used.

-F Record the message in a file named after the first recipient.
Overrides the record variable, if set (see ENVIRONMENT
VARIABLES).

~h number The number of network “hops”” made so far. This is pro-

vided for network software to avoid infinite delivery loops.
This option and its argument is passed to the delivery pro-

gram.

-H Print header summary only.

-i Ignore interrupts. See also ignore (ENVIRONMENT VARI-
ABLES).

Page 1



mailx (1) (Essential Utilities) mailx (1)

-1 Include the newsgroup and article-id header lines when
printing mail messages. This option requires the -f option
to be specified.

-n Do not initialize from the system default mailx.rc file.
-N Do not print initial header summary.
-r address Use address as the return address when invoking the

delivery program. All tilde commands are disabled. This
option and its argument is passed to the delivery program.

-s subject Set the Subject header field to subject.

T file Message-id and article-id header lines are recorded in file
after the message is read. This option will also set the -I
option.

-u user Read user’s mailbox. This is only effective if user’s mailbox

is not read protected.

-U Convert uucp style addresses to internet standards. Over-
rides the conv environment variable.

-V Print the mailx version number and exit.

When reading mail, mailx is in command mode. A header summary of the first
several messages is displayed, followed by a prompt indicating mailx can accept
regular commands (see COMMANDS below). When sending mail, mailx is in input
mode. If no subject is specified on the command line, a prompt for the subject is
printed. (A subject longer than 1024 characters causes mailx to print the message
mail: ERROR signal 10; the mail will not be delivered.) As the message is typed,
mailx reads the message and store it in a temporary file. Commands may be
entered by beginning a line with the tilde (7) escape character followed by a single
command letter and optional arguments. See TILDE ESCAPES for a summary of
these commands.

At any time, the behavior of mailx is governed by a set of environment variables.
These are flags and valued parameters which are set and cleared via the set and
unset commands. See ENVIRONMENT VARIABLES below for a summary of these
parameters.

Recipients listed on the command line may be of three types: login names, shell
commands, or alias groups. Login names may be any network address, including
mixed network addressing. If mail is found to be undeliverable, an attempt is
made to return it to the sender’s mailbox. If the recipient name begins with a pipe
symbol ( | ), the rest of the name is taken to be a shell command to pipe the mes-
sage through. This provides an automatic interface with any program that reads
the standard input, such as 1p(1) for recording outgoing mail on paper. Alias
groups are set by the alias command (see COMMANDS below) and are lists of reci-
pients of any type.

Regular commands are of the form

[command] [msglist] [arguments]
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If no command is specified in command mode, print is assumed. In input mode, com-
mands are recognized by the escape character, and lines not treated as commands
are taken as input for the message.

Each message is assigned a sequential number, and there is at any time the notion
of a current message, marked by a right angle bracket (>) in the header summary.
Many commands take an optional list of messages (msglist) to operate on. The
default for msglist is the current message. A msglist is a list of message identifiers
separated by spaces, which may include:

n Message number n.
The current message.
~ The first undeleted message.
$ The last message.
* All messages.
n-m An inclusive range of message numbers.
user All messages from user.
/string All messages with string in the subject line (case ignored).
:c All messages of type c, where c is one of:
d deleted messages
n new messages
o old messages
r read messages
u unread messages

Note that the context of the command determines whether this type of mes-
sage specification makes sense.

Other arguments are usually arbitrary strings whose usage depends on the command
involved. File names, where expected, are expanded via the normal shell conventions [see
sh(1)]. Special characters are recognized by certain commands and are documented with
the commands below.

At start-up time, mailx tries to execute commands from the optional system-wide file
(/etc/mail/mailx.rc) to initialize certain parameters, then from a private start-up file
(SHOME/ .mailrc) for personalized variables. With the exceptions noted below, regular
commands are legal inside start-up files. The most common use of a start-up file is to set
up initial display options and alias lists. The following commands are not legal in the
start-up file: !, Copy, edit, followup, Followup, hold, mail, preserve, reply, Reply, shell,
and visual. An error in the start-up file causes the remaining lines in the file to be ignored.
The .mailrc file is optional, and must be constructed locally.

COMMANDS
The following is a complete list of mailx commands:

' shell-command
Escape to the shell. See SHELL (ENVIRONMENT VARIABLES).
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# comment
Null command (comment). This may be useful in .mailrc files.

= Print the current message number.
? Prints a summary of commands.

alias alias name . . .

group alias name . . .
Declare an alias for the given names. The names are substituted when alias
is used as a recipient. Useful in the .mailrc file.

alternates name. ..
Declares a list of alternate names for your login. When responding to a
message, these names are removed from the list of recipients for the
response. With no arguments, alternates prints the current list of alternate
names. See also allnet (ENVIRONMENT VARIABLES).

cd [directory]
chdir [directory]
Change directory. If directory is not specified, SHOME is used.

copy [filename]

copy [msglist] filename
Copy messages to the file without marking the messages as saved. Other-
wise equivalent to the save command.

Copy [msglist]
Save the specified messages in a file whose name is derived from the author
of the message to be saved, without marking the messages as saved. Other-
wise equivalent to the Save command.

delete [msglist]
Delete messages from the mailbox. If autoprint is set, the next message
after the last one deleted is printed (see ENVIRONMENT VARIABLES).

discard [header-field . . .]

ignore [header-field . . .]
Suppresses printing of the specified header fields when displaying mes-
sages on the screen. Examples of header fields to ignore are status and cc.
The fields are included when the message is saved. The Print and Type
commands override this command. If no header is specified, the current list
of header fields being ignored will be printed. See also the undiscard and
unignore commands.

dp [msglist]

dt [msglist]
Delete the specified messages from the mailbox and print the next message
after the last one deleted. Roughly equivalent to a delete command fol-
lowed by a print command.

echo string . ..
Echo the given strings [like echo(1)].
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edit [msglist]
Edit the given messages. The messages are placed in a temporary file and
the EDITOR variable is used to get the name of the editor (see ENVIRON-
MENT VARIABLES). Default editor is ed(1).

exit

xit Exit from mailx, without changing the mailbox. No messages are saved in
the mbox (see also quit).

file [filename]

folder [filename]
Quit from the current file of messages and read in the specified file. Several
special characters are recognized when used as file names, with the follow-
ing substitutions:

% the current mailbox.
Suser the mailbox for user.
# the previous file.
& the current mbox.
Default file is the current mailbox.
folders
Print the names of the files in the directory set by the folder variable (see
ENVIRONMENT VARIABLES).

followup [message]
Respond to a message, recording the response in a file whose name is
derived from the author of the message. Overrides the record variable, if
set. See also the Followup, Save, and Copy commands and outfolder
(ENVIRONMENT VARIABLES).

Followup [msglist]
Respond to the first message in the msglist, sending the message to the
author of each message in the msglist. The subject line is taken from the first
message and the response is recorded in a file whose name is derived from
the author of the first message. See also the followup, Save, and Copy com-
mands and out folder (ENVIRONMENT VARIABLES).

from [msglist]
Prints the header summary for the specified messages.

group alias name . . .

alias alias name . . .
Declare an alias for the given names. The names are substituted when alias
is used as a recipient. Useful in the .mailrc file.

headers [message]
Prints the page of headers which includes the message specified. The
screen variable sets the number of headers per page (see ENVIRONMENT
VARIABLES). See also the z command.

help Prints a summary of commands.
hold [msglist]
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preserve [msglist]
Holds the specified messages in the mailbox.

ifs|r

mail-commands

else

mail-commands

endif Conditional execution, where s executes following mail-commands, up to an
else or endif, if the program is in send mode, and r causes the mail-
commands to be executed only in receive mode. Useful in the .mailrc file.

ignore [header-field . . .]

discard [header-field . . .]
Suppresses printing of the specified header fields when displaying mes-
sages on the screen. Examples of header fields to ignore are status and cc.
All fields are included when the message is saved. The Print and Type com-
mands override this command. If no header is specified, the current list of
header fields being ignored will be printed. See also the undiscard and
unignore commands.

list  Prints all commands available. No explanation is given.

mail name . ..
Mail a message to the specified users.

Mail name
Mail a message to the specified user and record a copy of it in a file named
after that user.

mbox [msglist]
Arrange for the given messages to end up in the standard mbox save file
when mailx terminates normally. See MBOX (ENVIRONMENT VARIABLES)
for a description of this file. See also the exit and quit commands.

next [message]
Go to next message matching message. A msglist may be specified, but in
this case the first valid message in the list is the only one used. This is use-
ful for jumping to the next message from a specific user, since the name
would be taken as a command in the absence of a real command. See the
discussion of msglists above for a description of possible message
specifications.

pipe [msglist] [shell-command]

| [msglist] [shell-command]
Pipe the message through the given shell-command. The message is treated
as if it were read. If no arguments are given, the current message is piped
through the command specified by the value of the cmd variable. If the
page variable is set, a form feed character is inserted after each message (see
ENVIRONMENT VARIABLES).

preserve [msglist]
hold [msglist]
Preserve the specified messages in the mailbox.
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Print [msglist]

Type [msglist]
Print the specified messages on the screen, including all header fields. Over-
rides suppression of fields by the ignore command.

print [msglist]

type [msglist]
Print the specified messages. If crt is set, the messages longer than the
number of lines specified by the crt variable are paged through the com-
mand specified by the PAGER variable. The default command is pg(1) (see
ENVIRONMENT VARIABLES).

quit  Exit from mailx, storing messages that were read in mbox and unread mes-
sages in the mailbox. Messages that have been explicitly saved in a file are
deleted.

Reply [msglist]

Respond [msglist]
Send a response to the author of each message in the msglist. The subject
line is taken from the first message. If record is set to a file name, the
response is saved at the end of that file (see ENVIRONMENT VARIABLES).

reply [message]

respond [message]
Reply to the specified message, including all other recipients of the mes-
sage. If record is set to a file name, the response is saved at the end of that
file (see ENVIRONMENT VARIABLES).

Save [msglist]
Save the specified messages in a file whose name is derived from the author
of the first message. The name of the file is taken to be the author’s name
with all network addressing stripped off. See also the Copy, followup, and
Followup commands and out folder (ENVIRONMENT VARIABLES).

save [filename]

save [msglist] filename
Save the specified messages in the given file. The file is created if it does not
exist. The file defaults to mbox. The message is deleted from the mailbox
when mailx terminates unless keepsave is set (see also ENVIRONMENT
VARIABLES and the exit and quit commands).

set

set name

set name=string

set name=number
Define a variable called name. The variable may be given a null, string, or
numeric value. Set by itself prints all defined variables and their values.
See ENVIRONMENT VARIABLES for detailed descriptions of the mailx vari-
ables.

shell Invoke an interactive shell [see also SHELL (ENVIRONMENT VARIABLES)].
size [msglist]
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Print the size in characters of the specified messages.

source filename
Read commands from the given file and return to command mode.

top [msglist]
Print the top few lines of the specified messages. If the toplines variable is
set, it is taken as the number of lines to print (see ENVIRONMENT VARI-
ABLES). The default is 5.

touch [msglist]
Touch the specified messages. If any message in msglist is not specifically
saved in a file, it is placed in the mbox, or the file specified in the MBOX
environment variable, upon normal termination. See exit and quit.

Type [msglist]

Print [msglist]
Print the specified messages on the screen, including all header fields. Over-
rides suppression of fields by the ignore command.

type [msglist]

print [msglist]
Print the specified messages. If crt is set, the messages longer than the
number of lines specified by the crt variable are paged through the com-
mand specified by the PAGER variable. The default command is pg(1) (see
ENVIRONMENT VARIABLES).

undelete [msglist]
Restore the specified deleted messages. Will only restore messages deleted
in the current mail session. If autoprint is set, the last message of those
restored is printed (see ENVIRONMENT VARIABLES).

undiscard header-field . ..
unignore header-field . . .
Remove the specified header fields from the list being ignored.

unset name . . .
Causes the specified variables to be erased. If the variable was imported
from the execution environment (for example, a shell variable) then it can-
not be erased.

version
Prints the current version.

visual [msglist]
Edit the given messages with a screen editor. The messages are placed in
a temporary file and the VISUAL variable is used to get the name of the edi-
tor (see ENVIRONMENT VARIABLES).

write [msglist] filename
Write the given messages on the specified file, minus the header and trailing
blank line. Otherwise equivalent to the save command.

xit
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exit  Exit from mailx, without changing the mailbox. No messages are saved in
the mbox (see also quit).

z[+ | -]
Scroll the header display forward or backward one screen-full. The number
of headers displayed is set by the screen variable (see ENVIRONMENT
VARIABLES).

TILDE ESCAPES

10/92

The following commands may be entered only from input mode, by beginning a line
with the tilde escape character (7). See escape (ENVIRONMENT VARIABLES) for
changing this special character.

~ | shell-command
Escape to the shell.

~. Simulate end of file (terminate message input).

~ : mail-command

~_ mail-command
Perform the command-level request. Valid only when sending a message
while reading mail.

~? Print a summary of tilde escapes.

~A Insert the autograph string Sign into the message (see ENVIRONMENT VARI-
ABLES).

~a Insert the autograph string sign into the message (see ENVIRONMENT VARI-
ABLES).

~bnames . ..

Add the names to the blind carbon copy (Bcc) list.

~C names . . .
Add the names to the carbon copy (Cc) list.

~d Read in the dead. letter file. See DEAD (ENVIRONMENT VARIABLES) for a
description of this file.

~e Invoke the editor on the partial message. See also EDITOR (ENVIRONMENT
VARIABLES).

~ £ [msglist]
Forward the specified messages. The messages are inserted into the mes-
sage without alteration.

~h Prompt for Subject line and To, Cc, and Bec lists. If the field is displayed
with an initial value, it may be edited as if you had just typed it.

~1 string
Insert the value of the named variable into the text of the message. For
example, "A is equivalent to '“1 Sign’. Environment variables set and
exported in the shell are also accessible by ~1.

~m [msglist]
Insert the specified messages into the letter, shifting the new text to the
right one tab stop. Valid only when sending a message while reading mail.

Page 9



mailx (1) (Essential Utilities) mailx (1)

~D Print the message being entered.

~q Quit from input mode by simulating an interrupt. If the body of the mes-
sage is not null, the partial message is saved in dead.letter. See DEAD
(ENVIRONMENT VARIABLES) for a description of this file.

~r filename

~< filename

~< Ishell-command
Read in the specified file. If the argument begins with an exclamation point
(1), the rest of the string is taken as an arbitrary shell command and is exe-
cuted, with the standard output inserted into the message.

~s string ...
Set the subject line to string.

~t names . ..
Add the given names to the To list.

~v Invoke a preferred screen editor on the partial message. See also VISUAL
(ENVIRONMENT VARIABLES).

~w filename

Write the message into the given file, without the header.
~X Exit as with ~g except the message is not saved in dead. letter.

~ | shell-command
Pipe the body of the message through the given shell-command. If the shell-
command returns a successful exit status, the output of the command
replaces the message.

ENVIRONMENT VARIABLES
The following are environment variables taken from the execution environment
and are not alterable within mailx.

HOME=directory
The user’s base of operations.

MAILRC=filename
The name of the start-up file. Default is SHOME/ .mailrc.

The following variables are internal mailx variables. They may be imported from
the execution environment or set via the set command at any time. The unset com-
mand may be used to erase variables.

allnet
All network names whose last component (login name) match are treated as
identical. This causes the msglist message specifications to behave similarly.

Default is noallnet. See also the alternates command and the metoo vari-
able.

append
Upon termination, append messages to the end of the mbox file instead of
prepending them. Default is noappend.
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askcc Prompt for the Cc list after the Subject is entered. Default is noaskcc.

askbcc
Prompt for the Bec list after the Subject is entered. Default is noaskbcc.

asksub
Prompt for subject if it is not specified on the command line with the -s
option. Enabled by default.

autoprint
Enable automatic printing of messages after delete and undelete commands.
Default is noautoprint.

bang Enable the special-casing of exclamation points (!) in shell escape command
lines as in vi(1l). Default is nobang.

cmd=shell-command
Set the default command for the pipe command. No default value.

conv=conversion
Convert uucp addresses to the specified address style. The only valid
conversion now is internet, which uses domain-style addressing. Conver-
sion is disabled by default. See also the -U command-line option.

crt=number
Pipe messages having more than number lines through the command
specified by the value of the PAGER variable [pg(1) by default]. Disabled by
default.

DEAD=filename
The name of the file in which to save partial letters in case of untimely inter-
rupt. Default is SHOME/dead. letter.

debug Enable verbose diagnostics for debugging. Messages are not delivered.
Default is nodebug.

dot  Take a period on a line by itself during input from a terminal as end-of-file.
Default is nodot.

EDITOR=shell-command
The command to run when the edit or “e command is used. Default is
ed(1).

escape=c
Substitute ¢ for the ~ escape character. Takes effect with next message sent.

folder=directory

The directory for saving standard mail files. User-specified file names
beginning with a plus (+) are expanded by preceding the file name with this
directory name to obtain the real file name. If directory does not start with a
slash (/), SHOME is prepended to it. In order to use the plus (+) construct on
amailx command line, folder must be an exported sh environment vari-
able. There is no default for the folder variable. See also outfolder
below.

header
Enable printing of the header summary when entering mailx. Enabled by
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default.

hold Preserve all messages that are read in the mailbox instead of putting them
in the standard mbox save file. Default is nohold.

ignore
Ignore interrupts while entering messages. Handy for noisy dial-up lines.
Default is noignore.

ignoreeof
Ignore end-of-file during message input. Input must be terminated by a
period (.) on a line by itself or by the ~. command. Default is noig-

noreeof. See also dot above.

keep When the mailbox is empty, truncate it to zero length instead of removing
it. Disabled by default.

keepsave
Keep messages that have been saved in other files in the mailbox instead of
deleting them. Default is nokeepsave.

MBOX=filename
The name of the file to save messages which have been read. The xit com-
mand overrides this function, as does saving the message explicitly in
another file. Default is $HOME /mbox.

metoo If your login appears as a recipient, do not delete it from the list. Default is
nometoo.

LISTER=shell-command
The command (and options) to use when listing the contents of the folder
directory. The default is 1s(1).

onehop
When responding to a message that was originally sent to several reci-
pients, the other recipient addresses are normally forced to be relative to the
originating author’s machine for the response. This flag disables alteration
of the recipients’ addresses, improving efficiency in a network where all
machines can send directly to all other machines (for example, one hop
away).

outfolder
Causes the files used to record outgoing messages to be located in the direc-
tory specified by the folder variable unless the path name is absolute.
Default is noout folder. See folder above and the Save, Copy, followup,
and Followup commands.

page Used with the pipe command to insert a form feed after each message sent
through the pipe. Default is nopage.

PAGER=shell-command
The command to use as a filter for paginating output. This can also be used
to specify the options to be used. Default is pg(1).

prompt=string
Set the command mode prompt to string. Default is 2 "'
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quiet Refrain from printing the opening message and version when entering
mailx. Default is noquiet.

record=filename
Record all outgoing mail in filename. Disabled by default. See also out-
folder above. If you have the record and out folder variables set but the
folder variable not set, messages are saved in +filename instead of filename.

save Enable saving of messages in dead.letter on interrupt or delivery error.
See DEAD for a description of this file. Enabled by default.

screen=number
Sets the number of lines in a screen-full of headers for the headers com-
mand. It must be a positive number.

sendmail=shell-command
Alternate command for delivering messages. Default is /usr/bin/rmail.

sendwait
Wait for background mailer to finish before returning. Default is
nosendwait.

SHELL=shell-command
The name of a preferred command interpreter. Default is sh(1).

showto
When displaying the header summary and the message is from you, print
the recipient’s name instead of the author’s name.

sign=string
The variable inserted into the text of a message when the ~a (autograph)
command is given. No default [see also ~1i (TILDE ESCAPES)].

Sign=string
The variable inserted into the text of a message when the “A command is
given. No default [see also ~1 (TILDE ESCAPES)].

toplines=number
The number of lines of header to print with the top command. Default is 5.

VISUAL=shell-command
The name of a preferred screen editor. Default is vi(1).

FILES
$HOME/ .mailrc personal start-up file
$HOME/mbox secondary storage file
/var/mail/* post office directory
/usr/share/lib/mailx/mailx.help*  help message files
/etc/mail/mailx.rc optional global start-up file
/tmp/R[emgsx] * temporary files

SEE ALSO
1s(1), mail(1), po(1)

NOTES

10/92

The -h and -r options can be used only if mailx is using a delivery program other
than /usr/bin/rmail.
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Where shell-command is shown as valid, arguments are not always allowed. Experi-
mentation is recommended.

Internal variables imported from the execution environment cannot be unset.

The full internet addressing is not fully supported by mailx. The new standards
need some time to settle down.

1y

Attempts to send a message having a line consisting only of a ““.”" are treated as the
end of the message by mail(1) (the standard mail delivery program).
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NAME

make - maintain, update, and regenerate groups of programs
SYNOPSIS

make [-f makefile] [-eiknpgrstu] [ names]
DESCRIPTION

10/92

make allows the programmer to maintain, update, and regenerate groups of com-
puter programs. make executes commands in makefile to update one or more target
names (names are typically programs). If the -f option is not present, then
makefile, Makefile, and the Source Code Control System (SCCS) files
s.makefile, and s.Makefile are tried in order. If makefile is -, the standard input
is taken. More than one -f makefile argument pair may appear.

make updates a target only if its dependents are newer than the target. All prere-
quisite files of a target are added recursively to the list of targets. Missing files are
deemed to be outdated.

The following list of four directives can be included in makefile to extend the
options provided by make. They are used in makefile as if they were targets:

.DEFAULT: If a file must be made but there are no explicit commands or
relevant built-in rules, the commands associated with the name
.DEFAULT are used if it exists.

. IGNORE: Same effect as the -1 option.

.PRECIOUS: Dependents of the .PRECIOUS entry will not be removed when
quit or interrupt are hit.

.SILENT: Same effect as the -s option.
The options for make are listed below:

-e Environment variables override assignments within makefiles.

- £ makefile Description filename (makefile is assumed to be the name of a
description file).

-i Ignore error codes returned by invoked commands.

-k Abandon work on the current entry if it fails, but continue on
other branches that do not depend on that entry.

-n No execute mode. Print commands, but do not execute them.
Even command lines beginning with an @ are printed.

-p Print out the complete set of macro definitions and target
descriptions.

-q Question. make returns a zero or non-zero status code depending
on whether or not the target file has been updated.

-r Do not use the built-in rules.

-s Silent mode. Do not print command lines before executing.

-t Touch the target files (causing them to be updated) rather than

issue the usual commands.
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-u Unconditionally make the target, ignoring all timestamps.

Creating the makefile

The makefile invoked with the -f option is a carefully structured file of explicit
instructions for updating and regenerating programs, and contains a sequence of
entries that specify dependencies. The first line of an entry is a blank-separated,
non-null list of targets, then a :, then a (possibly null) list of prerequisite files or
dependencies. Text following a ; and all following lines that begin with a tab are
shell commands to be executed to update the target. The first non-empty line that
does not begin with a tab or # begins a new dependency or macro definition. Shell
commands may be continued across lines with a backslash-new-line (\ new-line)
sequence. Everything printed by make (except the initial tab) is passed directly to
the shell as is. Thus,

echo a\
b

will produce
ab
exactly the same as the shell would.

Sharp (#) and new-line surround comments including contained \ new-line
sequences.

The following makefile says that pom depends on two files a.o and b.o, and that
they in turn depend on their corresponding source files (a.c and b.c) and a com-
mon file incl.h:

pgm: a.o b.o

cc a.o b.o -o pgm
a.o: incl.h a.c

cc -c a.c
b.o: incl.h b.c

cc -c b.c

Command lines are executed one at a time, each by its own shell. The SHELL
environment variable can be used to specify which shell make should use to execute
commands. The default is /usr/bin/sh. The first one or two characters in a com-
mand can be the following: @, -, @-, or -@. If @ is present, printing of the command
is suppressed. If - is present, make ignores an error. A line is printed when it is exe-
cuted unless the -s option is present, or the entry . SILENT: is included in makefile,
or unless the initial character sequence contains a @. The -n option specifies print-
ing without execution; however, if the command line has the string $ (MAKE) in it,
the line is always executed (see the discussion of the MAKEFLAGS macro in the
“Environment’” section below). The -t (touch) option updates the modified date
of a file without executing any commands.

Commands returning non-zero status normally terminate make. If the -1 option is
present, if the entry .IGNORE: is included in makefile, or if the initial character
sequence of the command contains -, the error is ignored. If the -k option is
present, work is abandoned on the current entry, but continues on other branches
that do not depend on that entry.
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Interrupt and quit cause the target to be deleted unless the target is a dependent of
the directive . PRECTOUS.

Environment

The environment is read by make. All variables are assumed to be macro
definitions and are processed as such. The environment variables are processed
before any makefile and after the internal rules; thus, macro assignments in a
makefile override environment variables. The -e option causes the environment to
override the macro assignments in a makefile. Suffixes and their associated rules in
the makefile will override any identical suffixes in the built-in rules.

The MAKEFLAGS environment variable is processed by make as containing any legal
input option (except -f and -p) defined for the command line. Further, upon invo-
cation, make “invents” the variable if it is not in the environment, puts the current
options into it, and passes it on to invocations of commands. Thus, MAKEFLAGS
always contains the current input options. This feature proves very useful for
“super-makes”. In fact, as noted above, when the -n option is used, the command
$ (MAKE) is executed anyway; hence, one can perform a make -n recursively on a
whole software system to see what would have been executed. This result is possi-
ble because the -n is put in MAKEFLAGS and passed to further invocations of
$ (MAKE). This usage is one way of debugging all of the makefiles for a software
project without actually doing anything.

Include Files

If the string include appears as the first seven letters of a line in a makefile, and is
followed by a blank or a tab, the rest of the line is assumed to be a filename and will
be read by the current invocation, after substituting for any macros.

Macros

Entries of the form stringl = string2 are macro definitions. string?2 is defined as all
characters up to a comment character or an unescaped new-line. Subsequent
appearances of $(string1[:subst1=[subst2]]) are replaced by string2. The parentheses
are optional if a single-character macro name is used and there is no substitute
sequence. The optional :substl=subst2 is a substitute sequence. If it is specified, all
non-overlapping occurrences of substl in the named macro are replaced by subst2.
Strings (for the purposes of this type of substitution) are delimited by blanks, tabs,
new-line characters, and beginnings of lines. An example of the use of the substi-
tute sequence is shown in the ““Libraries” section below.

Internal Macros
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There are five internally maintained macros that are useful for writing rules for
building targets.

$*  The macro $* stands for the filename part of the current dependent with the
suffix deleted. It is evaluated only for inference rules.

$@ The s$@ macro stands for the full target name of the current target. It is
evaluated only for explicitly named dependencies.

$<  The $< macro is only evaluated for inference rules or the .DEFAULT rule. It is
the module that is outdated with respect to the target (the ‘“manufactured”
dependent file name). Thus, in the .c.o rule, the $< macro would
evaluate to the .c file. An example for making optimized .o files from .c
files is:
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.C.O:
cc -c -0 $*.c
or:
.C.0O:
cc -c -0 $<

$? The $? macro is evaluated when explicit rules from the makefile are
evaluated. It is the list of prerequisites that are outdated with respect to the
target, and essentially those modules that must be rebuilt.

r
o°

The $% macro is only evaluated when the target is an archive library member
of the form lib(file.o). In this case, $@ evaluates to 1ib and $% evaluates
to the library member, file.o.

Four of the five macros can have alternative forms. When an upper case D or F is
appended to any of the four macros, the meaning is changed to “directory part” for
D and “file part” for F. Thus, $ (@D) refers to the directory part of the string $e. If
there is no directory part, ./ is generated. The only macro excluded from this alter-
native formis $?.

Suffixes
Certain names (for instance, those ending with .o0) have inferable prerequisites
such as .c, .s, etc. If no update commands for such a file appear in makefile, and if
an inferable prerequisite exists, that prerequisite is compiled to make the target. In
this case, make has inference rules that allow building files from other files by exa-
mining the suffixes and determining an appropriate inference rule to use. The
current default inference rules are:

.C .c” .f i .S .s” .sh .sh”™ .C .C~
.c.a .C.0o .c’.a .c”.c .c".o f.a f.o f7.a Jf7.E L7
.h™.h .l.c .1l.o 17 171 17.0 s.a .S.0 .s7.a .s”
.s7.s .sh™.sh .y.c .y.o .y .c .y .o .y .y .C.a C.o .C™
.C”.C .C".o L.C .L.o .L7.C L™.L L7.o0o .Y.C Y.o Y™
YT.0o .YT.Y

The internal rules for make are contained in the source file rules.c for the make
program. These rules can be locally modified. To print out the rules compiled into
the make on any machine in a form suitable for recompilation, the following com-
mand is used:

make -pf - 2>/dev/null </dev/null

A tilde in the above rules refers to an SCCS file [see sccsfile(4)]. Thus, the rule
.c”.o would transform an SCCS C source file into an object file (.0). Because the
s. of the SCCS files is a prefix, it is incompatible with the make suffix point of view.
Hence, the tilde is a way of changing any file reference into an SCCS file reference.

A rule with only one suffix (for example, .c:) is the definition of how to build x
from x.c. In effect, the other suffix is null. This feature is useful for building tar-
gets from only one source file, for example, shell procedures and simple C pro-
grams.

Additional suffixes are given as the dependency list for .SUFFIXES. Order is
significant: the first possible name for which both a file and a rule exist is inferred as
a prerequisite. The default list is:

Page 4 10/92

owoo



make (1) (Extended Software Generation System Utilities) make (1)

.SUFFIXES: .0 .c .c” .y .y~ .1 .17 .s .s” .sh .sh™ .h .h™ .f .f7 .C
.CT .Y .Y .L, .L”

Here again, the above command for printing the internal rules will display the list
of suffixes implemented on the current machine. Multiple suffix lists accumulate;
.SUFFIXES: with no dependencies clears the list of suffixes.

Inference Rules

The first example can be done more briefly.

pgm: a.o b.o
cc a.o b.o -o pgm
a.o b.o: incl.h

This abbreviation is possible because make has a set of internal rules for building
files. The user may add rules to this list by simply putting them in the makefile.

Certain macros are used by the default inference rules to permit the inclusion of
optional matter in any resulting commands. For example, CFLAGS, LFLAGS, and
YFLAGS are used for compiler options to cc(1), lex(1l), and yacc(l), respectively.
Again, the previous method for examining the current rules is recommended.

The inference of prerequisites can be controlled. The rule to create a file with suffix
.o from a file with suffix .c is specified as an entry with .c.o: as the target and no
dependents. Shell commands associated with the target define the rule for making
a .o file from a .c file. Any target that has no slashes in it and starts with a dot is
identified as a rule and not a true target.

Libraries
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If a target or dependency name contains parentheses, it is assumed to be an archive
library, the string within parentheses referring to a member within the library.
Thus, 1ib(file.o) and $ (LIB) (file.o) both refer to an archive library that con-
tains file.o. (This example assumes the LIB macro has been previously defined.)
The expression $(LIB) (filel.o file2.0) is not legal. Rules pertaining to
archive libraries have the form .XX.a where the XX is the suffix from which the
archive member is to be made. An unfortunate by-product of the current imple-
mentation requires the XX to be different from the suffix of the archive member.
Thus, one cannot have 1ib(file.o) depend upon file.o explicitly. The most
common use of the archive interface follows. Here, we assume the source files are
all C type source:

lib: lib(filel.o) lib(file2.0) lib(file3.o)
@echo lib is now up-to-date
.c.a:
$(CC) -c $(CFLAGS) $<
$(AR) $(ARFLAGS) $@ $*.o
rm -f $*.0
In fact, the .c.a rule listed above is built into make and is unnecessary in this

example. A more interesting, but more limited example of an archive library
maintenance construction follows:

lib: lib(filel.o) lib(file2.0) lib(file3.o)
$(CC) -c $(CFLAGS) $(?:.0=.c)
$(AR) $(ARFLAGS) 1lib $?
rm $?
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FILES

@echo 1ib is now up-to-date
.c.a:;

Here the substitution mode of the macro expansions is used. The $? list is defined
to be the set of object filenames (inside 1ib) whose C source files are outdated. The
substitution mode translates the .o to .c. (Unfortunately, one cannot as yet
transform to .c~; however, this transformation may become possible in the future.)
Also note the disabling of the .c.a: rule, which would have created each object
file, one by one. This particular construct speeds up archive library maintenance
considerably. This type of construct becomes very cumbersome if the archive
library contains a mix of assembly programs and C programs.

[Mm]akefileand s. [Mm]akefile
/usr/bin/sh

SEE ALSO

NOTES

Page 6

cc(l), 1lex(1), yace(l), print £(3S), sccsfile(4)
cd(1), sh(1)

Some commands return non-zero status inappropriately; use ~i or the - command
line prefix to overcome the difficulty.

Filenames with the characters = : @ will not work. Commands that are directly
executed by the shell, notably cd(1), are ineffectual across new-lines in make. The
syntax lib(filel.o file2.o file3.0) is illegal. You cannot build
lib(file.o) from file.o.
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NAME
makedbm - make a Network Information Service (NIS) dbm file

SYNOPSIS
/usr/sbin/makedbm [-1] [-s] [-1 yp_input_file] [-o yp_output_name)
[-d yp_domain_name] [-m yp_master_name] infile outfile

makedbm [-u dbmfilename)

DESCRIPTION

The makedbom command takes infile and converts it to a pair of files in dlbom(3) format,
namely outfile. pag and outfile.dir. Each line of the input file is converted to a sin-
gle dbm record. All characters up to the first TAB or SPACE form the key, and the rest
of the line is the data. If a line ends with “\’, then the data for that record is contin-
ued on to the next line. It is left for NIS clients to interpret ‘#’; makedbm does not
itself treat it as a comment character. infile can be ‘-’, in which case the standard
input is read.

makedbm is meant to be used in generating dbm files for NIS and it generates a spe-
cial entry with the key yp_last_modified, which is the date of infile (or the current
time, if infile is *-’).

The following options are available:

-1 Lowercase. Convert the keys of the given map to lower case, so that host
name matches, for example, can work independent of upper or lower case
distinctions.

-s Secure map. Accept connections from secure NIS networks only.

-1yp_input_file

Create a special entry with the key yp_input_file.
-o yp_output_name

Create a special entry with the key yp_output_name.
-d yp_domain_name

Create a special entry with the key yp_domain_name.
- Yp_master_narme

Create a special entry with the key yp_master_name. If no master host name
is specified, yp_master_name will be set to the local host name.

-u dbmfilename
Undo a dbm file. That is, print out a dom file one entry per line, with a single
space separating keys from values.
SEE ALSO
dbm(3)
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NAME

makedev - adds /dev entries for generic devices table

SYNOPSIS

/sbin/auto-device/makedev

DESCRIPTION
makedev performs the following steps:

1.

Any generic device names in the /dev/SA, /dev/rSA, /dev/term, /dev/rmt,
/dev/printer directories are deleted.

The /dev/dsk, /dev/rdsk, /dev/rmt, and /dev/port directories are scanned
for the controller-specific device names present (for example, m328_*). For
each unique device found, its Extended EDT information is examined to deter-
mine if it is a hard disk, floppy, CDROM, archive-compatible tape, nine-track
tape, serial port, or printer port.

Generic device names for each device type [for example, hard disk (disk),
archive (ctape), nine track (ninetrack)] will be assigned numbers (starting
with 1) in the order that the devices were scanned if the file /etc/device-map
is not found. If this file is present, device numbers are assigned in the order
that the controller-specific names are listed in the file. Any devices found that
are not specified in the file have their device numbers assigned in scanned
order.

The generic names are created in the /dev/SA, /dev/rSA, /dev/term,
/dev/rmt, and /dev/printer directories.

The /etc/device.tab file is examined and modified if any entries refer to
devices which no longer exist or if new devices must be added.

makedev is called each time the system is automatically reconfigured, but after all
other device naming programs have been run. It must also be called after sysadm
rmdisk to restore the /dev entries so a disk can be resliced.

FILES

/dev/SA/* entries for the hard disks for use by system administration

/dev/rSA/* entries for the hard disks and tapes for use by system

administration

/dev/rmt /* entries for the generic tape names

/dev/term/* entries for the generic port names

/dev/printer/* entries for the generic printern ames

/etc/device_map  forces a particular ordering when naming generic devices
SEE ALSO

mvme323(1IM) (For M68K only), mvme328(1M), mvme350(1M) (For M68K only),
mvme376(1M), sysadm(1M), device-map(4)
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NAME
makefsys - create a file system
SYNOPSIS
makefsys
DESCRIPTION
The makefsys command allows you to create a file system.
The command invokes a visual interface (the make task available through the
sysadm command).
The initial prompt allows you to select the device on which to create the file system.
After selecting the device, you are asked some further questions before the file sys-
tem is created.
The identical function is available under the sysadm menu:
sysadm make
DIAGNOSTICS
The makefsys command exits with one of the following values:
0 Normal exit.
2 Invalid command syntax. A usage message is displayed.
7 The visual interface for this command is not available because it cannot
invoke fmil. (The FMLI package is not installed or is corrupted.)
SEE ALSO

checkfsys(1M), labelit(1M), mkfs(1M), mount fsys(1M), sysadm(1M)
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NAME

makekey - generate encryption key

SYNOPSIS

/usr/lib/makekey

DESCRIPTION

makekey improves the usefulness of encryption schemes depending on a key by
increasing the amount of time required to search the key space. It attempts to read
8 bytes for its key (the first eight input bytes), then it attempts to read 2 bytes for its
salt (the last two input bytes). The output depends on the input in a way intended
to be difficult to compute (that is, to require a substantial fraction of a second).

The first eight input bytes (the input key) can be arbitrary ASCII characters. The last
two (the salt) are best chosen from the set of digits, ., /, and upper- and lower-case
letters. The salt characters are repeated as the first two characters of the output.
The remaining 11 output characters are chosen from the same set as the salt and
constitute the output key.

The transformation performed is essentially the following: the salt is used to select
one of 4,096 cryptographic machines all based on the National Bureau of Standards
DES algorithm, but broken in 4,096 different ways. Using the input key as key, a
constant string is fed into the machine and recirculated a number of times. The 64
bits that come out are distributed into the 66 output key bits in the result.

makekey is intended for programs that perform encryption. Usually, its input and
output will be pipes.

SEE ALSO

NOTES
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ed(1), crypt(1), vi(1), passwd(4).

makekey can produce different results depending upon whether the input is typed
at the terminal or redirected from a file.

This command is provided with the Encryption Utilities, which is only available in
the United States.
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NAME

man - display reference manual pages; find reference pages by keyword

SYNOPSIS

/usr/ucb/man [ - ][ -t ][ -Mpath ] [ -T macro-package ] [ -v version ]
[ [ section | title. .. ] title . ..

/usr/ucb/man [ -M path | -k keyword ...

/usr/ucb/man [ -M path | -£ filename ...

DESCRIPTION
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The man command displays information from the reference manuals. It can display
complete manual pages that you select by ftitle, or one-line summaries selected
either by keyword (-k), or by the name of an associated file (-£).

A section, when given, applies to the titles that follow it on the command line (up to
the next section, if any). man looks in the indicated section of the manual for those
titles. section is either a digit, or one of the words new, local, 014, or public. If sec-
tion is a digit, it can be followed by a single letter indicating the type of manual
page. man is not sensitive to the case of the letter, i.e. the letter can be in either
upper case or lower case. If section is omitted, man searches all reference sections
(giving preference to commands over functions) and prints the first manual page it
finds. If no manual page is located, man prints an error message.

The reference page sources are typically located in the /usr/share/man/man?
directories. Since these directories are optionally installed, they may not reside on
your host; you may have to mount /usr/share/man from a host on which they do
reside. If there are preformatted, up-to-date versions in corresponding cat? or
fmt? directories, man simply displays or prints those versions. If the preformatted
version of interest is out-of-date or missing, man reformats it prior to display. If
directories for the preformatted versions are not provided, man reformats a page
whenever it is requested, using a temporary file to store the formatted text during
display.

If the standard output is not a terminal, or if the - flag is given, man pipes its output
through cat. Otherwise, man pipes its output through more to handle paging and
underlining on the screen.

The following options are available:

-t man arranges for the specified manual pages to be troffed to a suitable ras-
ter output device (see troff or vtroff). If both the - and -t flags are
given, man updates the troffed versions of each named title (if necessary),
but does not display them.

-M path
Change the search path for manual pages. path is a colon-separated list of
directories that contain manual page directory subtrees. When used with
the -k or -f options, the -M option must appear first. Each directory in the
path is assumed to contain subdirectories of the form man[1-81-p].

-T macro-package
man uses macro-package rather than the standard -man macros defined in
/usr/ucblib/doctools/tmac/tmac . an for formatting manual pages.
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-k keyword . ..
man prints out one-line summaries from the whatis database (table of con-
tents) that contain any of the given keywords.

-£ filename ...
man attempts to locate manual pages related to any of the given filenames. It
strips the leading pathname components from each filename and then prints
one-line summaries containing the resulting basename or names.

-v version ...
man displays the manpage for version version. For example, enter:

$ man -v bsd 1s
to see the BSD version of the 1s(1) manual page.
Versions include:

bsd BSD

xen  XENIX

s5 s5 file system
nfs  nfs file system
bfs  bfs file system
ufs  ufs file system

MANUAL PAGES
Manual pages are troff or nroff source files prepared with the -man macro pack-
age.
When formatting a manual page, man examines the first line to determine whether
it requires special processing.
Preprocessing Manual Pages
If the first line is a string of the form:

7 \ " X
where X is separated from the ‘"’ by a single space and consists of any combination

of characters in the following list, man pipes its input to troff or nroff through
the corresponding preprocessors.

e egn, or nean for nrof £
r refer
t tbl, and col for nroff

If egqn or negqn is invoked, it will automatically read the file
/usr/ucblib/pub/egnchar [see egnchar(5)].
ENVIRONMENT

MANPATH If set, its value overrides /usr/share/man as the default search
path. The -M flag, in turn, overrides this value.
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NOTES

PAGER A program to use for interactively delivering man’s output to the
screen. If not set, ‘more -s’ (see more(1)) is used.

TCAT The name of the program to use to display troffed manual
pages. If not set, “1p -Ttroff’ (see 1p(1)) is used.

TROFF The name of the formatter to use when the -t flag is given. If not
set, troff is used.

Related manual pages for commands on one manual page may be directly accessed.
For example enter:

$ man strcat
to see the manual page for string where strcat is documented.

A manual page is reproducible either on a phototypesetter or on an ASCII terminal.
However, on a terminal some information (indicated by font changes, for instance)
is necessarily lost.

Some dumb terminals cannot process the vertical motions produced by the e
[ean(1)] preprocessing flag. To prevent garbled output on these terminals, when
you use e , also use t to invoke col(l) implicitly. This workaround has the dis-
advantage of eliminating superscripts and subscripts — even on those terminals
that can display them. CTRL-Q will clear a terminal that gets confused by ean(1)
output.

Online manual pages are provided as part of this product. If you have any trouble
finding the online documentation for a command, use the apropos(1) command.

If the manual page was not found, man exits with 1, otherwise 0.

FILES
/usr/share/man root of the standard manual page directory subtree
/usr/share/man/man?/* unformatted manual entries
/usr/share/man/cat?/* nroffed manual entries
/usr/share/man/fmt?/* trof fed manual entries
/usr/share/man/whatis table of contents and keyword database
/usr/ucblib/doctools/tmac/man.macs

standard -man macro package

/usr/ucblib/pub/egnchar

SEE ALSO
apropos(1), cat(l), catman(lM), col(l), ean(l), egnchar(5), 1p(l), more(1)
nroff(l), refer(l), tbl(1), trof£(1), whatis(l),
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NAME

man - macros to format Reference Manual pages

SYNOPSIS

nroff -man filename...
troff -man filename...

DESCRIPTION

These macros are used to lay out the reference pages in this manual. Note: if
filename contains format input for a preprocessor, the commands shown above must
be piped through the appropriate preprocessor. This is handled automatically by
man(1l). See the ““Conventions’”” section.

Any text argument ¢ may be zero to six words. Quotes may be used to include
SPACE characters in a word. If text is empty, the special treatment is applied to the
next input line with text to be printed. In this way .I may be used to italicize a
whole line, or . SB may be used to make small bold letters.

A prevailing indent distance is remembered between successive indented para-
graphs, and is reset to default value upon reaching a non-indented paragraph.
Default units for indents i are ens.

Type font and size are reset to default values before each paragraph, and after pro-
cessing font and size setting macros.

These strings are predefined by -man:
\*R  ‘®’,‘(Reg) innroff.
\*S  Change to default type size.

Requests
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*n.t.l. = next text line; p.i. = prevailing indent

Request Cause  If no Explanation
Break  Argument

.B ¢t no t=n.t.1.* Text is in bold font.
.BI ¢t no t=n.t.l. Join words, alternating bold and italic.
.BR ¢ no t=n.t.l. Join words, alternating bold and roman.
.DT no 5i i, Restore default tabs.
JHP i yes i=p.i* Begin paragraph with hanging indent.
Set prevailing indent to i.
It no t=n.t.l. Text is italic.
JIB ¢t no t=n.t.L. Join words, alternating italic and bold.
JIP xi yes x="" Same as . TP with tag x.
VIRt no t=n.t.l. Join words, alternating italic and roman.
LIX Ot no - Index macro.
.LP yes - Begin left-aligned paragraph.
Set prevailing indent to .5i.
.PD d no d=.4v Set vertical distance between paragraphs.
.PP yes - Same as .LP.

Page 1



man (5) (BSD Compatibility Package) man (5)

.RE yes - End of relative indent.
Restores prevailing indent.
.RB t no t=n.t.l. Join words, alternating roman and bold.
LRI ¢t no t=n.t.L. Join words, alternating roman and italic.
.RS i yes i=p.i. Start relative indent, increase indent by i.
Sets prevailing indent to .5i for nested
indents.
.SB t no - Reduce size of text by 1 point, make text bold.
.SH t yes - Section Heading.
.SM ¢t no t=n.t.1. Reduce size of text by 1 point.
.SS t yes t=n.t.l Section Subheading.
.TH nsdfm yes - Begin reference page 1, of of section s; d is the

date of the most recent change. If present, fis
the left page footer; m is the main page
(center) header. Sets prevailing indent and
tabs to .5i.

TP i yes i=p.i. Begin indented paragraph, with the tag given
on the next text line.
Set prevailing indent to i.

.TX tp no - Resolve the title abbreviation f; join to punc-
tuation mark (or text) p.

Conventions
When formatting a manual page, man examines the first line to determine whether
it requires special processing. For example a first line consisting of:

’ \ " t
indicates that the manual page must be run through the tb1(1) preprocessor.
A typical manual page for a command or function is laid out as follows:
. TH title [1-8]
The name of the command or function, which serves as the title of the

manual page. This is followed by the number of the section in which it
appears.

.SH NAME
The name, or list of names, by which the command is called, followed by a
dash and then a one-line summary of the action performed. All in roman
font, this section contains no troff(l) commands or escapes, and no macro
requests. It is used to generate the whatis(1) database.

.SH SYNOPSIS
Commands:

The syntax of the command and its arguments, as typed on the com-
mand line. When in boldface, a word must be typed exactly as
printed. When in italics, a word can be replaced with an argument
that you supply. References to bold or italicized items are not capi-
talized in other sections, even when they begin a sentence.
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Syntactic symbols appear in roman face:
[ 1 Anargument, when surrounded by brackets is optional.

I Arguments separated by a vertical bar are exclusive. You
can supply only one item from such a list.

Arguments followed by an elipsis can be repeated. When an
elipsis follows a bracketed set, the expression within the
brackets can be repeated.

Functions:

If required, the data declaration, or #include directive, is shown
first, followed by the function declaration. Otherwise, the function
declaration is shown.

.SH DESCRIPTION
A narrative overview of the command or function’s external behavior. This
includes how it interacts with files or data, and how it handles the standard
input, standard output and standard error. Internals and implementation
details are normally omitted. This section attempts to provide a succinct
overview in answer to the question, "what does it do?"

Literal text from the synopsis appears in constant width, as do literal
filenames and references to items that appear elsewhere in the reference
manuals. Arguments are italicized.

If a command interprets either subcommands or an input grammar, its com-
mand interface or input grammar is normally described in a USAGE section,
which follows the OPTIONS section. The DESCRIPTION section only
describes the behavior of the command itself, not that of subcommands.

.SH OPTIONS
The list of options along with a description of how each affects the
command’s operation.

.SH FILES
A list of files associated with the command or function.

.SH SEE ALSO
A comma-separated list of related manual pages, followed by references to
other published materials.

.SH DIAGNOSTICS
A list of diagnostic messages and an explanation of each.

.SH NOTES
A description of limitations, known defects, and possible problems associ-
ated with the command or function.
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FILES
/usr/ucblib/doctools/man

SEE ALSO
man(1), nrof£(1), troff(1), whatis(1)
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NAME

mcs - manipulate the comment section of an object file

SYNOPSIS

ncs [-a string] [-c] [-d] [-n name] [-p] [-V] file . . .

DESCRIPTION

The mcs command is used to manipulate a section, by default the .comment sec-
tion, in an ELF object file. It is used to add to, delete, print, and compress the con-
tents of a section in an ELF object file, and only print the contents of a section in a
COFF object file. mcs must be given one or more of the options described below. It
applies each of the options in order to each file.

The following options are available:

-astring  Append string to the comment section of the object files. If string con-
tains embedded blanks, it must be enclosed in quotation marks.

-c Compress the contents of the comment section of the ELF object files.
All duplicate entries are removed. The ordering of the remaining
entries is not disturbed.

-d Delete the contents of the comment section from the ELF object files.
The section header for the comment section is also removed.

-nname  Specify the name of the comment section to access if other than
.comment. By default, mcs deals with the section named .comment.
This option can be used to specify another section.

-p Print the contents of the comment section on the standard output.
Each section printed is tagged by the name of the file from which it
was extracted, using the format filename (member_name] : for archive
files; and filename: for other files.

-V Print, on standard error, the version number of mcs.

If the input file is an archive [see ar(4)], the archive is treated as a set of individual
files. For example, if the -a option is specified, the string is appended to the com-
ment section of each ELF object file in the archive; if the archive member is not an
ELF object file, it is left unchanged.

If mcs is executed on an archive file, the archive symbol table will be removed
unless only the -p option has been specified. The archive symbol table must be
restored by executing the ar command with the -s option before the archive can be
linked by the 1d command. mcs will produce appropriate warning messages when
this situation arises.

EXAMPLES
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ncs -p file # Print file’s comment section

mcs -a string file # Append string to file’s comment section
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FILES
TMPDIR/mcs* temporary files
TMPDIR usually /var/tmp but can be redefined by setting the
environment variable TMPDIR [see tempnam in tmpnam(3S)]
INTERNATIONAL FUNCTIONS
Characters from supplementary code sets can be used in object-files. Comments
using characters from supplementary code sets can be specified with the -a option.
The section name specified in name with the -n option must contain ASCII charac-
ters only.
SEE ALSO
ar(l), as(l), cc(l), 14(1), tmpnam(3S), a.out(4), ar(4).
NOTES

mcs cannot add to, delete or compress the contents of a section that is contained
within a segment.
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NAME
me - macros for formatting papers

SYNOPSIS
nroff -me [ options ] filename ...
troff -me [ options ] filename ...

DESCRIPTION
This package of nroff and troff macro definitions provides a canned formatting
facility for technical papers in various formats. When producing 2-column output
on a terminal, filter the output through col(1).

The macro requests are defined below. Many nroff and troff requests are unsafe
in conjunction with this package, however, these requests may be used with
impunity after the first . pp:

.bp begin new page

.br break output line here

.spn insert n spacing lines

.1sn (line spacing) n=1 single, n=2 double space

.na no alignment of right margin

.cen  center next n lines

.uln  underline next n lines

.sz+n add n to point size

Output of the eqn, meagn, mefer, and tbl(1l) preprocessors for equations and
tables is acceptable as input.

REQUESTS
In the following list, initialization refers to the first .pp, .1p, .ip, .np, .sh, or .uh
macro. This list is incomplete.

Initial Cause

Request Value  Break Explanation
(s - yes Begin centered block
. (d - no Begin delayed text
(f - no Begin footnote
(1 - yes Begin list
(g - yes Begin major quote
. (xx - no Begin indexed item in index x
. (z - no Begin floating keep
.)c - yes End centered block
.)d - yes End delayed text
Of - yes End footnote
1 - yes End list
)a - yes End major quote
x - yes End index item
)z - yes End floating keep
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Initial  Cause
Request Value  Break Explanation
.++mH - no Define paper section. m defines the part of the
paper, and can be C (chapter), A (appendix), P
(preliminary, for instance, abstract, table of con-
tents, and so on), B (bibliography), RC (chapters
renumbered from page one each chapter), or RA
(appendix renumbered from page one).
+c T - yes Begin chapter (or appendix, and so on, as set by
.++). Tis the chapter title.
.1c 1 yes One column format on a new page.
.2¢ 1 yes Two column format.
.EN - yes Space after equation produced by egn or meqn.
.EQxy - yes Precede equation; break out and add space.
Equation number is y. The optional argument x
may be I to indent equation (default), L to left-
adjust the equation, or C to center the equation.
.GE - yes End gremlin picture.
.GS - yes Begin gremlin picture.
.PE - yes End pic picture.
.PS - yes Begin pic picture.
.TE - yes End table.
.TH - yes End heading section of table.
.TSx - yes Begin table; if x is H table has repeated heading.
.acAN - no Set up for ACM style output. A is the Author’s
name(s), N is the total number of pages. Must be
given before the first initialization.
bx no no Print x in boldface; if no argument switch to
boldface.
ba +n 0 yes Augments the base indent by n. This indent is
used to set the indent on regular text (like para-
graphs).
.bc no yes Begin new column
.bix no no Print x in bold italics (nofill only)
.bu - yes Begin bulleted paragraph
bx x no no Print x in a box (nofill only).
ef xyz 77 no Set even footer to x y z
ehxyz 77 no Set even header to x y z
foxyz 77 no Set footer to x y z
.hx - no Suppress headers and footers on next page.
.he xyz 7 no Set headertox y z
.hl - yes Draw a horizontal line
ix no no Italicize x; if x missing, italic text follows.
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Initial  Cause

Request Value  Break Explanation

.ipxy no yes Start indented paragraph, with hanging tag x.
Indentation is y ens (default 5).

.1p yes yes Start left-blocked paragraph.

.lo - no Read in a file of local macros of the form . *x.
Must be given before initialization.

.np 1 yes Start numbered paragraph.

.of xyz 77 no Set odd footer tox y z

.oh’xyz 7 no Set odd headertox y z

.pd - yes Print delayed text.

.Dp no yes Begin paragraph. First line indented.

.r yes no Roman text follows.

.re - no Reset tabs to default values.

.sc no no Read in a file of special characters and diacritical
marks. Must be given before initialization.

.shnx - yes Section head follows, font automatically bold. n
is level of section, x is title of section.

.sk no no Leave the next page blank. Only one page is
remembered ahead.

.smXx - no Set x in a smaller pointsize.

.Sz +n 10p no Augment the point size by n points.

.th no no Produce the paper in thesis format. Must be
given before initialization.

.tp no yes Begin title page.

ux - no Underline argument (even in troff). (Nofill
only).

.uh - yes Like .sh but unnumbered.

.Xp X - no Print index x.

FILES

/usr/ucblib/doctools/tmac/e
/usr/ucblib/doctools/tmac/*.me

SEE ALSO

ean(1), nroff(1), trof£(1), refer(1), tbl(1)
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NAME
mesg - permit or deny messages
SYNOPSIS
mesg [-n][-v]
DESCRIPTION
mesg with argument -n forbids messages via write(l) by revoking non-user write
permission on the user’s terminal. mesg with argument -y reinstates permission.
All by itself, mesg reports the current state without changing it.
FILES
/dev/tty*
SEE ALSO
write(l)
DIAGNOSTICS

Exit status is 0 if messages are receivable, 1 if not, 2 on error.
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NAME
message - put arguments on FMLI message line

SYNOPSIS
message [-t] [-b [num] ] [-o] [-w] [string]
message [-£] [-b [num] ] [-o] [-w] [string]
message [-p] [-b [num] ] [-o] [-w] [string]

DESCRIPTION
The message command puts string out on the FMLI message line. If there is no
string, the stdin input to message will be used. The output of message has a dura-
tion (length of time it remains on the message line). The default duration is "tran-
sient": it or one of two other durations can be requested with the following
mutually-exclusive options:

-t explicitly defines a message to have transient duration. Transient messages
remain on the message line only until the user presses another key or a
CHECKWORLD occurs. The descriptors itemmsg, fieldmsg, invalidmsg,
choicemsg, the default-if-not-defined value of oninterrupt, and FMLI
generated error messages (for example, from syntax errors) also output
transient duration messages. Transient messages take precedence over
both frame messages and permanent messages.

-f defines a message to have "frame" duration. Frame messages remain on the
message line as long as the frame in which they are defined is current. The
descriptor framemsg also outputs a frame duration message. Frame mes-
sages take precedence over permanent messages.

-p defines a message to have "permanent” duration. Permanent messages
remain on the message line for the length of the FMLI session, unless expli-
citly replaced by another permanent message or temporarily superseded by
a transient message or frame message. A permanent message is not
affected by navigating away from, or by closing, the frame which generated
the permanent message. The descriptor permanentmsg also outputs a per-
manent duration message.

Messages displayed with message -p will replace (change the value of) any mes-
sage currently displayed or stored via use of the permanentmsg descriptor. Like-
wise, message -f will replace any message currently displayed or stored via use of
the framemsg descriptor. If more than one message in a frame definition file is
specified with the -p option, the last one specified will be the permanent duration
message.

The string argument should always be the last argument. Other options available
with message are the following:

-b [num] rings the terminal bell num times, where num is an integer from 1 to 10.
The default value is 1. If the terminal has no bell, the screen will flash
num times instead, if possible.

-0 forces message to duplicate its message to stdout.
-w turns on the working indicator.
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EXAMPLES

NOTES

When a value entered in a field is invalid, ring the bell 3 times and then display
Invalid Entry: Try again! on the message line:

invalidmsg="message -b 3 "Invalid Entry: Try again!"’
Display a message that tells the user what is being done:

done="message EDITOR has been set in your environment' close

Display a message on the message line and stdout for each field in a form (a
pseudo-"field duration” message).

fieldmsg=""message -o -f "Enter a filename." "

Display a blank transient message (effect is to "remove" a permanent or frame dura-
tion message).

done="message ""' nop

If message is coded more than once on a single line, it may appear that only the
right-most instance is interpreted and displayed. Use sleep(l) between uses of
message in this case, to display multiple messages.

message -f should not be used in a stand-alone backquoted expression or with
the init descriptor because the frame is not yet current when these are evaluated.

In cases where “message -f "string" is part of a stand-alone backquoted expres-
sion, the context for evaluation of the expression is the previously current frame.
The previously current frame can be the frame that issued the open command for
the frame containing the backquoted expression, or it can be a frame given as an
argument when fmli was invoked. That is, the previously current frame is the one
whose frame message will be modified.

Permanent duration messages are displayed when the user navigates to the com-
mand line.

SEE ALSO
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sleep(1).
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NAME

migration - move an archive from one set of volumes to another

SYNOPSIS

migration -B [-dlmotuvAENS ] bkjobid ofsname ofsdev ofslab descript

DESCRIPTION

migration is invoked as a child process by bkdaemon(1M) to move an existing
archive made by some other arbitrary method to a new set of volumes. The exist-
ing backup history log entry of the archive is updated to reflect the new volumes
and destination information of the archive.

bkjobid is the job id assigned by backup(1M). ofsdev is the name of the UNIX raw
(character) device on which the archive resides. ofslab is the volume label on the
archive [see labelit(1M)]. descript is a description for a destination device in the
form:

dgroup:dname:dchar:dlabels

dgroup specifies a device group. dname specifies a device name. dchars specifies
characteristics for the specified device and group (see device.tab(4) for a further
description of device characteristics). dlabels specifies the media names for the
media to be used for the archive.

Options
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ar Do not update the backup history log entry for the archive.

1* Create a long form of the backup history log that includes a table-of-
contents for the archive. This includes the data used to generate an
Is -1-like listing of each file in the archive.

m* Mount the originating filesystem read-only before starting the backup and
remount it with its original permissions after completing the backup.

o Permit the user to override media insertion requests (see getvol(1M) -o).

£* Create a table of contents for the backup on additional media instead of in
the backup history log.

u* Unmount the originating filesystem before performing the backup and

remount it with its original permissions after completing the backup.

v* Validate the archive as it is written. A checksum is computed as the archive
is being written; as each medium is completed, it is re-read and the check-
sum recomputed to verify that each block is readable and correct. If either
check fails, the medium is considered unreadable. If -A has been specified,
the archiving operation fails; otherwise, the operator is prompted to replace
the failed medium.

A Do not prompt the user for removable media operations (automated opera-
tion).

E* Report an estimate of media usage for the archive; then perform the backup.

N* Report an estimate of media usage for the archive; do not perform the
backup.
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S* Generate a period (.) for every 100 (512 byte) blocks read-from or written-to
the archive on the destination device.

User Interactions

The connection between an archiving method and backup(1M) is more complex
than a simple fork/exec or pipe. backup(1M) is responsible for all interactions with
the user, either directly, or through bkoper(1M). Therefore, migration neither
reads from standard-input nor writes to standard-output or standard-error. A
method library must be used [see libbrmeth(3)] to communicate reports (esti-
mates, periods, status, and so on) to backup(1M).

DIAGNOSTICS

If migration successfully completes its task, it exits with a 0 status. If any of the
parameters to migration are invalid, it exits with a 1 status. If any error occurs
which causes migration to fail to complete all portions of its task, it exits with a 2
status.

Errors are reported if any of the following occur:

1. -t is specified together with -A.

2. -Ais specified together with -o.

3. -t is specified and the destination device does not support removable
media.

-Ais specified and more than one removable medium is required.

5. Unrecoverable errors occurred in trying to read or write the destination dev-
ice.
6. -m is specified and the originating filesystem could not be mounted read-
only.
-m is specified and the originating filesystem could not be unmounted.
8. -0 is not specified and insufficient media names are supplied in descript.
9. -u is specified and the filesystem could not be unmounted.
10. -u is specified and the filesystem could not be remounted.
FILES
/usr/oam/bkrs/tables/bkhist.tab
STMP/filelist$$
SEE ALSO

Page 2

awk(1), backup(1M), device. tab(4), getvol(IM), grep(l), labelit(1M),

libbrmeth(3), 1s(1), prtvtoc(1M), restore(1M), rsoper(1M), sed(1),
time(2), urestore(1M)
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NAME

mk - remake the binary system and commands from source code

DESCRIPTION
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All source code for the UNIX system is distributed in the directory /usr/src. The
directory tree rooted at /usr/src includes source code for the operating system,
libraries, commands, miscellaneous data files necessary for the system and pro-
cedures to transform this source code into an executable system.

Within the /usr/src directory are the cmd, 1ib, uts, head, and stand directories,
as well as commands to remake the parts of the system found under each of these
sub-directories. These commands are named :mk and :mkdir where dir is the name
of the directory to be recreated. Each of these :mkdir commands rebuilds all or part
of the directory it is responsible for. The :mk command runs each of the other com-
mands in order and thus recreates the whole system. The :mk command is distri-
buted only to source code licensees.

Each command, with its associated directory, is described below.

:mklib The 1ib directory contains the source code for the system libraries.
The most important of these is the C library. Each library is in its own
sub-directory. If any arguments are specified on the :mklib com-
mand line then only the given libraries are rebuilt. The argument \*
causes it to rebuild all libraries found under the 11ib directory.

:mkhead The head directory contains the source code versions of the header
files found in the /usr/include directory. The :mkhead command
installs the header files given as arguments. The argument \* causes
it to install all header files.

:mkuts The uts directory contains the source code for the UNIX Operating
System. The :mkuts command takes no arguments and invokes a
series of makefiles that recreates the operating system.

Associated with the operating system is a set of header files that
describe the user interface to the operating system. The source for
these header files is found in a sub-directory within the uts directory
tree. The user-accessible versions of these header files are found in
the /usr/include/sys directory. The :mksyshead command
installs these header files into the /usr/include/sys directory.

:mkstand  The stand directory contains stand-alone commands and boot pro-
grams. The :mkstand command rebuilds and installs these programs.
Note that these stand-alone programs are only applicable to the DEC
processors and are not built for any other machine.

:mkcmd The cmd directory contains the source code for all the commands
available on the system. There are two types of entries within the cmd
directory: commands whose source code consists of only one file
with one of the following suffixes: .1, .y, .c, .s, .sh, or a sub-
directory that contains the multiple source files that comprise a par-
ticular command or subsystem. Each sub-directory is assumed to
have a makefile [see make(1)] with the name command .mk that takes
care of creating everything associated with that directory and its sub-
directories.
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The :mkcmd command transforms source code into an executable
command based on a set of predefined rules. If the :mkcmd command
encounters a sub-directory within the cmd directory then it runs the
makefile found in that sub-directory. If no makefile is found then an
error is reported. For single-file commands, the predefined rules are
dependent on the file’s suffix. C programs (.c) are compiled by the C
compiler and loaded stripped with shared text. Assembly language
programs (.s) are assembled and loaded stripped. Yacc programs
(.y) and lex programs (.1) are processed by yacc(l) and lex(1)
respectively, before C compilation. Shell programs (.sh) are copied
to create the command. Each of these operations leaves a command
in the ./cmd directory which is then installed into a user-accessible
directory by using /usr/sbin/install.

The arguments to :mkcmd are either command names or subsystem
names. Some subsystems distributed with the UNIX system are:
acct, graf, sgs, sccs, and text. Prefacing the :mkecmd command
with an assignment to the shell variable $ARGS causes the indicated
components of the subsystem to be rebuilt.

For example, the entire sccs subsystem can be rebuilt by:
/usr/src/:mkcmd sccs

while the delta component of sccs can be rebuilt by:
ARGS="delta" /usr/src/:mkcmd sccs

The 1log command, which is a part of the stat package, which is itself a part of the
graf package, can be rebuilt by:

ARGS="stat log" /usr/src/:mkcmd graf
The argument \ * causes all commands and subsystems to be rebuilt.

Makefiles throughout the system, and particularly in the cmd directory, have a stan-
dard format. In particular, :mkcmd depends on each makefile having target entries
for install and clobber. The install target should cause everything over
which the makefile has jurisdiction to be built and installed by
/usr/sbin/install. The clobber target should cause a complete cleanup of all
unnecessary files resulting from the previous invocation. The commands that use
the CLOBBER environment variable are :mkcmd, :mklib, and :mkuts. These com-
mands all check the CLOBBER variable before executing make clobber. If this vari-
able is set to OFF, then make clobber is not performed. If the variable is not set or
is set to anything other than OFF, the make clobber is performed.

An effort has been made to separate the creation of a command from source and its
installation on the running system. The command /usr/sbin/install is used by
:mkemd and most makefiles to install commands in standard directories on the sys-
tem. The use of install allows maximum flexibility in the administration of the
system. The install command makes very few assumptions about where a com-
mand is located, who owns it, and what modes are in effect. All assumptions may
be overridden on invocation of the command, or more permanently by redefining a
few variables in install. The purpose of install is to install a new version of a
command in the same place, with the same attributes as the prior version.
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In addition, the use of a separate command to perform installation allows for the
creation of test systems in other than standard places, easy movement of com-
mands to balance load, and independent maintenance of makefiles.

SEE ALSO
install(1M), lex(1), make(1), yacc(l).
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NAME

mkapropos - create apropos list of manpage descriptions

SYNOPSIS

mkapropos [-w | -m] [file ...] [directory ...]

DESCRIPTION

mkapropos prints a one-line description per manpage on standard output. The
output of mkapropos is similar to that of the whatis file found on BSD systems.
Typically, the output is redirected to a file that can be searched for keyword strings.
The output can be used as the aproposfile resource of xman(1).

mkapropos searches manpage files for the descriptive text. The manpage may be
formatted or nroff source. If formatted, the manpage file may be optionally packed
or compressed. See compress(1) or pack(l).

The description is the text of the “NAME"’ section of the manpage. The description
section is delimited by the keyword “NAME" at the beginning of the section and
by a blank line preceding the next manpage section. mkapropos filters out new-
lines found in the “NAME" section to produce the one-line format, so that a simple
grep(1) search can find all the information associated with a given manpage.

Either manpage filenames or directory names may be given as arguments. If indivi-
dual filenames are given, only the specified files will be searched. If directory
names are given, mkapropos will recursively search those directories.

If no command line arguments are given, mkapropos first checks whether the MAN-
PATH environment variable is set. If so, mkapropos recursively searches for man-
pages in each directory specified by MANPATH. If not, mkapropos recursively
searches for manpages in the directory /usr/catman.

The following options are available:

-w mkapropos prints a one line description similar to the output given by
mkapropos without -w option, except that the suffixes of the file are
enclosed in parentheses. Hyphenated words due to the line breaks are com-
bined.

-m mkapropos prints lines of mapping associations for commands on one man-
page. One line of mapping includes the command name, file name where
the command is documented, and the description.

SEE ALSO
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compress(1), grep(1), man(1), pack(1), xman(1)

Page 1



mkboot (1M) mkboot (1M)

NAME

mkboot - convert an object file to a bootable object file

SYNOPSIS

/usr/sbin/mkboot [ -m master ] [ -d directory | -k kernel_obj [-£ kernel_master ]
/usr/sbin/mkboot [ -mmaster ] [ -d directory | obj_file

DESCRIPTION
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The mkboot command is used to create a new object file from a previous object file
and its associated master file; the new object file can be used by the cunix pro-
gram to configure a new bootable operating system.

Typically, a user makes changes to one or more files in the directory
/etc/master.d [files in this directory are called master files, and are in the format
specified in the master(4) manual page].

Then, the user executes a mkboot command (with appropriate options) from the
/boot directory; the /boot directory is used to hold all device driver object files
that must be configured into the bootable operating system so that the operating
system correctly reflects the current configuration of the machine.

One mkboot command must be executed for each master file changed. The mkboot
command updates the existing object file in /boot with the changes made to its
associated master file.

After executing all necessary mkboot commands, the user then either configures a
new bootable operating system from firmware mode and reboots the system, or
uses the cunix command to configure a new bootable operating system at the user
level.

The user must specify either the -k option with the kernel object file name (usually
KERNEL), or the name of another object file to be changed (usually a file in /boot).
The object file name used can be a relative or full pathname, and can have an
optional .o suffix.

If the -k option is used, the master file name kernel is assumed; -f can be used to
specify a master file other than kernel to build the kernel_obj object.

If obj_file is specified instead of -k, the named obj_file must have an associated file in
/etc/master.d; the name of the associated master file is the name of the obj_file
in lowercase letters, without any path prefix or . o suffix.

If you are making a new object file for the kernel, you must use the -k option to
specify the kernel object file; if you process a kernel object file without the -k
option, the resulting object file will be unusable by cunix (an error is returned by
cunix that says that no object was flagged as the kernel; this flag is added to the
object file only when -k is specified).

The -m and -d options are used to specify alternate locations for master files and
object files output by mkboot:

-m master This option specifies the directory containing the master files to
be used for the object file. The default master directory is
/etc/master.d.
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-d directory This option specifies the directory to be used for storing the new
object file. The default output directory is /boot.

To create a new object file, the applicable master file is read and the configuration
information is extracted. Then, the old object file is read from the current directory,
and changed to reflect the new configuration information. The resulting new object
file is written to the output directory specified by the -d option or to /boot. It is
given the same name as specified by obj_file or kernel_obj, in uppercase letters and
without any . o suffix.

Note that if the output directory is the same as the current working directory when
mkboot is executed, then the output object file overwrites the previous object file
residing in the directory.

EXAMPLE

mkboot -m newmaster gentty.o

This will read the file named gentty from the directory newmaster for the gentty
device configuration data, take the file gentty.o from the current directory, and
create the object file /boot /GENTTY for use in configuring a new operating system.

cd /boot; mkboot -k KERNEL

This will read the file named kernel from the directory /etc/master.d for the
new kernel configuration data, take the file KERNEL from the current directory, and
create the /boot /KERNEL object file.

cd /boot; mkboot sem

This will read the file named sem from the /etc/master.d directory, take the file
SEM from the current directory (/boot), and place the output file in /boot /SEM.

DIAGNOSTICS

mkboot FILE (FILE does not exist)

mkboot: FILE: cannot open: No such file or directory

mkboot -d dir SEM (dir does not exist)

mkboot: dir: cannot open: No such file or directory
mkboot: SEM; not processed

SEE ALSO
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cunix(1M), master(4).
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NAME
mkdir - make directories
SYNOPSIS
mkdir [-mmode] [-p] dirname . ..
DESCRIPTION
mkdir creates the named directories in mode 777 (possibly altered by umask(1)).
Standard entries in a directory (for example, the files ., for the directory itself, and
.., for its parent) are made automatically. mkdir cannot create these entries by
name. Creation of a directory requires write permission in the parent directory.
The owner ID and group ID of the new directories are set to the process’s real user
ID and group ID, respectively.
Two options apply to mkdir:
-m  This option allows users to specify the mode to be used for new directories.
Choices for modes can be found in chmod(1).
-p  With this option, mkdir creates dirname by creating all the non-existing
parent directories first.
EXAMPLE
To create the subdirectory structure 1tr/jd/jan, type:
mkdir -p ltr/jd/jan
SEE ALSO
sh(1), rm(1), umask(1)
intro(2), mkdir(2).
DIAGNOSTICS

mkdir returns exit code 0 if all directories given in the command line were made
successfully. Otherwise, it prints a diagnostic and returns non-zero.
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NAME
mkfifo - make FIFO special file

SYNOPSIS
mkfifo path...

DESCRIPTION
mkfifo creates the FIFO special files named by its argument list. The arguments
are taken sequentially, in the order specified; and each FIFO special file is either
created completely or, in the case of an error or signal, not created at all.

For each path argument, the mkfifo command behaves as if the function mkfifo
[see mkfifo(3C)] was called with the argument path set to path and the mode set to
the bitwise inclusive OR of S_IRUSR, S_IWUSR, S_IRGRP, S_IWGRP, S_IROTH and
S_IWOTH.

If errors are encountered in creating one of the special files, mkfifo writes a
diagnostic message to the standard error and continues with the remaining
arguments, if any.

SEE ALSO
mkf1fo(3C).

DIAGNOSTICS
mkfifo returns exit code 0 if all FIFO special files were created normally; otherwise
it prints a diagnostic and returns a value greater than 0.
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NAME
mkfs (generic) - construct a file system

SYNOPSIS
mkfs [-F FSType] [-V] [-m] [current_options] [-o specific_options] special [operands]

DESCRIPTION
mkfs constructs a file system by writing on the special file; special must be the first
argument. The file system is created based on the FSType, specific_options and
operands specified on the command line. mkfs waits 10 seconds before starting to
construct the file system. During this time the command can be aborted by entering
a delete (DEL).

operands are FSType-specific and the FSType specific manual page of mkfs should be
consulted for a detailed description.

current_options are options supported by the s5-specific module of mkfs. Other
FSTypes do not necessarily support these options. specific_options indicate subop-
tions specified in a comma-separated list of suboptions and/or keyword-attribute
pairs for interpretation by the FSType-specific module of the command. See
mkfs_FSType(1M) for details.

The options are:

-F Specify the FSType to be constructed. The FSType should either be
specified here or be determinable from /etc/vfstab by matching the
special with an entry in the table.

-V Echo the complete command line, but do not execute the command.
The command line is generated by using the options and arguments
provided by the user and adding to them information derived from
/etc/vistab. This option should be used to verify and validate the
command line.

-m Return the command line which was used to create the file system. The
file system must already exist. This option provides a means of deter-
mining the command used in constructing the file system. It cannot be
used with current_options, specific_options, or operands. It must be
invoked by itself.

-0 Specify FSType-specific options.

NOTES
This command may not be supported for all FSTypes.

FILES
/etc/vEstab list of default parameters for each file system

SEE ALSO
makefsys(1M), mkfs_bfs(1M), mkfs_s5(1M), mkfs_ufs(1M), vistab(4).
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NAME
nkfs (bfs) - construct a boot file system
SYNOPSIS
nkfs [-F bfs] special blocks [ inodes ]
DESCRIPTION
mkfs is used to create a boot file system, which is a contiguous flat file system, to
hold the bootable programs and data files necessary for the boot procedure.

The argument special is the device special file that refers to the slice on which the
file system is to be created. The blocks argument is used to specify the size of the file
system. The block size is automatically 512 bytes.

The inodes argument specifies the number of files that the file system will hold.

NOTES
This file system is intended to hold the bootable files and data files for the boot pro-
cedure. Use as a general purpose file system is not recommended.
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NAME

mkfs (s5) - construct an s5 file system

SYNOPSIS

mkfs [-F s5] [generic_options] [-b block_size] special blocks[:i-nodes] [gap blocks/cyl]
mkfs [-F s5] [generic_options] [-b block_size] special proto [gap blocks/cyl]

DESCRIPTION
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generic_options are options supported by the generic mkfs command.

mkfs constructs an s5 file system by writing on the special file using the values
found in the remaining arguments of the command line. mkfs builds a file system
with a root directory and a lost+found directory.

The options are:
-F s5 Specifies an s5-FSType.

-b blocksize
Specifies the logical block size for the file system. The logical block size
is the number of bytes read or written by the operating system in a sin-
gle I/O operation. Valid values for blocksize are 512, 1024, and 2048. The
default is 1024.

If the second argument to mkfs is a string of digits, the size of the file system is the
value of blocks interpreted as a decimal number. This is the number of physical (512
byte) disk blocks the file system will occupy. If the number of i-nodes is not given,
the default is approximately the number of logical blocks divided by 4. mkfs builds
a file system with a single empty directory on it. The boot program block (block
zero) is left uninitialized.

If the second argument is the name of a file that can be opened, mkfs assumes it to
be a prototype file proto, and will take its directions from that file. The prototype
file contains tokens separated by spaces or new-lines. A sample prototype
specification follows (line numbers have been added to aid in the explanation):

1 /dev/c1d0s0
4872 110

3 da--777 3 1

4 usr d--777 3 1
5 sh ---755 3
6
7
8

[omy

/sbin/sh
ken d--755 6 1

$
b0 b--644 3 1 00
00
/var/tmp

9 c0 c--644 3
10 slnk 1--777 2
11 S

12 S

Line 1 in the example is the name of a file to be copied onto block zero as the
bootstrap program.

N

Line 2 specifies the number of physical (512 byte) blocks the file system is to occupy
and the number of i-nodes in the file system.
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NOTES

FILES

Page 2

Lines 3-10 tell mkfs about files and directories to be included in this file system.
Line 3 specifies the root directory.

Lines 4-6 and 8-10 specify other directories and files.

Line 10 specifies the symbolic link slnk set up in /usr and containing /var/tmp.

The $ on line 7 tells mkfs to end the branch of the file system it is on, and continue
from the next higher directory. The $ on lines 11 and 12 end the process, since no
additional specifications follow.

File specifications give the mode, the user ID, the group ID, and the initial contents
of the file. Valid syntax for the contents field depends on the first character of the
mode.

The mode for a file is specified by a 6-character string. The first character specifies
the type of the file. The character range is -bcdl to specify regular, block special,
character special, directory, and symbolic link files respectively. The second charac-
ter of the mode is either u or - to specify set-user-id mode or not. The third is g or -
for the set-group-id mode. The rest of the mode is a 3 digit octal number giving the
owner, group, and other read, write, execute permissions [see chmod(1)].

Two decimal number tokens come after the mode; they specify the user and group
IDs of the owner of the file.

If the file is a regular file, the next token of the specification may be a path name
whence the contents and size are copied. If the file is a block or character special
file, two decimal numbers follow which give the major and minor device numbers.
If the file is a directory, mkfs makes the entries . and .. and then reads a list of
names and (recursively) file specifications for the entries in the directory. As noted
above, the scan is terminated with the token $.

The gap blocks/cyl argument in both forms of the command specifies the rotational
gap and the number of blocks/cylinder. The following values are recommended
for the devices available:

Gap Size  Gap Size Gap Size

Device 512-byte FS 1K FS 2KFS  Blks/Cyl
10M Hard Disk 8 10 12 72
30M Hard Disk 8 10 12 90
72M Hard Disk 8 10 12 162 (CDC Wren II)
72aM Hard Disk 8 10 12 144 (Micropolis)
72bM Hard Disk 8 10 12 162 (Priam)
72c¢M Hard Disk 8 10 12 198 (Fujitsu)

If the gap and blocks/cyl are not specified or are invalid values a default value of gap
size 10 and 162 blocks/cyl is used.

With a prototype file there is no way to specify hard links.

/etc/vtoc/*
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SEE ALSO )
chmod(1), dir(4), £s(4), generic mkfs(1M)
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NAME

mkmsgs - create message files for use by gettxt

SYNOPSIS

mkmsgs [-o] [-1 locale] inputstrings msgfile

DESCRIPTION

The mkmsgs utility is used to create a file of text strings that can be accessed using
the text retrieval tools [see gettxt(1l), srchtxt(l), exstr(l), and gettxt(3C)]. It
will take as input a file of text strings for a particular geographic locale [see
setlocale(3C)] and create a file of text strings in a format that can be retrieved by
both gettxt(1) and gettxt(3C). By using the -i option, you can install the created
file under the /usr/lib/locale/locale/Lc_MESSAGES directory (locale corresponds
to the language in which the text strings are written).

inputstrings the name of the file that contains the original text strings.

msgfile the name of the output file where mkmsgs writes the strings in a for-
mat that is readable by gettxt(l) and gettxt(3C). The name of
msgfile can be up to 14 characters in length, but may not contain either
\ 0 (null) or the ASCII code for / (slash) or : (colon).

-1 locale install msgfile in the /usr/1ib/locale/locale/LC_MESSAGES directory.
Only someone who is super-user or a member of group bin can create
or overwrite files in this directory. Directories under
/usr/lib/locale will be created if they don't exist.

-0 overwrite msgfile, if it exists.

The input file contains a set of text strings for the particular geographic locale. Text
strings are separated by a new-line character. Nongraphic characters must be
represented as alphabetic escape sequences. Messages are transformed and copied
sequentially from inputstrings to msgfile. To generate an empty message in msgfile,
leave an empty line at the correct place in inputstrings.

Strings can be changed simply by editing the file inputstrings. New strings must be
added only at the end of the file; then a new msgfile file must be created and
installed in the correct place. If this procedure is not followed, the retrieval func-
tion will retrieve the wrong string and software compatibility will be broken.

EXAMPLES
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The following example shows an input message source file c.str:

File %s:\t cannot be opened\n
%s: Bad directory\n

write error\n

The following command uses the input strings from C. str to create text strings in
the appropriate format in the file ux in the current directory:

mkmsgs C.str UX
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The following command uses the input strings from FRr. str to create text strings in
the  appropriate = format in the file ux in the  directory
/usr/lib/locale/french/LC_MESSAGES/UX.

mkmsgs -i french FR.str UX

These text strings would be accessed if you had set the environment variable
LC_MESSAGES=french and then invoked one of the text retrieval tools listed at the
beginning of the DESCRIPTION section.

FILES

/usr/lib/locale/locale/LC_MESSAGES/*  message files created by mkmsgs(1M)
SEE ALSO

exstr(l), gettxt(l), gettxt(3C), setlocale(3C), srchtxt(1)
Page 2 10/92
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NAME

montbl - create monetary database

SYNOPSIS

montbl [ -o outfile] infile

DESCRIPTION
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The montbl command takes as input a specification file, infile, that describes the
formatting conventions for monetary quantities for a specific locale.

-o outfile Write the output on outfile; otherwise, write the output on a file
named LC_MONETARY.

The output of montbl is suitable for use by the localeconv() function [see
localeconv(3C)]. Before outfile can be used by localeconv(), it must be installed
in the /usr/1ib/locale/locale directory with the name LC_MONETARY by someone
who is super-user or a member of group bin. locale is the locale whose monetary
formatting conventions are described in infile. This file must be readable by user,
group, and other; no other permissions should be set. To use formatting conven-
tions for monetary quantities described in this file, use setlocale(3C) to change
the locale for category LC_MONETARY to locale [see set locale(3C)].

Once installed, this file will be used by the localeconv() function to initialize the
monetary specific fields of a structure of type struct lconv. For a description of
each field in this structure, see 1ocaleconv(3C).

struct lconv {

char *decimal_point; VA

char *thousands_sep; /* "" (zero length string) */
char *grouping; [xomnox/

char *int_curr_symbol; VA

char *currency_symbol; [xon xy

char *mon_decimal_point; J*onn ox)

char *mon_thousands_sep; [xonnox/

char *mon_grouping; [ron ox/

char *positive_sign; V)

char *negative_sign; [xomnox/

char int_frac_digits; /* CHAR_MAX */
char frac_digits; /* CHAR_MAX */
char p_cs_precedes; /* CHAR_MAX */
char p_sep_by_space; /* CHAR_MAX */
char n_cs_precedes; /* CHAR_MAX */
char n_sep_by_space; /* CHAR_MAX */
char p_sign_posn; /* CHAR_MAX */
char n_sign_posn; /* CHAR_MAX */

}i

The specification file specifies the value of each struct lconv member, except for
the first three members, decimal_point, thousands_sep, and grouping which are
set by the LC_NUMERIC category of setlocale(3C). Each member’s value is given
on a line with the following format:
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value

where value is a string for those fields that are a char * and an integer for those
fields that are an int. For example,

ITL.

will set the international currency symbol to be displayed in an internationally for-
matted monetary quantity to ITL.

Lines starting with a # are taken to be comments and are ignored. A character in a
string may be in octal or hex representation. For example, \141 or \x61 could be
used to represent the letter ‘a’. If there is no specification line for a given structure
member, then the default ‘C’ locale value for that member is used (see the values in
comments in the struct 1conv definition above).

Given below is an example of what the specification file for Italy would look like:

# Italy
ITL.
L.

=
w

PRPRPORPRORFRL OO I

FILES
/usr/lib/locale/locale /1.C_MONETARY LC_MONETARY database for locale

/usr/lib/locale/C/montbl_C input file wused to construct
LC_MONETARY in the default locale.

SEE ALSO
localeconv(3C), setlocale(3C)
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NAME
more, page - browse or page through a text file
SYNOPSIS
more [-cdflrsuw] [-lines] [+linenumber] [+/pattern] [ filename . . .
page [-cdflrsuw] [-lines] [+linenumber] [+/pattern] [ filename . . .
DESCRIPTION

more is a filter that displays the contents of a text file on the terminal, one screenful

at a time. It normally pauses after each screenful, and prints --More-- at the bot-

tom of the screen. more provides a two-line overlap between screens for con-
tinuity. If more is reading from a file rather than a pipe, the percentage of charac-
ters displayed so far is also shown.

more scrolls up to display one more line in response to a RETURN character; it

displays another screenful in response to a SPACE character. Other commands are

listed below.

page clears the screen before displaying the next screenful of text; it only provides a

one-line overlap between screens.

more sets the terminal to noecho mode, so that the output can be continuous. Com-

mands that you type do not normally show up on your terminal, except for the /

and ! commands.

If the standard output is not a terminal, more acts just like cat(1V), except that a

header is printed before each file in a series.

OPTIONS

The following options are available with more:

-c Clear before displaying. Redrawing the screen instead of scrolling for
faster displays. This option is ignored if the terminal does not have
the ability to clear to the end of a line.

-d Display error messages rather than ringing the terminal bell if an
unrecognized command is used. This is helpful for inexperienced
users.

-f Do not fold long lines. This is useful when lines contain nonprinting
characters or escape sequences, such as those generated when
nroff(1) output is piped through ul(1).

-1 Do not treat FORMFEED characters (CTRL-d) as page breaks. If -1 is
not used, more pauses to accept commands after any line containing a
~L character (CTRL-d). Also, if a file begins with a FORMFEED, the
screen is cleared before the file is printed.

-r Normally, more ignores control characters that it does not interpret in
some way. The -r option causes these to be displayed as "C where C
stands for any such control character.

-s Squeeze. Replace multiple blank lines with a single blank line. This is
helpful when viewing nrof£(1) output, on the screen.

-u Suppress generation of underlining escape sequences. Normally,
more handles underlining, such as that produced by nroff(1), in a
manner appropriate to the terminal. If the terminal can perform
underlining or has a stand-out mode, more supplies appropriate
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USAGE

escape sequences as called for in the text file.

-w Normally, more exits when it comes to the end of its input. With -w,
however, more prompts and waits for any key to be struck before exit-
ing.

-lines Display the indicated number of lines in each screenful, rather than

the default (the number of lines in the terminal screen less two).
+linenumber Start up at linenumber.

+/pattern  Start up two lines above the line containing the regular expression
pattern. Note: unlike editors, this construct should not end with a /"
If it does, then the trailing slash is taken as a character in the search
pattern.

Environment

more uses the terminal’s termcap(5) entry to determine its display characteristics,
and looks in the environment variable for any preset options. For instance, to page
through files using the -c mode by default, set the value of this variable to -c.
(Normally, the command sequence to set up this environment variable is placed in
the .loginor .profile file).

Commands

Page 2

The commands take effect immediately; it is not necessary to type a carriage return.
Up to the time when the command character itself is given, the user may type the
line kill character to cancel the numerical argument being formed. In addition, the
user may type the erase character to redisplay the ‘~-More-- (xx%) " message.

In the following commands, i is a numerical argument (1 by default).
iSPACE  Display another screenful, or i more lines if i is specified.
iRETURN Display another line, or i more lines, if specified.

i"D (CTRL-d) Display (scroll down) 11 more lines. If i is given, the scroll
size isset to i .

id Same as "D.

iz Same as SPACE, except that i, if present, becomes the new default
number of lines per screenful.

is Skip 7 lines and then print a screenful.

if Skip i screenfuls and then print a screenful.

i"B (CTRL-b) Skip back i screenfuls and then print a screenful.

b Same as "B (CTRL-d).

g Exit from more.

= Display the current line number.

v Drop into the editor indicated by the EDITOR environment variable, at
the current line of the current file. The default editor is ed(1).
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h
i/ pattern

' command

O Q

FILES
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Help. Give a description of all the more commands.

Search forward for the i th occurrence of the regular expression pattern.
Display the screenful starting two lines before the line that contains the
i th match for the regular expression pattern, or the end of a pipe, which-
ever comes first. If more is displaying a file and there is no such match,
its position in the file remains unchanged. Regular expressions can be
edited using erase and kill characters. Erasing back past the first
column cancels the search command.

Search for the i th occurrence of the last pattern entered.

Single quote. Go to the point from which the last search started. If no
search has been performed in the current file, go to the beginning of the
file.

Invoke a shell to execute command . The characters % and !, when used
within command are replaced with the current filename and the previous
shell command, respectively. If there is no current filename, % is not
expanded. Prepend a backslash to these characters to escape expansion.

Skip to the i th next filename given in the command line, or to the last
filename in the list if i is out of range.

Skip to the i th previous filename given in the command line, or to the
first filename if 7 is out of range. If given while more is positioned
within a file, go to the beginning of the file. If more is reading from a
pipe, more simply rings the terminal bell.

Display the current filename and line number.

Exit from more (same as g or Q).
Dot. Repeat the previous command.

Halt a partial display of text. more stops sending output, and displays
the usual --More-- prompt. Unfortunately, some output is lost as a
result.

/usr/share/lib/termcap terminal data base
/usr/lib/more.help help file

SEE ALSO

cat(1), csh(l), man(1), script(l), sh(l)
environ(5V), termcap(5).

NOTES

Skipping backwards is too slow on large files.

10/92
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NAME
mount, umount (generic) - mount or unmount file systems and remote resources
SYNOPSIS
mount [-v |-p]
mount [~F FSType] [-V] [current_options] [-o specific_options] {special | mount_point}
mount [-F FSType] [-V] [current_options] [-o specific_options] special mount_point
umount [-V] [-o specific_options] {special | mount_point}
DESCRIPTION
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File systems other than root ( /) are considered removable in the sense that they
can be either available to users or unavailable. mount notifies the system that spe-
cial, a block special device or a remote resource, is available to users from the
mount_point which must already exist; it becomes the name of the root of the newly
mounted special or resource.

mount, when entered with arguments, validates all arguments except for the dev-
ice name and invokes a FSType specific mount module. If invoked with no argu-
ments, mount lists all the mounted file systems from the mount table. If invoked
with any of the following partial argument lists, for example, one of special or
mount_point or when both arguments are specified but no FSType is specified
mount will search /etc/vfstab to fill in the missing arguments: FSType, special,
mount_point, and specific_options. It will then invoke the FSType-specific mount
module. See mount_FSType(1M) for details.

Most FSTypes do not have a umount specific module. If one exists it is executed oth-
erwise the generic unmounts the file systems. If the -o option is specified the
umount specific module is always executed.

current_options are options supported by the s5-specific module of mount and
umount. Other FSTypes do not necessarily support these options. specific_options
indicate suboptions specified in a comma-separated list of suboptions and/or
keyword-attribute pairs for interpretation by the FSType-specific module of the
command.

The options are:

-V Print the output in a new style. The new output has the FSType and
flags displayed in addition to the old output. The mount_point and spe-
cial fields are reversed.

-p Print the list of mounted file systems in the /etc/vEstab format.

-F used to specify the FSType on which to operate. The FSType must be
specified or must be determinable from /etc/vEstab while mounting a
file system.

-V Echo the complete command line, but do not execute the command.
The command line is generated by using the options and arguments
provided by the user and adding to them information derived from
/etc/vEstab. This option should be used to verify and validate the
command line.

-0 used to specify FSType-specific options.
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NOTES

mount can be used by any user to list mounted file systems and resources. Only a
super-user can mount or unmount file systems.

The old output format will be phased out in a future release and all output will be
in the new -v format. The most significant changes are the addition of two new
fields to show the FSType and flags and the reversal of the mount_point and special
name.

If a special device in the mount table /etc/mnttab is not found in /etc/vfstab,
the -p format will print a “—"’ as the corresponding fsck device.

mount adds an entry to the mount table /etc/mnttab; umount removes an entry
from the table.

FILES
/etc/mnttab mount table
/etc/vEstab list of default parameters for each file system.

SEE ALSO
mount_bfs(1M), mount_nfs(1M), mount_rfs(1M), mount_s5(1M),
mount_ufs(1IM), mountfsys(lM), setmnt(1M), umountfsys(1M), mnttab(4),
vistab(4).
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NAME
mount (bfs) - mount bfs file systems
SYNOPSIS
mount [-F bfs] [generic_options] [-r] [-o specific_options] {special | mount_point}
mount [-F bfs] [generic_options] [-r] [-o specific_options] special mount_point
DESCRIPTION
generic_options are options supported by the generic mount command.
mount attaches a bfs file system, referenced by special, to the file system hierarchy
at the pathname location mount_point , which must already exist. If mount_point has

any contents prior to the mount operation, these are hidden until the file system is
unmounted.

The options are:
-F bfs  Specify the bfs-FSType

-r Mount the file system read-only
) Specify the options specific to the bfs file system. Available options
are:

rw | ro Read/write or read-only. Default is read /write.
Only a privileged user can mount file systems.

FILES
/etc/mnttab mount table
SEE ALSO
generic mount (1M), mount £sys(IM), mount (2), mnt tab(4).
10/92
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NAME

(NFS) mount (1M)

mount - mount remote NFS resources

SYNOPSIS
mount
mount

DESCRIPTION

[-F nfs]
[-F nfs]

[-r]
[-r]

[-o specific_options] {resource | mountpoint }
[-o specific_options) resource mountpoint

The mount command attaches a named resource to the file system hierarchy at the
pathname location mountpoint, which must already exist. If mountpoint has any
contents prior to the mount operation, the contents remain hidden until the resource
is once again unmounted.

If the resource is listed in the vfstab file, the command line can specify either
resource or mountpoint, and mount will consult vEstab for more information. If the
-F option is omitted, mount will take the file system type from vfstab.

mount maintains a table of mounted file systems in /etc/mnttab, described in
mnttab(4).

The following options are available to the mount command:

-r

e
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Mount the specified file system read-only.

Specify the nfs file-specific options in a comma-separated list. The avail-
able options are:

rwl ro

suid | nosuid

remount
bg | fg
retry=n

port=n
grpid

rsize=n
wsize=n
timeo=n
retrans=n
soft | hard

resource is mounted read-write or read-only. The default is
rw.

Setuid execution allowed or disallowed. The default is
suid.

If a file system is mounted read-only, remounts the file sys-
tem read-write.

If the first attempt fails, retry in the background, or, in the
foreground. The default is fg.

The number of times to retry the mount operation. The
default is 10000.

The server IP port number. The default is NFS_PORT.

Create a file with its GID set to the effective GID of the cal-
ling process. This behavior may be overridden on a per-
directory basis by setting the set-GID bit of the parent direc-
tory; in this case, the GID is set to the GID of the parent
directory [see open(2) and mkdir(2)]. Files created on file
systems that are not mounted with the grpid option will
obey BSD semantics; that is, the GID is unconditionally
inherited from that of the parent directory.

Set the read buffer size to n bytes.

Set the write buffer size to n bytes.

Set the NFS timeout to n tenths of a second.

Set the number of NFS retransmissions to 7.

Return an error if the server does not respond, or continue
the retry request until the server responds.
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intr Allow keyboard interrupts to kill a process that is hung
while waiting for a response on a hard-mounted file system.

secure Use a more secure protocol for NFS transactions.

noac Suppress attribute caching.

acregmin=n  Hold cached attributes for at least n seconds after file
modification.

acregmax=n Hold cached attributes for no more than n seconds after file
modification.

acdirmin=n  Hold cached attributes for at least n seconds after directory
update.

acdirmax=n Hold cached attributes for no more than n seconds after
directory update.

actimeo=n Set min and max times for regular files and directories to n
seconds.

NFS FILE SYSTEMS
Background vs. Foreground
If the mount is initially unsuccessful, mount retries the attempt up to as many times
as specified in the retry=n option (default 10000). File systems mounted with the
bg option indicate that mount is to retry in the background if the server’s mount
daemon [mountd(1M)] does not respond, otherwise the retry will occur in the for-
ground. Between retry attempts mount sleeps for an interval that begins at 5
seconds and doubles each time until the interval reaches 120 seconds, where it
remains until the mount succeeds or the retry count is exhausted.

NOTE: If you specify that the mount is to occur in the forground and the number of
retries is large, your system may hang when attempting to mount file systems on
unresponsive servers. E.g., a retry count of 500 will cause mount to retry for more
than 16 hours.

Once the file system is mounted, each NFS request waits t imeo=n tenths of a second
for a response. If no response arrives, the time-out is multiplied by 2 and the
request is retransmitted. The timeout will not increase beyond 20 seconds. When
the number of retransmissions has reached the number specified in the retrans=n
option, a file system mounted with the soft option returns an error on the request;
one mounted with the hard option prints a warning message and continues to retry
the request.

Read-Write vs. Read-Only
File systems that are mounted rw (read-write) should use the hard option.

Secure File Systems
The secure option must be given if the server requires secure mounting for the file
system.

File Attributes
The attribute cache retains file attributes on the client. Attributes for a file are
assigned a time to be flushed. If the file is modified before the flush time, then the
flush time is extended by the time since the last modification (under the assump-
tion that files that changed recently are likely to change soon). There is a minimum
and maximum flush time extension for regular files and for directories. Setting
actimeo=n extends flush time by # seconds for both regular files and directories.

Page 2 10/92



mount(1M) (NFS) mount (1M)

EXAMPLES
To mount a remote file system: mount -F nfs serv:/usr/src /usr/src
To hard mount a remote file system: mount -o hard serv:/usr/src /usr/src

FILES
/etc/mnttab mount table
/etc/dfs/fstypes default distributed file system type
/etc/vEstab table of automatically mounted resources
SEE ALSO
mountall(1M), mount(2), umount(2), mnttab(4).
NOTES

If the directory on which a file system is to be mounted is a symbolic link, the file
system is mounted on the directory to which the symbolic link refers, rather than being
mounted on top of the symbolic link itself.
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NAME

mount - mount remote resources

SYNOPSIS

mount [-F rfs] [-o suboption] [-cr] resourcedirectory

DESCRIPTION

FILES

The mount command makes a remote resource available to users from the mount
point directory. The command adds an entry to the table of mounted devices,
/etc/mnttab.

If multiple transport providers are installed and administrators attempt to mount a
resource over them, the transport providers should be specified as network IDs in
the /etc/netconfig file. The NETPATH environment variable can be used to
specify the sequence of transport providers mount will use to attempt a connection
to a server machine (NEI'PATH=tcp:starlan). If only one transport provider is
installed and /etc/netconfig has not been set up, all resources will be mounted
over this transport provider by default.

The following options are available:
-o suboption
nocaching Disable client caching.

[rwlro] resource is to be mounted read /write or read-only.
The default is read /write.

[suidinosuid] set-uid bits are to be obeyed or ignored, respec-
tively, on execution. The default is nosuid.

-c Disable client caching. This is the same as -0 nocaching.

-r resource is to be mounted read-only. If the resourceis write-protected,
this flag, or the -o ro flag, must be used.

/etc/mnttab
/etc/netconfig
/etc/vistab

SEE ALSO
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umount (1M), share(1M), fuser(1M), unshare(1M), df shares(1M), dfmounts(1M),
netconfig(4), mnttab(4), vistab(1M)
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NAME
mount (s5) - mount an s5 file system
SYNOPSIS
mount [-F s5] [generic_options] [-x] [-o specific_options] {special | mount_point}
mount [-F s5] [generic_options] [-r] [-o specific_options] special mount_point
DESCRIPTION
generic_options are options supported by the generic mount command.
mount notifies the system that special, an s5 block special device, is available to

users from the mount_point which must exist before mount is called; it becomes the
name of the root of the newly mounted special.

The options are:
-F s5 Specify an s5 FSType.
-r Mount the file system read-only.
-0 Specify s5-specific suboptions. The suboptions are:
rw | ro Read /write or read-only. Default is rw.

suid | nosuid Setuid is honored or ignored on execution Default is
suid.

remount Used in conjunction with rw. A file system mounted
read-only can be remounted read-write. Fails if the file
system is not currently mounted or if the file system is
mounted rw. Option is in force only when specified.
Only a privileged user can mount file systems.
FILES
/etc/mnttab mount table
SEE ALSO
generic mount (1M), mount fsys(1M), setmnt (IM), mount(2), setuid(2), mnttab(4).
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NAME
mount (ufs) - mount ufs file systems

SYNOPSIS
mount [-F ufs] [generic_options] [-r] [-o specific_options] { special | mount_point }
mount [-F ufs] [generic_options] [-r] [-o specific_options] special mount_point
DESCRIPTION
generic_options are options supported by the generic mount command. mount
attaches a ufs file system, referenced by special, to the file system hierarchy at the
pathname location mount_point, which must already exist. If mount_point has any
contents prior to the mount operation, these remain hidden until the file system is
once again unmounted.

The options are:
-F ufs Specifies the ufs-FSType.
-r Mount the file system read-only.

-0 Specify the ufs file system specific options in a comma-separated list. If
invalid options are specified, a warning message is printed and the invalid
options are ignored. The following options are available:

£ Fake an /etc/mnttab entry, but do not actually mount any
file systems. Parameters are not verified.

n Mount the file system without making an entry in
/etc/mnttab.

rw |l ro Read /write or read-only. Default is rw.

nosuid By default the file system is mounted with setuid execution

allowed. Specifying nosuid overrides the default and causes
the file system to be mounted with setuid execution disal-
lowed.

remount Used in conjunction with rw. A file system mounted read-
only can be remounted read-write. Fails if the file system is
not currently mounted or if the file system is mounted rw.
NOTES
If the directory on which a file system is to be mounted is a symbolic link, the file
system is mounted on the directory to which the symbolic link refers, rather than
on top of the symbolic link itself.
FILES
/etc/mnttab mount table

SEE ALSO
generic mount(lM), mountfsys(1M), umountfsys(lM), mkdir(2), mount(2),
open(2), unmount(2), mttab(4)
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NAME

mountall, umountall - mount, unmount multiple file systems

SYNOPSIS

mountall [-F FSType] [-1 | -] [-s strategy] [-n number] [file-system-table]
umountall [-F FSType] [-k] [-1 | -r]

DESCRIPTION

These commands may be executed only by a privileged user.

mountall 1is used to mount file systems according to a file-system-table.
(/etc/vEstab is the default file system table.) The special file name "-" reads from
the standard input. If the dash is specified, then the standard input must be in the
same format as /etc/vistab.

Before each file system is mounted, a sanity check is done using fsck [see
fsck (1M) ] to see if it appears mountable. If the file system does not appear mount-
able, it is fixed, using £sck, before the mount is attempted.

umountall causes all mounted file systems except root, /proc, /var, and /usr to
be unmounted. If the FSType is specified mountall and umountall limit their
actions to the FSType specified.

The options are:

-F Specify the File System type to be mounted or unmounted. If FSType is
specified the action is limited to file systems of this FSType.

-k Send a SIGKILL signal to processes that have files opened.
-1 Limit the action to local file systems.

-n Specify a numeric argument. This may only be used with the disk-busy
strategy: it specifies the maximum number of disks that may be checked
in parallel. If it is not specified, all disks with file systems requiring
checking will be checked in parallel.

-r Limit the action to remote file system types.

-s Specifies the strategy to be used when checking file systems. More
information on the mountall strategies can be found in the mountall
section below.

MOUNTALL

10/92

The mountall program is capable of checking and repairing file systems using
several different strategies.

The basic strategy is sequential: file systems are checked one at a time in the order
they are found in the file-system-table.

The next strategy is fsck-pass; it is the default strategy. The fsck-pass strategy checks
the file systems with their file-system-table fsck pass numbers of two or greater in
parallel, grouped by the fsck pass numbers. Only local file systems may be checked
in parallel; the fsck pass number information will be ignored for remote file sys-
tems.

File systems with fsck pass numbers of 0 and 1 will be checked in sequential order
in the fashion of the sequential strategy; those with fsck pass numbers of two or
greater will be checked in parallel.
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All file systems assigned to the same fsck pass number will have their fsck(1M)
operations started simultainiously. mountall will then wait for all of the fsck(1M)
operations started at the beginning of a pass to be completed before it starts the
next pass.

To obtain the best performance, only one fsck(1M) operation should be performed
on a disk at one time. The file systems being checked in parallel should be grouped
by size as closely as possible. Checking too many file systems in parallel may actu-
ally slow down the overall process; start with 2 or 3 at a time.

The final strategy is disk-busy. The disk-busy strategy ignores the fsck pass number
information and attempts to determine if all of the local file systems are located on
properly named, real disk devices. If all of the local file systems aren’t located on
properly named, read disk devices, mountall will switch to the fsck-pass strategy.
If all of the local file systems are acceptable, the disk-busy strategy will attempt to
keep one fsck operation running on each disk device as long as there is a file system
that needs to be checked.

If all of the file systems on a system are located on real disk drives, this strategy
should perform the required fsck operations in the minimum amount of time.

To change the strategy used when the system checks its file systems on reboot, edit
the file /etc/rc2.d/SOIMOUNTFSYS and add the -s option with the desired strategy
argument to the line that starts with /sbin/mountall.

DIAGNOSTICS

No messages are printed if the file systems are mountable and clean.
Error and warning messages come from fsck(1M) and mount (1M).

SEE ALSO
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fsck(IM), fuser(1M), mount(1M), vEstab(4), mnt tab(4).
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NAME
mountd - NFS mount request server

SYNOPSIS
mountd [ -n ]

DESCRIPTION
mountd is an RPC server that answers file system mount requests. It reads the file
/etc/dfs/sharetab, described in sharetab(4), to determine which file systems
are available for mounting by which machines. It also provides information as to
what file systems are mounted by which clients. This information can be printed
using the dfmount s(1M) command.
The mountd daemon is automatically invoked in run level 3.
With the -n option, mountd does not check that the clients are root users. Though
this option makes things slightly less secure, it does allow older versions (pre-3.0)
of client NFS to work.

FILES
/etc/dfs/sharetab

SEE ALSO

dfmounts(1M), sharetab(4)
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NAME
mount £sys, umount £sys - mount, unmount a file system

SYNOPSIS
mount fsys
umount fsys

DESCRIPTION
The mount fsys command mounts a file system so that users can read from it and
write to it. The umount fsys command unmounts the file system.

The command invokes a visual interface (the mount or unmount tasks available
through the sysadm command).

The initial prompt for both commands allows you to select the device on which to
mount/unmount the file system.

For the mount fsys command, you are asked to select how the file system is to be
mounted; for example, read-only or read /write.

The identical functions are available under the sysadm menu:
sysadm mount

sysadm unmount

DIAGNOSTICS
Both mount £sys and umount £sys exit with one of the following values:

0 Normal exit.
2 Invalid command syntax. A usage message is displayed.
7 The visual interface for this command is not available because it cannot

invoke fmli. (The fmli package is not installed or is corrupt.)

NOTES
For a removable medium, once the disk is mounted it must not be removed from
the disk drive until it has been unmounted. Removing the disk while it is still
mounted can cause severe damage to the data on the disk.

SEE ALSO
checkfsys(IM), labelit(1M), makefsys(1M), mkfs(1M), mount(1M), sysadm(1M)
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NAME
ms - text formatting macros

SYNOPSIS
nroff -ms [ options ] filename ...

troff -ms [ options | filename ...

DESCRIPTION
This package of nroff(1l) and troff(l) macro definitions provides a formatting
facility for various styles of articles, theses, and books. When producing 2-column
output on a terminal or lineprinter, or when reverse line motions are needed, filter
the output through co1(1V). All external -ms macros are defined below.

Note: this -ms macro package is an extended version written at Berkeley and is a
superset of the standard -ms macro packages as supplied by Bell Labs. Some of the
Bell Labs macros have been removed; for instance, it is assumed that the user has
little interest in producing headers stating that the memo was generated at Whip-
pany Labs.

Many nroff and troff requests are unsafe in conjunction with this package.
However, the first four requests below may be used with impunity after initializa-
tion, and the last two may be used even before initialization:

.op begin new page

.br break output line

.spn insertn spacing lines

.cen  center next n lines

.1sn line spacing: n=1 single, n=2 double space

.na no alignment of right margin

Font and point size changes with \f and \s are also allowed; for example,
\fIword\ fR will italicize word. Output of the tbl(1), eqn(l) and refer(l) prepro-
cessors for equations, tables, and references is acceptable as input.

REQUESTS
Macro  Initial Break?
Name  Value Reset? Explanation
.ABx - y begin abstract; if x=no do not label abstract
.AE - y end abstract
.AI - y author’s institution
.AM - n better accent mark definitions
.AU - y author’s name
.Bx - n embolden x; if no x, switch to boldface
.B1 - y begin text to be enclosed in a box
.B2 - y end boxed text and print it
.BT date n bottom title, printed at foot of page
.BX x - n print word x in a box
.CM ift n cut mark between pages
.CT - Y,y chapter title: page number moved to CF (TM only)
.DAX ifn n force date x at bottom of page; today if no x
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Macro
Name

.DE
.DSxy
.IDy
.LD
.CD
.BD
.EFx
.EHx
.EN
.EQxy
.FE
.FP
.FSx
.HD
Ix
.IPxy
JIXxy
.KE
.KF
.KS
.LG
.LP
.MC x
.ND x
NHxy

.NL

.OF x
.OH x
.P1
.PP
.PT
.PXx
.QP

.RE
.RPXx
.RS
.SH
.SM
.TA

.TCx
.TE
.TH

Initial
Value

I
8n,.5i

8n,5n

(BSD Compatibility Package) ms(5)

Break?
Reset?

== S S

S< B B<<EBBBBB<YY<
~<

S

y
Yy
n

y

55 5<

RN
< <

Explanation

end display (unfilled text) of any kind

begin display with keep; x=I,L,C, B; y=indent
indented display with no keep; y=indent

left display with no keep

centered display with no keep

block display; center entire block

even page footer x (3 part as for .t1)

even page header x (3 part as for .t1)

end displayed equation produced by ecn

break out equation; x=L,[,C; y=equation number
end footnote to be placed at bottom of page
numbered footnote paragraph; may be redefined
start footnote; x is optional footnote label

optional page header below header margin
italicize x; if no x, switch to italics

indented paragraph, with hanging tag x; y=indent
index words x y and so on (up to 5 levels)

end keep of any kind

begin floating keep; text fills remainder of page
begin keep; unit kept together on a single page
larger; increase point size by 2

left (block) paragraph.

multiple columns; x=column width

no date in page footer; x is date on cover
numbered header; x=level, x=0 resets, x=S sets to y
set point size back to normal

odd page footer x (3 part as for .t1)

odd page header x (3 part as for .t1)

print header on first page

paragraph with first line indented

page title, printed at head of page

print index (table of contents); x=no suppresses title
quote paragraph (indented and shorter)

return to Roman font

retreat: end level of relative indentation

released paper format; x=no stops title on first page
right shift: start level of relative indentation
section header, in boldface

smaller; decrease point size by 2

set TAB characters to 8n 16n ... (nroff) 5n 10n ...
(troff)

print table of contents at end; x=no suppresses title
end of table processed by tbl

end multi-page header of table
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Macro Initial  Break?
Name Value  Reset?

.TL - y
.TM off n
TS x - vy
UL x - n
UX x - n
XAxy - y
.XE - y
.XP - yy
XSxy - y
1C on yy
.2C - \B%
N - n
.0 - n
[N - n
REGISTERS

10/92

Explanation

title in boldface and two points larger

UC Berkeley thesis mode

begin table; if x=H table has multi-page header
underline x, even in troff

UNIX; trademark message first time; x appended
another index entry; x=page or no for none; y=indent
end index entry (or series of . IX entries)
paragraph with first line exdented, others indented
begin index entry; x=page or no for none; y=indent
one column format, on a new page

begin two column format

beginning of refer reference

end of unclassifiable type of reference

N= 1journal-article, 2:book, 3:book-article, 4:report

Formatting distances can be controlled in -ms by means of built-in number regis-
ters. For example, this sets the line length to 6.5 inches:

.nr

Name

PS
VS
LL
LT
FL
PD
DD
PI
QI
FI
PO
HM
FM

LL 6.51
Here is a table of number registers and their default values:
Register Controls Takes Effect Default
point size paragraph 10
vertical spacing paragraph 12
line length paragraph  6i
title length next page  sameasLL
footnote length next .FS 5.51
paragraph distance paragraph  1v (if n), .3v (if t)
display distance displays 1v (if n), .5v (if t)
paragraph indent paragraph  5n
quote indent next .QP 5n
footnote indent next .FS 2n
page offset next page 0 (if n), ~1i (if t)
header margin next page  1li
footer margin next page 1i
footnote format next .FS 0(1, 2, 3 available)

FF

When resetting these values, make sure to specify the appropriate units. Setting
the line length to 7, for example, will result in output with one character per line.
Setting FF to 1 suppresses footnote superscripting; setting it to 2 also suppresses
indentation of the first line; and setting it to 3 produces an . IP-like footnote para-

graph.

Here is a list of string registers available in -ms; they may be used anywhere in the

text:
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FILES

(BSD Compatibility Package) ms (5)

Name String’s Function

\*Q quote (" innroff, ‘‘introff)
\*U unquote (" innroff, '’ introff)
\*- dash (-- innroff, —in troff)

\*(MO month (month of the year)
\*(DY day (current date)

\** automatically numbered footnote
\*7 acute accent (before letter)

\** grave accent (before letter)

\* A circumflex (before letter)

\*, cedilla (before letter)

\*: umlaut (before letter)

\*. tilde (before letter)

When using the extended accent mark definitions available with .2M, these strings
should come after, rather than before, the letter to be accented.

/usr/ucb/lib/doctools/tmac/s
/usr/ucblib/doctools/tmac/ms.???

SEE ALSO

NOTES

Page 4

col(1V), ean(1), nrof£(1), refer(l), tbl(1), troff(1)

Floating keeps and regular keeps are diverted to the same space, so they cannot be
mixed together with predictable results.
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NAME
mt - magnetic tape control

SYNOPSIS
/usr/ucb/mt [-f tapename] command [count]

DESCRIPTION
mt sends commands to a magnetic tape drive. If tapename is not specified, the
environment variable TAPE is used. If TAPE does not exist, mt uses the device
/dev/rmt/ctapeln. tapename must refer to a raw (not block) tape device. By
default, mt performs the requested operation once; multiple operations may be per-
formed by specifying count.

The available commands are listed below. Only as many characters as are required
to uniquely identify a command need be specified.

mt returns a 0 exit status when the operation(s) were successful, 1 if the command
was unrecognized or if mt was unable to open the specified tape drive, and 2 if an
operation failed.

the following commands are available to mt:
eof, weof  Write count EOF marks at the current position on the tape.

rewind Rewinds the tape.

fsf Forward space count files.
fsr Forward space count records.
bsf Back space count files.

bsr Back space count records.

For the following commands, count is ignored:

offline, rewoffl
Rewind, unload, and place the tape drive unit off-line.

status
Print status information about the tape unit.

retension
Wind the tape to the end of the reel and then rewind it, smoothing out the
tape tension.

erase Erase the entire tape.

eod  Space to the end of the data. This positions the tape at the end of the data
so that additional files may be appended.

FILES
/dev/rmt* raw magnetic tape interface
dev/rmt/ctape* raw cartridge tape interface
dev/rmt /ninetrack*
raw 9-track tape interface
SEE ALSO

ar(4), dd(1M), environ(5), and tape(7)
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NOTES
Not all devices support all options.
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NAME
mv - move files

SYNOPSIS
mv [ -f ][ -1]filel] file2 ...] target

DESCRIPTION

The mv command moves filen to target. filen and target may not have the same
name. (Care must be taken when using sh(l) metacharacters). If target is not a
directory, only one file may be specified before it; if it is a directory, more than one
file may be specified. If target does not exist, mv creates a file named target. If target
exists and is not a directory, its contents are overwritten. If target is a directory the
file(s) are moved to that directory. target and filen do not have to share the same
parent directory.

If mv determines that the mode of target forbids writing, it will print the mode [see
chmod(2)], ask for a response, and read the standard input for one line. If the line
begins with vy, the mv occurs, if permissible; otherwise, the command exits. When
the parent directory of filen is writable and has the sticky bit set, one or more of the
following conditions must be true:

the user must own the file

the user must own the directory

the file must be writable by the user
the user must be a privileged user

The following options are recognized:

-i mv will prompt for confirmation whenever the move would overwrite an
existing target. A y answer means that the move should proceed. Any other
answer prevents mv from overwriting the farget.

-f mv will move the file(s) without prompting even if it is writing over an
existing target. This option overrides the -i option. Note that this is the
default if the standard input is not a terminal.

You can use mv to move directories as well as files. If filen is a directory, target must
be a directory in the same physical file system.

If filen is a file and target is a link to another file with links, the other links remain
and target becomes a new file.

NOTES
If filen and target are on different file systems, mv copies the file and deletes the ori-
ginal; any links to other files are lost.

A - - permits the user to mark explicitly the end of any command line options,
allowing mv to recognize filename arguments that begin with a -. As an aid to BSD
migration, mv will accept - as a synonym for - -. This migration aid may disappear
in a future release. If a -- and a - both appear on the same command line, the
second will be interpreted as a filename.

SEE ALSO
chmod(1), cp(1), cpio(1), 1n(1), rm(1)
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NAME
mvdir - move a directory

SYNOPSIS
/usr/sbin/mvdir dirname name
DESCRIPTION

mvdir moves directories within a file system. dirname must be a directory. If name
does not exist, it will be created as a directory. If name does exist, and is a directory,
dirname will be created as name/dirname. dirname and name may not be on the same
path; that is, one may not be subordinate to the other. For example:

mvdir x/y x/z
is legal, but

mvdir x/y x/y/z
is not.

SEE ALSO
mkdir(1), mv(l).
NOTE
Only the super-user can use mvdir.
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NAME
mvme323 - adds /dev entries for hard disks in the Equipped Device Table (EDT)
(For M68K only)

SYNOPSIS

/sbin/auto-device/mvme323
DESCRIPTION

mvme323 performs the following steps:

1. The EDT is searched to see if any mvme323 ESDI disk controllers are equipped.
If none are found, the program deletes any existing related device nodes and
exits.

2. Any existing device nodes for controllers that are not present are deleted.

3. The Extended EDT information for each controller present is examined to
determine the peripheral compliment attached to each controller. All non-
present devices with existing device nodes have their device nodes deleted.

4. The existing device nodes are compared against the Extended EDT information
and device nodes are created for all devices that do not have device nodes.

mvme323 is called each time the system is re-configured. It must also be called after
sysadm rmdisk is executed, to restore the /dev entries so a disk can be resliced.

FILES
/dev/dsk/ * entries for the hard disk and floppies for general use
/dev/rdsk/ *

SEE ALSO
makedev(1M), mvme328(1M), mvme350(1M) (For M68K only), sysadm(1M), intro(7)
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NAME

mvme328 - add /dev entries for SCSI devices in the Equipped Device Table (EDT)

SYNOPSIS

/sbin/auto-device/mvme328

DESCRIPTION
mvme 328 performs the following steps:

1.

The EDT is searched to see if any mvme328 SCSI host adapters are equipped. If
none are found, the program deletes any existing related device nodes and
exits.

Any existing device nodes for controllers that are not present are deleted.

The Extended EDT information for each controller present is examined to
determine the peripheral complement attached to each controller. All non-
present devices with existing device nodes have their device nodes deleted.

The existing device nodes are compared against the Extended EDT information
and device nodes are created for all devices that do not have device nodes.
Devices that may have changed type (for example, tape to disk) will have their
device nodes deleted and recreated.

mvme328 is called each time the system is re-configured. It must also be called after
sysadm rmdisk is executed, to restore the /dev entries so a disk can be resliced.

FILES
/dev/dsk/* entries for the hard disk and floppies for general use
/dev/rdsk/*
/dev/rmt/* entries for the tapes for general use

SEE ALSO

makedev(1M), mvme323(1M) (For M68K only), mvme350(1M) (For M68K only),
sysadm(1M), intro(7)
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NAME

mvme332xt - create character device files

SYNOPSIS

/sbin/auto-device/mvme332xt [-v]

DESCRIPTION

The mvme332xt command creates character device files in /dev/term, /dev/port
and /dev/printer. The mvme332xt command created character device files in
/dev/port for eight asynchronous RS-232 ports and in /dev/printer for one
parallel printer port for every mvme332xt board in the kernel’s Equip Device Table
(EDT). The entries in /dev/port are the controller specific namings of the above
mentioned ports. Their format is /dev/port/m332_cXdY where X is the controller
number and Y is the port number. /dev/printer contains the parallel printer con-
troller specific naming /dev/printer/m332_cXd8 where X is the controller
number. A port is named sn, where s is the board number and 7 is a number from 0
to 8. Board numbers start at 0 and increment by 1.

When mvme332xt is invoked, it does the following:

removes any /dev/port and /dev/printer controller specific device files
for boards that no longer exist

makes new /dev/port and /dev/printer printer files for the mvme332xt
boards as needed

The mvme332xt command is invoked only upon system installation or when
reconfiguration and reboot of the system prompts a new kernel to be created. The
-v option sets the output to verbose.

Any devices, such as a printer or a modem, that are added to a mvme332xt board
should link the names that are to be used for the devices to the corresponding tty
device files that were created [see 1n(1)]. The command can be used only by the
super-user.

EXAMPLE

FILES

A parallel printer is added to a mvme332xt board that is board number 1. The
corresponding slot is /dev/printer/m332_c0d8. The user should use 1n to link
an appropriate name such as 1p1 to the tty device file.

In /dev/printer/m332_c0d8 /dev/lpl

/dev/port
/dev/printer

SEE ALSO
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NAME
mvme350 - adds /dev entries for tapes in the Equipped Device Table (EDT) (For
M68K only)

SYNOPSIS

/sbin/auto-device/mvme350
DESCRIPTION

mvme350 performs the following steps:

1. The EDT is searched to see if any mvme350 tape controllers are equipped. If
none are found, the program deletes any existing related device nodes and
exits.

2. Any existing device nodes for controllers that are not present are deleted.

3. The Extended EDT information for each controller present is examined to
determine the peripheral compliment attached to each controller. All non-
present devices with existing device nodes have their device nodes deleted.

4. The existing device nodes are compared against the Extended EDT information
and device nodes are created for all devices that do not have device nodes.

mvme350 is called each time the system is re-configured.

FILES
/dev/rmt/*

SEE ALSO
makedev(1M), mvme323(1M) (For M68K only), mvme328(1M), sysadm(1M), intro(7)
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NAME
mvme376 - adds /dev entries for the MVME376 Ethernet Board in the Equipped
Device Table

SYNOPSIS
/sbin/auto-device/mvme376

DESCRIPTION
mvme376 performs the following steps:

1.  Any MVME376 device names in the /dev directory are deleted.

2. The Equipped Device Table (EDT) is searched to see if any MVME376 Ethernet
controllers are equipped. If none are found, the program exits at this point.

3.  For each MVME376 found in the EDT, a hardware device node is created as
/dev/m376_c*, where * is the cpu number of the MVME376.

mvme376 is called each time the system is booted.

FILES
/dev/m376_c*

SEE ALSO
makedev(1M), sysadm(1M)
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NAME
mvmecpu - create /dev entries for cpu related devices

SYNOPSIS
/sbin/auto-device/mvmecpu

DESCRIPTION
mvmecpu performs the following steps:

1. Determines which cpu board is being used by the running system.

2. Deletes any existing device nodes for devices not appropriate for the cpu being
used (for example, non-volatile RAM, special console ports) by the running
system.

3. Creates device nodes for devices appropriate for the cpu being used (for exam-
ple, non-volatile RAM, special console ports) by the running system if they do
not already exist.

4. Searches the kernel configuration table for configurable device support func-
tions (for example, line printer, ethernet) appropriate for the cpu used by the
running system. Device nodes for these devices are created or deleted as
necessary.

5. Searchs the kernel memory region table for regions that require device nodes.
Device nodes are created or deleted as necessary.

FILES
/dev/nvr*
/dev/printer/*
/dev/contty*
/dev/memregion/*

SEE ALSO
makedev(1M), sysadm(1M), intro(7)
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NAME

named, in.named - Internet domain name server

SYNOPSIS

in.named [-d debug_level] [-p port#] [-b bootfile]

DESCRIPTION

10/92

The named command is the Internet domain name server. See RFC 1035 for more
information on the Internet name-domain system. Without any arguments, named
will read the default boot file /etc/named.boot, read any initial data, and then
listen for queries.

The available options are:

-d debug_level
Print debugging information; the debug_level will determine the level of
messages printed.

-pport# Use a different port number, port#; the default is the standard port
number as listed in /etc/services.

-b bootfile Use the alternate boot file bootfile. This is optional and will allow you to
specify a file with a leading dash. The default value is
/etc/named.boot.

Any additional argument is taken as the name of the boot file. The boot file con-
tains information about where the name server is to get its initial data. If multiple
boot files are specified, only the last one is used. Lines in the boot file cannot be
continued on subsequent lines.

The following is a small example:

; boot file for name server

i

directory /var /named

; type domain source host/file backup file
cache . root.cache
primary Berkeley.EDU berkeley.edu.zone

primary 32.128.IN-ADDR.ARPA  ucbhosts.rev

secondary CC.Berkeley.EDU 128.32.137.8 128.32.137.3 cc.zone.bak
secondary 6.32.128.IN-ADDR.ARPA 128.32.137.8 128.32.137.3 cc.rev.bak
primary 0.0.127.IN-ADDR.ARPA localhost.rev
forwarders 10.0.0.78 10.2.0.78

; slave

The directory line causes the server to change its working directory to the
specified directory. This can be important for the correct processing of SINCLUDE
files in the primary zone files.

The cache line specifies that data in root.cache is to be placed in the backup
cache. Its main use is to specify data such as locations of root domain servers. This
cache is not used during normal operation, but is used as “hints” to find the current
root servers. The file root . cache is in the same format as berkeley .edu. zone.
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More than one cache file can be specified. The cache files are processed to preserve
the time-to-live (TTL) values for all the data dumped out. The data for the root
nameservers will be kept artificially valid if necessary.

The first primary line states that the file berkeley.edu. zone contains authorita-
tive data for the Berkeley.EDU zone. The file berkeley.edu.zone contains data
in the master file format described in RFC 1035. All domain names are relative to
the origin, in this case, Berkeley .EDU (see below for a more detailed description).

The second primary line states that the file ucbhosts.rev contains authoritative
data for the domain 32.128. IN-ADDR.ARPA, which is used to translate addresses in
network 128.32 to hostnames. Each master file should begin with an SOA record
for the zone (see below).

The first secondary line specifies that all authoritative data under
CC.Berkeley.EDU is to be transferred from the name server at 128.32.137.8. If this
transfer fails, the system will try 128.32.137.3 and continue trying the addresses, up
to 10, listed on this line. The secondary copy is also authoritative for the specified
domain. The first non-dotted-quad address on this line will be taken as a filename
in which to backup the transferred zone. The name server will load the zone from
this backup file if it exists when it boots, thus providing a complete copy even if the
master servers are unreachable. Whenever a new copy of the domain is received by
automatic zone transfer from one of the master servers, this file will be updated.
The second “secondary’’ line states that the address-to-hostname mapping for the
subnet 128.32.136 should be obtained from the same list of master servers as the
previous zone.

The forwarders line specifies the addresses of sitewide servers that will accept
recursive queries from other servers. If the boot file specifies one or more forward-
ers, then the server will send all queries for data not in the cache to the forwarders
first. Each forwarder will be asked in turn until an answer is returned or the list is
exhausted. If no answer is forthcoming from a forwarder, the server will continue
as it would have without the forwarders line unless it is in slave mode. The for-
warding facility is useful for generating a large site-wide cache on a master, as well
as for reducing traffic over links to outside servers. It can also be used to allow
servers to run that do not have access directly to the Internet, but wish to act as
though they do.

The slave line (shown commented out) is used to put the server in slave mode. In
this mode, the server will only make queries to forwarders. This option is normally
used on machines that wish to run a server, but for physical or administrative rea-
sons cannot be given access to the Internet, but have access to a host which does
have access.

The sortlist line can be used to indicate networks that are to be preferred over
other, unlisted, networks. Queries for host addresses from hosts on the same net-
work as the server will receive responses with the local network addresses listed
first, then the addresses on the sort list, and then the other addresses. This line is
only acted on at initial startup. This line will be ignored when reloading the
nameserver with a SIGHUP.
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The master file consists of control information and a list of resource records for
objects in the zone using the following formats:

SINCLUDE <filename> <opt_domain>
SORIGIN <domain>
<domain> <opt_ttl> <opt_class> <type> <resource_record_data>

where domain is “.” for root, “@” for the current origin, or a standard domain
name. If domain is a standard domain name that does not end with ., the current
origin will be appended to the domain. Domain names ending with “’.”” will remain
unmodified. The opt_domain field is used to define an origin for the data in an
included file. It is equivalent to placing a $ORIGIN statement before the first line of
the included file. (This field is optional.) Neither the opt_domain field nor the
$ORIGIN statements in the included file will modify the current origin for this file.
The opt_ttl field is an optional integer number for the time-to-live field. It
defaults to zero, meaning the minimum value specified in the SOA record for the
zone. The opt_class field is the object address type; currently only one type is
supported, IN, for objects connected to the DARPA Internet. The type field con-
tains one of the following tokens (the data expected in the resource_record_data

field is shown within parentheses).

A a host address (dotted quad)

NS an authoritative name server (domain)
MX a mail exchanger (domain)

CNAME

the canonical name for an alias (domain)

SOA  marks the start of a zone of authority (domain of originating host, domain
address of maintainer, a serial number and the following parameters in
seconds: refresh, retry, expire and minimum TTL [see RFC 1035])

MB a mailbox domain name (domain)
MG a mail group member (domain)
MR a mail rename domain name (domain)

NULL anull resource record (no format or data)

WKS  awell-known service description (not implemented yet)

PTR a domain name pointer (domain)

HINFO host information (cpu_type OS_type)

MINFO mailbox or mail list information (request_domain error_domain)

Resource records normally end at the end of a line, but may be continued across
lines between opening and closing parentheses. Comments are introduced by
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NOTES

Page 4

semicolons and continue to the end of the line.

Each master zone file should begin with an SOA record for the zone. An example
SOA record is as follows:

@ IN SOA ucbvax.Berkeley.EDU. rwh.ucbvax.Berkeley.EDU. (
2.89 ; serial
10800 ; refresh
3600 ; retry
3600000 ; expire
86400 ) ; minimum

The SOA lists a serial number which should be changed whenever the master file is
changed. Secondary servers will check the serial number at intervals specified by
the refresh time in seconds; if the serial number changes, a zone transfer will be
done to load the new data. If a master server cannot be contacted when a refresh is
due, the retry time will specify the interval at which refreshes should be attempted
until successful. If a master server cannot be contacted within the interval given by
the expire time, all data from that zone will be discarded by the secondary servers.
The minimum value is the ““time-to-live’” used by records in the file which contain
no explicit “‘time-to-live’’ value.

The boot file directives ““domain’” and “suffixes”” have been obsoleted by a more
useful resolver-based implementation of suffixing for partially qualified domain
names. The prior mechanisms could fail under a number of situations, especially
when the local nameserver did not have complete information.

The following signals have the specified effect when sent to the server process
using the kil1l(1) command:

SIGHUP
Causes the server to read named . boot and to reload the database.

SIGINT
Dumps the the contents of the current data base and cache to
/var/tmp/named_dump.db.

SIGIOT
Will dump statistics data into /var/tmp/named. stats if the server is com-
piled with the -DSTATS flag. The statistics data will be appended to this file.

SIGSYS
Will dump the profiling data in /var/tmp if the server is compiled with
profiling (server forks, chdirs and exits).

SIGTERM
Will dump the primary and secondary database files; used to save modified
data on shutdown if the server is compiled with dynamic updating enabled.

SIGUSR1
Turns on debugging; each SIGUSR1 will increment the debug level
(SIGEMT on older systems without SIGUSR1.)
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SIGUSR2
Turns off debugging completely. (SIGFPE on older systems without
SIGUSR2.)
FILES
/etc/named.boot name server configuration boot file
/etc/named.pid the process id
/var/tmp/named. run debug output
/var /tmp/named_dump.db dump of the name server database
/var/tmp/named.stats statistical data for nameserver
SEE ALSO

ki11(1), gethostbyname(3N), signal(3C), resolver(3N), resolv.conf(4).
RFC 1035, RFC 1034, RFC 974.
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NAME

nawk - pattern scanning and processing language

SYNOPSIS

nawk [-F re] [-v var=value] [ ' prog’][file .. .]
nawk [-F re] [-v var=value] [- £ progfile] [file .. . ]

DESCRIPTION

10/92

nawk scans each input file for lines that match any of a set of patterns specified in
prog. The prog string must be enclosed in single quotes () to protect it from the
shell. For each pattern in prog there may be an associated action performed when a
line of a file matches the pattern. The set of pattern-action statements may appear
literally as prog or in a file specified with the -f progfile option. Input files are read
in order; if there are no files, the standard input is read. The file name - means the
standard input.

Each input line is matched against the pattern portion of every pattern-action state-
ment; the associated action is performed for each matched pattern. Any file of the
form var=value is treated as an assignment, not a filename, and is executed at the
time it would have been opened if it were a filename, and is executed at the time it
would have been opened if it were a filename. The option -v followed by
var=value is an assignment to be done before prog is executed; any number of -v
options may be present.

An input line is normally made up of fields separated by white space. (This default
can be changed by using the FS built-in variable or the -F re option.) The fields are
denoted $1, $2, ...; $0 refers to the entire line.

A pattern-action statement has the form:
pattern { action }

Either pattern or action may be omitted. If there is no action with a pattern, the
matching line is printed. If there is no pattern with an action, the action is per-
formed on every input line. Pattern-action statements are separated by newlines or
semicolons.

Patterns are arbitrary Boolean combinations ( !, | |, &&, and parentheses) of rela-
tional expressions and regular expressions. A relational expression is one of the fol-
lowing:

expression relop expression

expression matchop reqular_expression

expression in array-name

(expression, expression, ... ) 1in array-name

where a relop is any of the six relational operators in C, and a matchop is either ~
(contains) or !~ (does not contain). An expression is an arithmetic expression, a rela-
tional expression, the special expression

var in array
or a Boolean combination of these.

Regular expressions are as in egrep(1l). In patterns they must be surrounded by
slashes. Isolated regular expressions in a pattern apply to the entire line. Regular
expressions may also occur in relational expressions. A pattern may consist of two
patterns separated by a comma; in this case, the action is performed for all lines
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between an occurrence of the first pattern and the next occurrence of the second

pattern.

The special patterns BEGIN and END may be used to capture control before the first
input line has been read and after the last input line has been read respectively.
These keywords do not combine with any other patterns.

A regular expression may be used to separate fields by using the -F re option or by
assigning the expression to the built-in variable FS. The default is to ignore leading
blanks and to separate fields by blanks and/or tab characters. However, if FS is
assigned a value, leading blanks are no longer ignored.

Other built-in variables include:

ARGC
ARGV
ENVIRON
FILENAME
FNR

FS

NF

NR
OFMT
OFS
ORS

RS
SUBSEP

command line argument count

command line argument array

array of environment variables; subscripts are names
name of the current input file

ordinal number of the current record in the current file

input field separator regular expression (default blank and
tab)

number of fields in the current record
ordinal number of the current record

output format for numbers (default %. 6g)
output field separator (default blank)
output record separator (default new-line)
input record separator (default new-line)
separates multiple subscripts (default is 034)

An action is a sequence of statements. A statement may be one of the following;:

if ( expression ) statement [ else statement ]
while ( expression ) statement

do statement while ( expression )

for ( expression ; expression ; expression ) statement
for (var in array ) statement

delete array[subscript] #delete an array element

break
continue

{ [ statement ] ...}

expression

# commonly variable = expression

print [ expression-list ] [ >expression ]
printf format [, expression-list ] [ >expression ]

next

# skip remaining patterns on this input line

exit [expr] # skip the rest of the input; exit status is expr
return [expr]
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Statements are terminated by semicolons, new-lines, or right braces. An empty
expression-list stands for the whole input line. Expressions take on string or
numeric values as appropriate, and are built using the operators +, -, *, /, %, ~ and
concatenation (indicated by a blank). The operators ++ -- += -= %= /= %= "= >>=
< <= == l= ?: are also available in expressions. Variables may be scalars, array
elements (denoted x[i]), or fields. Variables are initialized to the null string or zero.
Array subscripts may be any string, not necessarily numeric; this allows for a form
of associative memory. Multiple subscripts such as [i,],k] are permitted; the
constituents are concatenated, separated by the value of SUBSEP. String constants
are quoted (" "), with the usual C escapes recognized within.

The print statement prints its arguments on the standard output, or on a file if
>expression is present, or on a pipe if | ¢md is present. The arguments are separated
by the current output field separator and terminated by the output record separa-
tor. The printf statement formats its expression list according to the format in the
print£(35) manpage. The built-in function close(expr) closes the file or pipe expr.

The mathematical functions: atan2, cos, exp, log, sin, sqrt, are built-in.
Other built-in functions include:

gsub(for, repl, in) behaves like sub (see below), except that it replaces successive
occurrences of the regular expression (like the ed global substi-
tute command).

index (s, t) returns the position in string s where string ¢ first occurs, or 0 if it
does not occur at all.

int truncates to an integer value.

length (s) returns the length of its argument taken as a string, or of the

whole line if there is no argument.

match(s, re) returns the position in string s where the regular expression re
occurs, or Q if it does not occur at all. RSTART is set to the starting
position (which is the same as the returned value), and RLENGTH
is set to the length of the matched string.

rand random number on (0, 1).

split(s, a, fs) splits the string s into array elements a[1], a[2], . . ., a[n], and
returns #n. The separation is done with the regular expression fs
or with the field separator FS if fs is not given.

srand sets the seed for rand

sprintf (fmt, expr, expr, ...)
formats the expressions according to the printf(3S) format
given by fmt and returns the resulting string.

sub(for, repl, in)  substitutes the string repl in place of the first instance of the regu-
lar expression for in string in and returns the number of substitu-
tions. If in is omitted, nawk substitutes in the current record ($0).

substr(s,m, n) returns the n-character substring of s that begins at position m.
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The input/output built-in functions are:
close (filename) closes the file or pipe named filename.

cmd | getline pipes the output of cmd into getline; each successive call to get-
line returns the next line of output from cmd.

getline sets $0 to the next input record from the current input file.
getline <file  sets $0 to the next record from file.

getlinex sets variable x instead.

getline x <file sets x from the next record of file.

system (cmd) executes cmd and returns its exit status.

All forms of getline return 1 for successful input, 0 for end of file, and -1 for an
error.

nawk also provides user-defined functions. Such functions may be defined (in the
pattern position of a pattern-action statement) as

function name(args, ...) { stmts }

Function arguments are passed by value if scalar and by reference if array name.
Argument names are local to the function; all other variable names are global.
Function calls may be nested and functions may be recursive. The return state-
ment may be used to return a value.

EXAMPLES
Print lines longer than 72 characters:

length > 72
Print first two fields in opposite order:
{ print $2, $1 }
Same, with input fields separated by comma and/or blanks and tabs:

BEGIN { FS = ", [ \t]*I[ \t]+" }
{ print $2, $1 }

Add up first column, print sum and average:

{ s += 81}
END { print "sum is", s, " average is", s/NR }

Print fields in reverse order:
{ for (1 = NF; i > 0; --1) print $i }

Print all lines between start/stop pairs:
/start/, /stop/

Print all lines whose first field is different from previous one:
$1 != prev { print; prev = $1 }

Simulate echo(1):

BEGIN {
for (1 = 1; 1 < ARGC; i++)
printf "%s", ARGV[i]
printf "\n"
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exit
}
Print a file, filling in page numbers starting at 5:

/Page/ { 82 = n++; }
{ print }
Assuming this program is in a file named prog, the following command line prints
the file input numbering its pages starting at 5: nawk -f prog n=5 input.
SEE ALSO
egrep(1), grep(1), sed(1)
lex(1), print £(3S).
NOTES
nawk is a new version of awk that provides capabilities unavailable in previous ver-

sions. This version will become the default version of awk in the next major UNIX
system release.

Input white space is not preserved on output if fields are involved.

There are no explicit conversions between numbers and strings. To force an expres-
sion to be treated as a number add 0 to it; to force it to be treated as a string con-
catenate the null string (" ") to it.
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NAME
ncheck (generic) - generate a list of path names vs i-numbers

SYNOPSIS
ncheck [-F FSType] [-V] [current_options] [-o specific_options] [special .. .]

DESCRIPTION
ncheck with no options generates a path-name vs. i-number list of all files on spe-
cial. If special is not specified on the command line the list is generated for all spe-
cials in /etc/vEstab for entries which have a numeric fsckpass. special is a block
special device on which the file system exists.

current_options are options supported by the s5-specific module of ncheck. Other
FSTypes do not necessarily support these options. specific_options indicate subop-
tions specified in a comma-separated list of suboptions and/or keyword-attribute
pairs for interpretation by the FSType-specific module of the command. See
ncheck_FSType(1M) for details.

The options are:

-F Specify the FSType on which to operate. The FSType should either be
specified here or be determinable from /etc/vfstab by finding an
entry in the table that has a numeric fsckpass field and a matching special
if specified.

-V Echo the complete command line, but do not execute the command.
The command line is generated by using the options and arguments
provided by the user and adding to them information derived from
/etc/vEstab. This option should be used to verify and validate the
command line.

-0 used to specify FSType specific options if any.

FILES
/etc/vistab list of default parameters for each file system

SEE ALSO
ncheck_s5(1M), ncheck_ufs(1M), vistab(4).

NOTES
This command may not be supported for all FSTypes.
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ncheck (s5) - generate path names versus i-numbers for s5 file systems

SYNOPSIS

ncheck [-F s5] [generic_options] [-1 i-number . ..] [-a] [-s] [special . . .]

DESCRIPTION

generic_options are options supported by the generic ncheck command.

ncheck generates a path-name vs. i-number list of all files on the specified special
device(s). Names of directory files are followed by "/." .

The options are:

-F s5 Specifies the s5-FSType.

-1 i-number
Limits the report to those files whose i-numbers follow. The i-numbers
must be separated by commas without spaces.

-a Allows printing of the names "." and "..", which are ordinarily
suppressed.

-s Limits the report to special files and files with set-user-ID mode. This
option may be used to detect violations of security policy.

DIAGNOSTICS

If the file system structure is not consistent, ?? denotes the parent of a parentless
file and a path-name beginning with . . . denotes a loop.

SEE ALSO

generic ncheck(1M)
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NAME

ncheck (ufs) - generate pathnames versus i-numbers for ufs file systems
SYNOPSIS

ncheck [-F ufs] [generic_options] [-1 i-list] [-a] [-s] [-o m][special...]
DESCRIPTION

generic_options are options supported by the generic ncheck command.

ncheck generates a pathname versus i-number list of files for the ufs file system.
Names of directory files are followed by "/. "

The options are:
-F ufs Specifies the ufs-FSType.

-ii-list  Limits the report to the files on the i-list that follows. The i-list must be
separated by commas without spaces.

-a Allows printing of the names "" and ".", which are ordinarily
suppressed.
-s Limits the report to special files and files with set-user-ID mode. This
option may be used to detect violations of security policy.
-0 Specify ufs file system specific options. The available option is:
m Print mode information.
DIAGNOSTICS

When the file system structure is improper, ?? denotes the parent of a parentless
file and a pathname beginning with . . . denotes a loop.

SEE ALSO
generic ncheck(1M)
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NAME
netstat - show network status
SYNOPSIS

netstat [ -aan ][ -£ addr_family | [ system ] [ core ]

netstat[-n][-s][-h | -i | -m | -r ][ -£ addr_family ] [ system ] [ core ]

netstat [ -n][ -I interface | interval [ system ] [ core]

DESCRIPTION

netstat displays the contents of various network-related data structures in vari-

ous formats, depending on the options you select.

The first form of the command displays a list of active sockets for each protocol.

The second form selects one from among various other network data structures.

The third form displays running statistics of packet traffic on configured network

interfaces; the interval argument indicates the number of seconds in which to gather

statistics between displays.

The default value for the system argument is /stand/unix; for core, the default is

/dev/kmem.

The following options are available:

-a Show the state of all sockets; normally sockets used by server processes are
not shown.

-A Show the address of any protocol control blocks associated with sockets;
used for debugging.

~h Show the state of the IMP host table. This does not work in an environment
where the IMP host tables do not exist.

-1 Show the state of interfaces that have been auto-configured. Interfaces that
are statically configured into a system, but not located at boot time, are not
shown.

-m Show the statistics recorded by management routines for the network’s
private buffer pool.

-n Show network addresses as numbers. netstat normally displays
addresses as symbols. This option may be used with any of the display for-
mats.

-r Show the routing tables. When used with the -s option, show routing
statistics instead.

-s Show per-protocol statistics. When used with the -r option, show routing
statistics.

-f addr_family
Limit statistics or address control block reports to those of the specified
addr_family , which can be one of:

inet For the AF_INET address family, or
unix  For the AF_UNIX family.
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-1 interface
Highlight information about the indicated interface in a separate column; the
default (for the third form of the command) is the interface with the most
traffic since the system was last rebooted. interface can be any valid interface
listed in the system configuration file, such as emdl or 100.

DISPLAYS
Active Sockets (First Form)

The display for each active socket shows the local and remote address, the send and
receive queue sizes (in bytes), the protocol, and the internal state of the protocol.

The symbolic format normally used to display socket addresses is either:
hostname . port

when the name of the host is specified, or:
network . port

if a socket address specifies a network but no specific host. Each hostname and net-
work is shown according to its entry in the /etc/hosts or the /etc/networks file,
as appropriate.

If the network or hostname for an address is not known (or if the -n option is
specified), the numerical network address is shown. Unspecified, or wildcard,
addresses and ports appear as *. For more information regarding the Internet nam-
ing conventions, refer to inet(7).

TCP Sockets
The possible state values for TCP sockets are as follows:

CLOSED Closed. The socket is not being used.

LISTEN Listening for incoming connections.

SYN_SENT Actively trying to establish connection.

SYN_RECEIVED Initial synchronization of the connection under way.

ESTABLISHED Connection has been established.

CLOSE_WAIT Remote shut down; waiting for the socket to close.

FIN_WAIT_1 Socket closed; shutting down connection.

CLOSING Closed, then remote shutdown; awaiting ack-
nowledgement.

LAST_ACK Remote shut down, then closed; awaiting ack-
nowledgement.

FIN_WAIT 2 Socket closed; waiting for shutdown from remote.

TIME_WAIT Wait after close for remote shutdown retransmission.

Network Data Structures (Second Form)

Page 2

The form of the display depends upon which of the -m, -i, -h or -, options you
select. If you specify more than one of these options, netstat selects one in the
order listed here.
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Routing Table Display

The routing table display lists the available routes and the status of each. Each
route consists of a destination host or network, and a gateway to use in forwarding
packets. The flags column shows the status of the route as follows:

D- Route created dynamically by a redirect
G- Destination is a gateway

H-  Destination is a host

S- Route must be switched

T- A gateway switched the route

U- Route is useable

V- A slave switched the route

Direct routes are created for each interface attached to the local host; the gateway
field for such entries shows the address of the outgoing interface.

The refcnt column gives the current number of active uses per route.
Connection-oriented protocols normally hold on to a single route for the duration
of a connection, whereas connectionless protocols obtain a route while sending to
the same destination.

The use column displays the number of packets sent per route.
The interface entry indicates the network interface utilized for the route.

Cumulative Traffic Statistics (Third Form)

When the interval argument is given, netstat displays a table of cumulative statis-
tics regarding packets transferred, errors and collisions, the network addresses for
the interface, and the maximum transmission unit (mtu). The first line of data
displayed, and every 24th line thereafter, contains cumulative statistics from the
time the system was last rebooted. Each subsequent line shows incremental statis-
tics for the interval (specified on the command line) since the previous display.

SEE ALSO

NOTES
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trpt(1M), hosts(4), networks(4), protocols(4), services(4).
The notion of errors is ill-defined.

The kernel's tables can change while netstat is examining them, creating incorrect
or partial displays.
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NAME
newaliases - rebuild the data base for the mail aliases file
SYNOPSIS
/usr/ucb/newaliases
DESCRIPTION
newaliases rebuilds the random access data base for the mail aliases file
/etc/aliases. newaliases should be run whenever the /etc/aliases file is
updated.
FILES
/etc/aliases
/etc/aliases.dir
/etc/aliases.pag

SEE ALSO
sendmail(lM), aliases(4)
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NAME

(Directory and File Management Utilities) newform (1)

newform - change the format of a text file

SYNOPSIS
newform [-s] [-itabspec] [-otabspec] [-bn] [-en] [-pn] [-an] [-£] [-cchar] [-1n]

[files]

DESCRIPTION
newform reads lines from the named files, or the standard input if no input file is
named, and reproduces the lines on the standard output. Lines are reformatted in
accordance with command line options in effect.
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Except for -s, command line options may appear in any order, may be repeated,
and may be intermingled with the optional files. Command line options are pro-
cessed in the order specified. This means that option sequences like “~-e15 -160"
will yield results different from “~160 -e15”. Options are applied to all files on the
command line.

-S

~1tabspec

-otabspec

Shears off leading characters on each line up to the first tab and places
up to 8 of the sheared characters at the end of the line. If more than 8
characters (not counting the first tab) are sheared, the eighth character is
replaced by a * and any characters to the right of it are discarded. The
first tab is always discarded.

An error message and program exit will occur if this option is used on a
file without a tab on each line. The characters sheared off are saved
internally until all other options specified are applied to that line. The
characters are then added at the end of the processed line.

For example, to convert a file with leading digits, one or more tabs, and
text on each line, to a file beginning with the text, all tabs after the first
expanded to spaces, padded with spaces out to column 72 (or truncated
to column 72), and the leading digits placed starting at column 73, the
command would be:

newform -s -i -1 -a -e file

Input tab specification: expands tabs to spaces, according to the tab
specifications given. tabspec accepts four types of tab specifications:
canned, repetitive, arbitrary and file. -n represents the repetitive tab
specification. This format can be used to replace each tab in a file with n
spaces. For example,
newform -1i-4 file

replaces tabs with 4 spaces. For more information about the tabspec for-
mats see tabs(l). In addition, tabspec may be --, in which newform
assumes that the tab specification is to be found in the first line read
from the standard input (see fspec(4)). If no tabspec is given, tabspec
defaults to -8. A tabspec of -0 expects no tabs; if any are found, they are
treated as -1.

Output tab specification: replaces spaces by tabs, according to the tab
specifications given. The tab specifications are the same as for -itabspec.
If no tabspec is given, tabspec defaults to -8. A tabspec of -0 means that
no spaces will be converted to tabs on output.
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~bn Truncate n columns from the beginning of the line when the line length
is greater than the effective line length (see -1n). Default is to truncate
the number of columns necessary to obtain the effective line length. The
default value is used when -b with no n is used. This option can be
used to delete the sequence numbers from a COBOL program as follows:
newform -11 -b7 file

-en Same as -bn except that columns are truncated from the end of the line.

-pn Prefix n columns (see -ck) to the beginning of a line when the line
length is less than the effective line length. Default is to prefix the
number of columns necessary to obtain the effective line length.

-an Same as -pn except columns are appended to the end of a line.

-f Write the tab specification format line on the standard output before
any other lines are output. The tab specification format line which is
printed will correspond to the format specified in the last -o option. If
no -o option is specified, the line which is printed will contain the
default specification of -8.

-ck Change the prefix/append character to k. The prefix/append character
k must be one single-byte character. Default character for k is a space.

-1n Set the effective line length to n columns. If n is not entered, -1 defaults
to 72. The default line length without the -1 option is 80 columns.
Note that tabs and backspaces are considered to be one column (use -1
to expand tabs to spaces).

The -11 must be used to set the effective line length shorter than any
existing line in the file so that the -b option is activated.

DIAGNOSTICS
All diagnostics are fatal.
usage: ... newform was called with a bad option.
"not -s format" There was no tab on one line.

"can’t open file" Self-explanatory.

"internal line too long"
A line exceeds 512 characters after being expanded in the
internal work buffer.

"tabspec in error" A tab specification is incorrectly formatted, or specified tab
stops are not ascending.

"tabspec indirection illegal"
A tabspec read from a file (or standard input) may not con-
tain a tabspec referencing another file (or standard input).

0 - normal execution
1 - for any error

INTERNATIONAL FUNCTIONS
newform can process characters from supplementary code sets as well as ASCII
characters.
SEE ALSO
csplit(l), tabs(1)
fspec(4).
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NOTES
newform normally only keeps track of physical characters; however, for the -1 and
-o options, newform will keep track of backspaces in order to line up tabs in the
appropriate logical columns.

newform will not prompt the user if a tabspec is to be read from the standard input
(by use of -i-- or -o--).

If the -f option is used, and the last -o option specified was -o--, and was pre-
ceded by either a -o-- or a -i--, the tab specification format line will be incorrect.
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NAME
newfs - construct a new file system

SYNOPSIS

/usr/ucb/newfs [ -nNv ] [ mkfs-options ] block-special-file
DESCRIPTION

newfs is a friendly front-end to the mkfs(1M) program.

block-special-file is the name of a block special device residing in /dev. If you want
to make a file system on sd0, you can specify sd0 rsd0 or /dev/rsd0; if you only
specify sd0, newfs will find the proper device.

newfs then calculates the appropriate parameters to use in calling mkfs, builds the
file system by forking mkfs and, if the file system is a root slice, installs the neces-
sary bootstrap programs in its initial 16 sectors.

OPTIONS
-n Do not install the bootstrap programs.
-N Print out the file system parameters without actually creating the file sys-
tem.
-v Verbose. newfs prints out its actions, including the parameters passed to
mkfs.

mkfs-options
Options that override the default parameters passed to mkfs(1M) are:

-b block-size
The block size of the file system in bytes.

-c #cylinders/group
The number of cylinders per cylinder group in a file system. The
default value used is 16.

-d rotdelay
This specifies the expected time (in milliseconds) to service a
transfer completion interrupt and initiate a new transfer on the same
disk. It is used to decide how much rotational spacing to place
between successive blocks in a file.

- f frag-size
The fragment size of the file system in bytes.

-1 bytes/inode
This specifies the density of inodes in the file system. The default is
to create an inode for each 2048 bytes of data space. If fewer inodes
are desired, a larger number should be used; to create more inodes a
smaller number should be given.

-m free-space%
The percentage of space reserved from normal users; the minimum
free space threshold. The default value used is 10%.

-o optimization
(space or time). The file system can either be instructed to try to
minimize the time spent allocating blocks, or to try to minimize the
space fragmentation on the disk. If the minimum free space
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threshold (as specified by the -m option) is less than 10%, the default
is to optimize for space; if the minimum free space threshold is
greater than or equal to 10%, the default is to optimize for time.

-r revolutions/minute
The speed of the disk in revolutions per minute (normally 3600).

-s size The size of the file system in sectors.

-t #tracks/cylinder
The number of tracks per cylinders on the disk.
FILES
/usr/mdec for boot strapping programs
/dev
SEE ALSO

fsck(1M), mkfs(1M), tunefs(1M), £s(4).
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NAME

newgrp - log in to a new group

SYNOPSIS

newgrp [ -] [ group |

DESCRIPTION

FILES

NOTES

newgrp changes a user’s real and effective group ID. The user remains logged in
and the current directory is unchanged. The user is always given a new shell,
replacing the current shell, by newgrp, regardless of whether it terminated success-
fully or due to an error condition (i.e., unknown group).

Exported variables retain their values after invoking newgrp; however, all unex-
ported variables are either reset to their default value or set to null. System vari-
ables (such as PS1, PS2, PATH, MAIL, and HOME), unless exported by the system or
explicitly exported by the user, are reset to default values. For example, a user has
a primary prompt string (PS1) other than $ (default) and has not exported PS1.
After an invocation of newgrp, successful or not, the user’s PS1 will now be set to
the default prompt string $. Note that the shell command export [see the sh(l)
manual page] is the method to export variables so that they retain their assigned
value when invoking new shells.

With no arguments, newgrp changes the user’s group IDs (real and effective) back
to the group specified in the user’s password file entry. This is a way to exit the
effect of an earlier newgrp command.

If the first argument to newgrp is a -, the environment is changed to what would be
expected if the user actually logged in again as a member of the new group.

A password is demanded if the group has a password and the user is not listed in
/etc/group as being a member of that group.

/etc/group system’s group file
/etc/passwd  system’s password file

The ability of the user to enter a password when using this command will be
removed in a future release.

SEE ALSO
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login(1), sh(l), group(4), passwd(4), environ(5).
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NAME
newkey - create a new key in the publickey database

SYNOPSIS
newkey -h hostname
newkey -u username

DESCRIPTION
The newkey command is normally run by the RPC administrator on the machine
that contains the publickey(4) database, to establish public keys for users and
privileged users on the network. These keys are needed when using secure RPC or
secure NFS.
newkey will prompt for a password for the given username or hostname and then
create a new public/secret key pair for the user or host in /etc/publickey,
encrypted with the given password.
The following options are available:
-h hostname ~ Create a new public/secret key pair for the privileged user at the

given hostname. Prompts for a password for the given hostname.
-uusername  Create a new public/secret key pair for the given username.
Prompts for a password for the given username.

SEE ALSO
chkey(1), keylogin(1), keylogout(l), keyserv(1M), publickey(4)
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NAME

news - print news items

SYNOPSIS

news|[-a][-n][-s][items]

DESCRIPTION

FILES

news is used to keep the user informed of current events. By convention, these
events are described by files in the directory /var/news.

When invoked without arguments, news prints the contents of all current files in
/var/news, most recent first, with each preceded by an appropriate header. news
stores the ““currency’’ time as the modification date of a file named .news_time in
the user’s home directory (the identity of this directory is determined by the
environment variable $HOME); only files more recent than this currency time are con-
sidered ““current.”

-a option causes news to print all items, regardless of currency. In this case,
the stored time is not changed.

-n option causes news to report the names of the current items without print-
ing their contents, and without changing the stored time.

-s option causes news to report how many current items exist, without print-
ing their names or contents, and without changing the stored time. It is use-
ful to include such an invocation of news in one€’s .profile file, or in the
system’s /etc/profile.

All other arguments are assumed to be specific news items that are to be printed.

If a delete is typed during the printing of a news item, printing stops and the next
item is started. Another delete within one second of the first causes the program to
terminate.

/etc/profile
/var/news/*
SHOME/ .news_time

SEE ALSO
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profile(4), environ(5).
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NAME
nfsd - NFS daemon

SYNOPSIS
nfsd [ nservers |

DESCRIPTION
nfsd starts the daemons that handle client file system requests. nservers is the
number of file system request daemons to start. This number should be based on
the load expected on this server. Four is the usual number of nservers.

The nfsd daemons are automatically invoked in run level 3.

FILES
.nfsXXX client machine pointer to an open-but-unlinked file

SEE ALSO
biod(1M), mountd(1M), sharetab(4).
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NAME

nfsstat(1M)

nfsstat - Network File System statistics

SYNOPSIS

nfsstat [-csnrz]

DESCRIPTION

nfsstat displays statistical information about the NFS (Network File System) and
RPC (Remote Procedure Call), interfaces to the kernel. It can also be used to reini-
tialize this information. If no options are given the default is

nfsstat -csnr

That is, display everything, but reinitialize nothing.

Options

The options for nfsstat are as follows:

-C

Displays

Display client information. Only the client side NFS and RPC information
will be printed. Can be combined with the -n and -r options to print client
NFS or client RPC information only.

Display server information.

Display NFS information. NFS information for both the client and server
side will be printed. Can be combined with the -c and -s options to print
client or server NFS information only.

Display RPC information.

Zero (reinitialize) statistics. This option is for use by the super-user only,
and can be combined with any of the above options to zero particular sets
of statistics after printing them.

The server RPC display includes the fields:

calls total number of RPC calls received
badcalls total number of calls rejected

nullrecv number of times no RPC packet was available when trying to
receive

badlen  number of packets that were too short
xdrcall number of packets that had a malformed header

The server NFS display shows the number of NFS calls received (calls) and
rejected (badcalls), and the counts and percentages for the various calls for file
system primitive operations that were made.

The client RPC display includes the following fields:

10/92

calls total number of RPC calls sent

badcalls total of calls rejected by a server

retrans number of times a call had to be retransmitted
badxid  number of times a reply did not match the call
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FILES

Page 2

timeout number of times a call timed out
wait number of times a call had to wait on a busy CLIENT handle
newcred number of times authentication information had to be refreshed

The client NFS display shows the number of calls sent (calls) and rejected (bad-
calls), as well as the number of times a CLIENT handle was received (nclget), the
number of times a call had to sleep while awaiting a handle (nclsleep), as well as
a count of the various calls and their respective percentages.

/stand/unix system namelist
/dev/kmem kernel memory
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NAME
nice - run a command at low priority

SYNOPSIS
nice [ -increment | command [ arguments ]

DESCRIPTION
nice executes command with a lower CPU scheduling priority. The priocntl com-
mand is a more general interface to scheduler functions.

The invoking process (generally the user’s shell) must be in the time-sharing
scheduling class. The command is executed in the time-sharing class.

If the increment argument (in the range 1-19) is given, it is used; if not, an increment
of 10 is assumed.

The super-user may run commands with priority higher than normal by using a
negative increment, for example, --10.

SEE ALSO
nohup(1), priocnt1(1)
nice(2).
DIAGNOSTICS
nice returns the exit status of command.

NOTES
An increment larger than 19 is equivalent to 19.
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NAME
nl - line numbering filter

SYNOPSIS
nl [-btype] [-ftype] [-htype] [-vstart#] [-iincr] [-p] [-1num] [-ssep] [-wwidth]
[-nformat] [-ddelim] [file]

DESCRIPTION
nl reads lines from the named file, or the standard input if no file is named, and
reproduces the lines on the standard output. Lines are numbered on the left in
accordance with the command options in effect.

nl views the text it reads in terms of logical pages. Line numbering is reset at the
start of each logical page. A logical page consists of a header, a body, and a footer
section. Empty sections are valid. Different line numbering options are indepen-
dently available for header, body, and footer. For example, -bt (the default)
numbers non-blank lines in the body section and does not number any lines in the
header and footer sections.

The start of logical page sections are signaled by input lines containing nothing but
the following delimiter character(s):

Line contents Start of
AAAW header
AW body
\: footer

Unless optioned otherwise, nl assumes the text being read is in a single logical
page body.

Command options may appear in any order and may be intermingled with an
optional file name. Only one file may be named. The options are:

-btype Specifies which logical page body lines are to be numbered. Recognized
types and their meanings are:

a number all lines
t number lines with printable text only
n no line numbering

pexp number only lines that contain the regular expression
specified in exp (see ed(1))

Default type for logical page body is t (text lines numbered). All charac-
ters from supplementary code sets are considered printable.

- ftype Same as -btype except for footer. Default type for logical page footer is n
(no lines numbered).

-htype Same as -btype except for header. Default type for logical page header is
n (no lines numbered). All characters from supplementary code sets are
considered printable.
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-vstart#
-lincr
o
~-1lnum

-ssep

~-wwidth

-nformat

-ddelim

EXAMPLE

(Directory and File Management Utilities) ni(1)

start# is the initial value used to number logical page lines. Default
start# is 1.

incr is the increment value used to number logical page lines. Default
incris 1.

Do not restart numbering at logical page delimiters.

num is the number of blank lines to be considered as one. For example,
-12 results in only the second adjacent blank being numbered (if the
appropriate -ha, -ba, and/or -fa option is set). Default num is 1.

sep is the character(s) used in separating the line number and the
corresponding text line. Default sep is a tab. Characters used for sep
must be single-byte characters.

width is the number of characters to be used for the line number. The
default for width is 6. The maximum for width is 100. If a number
greater than the maximum is specified for width, the maximum is
automatically used.

format is the line numbering format. Recognized values are: 1n, left
justified, leading zeroes suppressed; rn, right justified, leading zeroes
suppressed; rz, right justified, leading zeroes kept. Default format is rn
(right justified).

The two delimiter characters specifying the start of a logical page sec-
tion may be changed from the default characters (\:) to two user-
specified characters. If only one character is entered, the second charac-
ter remains the default character (:). No space should appear between
the -d and the delimiter characters. To enter a backslash, use two
backslashes. Characters used for delim must be single-byte characters.

The command:

nl -v10 -i10 -d!+ filel

will cause the first line of the page body to be numbered 10, the second line of the
page body to be numbered 20, the third 30, and so forth. The logical page delim-

iters are !+.

INTERNATIONAL FUNCTIONS
nl can process files containing characters from supplementary code sets. Searches
are performed on characters, not on bytes.

SEE ALSO

pr(1), ed(1)
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NAME

nlsadmin - network listener service administration

SYNOPSIS

/usr/sbin/nlsadmin -x

/usr/sbin/nlsadmin [ options ] net_spec

/usr/sbin/nlsadmin [ options ]| -N port_monitor_tag

/usr/sbin/nlsadmin -V

/usr/sbin/nlsadmin -c cmd | -o streamname [ -p modules ]
[ -Aaddress | -D][ -R prognum :versnum ]

DESCRIPTION
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nlsadmin is the administrative command for the network listener process(es) on a
machine. Each network has at least one instance of the network listener process
associated with it; each instance (and thus, each network) is configured separately.
The listener process “listens” to the network for service requests, accepts requests
when they arrive, and invokes servers in response to those service requests. The
network listener process may be used with any network (more precisely, with any
connection-oriented transport provider) that conforms to the transport provider
specification.

nlsadmin can establish a listener process for a given network, configure the specific
attributes of that listener, and start and kill the listener process for that network.
nlsadmin can also report on the listener processes on a machine, either individu-
ally (per network) or collectively.

The list below shows how to use nlsadmin. In this list, net_spec represents a partic-
ular listener process. Specifically, net_spec is the relative path name of the entry
under /dev for a given network (that is, a transport provider). address is a transport
address on which to listen and is interpreted using a syntax that allows for a
variety of address formats. By default, address is interpreted as the symbolic ASCII
representation of the transport address. An address preceded by a \x will let you
enter an address in hexadecimal notation. Note that address must appear as a single
word to the shell and thus must be quoted if it contains any blanks.

Changes to the list of services provided by the listener or the addresses of those ser-
vices are put into effect immediately.

nlsadmin may be used with the following combinations of options and arguments:
nlsadmin Gives a brief usage message.

nlsadmin -x Reports the status of all of the listener processes installed on this
machine.

nlsadmin net_spec
Prints the status of the listener process for net_spec.

nlsadmin -q net_spec
Queries the status of the listener process for the specified network,
and reflects the result of that query in its exit code. If a listener pro-
cess is active, nlsadmin will exit with a status of 0; if no process is
active, the exit code will be 1; the exit code will be greater than 1 in
case of error.
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nlsadmin -v net_spec

Prints a verbose report on the servers associated with net_spec, giv-
ing the service code, status, command, and comment for each. It
also specifies the uid the server will run as and the list of modules
to be pushed, if any, before the server is started.

nlsadmin -z service_code net_spec

Prints a report on the server associated with net_spec that has service
code service_code, giving the same information as in the -v option.

nlsadmin -q -z service_code net_spec

Queries the status of the service with service code service_code on
network net_spec, and exits with a status of 0 if that service is
enabled, 1 if that service is disabled, and greater than 1 in case of
error.

nlsadmin -1 address net_spec

Changes or sets the transport address on which the listener listens
(the general listener service). This address can be used by remote
processes to access the servers available through this listener (see
the -a option, below). If address is just a dash (-), nlsadmin will
report the address currently configured, instead of changing it.

A change of address takes effect immediately.

nlsadmin -t address net_spec

Changes or sets the address on which the listener listens for requests
for terminal service but is otherwise similar to the -1 option above.
A terminal service address should not be defined unless the
appropriate remote login software is available; if such software is
available, it must be configured as service code 1 (see the -a option,
below).

nlsadmin -1i net_spec

Initializes an instance of the listener for the network specified by
net_spec; that is, creates and initializes the files required by the
listener as well as starting that instance of the listener. Note that a
particular instance of the listener should be initialized only once.
The listener must be initialized before assigning addresses or ser-
vices.

nlsadmin -a service_code [-p modules] [-w name] -c cmd -y comment net_spec

Page 2

Adds a new service to the list of services available through the indi-
cated listener. service_code is the code for the service, cmd is the com-
mand to be invoked in response to that service code, comprised of
the full path name of the server and its arguments, and comment is a
brief (free-form) description of the service for use in various reports.
Note that cmd must appear as a single word to the shell; if argu-
ments are required, the cmd and its arguments must be enclosed in
quotation marks. The comment must also appear as a single word to
the shell. Characters from supplementary code sets can be used for
cmd and comment. When a service is added, it is initially enabled
(see the -e and -d options, below).
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Service codes are alphanumeric strings, and are administered by
pmadm(1M). The numeric service codes 0 through 100 are reserved
for internal use by the listener. Service code 0 is assigned to the nlps
server, which is the service invoked on the general listening address.
In particular, code 1 is assigned to the remote login service, which is
the service automatically invoked for connections to the terminal
login address.

If the -p option is specified, then modules will be interpreted as a list
of STREAMS modules for the listener to push before starting the ser-
vice being added. The modules are pushed in the order they are
specified. modules should be a comma-separated list of modules,
with no white space included.

If the -w option is specified, then name is interpreted as the user
name from /etc/passwd that the listener should look up. From the
user name, the listener obtains the user ID, the group ID(s), and the
home directory for use by the server. If -w is not specified, the
default is to use the user name listen.

A service must explicitly be added to the listener for each network
on which that service is to be available. This operation will nor-
mally be performed only when the service is installed on a machine,
or when populating the list of services for a new network.

nlsadmin -r service_code net_spec

Removes the entry for the service_code from that listener’s list of ser-
vices. This is normally done only in conjunction with the deinstalla-
tion of a service from a machine.

nlsadmin -e service_code net_spec
nlsadmin -d service_code net_spec

Enables or disables (respectively) the service indicated by
service_code for the specified network. The service must previously
have been added to the listener for that network (see the -a option,
above). Disabling a service will cause subsequent service requests
for that service to be denied, but the processes from any prior ser-
vice requests that are still running will continue unaffected.

nlsadmin -s net_spec
nlsadmin -k net_spec

Starts and kills (respectively) the listener process for the indicated
network. These operations will normally be performed as part of
the system startup and shutdown procedures. Before a listener can
be started for a particular network, it must first have been initialized
(see the -1 option, above). When a listener is killed, processes that
are still running as a result of prior service requests will continue
unaffected.

nlsadmin [ options | -N port_monitor_tag
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Under the Service Access Facility, it is possible to have multiple
instances of the listener on a single net_spec. In any of the above
commands, the option -N port_monitor_tag may be used in place of
the net_spec argument. This argument specifies the tag by which an
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instance of the listener is identified by the Service Access Facility. If
the -N option is not specified (i.e., the net_spec is specified in the
invocation), then it will be assumed that the last component of the
net_spec represents the tag of the listener for which the operation is
destined. In other words, it is assumed that there is at least one
listener on a designated net_spec, and that its tag is identical to the
last component of the net_spec. This listener may be thought of as
the primary, or default, listener for a particular net_spec.

nlsadmin is also used in conjunction with the Service Access Facility commands.

In that capacity, the following combinations of options can be used:

nlsadmin -V Writes the current version number of the listener’s administrative

file to the standard output. It is used as part of the sacadm com-
mand line when sacadm adds a port monitor to the system.

nlsadmin -c cmd | -o streamname [-p modules] [-A address | -D |
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[ -R prognum :versnum |
Formats the port monitor-specific information to be used as an argu-
ment to pmadm(1M).

The -c option specifies the full path name of the server and its argu-
ments. c¢md must appear as a single word to the shell, and its argu-
ments must therefore be surrounded by quotes. Characters from
supplementary code sets can be used for cmd.

The -o option specifies the full path name of a FIFO or named
STREAM through which a standing server is actually receiving the
connection.

If the -p option is specified, then modules will be interpreted as a list
of STREAMS modules for the listener to push before starting the ser-
vice being added. The modules are pushed in the order in which
they are specified. modules must be a comma-separated list, with no
white space included.

If the -A option is specified, then address will be interpreted as the
server’s private address. The listener will monitor this address on
behalf of the service and will dispatch all calls arriving on this
address directly to the designated service. This option may not be
used in conjunction with the -D option.

If the -D option is specified, then the service is assigned a private
address dynamically, that is, the listener will have the transport pro-
vider select the address each time the listener begins listening on
behalf of this service. For RPC services, this option will often be
used in conjunction with the -R option to register the dynamically
assigned address with the rpcbinder. This option may not be used
in conjunction with the -2 option.

When the -R option is specified, the service is an RPC service whose
address, program number, and version number should be registered
with the rpcbinder for this transport provider. This registration is
performed each time the listener begins listening on behalf of the
service. prognum and versnum are the program number and version

10/92



nisadmin (1M) nisadmin (1M)

number, respectively, of the RPC service.

nlsadmin may be invoked by any user to generate reports but all operations that
affect a listener’s status or configuration are restricted to privileged users.

The options specific to the Service Access Facility may not be mixed with any other
options.

INTERNATIONAL FUNCTIONS

net_spec must be in ASCII .

The module name modules with option -p must consist of ASCII characters only.
SEE ALSO

listen(1M), pmadm(1M), rpcbind(1M), sacadm(1M).
NOTES

Dynamically assigned addresses are not displayed in reports as are statically
assigned addresses.

The -m option of the SVR3.2 nlsadmin command is now ignored.
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NAME

(C Development Set) nm(1)

nm - print name list of an object file

SYNOPSIS

nm [ ~oxhvnefurplvT ] files

DESCRIPTION

The nm command displays the symbol table of each ELF or COFF object file, specified
by file(s). The file may be a relocatable or absolute ELF or COFF object file; or it may
be an archive of relocatable or absolute ELF or COFF object files. For each symbol,
the following information will be printed:

Index

Value

Size

Type

Bind

Other
Shndx

Name

The index of the symbol. (The index appears in brackets.)

The value of the symbol is one of the following: a section offset for
defined symbols in a relocatable file; alignment constraints for symbols
whose section index is SHN_COMMON; a virtual address in executable and
dynamic library files.

The size in bytes of the associated object.

A symbol is of one of the following types: NOTYPE (no type was
specified), OBJECT (a data object such as an array or variable), FUNC (a
function or other executable code), SECTION (a section symbol), or FILE
(name of the source file).

The symbol’s binding attributes. LOCAL symbols have a scope limited to
the object file containing their definition; GLOBAL symbols are visible to
all object files being combined; and WEAK symbols are essentially global
symbols with a lower precedence than GLOBAL.

A field reserved for future use, currently containing 0.

Except for three special values, this is the section header table index in
relation to which the symbol is defined. The following special values
exist: ABS indicates the symbol’s value will not change through reloca-
tion; COMMON indicates an unallocated block and the value provides align-
ment constraints; and UNDEF indicates an undefined symbol.

The name of the symbol.

The output of nm may be controlled using the following options:
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Print the value and size of a symbol in octal instead of decimal.

Print the value and size of a symbol in hexadecimal instead of decimal.
Do not display the output heading data.

Sort external symbols by value before they are printed.

Sort external symbols by name before they are printed.

See NOTES below.

See NOTES below.

Print undefined symbols only.
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Prepend the name of the object file or archive to each output line.

Produce easily parsable, terse output. Each symbol name is preceded by
its value (blanks if undefined) and one of the letters U (undefined), N
(symbol has no type), D (data object symbol), T (text symbol), S (section
symbol), or F (file symbol). If the symbol’s binding attribute is LOCAL, the
key letter is lower case; if the symbol’s binding attribute is WEAK, the key
letter is upper case; if the -1 modifier is specified, the upper case key
letter is followed by a *; if the symbol’s binding attribute is GLOBAL, the
key letter is upper case.

Distinguish between WEAK and GLOBAL symbols by appending a * to the
key letter for WEAK symbols.

Print the version of the nm command executing on the standard error out-
put.

See NOTES below.

Options may be used in any order, either singly or in combination, and may appear
anywhere in the command line. When conflicting options are specified (such as nm
-v -n) the first is taken and the second ignored with a warning message to the

user.

SEE ALSO
as(1), cc(1), dump(1), 1d(1), a.out(4), ar(4)

NOTES
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The following options are obsolete because of changes to the object file format and
will be deleted in a future release.

-e

Print only external and static symbols. The symbol table now contains
only static and external symbols. Automatic symbols no longer appear in
the symbol table. They do appear in the debugging information pro-
duced by cc -g, which may be examined using dump(1).

Produce full output. Redundant symbols (such as .text, .data, and so on)
which existed previously do not exist and producing full output will be
identical to the default output.

By default, nm prints the entire name of the symbols listed. Since symbol
names have been moved to the last column, the problem of overtlow is
removed and it is no longer necessary to truncate the symbol name.
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NAME
nohup - run a command immune to hangups and quits
SYNOPSIS
nohup command [ arguments |
DESCRIPTION
nohup executes command with hangups and quits ignored. If output is not re-
directed by the user, both standard output and standard error are sent to

nohup.out. If nohup.out is not writable in the current directory, output is
redirected to $HOME/nohup.out.

EXAMPLE
It is frequently desirable to apply nohup to pipelines or lists of commands. This can
be done only by placing pipelines and command lists in a single file, called a shell
procedure. One can then issue:

nohup sh file

and the nohup applies to everything in file. If the shell procedure file is to be exe-
cuted often, then the need to type sh can be eliminated by giving file execute per-
mission. Add an ampersand and the contents of file are run in the background with
interrupts also ignored (see sh(1)):

nohup file &
An example of what the contents of file could be is:
sort ofile > nfile

SEE ALSO
chmod(1), nice(1), sh(l)
signal(2).

NOTES
In the case of the following command

nohup commandl; command?2

nohup applies only to commandl. The command
nohup (commandl; command?)

is syntactically incorrect.
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NAME

notify - notify user of the arrival of new mail

SYNOPSIS

notify -y [ -mmailfile ]
notify[-n]

DESCRIPTION

FILES
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When a new mail message arrives, the mail command first checks if the recipient’s
mailbox indicates that the message is to be forwarded elsewhere (to some other
recipient or as the input to some command). notify is used to set up forwarding
on the user’s mailbox so that the new message is saved into an alternative mailbox
and, if the user is currently logged in, he or she is notified immediately of the
arrival of new mail.

Command-line options are:

-m mailfile  File to save mail messages into while automatic notification is
activated. If not specified, it defaults to $HOME/.mailfile.

-n Remove mail notification facility

-y Install mail notification facility

If invoked with no arguments, notify reports whether automatic mail notification
is activated or not.

The notification is done by looking in /var/adm/utmp to determine if the recipient
is currently logged in, and if so, on which terminal device. Then the terminal device
is opened for writing and the user is notified about the new message. The
notification will indicate who the message is from. If the message contains a Sub-
ject: header line it will be included. (For security, all unprintable characters
within the header will be converted to an exclamation point.)

If the user is logged in multiple times he or she will get multiple notifications, one
per terminal. To disable notifications to a particular login session, the mesg(1) com-
mand can be used to disable writing to that terminal.

If there are multiple machines connected together via RFS or NFS, not i fy will look
up the /var/adm/utmp files on the other systems as well. To do this, the file
/etc/mail/notify.sys will be consulted, which will contain two columns, the
first being the name of a system and the second being a path to find the root filesys-
tem for that machine.

If notify has troubles delivering the mail to the specified mailfile, not i fy will look
up the directory of the mailfile in /etc/mail/notify. fsys. If the file's directory is
found in the first column of the file, the mail will be forwarded to the system listed
in the second column instead of being returned to the sender.

/tmp/notif* temporary file

/var/mail/* users’ standard mailboxes
/usr/lib/mail/notify2 program that performs the notification
/etc/mail/notify. fsys list of file systems and home systems
/etc/mail/notify.sys list of machines and paths to their root filesystems
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/var/adm/utmp list of users who are logged in

SEE ALSO

NOTES

Page 2

mail(l), mesg(l).

Because notify uses the “Forward to |command’ facility of mail to implement
notifications, /var/mail/username should not be specified as the place to put
newly arrived messages via the -m invocation option. The mail command uses
/var/mail/username to hold either mail messages, or indications of mail forward-
ing, but not both simultaneously.

If the user is using layers(1), the notification will only appear in the login win-
dow.
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NAME

(BSD Compatibility Package) nroff (1)

nroff - format documents for display or line-printer

SYNOPSIS

/usr/ucb/nroff [ -ehiqz | [ -Fdir ] [ -mname | [ -nN ] [ -opagelist ] [ -raN ]
[-sN][-Tname][ -uN ]| filename ... ]

DESCRIPTION

nroff formats text in the named filename for typewriter-like devices. See also

troff.

If no filename argument is present, nroff reads the standard input. An argument
consisting of a ‘-’ is taken to be a file name corresponding to the standard input.

The following options may appear in any order, but must appear before the files.

-e

-opagelist

-raN
-sN

-Tname
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Produce equally-spaced words in adjusted lines, using full terminal
resolution.

Use output TAB characters during horizontal spacing to speed output
and reduce output character count. TAB settings are assumed to be
every 8 nominal character widths.

Read the standard input after the input files are exhausted.
Invoke the simultaneous input-output mode of the rd request.

Search directory dir for font tables instead of the system-dependent
default.

Prepend the macro file /usr/share/lib/tmac/tmac.name to the
input files.

Number first generated page N .

Print only pages whose page numbers appear in the comma-separated
list of numbers and ranges. A range N- M means pages N through M;
an initial -N means from the beginning to page N; and a final N- means
from N to the end.

Set register a (one-character) to N.

Stop every N pages. nroff will halt prior to every N pages (default
N=1) to allow paper loading or changing, and will resume upon
receipt of a NEWLINE.

Prepare output for a device of the specified name. Known names are:

37 Teletype Corporation Model 37 terminal — this is the
default.

crt | 1pr | £n300
GE TermiNet 300, or any line printer or terminal without
half-line capability.

300 DASI-300.
300-12 DASI-300 — 12-pitch.
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300S | 302 | dte

DASI-300S.

300s8-12 | 302-12 | dtcl2

382
382-12
450 | ipsi

DASI-300S.

DASI-382 (fancy DTC 382).

DASI-82 (fancy DTC 382 — 12-pitch).
DASI-450 (Diablo Hyterm).

450-12 | ipsil2

DASI-450 (Diablo Hyterm) — 12-pitch.

450-12-8 DASI-450 (Diablo Hyterm) — 12-pitch and 8 lines-per-
inch.

450X DASI-450X (Diablo Hyterm).

832 AJ 832.

833 AJ 833.

832-12 AJ 832 — 12-pitch.

833-12 AJ 833 — 12-pitch.

epson Epson FX80.

itoh C:ITOH Prowriter.

itoh-12 C:ITOH Prowriter — 12-pitch.

nec NEC 55?0s0 or NEC 77?0s0 Spinwriter.

necl2 NEC 55?0 or NEC 77?0 Spinwriter — 12-pitch.

nec-t NEC 55?0/77?0 Spinwriter — Tech-Math/Times-Roman
thimble.

qume Qume Sprint — 5 or9.

qumel2 Qume Sprint — 5 or 9,12-pitch.

Xerox Xerox 17?0 or Diablo 16?0.

xerox12 Xerox 17?0 or Diablo 16?0 — 12-pitch.

x-ecs Xerox/Diablo 1730/630 — Extended Character Set.

x-ecsl2 Xerox/Diablo 1730/630 — Extended Character Set, 12-
pitch.

-uN Set emboldening factor for the font mounted on position 3 to N.
Emboldening is accomplished by overstriking the specified number of
times.

-z Suppress formatted output. The only output will consist of diagnostic

messages from nrof f and messages output with the . tm request.
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EXAMPLE
The following command:

nroff -s4 -me users.guide

formats users.guide using the -me macro package, and stopping every 4 pages.
FILES

/tmp/ta* temporary file
/usr/ucblib/doctools/tmac/tmac. * standard macro files
/usr/ucblib/doctools/term/* terminal driving tables for nroff

/usr/ucblib/doctools/term/README index to terminal description files
SEE ALSO
checknr(1), col(l), ean(1), tbl(1), troff(1l), term(4), man(7), me(7), ms(7).
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NAME
nslookup - query DARPA Internet name servers interactively
SYNOPSIS
nslookup [ -opt ...] # interactive mode using default server
nslookup [ -opt ...] - server # interactive mode using “‘server’’
nslookup [ -opt ...] host #just look up host using default server
nslookup [ -opt ...] host server #just look up “host” using “’server”
DESCRIPTION

The nslookup program can be used interactively to query ARPA Internet domain
name servers. When nslookup is utilized “interactively”, the user can query name
servers for information about specific hosts and domains; in the ““non-interactive”
mode, a user can only print a list of hosts within a domain.

INTERACTIVE MODE vs NON-INTERACTIVE MODE
The “interactive’”” mode will be entered for the following cases:

a) if no arguments are given (i.e., the default name server is to be used),

b) if the first argument is a hyphen (-) and the second argument is the host name
or the Internet address of a name server.

The program enters the “‘non-interactive’”” mode when the first argument specifies
the name or (Internet address) of the host to be looked up; the optional second
argument then would specify the host name or address of a name server.

17

The options listed under the ““set” command below can be specified in the
.nslookuprc file in the user’s home directory if they are listed there in a one-per-
line format. These options can also be specified on the command line if they pre-
cede the arguments and are prefixed with a hyphen. For example, to change the
default query type to host information and the initial timeout to 10 seconds, the
user would enter:

nslookup -query=hinfo -timeout=10
NON-INTERACTIVE OPTIONS

host The default server will be used, depending upon the existence of the
/etc/resolv.conf file.

host server
Look up host using the specified server.

OVERVIEW
The DARPA Internet “domain name-space’’ is tree-structured, with four top-level
domains at present:

COM commercial establishments
EDU educational institutions
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GOV government agencies
MIL  MILNET hosts

When looking for a specific host, you need to know something about the host’s
organization in order to determine the top-level domain it belongs to. For instance,
if you want to find the Internet address of a machine at UCLA, do the following:

. Connect with the root server using the root command. The root server of
the name space has knowledge of the top-level domains.

. Since UCLA is a university, its domain name is ucla.edu. Connect with a
server for the ucla.edu domain with the command server ucla.edu. The
response will print the names of hosts that act as servers for that domain.

o To request information about a particular host in the domain (for example,
locus), just type the host name. To request a listing of hosts in the UCLA
domain, use the 1s command. The 1s command will need a domain name
(in this case, ucla.edu) as an argument.

If you are connected with a name server that handles more than one domain, all
lookups for host names must be fully specified with its domain. For instance, the
domain harvard.edu is served by seismo.css.gov, which also services the
css.gov and cornell.edu domains. Therefore, a lookup request for the host
aiken in the harvard.edu domain must be specified as aiken.harvard.edu.
However, the

set domain =name
and
set defname

commands can be used to append a domain name to each request on an automatic
basis.

After a successful lookup of a host, you may use the finger command to see who
is on the system or to “finger’” a specific person. You can get other information
about the host by using

set querytype =value

command to change the type of information desired and to request another lookup.
(finger requires the type to be A.)

INTERACTIVE COMMANDS
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The following basic rules apply to an “‘interactive’” command line:
a) The command line length must be less than 256 characters;
b) toend a command line, enter <" D> (EOF);

¢) abuilt-in command can be used as a host name by preceding it with an escape
character (“\");
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d) any unrecognized command will be interpreted as a host name.

The following commands and command options are provided:

host [server]
Look up information for host using the current default server or using server, if
specified. To look up a host name not in the current domain, append a period
to this host name.

If host is an Internet address and if the ““query type’ is A or PTR, the host name
will be returned. If host is a name and does not have a trailing period, the
default domain name will be appended to this name.

NOTE: This behavior depends of the state of the set options domain,
srchlist, defname, and search.

server domain

lserver domain
Change the default server to domain. The 1server command will use the ini-
tial server to look up information about domain while the server command
will use the current default server. If an authoritative answer cannot be found,
the names of servers that might have the answer are returned.

root
Changes the default server to the server for the root of the ““domain name
space’. Currently, the host ns.nic.ddn.mil is used; this command is a
synonym for lserver ns.nic.ddn.mil.) The name of the root server can be
changed with the set root command (see below).

finger [name]
Connect with the finger server on the current host, which a previous lookup
for a host was successful and returned address information (see the set
querytype=A command). The name argument is optional. As with the shell, out-
put can be redirected to a named file using > and >>.

1s [option] domain [> filename]

1s [option] domain [>> filename]
List the information available for domain. The default output contains host
names and their respective Internet addresses; as a option, this output can be
created as (or appended to) filename. The following option types are available:

-t querytype
lists all records of the specified type (see querytype below)

-a lists aliases of hosts in the domain (a synonym for -t CNAME).

-h lists the CPU and Operating System information for the domain (a
synonym for -t HINFO.)

-s lists the “well-known services” of the hosts in this domain (a synonym
for -t WKS ).

When output is directed to a file, a hash mark (#) is printed for every 50
records received from the server.
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view filename
Sort and list the output of the 1s command with more(1).

help
?  Print a brief summary of commands.
exit

Exits the program.

set keyword [ =value ] This command is used to change state information that affects
the lookups. The valid keywords are:

all  Prints the current values of the various options to set. Information
about the current default server and host is also printed.

class=value
Change the query class to one of the following:

IN the Internet class.
CHAOS the Chaos class.

HESIOD
the MIT Athena Hesiod class.

ANY  wildcard (i.e., any of the above): The class specifies the protocol
group of the information.
The default value is IN, abbreviation = cl.
[no]deblug]
Enable debugging mode. A lot more information is printed about the packet
sent to the server and the resulting answer. The default is nodebug.

[no]def [name]
Append the default domain name to every lookup. The default is nodefname.

do[main] =filename
Change the default domain name to filename. The default domain name will be
appended to all lookup requests if the defname option has been set. The
default is the value in /etc/resolv.conf.

g [uerytype ]| =value
Change the type of information returned from a query to one of:

A The host’s Internet address (the default value).
CNAME The canonical name for an alias.
HINFO The host CPU and its Operating System type.

MD The mail destination.

MX The mail exchanger.

MB The mailbox domain name.
MG The mail group member.

MINFO The mailbox or mail list information.
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(Other types specified in the RFC 1035 document are valid, but are not very
useful.)

[no]rec[urse]
Tell the name server to query other servers if it does not have the information.
The default is recurse.

ret [ ry | =count
Set the number of times to retry a request before giving up to count. When a
reply to a request is not received within a certain amount of time (changed
with set timeout), the request will be re-sent. The default value of count is
2

ro[ot | =host
Change the name of the root server to host. This affects the root command.
The default root serverisns.nic.ddn.mil.

t [ imeout | ] =interval
Change the timeout interval for a reply to interval seconds. The default interval
is 10 seconds.

[no]v[c]
Always use a virtual circuit when sending requests to the server. The default
is novec.

DIAGNOSTICS
If the lookup request was not successful, an error message will be printed. The pos-
sible errors are:

Time-out
The server did not respond to a request after a certain amount of time
(changed with set timeout=wvalue) and a certain number of retries
(changed with set retry=uvalue).

No information
Depending on the query type set with the set querytype command, no
information about the host was available, but the host name is valid.

Non-existent domain
The host or domain name does not exist.

Connection refused

Network is unreachable
The connection to the name or finger server could not be made at the
current time. This error commonly occurs with finger requests.

Server failure
The name server found an internal inconsistency in its database and could
not return a valid answer.

Refused
The name server refused to service the request.

The following error should not occur: this indicates a bug in the program.

Format error
The name server found that the request packet was not in the proper for-
mat.
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FILES

/etc/resolv.conf initial domain name and name server addresses.
SEE ALSO

named(1M), resolver(3N), resolv.conf(4).

RFC 1035, RFC 1183.
NOTES

The root server does not have information about ucla.edu, but knows the names
and addresses of hosts that do. Once located by the root server, all future queries
will be sent to the UCLA name server.

The host behavior depends of the state of the set options domain, srchlist, def-
name, and search.
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NAME

nsquery - Remote File Sharing name server query

SYNOPSIS

nsquery [-h] [name]

DESCRIPTION

nsquery provides information about resources available to the host from both the
local domain and from other domains. All resources are reported, regardless of
whether the host is authorized to access them. When used with no options,
nsquery identifies all resources in the domain that have been advertised as shar-
able. A report on selected resources can be obtained by specifying name, where
name is:

nodename The report will include only those resources available from
nodename.

domain. The report will include only those resources available from
domain.

domain.nodename The report will include only those resources available from
domain.nodename.
nn

When the name does not include the delimiter ", it will be interpreted as a
nodename within the local domain. If the name ends with a delimiter ".", it will be
interpreted as a domain name.

The information contained in the report on each resource includes its advertised
name (domain.resource), the read/write permissions, the server (nodename.domain)
that advertised the resource, and a brief textual description.

When -h is used, the header is not printed.

A remote domain must be listed in your rfmaster file in order to query that
domain.

EXIT STATUS

If no entries are found when nsquery is executed, the report header is printed.

SEE ALSO

NOTES

10/92

adv(1M), unaav(lM), rfmaster(4)

If your host cannot contact the domain name server, an error message will be sent
to standard error.
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NAME
od - octal dump

SYNOPSIS
od [ -bcDdFtooSsvxx ] [file] [ [ + Joffset[ . 1 b]]

DESCRIPTION
od displays file in one or more formats, as selected by the first argument. If the first
argument is missing, -o is default. If no file is specified, the standard input is used.
For the purposes of this description, "word" refers to a 16-bit unit, independent of
the word size of the machine; "long word" refers to a 32-bit unit, and "double long
word" refers to a 64-bit unit. The meanings of the format options are:

-b  Interpret bytes in octal.

e Interpret bytes as single-byte characters. Multibyte characters are treated as
non-graphic characters. Certain non-graphic characters appear as C-
language escapes: null=\0, backspace=\b, form-feed=\f, new-line=\n,
return=\r, tab=\t; others appear as 3-digit octal numbers. For example:

echo "hello world" | od -c
0000000 h e 1 1 o w o r 1 d \n
0000014

-D  Interpret long words in unsigned decimal.
-d  Interpret words in unsigned decimal.

-F  Interpret double long words in extended precision.
-f  Interpret long words in floating point.

-0  Interpret long words in unsigned octal.

-o  Interpret words in octal.

-S  Interpret long words in signed decimal.
-s  Interpret words in signed decimal.

-v  Show all data (verbose).

-X  Interpret long words in hex.

-x  Interpret words in hex.

offset specifies an offset from the beginning of file where the display will begin. The
value of the offset argument must be specified in bytes. offset is normally interpreted
as octal bytes. If . is appended, offset is interpreted in decimal. If x is appended,
offset is interpreted in hexadecimal. If b is appended, offset is interpreted in blocks of
512 bytes. If file is omitted, offset must be preceded by +.

The display continues until an end-of-file is reached.

INTERNATIONAL FUNCTIONS
od can process characters from supplementary code sets.
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NAME

offline - take a processor offline
SYNOPSIS

offline [-v] [processor-id .. .]
DESCRIPTION

offline takes each processor that is specified on the command line offline. If no
processors are specified, all processors in the system are taken offline. In either
case, some processors may not be taken offline because of hardware restrictions. At
least one processor must remain online at all times. Processors that have bound
processes can not be taken offline. If the -v flag is specified, the status of the pro-
cessor is displayed before and after the attempt to take it offline.

SEE ALSO
online(1M), p_online(2)

NOTES
This command may not be supported in future releases.
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NAME

online - bring a processor online
SYNOPSIS

online [-v] [processor-id . ..]
DESCRIPTION

online brings each processor that is specified on the command line online. If no
processors are listed, all processors are brought online. If the -v flag is specified,
the status of the processor is displayed before and after the attempt to turn it on.

SEE ALSO
offline(1M), p_online(2)

NOTES
This command may not be supported in future releases.

10/92 Page 1



pack(1) (Directory and File Management Utilities) pack (1)

NAME

pack, pcat, unpack - compress and expand files

SYNOPSIS

pack[-][-f ] name...
pcat name ...

unpack name ...

DESCRIPTION
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pack attempts to store the specified files in a compressed form. Wherever possible
(and useful), each input file name is replaced by a packed file name . z with the same
access modes, access and modified dates, and owner as those of name. The -f
option will force packing of name. This is useful for causing an entire directory to
be packed even if some of the files will not benefit. If pack is successful, name will
be removed. Packed files can be restored to their original form using unpack or
pcat.

pack uses Huffman (minimum redundancy) codes on a byte-by-byte basis. If the -
argument is used, an internal flag is set that causes the number of times each byte is
used, its relative frequency, and the code for the byte to be printed on the standard
output. Additional occurrences of - in place of name will cause the internal flag to
be set and reset.

The amount of compression obtained depends on the size of the input file and the
character frequency distribution. Because a decoding tree forms the first part of
each .z file, it is usually not worthwhile to pack files smaller than three blocks,
unless the character frequency distribution is very skewed, which may occur with
printer plots or pictures.

Typically, text files are reduced to 60-75% of their original size. Load modules,
which use a larger character set and have a more uniform distribution of characters,
show little compression, the packed versions being about 90% of the original size.

pack returns a value that is the number of files that it failed to compress.
No packing will occur if:

the file appears to be already packed;

the file name has more than 12 characters;

the file has links;

the file is a directory;

the file cannot be opened;

no disk storage blocks will be saved by packing;
a file called name. z already exists;

the . z file cannot be created;

an I/O error occurred during processing.

The last segment of the file name must contain no more than 12 characters to allow
space for the appended . z extension. Directories cannot be compressed.
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pcat does for packed files what cat(1) does for ordinary files, except that pcat can-
not be used as a filter. The specified files are unpacked and written to the standard
output. Thus to view a packed file named name. z use:

pcat name.z
or just:
pcat name

To make an unpacked copy, say nnn, of a packed file named name. z (without des-
troying name. z) use the command:

pcat name >nnn
pcat returns the number of files it was unable to unpack. Failure may occur if:

the file name (exclusive of the . z) has more than 12 characters;
the file cannot be opened;
the file does not appear to be the output of pack.

unpack expands files created by pack. For each file name specified in the command,
a search is made for a file called name. z (or just name, if name ends in . z). If this file
appears to be a packed file, it is replaced by its expanded version. The new file has
the .z suffix stripped from its name, and has the same access modes, access and
modification dates, and owner as those of the packed file.

Unpack returns a value that is the number of files it was unable to unpack. Failure
may occur for the same reasons that it may in pcat, as well as for the following:

a file with the “unpacked’”” name already exists;
if the unpacked file cannot be created.

SEE ALSO
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cat(1), compress(1).
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NAME

pagesize - display the size of a page of memory
SYNOPSIS

/usr/ucb/pagesize

DESCRIPTION
pagesize prints the size of a page of memory in bytes, as returned by get-
pagesize. This program is useful in constructing portable shell scripts.

SEE ALSO
getpagesize(3)
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NAME

passmgmt - password files management

SYNOPSIS

passmgmt -a options name
passmgmt -m options name
passmgmt -d name

DESCRIPTION
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The passmgmt command updates information in the password files. This com-
mand works with both /etc/passwd and /etc/shadow.

passmgmt -a adds an entry for user name to the password files. This command
does not create any directory for the new user and the new login remains locked
(with the string *LK* in the password field) until the passwd(1) command is exe-
cuted to set the password.

passmgmt -m modifies the entry for user name in the password files. The name
field in the /etc/shadow entry and all the fields (except the password field) in the
/etc/passwd entry can be modified by this command. Only fields entered on the
command line will be modified.

passmgmt -d deletes the entry for user name from the password files. It will not
remove any files that the user owns on the system; they must be removed manu-
ally.

The following options are available:

-c comment A short description of the login. It is limited to a maximum of 128
characters and defaults to an empty field.

~h homedir ~ Home directory of name. It is limited to a maximum of 256 characters
and defaults to /usr/name.

-u uid UID of the name. This number must range from 0 to the maximum
non-negative value for the system. It defaults to the next available
UID greater than 99. Without the -o option, it enforces the unique-

ness of a UID.

-o This option allows a UID to be non-unique. It is used only with the
-u option.

~-g gid GID of the name. This number must range from 0 to the maximum

non-negative value for the system. The default is 1.

-s shell Login shell for name. It should be the full pathname of the program
that will be executed when the user logs in. The maximum size of
shell is 256 characters. The default is for this field to be empty and to
be interpreted as /usr/bin/sh.

-1 logname
This option changes the name to logname. It is used only with the -m
option.

The total size of each login entry is limited to a maximum of 511 bytes in each of the
password files.
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FILES
/etc/passwd,
/etc/shadow,
/etc/opasswd,
/etc/oshadow

SEE ALSO
useradd(1M), userdel(1M), usermod(1M), passwd(1), passwd(4), shadow(4)

DIAGNOSTICS
The passmgmt command exits with one of the following values:

0 Success.

1 Permission denied.

2 Invalid command syntax. Usage message of the passmgmt command
will be displayed.

3 Invalid argument provided to option.

4 UID in use.

5 Inconsistent password files (for example, name is in the /etc/passwd

file and not in the /etc/shadow file, or vice versa).
Unexpected failure. Password files unchanged.
Unexpected failure. Password file(s) missing.
Password file(s) busy. Try again later.

Nl BN B N

name does not exist (if -m or -d is specified), already exists (if -a is
specified), or logname already exists (if -m -1 is specified).
NOTES
You cannot use a colon or carriage return as part of an argument because it is inter-
preted as a field separator in the password file.

This command will be removed in a future release. Its functionality has been

replaced and enhanced by useradd, userdel, and usermod. These commands are
currently available.
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NAME

passwd - change login password and password attributes

SYNOPSIS

passwd [ login_name ]

passwd[ -1 | -d][-£][ -nmin][ -xmax ][ -wwarn ] login_name
passwd -s [ -a]

passwd -s [ login_name ]

DESCRIPTION
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The passwd command changes the password or lists password attributes associ-
ated with the user’s login_name. Additionally, privileged-users may use passwd to
install or change passwords and attributes associated with any login_name.

If login_name is not specified, passwd uses getlogin() to obtain the user’s
login_name from /etc/utmp. If the user has obtained a shell on the system in a way
that does not create a login_name entry in /etc/utmp, passwd will return a usage
error when invoked without login_name specified.

If the user has used su(1) to change to a new name, passwd will return Permission
denied when invoked without login_name specified.

When used to change a password, passwd prompts ordinary users for their old
password, if any. It then prompts for the new password twice. When the old pass-
word is entered, passwd checks to see if it has “aged” sufficiently. If aging is
insufficient, passwd terminates [see shadow(4)].

Assuming aging is sufficient, a check is made to ensure that the new password
meets construction requirements. When the new password is entered a second
time, the two copies of the new password are compared. If the two copies are not
identical the cycle of prompting for the new password is repeated for at most two
more times.

Passwords must be constructed to meet the following requirements:

Each password must have at least six characters. Only the first eight charac-
ters are significant. PASSLENGTH is found in /etc/default/passwd and
is set to 6.

Each password must contain at least two alphabetic characters and at least
one numeric or special character. In this case, ““alphabetic”’ refers to all
upper or lower case letters.

Each password must differ from the user’s login_name and any reverse or cir-
cular shift of that login_name. For comparison purposes, an upper case
letter and its corresponding lower case letter are equivalent.

New passwords must differ from the old by at least three characters. For
comparison purposes, an upper case letter and its corresponding lower case
letter are equivalent.

Super-users (for example, real and effective UID equal to zero) [see id(1M) and
su(IM)] may change any password; hence, passwd does not prompt privileged-
users for the old password. Privileged-users are not forced to comply with pass-
word aging and password construction requirements. A privileged-user can create
a null password by entering a carriage return in response to the prompt for a new
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password. (This differs from passwd -d because the “password” prompt will still
be displayed.)

Any user may use the -s option to show password attributes for his or her own
login_name.
The format of the display will be:
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login_name status mm/dd/yy min max warn

or, if password aging information is not present,

login_name status

where
login_name
status

mm/dd/fyy

min

max

warn

The login ID of the user.

The password status of login_name: PS stands for passworded or
locked, LK stands for locked, and NP stands for no password.

The date password was last changed for login_name. (Note that all
password aging dates are determined using Greenwich Mean Time
and, therefore, may differ by as much as a day in other time zones.)

The minimum number of days required between password changes
for login_name. MINWEEKS is found in /etc/default/passwd and is
set to NULL.

The maximum number of days the password is valid for login_name.
MAXWEEKS is found in /etc/default/passwd and is set to NULL.

The number of days relative to max before the password expires that
the login_name will be warned. WARNWEEKS is found in
/etc/default/passwd and is the number of weeks before password
expiration when the user should start being warned.

Only a privileged-user can use the following options:

Locks password entry for login_name.

Deletes password for login_name. The login_name will not be prompted
for password.

Set minimum field for login_name. The min field contains the minimum
number of days between password changes for login_name. If min is
greater than max, the user may not change the password. Always use
this option with the -x option, unless max is set to -1 (aging turned off).
In that case, min need not be set.

Set maximum field for login_name. The max field contains the number of
days that the password is valid for login_name. The aging for login_name
will be turned off immediately if max is set to -1. If it is set to 0, then the
user is forced to change the password at the next login session and
aging is turned off.

Set warn field for login_name. The warn field contains the number of
days before the password expires that the user will be warned.
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-a Show password attributes for all entries. Use only with -s option;
login_name must not be provided.
-f Force the user to change password at the next login by expiring the
password for login_name.
FILES
/etc/shadow, /etc/passwd, /etc/oshadow
DIAGNOSTICS
The passwd command exits with one of the following values:
0 SUCCESS.
1 Permission denied.
2 Invalid combination of options.
3 Unexpected failure. Password file unchanged.
4 Unexpected failure. Password file(s) missing.
5 Password file(s) busy. Try again later.
6 Invalid argument to option.
SEE ALSO

id(1M), login(l), passmgmt(1M), pwconv(IM), su(IM), useradd(1M),
userdel(1M), usermod(1M), crypt(3C), passwd(4), shadow(4).
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NAME

paste - merge same lines of several files or subsequent lines of one file

SYNOPSIS

paste - |filel -Ifile2 ...
paste -dlist - |filel - |file2...
paste -s [-dlist] - Ifilel ...

DESCRIPTION

In the first two forms, paste concatenates corresponding lines of the given input
files filel, file2, etc. It treats each file as a column or columns of a table and pastes
them together horizontally (parallel merging). paste is the counterpart of cat(1)
which concatenates vertically, that is, one file after the other. In the last form
above, paste replaces the function of an older command with the same name by
combining subsequent lines of the input file (serial merging). If more than one file
is specified with the -s option, paste(l) concatenates the merged files one below
the other. In all cases, lines are glued together with the tab character, or with char-
acters from an optionally specified list. Output is to the standard output, so it can
be used as the start of a pipe, or as a filter, if - is used in place of a filename.

The meanings of the options are:

-d Without this option, the newline characters of each but the last file (or last
line in case of the -s option) are replaced by a tab character. This option
allows replacing the tab character by one or more alternate characters (see
below).

list One or more characters immediately following -d replace the default tab as
the line concatenation character. The list is used sequentially and circularly:
first, the first element on the list is used to concatenate the lines, then the
next, and so on; when all elements have been used, the list is reused starting
from the first element. In parallel merging (that is, no -s option), the lines
from the last file are always terminated with a newline character, not from
the list. The list may contain the special escape sequences: \n (newline), \t
(tab), \\ (backslash), and \0 (empty string, not a null character). Quoting
may be necessary, if characters have special meaning to the shell (e.g., to get
one backslash, use -d \\\\ """ ). Characters from supplementary code sets
can be specified for list.

-s Merge subsequent lines rather than one from each input file. Use tab for
concatenation, unless a list is specified with the -d option. Regardless of
the list, the very last character of the file is forced to be a newline.

- May be used in place of any filename, to read a line from the standard input.
(There is no prompting.)

EXAMPLES
ls | paste -a* " - lists directory in one column
ls | paste - - - - lists directory in four columns
paste -d"\t\n" filel file2 lists filel in column 1 and file2 in column 2; the
columns are separated by a tab
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paste -s -d"\t\n" filelfile2 merges pairs of subsequent lines first in filel, then
in file2; concatenates the merged file2 below filel

DIAGNOSTICS
line too long Output lines are restricted to 511 characters.
too many files Except for -s option, no more than 12 input files may be

specified.
INTERNATIONAL FUNCTIONS

paste can process characters from supplementary code sets as well as ASCII charac-
ters.

SEE ALSO
cut(1), grep(1), pr(1).

Page 2 10/92



pathconv (1F) (Form and Menu Language Interpreter Utilities) pathconv (1F)

NAME
pathconv - search FMLI criteria for filename

SYNOPSIS
pathconv [-£] [-v alias]
pathconv [-t][-1] [-nnum] [-v string]

DESCRIPTION
The pathconv function converts an alias to its pathname. By default, it takes the
alias as a string from stdin.

-f If -f is specified, the full path will be returned (this is the default).

-t If -t is specified, pathconv will truncate a pathname specified in string in
a format suitable for display as a frame title. This format is a shortened
version of the full pathname, created by deleting components of the path
from the middle of the string until it is under DISPLAYW - 6 characters in
length, and then inserting ellipses (. . .) between the remaining pieces.
Ellipses are also used to show truncation at the ends of the strings if neces-
sary, unless the -1 option is given.

-1 If -1 is specified, < and > will be used instead of ellipses (.. .) to
indicate truncation at the ends of the string generated by the -t
option. Truncation in the middle of the string is still indicated
with ellipses. Using -1 allows display of the longest possible
string while still notifying users it has been truncated.

-nnum If -n is specified, num is the maximum length of the string (in
characters) generated by the -t option. The argument num can be
any integer from 1 to 255.

-varg If the -v option is used, then alias or string can be specified when
pathconv is called. The argument alias must be an alias defined in the
alias_file named when fmli was invoked. The argument string can only be
used with the -t option and must be a pathname.

EXAMPLES
Here is a menu descriptor that uses pathconv to construct the menu title. It
searches for MYPATH in the alias_file named when fmli was invoked:

menu="pathconv -v MYPATH/ls®

where there is a line in alias_file that defines MYPATH. For example,
MYPATH=$HOME/bin: /usr/bin.

Here is a menu descriptor that takes alias from stdin.
menu="echo MYPATH/ls | pathconv’
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SEE ALSO
fm1i(1)
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NAME
pbind - bind a process to a processor

SYNOPSIS
pbind -b processor-id pid . . .
pbind -upid...
pbind -q[pid...]

DESCRIPTION
If the -b option is specified, pbind binds the processes specified by the process ID
(pid) arguments to the processor specified by processor-id. Processes that are bound
to a processor will run only on that processor, except briefly when the process
requires a resource that only another processor can provide. The processor may run
other processes in addition to those which are bound to it.
If there are already processes exclusively bound to the specified processor (for
example, by pexbind), the pbind command will fail.
If a process specified by pid is already bound to a different processor, the binding
for that process shall be changed to the specified processor. If, however, a process
specified by pid is bound exclusively (for example, by pexbind) the pbind com-
mand will fail.
If the -u option is specified, any binding will be removed for the specified
processes.
Users can control only those processes they own unless the user is a super-user.
If the -q option is specified, pbind displays binding information for the specified
pids. If no pids are specified, ppind displays binding information for the entire sys-
tem.

NOTES
The format of the output displayed by pbind -g may change significantly in a
future release. Applications and shell scripts should not depend on this format.

SEE ALSO
pexbind(1M)
processor_bind(2) in the Programmer’s Supplement
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NAME

pexbind - exclusively bind processes to a processor

SYNOPSIS

pexbind -b processor-id pid . . .
pexbind -upid...
pexbind -qg[pid...]

DESCRIPTION

NOTES

If the -b option is specified pexbind exclusively binds the process(es) specified by
the pid arguments to the processor specified by processor-id. Processes that are
exclusively bound to a processor will execute only on that processor. However, an
exclusively bound process will execute briefly on another processor if the process
requires a resource that only that other processor can provide. In general, the pro-
cessor will execute only those processes that are exclusively bound to it. However,
the processor can briefly execute other processes in the system if it must provide a
resource to the other processes that no other processor can provide.

If there are already processes bound to the specified processor, either exclusively or
non-exclusively, the pexbind (1M) command will fail. Note, to exclusively bind
several processes to a processor, all processes must be specified in one invocation of
pexbind.

If a process specified by pid is already exclusively bound to a different processor,
the exclusive binding for that process will be changed to the specified processor. If,
however, a process specified by pid is bound non-exclusively (for example, with
pbind) the previous non-exclusive binding will remain in effect for that process
(the pexbind call will have no effect on that process).

If the —u option is specified, any exclusive binding will be removed for the specified
processes.

Only the super-user can change the exclusive binding of processes using the
pexbind command.

If the - option is specified, pexbind displays exclusive binding information for
the specified pids. If no pids are specified, pexbind displays exclusive binding
information for the entire system.

This command may not be supported in future releases. The format of the output
displayed by pexbind -g may change significantly in a future release. Applica-
tions and shell scripts should not depend on this format.

SEE ALSO
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pbind(1M)
processor_bind(2) in the Programmer’s Supplement

Page 1



pfmt (1) (Essential Utilities) pfmt (1)

NAME

pfmt - display error message in standard format
SYNOPSIS

pfmt [-1label] [-sseverity] [-gcatalog :msgid] format [args]
DESCRIPTION

pimt uses format for printf style formatting of args. If the -g option is specified,
pfmt retrieves a localized version of the format string from a locale-specific message
database. The output is displayed on stderr.

pfmt encapsulates the output in the standard error message format. The -1label
option specifies the label string to be displayed with the message (e.g. "UX:cat").
label is a character string no more than 25 characters in length; it will be automati-
cally suffixed with a colon (:). When unspecified, no label is displayed as part of
the message.

The -sseverity option specifies the severity string to be displayed with the message.
Acceptable strings include the standard severities in either their print string (i.e.
HALT, ERROR, INFO, WARNING, and "TO FIX") or keyword (ie. halt, error,
info, warn, and action) forms, or any other user-defined string. A user-defined
string will be assigned the integer severity value of 5. The severity will be suffixed
with a colon (:). The ERROR severity will be used if no severity is specified.

The -gcatalog : msgnum option specifies that a localized version of the format should
be retrieved from a message database. catalog is used to indicate the message data-
base that contains the localized version of the format string. catalog must be limited
to 14 characters. These characters must be selected from a set of all characters
values, excluding \0 (null) and the ASCII codes for / (slash) and : (colon).

msgnum is a positive number that indicates the index of the string into the message
database.

If the catalog does not exist in the current locale (identified by the LC_MESSAGES or
LANG environment variables), or if the message number is out of bound, pfmt will
attempt to retrieve the message from the C locale. If this second retrieval fails,
pfmt uses the format string as passed on the command line.

pfmt will output Message not found!!\n as format string if catalog is not a valid
catalog name, or if msgnum is not a valid number.

STANDARD ERROR MESSAGE FORMAT
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pfmt displays error messages in the following format:
label : severity: text

If no label was defined using the -1label option, the message is displayed in the for-
mat:
severity: text

If pfmt is called twice to display an error message and a helpful action or recovery
message, the output can look like:

label : severity: text

label: TO FIX: text
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ERRORS
Upon success, pfmt exits with code 0. Upon failure, pfmt exits with the following
codes:
1 write error.
3 syntax error.
EXAMPLE
pfmt -1 UX:test -s error "Syntax error\n"
displays the message:
UX:test: ERROR: Syntax error
SEE ALSO

environ(5), gettxt(1), Ifmt(1), pfmt(3C), printf(1),
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NAME
pg - file perusal filter for CRTs

SYNOPSIS
pg [ -number | [ -p string | [ -cefnrs | [ +linenumber | [ +/pattern/ ][ file... ]

DESCRIPTION
The pg command is a filter that allows the examination of files one screenful at a
time on a CRT. (If no file is specified or if it encounters the file name -, pg reads
from standard input.) Each screenful is followed by a prompt. If the user types a
carriage return, another page is displayed; other possibilities are listed below.

This command is different from previous paginators in that it allows you to back
up and review something that has already passed. The method for doing this is
explained below.

To determine terminal attributes, pg scans the terminfo(4) data base for the termi-
nal type specified by the environment variable TERM. If TERM is not defined, the ter-
minal type dumb is assumed.

The command line options are:

-number An integer specifying the size (in lines) of the window that pg is to
use instead of the default. (On a terminal containing 24 lines, the
default window size is 23).

e Home the cursor and clear the screen before displaying each page.
This option is ignored if clear_screen is not defined for this termi-
nal type in the terminfo(4) data base.

-e Causes pg not to pause at the end of each file.

-f Normally, pg splits lines longer than the screen width, but some
sequences of characters in the text being displayed (for example,
escape sequences for underlining) generate undesirable results. The
~-f option inhibits pg from splitting lines.

-n Normally, commands must be terminated by a <newline> character.
This option causes an automatic end of command as soon as a com-
mand letter is entered.

-p string Causes pg to use string as the prompt. If the prompt string contains a
%d, the first occurrence of %3’ in the prompt will be replaced by the
current page number when the prompt is issued. The default prompt
string is “’:”’.

-r Restricted mode. The shell escape is disallowed. pg will print an
error message but does not exit.

-s Causes pg to print all messages and prompts in standout mode (usu-
ally inverse video).

+linenumber Start up at linenumber.
+/pattern/  Start up at the first line containing the regular expression pattern.

The responses that may be typed when pg pauses can be divided into three
categories: those causing further perusal, those that search, and those that modify
the perusal environment.
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Commands that cause further perusal normally take a preceding address, an option-
ally signed number indicating the point from which further text should be
displayed. This address is interpreted in either pages or lines depending on the com-
mand. A signed address specifies a point relative to the current page or line, and an
unsigned address specifies an address relative to the beginning of the file. Each
command has a default address that is used if none is provided.

The perusal commands and their defaults are as follows:

(+1)<newline> or <blank>
This causes one page to be displayed. The address is specified in
pages.

+1)1 With a relative address this causes pg to simulate scrolling the screen,
forward or backward, the number of lines specified. With an absolute

address this command prints a screenful beginning at the specified
line.

(+1) dor "D Simulates scrolling half a screen forward or backward.
if Skip i screens of text.

iz Same as <newline> except that i, if present, becomes the new default
number of lines per screenful.

The following perusal commands take no address.

.or L Typing a single period causes the current page of text to be
redisplayed.

$ Displays the last windowful in the file. Use with caution when the
input is a pipe.
The following commands are available for searching for text patterns in the text.

The regular expressions described in ed(1) are available. They must always be ter-
minated by a <newline>, even if the -n option is specified.

i/pattern/  Search forward for the ith (default i=1) occurrence of pattern. Search-
ing begins immediately after the current page and continues to the
end of the current file, without wrap-around.

i"pattern”™

i?pattern?  Search backwards for the ith (default i=1) occurrence of pattern.
Searching begins immediately before the current page and continues
to the beginning of the current file, without wrap-around. The " nota-
tion is useful for Adds 100 terminals which will not properly handle
the 2.

After searching, pg will normally display the line found at the top of the screen.
This can be modified by appending m or b to the search command to leave the line
found in the middle or at the bottom of the window from now on. The suffix t can
be used to restore the original situation.

The user of pg can modify the environment of perusal with the following com-
mands:
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in Begin perusing the ith next file in the command line. The 7 is an unsigned
number, default value is 1.

ip Begin perusing the ith previous file in the command line. 7 is an unsigned
number, default is 1.

iw Display another window of text. If i is present, set the window size to i.

s filename

Save the input in the named file. Only the current file being perused is
saved. The white space between the s and filename is optional. This com-
mand must always be terminated by a <newline>, even if the -n option is
specified.
h Help by displaying an abbreviated summary of available commands.
gorQ Quit pg.
! command
Command is passed to the shell, whose name is taken from the SHELL
environment variable. If this is not available, the default shell is used. This
command must always be terminated by a <newline>, even if the -n option
is specified.
At any time when output is being sent to the terminal, the user can hit the quit key
(normally CTRL-\) or the interrupt (break) key. This causes pg to stop sending out-
put, and display the prompt. The user may then enter one of the above commands
in the normal manner. Unfortunately, some output is lost when this is done,
because any characters waiting in the terminal’s output queue are flushed when the
quit signal occurs.

If the standard output is not a terminal, then pg acts just like cat(1), except that a
header is printed before each file (if there is more than one).

EXAMPLE
The following command line uses pg to read the system news:

news | pg -p "(Page 3%d):"

FILEs /usr/share/lib/terminfo/?/* terminal information database

/tmp/pg* temporary file when input is from a pipe
SEE ALSO

ed(1), grep(1l), more(1), terminfo(4).
NOTES

While waiting for terminal input, pg responds to BREAK, DEL, and CTRL-\ by ter-
minating execution. Between prompts, however, these signals interrupt pg’s
current task and place the user in prompt mode. These should be used with cau-
tion when input is being read from a pipe, since an interrupt is likely to terminate
the other commands in the pipeline.

The terminal /, *, or ? may be omitted from the searching commands.
If terminal tabs are not set every eight positions, undesirable results may occur.
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When using pg as a filter with another command that changes the terminal 1/0
options, terminal settings may not be restored correctly.

INTERNATIONAL FUNCTIONS

pg can process files containing characters from supplementary code sets. Searches
are performed on characters, not on individual bytes.

The prompt string with option -p can include characters from supplementary code
sets.
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NAME
pinfo - get information about processors

SYNOPSIS
pinfo [-v] [processor-id . . .]

DESCRIPTION
pinfo displays information about the processors named in the command line by
their processor-ids. If no processors are specified, information is displayed about all
processors in the system. The online/offline status of the processor is displayed. If
the processor is online and the -v flag is specified, the type of the processor is also
displayed, along with the clock rate (in megahertz) of the processor, and the types
of any floating point units attached to the processor.

SEE ALSO
processor_info(2) in the Programmer’s Supplement

NOTES
This command may not be supported in future releases.
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NAME

ping - send ICMP ECHO_REQUEST packets to network hosts

SYNOPSIS

/usr/sbin/ping host [ timeout ]
/usr/sbin/ping -s [ -1rRv ] host [ packetsize ] [ count ]

DESCRIPTION

ping utilizes the ICMP protocol’s ECHO_REQUEST datagram to elicit an ICMP
ECHO_RESPONSE from the specified host or network gateway. If host responds, ping
will print host is alive on the standard output and exit. Otherwise after timeout
seconds, it will write no answer from host. The default value of timeout is 20
seconds.

When the -s flag is specified, ping sends one datagram per second, and prints one
line of output for every ECHO_RESPONSE that it receives. No output is produced if
there is no response. In this second form, ping computes round trip times and
packet loss statistics; it displays a summary of this information upon termination or
timeout. The default datagram packet size is 64 bytes, or you can specify a size
with the packetsize command-line argument. If an optional count is given, ping
sends only that number of requests.

When using ping for fault isolation, first ping the local host to verify that the local
network interface is running.

OPTIONS

-1 Loose source route. Use this option in the IP header to send the packet to the
given host and back again. Usually specified with the -R option.

-r Bypass the normal routing tables and send directly to a host on an attached
network. If the host is not on a directly-attached network, an error is
returned. This option can be used to ping a local host through an interface
that has been dropped by the router daemon [see routed(1M)].

-R Record route. Sets the IP record route option, which will store the route of
the packet inside the IP header. The contents of the record route will only
be printed if the -v option is given, and only be set on return packets if the
target host preserves the record route option across echos, or the -1 option
is given.

-v Verbose output. List any ICMP packets, other than ECHO_RESPONSE, that are
received.

SEE ALSO
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ifconfig(IM), netstat(IM), rpcinfo(1M), icmp(7)
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NAME
pkgadd - transfer software package to the system

SYNOPSIS
pkgadd [-d device] [-r response] [-n] [-a admin] [pkginst1 [pkginst2[ ...]]1]

pkgadd -s spool [-d device] [pkginst1 [pkginst2| ...]]]

DESCRIPTION
pkgadd transfers the contents of a software package from the distribution medium
or directory to install it onto the system. Used without the -d option, pkgadd looks
in the default spool directory for the package (var/spool/pkg). Used with the -s
option, it reads the package to a spool directory instead of installing it.

-d Installs or copies a package from device. device can be a full path name to
a directory or the identifiers for cartridge tape or removable disk (for
example, /var/tmp, /dev/ctapel, or ctapel). It can also be the device
alias. See putdev(1M) for information on device aliases.

-r Identifies a file or directory, response, which contains output from a pre-
vious pkgask session. This file supplies the interaction responses that
would be requested by the package in interactive mode. response must
be a full pathname. See “NOTES” below.

-n Installation occurs in non-interactive mode. The default mode is
interactive.
-a Defines an installation administration file, admin, to be used in place of

the default administration file. The token none overrides the use of any
admin file, and thus forces interaction with the user. Unless a full path
name is given, pkgadd looks in the /var/sadm/install/admin direc-
tory for the file. See admin(4) for more information.

pkginst Specifies the package instance or list of instances to be installed. The
token all may be used to refer to all packages available on the source
medium. The format pkginst.* can be used to indicate all instances of a

package.
-s Reads the package into the directory spool instead of installing it.
When executed without options, pkgadd uses var/spool/pkg (the default spool
directory).
EXIT CODES
The following are successful exit codes:
0 No reboot is necessary.
10 Reboot is necessary after installation of other packages.
20 Reboot is necessary immediately.

Exit codes other than those shown above indicate various errors.

NOTES
When transferring a package to a spool directory, the -r, -n, and -a options cannot
be used.
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The -r option can be used to indicate a directory name as well as a filename. The
directory can contain numerous response files, each sharing the name of the package
with which it should be associated. This would be used, for example, when adding
multiple interactive packages with one invocation of pkgadd. Each package would
need a response file. If you create response files with the same name as the package
(i.e. packagel and package2), provide the name of the directory in which these files
reside after the -r.

The -n option will cause the installation to halt if any interaction is needed to com-
plete it.

SEE ALSO

Page 2

pkgask(1M), pkgchk(1M), pkgmk(l), pkgparam(l), pkgproto(l), pkgrm(1M),
pkgtrans(1), putdev(1M), removef(1M), adnin(4), pkginfo(4).
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NAME

pkgask - stores answers to a request script

SYNOPSIS

pkgask [-d device] -t response pkginst [pkginst [...]]

DESCRIPTION

NOTES

pkgask allows the administrator to store answers to an interactive package (one
with a request script). Invoking this command generates a response file that is then
used as input at installation time. The use of this response file avoids any interaction
from occurring during installation since the file already contains all of the informa-
tion the package needs.

-d Runs the request script for a package on device. device can be a directory
pathname or the identifiers for a tape, (for example, /var/tmp,
/dev/rmt /ctapel, and /dev/dsk/c8d0s0). The default device is the
installation spool directory.

-r Identifies a file or directory, which should be created to contain the
responses to interaction with the package. The name must be a full
pathname. The file, or directory of files, can later be used as input to the
pkgadd command.

pkginst  Specifies the package instance or list of instances for which request
scripts will be created. The token all may be used to refer to all pack-
ages available on the source medium.

The -r option can be used to indicate a directory name as well as a filename. The
directory name is used to create numerous response files, each sharing the name of
the package with which it should be associated. This would be used, for example,
when you will be adding multiple interactive packages with one invocation of
pkgadd. Each package would need a response file. To create multiple response files
with the same name as the package instance, name the directory in which the files
should be created and supply multiple instance names with the pkgask command.
When installing the packages, you will be able to identify this directory to the
pkgadd command.

SEE ALSO
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pkgadd(1M), pkgchk(1l), pkgmk(1l), pkgparam(l), pkgproto(l), pkgtrans(l),
pkgrm(1M), removef(1M), pkginfo(4).
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NAME

pkgchk - check accuracy of installation

SYNOPSIS

pkgchk [-1 | —acfqv] [-nx] [-p pathl[, path2 ...] [-1 file] [pkginst...]
pkgchk -ddevice [-1 |v] [-p pathl[, path2 ...] [-1 file] [pkginst...]

pkgchk -mpkgmap [-e envfile] [-1 | -acfqv] [-nx] [-1 file]
[-p pathl], path2 ..]]

DESCRIPTION
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pkgchk checks the accuracy of installed files or, by use of the -1 option, displays
information about package files. The command checks the integrity of directory
structures and the files. Discrepancies are reported on stderr along with a
detailed explanation of the problem.

The first synopsis defined above is used to list or check the contents and/or attri-
butes of objects that are currently installed on the system. Package names may be
listed on the command line, or by default the entire contents of a machine will be
checked.

The second synopsis is used to list or check the contents of a package which has
been spooled on the specified device, but not installed. Note that attributes cannot
be checked for spooled packages.

The third synopsis is used to list or check the contents and/or attributes of objects
which are described in the indicated pkgmap.

The option definitions are:

-1 Lists information on the selected files that make up a package. It is not
compatible with the a, ¢, £, g, and v options.

-a Audits the file attributes only, does not check file contents. Default is to

check both.

-c Audits the file contents only, does not check file attributes. Default is to
check both.

-f Corrects file attributes if possible. If used with the -x option, it removes

hidden files. When pkgchk is invoked with this option it creates directories,
named pipes, links and special devices if they do not already exist.

-q Quiet mode. Does not give messages about missing files.
-v Verbose mode. Files are listed as processed.
-n Does not check volatile or editable files. This should be used for most post-

installation checking.

-X Searches exclusive directories, looking for files which exist that are not in
the installation software database or the indicated pkgmap file. Exclusive
directories are directories created by and for a package, and no other files
should be in these directories.

-D Only checks the accuracy of the pathname or pathnames listed. pathname
can be one or more pathnames separated by commas (or by white space, if
the list is quoted).
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-1 Reads a list of pathnames from file and compares this list against the instal-
lation software database or the indicated pkgmap file. Pathnames which are
not contained in inputfile are not checked.

-d Specifies the device on which a spooled package resides. device can be a
directory pathname or the identifiers for tape, floppy disk or removable disk
(for example, /var/tmp or /dev/rmt/ctapel).

-m Requests that the package be checked against the pkgmap file pkgmap.

-e Requests that the pkginfo file named as envfile be used to resolve parameters
noted in the specified pkgmap file.

pkginst
Specifies the package instance or instances to be checked. The format
pkginst . * can be used to check all instances of a package. The default is to
display all information about all installed packages.

SEE ALSO
pkgadd(1M), pkgask(IM), pkgrm(1M), pkgtrans(l), pkginfo(4), pkomap(4).
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NAME
pkginfo - display software package information
SYNOPSIS
pkginfo [-q] [-x |-1][-p |-i] [-a arch] [-v version]
[-c categoryl, [category2[, ...]11] [pkginst[, pkginst[, ...]]]
pkginfo -d device [-q] [-x | -1] [-a arch] [-v wversion]
[-c categoryl, [category2|, ...]1]1] [pkginst[, pkginst[, ...]]1]
DESCRIPTION

pkginfo displays information about software packages that are installed on the

system (as requested in the first synopsis) or that reside on a particular device or

directory (as requested in the second synopsis). A package is a collection of related
files and executables that can be independently installed.

When run without options, pkginfo displays one line of information about every

installed package (whether installed completely or partially). The information

displayed includes the primary category, package instance, and name of the pack-

age. For UNIX software packages produced before UNIX System V Release 4,

pkginfo displays only the package name and abbreviation. For XENIX software

packages, pkginfo identifies the package as a XENIX software package and
displays only the package name and abbreviation.

The -p and -1 options are meaningless if used in conjunction with the -d option.

The -p and -1 options are mutually exclusive. The -x and -1 options are mutually

exclusive.

The options for this command are:

-q Do not list any information. This option overrides the -x, -1, -p, and -1
options. (Can be invoked by a program to query whether or not a pack-
age has been installed.)

-X Extract and display the following information about the specified pack-
age: abbreviation, name, and, if available, architecture and version.

-1 Display a “long format” report (that is, one that includes all available
information) about the specified package(s).

-p Display information only for partially installed packages.

-i Display information only for fully installed packages.

-aarch  Specify the architecture of the package as arch.

-v version Specify the version of the package as version. All compatible versions
can be requested by preceding the version name with a tilde (*). The list
produced by -v will include pre-Release 4 and XENIX software pack-
ages (with which no version numbers are associated). Multiple white
spaces are replaced with a single space during version comparison.

-c category . . .

Display information about packages that belong to category category.
(Categories are defined in the category field of the pkginfo file; see
pkginfo(4) for details.) More than one category may be specified (as
long as they are separated by white space). A package is required to
belong to only one category, however, even when multiple categories
are specified. The package-to-category match is case specific.
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FILES
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pkginst

-d device
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A short string used to designate a package. It is composed of one or
two parts: pkg (an abbreviation for the package name) or, if more than
one instance of that package exists, pkg plus inst (an instance identifier).
(The term ““package instance” is used loosely: it refers to all instantia-
tions of pkginst, even those that do not include instance identifiers.)

The package name abbreviation (pkg) is the mandatory part of pkginst.
[See pkginfo(4).]

The second part (inst), which is required only if you have more than one
instance of the package in question, is a suffix that identifies the
instance. This suffix is either a number (preceded by a period) or any
short mnemonic string you choose. If you do not assign your own
instance identifier when one is required, the system assigns a numeric
one by default. For example, if you have three instances of the Software
Distribution Service package and you do not create your own
mnemonic identifiers (such as old and beta), the system adds the
suffixes .2 and .3 to the second and third packages, automatically.

To indicate all instances of a package, specify inst.*. (When using this
format, enclose the command line in single quotes to prevent the shell
from interpreting the * character.) Use the token all to refer to all pack-
ages available on the source medium.

Display information from packages that reside on device. device can be
(a) the full pathname to a directory (such as /var/tmp), (b) the full
pathname to a device (such as /dev/rmt/* or /dev/dsk/*) [see
intro(7)], or (c) a device alias. The default device is the installation
spool directory (/var/spool/pkg).

An alias is the unique name by which a device is known. (For example,
the alias for a cartridge tape drive might be ctapel.) The name must be
limited in length to 64 characters (DDB_MAXALIAS) and may contain only
alphanumeric characters and/or any of the following special characters:
underscore (_), dollar sign ($), hyphen (-), and period (.). No two dev-
ices in the database may share the same alias.

pkginfo cannot tell if a pre-UNIX System V Release 4 or XENIX software package
is only partially installed. It is assumed that all pre-Release 4 and XENIX software
packages are fully installed.

/var/spool /pkg default spool directory

SEE ALSO
pkgadd(1M), pkgask(1M), pkgchk(1M), pkgrm(1M), pkgtrans(1), pkginfo(4),

intro(7).

10/92



pkgmk (1)

NAME

(Essential Utilities) pkgmk (1)

pkgmk - produce an installable package

SYNOPSIS

pkamk [-o] [-d device] [-r rootpath] [-b basdir] [-1 limit] [-a arch]
[-v version] [-p pstamp] [ - £ prototype] [variable=value . . . | [pkginst]

DESCRIPTION

pkamk produces an installable package to be used as input to the pkgadd command.
The package contents will be in directory structure format.

The command uses the package prototype file as input and creates a pkgmap file.
The contents for each entry in the prototype file is copied to the appropriate out-

put location.

Information concerning the contents (checksum, file size,

modification date) is computed and stored in the pkgmap file, along with attribute
information specified in the prototype file.

-0

-d

-V
b
-f
variable=value

pkginst
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Overwrites the same instance, package instance will be overwrit-
ten if it already exists.

Creates the package on device. device can be a directory pathname
or the identifiers for a tape (for example, /dev/rmt/ctape). The
default device is the installation spool directory.

Ignores destination paths in the prototype file. Instead, uses the
indicated rootpath with the source pathname appended to locate
objects on the source machine.

Prepends the indicated basedir to locate relocatable objects on the
source machine.

Specifies the maximum size in 512 byte blocks of the output dev-
ice as limit. By default, if the output file is a directory or a mount-
able device, pkgmk will employ the df command to dynamically
calculate the amount of available space on the output device.
Useful in conjunction with pkgtrans to create package with
datastream format.

Overrides the architecture information provided in the pkginfo
file with arch.

Overrides version information provided in the pkginfo file with
version.

Overrides the production stamp definition in the pkginfo file
with pstamp.

Uses the file prototype as input to the command. The default
prototype filename is [Pp] rototype.

Places the indicated variable in the packaging environment. [See
prototype(4) for definitions of packaging variables.]

Specifies the package by its instance. An instance can be the pack-
age abbreviation or a specific instance (for example, inst.1).
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NOTES
Architecture information is provided on the command line with the -a option or in
the prototype file. If no architecture information is supplied at all, the output of
uname -mwill be used.

Version information is provided on the command line with the - option or in the
prototype file. If no version information is supplied, a default based on the
current date will be provided.

Command line definitions for both architecture and version override the proto-
type definitions.

SEE ALSO
pkgparam(1l), pkgproto(1), pkgtrans(l).
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NAME

pkgparan - displays package parameter values
SYNOPSIS

pkgparam [-v][-d device] pkginst [param[ . . .]]

pkoparam -f file [-v] [param[ . . .]]
DESCRIPTION

pkgparam displays the value associated with the parameter or parameters
requested on the command line. The values are located in either the pkginfo file
for pkginst or from the specific file named with the - £ option.

One parameter value is shown per line. Only the value of a parameter is given
unless the -v option is used. With this option, the output of the command is in this
format:

parameterl="valuel '

parameter2="value2’
parameter3="value3’

If no parameters are specified on the command line, values for all parameters asso-
ciated with the package are shown.

Options and arguments for this command are:
-V Specifies verbose mode. Displays name of parameter and its value.

-d Specifies the device on which a pkginst is stored. It can be a full pathname
to a directory or the identifiers for tape, floppy disk or removable disk (for
example, /var/tmp, /dev/dsk/f0t, and /dev/dsk/0s2). The default
device is the installation spool directory. If no instance name is given,
parameter information for all packages residing in device is shown.

-f Requests that the command read file for parameter values.

pkginst Defines a specific package instance for which parameter values should be
displayed. The format pkginst.* can be used to indicate all instances of a
package. When using this format, enclose the command line in single
quotes to prevent the shell from interpreting the * character.

param  Defines a specific parameter whose value should be displayed.

ERRORS
If parameter information is not available for the indicated package, the command
exits with a non-zero status.

NOTES
The -f synopsis allows you to specify the file from which parameter values should
be extracted. This file should be in the same format as a pkginfo file. As an exam-
ple, such a file might be created during package development and used while test-
ing software during this stage.

SEE ALSO
installf(1M), pkamk(1), pkgparam(3x), pkgproto(l), pgktrans(l)

10/92 Page 1



pkgproto (1) (Essential Utilities) pkgproto (1)

NAME

pkgproto - generate a prototype file

SYNOPSIS

pkgproto [-i] [-c class] [pathl[=path2] .. .]

DESCRIPTION

NOTES

pkgproto scans the indicated paths and generates a prototype file that may be
used as input to the pkgmk command.

-i Ignores symbolic links and records the paths as ftype=f (a file) versus
ftype=s(symbolic link)

-c Maps the class of all paths to class.

pathl Path of directory where objects are located.

path2 Path that should be substituted on output for pathl.

If no paths are specified on the command line, standard input is assumed to be a
list of paths. If the path listed on the command line is a directory, the contents of
the directory are searched. if input is read from stdin, a directory specified as a
path will not be searched.

path2 could be substituted with an installation parameter to make a relocatable
package.

By default, pkgproto creates symbolic link entries for any symbolic link encoun-
tered (ftype=s). When you use the -i option, pkgproto creates a file entry for
symbolic links (ftype=f). The prototype file would have to be edited to assign
such file types as v (volatile), e (editable), or x (exclusive directory). pkgproto
detects linked files. If multiple files are linked together, the first path encountered
is considered the source of the link.

EXAMPLE
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The following two examples show uses of pkgproto and a parial listing of the out-
put produced.

Example 1:

pkgproto /usr/bin=bin /usr/usr/bin=usrbin /etc=etc

none bin/sed=/bin/sed 0775 bin bin

none bin/sh=/bin/sh 0755 bin daemon

none bin/sort=/bin/sort 0755 bin bin

none usrbin/sdb=/usr/bin/sdb 0775 bin bin

none usrbin/shl=/usr/bin/shl 4755 bin bin

none etc/master.d 0755 root daemon

none etc/master.d/kernel=/etc/master.d/kernel 0644 root daemon
none etc/rc=/etc/rc 0744 root daemon

Hh Fh Qi Hh Hh Hh Hh Fh O

Example 2:

find / -type d -print | pkgproto
none / 755 root root

none /usr/bin 755 bin bin

none /usr 755 root root

none /usr/bin 775 bin bin

none /etc 755 root root

Q00000
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d none /tmp 777 root root

SEE ALSO
installf(1M), pkamk(1), pkgparam(1), pkgtrans(1)
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NAME

pkgquest - formats and asks package questions

SYNOPSIS

pkgquest questions pkginst > output_file

DESCRIPTION

NOTES

pkgquest allows the packager to store questions for an interactive package in a
common format and retrieve easily into a request script. Invoking this command
generates output compatible with that of a request script. The format of the ques-
tions file is compatible with the installation and upgrade pkgparam routines.

pkgquest searches in /inst/pkg/pkginst/install/answers for the pre-
installation file that matches this package. If found, it will simply copy the con-
tents of the file to stdout. Otherwise, it will display the questions and ask for
responses. The results are then copied to stdout.

questions  is the source file for the questions, pkgquest(4) describes its format.
pkginst specifies the package instance for which responses will be created.

output_file is formatted the same as would be generated by a request script.

The system installation and upgrade procedures share the question files with
pkgquest and generate answer files during the initial installation.

SEE ALSO
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pkgadd(1M), pkgask(IM), pkgchk(1l), pkgmk(1l), pkgparam(l), pkgproto(l),
pkgrm(1M), pkgtrans(l), removef(1M), pkginfo(4).
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NAME
pkgrm - removes a package from the system
SYNOPSIS
pkgrm [-n] [-a admin] [pkginst] [pkginst2] ...]]]
pkgrm -s spool [pkginst]
DESCRIPTION
pkgrm will remove a previously installed or partially installed package from the

system. A check is made to determine if any other packages depend on the one
being removed. The action taken if a dependency exists is defined in the admin file.

The default mode for the command is in interactive mode, meaning that prompt
messages are given during processing to allow the administrator to confirm the
actions being taken. Non-interactive mode can be requested with the -n option.

The -s option can be used to specify the directory from which spooled packages
should be removed.

The options and arguments for this command are:

-n Non-interactive mode. If there is a need for interaction, the com-
mand will exit. Use of this option requires that at least one package
instance be named upon invocation of the command.

-a Defines an installation administration file, admin, to be used in place
of the default admin file.

-s Removes the specified package(s) from the directory "spool.”

pkginst Specifies the package to be removed. The format pkg_abbrev.* can

be used to remove all instances of a package.

SEE ALSO
pkgadd(1M), pkgask(1M), pkgchk(1), pkgmk(1), pkgparam(1), pkgproto(l),
pkgtrans(l), removef(1M), pkginfo(4).
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NAME

pkgtrans - translate package format

SYNOPSIS

pkgtrans [-ions] devicel device2 [pkginst1[ pkginst2[ . ..]]]

DESCRIPTION

NOTES

pkgtrans translates an installable package from one format to another. It will
translate the following:

- a directory to a datastream,
- a datastream to a directory.
The options and arguments for this command are:

-1 Copies only the pkginfo and pkgmap files.

-0 Overwrites the same instance on the destination device, package
instance will be overwritten if it already exists.

-n Creates a new instance if any instance of this package already exists.

-s Indicates that the package should be written to device? as a datas-

tream rather than as a file system. The default behavior is to write a
file system format on devices that support both formats.

devicel Indicates the source device. The package or packages on this device
will be translated and placed on device2.

device2 Indicates the destination device. Translated packages will be placed
on this device.

pkginst Specifies which package instance or instances on devicel should be
translated. The token all may be used to indicate all packages.
pkginst . * can be used to indicate all instances of a package. If no
packages are defined, a prompt shows all packages on the device
and asks which to translate.

Device specifications can be either the special node name (/dev/rmt/ctape) or the
device alias (ctapel). The device spool indicates the default spool directory.
Source and destination devices may not be the same.

By default, pkgtrans will not transfer any instance of a package if any instance of
that package already exists on the destination device. Use of the -n option will
create a new instance if an instance of this package already exists. Use of the -o
option will overwrite the same instance if it already exists. Neither of these options
are useful if the destination device is a datastream.

EXAMPLE

10/92

The following example translates all packages on the tape drive /dev/rmt/ctape
and places the translations on /tmp.

pkgtrans /dev/rmt/ctape /tmp all

The next example translates packages pkgl and pkg2 on /tmp and places their
translations (i.e., a datastream) on the 9trackl output device.

Page 1



pkgtrans (1) (Essential Utilities) pkgtrans (1)

pkgtrans /tmp 9trackl pkgl pkg2

The next example translates pkgl and pkg2 on tmp and places them on the tape in a
data stream format.

pkgtrans -s /tmp /dev/rmt/ctape pkgl pkg2

SEE ALSO
installf(1M), pkgadd(1M), pkgask(1M), pkginfo(1), pkgmk(1l), pkgparam(1),
pkgproto(1), pkgrm(1M), removef(1M)
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NAME
plot, aedplot, bgplot, crtplot, dumbplot, gigiplot, hpplot, implot, £300,
£300s, £4013, £450, tek - graphics filters for various plotters
SYNOPSIS
/usr/ucb/plot [ -Tterminal |
DESCRIPTION
plot reads plotting instructions [see plot(4)] from the standard input and pro-
duces plotting instructions suitable for a particular terminal on the standard output.
If no terminal is specified, the environment variable TERM is used. The default termi-
nal is tek.
ENVIRONMENT
Except for ver, the following terminal-types can be used with ‘1pr -g’ (see lpr) to
produce plotted output:
2648 | 2648a | h8 | hp2648 | hp2648a
Hewlett Packard® 2648 graphics terminal.
300 DASI 300 or GSI terminal (Diablo® mechanism).
300s | 300S DASI 300s terminal (Diablo mechanism).
450 - DASI Hyterm 450 terminal (Diablo mechanism).
4013 Tektronix® 4013 storage scope.
4014 | tek Tektronix 4014 and 4015 storage scope with Enhanced Graph-
ics Module. (Use 4013 for Tektronix 4014 or 4015 without the
Enhanced Graphics Module).
aed AED 512 color graphics terminal.
bgplot | bitgraph
BBN bitgraph graphics terminal.
crt Any crt terminal capable of running vi(1).
dumb | un | unknown
Dumb terminals without cursor addressing or line printers.
gigi | vt125
DEC® vt125 terminal.
h7 | hp7 | hp7221
Hewlett Packard 7221 graphics terminal.
implot Imagen plotter.
var Benson Varian printer-plotter
ver Versatec® D1200A printer-plotter. The output is scan-
converted and suitable input to ‘1pr -v'.
FILES
/usr/ucb/aedplot
/usr/ucb/bgplot
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/usr/ucb/crtplot
/usr/ucb/dumbplot
/usr/ucb/gigiplot
/usr/ucb/hpplot
/usr/ucb/implot
/usr/ucb/plot
/usr/ucb/t300
/usr/ucb/t300s
/usr/ucb/t4013
/usr/ucb/t450
/usr/ucb/tek
/usr/ucb/vplot
/var/ucb/vplotnnnnnn

SEE ALSO
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1pr(1), vi(1), plot(3X), plot(4).

plot(1)
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NAME

pmadm - port monitor administration

SYNOPSIS

pnadm -a [-ppmtag | -t type] -ssvctag-i id -m pmspecific
~voer [-f xu)] [-ycomment] [-zscript]

pmadm -r -p pmtag -s svctag

pmadm -e -p pmtag -s svctag

pmadm -d -p pmtag -s svctag

pmadm -1 [-t type | -ppmtag] [-s svctag]
pmadm -L [-t type | -ppmtag] [-s svctag]
pmadm -g -ppmtag -s svctag [-z script]
pmadm -g -s svctag -t type -z script

DESCRIPTION
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pmadm is the administrative command for the lower level of the Service Access
Facility hierarchy, that is, for service administration. A port may have only one ser-
vice associated with it although the same service may be available through more
than one port. In order to uniquely identify an instance of a service the pmadm com-
mand must identify both the port monitor or port monitors through which the ser-
vice is available (-p or -t) and the service (-s). See the option descriptions below.

pmadm performs the following functions:

- add or remove a service

- enable or disable a service

- install or replace a per-service configuration script
- print requested service information

Any user on the system may invoke pmadm to request service status (-1 or -L) or to
print per-service configuration scripts (-g without the -z option). pmadm with
other options may be executed only by a privileged user.

The options have the following meanings:

-a Add a service. pmadm adds an entry for the new service to the port
monitor’s administrative file. Because of the complexity of the options
and arguments that follow the -a option, it may be convenient to use a
command script or the menu system to add services. If you use the menu
system, enter sysadm ports, then choose the port_services option.

-d Disable a service. Add x to the flag field in the entry for the service suctag
in the port monitor’s administrative file. This is the entry used by port
monitor pmtag. See the -f option, below, for a description of the tlags
available.

-e Enable a service. Remove x from the flag field in the entry for the service
suctag in the port monitor administrative file. This is the entry used by
port monitor pmtag. See the -f option, below, for a description of the flags
available.
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-fxu The -f option specifies one or both of the following two flags which are
then included in the flag field of the entry for the new service in the port
monitor’s administrative file. If the -f option is not included, no flags are
set and the default conditions prevail. By default, a new service is enabled
and no utmp entry is created for it. A -f option without a following argu-
ment is illegal.

x Do not enable the service suctag available through
port monitor pmtag.

u  Create a utmp entry for service suctag available through
port monitor pmtag.

-g Print, install, or replace a per-service configuration script. The -g option
with a -p option and a -s option prints the per-service configuration
script for service svctag available through port monitor pmtag. The -g
option with a -p option, a -s option, and a -z option installs the per-
service configuration script contained in the file script as the per-service
configuration script for service suvctag available through port monitor
pmtag. The -g option with a -s option, a -t option, and a -z option
installs the file script as the per-service configuration script for service
suctag available through any port monitor of type type. Other combina-
tions of options with -g are invalid.

-iid idis the identity that is to be assigned to service suctag when it is started.
id must be an entry in /etc/passwd.

-1 The -1 option requests service information. Used by itself and with the
options described below it provides a filter for extracting information in
several different groupings.

-1 By itself, the -1 option lists all services on the system.

-1 -ppmtag Lists all services available through port monitor pmtag.

-1 -ssuctag  Lists all services with tag svctag.

-1 -p pmtag -s suctag
Lists service suctag.

-1-ttype  Lists all services available through port monitors of type
type.

-1 -t type -s suctag
Lists all services with tag svctag available through a port
monitor of type type.

Other combinations of options with -1 are invalid.

-L The -L option is identical to the -1 option except that output is printed in
a condensed format.

-m pmspecific
pmspecific is the port monitor-specific portion of the port monitor adminis-
trative file entry for the service.
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-p pmtag
Specifies the tag associated with the port monitor through which a service
(specified as -s suctag) is available.

-r Remove a service. When pmadm removes a service, the entry for the service
is removed from the port monitor’s administrative file.

-s svctag
Specifies the service tag associated with a given service. The service tag is
assigned by the system administrator and is part of the entry for the ser-
vice in the port monitor’s administrative file.

-t type Specifies the the port monitor type.

-vover Specifies the version number of the port monitor administrative file. The
version number may be given as

-v ‘pmspec -V'

where pmspec is the special administrative command for port monitor
pmtag. This special command is ttyadm for ttymon and nlsadmin for
listen. The version stamp of the port monitor is known by the command
and is returned when pmspec is invoked with a -V option.

-y comment
Associate comment with the service entry in the port monitor administra-
tive file.

-z script
Used with the -g option to specify the name of the file that contains the
per-service configuration script. Modifying a configuration script is a
three-step procedure. First a copy of the existing script is made (-g alone).
Then the copy is edited. Finally, the copy is put in place over the existing
script (-g with -z).

OUTPUT

If successful, pmadm will exit with a status of 0. If it fails for any reason, it will exit
with a nonzero status.

Options that request information write the requested information to the standard
output. A request for information using the -1 option prints column headers and
aligns the information under the appropriate headings. In this format, a missing
field is indicated by a hyphen. A request for information in the condensed format
using the -L option prints the information in colon-separated fields; missing fields
are indicated by two successive colons. # is the comment character.

EXAMPLES
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Add a service to a port monitor with tag pmtag. Give the service the tag svctag.
Port monitor-specific information is generated by specpm. The service defined by
svctag will be invoked with identity root.

pmadm -a -p pmtag -s svctag -i root -m ‘specpm -a argl -b arg2’
-v specpm -V

Add a service with service tag svctag, identity guest, and port monitor-specific
information generated by specpm to all port monitors of type type:

pmadm -a -s svctag -1 guest -t type -m “specpm -a argl -b arg2® \
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FILES

-v “specpm -V
Remove the service svctag from port monitor pmtag:
pmadm -r -p pmtag -s svctag
Enable the service svctag available through port monitor pmtag:
pmadm -e -p pmtag -s svctag
Disable the service svctag available through port monitor pmtag:
pmadm -d -p pmtag -s svctag
List status information for all services:
pmadm -1

List status information for all services available through the port monitor with tag
ports:

pmadm -1 -p ports
List the same information in condensed format:
pmadm -L -p ports

List status information for all services available through port monitors of type
listen:

pmadm -1 -t listen

Print the per-service configuration script associated with the service svctag avail-
able through port monitor pmtag:

pmadm -g -p pmtag -s svctag

/etc/saf/pmtag/_config
/etc/sat/pmtag/svctag
/var/saf/pmtag/*

SEE ALSO
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doconfig(3n), sacadm(1M), sac(1M)
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NAME

(LP Print Service) postdaisy (1)

postdaisy - PostScript translator for Diablo 630 files

SYNOPSIS

/usr/1ib/lp/postscript/postdaisy [options] [files]

DESCRIPTION

The postdaisy filter translates Diablo 630 daisy-wheel files into PostScript and
writes the results on the standard output. If no files are specified, or if - is one of the
input files, the standard input is read. The following options are understood:

-C hum

-f name

-h num

-m num

-nnum

-o list

-p mode

-r num

-S num

-V num

-X num

-y num

DIAGNOSTICS

Print num copies of each page. By default only one copy is
printed.

Print files using font name. Any PostScript font can be used,
although the best results will be obtained only with constant-
width fonts. The default font is Courier.

Set the initial horizontal motion index to num. Determines the
character advance and the default point size, unless the -s option
is used. The default is 12.

Magnify each logical page by the factor num. Pages are scaled
uniformly about the origin, which is located near the upper left
corner of each page. The default magnification is 1.0.

Print num logical pages on each piece of paper, where num can be
any positive integer. By default, num is set to 1.

Print pages whose numbers are given in the comma-separated
list. The list contains single numbers N and ranges N1 - N2. A
missing N1 means the lowest numbered page, a missing N2
means the highest.

Print files in either portrait or landscape mode. Only the first char-
acter of mode is significant. The default mode is portrait.

Selects carriage return and line feed behavior. If num is 1, a line
feed generates a carriage return. If num is 2, a carriage return gen-
erates a line feed. Setting num to 3 enables both modes.

Use point size num instead of the default value set by the initial
horizontal motion index.

Set the initial vertical motion index to num. The default is 8.

Translate the origin num inches along the positive x axis. The
default coordinate system has the origin fixed near the upper left
corner of the page, with positive x to the right and positive y
down the page. Positive num moves everything right. The
default offset is 0.25 inches.

Translate the origin num inches along the positive y axis. Positive
num moves text up the page. The default offset is -0.25 inches.

An exit status of 0 is returned if files were successfully processed.
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Page 1



postdaisy (1) (LP Print Service) postdaisy (1)

FILES
/usr/lib/lp/postscript/postdaisy.ps
/usr/lib/lp/postscript/forms.ps
/usr/1lib/lp/postscript/ps.requests

SEE ALSO
download(l), dpost(1), postdmd(l), postio(l), postmd(l), postprint(l),
postreverse(l), posttek(l)
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NAME

(LP Print Service) postdmd (1)

postdmd - PostScript translator for DMD bitmap files

SYNOPSIS

/usr/1ib/lp/postscript/postdmd [options] [files]

DESCRIPTION

postdmd translates DMD bitmap files, as produced by dmdps, or files written in the
Ninth Edition bitfile(9.5) format into PostScript and writes the results on the
standard output. If no files are specified, or if - is one of the input files, the standard
input is read. The following options are understood:

-bnum

-Cc num

-m num

-nnum

-o list

-p mode

-X num

-y num

Pack the bitmap in the output file using num byte patterns. A
value of 0 turns off all packing of the output file. By default, num
is 6.

Print num copies of each page. By default only one copy is
printed.

Flip the sense of the bits in files before printing the bitmaps.

Magnify each logical page by the factor num. Pages are scaled
uniformly about the origin, which by default is located at the
center of each page. The default magnification is 1.0.

Print num logical pages on each piece of paper, where num can be
any positive integer. By default num is set to 1.

Print pages whose numbers are given in the comma-separated
list. The list contains single numbers N and ranges N1 - N2. A
missing NI means the lowest numbered page, a missing N2
means the highest.

Print files in either portrait or landscape mode. Only the first char-
acter of mode is significant. The default mode is portrait.

Translate the origin num inches along the positive x axis. The
default coordinate system has the origin fixed at the center of the
page, with positive x to the right and positive y up the page.
Positive num moves everything right. The default offset is 0
inches.

Translate the origin num inches along the positive y axis. Positive
num moves everything up the page. The default offset is 0.

Only one bitmap is printed on each logical page, and each of the input files must
contain complete descriptions of at least one bitmap. Decreasing the pattern size
using the -b option may help throughput on printers with fast processors (such as
PS-810s), while increasing the pattern size will often be the right move on older
models (such as PS-800s).

DIAGNOSTICS

An exit status of 0 is returned if files were successfully processed.

FILES

/usr/lib/lp/postscript/postdmd.ps
/usr/lib/lp/postscript/forms.ps
/usr/lib/lp/postscript/ps.requests
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SEE ALSO
download(1), dpost(1l), postdaisy(l), postio(1), postmd(1l), postprint(l),
postreverse(l), posttek(1)
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NAME
postio - serial interface for PostScript printers
SYNOPSIS
postio -1 line [options] [files]
DESCRIPTION
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postio sends files to the PostScript printer attached to line. If no files are specified
the standard input is sent. The first group of options should be sufficient for most

applications:
-b speed

-1 line

-Lfile

-P string

-Rnum

Transmit data over line at baud rate speed. Recognized baud rates
are 1200, 2400, 4800, 9600, and 19200. The default speed is 9600
baud.

Connect to the printer attached to line. In most cases there is no
default and postio must be able to read and write line. If the line
doesn’t begin with a / it may be treated as a Datakit destination.

Prevents status queries while files are being sent to the printer.
When status queries are disabled a dummy message is appended
to the log file before each block is transmitted.

Set the internal buffer size for reading and writing files to num
bytes. By default num is 2048 bytes.

Enable debug mode. Guarantees that everything read on line will
be added to the log file (standard error by default).

Data received on line gets put in file. The default log file is stan-
dard error. Printer or status messages that don’t show a change
in state are not normally written to file but can be forced out
using the -D option.

Send string to the printer before any of the input files. The
default string is simple PostScript code that disables timeouts.

Run postio as a single process if num is 1 or as separate read and
write processes if num is 2. By default postio runs as a single
process.

The next two options are provided for users who expect to run postio on their own.
Neither is suitable for use in spooler interface programs:

-1

Run the program in interactive mode. Any files are sent first and
followed by the standard input. Forces separate read and write
processes and overrides many other options. To exit interactive
mode use your interrupt or quit character. To get a friendly
interactive connection with the printer type executive on a line
by itself.

Data received on line and not recognized as printer or status
information is written to the standard output. Forces separate
read and write processes. Convenient if you have a PostScript
program that will be returning useful data to the host.
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The last option is not generally recommended and should only be used if all else
fails to provide a reliable connection:

-S Slow the transmission of data to the printer. Severely limits
throughput, runs as a single process, disables the -g option, lim-
its the internal buffer size to 1024 bytes, can use an excessive
amount of CPU time, and does nothing in interactive mode.

The best performance will usually be obtained by using a large internal buffer (the
-B option) and by running the program as separate read and write processes (the
-R 2 option). Inability to fork the additional process causes postio to continue as
a single read /write process. When one process is used, only data sent to the printer
is flow controlled.

The options are not all mutually exclusive. The -1 option always wins, selecting its
own settings for whatever is needed to run interactive mode, independent of any-
thing else found on the command line. Interactive mode runs as separate read and
write processes and few of the other options accomplish anything in the presence of
the -1 option. The -t option needs a reliable two way connection to the printer
and therefore tries to force separate read and write processes. The -S option relies
on the status query mechanism, so -q is disabled and the program runs as a single
process.

In most cases postio starts by making a connection to line and then attempts to
force the printer into the IDLE state by sending an appropriate sequence of "T
(status query), “C (interrupt), and "D (end of job) characters. When the printer goes
IDLE, files are transmitted along with an occasional "T (unless the -g option was
used). After all the files are sent the program waits until it’s reasonably sure the job
is complete. Printer generated error messages received at any time except while
establishing the initial connection (or when running interactive mode) cause pos-
tio to exit with a non-zero status. In addition to being added to the log file, printer
error messages are also echoed to standard error.

EXAMPLES

NOTES

Page 2

Run as a single process at 9600 baud and send filel and file2 to the printer attached
to /dev/tty01:

postio -1 /dev/tty01 filel file2

Same as above except two processes are used, the internal buffer is set to 4096
bytes, and data returned by the printer gets put in file log:

postio -R2 -B4096 -1/dev/tty01 -Llog filel file2

Establish an interactive connection with the printer at Datakit destination
my/printer:

postio -i -1 my/printer

Send file program to the printer connected to /dev/tty22, recover any data in file
results, and put log messages in file log:

postio -t -1 /dev/tty22 -Llog program >results
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The input files are handled as a single PostScript job. Sending several different jobs,
each with their own internal end of job mark ("D) is not guaranteed to work prop-
erly. postio may quit before all the jobs have completed and could be restarted
before the last one finishes.

All the capabilities described above may not be available on every machine or even
across the different versions of the UNIX system that are currently supported by the
program. For example, the code needed to connect to a Datakit destination may
work only on System V and may require that the DKHOST software package be
available at compile time.

There may be no default line, so using the -1 option is strongly recommended. If
omitted, postio may attempt to connect to the printer using the standard output.
If Datakit is involved, the -b option may be ineffective and attempts by postio to
impose flow control over data in both directions may not work. The -g option can
help if the printer is connected to RADIAN. The -S option is not generally recom-
mended and should be used only if all other attempts to establish a reliable connec-
tion fail.

DIAGNOSTICS

An exit status of 0 is returned if the files ran successfully. System errors (such as an
inability to open the line) set the low order bit in the exit status, while PostScript
errors set bit 1. An exit status of 2 usually means the printer detected a PostScript
error in the input files.

SEE ALSO

10/92

download(1), dpost (1), postdaisy(1l), postdmd(1), postmd(1l), postprint(l),
postreverse(l), posttek(1)
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NAME

(LP Print Service) postmd (1)

postmd - matrix display program for PostScript printers

SYNOPSIS

/usr/lib/lp/postscript/postmd [options] [files]

DESCRIPTION

The postmd filter reads a series of floating point numbers from files, translates them
into a PostScript gray scale image, and writes the results on the standard output. In
a typical application the numbers might be the elements of a large matrix, written
in row major order, while the printed image could help locate patterns in the
matrix. If no files are specified, or if - is one of the input files, the standard input is
read. The following options are understood:

-b num

-c num

-d dimen

-g list

-1 list

- num

-n num

-o list
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Pack the bitmap in the output file using num byte patterns. A
value of 0 turns off all packing of the output file. By default, num
is 6.

Print num copies of each page. By default, only one copy is
printed.

Sets the default matrix dimensions for all input files to dimen. The
dimen string can be given as rows or rowsxcolumns. If columns is
omitted it will be set to rows. By default, postmd assumes each
matrix is square and sets the number of rows and columns to the
square root of the number of elements in each input file.

List is a comma or space separated string of integers, each lying
between 0 and 255 inclusive, that assigns PostScript gray scales to
the regions of the real line selected by the -i option. 255
corresponds to white, and 0, to black. The postnd filter assigns a
default gray scale that omits white (that is, 255) and gets darker
as the regions move from left to right along the real line.

List is a comma, space or slash(/) separated string of N floating
point numbers that slice the real line into 2N+1 regions. The [ist
must be given in increasing numerical order. The slices are used
to map floating point numbers read from the input files into gray
scale integers that are either assigned automatically by postmd or
arbitrarily selected using the -g option. The default interval list is
-1,0,1, which partions the real line into seven regions.

Magnify each logical page by the factor num. Pages are scaled
uniformly about the origin which, by default, is located at the
center of each page. The default magnification is 1.0.

Print num logical pages on each piece of paper, where num can be
any positive integer. By default, num is set to 1.

Print pages whose numbers are given in the comma separated
list. The list contains single numbers N and ranges N1 - N2. A
missing N1 means the lowest numbered page, a missing N2
means the highest.
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-p mode Print files in either portrait or landscape mode. Only the first char-
acter of mode is significant. The default mode is portrait.

-w window Window is a comma or space separated list of four positive
integers that select the upper left and lower right corners of a
submatrix from each of the input files. Row and column indices
start at 1 in the upper left corner and the numbers in the input
files are assumed to be written in row major order. By default, the
entire matrix is displayed.

-X num Translate the origin num inches along the positive x axis. The
default coordinate system has the origin fixed at the center of the
page, with positive x to the right and positive y up the page.
Positive num moves everything right. The default offset is 0
inches.

-y num Translate the origin num inches along the positive y axis. Positive
num moves everything up the page. The default offset is 0.

Only one matrix is displayed on each logical page, and each of the input files must
contain complete descriptions of exactly one matrix. Matrix elements are floating
point numbers arranged in row major order in each input file. White space, includ-
ing newlines, is not used to determine matrix dimensions. By default, postmd
assumes each matrix is square and sets the number of rows and columns to the
square root of the number of elements in the input file. Supplying default dimen-
sions on the command line with the -d option overrides this default behavior, and
in that case the dimensions apply to all input files.

An optional header can be supplied with each input file and is used to set the
matrix dimensions, the slice of the real line, the gray scale map, and a window into
the matrix. The header consists of keyword/value pairs, each on a separate line. It
begins on the first line of each input file and ends with the first unrecognized string,
which should be the first matrix element. Values set in the header take precedence,
but apply only to the current input file. Recognized header keywords are dimen-
sion, interval, grayscale, and window. The syntax of the value string that fol-
lows each keyword parallels what's accepted by the -d, -1, -g, and -w options.

EXAMPLES
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For example, suppose file initially contains the 1000 numbers in a 20x50 matrix.
Then you can produce exactly the same output by completing three steps. First,
issue the following command line:

postmd -d20x50 -i"-100 100" -g0,128,254,128,0 file
Second, prepend the following header to file:

dimension 20x50
interval -100.0 .100e+3
grayscale 0 128 254 128 0

Third, issue the following command line:
postmd file
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The interval list slices the real line into five regions and the gray scale list maps
numbers less than -100 or greater than 100 into 0 (that is, black), numbers equal to
-100 or 100 into 128 (that is, 50 percent black), and numbers between -100 and 100
into 254 (that is, almost white).

NOTES
The largest matrix that can be adequately displayed is a function of the interval and
gray scale lists, the printer resolution, and the paper size. A 600x600 matrix is an
optimistic upper bound for a two element interval list (that is, five regions) using
8.5x11 inch paper on a 300 dpi printer.

Using white (that is, 255) in a gray scale list is not recommended and won’t show
up in the legend and bar graph that postmd displays below each image.

DIAGNOSTICS
An exit status of 0 is returned if files were successfully processed.

FILES
/usr/lib/lp/postscript/postmd.ps
/usr/lib/lp/postscript/forms.ps
/usr/lib/lp/postscript/ps.requests
SEE ALSO
dpost(1), postdaisy(l), postdmd(l), postio(1), postprint(l), postreverse(l),
posttek(l)
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NAME

postplot - PostScript translator for plot graphics files
SYNOPSIS

/usr/lib/1lp/postscript/postplot [options] [files]
DESCRIPTION

The postplot filter translates plot(4) graphics files into PostScript and writes the

results on the standard output. If no files are specified, or if - is one of the input

files, the standard input is read. The following options are understood:

-c num Print num copies of each page. By default, only one copy is
printed.

~f name Print text using font name. Any PostScript font can be used,
although the best results will be obtained only with constant
width fonts. The default font is Courier.

-m num Magnify each logical page by the factor num. Pages are scaled
uniformly about the origin which, by default, is located at the
center of each page. The default magnification is 1.0.

-n num Print num logical pages on each piece of paper, where num can be
any positive integer. By default, num is set to 1.

-o list Print pages whose numbers are given in the comma-separated
list. The list contains single numbers N and ranges N1 - N2. A
missing N1 means the lowest numbered page, a missing N2
means the highest.

-p mode Print files in either portrait or landscape mode. Only the first char-
acter of mode is significant. The default mode is landscape.

-w num Set the line width used for graphics to num points, where a point
is approximately 1/72 of an inch. By default, num is set to 0
points, which forces lines to be one pixel wide.

-X num Translate the origin num inches along the positive x axis. The
default coordinate system has the origin fixed at the center of the
page, with positive x to the right and positive y up the page.
Positive num moves everything right. The default offset is 0.0
inches.

-y hum Translate the origin num inches along the positive y axis. Positive
num moves everything up the page. The default offset is 0.0.

DIAGNOSTICS

An exit status of 0 is returned if files were successfully processed.

NOTES
The default line width is too small for write-white print engines, such as the one
used by the PS-2400.

FILES
/usr/1lib/1lp/postscript/postplot.ps
/usr/lib/1p/postscript/forms.ps
/usr/lib/lp/postscript/ps.requests

10/92 Page 1



postplot (1) (LP Print Service) postplot (1)

SEE ALSO
download(l), dpost(1), postdaisy(l), postdmd(1l), postio(l), postmd(1l), post-
print(1), postreverse(l), plot(4)
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postprint - PostScript translator for text files

SYNOPSIS

/usr/lib/lp/postscript/postprint [options] [files]

DESCRIPTION

The postprint filter translates text files into PostScript and writes the results on the
standard output. If no files are specified, or if - is one of the input files, the standard
input is read. The following options are understood:

-C num

-f name

-1 num

-mnum

-nnum

-o list

-p mode

-r num

-s num

-t num

-X num

-y num
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Print num copies of each page. By default, only one copy is
printed.

Print files using font name. Any PostScript font can be used,
although the best results will be obtained only with constant
width fonts. The default font is Courier.

Set the length of a page to num lines. By default, num is 66. Set-
ting num to 0 is allowed, and will cause postprint to guess a value,
based on the point size that’s being used.

Magnify each logical page by the factor num. Pages are scaled
uniformly about the origin, which is located near the upper left
corner of each page. The default magnification is 1.0.

Print num logical pages on each piece of paper, where num can be
any positive integer. By default, num is set to 1.

Print pages whose numbers are given in the comma-separated
list. The list contains single numbers N and ranges N1 - N2. A
missing N1 means the lowest numbered page, a missing N2
means the highest.

Print files in either portrait or landscape mode. Only the first char-
acter of mode is significant. The default mode is portrait.

Selects carriage return behavior. Carriage returns are ignored if
num is 0, cause a return to column 1 if num is 1, and generate a
newline if num is 2. The default num is 0.

Print files using point size num. When printing in landscape
mode num is scaled by a factor that depends on the imaging area
of the device. The default size for portrait mode is 10.

Assume tabs are set every num columns, starting with the first
column. By default, tabs are set every 8 columns.

Translate the origin num inches along the positive x axis. The
default coordinate system has the origin fixed near the upper left
corner of the page, with positive x to the right and positive y
down the page. Positive num moves everything right. The
default offset is 0.25 inches.

Translate the origin num inches along the positive y axis. Positive
num moves text down the page. The default offset is 0.25 inches.
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-Afile Append a simple accounting record to file after all the input files
have been successfully translated. By default, no accounting data
is produced.

-Lfile Use file as the PostScript prologue, which, by default, is
/usr/1lib/1lp/postscript/postprint.ps.

In addition, three options allow the insertion of arbitrary PostScript at controlled
points in the translation process:

-Cfile Copy file to the output file. File follows the prologue but pre-
cedes any job initialization commands. File becomes part of the
job’s global environment and must contain legitimate PostScript
commands.

-P string Add string to the output file. String follows the prologue but pre-
cedes any job initialization commands. String becomes part of
the job’s global environment and must be legitimate PostScript.

-Raction Requests special action (e.g. manualfeed) on a per page or global
basis. The action string can be given as request, request :page,
or request:page:file. If page is omitted or given as 0O the
request applies to all pages. If file is omitted the request lookup
is done in /usr/1ib/lp/postscript/ps.requests. The collec-
tion of recognized requests can be modified or extended by
changing /usr/lib/lp/postscript/ps.requests. Multiple
occurrences of the -R option behave as expected.

A new logical page is started after 66 lines have been printed on the current page,
or whenever an ASCII form feed character is read. The number of lines per page can
be changed using the -1 option. Unprintable ASCII characters are ignored, and
lines that are too long are silently truncated by the printer.

INTERNATIONAL FUNCTIONS

In order to support non-ASCII characters, two additional options are available
when the European Language Supplement package is installed. These allow post -
print to use the font files, normally used by troff (1) and dpost (1) , to obtain
codeset mappings and PostScript descriptions of unsupported characters. By select-
ing the font files appropriate to a particular codeset, a text file composed of charac-
ters from that codeset can be correctly translated.

-Fdir Use dir as the font directory. The default dir is /usr/1ib/font
and postprint reads binary font files from directory
/usr/lib/font/devpost.

~T name Use font files for device name as the best description of available

Postscript fonts. By default, name is set to post and postprint
reads binary files from /usr/1ib/font/devpost.

EXAMPLES
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To print filel and file2 in landscape mode, issue the following command:
postprint -pland filel file2
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To print three logical pages on each physical page in portrait mode:
postprint -n3 file
To print file which is composed of characters from the ISO 8859/1 codeset,
postprint -Tps88591 file
DIAGNOSTICS
An exit status of 0 is returned if files were successfully processed.
FILES
/usr/lib/lp/postscript/postprint.ps
/usr/lib/lp/postscript/forms.ps
/usr/lib/lp/postscript/ps.requests

/usr/lib/font/dev*/*.out
/usr/lib/font/dev*/charlib/*

SEE ALSO

download(1), dpost(1l), postdaisy(l), postdmd(1), postio(l), postmd(l),
postreverse(l), posttek(1)
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NAME
postreverse - reverse the page order in a PostScript file

SYNOPSIS
/usr/1lib/lp/postscript/postreverse [options] [file]

DESCRIPTION
The postreverse filter reverses the page order in files that conform to Adobe’s Ver-
sion 1.0 or Version 2.0 file structuring conventions, and writes the results on the
standard output. Only one input file is allowed and if no file is specified, the stan-
dard input is read. The following options are understood:

-o list Select pages whose numbers are given in the comma-separated
list. The list contains single numbers N and ranges N1 - N2. A

missing NI means the lowest numbered page, a missing N2
means the highest.

-r Don't reverse the pages in file.

The postreverse filter can handle a limited class of files that violate page indepen-
dence, provided all global definitions are bracketed by %%BeginGlobal and
$%EndGlobal comments. In addition, files that mark the end of each page with
%%EndPage: label ordinal comments will also reverse properly, provided the
prologue and trailer sections can be located. If postreverse fails to find an
$%EndProlog or $%EndSetup comment, the entire file is copied, unmodified, to the
standard output.

Because global definitions are extracted from individual pages and put in the prolo-
gue, the output file can be minimally conforming, even if the input file wasn'’t.

EXAMPLES
To select pages 1 to 100 from file and reverse the pages:
postreverse -0l1-100 file
To print four logical pages on each physical page and reverse all the pages:
postprint -ndfile | postreverse
To produce a minimally conforming file from output generated by dpost without
reversing the pages:
dpost file | postreverse -r
DIAGNOSTICS
An exit status of 0 is returned if file was successfully processed.

NOTES
No attempt has been made to deal with redefinitions of global variables or pro-
cedures. If standard input is used, the input file will be read three times before
being reversed.

SEE ALSO
download(1), dpost(1), postdaisy(l), postdmd(l), postio(l), postmd(l), post-
print(1l), posttek(l)
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NAME

posttek - PostScript translator for tektronix 4014 files
SYNOPSIS

/usr/lib/lp/postscript/posttek [options] [files]
DESCRIPTION

The posttek filter translates tektronix 4014 graphics files into PostScript and writes

the results on the standard output. If no files are specified, or if - is one of the input

files, the standard input is read. The following options are understood:

-c hum Print num copies of each page. By default, only one copy is
printed.

~f name Print text using font name. Any PostScript font can be used,
although the best results will be obtained only with constant
width fonts. The default font is Courier.

-m num Magnify each logical page by the factor num. Pages are scaled
uniformly about the origin which, by default, is located at the
center of each page. The default magnification is 1.0.

-n num Print num logical pages on each piece of paper, where num can be
any positive integer. By default, num is set to 1.

-o list Print pages whose numbers are given in the comma-separated
list. The list contains single numbers N and ranges N1 - N2. A
missing N1 means the lowest numbered page, a missing N2
means the highest.

-p mode Print files in either portrait or landscape mode. Only the first char-
acter of mode is significant. The default mode is landscape.

-w num Set the line width used for graphics to num points, where a point
is approximately 1/72 of an inch. By default, num is set to 0
points, which forces lines to be one pixel wide.

-X num Translate the origin num inches along the positive x axis. The
default coordinate system has the origin fixed at the center of the
page, with positive x to the right and positive y up the page.
Positive num moves everything right. The default offset is 0.0
inches.

-y hum Translate the origin num inches along the positive y axis. Positive
num moves everything up the page. The default offset is 0.0.

DIAGNOSTICS

An exit status of 0 is returned if files were successfully processed.

NOTES
The default line width is too small for write-white print engines, such as the one
used by the PS-2400.

FILES
/usr/lib/lp/postscript/posttek.ps
/usr/lib/lp/postscript/forms.ps
/usr/lib/lp/postscript/ps.requests
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SEE ALSO
download(1l), dpost(1), postdaisy(l), postdmd(1l), postio(l), postmd(l), post-
print(1), postreverse(l)
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NAME

powerdown - stop all processes and turn off the power

SYNOPSIS

powerdown [ -y | -Y]

DESCRIPTION

FILES

The powerdown command brings the system to a state where nothing is running.

The command invokes a visual interface (the powerdown task available through the
sysadm(1M) command).

You are asked questions that control how much warning the other users are given.
The options are:

-y prevents the questions from being asked and just gives the warning mes-
sages. There is a 60-second pause between the warning messages.

-Y is the same as -y except that it has no pause between messages. It is the
fastest way to bring the system down.

The identical function is available under the sysadm menu:
sysadm powerdown

This command may be assigned a password with the sysadm systemsetup pass-
word command.

/usr/sbin/shutdown - invoked by powerdown

DIAGNOSTICS

The powerdown command exits with one of the following values:
0 Normal exit.
2 Invalid command syntax. A usage message is displayed.

7 The visual interface for this command is not available because it cannot
invoke fmli. (The FMLI package is not installed or is corrupt.)

SEE ALSO
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NAME
ppp - login shell for the Point-to-Point Protocol

SYNOPSIS
/usr/1lib/ppp/pER

DESCRIPTION
/usr/1ib/ppp/ppp is executed by login(l) upon receipt of an incoming PPP con-
nection request.
ppp then passes the name of its controlling tty to in.pppd through the named pipe
/usr/1ib/ppp/named_ppp and then waits for the PPP datagram traffic on this link
to stop, either through a timeout or an active close of the link. When the tty is
released, in.pppd will kill the ppp process and break the IP connection to the
remote host.

FILES
/usr/1lib/ppp/named_ppp

SEE ALSO
login(1), pppd(IM), ttymon(1M), ppp(7).

USER CONSIDERATIONS
As cited in the description for the ““Basic Networking Ultilities,” this login shell will
need appropriate entries in the /etc/passwd and /etc/group files for each PPP
host.
The typical entries in /etc/passwd will look like this:

nppp:x:11:9:0000-ppp (0000) : /var/spool/uucppublic: /usr/lib/ppp/prp
In addition, a corresponding entry will be needed for ppp in /etc/group:
ppp: :9:root, ppp

The remote login request needs to use nppp as its login user name since the named
pipe, /usr/1lib/ppp/named_ppp, is created with uid nppp.
Note that when ppp is killed, this action will also cause in.pppd to break the IP
connection for this PPP path.
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NAME

pppd - Point-to-Point Protocol Daemon

SYNOPSIS

/usr/sbin/in.pppd

DESCRIPTION

The in.pppd daemon manages the Point-to-Point physical connection between the
local and remote host. in.pppd uses the login-password technique to establish PPP
connections to remote hosts. in.pppd uses the configuration files associated with
the “Basic Network Utilities.”” The method for configuring the serial IP link is simi-
lar to that used for uucp(l) or cu(l). The serial lines may be used interchangeably
for standard user logins, uucp logins, and PPP logins, and the standard uucp lock
file techniques are used to share these resources.

in.pppd opens a contol channel to the kernel PPP through /dev/ppcid, and
listens on the named pipe, /usr/1ib/ppp/named_ppp for incoming PPP connec-
tion requests. The PPP user shell, ppp(l), sends a PPP service request over
/usr/1ib/ppp/named_ppp for each incoming PPP connection request. When PPP
needs to attach a remote host before initiating PPP packet traffic, it will send a
request over the control channel with the desired IP address. in.pppd searches
/etc/inet/ppphosts [see ppphosts(4)] for an entry with a host name
corresponding to this IP address. This entry in conjunction with the
/usr/lib/uucp/Systems file is used to dial the modem (if necessary) and perform
a login into the remote host.

When the remote login process completes, in.pppd links the connected tty beneath
the PPP multiplexing driver and informs PPP that the link is established.

USER CONSIDERATIONS

FILES

If an outgoing PPP connection request fails, the IP Service Provider (IPSP) will be
“temporarily”” marked down; however, any subsequent successful incoming con-
nections will cause the IPSP to be marked up.

/dev/ppcid
/etc/inet/ppphosts
/usr/lib/ppp/named_ppp
/usr/lib/uucp/Systems
/usr/lib/uucp/Devices

SEE ALSO
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NAME
pr - print files

SYNOPSIS
pr [[-columns] [-wwidth] [-a]] [-eck] [-ick] [-drtfp] [+page] [-nck] [-ooffset]
[-1length] [-sseparator] [-hheader] [-F] [file ...]

pr [[-m] [-wwidth]] [-eck] [-ick] [-drtfp] [+page] [-nck] [-ooffset] [ -1length]
[-sseparator] [-hheader] [-F] [filel file2 ...]

DESCRIPTION
The pr command formats and prints the contents of a file. If file is -, or if no files
are specified, pr assumes standard input. pr prints the named files on standard
output.

By default, the listing is separated into pages, each headed by the page number, the
date and time that the file was last modified, and the name of the file. Page length
is 66 lines which includes 10 lines of header and trailer output. The header is com-
posed of 2 blank lines, 1 line of text (can be altered with -h), and 2 blank lines; the
trailer is 5 blank lines. For single column output, line width may not be set and is
unlimited. For multicolumn output, line width may be set and the default is 72
columns. Diagnostic reports (failed options) are reported at the end of standard
output associated with a terminal, rather than interspersed in the output. Pages are
separated by series of line feeds rather than form feed characters.

By default, columns are of equal width, separated by at least one space; lines which
do not fit are truncated. If the -s option is used, lines are not truncated and
columns are separated by the separator character.

Either -columns or -m should be used to produce multi-column output. -a should
only be used with -columns and not -m.

Command line options are:
+page Begin printing with page numbered page (default is 1).

~columns  Print columns columns of output (default is 1). Output appears as if -e
and -1 are on for multi-column output. May not use with -m.

-a Print multi-column output across the page one line per column. columns
must be greater than one. If a line is too long to fit in a column, it is
truncated.

-m Merge and print all files simultaneously, one per column. The max-

imum number of files that may be specified is eight. If a line is too long
to fit in a column, it is truncated. May not use with -columns.

-d Double-space the output. Blank lines that result from double-spacing
are dropped when they occur at the top of a page.

~eck Expand input tabs to column positions k+1, 2¢k+1, 3*k+1, etc. If k is 0
or is omitted, default tab settings at every eighth position are assumed.
Tab characters in the input are expanded into the appropriate number of
spaces. If ¢ (any non-digit character) is given, it is treated as the input
tab character (default for c is the tab character). The tab character ¢ must
be a single byte character.
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-ick

-nck

-wwidth

-ooffset

-1length

-h header

-sseparator
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In output, replace white space wherever possible by inserting tabs to
column positions k+1, 2#k+1, 3xk+1, etc. If k is O or is omitted, default
tab settings at every eighth position are assumed. If ¢ (any non-digit
character) is given, it is treated as the output tab character (default for ¢
is the tab character). The tab character c must be a single byte character.

Provide k-digit line numbering (default for k is 5). The number occupies
the first k+1 character positions of each column of single column output
or each line of -m output. If ¢ (any non-digit character) is given, it is
appended to the line number to separate it from whatever follows
(default for c is a tab). The character ¢ to be appended to the line
number must be a single byte character.

Set the width of a line to width column positions (default is 72). This is
effective only for multi-column output (-column and -m). There is no
line limit for single column output.

Offset each line by offset character positions (default is 0). The number
of character positions per line is the sum of the width and offset.

Set the length of a page to length lines (default is 66). A length of 0
specifies the default length. By default, output contains 5 lines of
header and 5 lines of trailer leaving 56 lines for user-supplied text.
When -1length is used and length exceeds 10, then length-10 lines are left
per page for user supplied text. When length is 10 or less, header and
trailer output is omitted to make room for user supplied text; see the -t
option.

Use header as the text line of the header to be printed instead of the file
name. -h is ignored when -t is specified or -1length is specified and the
value of length is 10 or less. (-h is the only pr option requiring space
between the option and argument.) characters from supplementary
code sets can be used in the page header, header.

Pause before beginning each page if the output device is a terminal. pr
rings the terminal bell and waits for a carriage return.

Use a single form-feed character for new pages (default is to use a
sequence of line feeds). Pause before beginning the first page if the stan-
dard output is associated with a terminal.

Print no diagnostic reports on files that cannot be opened.

Print neither the five-line identifying header nor the five-line trailer nor-
mally supplied for each page. Quit printing after the last line of each
file without spacing to the end of the page. Use of -t overrides the -h
option.

Separate columns by the single character separator instead of by the
appropriate number of spaces (default for separator is a tab). Prevents
truncation of lines on multi-column output unless -w is specified. The
column separator, separator, must be a single byte character.
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-F Fold the lines of the input file. When used in multi-column mode (with
the -a or -m options) lines will be folded to fit the current column’s
width, otherwise they will be folded to fit the current line width (80

columns).
EXAMPLES
Print filel and file2 as a double-spaced, three-column listing headed by “file
list™:

pr -3dh "file list" filel file2
Copy filel to £ile2, expanding tabs to columns 10, 19, 28,37, ...:

pr -e9 -t < filel > file2
Print filel and file2 simultaneously in a two-column listing with no header or
trailer where both columns have line numbers:

pr -t -n filel | pr -t -m -n file2 -

FILES
/dev/tty* If standard output is directed to one of the special files /dev/tty*,
then other output directed to this terminal is delayed until standard
output is completed. This prevents error messages from being
interspersed throughout the output.

INTERNATIONAL FUNCTIONS
pr can process characters from supplementary code sets in addition to ASCII char-
acters.

SEE ALSO
cat(1), fold(l), more(1), page(l), pg(1).
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NAME .
¥ printenv - display environment variables currently set < -
SYNOPSIS
/usr/ucb/printenv | variable |
DESCRIPTION
printenv prints out the values of the variables in the environment. If a variable is
specified, only its value is printed.
SEE ALSO
tset(1)
csh(l), echo(1), sh(1), stty(1), environ(b).
DIAGNOSTICS

If a variable is specified and it is not defined in the environment, printenv returns
an exit status of 1.
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NAME
printf - print formatted output
SYNOPSIS
printf format [arg .. .]
DESCRIPTION

10/92

The print f command converts, formats, and prints its args under control of the for-
mat. It fully supports conversion specifications for strings (%s descriptor); how-
ever, the results are undefined for the other conversion specifications supported by
print £(3S).

format

arg

a character string that contains three types of objects: 1) plain charac-
ters, which are simply copied to the output stream; 2) conversion
specifications, each of which results in fetching zero or more args; and 3)
C-language escape sequences, which are translated into the correspond-
ing characters.

string(s) to be printed under the control of format. The results are
undefined if there are insufficient args for the format. If the format is
exhausted while args remain, the excess args are simply ignored.

Each conversion specification is introduced by the character %. After the %, the fol-
lowing appear in sequence:

An optional field, consisting of a decimal digit string followed by a $, speci-
fying the next arg to be converted. If this field is not provided, the arg fol-
lowing the last arg converted is used.

An optional decimal digit string specifying a minimum field width. If the
converted value has fewer characters than the field width, it is padded on
the left (or right, if the left-adjustment flag ‘-’ has been given) to the field
width. The padding is with blanks unless the field width digit string starts
with a zero, in which case the padding is with zeros.

An optional precision that gives the maximum number of characters to be
printed from a string in %s conversion. The precision takes the form of a
period (.) followed by a decimal digit string; a null digit string is treated as
zero (nothing is printed). Padding specified by the precision overrides the
padding specified by the field width. That is, if precision is specified, its
value is used to control the number of characters printed.

A field width or precision or both may be indicated by an asterisk (*)
instead of a digit string. In this case, an integer arg supplies the field width
or precision. The arg that is actually converted is not fetched until the
conversion letter is seen, so the args specifying field width or precision must
appear before the arg (if any) to be converted. A negative field width argu-
ment is taken as a ‘-’ (left-adjustment) flag followed by a positive field
width. If the precision argument is negative, it is changed to zero (nothing
is printed). In no case does a non-existent or small field width cause trunca-
tion of a field; if the result of a conversion is wider than the field width, the
field is simply expanded to contain the conversion result.
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The conversion characters and their meanings are:

e

s The arg is taken to be a string and characters from the string are printed
until a null character (\0) is encountered or the number of characters indi-
cated by the precision specification is reached. If the precision is missing, it
is taken to be infinite, so all characters up to the first null character are
printed. A null value for arg yields undefined results.

oo
o

Print a %; no argument is converted.

EXAMPLES

The command

printf '%s %s %s\n’ Good Morning World
results in the output:

Good Morning World
The following command produces the same output.

printf ‘%2$s %s %1$s\n’ World Good Morning

Here is an example that prints the first 6 characters of SPATH left-adjusted in a 10-
character field:

printf ‘First 6 chars of %s are %-10.6s.\n’ S$SPATH $PATH

If $PATH has the value /usr/bin:/usr/local/bin, then the above command
would print the following output:

First 6 chars of /usr/bin:/usr/local/bin are /usr/b

SEE ALSO
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NAME

priocntl - process scheduler control

SYNOPSIS

priocntl -1

priocntl -d [-1 idtype] [idlist]

priocntl -s [-c class] [class-specific options] [-1 idtype] [idlist]
priocntl -e [-c class] [class-specific options] command [argument(s)]

DESCRIPTION
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The priocntl command displays or sets scheduling parameters of the specified
process(es). It can also be used to display the current configuration information for
the system’s process scheduler or execute a command with specified scheduling
parameters.

Processes fall into distinct classes with a separate scheduling policy applied to each
class. The two process classes currently supported are the real-time class and the
time-sharing class. The characteristics of these two classes and the class-specific
options they accept are described below under the headings REAL-TIME CLASS and
TIME-SHARING CLASS. With appropriate permissions, the priocntl command can
change the class and other scheduling parameters associated with a running pro-
cess.

In the default configuration, a runnable real-time process runs before any other pro-
cess. Therefore, inappropriate use of real-time processes can have a dramatic nega-
tive impact on system performance.

The command
priocntl -1

displays a list of classes currently configured in the system along with class-specific
information about each class. The format of the class-specific information
displayed is described under the appropriate heading below.

The -d and -s options to priocnt1 allow the user to display or set the scheduling
parameters associated with a set of processes. The -i option and its associated
idtype argument, together with the idlist arguments to priocntl (if any), specify
one or more processes to which the priocntl command is to apply. The interpre-
tation of idlist depends on the value of idtype. The valid idtype arguments and
corresponding interpretations of idlist are as follows:

-i pid  idlist is a list of process IDs. The priocntl command applies to the
specified processes.

-1 ppid idlist is a list of parent process IDs. The priocntl command applies
to all processes whose parent process ID is in the list.

-1 pgid idlist is a list of process group IDs. The priocntl command applies
to all processes in the specified process groups.

-1 sid  idlist is a list of session IDs. The priocntl command applies to all
processes in the specified sessions.

-i class idlist consists of a single class name (RT for real-time or TS for time-
sharing). The priocntl command applies to all processes in the
specified class.
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-i uia  idlist is a list of user IDs. The priocntl command applies to all
processes with an effective user ID equal to an ID from the list.

-i gid idlist is a list of group IDs. The priocntl command applies to all
processes with an effective group ID equal to an ID from the list.

-1 all  The priocntl command applies to all existing processes. No idlist
should be specified (if one is it is ignored). The permission restric-
tions described below still apply.

If the -1 idtype option is omitted when using the -d or -s options the default idtype
of pid is assumed.

If an idlist is present it must appear last on the command line and the elements of
the list must be separated by white space. If no idlist is present an idtype argument
of pid, ppid, pgid, sid, class, uid, or gid specifies the process ID, parent process
ID, process group ID, session ID, class, user ID, or group ID respectively of the
priocntl command itself.

The command
priocntl -d[-1i idtype] [idlist]

displays the class and class-specific scheduling parameters of the process(es)
specified by idtype and idlist.

The command
priocntl -s [-c class] [class-specific options] [-1 idtype] [idlist]

sets the class and class-specific parameters of the specified processes to the values
given on the command line. The -c class option specifies the class to be set. (The
valid class arguments are RT for real-time or TS for time-sharing). The class-specific
parameters to be set are specified by the class-specific options as explained under
the appropriate heading below. If the -c class option is omitted, idtype and idlist
must specify a set of processes which are all in the same class, otherwise an error
results. If no class-specific options are specified the process’s class-specific parame-
ters are set to the default values for the class specified by -c class (or to the default
parameter values for the process’s current class if the -c class option is also omit-
ted).

In order to change the scheduling parameters of a process using priocntl the real
or effective user ID of the user invoking priocntl must match the real or effective
user ID of the receiving process or the effective user ID of the user must be super-
user. These are the minimum permission requirements enforced for all classes. An
individual class may impose additional permissions requirements when setting
processes to that class or when setting class-specific scheduling parameters.

When idtype and idlist specify a set of processes, priocntl acts on the processes in
the set in an implementation-specific order. If priocntl encounters an error for
one or more of the target processes, it may or may not continue through the set of
processes, depending on the nature of the error. If the error is related to permis-
sions, priocntl prints an error message and then continue through the process set,
resetting the parameters for all target processes for which the user has appropriate
permissions. If priocntl encounters an error other than permissions, it does not
continue through the process set but prints an error message and exits immediately.
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A special sys scheduling class exists for the purpose of scheduling the execution of
certain special system processes (such as the swapper process). It is not possible to
change the class of any process to sys. In addition, any processes in the sys class
that are included in the set of processes specified by idtype and idlist are disregarded
by priocntl. For example, if idtype were uid, an idlist consisting of a zero would
specify all processes with a UID of zero except processes in the sys class and (if
changing the parameters using the -s option) the init process.

The init process (process ID 1) is a special case. In order for the priocntl com-
mand to change the class or other scheduling parameters of the init process, idtype
must be pid and idlist must be consist of only a 1. The init process may be
assigned to any class configured on the system, but the time-sharing class is almost
always the appropriate choice.

The command
priocntl -e [-c class] [class-specific options] command [argument(s)]

executes the specified command with the class and scheduling parameters specified
on the command line (arguments are the arguments to the command). If the -c class
option is omitted the command is run in the user’s current class.

REAL-TIME CLASS
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The real-time class provides a fixed priority preemptive scheduling policy for those
processes requiring fast and deterministic response and absolute user/application
control of scheduling priorities. If the real-time class is configured in the system it
should have exclusive control of the highest range of scheduling priorities on the
system. This ensures that a runnable real-time process is given CPU service before
any process belonging to any other class.

The real-time class has a range of real-time priority (rtpri) values that may be
assigned to processes within the class. Real-time priorities range from 0 to x, where
the value of x is configurable and can be displayed for a specific installation by
using the command

priocntl -1

The real-time scheduling policy is a fixed priority policy. The scheduling priority of
a real-time process never changes except as the result of an explicit request by the
user/application to change the rtpri value of the process.

For processes in the real-time class, the rtpri value is, for all practical purposes,
equivalent to the scheduling priority of the process. The rtpri value completely
determines the scheduling priority of a real-time process relative to other processes
within its class. Numerically higher rtpri values represent higher priorities. Since
the real-time class controls the highest range of scheduling priorities in the system
it is guaranteed that the runnable real-time process with the highest rtpri value is
always selected to run before any other process in the system.

In addition to providing control over priority, priocntl provides for control over
the length of the time quantum allotted to processes in the real-time class. The time
quantum value specifies the maximum amount of time a process may run assum-
ing that it does not complete or enter a resource or event wait state (sleep). Note
that if another process becomes runnable at a higher priority the currently running
process may be preempted before receiving its full time quantum.
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The command
priocntl -d|[-1i idtype] [idlist]

displays the real-time priority and time quantum (in millisecond resolution) for
each real-time process in the set specified by idtype and idlist.

The valid class-specific options for setting real-time parameters are:

-p rtpri Set the real-time priority of the specified process(es) to
rtpri.
-t tgntm [-x res] Set the time quantum of the specified process(es) to

tqntm. You may optionally specify a resolution as
explained below.

Any combination of the -p and -t options may be used with priocntl -s or
priocntl -e for the real-time class. If an option is omitted and the process is
currently real-time the associated parameter is unaffected. If an option is omitted
when changing the class of a process to real-time from some other class, the associ-
ated parameter is set to a default value. The default value for rtpri is 0 and the
default for time quantum is dependent on the value of rtpri and on the system
configuration; see rt_dptbl(4).

When using the -t tgntm option you may optionally specify a resolution using the
-r res option. (If no resolution is specified, millisecond resolution is assumed.) If
res is specified it must be a positive integer between 1 and 1,000,000,000 inclusive
and the resolution used is the reciprocal of res in seconds. For example, specifying
-t 10 -r 100 would set the resolution to hundredths of a second and the result-
ing time quantum length would be 10/100 seconds (one tenth of a second).
Although very fine (nanosecond) resolution may be specified, the time quantum
length is rounded up by the system to the next integral multiple of the system
clock’s resolution. Requests for time quantums of zero or quantums greater than
the (typically very large) implementation-specific maximum quantum result in an
error.

In order to change the class of a process to real-time (from any other class) the user
invoking priocntl must have super-user privileges. In order to change the rtpri
value or time quantum of a real-time process the user invoking priocntl must
either be super-user, or must currently be in the real-time class (shell running as a
real-time process) with a real or effective user ID matching the real or effective user
ID of the target process.

The real-time priority and time quantum are inherited across the fork(2) and
exec(2) system calls.

Examples
priocntl -s -c RT -t 1 -r 10 -i idtype idlist

sets the class of any non-real-time processes selected by idtype and idlist to real-time
and sets their real-time priority to the default value of 0. The real-time priorities of
any processes currently in the real-time class are unaffected. The time quantums of
all of the specified processes are set to 1/10 seconds.
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priocntl -e -c RT -p 15 -t 20 command

executes command in the real-time class with a real-time priority of 15 and a time
quantum of 20 milliseconds.

TIME-SHARING CLASS

10/92

The time-sharing scheduling policy provides for a fair and effective allocation of
the CPU resource among processes with varying CPU consumption characteristics.
The objectives of the time-sharing policy are to provide good response time to
interactive processes and good throughput to CPU-bound jobs while providing a
degree of user/application control over scheduling.

The time-sharing class has a range of time-sharing user priority (tsupri) values that
may be assigned to processes within the class. User priorities range from -x to +x,
where the value of x is configurable. The range for a specific installation can be
displayed by using the command

priocntl -1

The purpose of the user priority is to provide some degree of user/application con-
trol over the scheduling of processes in the time-sharing class. Raising or lowering
the tsupri value of a process in the time-sharing class raises or lowers the scheduling
priority of the process. It is not guaranteed, however, that a time-sharing process
with a higher tsupri value will run before one with a lower tsupri value. This is
because the tsupri value is just one factor used to determine the scheduling priority
of a time-sharing process. The system may dynamically adjust the internal schedul-
ing priority of a time-sharing process based on other factors such as recent CPU
usage.

In addition to the system-wide limits on user priority (displayed with priocntl
-1), there is a per process user priority limit (tsuprilim), which specifies the max-
imum tsupri value that may be set for a given process.

The command
priocntl -d[-1 idtype] [idlist]

displays the user priority and user priority limit for each time-sharing process in
the set specified by idtype and idlist.

The valid class-specific options for setting time-sharing parameters are:

-m tsuprilim Set the user priority limit of the specified process(es) to
tsuprilim.
-p tsupri Set the user priority of the specified process(es) to tsupri.

Any time-sharing process may lower its own tsuprilim (or that of another process
with the same user ID). Only a time-sharing process with super-user privileges
may raise a tsuprilim. When changing the class of a process to time-sharing from
some other class, super-user privileges are required in order to set the initial tsupri-
lim to a value greater than zero.

Any time-sharing process may set its own tsupri (or that of another process with the
same user ID) to any value less than or equal to the process’s tsuprilim. Attempts to
set the tsupri above the tsuprilim (and/or set the tsuprilim below the tsupri) result in
the tsupri being set equal to the tsuprilim.
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Any combination of the -1 and -p options may be used with priocntl -s or
priocntl -e for the time-sharing class. If an option is omitted and the process is
currently time-sharing the associated parameter is normally unaffected. The excep-
tion is when the -p option is omitted and -1 is used to set a tsuprilim below the
current tsupri. In this case the tsupri is set equal to the tsuprilim which is being set.
If an option is omitted when changing the class of a process to time-sharing from
some other class, the associated parameter is set to a default value. The default
value for tsuprilim is 0 and the default for tsupri is to set it equal to the tsuprilim
value which is being set.

The time-sharing user priority and user priority limit are inherited across the
fork(2) and exec(2) system calls.

Examples

priocntl -s -c TS -1iidtype idlist

sets the class of any non-time-sharing processes selected by idtype and idlist to
time-sharing and sets both their user priority limit and user priority to 0. Processes
already in the time-sharing class are unaffected.

priocntl -e -¢ TS -1 0 -p -15 command [arguments]

executes command with the arguments arguments in the time-sharing class with a
user priority limit of 0 and a user priority of -15.

SEE ALSO

ps(l), nice(l), priocnt1(2), rt_dptbl(4).

DIAGNOSTICS
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priocntl prints the following error messages:
Process (es) not found: None of the specified processes exists.

Specified processes from different classes: The -s option is being
used to set parameters, the -c class option is not present, and processes from more
than one class are specified.

Invalid option or argument: An unrecognized or invalid option or option
argument is used.
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NAME

prof - display profile data

SYNOPSIS

prof[-t | ¢l al n][-o | x][-g | 1][-z][-h] [-s] [-mmdata] -V [prog]

DESCRIPTION
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The prof command interprets a profile file produced by the monitor function. The
symbol table in the object file prog (a.out by default) is read and correlated with a
profile file (mon.out by default). For each external text symbol the percentage of
time spent executing between the address of that symbol and the address of the
next is printed, together with the number of times that function was called and the
average number of milliseconds per call.

The mutually exclusive options -t, -c, -a, and -n determine the type of sorting of
the output lines:

-t Sort by decreasing percentage of total time (default).

-c Sort by decreasing number of calls.
-a Sort by increasing symbol address.
-n Sort lexically by symbol name.

The mutually exclusive options -0 and -x specify the printing of the address of
each symbol monitored:

-0 Print each symbol address (in octal) along with the symbol name.
-X Print each symbol address (in hexadecimal) along with the symbol name.

The mutually exclusive options -g and -1 control the type of symbols to be
reported. The -1 option must be used with care; it applies the time spent in a static
function to the preceding (in memory) global function, instead of giving the static
function a separate entry in the report. If all static functions are properly located
(see example below), this feature can be very useful. If not, the resulting report
may be misleading.

Assume that A and B are global functions and only A calls static function s. If Sis
located immediately after A in the source code (that is, if S is properly located),
then, with the -1 option, the amount of time spent in A can easily be determined,
including the time spent in S. If, however, both A and B call S, then, if the -1
option is used, the report will be misleading; the time spent during B’s call to S
will be attributed to A, making it appear as if more time had been spent in A than
really had. In this case, function S cannot be properly located.

-g Include static (non-global) functions.
-1 Do not include static (non-global) functions (default).
The following options may be used in any combination:

-z Include all symbols in the profile range, even if associated with zero number
of calls and zero time.

-h Suppress the heading normally printed on the report. (This is useful if the
report is to be processed further.)
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-s Print a summary of several of the monitoring parameters and statistics on
the standard error output.

-m mdata
Use file mdata instead of mon . out as the input profile file.

Y Print prof version information on the standard error output.

A program creates a profile file if it has been link edited with the -p option of cc.
This option to the cc command arranges for calls to monitor at the beginning and
end of execution. It is the call to monitor at the end of execution that causes the
system to write a profile file. The number of calls to a function is tallied if the -p
option was used when the file containing the function was compiled.

The name of the file created by a profiled program is controlled by the environmen-
tal variable PROFDIR. If PROFDIR is not set, mon.out is produced in the directory
current when the program terminates. If PROFDIR=string, string/pid .progname is
produced, where progname consists of argv[0] with any path prefix removed, and
pid is the process ID of the program. If PROFDIR is set, but null, no profiling output
are produced.

A single function may be split into subfunctions for profiling by means of the MARK
macro [see prof(5)].

FILES

mon.out  default profile file

a.out default namelist (object) file
SEE ALSO

cc(1), Iprof(l), exit(2), profil(2), monitor(3C), prof(5).
NOTES
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The times reported in successive identical runs may show variances because of
varying cache-hit ratios that result from sharing the cache with other processes.
Even if a program seems to be the only one using the machine, hidden background
or asynchronous processes may blur the data. In rare cases, the clock ticks initiat-
ing recording of the program counter may ““beat” with loops in a program, grossly
distorting measurements. Call counts are always recorded precisely, however.

Only programs that call exit or return from main are guaranteed to produce a
protfile file, unless a final call to monitor is explicitly coded.

The times for static functions are attributed to the preceding external text symbol if
the -g option is not used. However, the call counts for the preceding function are
still correct; that is, the static function call counts are not added to the call counts of
the external function.

If more than one of the options -t, -¢, -a, and -n is specified, the last option
specified is used and the user is warned.

Profiling may be used with dynamically linked executables, but care must be
applied. Currently, shared objects cannot be profiled with prof. Thus, when a
profiled, dynamically linked program is executed, only the ““main’ portion of the
image is sampled. This means that all time spent outside of the “‘main’ object, that
is, time spent in a shared object, will not be included in the profile summary; the
total time reported for the program may be less than the total time used by the pro-
gram.
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Because the time spent in a shared object cannot be accounted for, the use of shared
objects should be minimized whenever a program is profiled with prof. If possi-
ble, the program should be linked statically before being profiled.

Consider an extreme case. A profiled program dynamically linked with the shared
C library spends 100 units of time in some 1ibc routine, say, malloc. Suppose mal-
loc is called only from routine B and B consumes only 1 unit of time. Suppose
further that routine A consumes 10 units of time, more than any other routine in the
“main’ (profiled) portion of the image. In this case, prof will conclude that most
of the time is being spent in A and almost no time is being spent in B. From this it
will be almost impossible to tell that the greatest improvement can be made by
looking at routine B and not routine A. The value of the profiler in this case is
severely degraded; the solution is to use archives as much as possible for profiling.
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NAME

profiler:prfld, prfstat, prfdc, prfsnap, pripr - UNIX system profiler

SYNOPSIS

/usr/sbin/prild [ system_namelist ]
/usr/sbin/prfstat on

/usr/sbin/prfstat off

/usr/sbin/pridc file [ period [ off _hour]]
/usr/sbin/prisnap file

/usr/sbin/prfpr [-P] file [ cutoff [ system_namelist ] |

DESCRIPTION

FILES
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prfld, prfstat, prfdc, prfsnap, and prfpr form a system of programs to facili-
tate an activity study of the UNIX operating system.

prfld is used to initialize the recording mechanism in the system. It generates a
table containing the starting address of each system subroutine as extracted from
system_namelist .

prfstat is used to enable or disable the sampling mechanism. Profiler overhead is
less than 1% as calculated for 500 text addresses. prfstat will also reveal the
number of text addresses being measured.

prfdc and prfsnap perform the data collection function of the profiler by copying
the current value of all the text address counters to a file where the data can be
analyzed. prfdc will store the counters into file every period minutes and will turn
off at off_hour (valid values for off_hour are 0-24). prfsnap collects data at the time
of invocation only, appending the counter values to file.

prfpr formats the data collected by prfdc or prfsnap. Each text address is con-
verted to the nearest text symbol (as found in system_namelist) and is printed if the
percent activity for that range is greater than cufoff. By default, system-wide totals
are printed.

Specifying the -P option prints the per-processor total.

/dev/prf interface to profile data and text addresses
/stand/unix  default for system namelist file
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NAME
prs - print an SCCS file

SYNOPSIS
prs [-dldataspec]] [-x[SID]] [-€] [-1] [-c[date-time]] [-a] files

DESCRIPTION
prs prints, on the standard output, parts or all of an SCCS file [see sccsfile(4)] in
a user-supplied format. If a directory is named, prs prints the files in that direc-
tory, except the non-SCCS files (last component of the path name does not begin
with s.) and unreadable files. If a name of - is given, the standard input is read;
each line of the standard input is taken to be the name of an SCCS file or directory to
be processed. prs silently ignores non-SCCS files and unreadable files.
Arguments to prs, which may appear in any order, consist of keyletter arguments
and file names.
The keyletter arguments apply independently to each named file:

-d[dataspec] Specifies the output data specification. The dataspec is a
string consisting of SCCS file data keywords (see the DATA
KEYWORDS section) interspersed with optional user-
supplied text.

-r[SID] Specifies the SCCS identification (SID) string of a delta for
which information is desired. The default is the top delta.

-e Requests information for all deltas created earlier than and
including the delta designated via the -r keyletter or the
date given by the -c option.

-1 Requests information for all deltas created later than and
including the delta designated via the -r keyletter or the
date given by the -c option.

-c|date-time] The cutoff date-time in the form:

YY[MM[DD[HH[MM]ISS]I]
Units omitted from the date-time default to their maximum
possible values; for example, -c7502 is equivalent to -
c750228235959. Any number of non-numeric characters
may separate the fields of the cutoff date; for example,
"-c77/2/2 9:22:25".

-a Requests printing of information for both removed, that is,
delta type = R, [see rmdel(1)] and existing, that is, delta type
= D, deltas. If the -a keyletter is not specified, information
for existing deltas only is provided.

DATA KEYWORDS

Data keywords specify those parts of an SCCS file that are to be retrieved and out-
put. All parts of an SCCS file [see sccsfile(4)] have an associated data keyword.
There is no limit on the number of times a data keyword may appear in a dataspec.

The information printed by prs consists of: (1) the user-supplied text; and (2)
appropriate values (extracted from the SCCS file) substituted for the recognized
data keywords in the order of appearance in the dataspec. The format of a data key-
word value is either ““Simple” (S), in which keyword substitution is direct, or
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“Multi-line” (M), in which keyword substitution is followed by a carriage return.

User-supplied text is any text other than recognized data keywords. A tab is
specified by \t and carriage return/new-line is specified by \n. The default data
keywords are:

":Dt:\t:DL:\nMRs:\n:MR:COMMENTS:\n:C:"

:DI:  Seg-no. of deltas incl., excl., ignored :Dn:/:Dx:/:Dg:

Keyword Data Item File Section Value Format
:Dt: Delta information Delta Table See below* S
:DL:  Delta line statistics ! :Li:/:Ld:/:Lu: S
:Li: Lines inserted by Delta " nnnnn S
:Ld: Lines deleted by Delta ! nnnnn S
:Lu:  Lines unchanged by Delta " nnnnn S
:DT:  Delta type ! DorR S
:I:  SCCSID string (SID) " :R:.:L:.:B:.:S: S

:R:  Release number " nnnn S
:L:  Level number " nnnn S
:B: Branch number " nnnn S
:S:  Sequence number " nnnn S
:D:  Date Delta created " :Dy:/:Dm:/:Dd: S
:Dy: Year Delta created " nn S
:Dm:  Month Delta created " nn S
:Dd:  Day Delta created " nn S
:T:  Time Delta created " :Th:::Tm:::Ts: S
:Th: Hour Delta created " nn S
:Tm: Minutes Delta created " nn S
:Ts: Seconds Delta created " nn S
:P:  Programmer who created Delta " logname S
:DS:  Delta sequence number ! nnnn S
:DP:  Predecessor Delta seq-no. " nnnn S
S
S
S
S
M
M
M
M

:Dn:  Deltas included (seq #) ! :DS: :DS:...

:Dx:  Deltas excluded (seq #) " :DS: :DS:...

:Dg:  Deltas ignored (seq #) ! :DS: :DS:...

:MR: MR numbers for delta ! text

:C:  Comments for delta ! text

:UN:  User names User Names text

:FL: Flag list Flags text

Keyword Data Item File Section Value Format

:Y:  Module type flag ! text S
:MF: MR validation flag " yes orno S
:MP: MR validation pgm name ! text S
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:KF: Keyword error/warning flag " yes orno S
:Kv: Keyword validation string " text S
:BF: Branch flag " yes orno S
:J:  Joint edit flag " yes orno S
:LK: Locked releases " :R: ... S
:Q:  User-defined keyword ! text S
:M:  Module name " text S
:FB: Floor boundary " :R: S
:CB:  Ceiling boundary ! :R: S
:Ds: Default SID " :I: S
:ND:  Null delta flag " yes orno S
:FD:  File descriptive text Comments text M
:BD: Body Body text M
:GB:  Gotten body ! text M
:W: A form of what(1) string N/A 17 :M:\E:T: S
:A: A form of what(1) string N/A  :2::Y: :M: :I::Z2: S
:Z:  what(1) string delimiter N/A @(#) S
:F:  SCCS file name N/A text S
:PN: SCCS file path name N/A text S

*:Dt: = :DT: :I: :D: :T: :P: :DS: :DP:

EXAMPLES
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The command
prs -d"Users and/or user IDs for :F: are:\n:UN:" s.file
may produce on the standard output:

Users and/or user IDs for s.file are:
XyZ
131
abc

The command

prs -d"Newest delta for pgm :M:: :I: Created :D: By :P:" -r

s.file
may produce on the standard output:

Newest delta for pgm main.c: 3.7 Created 77/12/1 By cas
The default case:

prs s.file
produces on the standard output:

D 1.1 77/12/1 00:00:00 cas 1 000000/00000/00000
MRs:

b178-12345

b179-54321

COMMENTS :

this is the comment line for s.file initial delta
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for each delta table entry of the “D” type. The only keyletter argument allowed to
be used with the “‘special case” is the -a keyletter.

FILES

SEE ALSO
admin(1), delta(l), get(1), help(1), sccsfile(4)

DIAGNOSTICS
Use help(1) for explanations.
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NAME
prt - display the delta and commentary history of an SCCS file

SYNOPSIS
/usr/ucb/prt [-abdefistu] [~y [SID ]] [-c[cutoff]] [-x [rev-cutoff] ] filename . . .

DESCRIPTION
Note: the prt command is an older version of prs(1) that in most circumstances is
more convenient to use, but is less flexible than prs.

prt prints part or all of an SCCS file in a useful format. If a directory is named, prt
behaves as though each file in the directory were specified as a named file, except
that non-SCCS files (last component of the pathname does not begin with s.) and
unreadable files are silently ignored. If a name of ‘-’ is given, the standard input is
read; each line of the standard input is taken to be the name of an SCCS file to be
processed. Again, non-SCCS files and unreadable files are silently ignored.

The following options are available with prt :

-a Print those types of deltas normally not printed by the d keyletter. These
are types R (removed). This keyletter is effective only if the d keyletter is
also specified (or assumed).

-b Print the body of the SCCS file.
-d This keyletter normally prints delta table entries of the D type.

-e This keyletter implies the 4, 1, u, £, and t keyletters and is provided for con-
venience.

-f Print the flags of the named file.

-1 Print the serial numbers of those deltas included, excluded, and ignored.
This keyletter is effective only if the d keyletter is also specified (or
assumed).

The following format is used to print those portions of the SCCS file as
specified by the above keyletters. The printing of each delta table entry is
preceded by a NEWLINE.

Type of delta (D or R).

SPACE.

SCCS identification string (SID).

TAB.

Date and time of creation (in the form YY/MM/DD HH:MM:SS).
SPACE.

Creator.

TAB.

Serial number.

SPACE.

Predecessor delta’s serial number.

TAB.

Statistics (in the form inserted /deleted /unchanged).
NEWLINE.
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¢ “Included:TAB”, followed by SID’s of deltas included, followed by
NEWLINE (only if there were any such deltas and if 1 keyletter was
supplied).

e “Excluded:TAB”, followed by SID’s of deltas excluded, followed by
NEWLINE (see note above).

e “Ignored:TAB”, followed by SID’s of deltas ignored, followed by NEW-
LINE (see note above).

¢ “MRs:TAB”, followed by MR numbers related to the delta, followed by
NEWLINE (only if any MR numbers were supplied).

e Lines of comments (delta commentary), followed by newline (if any
were supplied).

Print only the first line of the delta table entries; that is, only up to the statis-
tics. This keyletter is effective only if the d keyletter is also specified (or
assumed).

Print the descriptive text contained in the file.

Print the login-names and/or numerical group IDs of those users allowed to
make deltas.

Print the delta table entries to stop when the delta just printed has the
specified SID. If no delta in the table has the specified SID, the entire table is
printed. If no SID is specified, the first delta in the delta table is printed.
This keyletter will print the entire delta table entry for each delta as a single
line (the NEWLINE in the normal multi-line format of the d keyletter are
replaced by SPACE characters) preceded by the name of the SCCS file being
processed, followed by a :, followed by a TAB. This keyletter is effective
only if the d keyletter is also specified (or assumed).

-clcutoff]

Stop printing the delta table entries if the delta about to be printed is older
than the specified cutoff date-time (see get(1) for the format of date-time).
If no date-time is supplied, the epoch 0000 GMT Jan. 1, 1970 is used. As with
the v keyletter, this keyletter will cause the entire delta table entry to be
printed as a single line and to be preceded by the name of the SCCS file
being processed, followed by a :, followed by a tab. This keyletter is
effective only if the d keyletter is also specified (or assumed).

-r[rev-cutoff]

Begin printing the delta table entries when the delta about to be printed is
older than or equal to the specified cutoff date-time (see get(1) for the for-
mat of date-time). If no date-time is supplied, the epoch 0000 GMT Jan. 1,
1970 is used. (In this case, nothing will be printed). As with the y keyletter,
this keyletter will cause the entire delta table entry to be printed as a single
line and to be preceded by the name of the SCCS file being processed, fol-
lowed by a :, followed by a tab. This keyletter is effective only if the d
keyletter is also specified (or assumed).

If any keyletter but v, c, or r is supplied, the name of the file being processed (pre-
ceded by one NEWLINE and followed by two NEWLINE characters) is printed
before its contents.

10/92



prt(1) (BSD Compatibility Package) prt(1)

If none of the u, £, t, or b keyletters is supplied, the d keyletter is assumed.

Note: the s and i keyletters, and the ¢ and r keyletters are mutually exclusive;
therefore, they may not be specified together on the same prt command.

The form of the delta table as produced by the y, ¢, and r keyletters makes it easy to
sort multiple delta tables in chronological order.

When both the y and ¢ or the y and r keyletters are supplied, prt will stop printing
when the first of the two conditions is met.

SEE ALSO
admin(1), get(l), delta(1), prs(l), what(1), sccs(1), sccsfile(5).
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NAME
prtconf - print system configuration

SYNOPSIS
/usr/sbin/prtconf [-1][-c]
DESCRIPTION

The prtconf command prints the system configuration information which
includes the memory and peripheral configuration. This information is displayed
every time the system is initialized to multiuser mode.

The -1 flag prints all fields of the Equipped Device Table (EDT) and Extended Dev-
ice Table (XEDT), with the exception of the size field of the XEDT.

The -c flag causes the size field of the XEDT to be printed.

SEE ALSO
scsiscan(1M).
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NAME

prtvtoc (1M)

prtvtoc - print the VTOC of a block device

SYNOPSIS

/sbin/prtvtoc device

DESCRIPTION

The prtvtoc command allows the contents of the VTOC (volume table of contents)
to be viewed. The command can be used only by the super-user.

The device name must be the filename of a raw device in the form of prefix_cXdYsZ,
where prefix uniquely defines the type of device, X specifies the controller number
(starting from zero) of the stated device type, Y specifies the logical device number
(starting from zero) for the device attached to the stated controller, and Z specifies
device dependent information.

EXAMPLE

The command line entry and system response shown below are for a 72-megabyte

hard disk:

# prtvtoc

/dev/rdsk/m328_c0d0s7

* /dev/rdsk/m328_c0d0s7 slice map

*

Dimension:

512
18
11
198
754
754

bytes/sector
sectors/track
tracks/cylinder
sectors/cylinder
cylinders

accessible cylinders

1: unmountable
10: read-only

Unallocated space:

*
*
*
*
*
*
*
*
* Flags:
*
*
*
*
*
*
*
*

* ¥

2

oW O
= O ok W
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First Sector Last
Sector Count Sector
0 100 99

First Sector Last

SliceTag Flags Sector Count Sector Mount Directory

00 19040 23460 42499  /

01 100 18940 19039

00 29552 119344 148895  /usr
00 24552 5000 29551  /stand
01 0 148896 148895

01 0 100 99
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Codes for TAG are:
NAME | NUMBER

UNASSIGNED | 0
BOOT 1
ROOT 2
SWAP |3
I 4

5

| 6

USR
BACKUP
STAND

FLAG indicates how the slice is to be mounted.

NAME | NUMBER
MOUNTABLE, READ AND WRITE ! 00
NOT MOUNTABLE ‘ 01
MOUNTABLE, READ ONLY | 10
SEE ALSO
fmthard(1M)
CAVEAT

Page 2

The mount command does not check the “‘not mountable” bit.

The unallocated space information contains all of the unallocated space on the dev-
ice. This may also include the space at the very beginning of the disk that is
reserved by Motorola for media identification, boot blocks, and bad block location.
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NAME
ps - report process status

SYNOPSIS
ps [ -Pedajflc] [ -t termlist] [ -p proclist] [ -u uidlist] [ -g grplist] [ -s sesslist]

DESCRIPTION
ps prints information about active processes. Without options, ps prints informa-
tion about processes associated with the controlling terminal. The output contains
only the process ID, terminal identifier, cumulative execution time, and the com-
mand name. Otherwise, the information displayed is controlled by the options.

Some options accept lists as arguments. Items in a list can be either separated by
commas or else enclosed in double quotes and separated by commas or spaces.
Values for proclist and grplist must be numeric.

The options are:

-P Prints the processor ID number of the processor on which a process is exe-
cuting, in the case of processor binding. The processor ID number appears
under the PSR column heading. If the process is not bound to a specific
processor, a dash appears in the field. The -P option applies to multi-
processing only.

-e Prints information about every process now executing.

-d Prints information about all processes except session leaders.

-a Prints information about all processes most frequently requested: all those
except process group leaders and processes not associated with a terminal.

-3 Prints session ID and process group ID.

-f Generates a full listing. (See below for significance of columns in a full list-
ing.)

-1 Generates a 1ong listing.

e Prints information in a format that reflects scheduler properties as described

in priocnt1(1). The -c option affects the output of the -f and -1 options,
as described below.

-t termlist
Lists only process data associated with the terminal given in termlist. Termi-
nal identifiers may be specified in one of two forms: the device’s file name
(for example, tty04) or, if the device’s file name starts with tty, just the
digit identifier (for example, 04).

-p proclist
Lists only process data whose process ID numbers are given in proclist.

-u uidlist
Lists only the process data for those user IDs or login names given in wuidlist .
In the listing, the numerical user ID will be printed unless you give the -f
option, which prints the login name.

-g grplist
Lists only the process data for those group leader’s ID number(s) that
appear in grplist. (A group leader is a process whose process ID number is
identical to its process group ID number.)
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-s sesslist
Lists information on all session leaders whose IDs appear in sesslist.

Under the -f option, ps tries to determine the command name and arguments
given when the process was created by examining the user block. Failing this, the
command name is printed as it would have appeared without the -f option, in
square brackets.

The column headings and the meaning of the columns in a ps listing are given
below; the letters f, 1, and P indicate the option (full, long, or processor respec-
tively) that causes the corresponding heading to appear; all means that the head-
ing always appears. Note that these two options determine only what information
is provided for a process; they do not determine which processes will be listed.

F (1) Flags (hexadecimal and additive) associated with the process:

00 Process has terminated: process table entry now avail-
able.

01 A system process: always in primary memory.

02 Parent is tracing process.

04 Tracing parent’s signal has stopped process: parent is
waiting [ptrace(2)].

10 Process is currently in primary memory.

20 Process currently in primary memory: locked until an
event completes.

S (1) The state of the process:
O Process is executing on a processor.
S Sleeping: process is waiting for an event to complete.
R Runnable: process is on run queue.
I Idle: process is being created.
zZ Zombie state: process terminated and parent not
waiting.
T Traced: process stopped by a signal because parent is
tracing it.
X SXBRK state: process is waiting for more primary
memory.
UID (f,1) The user ID number of the process owner (the login name is
printed under the -f option).
PID (all)  The process ID of the process (the PID is necessary in order to
kill a process).
PPID (£,1) The process ID of the parent process.
C (f,1) Processor utilization for scheduling. Not printed when the -c
option is used.
CLS (f,1) Scheduling class. Printed only when the -c option is used.
PRI (1) The priority of the process. Without the -c option, higher

numbers mean lower priority. With the -c option, higher
numbers mean higher priority.
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NI (1)  Nice value, used in priority computation. Not printed when
the -c option is used. Only processes in the time-sharing class
have a nice value.

ADDR (1)  The memory address of the process.

SZ (1)  The size (in pages or clicks) of the swappable process’s image
in main memory.

WCHAN (1) The address of an event for which the process is sleeping, or in
SXBRK state, (if blank, the process is executing).

STIME (f)  The starting time of the process, given in hours, minutes, and
seconds. (A process begun more than twenty-four hours
before the ps inquiry is executed is given in months and days.)

TTY (all)  The controlling terminal for the process. A ? is printed when
there is no controlling terminal.

TIME (all)  The cumulative execution time for the process.

COMMAND  (all) The command name (the full command name and its argu-
ments are printed under the -f option).

PSR P) The processor binding. (For multi-processing only.)

A process that has exited and has a parent, but has not yet been waited for by the
parent, is marked <defunct>.

/dev

/dev/sxt/*

/dev/tty*

/dev/xt/* terminal (“tty”’) names searcher files
/dev/kmem kernel virtual memory

/dev/swap the default swap device

/dev/mem memory

/etc/passwd  UID information supplier
/etc/ps_data internal data structure

SEE ALSO

NOTES
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getty(1M), ki11(1), nice(l), priocnt1(1), ps(1).

Your environment can change while ps is executing; the snap-shot it gives is true
only for a split second, and it may not be accurate by the time you see it. Some data
printed for defunct processes is irrelevant.

If no termlist, proclist, uidlist, or grplist is specified, ps checks stdin, stdout, and
stderr in that order, looking for the controlling terminal, and will attempt to
report on processes associated with the controlling terminal. In this situation, if
stdin, stdout, and stderr are all redirected, ps will not find a controlling termi-
nal, so there will be no report.

ps may report an 1seek error and exit. ps may seek an invalid user area address:
having obtained the address of a process’ user area, ps may not be able to seek that
address before the process exits and the address becomes invalid.

Page 3



ps(1) (Essential Utilities) ps(1)

ps -ef may not report the actual start of a tty login session, but rather an earlier
time, when a getty was last respawned on the tty line.
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NAME
ps - display the status of current processes

SYNOPSIS
/usr/ucb/ps [ ~acglnrSuUvwx | [ -tterm ] [ num ]

DESCRIPTION

The ps command displays information about processes. Normally, only those
processes that are running with your effective user ID and are attached to a control-
ling terminal (see termio(4)) are shown. Additional categories of processes can be
added to the display using various options. In particular, the -a option allows you
to include processes that are not owned by you (that do not have your user ID), and
the -x option allows you to include processes without control terminals. When
you specify both -a and -x, you get processes owned by anyone, with or without a
control terminal. The -r option restricts the list of processes printed to running and
runnable processes.

ps displays the process ID, under PID; the control terminal (if any), under TT; the
cpu time used by the process so far, including both user and system time, under
TIME; the state of the process, under S; and finally, an indication of the COMMAND
that is running.

The state is given by a single letter from the following:

Process is running on a processor.

Sleeping. Process is waiting for an event to complete.
Runnable. Process is on run queue.

Idle. Process is being created.

Zombie state. Process terminated and parent not waiting.
Traced. Process stopped by a signal because parent is tracing it.
SXBRK state. Process is waiting for more primary memory.

WHENHXD®Nn O

The following options must all be combined to form the first argument:
-a Include information about processes owned by others.

-c Display the command name, as stored internally in the system for pur-
poses of accounting, rather than the command arguments, which are kept
in the process’ address space. This is more reliable, if less informative,
since the process is free to destroy the latter information.

-g Display all processes. Without this option, ps only prints interesting
processes. Processes are deemed to be uninteresting if they are process
group leaders. This normally eliminates top-level command interpreters
and processes waiting for users to login on free terminals.

-1 Display a long listing, with fields F, PPID, CP, PRI, NI, SZ, RSS and WCHAN
as described below.

-n Produce numerical output for some fields. In a user listing, the USER field
is replaced by a UID field.

-r Restrict output to running and runnable processes.

-S Display accumulated CPU time used by this process and all of its reaped
children.
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-u Display user-oriented output. This includes fields USER, Sz, RSS and
START as described below.

-U Update a private database where ps keeps system information.

-V Display a version of the output containing virtual memory. This includes
fields SIZE and RSS, described below.

-w Use a wide output format (132 columns rather than 80); if repeated, that is,
-ww, use arbitrarily wide output. This information is used to decide how
much of long commands to print.

-X Include processes with no controlling terminal.

-tterm List only process data associated with the terminal, term. Terminal
identifiers may be specified in one of two forms: the device’s file name (for
example, tty04 or term/14) or, if the device’s file name starts with tty,
just the digit identifier (for example, 04).

num A process number may be given, in which case the output is restricted to
that process. This option must be supplied last.

DISPLAY FORMATS

Fields that are not common to all output formats:

USER  Name of the owner of the process.

NI Process scheduling increment [see getpriority(3) and nice(3C)].

SIZE

SZ. The combined size of the data and stack segments (in kilobyte units)

RSS Real memory (resident set) size of the process (in kilobyte units).

UID Numerical user-ID of process owner.

PPID  Numerical ID of parent of process.

CP Short-term CPU utilization factor (used in scheduling).

PRI The priority of the process (higher numbers mean lower priority).

START The starting time of the process, given in hours, minutes, and seconds. A
process begun more than 24 hours before the ps inquiry is executed is
given in months and days.

WCHAN  The address of an event for which the process is sleeping, or in SXBRK state
(if blank, the process is running).

F Flags (hexadecimal and additive) associated with the process:

Page 2

00 Process has terminated. Process table now available.

01 A system process, always in primary memory.

02 Parent is tracing process.

04 Tracing parent’s signal has stopped process. Parent is waiting, see
ptrace(2).

08 Process is currently in primary memory.

10 Process currently in primary memory, locked until an event is com-
pleted.
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A process that has exited and has a parent, but has not yet been waited for by the
parent is marked <defunct>; otherwise, ps tries to determine the command name
and arguments given when the process was created by examining the user block.

FILES
/dev
/dev/sxt/*
/dev/tty*
/dev/xt/* terminal (tty) names searcher files
/dev/kmem kernel virtual memory
/dev/swap default swap device
/dev/mem memory
/etc/passwd UID information supplier
/etc/ps_data internal data structure

SEE ALSO
kill(1), whodo(1), 1seek(2), getpriority(3), nice(3C).

NOTES
Things can change while ps is running; the picture it gives is only a close approxi-
mation to the current state. Some data printed for defunct processes is irrelevant.
If no term or num is specified, ps checks the standard input, the standard output,
and the standard error in that order, looking for the controlling terminal and will
attempt to report on processes associated with the controlling terminal. In this
situation, if the standard input, the standard output, and the standard error are all
redirected, ps will not find a controlling terminal, so there will be no report.
On a heavily loaded system, ps may report an 1seek(2) error and exit. ps may seek
to an invalid user area address, having obtained the address of process’ user area,
ps may not be able to seek to that address before the process exits and the address
becomes invalid.
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putdev - edits device table

putdev -a alias [attribute=value]|. . .]]

putdev -m device attribute=value [attribute=value]|...]]

putdev -d device [attribute[...]]

putdev can add a new device to the device table, modify an existing device
description or remove a device entry from the table. The first synopsis is used to
add a device. The second synopsis is used to modify existing entries by adding or
changing attributes. If a specified attribute is not defined, this option adds that
attribute to the device definition. If it is already defined, it modifies the attribute
definition. The third synopsis is used to delete either an entire device entry or, if
the attribute argument is used, to delete an attribute assignment for a device.

The options and arguments for this command are:

Adds a device to the device table using the specified attributes. The
device must be referenced by its alias.

Modifies a device entry in the device table. If an entry already exists,
it adds any specified attributes that are not defined. It also modifies
any attributes which already have a value with the value specified
with this command.

Removes a device from the device table, when executed without the
attributes argument. Used with the attribute argument, it deletes the
given attribute specification for device from the table.

Designates the alias of the device to be added.

Designates the pathname or alias of the device whose attribute is to
be added, modified, or removed.

Designates a device attribute to be added or modified. Can be any of
the device attributes described under NOTES except alias. This
prevents an accidental modification or deletion of a device’s alias
from the table.

Designates the value to be assigned to a device’s attribute.

The following list shows all of the attributes which can be defined for a device:

NAME
SYNOPSIS
DESCRIPTION
-a
-m
-d
alias
device
attribute
value
NOTES
alias
bdevice
10/92

The unique name by which a device is known. No two devices in the
database may share the same alias name. The name is limited in
length to 14 characters and should contain only alphanumeric charac-
ters and also the following special characters if they are escaped with
a backslash: underscore (_), dollar sign ($), hyphen (-), and period (.).

The pathname to the block special device node associated with the
device, if any. The associated major/minor combination should be
unique within the database and should match that associated with
the cdevice field, if any. (It is the administrator’s responsibility t
ensure that these major/minor numbers are unique in the database.)
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capacity

cdevice

cyl
desc

dpartlist

dparttype

erasecmd
fmtcmd

fsname
gap
nkfscmd

mountpt

nblocks
ninodes
norewind
pathname

type

volname
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The capacity of the device or of the typical volume, if removable.

The pathname to the character special device node associated with
the device, if any. The associated major/minor combination should
be unique within the database and should match that associated with
the bdevice field, if any. (It is the administrator’s responsibility to
ensure that these major/minor numbers are unique in the database.)

Used by the command specified in the mkfscmd attribute.

A description of any instance of a volume associated with this device
(such as floppy diskette).

The list of disk slices associated with this device. Used only if
type=disk. The list should contain device aliases, each of which
must have type=dpart.

The type of disk slice represented by this device. Used only if
type=dpart. It should be either fs (for filesystem) or dp (for data
slice).

The command string that, when executed, erases the device.

The command string that, when executed, formats the device.

The filesystem name on the file system administered on this slice, as
supplied to the /usr/sbin/labelit command. This attribute is
specified only if type=dpart and dparttype=£fs.

Used by the command specified in the mk fscmd attribute.

The command string that, when executed, places a file system on a
previously formatted device.

The default mount point to use for the device. Used only if the device
is mountable. For disk slices where type=dpart and dparttype=fs,
this attribute should specify the location where the slice is normally
mounted.

The number of blocks in the filesystem administered on this slice.
Used only if type=dpart and dparttype=£fs.
The number of inodes in the filesystem administered on this slice.
Used only if type=dpart and dparttype=£fs.

The name of the character special device node that allows access to
the serial device without rewinding when the device is closed.

Defines the pathname to an i-node describing the device (used for
non-block or character device pathnames, such as directories).

A token that represents inherent qualities of the device. Standard
types include: 9-track, ctape, disk, directory, diskette, dpart, and
qtape.

The volume name on the filesystem administered on this slice, as sup-

plied to the /usr/sbin/labelit command. Used only if
type=dpart and dparttype=fs.
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volume A text string used to describe any instance of a volume associated
with this device. This attribute should not be defined for devices
which are not removable.

ERRORS
The command will exit with one of the following values:
0= successful completion of the task.
1= command syntax incorrect, invalid option used, or internal error
occurred.
2= device table could not be opened for reading or new device table

could not be created.

3= if executed with the -a option, indicates that an entry in the device
table with the alias alias already exits. If executed with the -m or -d
options, indicates that no entry exists for device device.

4= indicates that -d was requested and one or more of the specified attri-
butes were not defined for the device.

FILES
/etc/device.tab

SEE ALSO
devattr(l), putdgrp(1M)
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NAME
putdgrp - edits device group table

SYNOPSIS
putdgrp [-d] dgroup [device . . .]]

DESCRIPTION
putdgrp modifies the device group table. It performs two kinds of modification. It
can modify the table by creating a new device group or removing a device group.
It can also change group definitions by adding or removing a device from the
group definition.
When the command is invoked with only a dgroup specification, the command adds
the specified group name to the device group table if it does not already exist. If

the -d option is also used with only the dgroup specification, the command deletes
the group from the table.

When the command is invoked with both a dgroup and a device specification, it adds
the given device name (or names) to the group definition. When invoked with both
arguments and the -d option, the command deletes the device name (or names)
from the group definition.

When the command is invoked with both a dgroup and a device specification and the
device group does not exist, it creates the group and adds the specified devices to
that new group.

The options and arguments for this command are:

-d Deletes the group or, if used with device, the device from a group
definition.

dgroup Specifies a device group name.

device Specifies the pathname or alias of the device that is to added to or
deleted from the device group.

ERRORS

The command will exit with one of the following values:

0 = successful completion of the task.

1= command syntax incorrect, invalid option used, or internal error occurred.

2 = device group table could not be opened for reading or a new device group
table could not be created.

3 = if executed with the -d option, indicates that an entry in the device group table
for the device group dgroup does not exist and so cannot be deleted. Other-
wise, indicates that the device group dgroup already exists and cannot be
added.

4 = if executed with the -d option, indicates that the device group dgroup does not
have as members one or more of the specified devices. Otherwise, indicates
that the device group dgroup already has one or more of the specified devices
as members.

EXAMPLE
To add a new device group:

putdgrp floppies
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To add a device to a device group:
putdgrp floppies diskette2

To delete a device group:
putdgrp -d floppies

To delete a device from a device group:
putdgrp -d floppies diskette2

FILES
/etc/dgroup.tab

SEE ALSO
listdgrp(l), putdev(1M).
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NAME
pwck, grpek - password /group file checkers

SYNOPSIS
/usr/sbin/pwck [file]
/usr/sbin/grpck [file]

DESCRIPTION
pwck scans the password file and notes any inconsistencies. The checks include
validation of the number of fields, login name, user ID, group ID, and whether the
login directory and the program-to-use-as-shell exist. The default password file is
/etc/passwd.

grpck verifies all entries in the group file. This verification includes a check of the
number of fields, group name, group ID, whether any login names belong to more
than NGROUPS_MAX groups and that all login names appear in the password file.
The default group file is /etc/group.

FILES
/etc/group
/etc/passwd

SEE ALSO
group(4), passwd(4)

DIAGNOSTICS
Group entries in /etc/group with no login names are flagged.
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NAME
pwck - check password database entries

SYNOPSIS
/usr/ucb/pwck [ filename |

DESCRIPTION
pwck checks a password file for errors. If specified, filename is checked, otherwise
/etc/passwd is checked.

This command differs from /usr/sbin/pwck in its ability to correctly parse YP
entries in /etc/passwd.

DIAGNOSTICS
Too many/few fields
An entry in the password file does not have the proper number of fields.

No login name
The login name field of an entry is empty.

Bad character(s) in login name
The login name in an entry contains characters other than lower-case letters
and digits.

First char in login name not lower case alpha
The login name in an entry does not begin with a lower-case letter.

Login name too long
The login name in an entry has more than 8 characters.

Invalid UID
The user ID field in an entry is not numeric or is greater than 65535.

Invalid GID
The group ID field in an entry is not numeric or is greater than 65535.

No login directory
The login directory field in an entry is empty.

Login directory not found
The login directory field in an entry refers to a directory that does not exist.

Optional shell file not found.
The login shell field in an entry refers to a program or shell script that does
not exist.

No netgroup name
The entry is a Yellow Pages entry referring to a netgroup, but no netgroup is
present.

Bad character(s) in netgroup name
The netgroup name in a Yellow Pages entry contains characters other than
lower-case letters and digits.

First char in netgroup name not lower case alpha
The netgroup name in a Yellow pages entry does not begin with a lower-
case letter.
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FILES
/etc/passwd

SEE ALSO
group(4), passwd(4).
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NAME

pwconv (1M)

pweonv - install and update /etc/shadow with information from /etc/passwd

SYNOPSIS
pwconv

DESCRIPTION

The pwconv command creates and updates /etc/shadow with information from
/etc/passwd.

If the /etc/shadow file does not exist, pwconv creates /etc/shadow with informa-
tion from /etc/passwd. The command populates /etc/shadow with the user’s
login name, password, and password aging information. If password aging infor-
mation does not exist in /etc/passwd for a given user, none is added to

/etc/shadow. However, the last changed information is always updated.
If the /etc/shadow file does exist, the following tasks are performed:

Entries that are in the /etc/passwd file and not in the /etc/shadow file are
added to the /etc/shadow file.

Entries that are in the /etc/shadow file and not in the /etc/passwd file are
removed from /etc/shadow.

Password attributes (for example, password and aging information) in an
/etc/passwd entry are moved to the corresponding entry in /etc/shadow.

The pwconv program is a privileged system command that cannot be executed by
ordinary users.

/etc/passwd, /etc/shadow, /etc/opasswd, /etc/oshadow

passwd(1), passmgmt (1M)

The pwconv command exits with one of the following values:

FILES

SEE ALSO

DIAGNOSTICS
0
1
2
3
4
5

10/92

Success.

Permission denied.

Invalid command syntax.

Unexpected failure. Conversion not done.
Unexpected failure. Password file(s) missing.
Password file(s) busy. Try again later.
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NAME
pwd - working directory name

SYNOPSIS

pwd
DESCRIPTION

pwd prints the path name of the working (current) directory.
SEE ALSO

cd(1)

DIAGNOSTICS
“Cannot open ..”” and “Read error in ..”” indicate possible file system trouble and
should be referred to a UNIX system administrator.

NOTES
If you move the current directory or one above it, pwd may not give the correct
response. Use the cd(1) command with a full path name to correct this situation.
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NAME

(UFS) quot (1M)

quot - summarize file system ownership

SYNOPSIS

quot [ -acthnv ] [ filesystem ]

DESCRIPTION

quot displays the number of blocks (1024 bytes) in the named filesystem currently

owned

by each user. There is a limit of 2048 blocks. Files larger than this will be

counted as a 2048 block file, but the total blocks count will be correct.

The options are:

-a Generate a report for all mounted file systems.

-c Display three columns giving a file size in blocks, the number of files of that
size, and a cumulative total of blocks containing files of that size or a
smaller size. Files exceeding 499 blocks are listed as 499 blocks. The last
line always lists 499 blocks, even if there are no files of that size.

-f Display count of number of files as well as space owned by each user. This
option is incompatible with the -c and -v options.

-h Estimate the number of blocks in the file — this does not account for files
with holes in them.

-n Attach names to the list of files read from standard input. quot -n cannot
be used alone, because it expects data from standard input. For example,
the pipeline

ncheck filesystem | sort +0n | quot -n filesystem
will produce a list of all files and their owners. This option is incompatible
with all other options.

-v In addition to the default output, display three columns containing the
number of blocks not accessed in the last 30, 60, and 90 days.

NOTES
This command may only be used by a privileged user.
FILES
/etc/mnttab mounted file systems
/etc/passwd to get user names
SEE ALSO

du(1M)
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NAME
quota - display a user’s disk quota and usage

SYNOPSIS
quota [ -v ] [ username ]

DESCRIPTION
quota displays users’ disk usage and limits. Only a privileged user may use the
optional username argument to view the limits of other users.

quota without options displays only warnings about mounted file systems where
usage is over quota. Remotely mounted file systems which do not have quotas
turned on are ignored.

username can be numeric, corresponding to the uid of a user.

The -v option displays user’s quotas on all mounted file systems where quotas
exist.

FILES
/etc/mnttab list of currently mounted filesystems

SEE ALSO
edquota(1M), quotaon(1M)
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NAME

quotacheck - file system quota consistency checker

SYNOPSIS

quotacheck [-v] [-p] filesystem . . .
quotacheck [-apv]

DESCRIPTION

quotacheck examines each file system, builds a table of current disk usage, and
compares this table against that stored in the disk quota file for the file system. If
any inconsistencies are detected, both the quota file and the current system copy of
the incorrect quotas are updated (the latter only occurs if an active file system is
checked).

quotacheck expects each file system to be checked to have a quota file named quo-
tas in the root directory. If none is present, quotacheck will ignore the file system.

quotacheck accesses the character special device in calculating the actual disk
usage for each user. Thus, the file systems checked should be quiescent while quo-
tacheck is running.

The options are:

-V Indicate the calculated disk quotas for each user on a particular file system.
quotacheck normally reports only those quotas modified.

-a Check the file systems indicated in /etc/mnttab to be read-write with disk
quotas. Only those file systems that have "rq" in the mntopts field of the
/etc/vEstab file are checked.

-p Run parallel passes on the required file systems.
FILES
/etc/mnttab mounted file systems
/etc/vEstab list of default parameters for each file system
SEE ALSO
quotaon(1M)
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NAME

quotaon, quotaoff - turn file system quotas on and off

SYNOPSIS

quotaon [-v] filesystem. ..
quotaon [-v] -a

aquotaoff [-v] filesystem. ..
quotaoff [-v] -a

DESCRIPTION

quotaon announces to the system that disk quotas should be enabled on one or
more file systems. The file systems specified must be mounted at the time. The file
system quota files must be present in the root directory of the specified file system
and be named quotas.

quotaoff announces to the system that file systems specified should have any disk
quotas turned off.

The options for quotaon are:

-a All file systems in /etc/mnttab marked read-write with quotas will have
their quotas turned on. This option is normally used at boot time to enable
quotas. It applies only to file systems that have rq in the mntopts field of
the /etc/vEstab file.

-v Display a message for each file system where quotas are turned on.
The options for quotaoff are:

-a Force all file systems in /etc/mnttab to have their quotas disabled. This
option applies only to file systems that have rq in the mntopts field of the
/etc/vistab file.

-V Display a message for each file system affected.

These commands update the status field of devices located in /etc/mnttab to indi-
cate when quotas are on or off for each file system.

FILES
/etc/mnttab mounted file systems /etc/vEstab list of default parame-
ters for each file system
SEE ALSO
mnttab(4), vistab(4)
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NAME
random - generate a random number
SYNOPSIS
random [-s] [scale]
DESCRIPTION
random generates a random number on the standard output, and returns the
number as its exit value. By default, this number is either 0 or 1. If scale is given a

value between 1 and 255, then the range of the random value is from 0 to scale. If
scale is greater than 255, an error message is printed.

When the -s (silent) option is given, then the random number is returned as an exit
value, but is not printed on the standard output. If an error occurs, random returns
an exit value of zero.

SEE ALSO
rand(3C)

NOTES

This command does not perform any floating point computations. random uses the
time of day as a seed.
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NAME

rarpd - DARPA Reverse Address Resolution Protocol server

SYNOPSIS

rarpd interface [ hostname ]
/usr/sbin/rarpd -a

DESCRIPTION

FILES

rarpd starts a daemon that responds to Reverse Address Resolution Protocol
(RARP) requests. The daemon forks a copy of itself that runs in background. It
must be run as root.

RARP is used by machines at boot time to discover their Internet Protocol (IP)
address. The booting machine provides its Ethernet Address in a RARP request
message. Using the ethers and hosts databases, rarpd maps this Ethernet
Address into the corresponding IP address which it returns to the booting machine
in an RARP reply message. The booting machine must be listed in both databases
for rarpd to locate its IP address. rarpd issues no reply when it fails to locate an IP
address.

In the first synopsis, the interface parameter names the network interface upon
which rarpd is to listen for requests. The interface parameter takes the “name unit”’
form used by ifconfig(IM). The second argument, hostname, is used to obtain the
IP address of that interface. An IP address in ““decimal dot” notation may be used
for hostname. If hostname is omitted, the address of the interface will be obtained
from the kernel. When the first form of the command is used, rarpd must be run
separately for each interface on which RARP service is to be supported. A machine
that is a router may invoke rarpd multiple times, for example:

/usr/sbin/rarpd 374_0 host
/usr/sbin/rarpd 374_1 host-backbone

In the second synopsis, rarpd locates all of the network interfaces present on the
system and starts a daemon process for each one that supports RARP.

/etc/ethers
/etc/hosts

SEE ALSO
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ifconfig(1M), ethers(4), hosts(4), netconfig(4), boot(8).

Finlayson, Ross, Timothy Mann, Jeffrey Mogul, and Marvin Theimer, A Reverse
Address Resolution Protocol, RFC 903, Network Information Center, SRI International,
Menlo Park, Calif., June 1984.
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NAME

rc0 - run commands performed to stop the operating system

SYNOPSIS

/sbin/rc0

DESCRIPTION

10/92

This file is executed at each system state change that needs to have the system in an
inactive state. It is responsible for those actions that bring the system to a quiescent
state, traditionally called ““shutdown”.

There are three system states that require this procedure. They are state 0 (the sys-
tem halt state), state 5 (the firmware state), and state 6 (the reboot state). Whenever
a change to one of these states occurs, the rc0O procedure is run. The entry in
/etc/inittab might read:

s0:056:wait:/sbin/rc0 >/dev/console 2>&1 </dev/console

Some of the actions performed by rcO are carried out by files in the directory
/usr/sbin/shutdown.d and files beginning with K in /sbin/rc0.d. These files
are executed in ASCII order (see FILES below for more information), terminating
some system service. The combination of commands in rcO and files in
/usr/sbin/shutdown.d and /sbin/rc0.d determines how the system is shut
down.

The recommended sequence for rc0 is:
Stop System Services and Daemons.

Various system services (such as LP Spooler) are gracefully terminated.

When new services are added that should be terminated when the system is
shut down, the appropriate files are installed in /usr/sbin/shutdown.d
and /sbin/rc0.d.

Terminate Processes

SIGTERM signals are sent to all running processes by killall(1M).
Processes stop themselves cleanly if sent SIGTERM.

Kill Processes

SIGKILL signals are sent to all remaining processes; no process can resist
SIGKILL.

At this point the only processes left are those associated with rc0 and
processes 0 and 1, which are special to the operating system.

Unmount All File Systems

Only the root file system (/) remains mounted.

Depending on which system state the systems end up in (0, 5, or 6), the entries in
/etc/inittab will direct what happens next. If the /etc/inittab has not
defined any other actions to be performed as in the case of system state 0, then the
operating system will have nothing to do. It should not be possible to get the
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system’s attention. The only thing that can be done is to turn off the power or pos-
sibly get the attention of a firmware monitor. The command can be used only by
the super-user.

FILES
The execution by /usr/bin/sh of any files in /usr/sbin/shutdown.d occurs in
ASCII sort-sequence order. See rc2(1M) for more information.

SEE ALSO
killall(1M), rc2(1M), shutdown(1M), inittab(4)
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NAME
rcl - run commands to bring system to administrative state

SYNOPSIS
/sbin/rcl

DESCRIPTION
The shell script rcl is run whenever a transition to run state 1 is requested either
through init 1 or shutdown -i 1.

File systems required for multi-user operations will be mounted at the end of rc1.

Entering this state is only meaningful when the system is coming up from the
firmware state or the single-user state. When entering this state from the multi-user
state [see rc2(1M)], no processes are killed and no services are stopped.

Note that in this state, logins requiring access to multi-user file systems can be
used, but other multi-user services are unavailable.

SEE ALSO
init(1M), rc0(1M), rc2(1M), shutdown(1M), inittab(4).
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NAME
rc2 - run commands performed for multi-user environment

SYNOPSIS
/sbin/rc2

DESCRIPTION
This file is executed via an entry in /etc/inittab and is responsible for those ini-
tializations that bring the system to a ready-to-use state, traditionally state 2, called
the "multi-user" state.

The actions performed by rc2 are found in files in the directory /etc/rc.d and
files beginning with S in /etc/rc2.d. These files are executed by /usr/bin/shin
ASCII sort-sequence order (see FILES for more information). When functions are
added that need to be initialized when the system goes multi-user, an appropriate
file should be added in /etc/rc2.4d.

The functions done by the rc2 command and associated /etc/rc2.d files include:
Setting and exporting the TIMEZONE variable.
Setting-up and mounting the user (/usr) file system.
Cleaning up (remaking) the /tmp and /var/tmp directories.

Loading the network interface and ports cards with program data and start-
ing the associated processes.

Starting the cron daemon by executing /usr/sbin/cron.

Cleaning up (deleting) uucp locks status, and temporary files in the
/var/spool/uucp directory.

Other functions can be added, as required, to support the addition of hardware and
software features.

EXAMPLES
The following are prototypical files found in /etc/rc2.d. These files are prefixed
by an S and a number indicating the execution order of the files.

MOUNTFILESYS
# Set up and mount file systems
cd /
/sbin/mountall /etc/fstab
RMTMPFILES

# clean up /tmp
rm -rf /tmp
mkdir /tmp
chmod 777 /tmp
chgrp sys /tmp
chown sys /tmp

uucp
# clean-up uucp locks, status, and temporary files
rm -rf /var/spool/locks/*
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FILES

The file /etc/TIMEZONE is included early in rc2, thus establishing the default time
zone for all commands that follow.

Here are some hints about files in /etc/rc.d:

The order in which files are executed is important. Since they are executed in ASCII
sort-sequence order, using the first character of the file name as a sequence indica-
tor will help keep the proper order. Thus, files starting with the following charac-
ters would be:

[0-9]. veryearly
[A-Z].  early
[a-n]. later
[o-z]. last

Files in /etc/rc.d that begin with a dot (.) will not be executed. This feature can
be used to hide files that are not to be executed for the time being without remov-
ing them. The command can be used only by a privileged user.

Files in /etc/rc2.d must begin with an S or a K followed by a number and the rest
of the file name. Upon entering run level 2, files beginning with S are executed
with the start option; files beginning with K, are executed with the stop option.
Files beginning with other characters are ignored.

SEE ALSO
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NAME
rc3 - run commands to start distributed file sharing

SYNOPSIS
/sbin/rc3

DESCRIPTION
The shell script rc3 is run whenever a transition to run state 3 is requested either
through init 3 or shutdown -i 3.

This state initializes networking and distributed file sharing operations.

SEE ALSO
init(1M), rc0(1M), rc2(1M), shutdown(1M), inittab(4).
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NAME
rcé6 - run commands performed to stop and reboot the operating system

SYNOPSIS
/sbin/rc6

DESCRIPTION
The shell script rc6 is run whenever a transition to run state 6 is requested either
through init 6 or shutdown -i6.

The sequence of events in rc6 is as follows:
Unmount all file systems.

init executes the initdefault entry in the /etc/inittab file to bring the system
to the operating state defined by that entry.

SEE ALSO
init(1M), rc0(1IM), rc2(1M), shutdown(1M), inittab(4).
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NAME
rcp - remote file copy

SYNOPSIS
rcp [ -p | filenamel filename2
rcp [ -pr | filename. . directory

DESCRIPTION
The rcp command copies files between machines. Each filename or directory argu-
ment is either a remote file name of the form:

hostname:path
or a local file name (containing no : characters, or a / before any : characters).

If a filename is not a full path name, it is interpreted relative to your home directory
on hostname. A path on a remote host may be quoted (using \, ", or * ) so that the
metacharacters are interpreted remotely.

rcp does not prompt for passwords; your current local user name must exist on
hostname and allow remote command execution by rsh(1).

rcp handles third party copies, where neither source nor target files are on the
current machine. Hostnames may also take the form

username@hostname: filename

to use username rather than your current local user name as the user name on the
remote host. rcp also supports Internet domain addressing of the remote host, so
that:

username@host . domain : filename

specifies the username to be used, the hostname, and the domain in which that host
resides. Filenames that are not full path names will be interpreted relative to the
home directory of the user named username, on the remote host.

The destination hostname may also take the form hostname.username:filename to
support destination machines that are running older versions of rcp.

The following options are available:

-p Attempt to give each copy the same modification times, access times, and
modes as the original file.
- Copy each subtree rooted at filename; in this case the destination must be a
directory.
FILES
SHOME/ .profile
SEE ALSO
ftp(l), rlogin(l), rsh(1), hosts.equiv(4).
NOTES
rcp is meant to copy between different hosts; attempting to rcp a file onto itself, as
with:

rcp tmp/file myhost:/tmp/file
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results in a severely corrupted file.

rcp does not detect all cases where the target of a copy might be a file in cases
where only a directory should be legal.

rcp can become confused by output generated by commands in a $HOME/ .profile
on the remote host.

rcp requires that the source host have permission to execute commands on the
remote host when doing third-party copies.

If you forget to quote metacharacters intended for the remote host you get an
incomprehensible error message.

If you are copying a directory to a remote machine, rcp -r behaves differently if
the directory name ends with a slash (/). If the directory name is specified without
a slash, rcp creates a new directory with that name on the remote machine and
puts the contents of the local directory into the newly created remote directory. If
the directory name ends with a slash, rcp copies the contents of the local directory
but does not create a new directory on the remote machine.

For example, assume that your local machine has the directory stuff that contains
filel and file2. You are copying this directory to /tmp/things on the remote
machine. The command

rcp -r stuff remote:/tmp/things
would create this directory structure:

remote:/tmp/things/stuff/filel
remote:/tmp/things/stuff/file2

On the other hand, the command
rcp -r stuff/ remote:/tmp/things
would create this directory structure:

remote:/tmp/things/filel
remote: /tmp/things/file2
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NAME
rdate - set system date from a remote host

SYNOPSIS
rdate hostname

DESCRIPTION
rdate sets the local date and time from the hostname given as an argument. You
must be super-user on the local system. Typically rdate can be inserted as part of a
startup script.
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NAME
readfile, longline - reads file, gets longest line

SYNOPSIS
readfile file

longline [file]

DESCRIPTION
The readfile function reads file and copies it to stdout. No translation of NEW-
LINE is done. It keeps track of the longest line it reads and if there is a subsequent
call to longline, the length of that line, including the NEWLINE character, is
returned.

The longline function returns the length, including the NEWLINE character, of
the longest line in file. If file is not specified, it uses the file named in the last call to
readfile.

EXAMPLES
Here is a typical use of readfile and longline in a text frame definition file:

~

text=""readfile myfile "
columns="longline’

DIAGNOSTICS
If file does not exist, readfile will return FALSE (that is, the expression will have
an error return).

longline returns 0 if a readfile has not previously been issued.

NOTES
More than one descriptor can call readfile in the same frame definition file. In
text frames, if one of those calls is made from the text descriptor, then a subse-
quent use of longline will always get the longest line of the file read by the read-
file associated with the text descriptor, even if it was not the most recent use of
readfile.

SEE ALSO
cat(1)
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NAME

reboot - restart the operating system
SYNOPSIS

/usr/ucb/reboot [ -dng ] [ boot arguments ]
DESCRIPTION

reboot restarts the kernel. The kernel is loaded into memory by the PROM monitor,
which transfers control to it.

Although reboot can be run by the privileged user at any time, shutdown(1M) is
normally used first to warn all users logged in of the impending loss of service. See
shutdown(1M) for details.

reboot performs a sync(1l) operation on the disks, and then a multiuser reboot is
initiated. See init(1M) for details.

reboot normally logs the reboot to the system log daemon, syslogd(1M), and
places a shutdown record in the login accounting file /var/adm/wtmp. These
actions are inhibited if the -n or -g options are present.

The following options are available:

-d Dump system core before rebooting. This option is provided for compati-
bility, but is not supported by the underlying reboot(3) call.

-n Avoid the sync(1). It can be used if a disk or the processor is on fire.

-q Quick. Reboots quickly and ungracefully, without first shutting down run-
ning processes.

boot arguments
These arguments are accepted for compatibility, but are ignored by reboot.
See boot (1M) for details.

Power Fail and Crash Recovery

Normally, the system will reboot itself at power-up or after crashes.

FILES
/var/adm/wtmp login accounting file

SEE ALSO
halt(1M), syslogd(l1M), boot(1M), crash(IM), fsck(IM), init(1M),
shutdown(1M), sync(1M), reboot(3).
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NAME

refer - expand and insert references from a bibliographic database

SYNOPSIS

/usr/ucb/refer[-b][-el[-n][-ar][-cstring][-kx][-1mn]
[ -p filename ] [ -skeys | filename . . .

DESCRIPTION
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refer is a preprocessor for nrof£(1), or trof£(1), that finds and formats references.
The input files (standard input by default) are copied to the standard output,
except for lines between ‘. ["and “. ]’ command lines. Such lines are assumed to
contain keywords as for lookbib(1), and are replaced by information from a biblio-
graphic data base. The user can avoid the search, override fields from it, or add
new fields. The reference data, from whatever source, is assigned to a set of troff
strings. Macro packages such as ms(7) print the finished reference text from these
strings. A flag is placed in the text at the point of reference. By default, the refer-
ences are indicated by numbers.

When refer is used with eqn(1), neqn, or tbl(1), refer should be used first in the
sequence, to minimize the volume of data passed through pipes.

The following options are available:
-b Bare mode — do not put any flags in text (neither numbers or labels).

-e Accumulate references instead of leaving the references where encountered,
until a sequence of the form:

-
SLISTS
-]

is encountered, and then write out all references collected so far. Collapse
references to the same source.

-n Do not search the default file.

-ar Reverse the first r author names (Jones, J. A. instead of J. A. Jones). If r is
omitted, all author names are reversed.

-cstring
Capitalize (with SMALL CAPS) the fields whose key-letters are in string.

-kx  Instead of numbering references, use key labels as specified in a reference
data line beginning with the characters %x; By default, x is 3L.

-1m,n Instead of numbering references, use labels from the senior author’s last
name and the year of publication. Only the first m letters of the last name
and the last n digits of the date are used. If either of m or n is omitted, the
entire name or date, respectively, is used.

-p filename
Take the next argument as a file of references to be searched. The default
file is searched last.

-skeys Sort references by fields whose key-letters are in the keys string, and per-
mute reference numbers in the text accordingly. Using this option implies
the -e option. The key-letters in keys may be followed by a number indicat-
ing how many such fields are used, with a + sign taken as a very large
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number. The default is ap, which sorts on the senior author and date. To
sort on all authors and then the date, for instance, use the options ‘-sA+T".

FILES
/usr/ucblib/reftools/papers default publication lists and indexes
/usr/ucblib/reftools programs

SEE ALSO
addbib(l), ean(l), indxbib(l), lookbib(l), nroff(l), roffbib(l), sortbib(l),
tbl(1), troff(l)
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NAME
regcmp - regular expression compile

SYNOPSIS
regemp [-]file. ..

DESCRIPTION
The regcmp command performs a function similar to regecmp(3G) and, in most
cases, precludes the need for calling regcmp from C programs. Bypassing regcmp
saves on both execution time and program size. The command regcmp compiles
the regular expressions in file and places the output in file. i. If the - option is used,
the output is placed in file. c. The format of entries in file is a name (C variable) fol-
lowed by one or more blanks followed by one or more regular expressions enclosed
in double quotes. The output of regcmp is C source code. Compiled regular
expressions are represented as extern char vectors. file. i files may be #included
in C programs, or file. c files may be compiled and later loaded. In the C program
that uses the regcmp output, regex(abc,line) applies the regular expression
named abc to line. Diagnostics are self-explanatory.

EXAMPLES
name " ([A-Za-z] [A-Za-z0-9 1*)S$0"
telno "N ({0,1}([2-9]1 [01][1-9])$0\) {0,1} *"

"([2-9][0-9]1{2})$1[ -1{0,1}"
" ([0-9]{4})s2"

The three arguments to telno shown above must all be entered on one line.
In the C program that uses the regcmp output,

regex(telno, line, area, exch, rest)
applies the regular expression named telno to line.

INTERNATIONAL FUNCTIONS

regcmp compiles regular expressions based on characters, not bytes, as regcmp(3G)
in the Programmer’s Reference Manual does. Regular expression in the file can include
characters from supplementary code sets.

SEE ALSO
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regcmp(3G).
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NAME

regex - match patterns against a string

SYNOPSIS

regex [-e] [-v "string"] [pattern template] ... pattern [template]

DESCRIPTION

The regex command takes a string from stdin, and a list of pattern/template pairs,
and runs regex(3X) to compare the string against each pattern until there is a
match. When a match occurs, regex writes the corresponding template to stdout
and returns TRUE. The last (or only) pattern does not need a template. If that is the
pattern that matches the string, the function simply returns TRUE. If no match is
found, regex returns FALSE.

-e means regex will evaluate the corresponding template and write
the result to stdout.

-v "string" If -v is specified, string will be used instead of stdin to match
against patterns.

The argument pattern is a regular expression of the form described in regex(3X). In
most cases pattern should be enclosed in single quotes to turn off special meanings
of characters. Note that only the final pattern in the list may lack a template.

The argument template may contain the strings sm0 through $m9, which will be
expanded to the part of pattern enclosed in ( ... )$0 through ( ... )$9 con-
structs (see examples below). Note that if you use this feature, you must be sure to
enclose template in single quotes so that FMLI doesn’t expand $m0 through $m9 at
parse time. This feature gives regex much of the power of cut(l), paste(1), and
grep(l), and some of the capabilities of sed(1). If there is no template, the default is
"$mO$m1Sm2$m3 $m4Sm5SmeSm7Sm8Sm9”.

EXAMPLES
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To cut the 4th through 8th letters out of a string (this example will output strin
and return TRUE):

‘regex -v "my string is nice" '".{3}(.{5})$0’ 'S$m0""
In a form, to validate input to field 5 as an integer:
valid="regex -v "S$F5" '~ [0-9]+$’"

In a form, to translate an environment variable which contains one of the numbers
1,2,3,4,5to the letters a, b, ¢, 4, e:

value="regex -v "SVAR1I" 1 a2 b 3 c4d5 e '.*¥ 'Error’’
Note the use of the pattern ' . *’ to mean “anything else.”

In the example below, all three lines constitute a single backquoted expression.
This expression, by itself, could be put in a menu definition file. Since backquoted
expressions are expanded as they are parsed, and output from a backquoted
expression (the cat command, in this example) becomes part of the definition file
being parsed, this expression would read /etc/passwd and make a dynamic menu
of all the login ids on the system.
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‘cat /etc/passwd | regex ‘" ([7:]1*)$0.*S$
name=3$m0
action="message "$m0 is a user" '’

DIAGNOSTICS

NOTES

If none of the patterns matches, regex returns FALSE, otherwise TRUE.

Patterns and templates must often be enclosed in single quotes to turn off the spe-
cial meanings of characters. Especially if you use the $Sm0 through $m9 variables in
the template, since FMLI will expand the variables (usually to ") before regex
even sees them.

Single characters in character classes (inside [ ]) must be listed before character
ranges, otherwise they will not be recognized. For example, [a-zA-Z_/] will not
find underscores (_) or slashes (/), but [_/a-zA-7] will.

The regular expressions accepted by regcmp differ slightly from other utilities (that
is, sed, grep, awk, ed, and so on).

regex with the -e option forces subsequent commands to be ignored. In other
words if a backquoted statement appears as follows:

‘regex -e ...; commandl; command2’

command] and command2 would never be executed. However, dividing the expres-
sion into two:

‘regex -e ... ‘commandl; command2’
would yield the desired result.

SEE ALSO
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awk(1), cut(1), grep(1), paste(1), sed(1), regcmp(3), regex(3X).
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NAME
reinit - runs an initialization file

SYNOPSIS
reinit file

DESCRIPTION
The reinit command is used to change the values of descriptors defined in the ini-
tialization file that was named when fmli was invoked and/or define additional
descriptors. FMLI will parse and evaluate the descriptors in file, and then continue
running the current application. The argument file must be the name of a valid
FMLI initialization file.

The reinit command does not re-display the introductory frame or change the
layout of screen labels for function keys.
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NAME
removef - remove a file from software database

SYNOPSIS
removef pkginst pathl [path2 ...]

removef -f pkginst

DESCRIPTION
removef informs the system that the user, or software, intends to remove a path-
name. Output from removef is the list of input pathnames that may be safely
removed (no other packages have a dependency on them).

After all files have been processed, removef should be invoked with the - £ option
to indicate that the removal phase is complete.

EXAMPLE
The following shows the use of removef in an optional pre-install script:

echo "The following files are no longer part of this package
and are being removed."

removef $SPKGINST /dev/xt[0-9]([0-9]([0-9] |

while read pathname

do
echo "S$Spathname"
rm -f S$pathname

done

removef -f S$SPKGINST || exit 2

SEE ALSO
pkamk(1), pkgproto(l), pkgtrans(l), pkgparam(3X), pkginfo(4).
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NAME
renice - alter priority of running processes
SYNOPSIS
/usr/ucb/renice priority pid ...
/usr/ucb/renice priority [ -ppid ... ][ -apgrp ... 11 ~uusername... ]
DESCRIPTION
The renice command alters the scheduling priority of one or more running
processes. By default, the processes to be affected are specified by their process IDs.
priority is the new priority value.
The following options are available:
~ppid ... Specify a list of process IDs.
-gpgrp... Specify a list of process group IDs. The processes in the specified pro-
cess groups have their scheduling priority altered.
-uuser... Specify a list of user IDs or usernames. All processes owned by each
user have their scheduling altered.
Users other than the privileged user may only alter the priority of processes they
own, and can only monotonically increase their nice value within the range 0 to 20.
This prevents overriding administrative fiats. The privileged user may alter the
priority of any process and set the priority to any value in the range -20 to 20. Use-
ful priorities are: 19 (the affected processes will run only when nothing else in the
system wants to), 0 (the base scheduling priority) and any negative value (to make
things go very fast).
If only the priority is specified, the current process (alternatively, process group or
user) is used.
FILES
/etc/passwd map user names to user ID’s
SEE ALSO
priocntl(l).
NOTES
If you make the priority very negative, then the process cannot be interrupted.
To regain control you must make the priority greater than zero.
Users other than the privileged user cannot increase scheduling priorities of their
own processes, even if they were the ones that decreased the priorities in the first
place.
The priocnt1 command subsumes the function of renice.
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NAME

repquota - summarize quotas for a file system
SYNOPSIS

repguota [-v] filesystem . . .

repquota [-av]
DESCRIPTION

repquota prints a summary of the disk usage and quotas for the specified file sys-
tems. For each user the current number of files and amount of space (in kilobytes)
is printed, along with any quotas created with edquota.

The options are:

-a Report on all file systems that have "rq" in the mntopts field of the
/etc/vEstabfile.

-v Report all quotas, even if there is no usage.

Only privileged users may view quotas which are not their own.
SEE ALSO
edquota(1M), quota(1M), quotacheck(1M), quotaon(1M)
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NAME
reset - reset the current form field to its default values

SYNOPSIS
reset

DESCRIPTION
The reset function changes the entry in a field of a form to its default value; that
is, the value displayed when the form was opened.
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NAME

restore - initiate restores of filesystems, data slices, or disks

SYNOPSIS

restore [-o target] [-d date] [-mn] [-s | v] -P partdev
restore [-o target] [-d date] [-mn] [-s | v] -S odevice
restore [-o target] [-d date] [-mn] [-s | v] -A partdev

DESCRIPTION

restore posts requests for the restore of a data slice, a filesystem slice, or a disk
from system-maintained archives. If the appropriate archive containing the
required slice is online, the slice is restored immediately. If not, a request to restore
the specified archive of the slice is posted to a restore status table. The restore
status table is /etc/bkup/rsstatus.tab. The restore request is assigned a
restore jobid that can be used to monitor the progress of the restore or to cancel it.
A restore request that has been posted must later be resolved by an operator [see
rsoper(1M)].

restore may be executed only by a user with superuser privilege.

If restore -A partdev is issued, the £disk(IM) (full disk recovery) method is used
to reslice and repopulate disk partdev. partdev is the name of the device that refers

to the entire disk. For the supported DeltaSERIES reference platforms, it is
/dev/rdsk/m328_c0d2s7.

Options
-d date Restores the slice as of date. This may or may not be the latest archive.
See getdate(1M) for valid date formats.
-m If the restore cannot be carried out immediately, this option notifies the
invoking user [via mail(1M)] when the request has been completed.
-n Displays a list of all archived versions of the object contained in the
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backup history log, but does not attempt to restore the object.

-o target  Instead of restoring directly to the specified object (partdev or fsdev), this
option restores the archive to target. target is of the form:
[oname][ : odev]
where oname is the name of the filesystem to be restored to (for -s
archives) and odev is the name of the slice to be restored to (for -P and
-A archives).

-s While a restore operation is occurring, displays a **.”” for each 100 (512-
byte) blocks transferred from the destination device.

- Displays the name of each object as it is restored. Only those archiving
methods that restore named directories and files (incfile, ffile)
support this option.

-Apartdev Initiates restore of the entire disk partdev.
-P partdev Initiates restore of the data slice partdev.
-S odevice Initiates restore of the filesystem slice odevice.
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DIAGNOSTICS
The exit codes for restore are the following:

0 = the task completed successfully

1 = one or more parameters to restore are invalid

2 = an error has occurred, causing restore to fail to
complete all portions of its task

EXAMPLES
Example 1:

restore -m -S /usr

posts a request to restore the most current archived version of /usr. If the restore
cannot be carried out immediately, notify the invoking user when the request has
been completed.

Example 2:
restore -o /dev/rdsk/m328_c0d2s7 -P /dev/rdsk/m328_c0d3s7

posts a request that the archived data slice /dev/rdsk/m328_c0d3s7 be restored to
the target device slice /dev/rdsk/m328_c0d2s7.

Example 3:
restore -d "december 1, 1987" -A /dev/rdsk/m328_c0d2s7

posts a request for the restore of the entire disk /dev/rdsk/m328_c0d2s7. The restore
should be made as of December 1, 1987.

Example 4:
restore -n -P /dev/rdsk/m328_c0d2s7

requests the system to display the backup date and an 1s -1 listing from the
backup history log of all archived versions of the data slice
/dev/rdsk/m328_c0d2s7. The data slice is not restored.

FILES
/etc/bkup/bkhist.tab lists the labels of all volumes that have been used
for backup operations
/etc/bkup/rsstatus.tab  lists the status of all restore requests from users
/etc/bkup/rsnotify.tab  lists the email address of the operator to be notified
whenever restore requests require operator inter-
vention
SEE ALSO

f£disk(1M), mail(1M), rsnotify(1M), rsoper(1M), rsstatus(1M), urestore(1M),
ursstatus(IM), getdate(3C).
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NAME

rexecd - remote execution server

SYNOPSIS

in.rexecd host.port

DESCRIPTION

rexecd is the server for the rexec(3N) routine. The server provides remote execu-
tion facilities with authentication based on user names and encrypted passwords.
It is invoked automatically as needed by inetd(1M), and then executes the follow-
ing protocol:

1) The server reads characters from the socket up to a null (\0) byte. The
resultant string is interpreted as an ASCII number, base 10.

2) If the number received in step 1 is non-zero, it is interpreted as the port
number of a secondary stream to be used for the stderr. A second connec-
tion is then created to the specified port on the client’s machine.

3) A null terminated user name of at most 16 characters is retrieved on the ini-
tial socket.

4) A null terminated, encrypted, password of at most 16 characters is retrieved
on the initial socket.

5) A null terminated command to be passed to a shell is retrieved on the initial
socket. The length of the command is limited by the upper bound on the
size of the system’s argument list.

6) rexecd then validates the user as is done at login time and, if the authenti-
cation was successful, changes to the user’s home directory, and establishes
the user and group protections of the user. If any of these steps fail the con-
nection is aborted with a diagnostic message returned.

7) A null byte is returned on the connection associated with the stderr and
the command line is passed to the normal login shell of the user. The shell
inherits the network connections established by rexecd.

SEE ALSO

inetd(1M)

DIAGNOSTICS
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All diagnostic messages are returned on the connection associated with the stderr,
after which any network connections are closed. An error is indicated by a leading
byte with a value of 1 (0 is returned in step 7 above upon successful completion of
all the steps prior to the command execution).

username too long
The name is longer than 16 characters.

password too long
The password is longer than 16 characters.

command too long
The command line passed exceeds the size of the argument list (as
configured into the system).
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Login incorrect.
No password file entry for the user name existed.

Password incorrect.
The wrong password was supplied.

No remote directory.
The chdir command to the home directory failed. |

Try again.
A fork by the server failed.

/usr/bin/sh: ...
The user’s login shell could not be started.

NOTES
Indicating Login incorrect as opposed to Password incorrect is a security
breach which allows people to probe a system for users with null passwords.

A facility to allow all data exchanges to be encrypted should be present.
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NAME

rfadmin - Remote File Sharing domain administration

SYNOPSIS

rfadmin

rfadmin -a hostname

rfadmin -r hostname

rfadmin -p [-t transport1, transport2, ... ]
rfadmin -g

rfadmin -o option

DESCRIPTION
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rfadmin is used to add and remove hosts, and their associated authentication
information, from a domain /passwd file on a Remote File Sharing primary domain
name server. It is also used to transfer domain name server responsibilities from
one machine to another. Used with no options, rfadmin returns the hostname of the
current domain name server for the local domain on each of the transport providers
that span the domain.

rfadmin can only be used to modify domain files on the primary domain name
server (-a and -r options). If domain name server responsibilities are temporarily
passed to a secondary domain name server, that computer can use the -p option to
pass domain name server responsibility back to the primary. The command can be
directed to a specific set of transport providers by using the -t option with a
comma-separated list of transport providers. Any host can use rfadmin with no
options to print information about the domain. The user must have root permis-
sions to use this command, except in the case when the -q option is used.

-a hostname ~ Add a host to a domain that is served by this domain name server.
hostname must be of the form domain.nodename. It creates an entry for
hostname in the domain /passwd file and prompts for an initial authen-
tication password; the password prompting process conforms with
that of passwd(1).

-1 hostname ~ Remove a host, hostname, from its domain by removing it from the
domain /passwd file.

-p Used to pass the domain name server responsibilities back to a pri-
mary or to a secondary name server.

-t transport1, transport2 . ..
Select transport provider(s). The -t option is used only with the -p
option.

-q Tells if RFS is running.

-0 option Sets RFS system option. option is one of the following:

loopback Enable loop back facility. This allows a resource
advertised by a computer to be mounted by the same
computer. loopback is off by default.
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noloopback Turn off the loop back facility. noloopback is the
default.

loopmode  Check if the loop back facility is on or off.

ERRORS
When used with the -2 option, if hostname is not unique in the domain, an error
message will be sent to standard error.

When used with the -r option, if (1) hostname does not exist in the domain, (2) host-
name is defined as a domain name server, or (3) there are resources advertised by
hostname, an error message will be sent to standard error.

When used with the -p option to change the domain name server, if there are no
backup name servers defined for domain, an error message will be sent to standard

error.
FILES
/etc/rfs/auth.info/domain/passwd
For each domain, this file is created on the primary, copied to all secondaries,
and copied to all hosts that want to do password verification of hosts in the
domain.
SEE ALSO

passwd(1l), dname(1M), rfstart(1M), rfstop(1M), umount(1M)
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NAME

rfpasswd - change Remote File Sharing host password

SYNOPSIS

rfpasswd

DESCRIPTION

rfpasswd updates the Remote File Sharing authentication password for a host;
processing of the new password follows the same criteria as passwd(l). The
updated  password is registered at the domain name server
(/etc/rfs/auth.info/domain/passwd) and replaces the password stored at the
local host (/etc/rfs/loc.passwd file).

This command is restricted to the super-user.

NOTE: If you change your host password, make sure that hosts that validate your
password are notified of this change. To receive the new password, hosts must
obtain a copy of the domain/passwd file from the domain’s primary name server. If
this is not done, attempts to mount remote resources may fail!

ERRORS

FILES

If (1) the old password entered from this command does not match the existing
password for this machine, (2) the two new passwords entered from this command
do not match, (3) the new password does not satisfy the security criteria in
passwd(1l), (4) the domain name server does not know about this machine, or (5)
the command is not run with super-user privileges, an error message will be sent to
standard error. Also, Remote File Sharing must be running on your host and your
domain’s primary name server. A new password cannot be logged if a secondary is
acting as the domain name server.

/etc/rfs/auth.info/domain/passwd
/etc/rfs/loc.passwd

SEE ALSO
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passwd(l), rfstart(1IM), rfadmin(1M)
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NAME

rfstart - start Remote File Sharing
SYNOPSIS

rfstart [-v] [-p primary_addr]
DESCRIPTION

rfstart starts Remote File Sharing and defines an authentication level for incom-

ing requests. [This command can only be used after the domain name server is set

up and your computer’s domain name and network specification have been
defined using dname(1M).]

-v Specifies that verification of all clients is required in response to initial
incoming mount requests; any host not in  the file
/etc/rfs/auth. info/domain /passwd for the domain they belong to,
will not be allowed to mount resources from your host. If -v is not
specified, hosts named in domain /passwd will be verified. Other hosts
will be allowed to connect without verification.

-p primary_addr
Indicates the primary domain name server for your domain. primary_addr
can specify any of the following: the network address of
the primary name server for a domain (addr); a list of address tuples when
RFS is used over multiple transport providers
(transport1:addrl transport2:addr2, . . .). An example of each type of
specification follows:

-p addr
-p transport1:addrl transport2:addr2, . . .

If the -p option is not specified, the address of the domain name server is taken

from the associated rfmaster files. The -p addr specification is valid only when

one transport provider is being used. See the rfmaster(1IM) manual page for a

description of the valid address syntax.

If the host password has not been set, rfstart will prompt for a password. The

password prompting process must match the password entered for your machine

at the primary domain name server [see rfadmin(lM)]. If you remove the
loc.passwd file or change domains, you will also have to reenter the password.

Also, when rfstart is run on a domain name server, entries in the rfmaster(4) file

are syntactically validated.

This command is restricted to the super-user.

ERRORS

If syntax errors are found when validating an rfmaster(4) file, a warning describ-

ing each error will be sent to standard error.

An error message will be sent to standard error if any of the following conditions

are true:

1. remote file sharing is already running
2. there is no communications network
3. a domain name server cannot be found
4. a domain name server does not recognize the machine
5. the command is run without super-user privileges
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FILES

Remote file sharing will not start if a host password in
/etc/rfs/<transport>/loc.passwd is corrupted. If you suspect this has hap-
pened, remove the file and run rfstart again to reenter your password.

Note: rfstart will not fail if your host password does not match the password on
the domain name server. You will simply receive a warning message. However, if
you try to mount a resource from the primary, or any other host that validates your
password, the mount will fail if your password does not match the one that the
host has listed for your machine.

/etc/rfs/<transport>/rfmaster
/etc/rfs/<transport>/loc.passwd

SEE ALSO

NOTES

Page 2

share(1M), dname(1M), idload(IM), mount(lM), rfadmin(lM), rfstop(1M),
unshare(1M), rfmaster(4).

You must run idload(1M) to put any non-default user and group mappings into
place.
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NAME

rfstop - stop the Remote File Sharing environment

SYNOPSIS

rfstop

DESCRIPTION

rfstop disconnects a host from the Remote File Sharing environment until another
rfstart(1M) is executed.

When executed on the domain name server, the domain name server responsibility
is moved to a secondary name server as designated in the rfmaster(4) file. If there
is no designated secondary name server rfstop will issue a warning message,
Remote File Sharing will be stopped, and name service will no longer be available
to the domain.

This command is restricted to the super-user.

ERRORS

If (1) there are resources currently advertised by this host, (2) resources from this
machine are still remotely mounted by other hosts, (3) there are still remotely
mounted resources in the local file system tree, (4) rfstart(1M) had not previously
been executed, or (5) the command is not run with super-user privileges, an error
message will be sent to standard error and Remote File Sharing will not be stopped.

SEE ALSO
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adv(1M), mount (1M), rfadmin(1M), rfstart(1M), unadv(lM), rfmaster(4)
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NAME

rfuadmin - Remote File Sharing notification shell script

SYNOPSIS

/etc/rfs/rfuadmin message remote_resource [seconds]

DESCRIPTION

The rfuadmin administrative shell script responds to unexpected Remote File Shar-
ing events, such as broken network connections and forced unmounts, picked up
by the rfudaemon process. This command is not intended to be run directly from
the shell.

The response to messages received by rfudaemon can be tailored to suit the partic-
ular system by editing the rfuadmin script. The following paragraphs describe the
arguments passed to rfuadmin and the responses.

disconnect remote_resource
A link to a remote resource has been cut. rfudaemon executes rfuadmin,
passing it the message disconnect and the name of the disconnected
resource. rfuadmin sends this message to all terminals using wall(l):

Remote_resource has been disconnected from the system.

Then it executes fuser(1M) to kill all processes using the resource,
unmounts the resource [umount(1IM)] to clean up the kernel, and starts
rmount to try to remount the resource.

fumount remote_resource
A remote server machine has forced an unmount of a resource a local
machine has mounted. The processing is similar to processing for a
disconnect.

fuwarn remote_resource seconds
This message notifies rfuadmin that a resource is about to be unmounted.
rfudaemon sends this script the fuwarn message, the resource name, and
the number of seconds in which the forced unmount will occur. rfuadmin
sends this message to all terminals:

Remote_resource is being removed from the system in# seconds.

INTERNATIONAL FUNCTIONS

The message can include characters from supplementary code sets.

SEE ALSO

NOTES
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fumount (1M), rmount (1M), r fudaemon(1M), rfstart(1M), wall(l).

The console must be on when Remote File Sharing is running. If it's not,
rfuadmin will hang when it tries to write to the console (wall) and recovery from
disconnected resources will not complete.
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NAME
rfudaemon - Remote File Sharing daemon process
SYNOPSIS
/etc/rfs/rfudaemon
DESCRIPTION

The rfudaemon command is started automatically by rfstart(1M) and runs as a
daemon process as long as Remote File Sharing is active. Its function is to listen for
unexpected events, such as broken network connections and forced unmounts, and
execute appropriate administrative procedures.

When such an event occurs, rfudaemon executes the administrative shell script
rfuadmin, with arguments that identify the event. This command is not intended
to be run from the shell. Here are the events:

DISCONNECT A link to a remote resource has been cut. rfudaemon executes

FUMOUNT

GETUMSG

LASTUMSG

SEE ALSO

rfuadmin, with two arguments: disconnect and the name of the
disconnected resource.

A remote server machine has forced an unmount of a resource a local
machine has mounted. rfudaemon executes rfuadmin, with two
arguments: fumount and the name of the disconnected resource.

A remote user-level program has sent a message to the local rfudae-
mon. Currently the only message sent is fuwarn, which notifies
rfuadmin that a resource is about to be unmounted. It sends rfuad-
min the fuwarn, the resource name, and the number of seconds in
which the forced unmount will occur.

The local machine wants to stop the rfudaemon [rfstop(1M)]. This
causes rfudaemon to exit.

rfstart(1M), rfuadmin(1M)
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NAME

rlogin - remote login
SYNOPSIS

rlogin[-L][-8]1[-ec][ -1 username] hostname
DESCRIPTION

rlogin establishes a remote login session from your terminal to the remote
machine named hostname.

Hostnames are listed in the hosts database, which may be contained in the
/etc/hosts file, the Internet domain name server, or in both. Each host has one
official name (the first name in the database entry), and optionally one or more
nicknames. Either official hostnames or nicknames may be specified in hostname.

Each remote machine may have a file named /etc/hosts.equiv containing a list
of trusted hostnames with which it shares usernames. Users with the same user-
name on both the local and remote machine may rlogin from the machines listed
in the remote machine’s /etc/hosts.equiv file without supplying a password.
Individual users may set up a similar private equivalence list with the file . rhosts
in their home directories. Each line in this file contains two names: a hostname and a
username separated by a space. An entry in a remote user’s . rhosts file permits the
user named username who is logged into hostname to log in to the remote machine as
the remote user without supplying a password. If the name of the local host is not
found in the /etc/hosts.equiv file on the remote machine, and the local user-
name and hostname are not found in the remote user’s .rhosts file, then the re-
mote machine will prompt for a password. Hostnames listed in
/etc/hosts.equiv and .rhosts files must be the official hostnames listed in the
hosts database; nicknames may not be used in either of these files.

To counter security problems, the .rhosts file must be owned by either the remote
user or by root.

The remote terminal type is the same as your local terminal type (as given in your
environment TERM variable). The terminal or window size is also copied to the re-
mote system if the server supports the option, and changes in size are reflected as
well. All echoing takes place at the remote site, so that (except for delays) the re-
mote login is transparent. Flow control using CTRL-S and CTRL-Q and flushing of
input and output on interrupts are handled properly.

The following options are available:
-L Allow the rlogin session to be run in litout mode.
-8 Pass eight-bit data across the net instead of seven-bit data.

-ec Specify a different escape character, c, for the line used to disconnect from
the remote host.

-1 username
Specify a different username for the remote login. If you do not use this op-
tion, the remote username used is the same as your local username.

Escape Sequences
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Lines that you type which start with the tilde character are escape sequences (the
escape character can be changed using the -e options):

~. Disconnect from the remote host — this is not the same as a logout, because
the local host breaks the connection with no warning to the remote end.

susp Suspend the login session (only if you are using a shell with Job Control).
susp is your suspend character, usually CTRL-Z, see tty(1).

FILES
/etc/passwd
/usr/hosts/* for hostname version of the command
/etc/hosts.equiv list of trusted hostnames with shared usernames
$HOME/.rhosts private list of trusted hostname /username combinations
SEE ALSO
rsh(1), stty(1), tty(1), named(1M), hosts(4), hosts.equiv(4).
NOTES

Page 2

When a system is listed in hosts . equiv, its security must be as good as local secu-
rity. One insecure system listed in hosts.equiv can compromise the security of
the entire system.

If you use a windowing terminal and you intend to run layers(1l) on the remote
system, then you must invoke rlogin with the -8 option.

This implementation can only use the TCP network service.
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NAME

rlogind - remote login server

SYNOPSIS

in.rlogind host.port

DESCRIPTION

rlogind is the server for the rlogin(l) program. The server provides a remote
login facility with authentication based on privileged port numbers.

rlogind is invoked by inetd(1M) when a remote login connection is established,
and executes the following protocol:

1) The server checks the client’s source port. If the port is not in the range 0-
1023, the server aborts the connection. The client’s address and port
number are passed as arguments to rlogind by inetd in the form host . port
with host in hexadecimal and port in decimal.

2) The server checks the client’s source address. If an entry for the client exists
is both /etc/hosts and /etc/hosts.equiv, a user logging in from the
client is not prompted for a password. If the address is associated with a
host for which no corresponding entry exists in /etc/hosts, the user is
prompted for a password, regardless of whether or not an entry for the
client is present in /etc/hosts.equiv [see hosts(4) and hosts. equiv(4)].

Once the source port and address have been checked, rlogind allocates a pseudo-
terminal and manipulates file descriptors so that the slave half of the pseudo-
terminal becomes the stdin, stdout, and stderr for a login process. The login
process is an instance of the login(l) program, invoked with the -r option. The
login process then proceeds with the authentication process as described in
rshd(1M), but if automatic authentication fails, it reprompts the user to login as
one finds on a standard terminal line.

The parent of the login process manipulates the master side of the pseudo-terminal,
operating as an intermediary between the login process and the client instance of
the rlogin program. In normal operation, a packet protocol is invoked to provide
Ctrl-s / Ctrl-Q type facilities and propagate interrupt signals to the remote pro-
grams. The login process propagates the client terminal’s baud rate and terminal
type, as found in the environment variable, TERM; see environ(4).

SEE ALSO

inetd(1M), hosts(4), hosts.equiv(4), resolv.conf(4).

DIAGNOSTICS
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All diagnostic messages are returned on the connection associated with the stderr,
after which any network connections are closed. An error is indicated by a leading
byte with a value of 1.

Hostname for your address unknown.
No entry in the host name database existed for the client’s machine.

Try again.
A fork by the server failed.

Page 1



rlogind (1M) (TCP/IP) rlogind (1M)

NOTES

Page 2

/usr/bin/sh: ...
The user’s login shell could not be started.

The authentication procedure used here assumes the integrity of each client
machine and the connecting medium. This is insecure, but is useful in an “open”
environment.

A facility to allow all data exchanges to be encrypted should be present.

It is possible for rlogind to respond slowly when Domain Name Service is in place
and the primary nameserver is unreachable or slow to respond. If your nameserver
or network is heavily loaded, refer to the resolv.conf(4) man page for details on
how to configure DNS under these conditions.
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NAME
rm, rmdir - remove files or directories
SYNOPSIS
rm [-£f] [-1i]file...
rm-r [-f] [-i] dirname...[file.. ]
rmdir [-p] [-s] dirname. ..
DESCRIPTION

10/92

rm removes the entries for one or more files from a directory. If a file has no write
permission and the standard input is a terminal, the full set of permissions (in octal)
for the file are printed followed by a question mark. This is a prompt for
confirmation. If the answer begins with y (for yes), the file is deleted, otherwise the
file remains.

If file is a symbolic link, the link will be removed, but the file or directory to which it
refers will not be deleted. A user does not need write permission on a symbolic link
to remove it, provided they have write permissions in the directory.

Note that if the standard input is not a terminal, the command will operate as if the
-f option is in effect.

Three options apply to rm:

-f  This option causes the removal of all files (whether write-protected or not) in
a directory without prompting the user. In a write-protected directory, how-
ever, files are never removed (whatever their permissions are), but no mes-
sages are displayed. If the removal of a write-protected directory is
attempted, this option will not suppress an error message.

-r  This option causes the recursive removal of any directories and subdirectories
in the argument list. The directory will be emptied of files and removed.
Note that the user is normally prompted for removal of any write-protected
files which the directory contains. The write-protected files are removed
without prompting, however, if the - £ option is used, or if the standard input
is not a terminal and the -1 option is not used.

Symbolic links that are encountered with this option will not be traversed.

If the removal of a non-empty, write-protected directory is attempted, the
command will always fail (even if the -f option is used), resulting in an error
message.

-1 With this option, confirmation of removal of any write-protected file occurs
interactively. It overrides the -f option and remains in effect even if the stan-
dard input is not a terminal.

Two options apply to rmdir:

-p  This option allows users to remove the directory dirname and its parent direc-
tories which become empty. A message is printed on standard output about
whether the whole path is removed or part of the path remains for some rea-
son.
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-s  This option is used to suppress the message printed on standard error when
-p is in effect.

DIAGNOSTICS
All messages are generally self-explanatory.

"o

It is forbidden to remove the files "." and ".." in order to avoid the consequences
of inadvertently doing something like the following:

"

rm -r .*

Both rm and rmdir return exit codes of 0 if all the specified directories are removed
successfully. Otherwise, they return a non-zero exit code.

SEE ALSO
unlink(2), rmdir(2).

NOTES
A -- permits the user to mark explicitly the end of any command line options,
allowing rm to recognize filename arguments that begin with a -. As an aid to BSD
migration, rm will accept - as a synonym for - -. This migration aid may disappear

in a future release. If a -- and a - both appear on the same command line, the
second will be interpreted as a filename.
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NAME
rmdel - remove a delta from an SCCS file

SYNOPSIS
rmdel -rSID files

DESCRIPTION
rmdel removes the delta specified by the SID (SCCS identification string) from each
named SCCS file. The delta to be removed must be the newest (most recent) delta in
its branch in the delta chain of each named SCCS file. In addition, the delta
specified must not be that of a version being edited for the purpose of making a
delta; that is, if a p-file exists for the named SCCS file [see get(1)], the delta specified
must not appear in any entry of the p-file.
The -r option specifies the SID level of the delta to be removed.
If a directory is named, rmdel behaves as though each file in the directory were
specified as a named file, except that non-SCCS files (last component of the path
name does not begin with s.) and unreadable files are silently ignored. If a name
of - is given, the standard input is read; each line of the standard input is taken to
be the name of an SCCS file to be processed; non-SCCS files and unreadable files are
silently ignored.
The rules governing the removal of a delta are as follows: if you make a delta and
have appropriate file permissions, you can remove it; if you own the file and direc-
tory in which a new delta file resides, you can remove the delta.

FILES
x.file [See delta(1)]
z file [See delta(l)]

SEE ALSO
delta(l), get(l), help(l), prs(1), sccsfile(4)

DIAGNOSTICS
Use help(1) for explanations.
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NAME

rmntstat - display mounted resource information
SYNOPSIS

rmntstat [-h] [resource]
DESCRIPTION

When used with no options, rmntstat displays a list of all local Remote File Shar-
ing resources that are remotely mounted, the local path name, and the correspond-
ing clients. rmntstat returns the remote mount data regardless of whether a
resource is currently advertised; this ensures that resources that have been unad-
vertised but are still remotely mounted are included in the report. When a resource
is specified, rmntstat displays the remote mount information only for that
resource. The -h option causes header information to be omitted from the display.

EXIT STATUS
If no local resources are remotely mounted, rmntstat will return a successful exit
status.

ERRORS
If resource (1) does not physically reside on the local machine or (2) is an invalid
resource name, an error message will be sent to standard error.

SEE ALSO
mount (1M), fumount(1M), unadv(1M).
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NAME

ronttry - attempt to mount queued remote resources

SYNOPSIS

/etc/rfs/rmnttry [resource. .. ]

DESCRIPTION

FILES

rmnttry sequences through the pending mount requests stored in
/etc/rfs/rmnttab, trying to mount each resource. If a mount succeeds, the
resource entry is removed from the /etc/rfs/rmnttab file.

If one or more resource names are supplied, mounts are attempted only for those
resources, rather than for all pending mounts. Mounts are not attempted for
resources not present in the /etc/rfs/rmnttab file (see rmount(1M)). If a mount
invoked from rmnttry takes over 3 minutes to complete, romnttry aborts the
mount and issues a warning message.

rmnttry is typically invoked from a cron entry in
/var/spool/cron/crontabs/root to attempt mounting queued resources at
periodic intervals. The default strategy is to attempt mounts at 15 minute intervals.
The cron entry for this is:

10,25,40,55 * * * * /etc/rfs/rmnttry >/dev/null

/etc/rfs/rmnttabpending mount requests

SEE ALSO

crontab(l), mount(1M), rmount (1M), rumount (1M), mnt tab(4).

DIAGNOSTICS
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An exit code of 0 is returned if all requested mounts succeeded, 1 is returned if one
or more mounts failed, and 2 is returned for bad usage.
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NAME
rmount - queue remote resource mounts

SYNOPSIS
/usr/sbin/rmount [-d[r] resource directory]

DESCRIPTION
rmount queues a remote resource for mounting. The command enters the resource
request into /etc/rfs/rmnttab, which is formatted identically to mnttab(4).
rmnttry(1M) is used to poll entries in this file.
When used without arguments, rmount prints a list of resources with pending
mounts along with their destined directories, modes, and date of request. The
resources are listed chronologically, with the oldest resource request appearing
first.
The following options are available:
-d indicates that the resource is a remote resource to be mounted on directory.
-r indicates that the resource is to be mounted read-only. If the resource is

write-protected, this flag must be used.

FILES
/etc/rfs/rmnttab pending mount requests

SEE ALSO
mount (1M), ront try(1M), rumount (1M), rmountall(1M), mnttab(4)

DIAGNOSTICS
An exit code of 0 is returned upon successful completion of rmount. Otherwise, a
non-zero value is returned.
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NAME
rmountall, rumountall - mount, unmount Remote File Sharing resources

SYNOPSIS
/usr/sbin/rmountall [-]" file-system-table " [...]
/usr/sbin/rumountall [ -k ]

DESCRIPTION
rmountall is a Remote File Sharing command used to mount remote resources
according to a file-system-table. (/etc/vEstab is the recommended file-system-table.)
rmountall also invokes the rmnttry command, which attempts to mount queued
resources. The special file name “-" reads from the standard input.

rumountall causes all mounted remote resources to be unmounted and deletes all
resources that were queued from rmount. The -k option sends a SIGKILL signal,
via fuser, to processes that have files open.

These commands may be executed only by the super-user.
The format of the file-system-table is as follows:

column1  block special file name of file system

column2  mount-point directory

column3  -rif to be mounted read-only; -d if remote resource
column4 file system type (not used with Remote File Sharing)

column 5+  ignored

Columns are separated by white space. Lines beginning with a pound sign (#) are
comments. Empty lines are ignored.

SEE ALSO
fuser(1M), mount(1M), rfstart(1M), rnnt try(1M), rmount (1M),
sysadm(1), signal(2).

DIAGNOSTICS
No messages are printed if the remote resources are mounted successfully.

Error and warning messages come from mount (1M).

10/92 Page 1



roffbib (1)

NAME

(BSD Compatibility Package) roffbib (1)

roffbib - format and print a bibliographic database

SYNOPSIS

/usr/ucb/roffbib[-e][-h][-Q][-x][ -mfilename][ -np ][ -olist ]

DESCRIPTION

[-raN ][ -sN]|[ -Tterm ][ filename] . ..

The roffbib command prints out all records in a bibliographic database, in
bibliography format rather than as footnotes or endnotes. Generally it is used in
conjunction with sortbib(1):

example$ sortbib database | roffbib

If abstracts or comments are entered following the %X field key, roffbib will for-
mat them into paragraphs for an annotated bibliography. Several $X fields may be
given if several annotation paragraphs are desired.

roffbib accepts all options understood by nroff(1l) except -i and -g, as well as
those listed below:

-e

-m filename

~olist

-raN

-sN

10/92

Produce equally-spaced words in adjusted lines using full terminal
resolution.

Use output tabs during horizontal spacing to speed output and
reduce output character count. TAB settings are assumed to be every 8
nominal character widths.

Queue output for the phototypesetter. Page offset is set to 1 inch.
Suppress printing of abstracts.

Prepend the macro file /usr/ucblib/doctools/tmac/tmac . name to
the input files. There should be a space between the -m and the macro
filename. This set of macros will replace the ones defined in
/usr/ucblib/doctools/tmac/tmac.bib.

Number first generated page p.

Print only page numbers that appear in the comma-separated list of
numbers and ranges. A range N-M means pages N through M; an ini-
tial -N means from the beginning to page N; a final N- means from
page N to end.

Set register a (one-character) to N. The command-line argument -rN1
will number the references starting at 1.

Four command-line registers control formatting style of the bibliogra-
phy, much like the number registers of ms(7). The flag -rv2 will dou-
ble space the bibliography, while -rv1 will double space references
but single space annotation paragraphs. The line length can be
changed from the default 6.5 inches to 6 inches with the -rL6i argu-
ment, and the page offset can be set from the default of 0 to one inch
by specifying -r011 (capital O, not zero).

Halt prior to every N pages for paper loading or changing (default
N =1). To resume, enter NEWLINE or RETURN.
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-Tterm Specify term as the terminal type.

FILES
/usr/ucblib/doctools/tmac/tmac.bib file of macros used by nroff/troff

SEE ALSO
addbib(l), indxbib(1l), lookbib(1), nroff(1) refer(l), sortbib(1), troff(1l)

NOTES
Users have to rewrite macros to create customized formats.
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NAME

route - manually manipulate the routing tables

SYNOPSIS

route [ -f£ ][ -n ][ command destination gateway [ metric] ]

DESCRIPTION
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The route program is used to manipulate the network routing tables manually.
Normally, route is not needed, since the routing daemon, routed will manage the
system Routing Table and therefore would handle this function.

If the - £ option is specified, route will “flush”” the Routing Tables of all gateway
entries. If this is used in conjunction with one of the commands described below, the
Routing Tables will be flushed prior to the command’s execution.

The -n option will prevent any attempt to print host and network names symboli-
cally when reporting the actions.

The route command will accept three command options:

add - to add a route,
delete - to delete a route, and
change - to change a route (not supported).

All commands have the following syntax:
route command destination gateway [ metric |
where

command has the following options:

**add [ host | network | name: gateway host flags metric”’

The specified route is being added to the tables.

The printed values are from the Routing Table entry supplied in the
ioctl call.

‘ *delete host: gateway host flags metric”
Asadd, but when deleting an entry.

destination
is a host or network for which the route is ““to”,

gateway
is the gateway to which packets should be addressed, and

metric is an optional count indicating the number of hops to the destination. If
metric is unspecified, route assumes a default value of 0 for metric .

Any routes to a particular host can be distinguished from those to a network by
interpreting the Internet address associated with destination . If the destination has a
“local address part” of INADDR_ANY , this route will be assumed to be to a network;
otherwise, it will be presumed to be a route to a host.

route will use a “raw socket” and the SIOCADDRT and SIOCDELRT ioctl’s to do its
work. As such, only the super-user may modify the Routing Tables.

Page 1



route (1M) (Internet Utilities) route (1M)

DIAGNOSTICS
"“host host done”’
When the -£ flag is specified, each routing table entry deleted will appear
with a message of this form.
“not in table”
A delete operation was attempted for an entry which did not appear in the
Routing Tables.
“routing table overflow’
An add operation was attempted, but the system was low on resources and
could not allocate memory to create the new entry.
SEE ALSO
routed(1M), hosts(4), intro(4), networks(4).
NOTE
If the route is to a destination connected via a gateway, metric should be greater
than 0. All symbolic names specified for a destination or for a gateway will be looked

up first in the host name database [see hosts(4)]. If this lookup fails, then the name
will be looked for in the network name database [see networks(4)].
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NAME

routed - network routing daemon

SYNOPSIS

in.routed[-dl[-g][-all-s][-t][logfile]

DESCRIPTION
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The routed daemon is invoked by the super-user at boot time to manage the Inter-
net Routing Tables (usually during init 2). The routed daemon uses a variant of
the Xerox NS Routing Information Protocol to maintain up-to-date kernel Routing
Table entries.

In normal operation, routed listens on the udp(7) socket 520 (decimal) to provide
the route service [see services(4)] for routing information packets. If the host is
an internetwork router, it periodically supplies copies of its Routing Tables to any
directly connected hosts and networks.

When routed is started, it uses the SIOCGIFCONF ioct1(2) to find those directly
connected interfaces configured into the system and marked ““up” (the software
loopback interface will be ignored). If multiple interfaces are present, it is assumed
that the host will forward packets between networks. Then routed transmits a
REQUEST packet on each interface (using a broadcast packet if the interface sup-
ports it) and enters a loop, listening for REQUEST and RESPONSE packets from
other hosts.

When a REQUEST packet is received, routed formulates a reply based on the infor-
mation maintained in its internal tables. The generated RESPONSE packet contains
a list of known routes, each marked with a “hop count’” metric (a count of 16, or
greater, is considered “infinite’”). The metric associated with each route returned
provides a metric “relative to the sender””.

Any RESPONSE packets received by routed are used to update the Routing Tables
if one of the following conditions is satisfied:

1) No Routing Table entry exists for the destination network or host, and the
metric indicates the destination is “‘reachable’” (i.e., the hop count is not
infinite).

(2) The source host of the packet is the same as the router in the existing Rout-
ing Table entry; that is, updated information is being received from the very
internetwork router through which packets for the destination are being
routed.

(3) The existing entry in the Routing Table has not been updated for some time
(defined to be 90 seconds) and the route is at least as cost-effective as the
current route.

4) The new route describes a shorter route to the destination than the one
currently stored in the Routing Tables; the metric of the new route is com-
pared against the one stored in the table to decide this.

When an update is applied, routed records the change in its internal tables and
updates the kernel Routing Table and generates a RESPONSE packet reflecting
these changes to all directly connected hosts and networks. The routed daemon
will wait a short period of time (no more than 30 seconds) before the kernel’s Rout-
ing Tables to allow any possible unstable situations to settle.
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In addition to processing incoming packets, routed also checks the Routing Table
entries periodically. If an entry has not been updated for 3 minutes, this entry’s
metric is set to infinity and marked for deletion. Deletions are delayed for an addi-
tional 60 seconds to insure the invalidation is propagated throughout the local
internet.

Any hosts acting as internetwork routers gratuitously supply their routing tables
every 30 seconds to all directly connected hosts and networks. The response is sent
to the broadcast address on nets capable of that function, to the destination address
on point-to-point links, and to the router’s own address on other networks. The
normal Routing Tables are bypassed when sending gratuitous responses. The
reception of responses on each network is used to determine that the network and
interfaces are functioning correctly. If no response is received on an interface,
another route may be chosen to route around the interface, or the route may be
dropped if no alternative route is available.

The routed daemon supports several options:

-d This option will stop routed going into background, and releasing itself from
the controlling terminal, so that interrupts from the keyboard will kill the
process.

-g This flag is used on internetwork routers to offer a route to the “’default”

destination. Typically, this is used on a gateway to the Internet, or on a
gateway that uses another routing protocol whose routes are not reported
to other local routers.

-s When used, this option forces routed to supply routing information
whether it is acting as an internetwork router or not. This is the default if
multiple network interfaces are present, or if a point-to-point link is in use.

-q This is the opposite of the -s option.

-t The -t option increments the tracing level, successive levels are:
routed -t trace actions only
routed -t -t trace actions and packets
routed -t -t -t trace actions and history of packets and contents

after change.
routed -t -t -t -t trace actions, packets and contents.

This tracing level may also be incremented by sending a SIGUSR1 signal to
the routed process. SIGUSR?2 sets the tracing level to zero (off). All tracing
is sent to standard output unless routed has divorced itself from a control-
ling terminal, or a logfile has been specified.

Any other argument supplied is interpreted as the name of file in which routed ’s
actions should be logged. This log contains information about any changes to the
Routing Tables and - if not tracing all packets - a history of recent messages sent
and received which are related to the changed route.
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In addition to the facilities described above, routed supports the notion of “dis-
tant” passive and active gateways. When routed is started up, it reads the file
/etc/gateways to find gateways which may not be located using only information
from the SIOCGIFCONF ioctl. Gateways specified in this manner should be
marked passive if they are not expected to exchange routing information, while
gateways marked active should be willing to exchange routing information (i.e.,
they should have a routed process running on the machine). Routes through pas-
sive gateways will be installed in the kernel’s routing tables once upon startup.
Such routes are not included in any routing information transmitted. The active
gateways will be treated the same as network interfaces. Routing information will
be distributed to the gateway; if no routing information is received for a period of
time, the associated route will be deleted. External gateways are also passive, but
will not placed into the kernel Routing Table nor will they be included in the rout-
ing updates. The function of these external entries is to inform routed that another
routing process will install such a route and that alternate routes to that destination
should not be installed. Such entries are required only when both routers may
learn of routes to the same destination.

The /etc/gateways table consists of a series of lines, each of the following format:
<net | host > namel gateway name2 metric value<passive | active | external >
where

net
host indicates if the route is to a network or to a specific host.

namel the name of the destination network or host. This may be a symbolic
name located in /etc/networks or /etc/hosts [or, if started after
named(1M), known to the name server], or an Internet address
specified in ““dot notation’” [see hosts(4) and inet(7)].

name2 the name or address of the gateway to which messages should be
forwarded.

value is a metric indicating the hop count to the destination host or net-
work.

passive, active, or external
One of these keywords indicates if the gateway should be treated as
passive or active (as described above), or whether the gateway is
external to the scope of the routed protocol.

USER CONSIDERATIONS
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The kernel’s Routing Tables may not correspond to those of routed for short time
intervals while processes utilizing the existing routes exit; the only remedy for
these temporary discrepancies would be to place the routing process into the ker-
nel.

In addition, routed should listen to any “‘intelligent interfaces” (such as an IMP)
and to error protocols (such as ICMP). For example, routed should listen for any
“redirects” included with ICMP packets received via a raw socket where these
ICMP “redirects” will cause changed or added routes.
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FILES
/etc/gateways for distant gateways
/etc/networks
/etc/hosts

SEE ALSO
ioct1(2), inet(7), udp(7).
RFC 1058.
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NAME
rpcbind - universal addresses to RPC program number mapper

SYNOPSIS
rpcbind

DESCRIPTION
rpcbind is a server that converts RPC program numbers into universal addresses.
It must be running to make RPC calls.

When an RPC service is started, it will tell rpcbind at what address it is listening,
and what RPC program numbers it is prepared to serve. When a client wishes to
make an RPC call to a given program number, it will first contact rpcbind on the
server machine to determine the address where RPC packets should be sent.

Normally, standard RPC servers are started by port monitors, so rpcbind must be
started before port monitors are invoked.

rpcbind is restricted to users with appropriate privileges.

NOTES
If rpcbind crashes, all RPC servers must be restarted.

SEE ALSO
rpcinfo(1M)
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NAME

rpcgen - an RPC protocol compiler

SYNOPSIS

rpcgen infile

rpcgen [-Dname[=value]] (-T] [-K secs] infile
rpcgen -cl-hl-1|-ml-t [-o outfile ] infile
rpcgen -s nettype [-o outfile] infile

rpcgen -n netid [-o outfile] infile

DESCRIPTION
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rpcgen is a tool that generates C code to implement an RPC protocol. The input to
rpcgen is a language similar to C known as RPC Language (Remote Procedure Call
Language).

rpcgen is normally used as in the first synopsis where it takes an input file and
generates up to four output files. If the infile is named proto.x, then rpcgen will
generate a header file in proto.h, XDR routines in proto_xdr.c, server-side stubs
in proto_svc.c, and client-side stubs in proto_clnt.c. With the -T option, it will
also generate the RPC dispatch table in proto_tbl.1.

The server created can be started both by the port monitors (for example, inetd or
listen) or by itself. When it is started by a port monitor, it creates servers only for
the transport for which the file descriptor 0 was passed. The name of the transport
must be specified by setting up the environment variable PM_TRANSPORT. When
the server generated by rpcgen is executed, it creates server handles for all the tran-
sports specified in NETPATH environment variable, or if it is not set, it creates server
handles for all the visible transports from /etc/netconfig file. Note: the tran-
sports are chosen at run time and not at compile time. When the server is self-
started, it backgrounds itself by default. A special symbol, RPC_SVC_FG, can be
defined at compilation time to make the server process run in foreground.

The second synopsis provides special features which allow for the creation of more
sophisticated RPC servers. These features include support for user provided
#defines and RPC dispatch tables. The entries in the RPC dispatch table contain:

e pointers to the service routine corresponding to that procedure,

¢ apointer to the input and output arguments

o the size of these routines
A server can use the dispatch table to check authorization and then to execute the
service routine; a client library may use it to deal with the details of storage
management and XDR data conversion.

The other three synopses shown above are used when one does not want to gen-
erate all the output files, but only a particular one. Some examples of their usage is
described in the EXAMPLE section below. When rpcgen is executed with the -s
option, it creates servers for that particular class of transports. When executed with
the -n option, it creates a server for the transport specified by netid. If infile is not
specified, rpcgen accepts the standard input.

The C preprocessor, cc -E [see cc(1)], is run on the input file before it is actually
interpreted by rpcgen. For each type of output file, rpcgen defines a special
preprocessor symbol for use by the rpcgen programmer:
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RPC_HDR defined when compiling into header files
RPC_XDR defined when compiling into XDR routines
RPC_SVC defined when compiling into server-side stubs
RPC_CLNT  defined when compiling into client-side stubs
RPC_TBL defined when compiling into RPC dispatch tables

Any line beginning with ‘¢’ is passed directly into the output file, uninterpreted by
rpcgen.

For every data type referred to in infile, rocgen assumes that there exists a routine
with the string xdr_ prepended to the name of the data type. If this routine does
not exist in the RPC/XDR library, it must be provided. Providing an undefined
data type allows customization of XDR routines.

The following options are available:
-c Compile into XDR routines.

-Dname [ =value]
Define a symbol name. Equivalent to the #define directive in the source. If
no value is given, value is defined as 1. This option may be specified more
than once.

-h Compile into C data-definitions (a header file). -T option can be used in
conjunction to produce a header file which supports RPC dispatch tables.

-K secs
By default, services created using rpcgen wait 120 seconds after servicing a
request before exiting. That interval can be changed using the -K flag. To
create a server that exits immediately upon servicing a request, -K 0 can be
used. To create a server that never exits, the appropriate argument is -K -1.

When monitoring for a server, some portmonitors, like 1isten(1M), always
spawn a new process in response to a service request. If it is known that a
server will be used with such a monitor, the server should exit immediately
on completion. For such servers, rpcgen should be used with -k -1.

-1 Compile into client-side stubs.

-m Compile into server-side stubs, but do not generate a main routine. This
option is useful for doing callback-routines and for users who need to write
their own main routine to do initialization.

-n netid
Compile into server-side stubs for the transport specified by netid. There
should be an entry for netid in the netconfig database. This option may be
specified more than once, so as to compile a server that serves multiple tran-
sports.

-o outfile
Specify the name of the output file. If none is specified, standard output is
used (-c, -h, -1, -m, -n, -s and -t modes only).

-s nettype
Compile into server-side stubs for all the transports belonging to the class
nettype. The supported classes are netpath, visible, circuit_n,
circuit_v, datagram_n, datagram_v, tcp, and udp [see rpc(3N) for the
meanings associated with these classes]. This option may be specified more
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NOTES

than once. Note: the transports are chosen at run time and not at compile
time.

-t Compile into RPC dispatch table.
-T Generate the code to support RPC dispatch tables.

The options -c, -h, -1, -m, -s and -t are used exclusively to generate a particular
type of file, while the options -D and -T are global and can be used with the other
options.

The RPC Language does not support nesting of structures. As a work-around,
structures can be declared at the top-level, and their name used inside other struc-
tures in order to achieve the same effect.

Name clashes can occur when using program definitions, since the apparent scop-
ing does not really apply. Most of these can be avoided by giving unique names for
programs, versions, procedures and types.

The server code generated with -n option refers to the transport indicated by netid
and hence is very site specific.

EXAMPLE

The following example:
$ rpcgen -T prot.x

generates all the five files: prot.h, prot_clnt.c, prot_svc.c, prot_xdr.c and
prot_tbl.1.

The following example sends the C data-definitions (header file) to the standard
output.

S rpcgen -h prot.x

To send the test version of the -DTEST, server side stubs for all the transport belong-
ing to the class datagram_n to standard output, use:

$ rpcgen -s datagram n -DTEST prot.x
To create the server side stubs for the transport indicated by netid tcp, use:

$ rpcgen -n tcp -o prot_svc.c prot.x

SEE ALSO
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ce(l)
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NAME
rpcinfo - report RPC information
SYNOPSIS
rpcinfo [host]
rpcinfo -p [host]
rpcinfo -T transport host program version
rpcinfo [-n portnum] -u host program version
rpcinfo [-n portnum] -t host program version
rpcinfo -a serv_address -T transport program [version]
rpcinfo -b [-T transport] program version
rpcinfo -d [-T transport] program version
DESCRIPTION
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rpcinfo makes an RPC call to an RPC server and reports what it finds.

In the first synopsis, it lists all the registered RPC services with rpcbind on host. If
host is not specified, it defaults to the local host.

In the second synopsis, it lists all the RPC services registered with portmapper.
Also note that the format of the information is different in the first and the second
synopsis; this is because in the first case, rpcbind (version 3) is contacted, while in
the second case portmap (version 2) is contacted for information.

The third synopsis makes an RPC call to procedure 0 of program and version on the
specified host and reports whether a response was received. transport is the tran-
sport which has to be used for contacting the given service. The remote address of
the service is obtained by making a call to remote rpcbind.

The other ways of using rpcinfo are described below. See EXAMPLES.
The following options are available:

-T transport Specify the transport on which the service is required. If this
option is not specified, rpcinfo uses the transport specified in the
NETPATH environment variable, or if that is unset or null, in the
netconfig database. This is a generic option, and can be used in
conjunction with any other option, except the -b option.

-a serv_address Use serv_address as the (universal) address for the service on tran-
sport, to ping procedure 0 of the specified program and report
whether a response was received. The use of -T option is required
with -a option.

If version number is not specified, rpcinfo tries to ping all the
available version numbers for that program number. This option
avoids calls to remote rpcbind to find the address of the service.
The serv_address is specified in universal address format of the
given transport.

-b Make an RPC broadcast to procedure 0 of the specified program
and version and report all hosts that respond. If transport is
specified, it broadcasts its request only on the transport specified
through transport. If broadcasting is not supported by any tran-
sport, an error message is printed. Only UDP transports support
broadcasting.
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-d Delete registration for the RPC service of the specified program and
version. If transport is specified, unregister the service on only that
transport, otherwise unregister the services on all the transports
on which it was registered. This option can be exercised only by
the privileged user.

-n Use portnum as the port number for the -t and -u options instead
of the port number given by the portmapper. Use of this option
avoids a call to the remote portmapper to find out the address of
the service.

-p Probe the portmapper on host, and print a list of all registered RPC
programs. If host is not specified, it defaults to the local host.

-t Make an RPC call to procedure 0 of program on the specified host
using TCP, and report whether a response was received.

-u Make an RPC call to procedure 0 of program on the specified host
using UDP, and report whether a response was received.

The program argument is a number.

If a version is specified, rpcinfo attempts to call that version of the specified pro-
gram. Otherwise, rpcinfo attempts to find all the registered version numbers for
the specified program by calling version 0, which is presumed not to exist; if it does
exist, rpcinfo attempts to obtain this information by calling an extremely high ver-
sion number instead, and attempts to call each registered version. Note: the version
number is required for -b and -d options.

EXAMPLES

Page 2

To show all of the RPC services registered on the local machine use:
S rpcinfo

To show all of the RPC services registered with rpcbind on the machine named
klaxon use:

$ rpcinfo klaxon

To show if the RPC service with program number prog no and version vers is
registered on the machine named klaxon for the transport tcp use:

$ rpcinfo -T tcp klaxon prog_no vers

To show all of the RPC services registered with the portmapper on the local
machine use:

$ rpcinfo -p
To ping version 2 of rpcbind (program number 100000) on host sparky:
$ rpcinfo -t sparky 100000 2
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To delete the registration for version 1 of the walld (program number 100008) ser-
vice for all transports use:

# rpcinfo -d 100008 1

SEE ALSO
rpcbind(1M), rpc(4)
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NAME
rsh - remote shell

SYNOPSIS
rsh | -n][ -1 username | hostname command

rsh hostname [ -n | [ -1 username | command
hostname [ -n ] [ -1 username | command

DESCRIPTION
rsh connects to the specified hostname and executes the specified command. rsh
copies its standard input to the remote command, the standard output of the
remote command to its standard output, and the standard error of the remote com-
mand to its standard error. Interrupt, quit and terminate signals are propagated to
the remote command; rsh normally terminates when the remote command does.

If you omit command, instead of executing a single command, rsh logs you in on
the remote host using rlogin(l). Shell metacharacters which are not quoted are
interpreted on the local machine, while quoted metacharacters are interpreted on
the remote machine. See EXAMPLES.

Hostnames are given in the hosts database, which may be contained in the
/etc/hosts file, the Internet domain name database, or both. Each host has one
official name (the first name in the database entry) and optionally one or more nick-
names. Official hostnames or nicknames may be given as hostname.

If the name of the file from which rsh is executed is anything other than rsh, rsh
takes this name as its hostname argument. This allows you to create a symbolic link
to rsh in the name of a host which, when executed, will invoke a remote shell on
that host. By creating a directory and populating it with symbolic links in the
names of commonly used hosts, then including the directory in your shell’s search
path, you can run rsh by typing hostname to your shell.

Each remote machine may have a file named /etc/hosts.equiv containing a list
of trusted hostnames with which it shares usernames. Users with the same user-
name on both the local and remote machine may rsh from the machines listed in
the remote machine’s /etc/hosts file. Individual users may set up a similar
private equivalence list with the file . rhosts in their home directories. Each line in
this file contains two names: a hostname and a username separated by a space. The
entry permits the user named username who is logged into hostname to use rsh to
access the remote machine as the remote user. If the name of the local host is not
found in the /etc/hosts.equiv file on the remote machine, and the local user-
name and hostname are not found in the remote user’s . rhosts file, then the access
is denied. The hostnames listed in the /etc/hosts.equiv and .rhosts files must
be the official hostnames listed in the hosts database; nicknames may not be used
in either of these files.

rsh will not prompt for a password if access is denied on the remote machine
unless the command argument is omitted.

OPTIONS
-1 username
Use username as the remote username instead of your local username. In the
absence of this option, the remote username is the same as your local user-
name.
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-n Redirect the input of rsh to /dev/null. You sometimes need this option to
avoid unfortunate interactions between rsh and the shell which invokes it.
For example, if you are running rsh and invoke a rsh in the background
without redirecting its input away from the terminal, it will block even if no
reads are posted by the remote command. The -n option will prevent this.

The type of remote shell (sh, the restricted shell—/usr/1lib/rsh, or other) is deter-
mined by the user’s entry in the file /etc/passwd on the remote system.
EXAMPLES
The command:
rsh lizard cat lizard.file >> example.file

appends the remote file 1izard.file from the machine called “lizard” to the file
called example. file on the local machine, while the command:

rsh lizard cat lizard.file ">>" lizard.file2
appends the file lizard.file on the machine called “lizard” to the file
lizard. file2 which also resides on the machine called “’lizard.”

FILES
/etc/hosts
/etc/passwd
SEE ALSO
rlogin(l), vi(1), named(1M), hosts(4), hosts.equiv(4)
NOTES
When a system is listed in hosts. equiv, its security must be as good as local secu-

rity. One insecure system listed in hosts.equiv can compromise the security of
the entire system.

You cannot run an interactive command [such as vi(1)]; use rlogin if you want to
do so.

Stop signals stop the local rsh process only; this is arguably wrong, but currently
hard to fix for reasons too complicated to explain here.

The current local environment is not passed to the remote shell.

Sometimes the -n option is needed for reasons that are less than obvious. For
example, the command:

rsh somehost dd if=/dev/nrmt0 bs=20b | tar xvpBf -

will put your shell into a strange state. Evidently, what happens is that the tar ter-
minates before the rsh. The rsh then tries to write into the “broken pipe’” and,
instead of terminating neatly, proceeds to compete with your shell for its standard
input. Invoking rsh with the -n option avoids such incidents.

This bug occurs only when rsh is at the beginning of a pipeline and is not reading
standard input. Do not use the -n if rsh actually needs to read standard input. For
example,

tar ¢f - . | rsh sundial dd of=/dev/rmt0 obs=20b
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does not produce the bug. If you were to use the -n in a case like this, rsh would
incorrectly read from /dev/null instead of from the pipe.

Prior to Release 4, the rsh command invoked the restricted shell. This restricted
shell command is /usr/1lib/rsh and can be executed by using the full pathname.
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NAME
rshd - remote shell server

SYNOPSIS
in.rshd host.port

DESCRIPTION
rshd is the server for the rsh(l) program. The server provides remote execution
facilities with authentication based on privileged port numbers.

rshd is invoked by inetd(1M) each time a shell service is requested, and executes
the following protocol:

1) The server checks the client’s source port. If the port is not in the range 0-
1023, the server aborts the connection. The clients host address (in hex) and
port number (in decimal) are the argument passed to rshd.

2) The server reads characters from the socket up to a null ( \0 ) byte. The
resultant string is interpreted as an ASCII number, base 10.

3) If the number received in step 1 is non-zero, it is interpreted as the port
number of a secondary stream to be used for the stderr. A second connec-
tion is then created to the specified port on the client’s machine. The source
port of this second connection is also in the range 0-1023.

4) The server checks the client’s source address. If the address is associated
with a host for which no corresponding entry exists in the host name data
base [see hosts(4)], the server aborts the connection.

5) A null terminated user name of at most 16 characters is retrieved on the ini-
tial socket. This user name is interpreted as a user identity to use on the
server’s machine.

6) A null terminated user name of at most 16 characters is retrieved on the ini-
tial socket. This user name is interpreted as the user identity on the
client’s machine.

7) A null terminated command to be passed to a shell is retrieved on the initial
socket. The length of the command is limited by the upper bound on the
size of the system’s argument list.

8) rshd then validates the user according to the following steps. The remote
user name is looked up in the password file and a chdir is performed to the
user’s home directory. If the lookup or fails, the connection is terminated.
If the chdir fails, it does a chdir to / (root). If the user is not the super-
user, (user ID 0), the file /etc/hosts.equiv is consulted for a list of hosts
considered equivalent. If the client’s host name is present in this file, the
authentication is considered successful. If the lookup fails, or the user is the
super-user, then the file . rhosts in the home directory of the remote user is
checked for the machine name and identity of the user on the client’s
machine. If this lookup fails, the connection is terminated.

9) A null byte is returned on the connection associated with the stderr and
the command line is passed to the normal login shell of the user. The shell
inherits the network connections established by rshd.
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FILES
/etc/hosts.equiv

SEE ALSO
rsh(1)

DIAGNOSTICS
The following diagnostic messages are returned on the connection associated with
the stderr, after which any network connections are closed. An error is indicated
by a leading byte with a value of 1 (0 is returned in step 9 above upon successful
completion of all the steps prior to the command execution).

locuser too long
The name of the user on the client’s machine is longer than 16 characters.

remuser too long
The name of the user on the remote machine is longer than 16 characters.

command too long
The command line passed exceeds the size of the argument list (as
configured into the system).

Hostname for your address unknown.
No entry in the host name database existed for the client’s machine.

Login incorrect.
No password file entry for the user name existed.

Permission denied.
The authentication procedure described above failed.

Can’t make pipe.

The pipe needed for the stderr was not created.
Try again.

A fork by the server failed.

NOTES
The authentication procedure used here assumes the integrity of each client
machine and the connecting medium. This is insecure, but is useful in an open
environment.

A facility to allow all data exchanges to be encrypted should be present.
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NAME
rsnotify - display or modify the information identifying the individual in charge
of restore requests
SYNOPSIS
rsnotify [-u user]
DESCRIPTION
rsnotify without options displays the name of the person who is to receive

mail(1M) notifications whenever restore requests require operator intervention.
The display includes the date the individual was assigned.

rsnot ify may only be executed by a user with superuser privileges.

Options
-u user
assigns user to be the one to receive restore notifications. user is the user’s
login ID. If user is null, rsnotify mails the notices to root. user must be in
the passwd file.
DIAGNOSTICS

The exit codes for rsnotify are the following:

0 = the task completed successfully

1 = one or more parameters to rsnotify are invalid

2 = an error has occurred, causing rsnotify to fail to
complete all portions of its task

EXAMPLES
Example 1:
rsnotify -u oper3
assigns the individual with login ID oper3 as the one to be notified when a restore
request needing operator intervention is initiated.

FILES
/etc/bkup/rsnotify.tab provides the electronic mail address of the operator to
be notified whenever restore requests require opera-
tor intervention
/etc/bkup/rsstatus.tab tracks the status of all restore requests from users

SEE ALSO
getvol(IM), restore(IM), rsstatus(1M), urestore(1M).

10/92 Page 1



rsoper(1M) rsoper(1M)

NAME

rsoper - service pending restore requests and service media insertion prompts

SYNOPSIS

rsoper -dddev [-7 jobids] [-u user] [-m method] [-n] [-s I v] [-t]
[-o onamel:odevice] |

rsoper -r jobid

rsoper -c jobid

DESCRIPTION

rsoper -d identifies media containing backup archives of file systems and data
slices, and allows an operator to complete pending restore(lM) and
urestore(1M) requests. rsoper takes information about the archive entered on
the command line and matches it against pending restore or urestore requests
in the restore status table. rsoper then invokes the proper archiving method to
read the archive and extract requested files, directories, and data slices. As subse-
quent archive volumes are needed, the operator is requested to insert or mount the
appropriate archive volumes. See getvol(1M).

Depending on the information available in bkhist.tab and the volume labeling
technique (internal or external), all options and arguments listed below may not be
required. If required fields are omitted, rsoper issues an error message indicating
the information that is needed. The command can then be reissued with the
appropriate fields specified.

rsoper may be executed only by a user with superuser privileges.

rsoper -r removes a pending restore job from the restore status table (see
rsstatus(lM) and ursstatus(IM)) and notifies the requesting user that the job
has been marked complete.

rsoper -c removes a pending restore job from the restore status table (see
rsstatus(1M) and ursstatus(1M)) and notifies the requesting user that the job
has been canceled.

Options
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-cjobid  Cancels a pending restore request and notifies the originating user that
the request has been canceled.

-dddev  Describes the device that will be used to read the archive containing the
required file system or data slice. ddev is of the form:

ddevice[ : [dchar][ : [dmnames]]]

ddevice is the device name for the device; see device.tab(4). dchar
describes characteristics associated with the device. dchar is of the form:

[density=density] [b1k_fac=blockingfactor] [mntpt=dir]

If mntpt=dir is specified, ddevice is assumed to be a file system slice and
dir is the place in the UNIX system directory structure where ddevice will
be mounted. This is valid only for fimage(1M) archives. dmnames is a
list of volume labels, separated by either commas or blanks. If the list is
blank separated, the entire ddev argument must be surrounded by
quotes.
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-] jobids

-m method

rsoper(1M)

Limits the scope of the request to the jobs specified. jobids is a list of
restore job IDs (either comma separated or blank separated and sur-
rounded by quotes).

Assumes the archive on the first volume in the destination device was
created by the method archiving operation. Valid methods are: incfile,
ffile, fimage, fdp, fdisk, and any customized methods in the
/etc/bkup/method directory. This option is required if the backup his-
tory log is not available, if the log does not include information about
the specified archive or if rsoper cannot determine the format of the
archive.

Displays attributes of the specified destination device but does not
attempt to service pending restore requests.

-0 oname] : odevice]

-u user

-V

DIAGNOSTICS

Specifies the originating file system slice or data slice to be restored.
oname is the name of the the originating file system. It may be null.
odevice is the device name of the originating file system or data slice.
This option is required if the backup history log is not available or does
not include information about the specified archive.

Removes the restore request for the specified job.

While a restore operation is occurring, this option displays a period
(. ) for each 100 (512-byte) blocks transferred from the destination
device.

Assumes that the volume inserted in the destination device contains a
table of contents for an archive. This option is required if the backup
history log is not available, if the log does not include information about
the specified archive, or if rsoper cannot determine the format of the
volume.

Restricts restores to those requested by the user specified.

Displays the name of each object as it is restored. Only those archiving
methods that restore named directories and files (incfile and ffile)
support this option.

The exit codes for rsoper are the following;:

0 = the task completed successfully

1 = one or more parameters to rsoper are invalid

2 = an error has occurred, causing rsoper to fail to
complete all portions of its task

If a method reports that no part of a restore request was completed, rsoper reports
this fact to the user.
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EXAMPLES

Example 1:
rsoper -d /dev/rmt/ctapel

asks the restore service to read the archive volume that has been inserted into the
device /dev/rmt/ctapel. The service will attempt to resolve any restore requests
that can be satisfied by the archive volume.

Example 2:

The following example assumes that the backup history table contains a record of
backups performed and that the restore status table contains a record of the restore
requests. The command line

rsoper -d /dev/rmt/ctapel:density=1600:USRLBL]l -v -u clerkl

instructs the restore service to perform only pending restore requests from the
rsstatus.tab table issued by clerkl. The restore procedures are to be done from
the cartridge tape labeled USRLBL1, with a density of 1600 bps. The restore service
will display on the operator terminal the names of the files and directories as they
are successfully restored.

Example 3:
rsoper -c rest-737b
cancels the restore request with the job ID rest-737b.

FILES
/etc/bkup/bkhist.tab lists the labels of all volumes that have been used
for backup operations
/etc/bkup/rsstatus.tab  lists the status of all restore requests from users
/etc/bkup/rsnotify.tab  lists the electronic mail address of the operator to be
notified whenever restore requests require operator
intervention
/etc/bkup/method a directory that contains the programs used for vari-
ous backup methods
SEE ALSO
fdisk(1M), fdp(1M), ffile(IM), fimage(IM), getvol(lM), incfile(1M),
restore(IM), rsnotify(1M), rsstatus(lM), urestore(1M), ursstatus(1M),
mail(l), getdate(3C), device. tab(4).
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NAME

rsstatus (1M)

rsstatus - report the status of posted restore requests

SYNOPSIS

rsstatus [-h] [-d ddev] [-£ field_separator] [-7 jobids] [-u users]

DESCRIPTION

With no options, rsstatus reports the status of all pending restore requests that
are posted in the restore status table.

rsstatus may be executed only by a user with superuser privileges.

Volume labels marked with an asterisk in the output of this command are table of
contents volumes.

Options
-d ddev

Restricts the report to pending restore jobs that could be satisfied by the
specified device type or volumes. ddev describes the device or volumes
used to select requests to be restored. ddev is of the form:

[dtypell : dlabels]

dtype is a device type (such as cartridge tape). If specified, restrict the
report to posted requests that could be satisfied by volumes of the type
specified.

dlabels is a list of volume names corresponding to the wvolumename
displayed by the labelit command. dlabels may be either comma-
separated or blank-separated and surrounded by quotes. If specified,
restrict the report to posted requests that could be satisfied by an
archive residing on the specified volumes.

-f field_separator

-h
-3 jobids

—u users

DIAGNOSTICS

Suppresses field wrap and specifies an output field separator to be used.
field_separator is the character that will appear as the field separator in
the output displayed. To make sure the output is clear, avoid using a
character (for a separator) that is likely to appear in a field. For example,
do not use a colon as a field separator if the display will contain dates in
which a colon is used to separate hours from minutes.

Suppresses the header for the report.

Restricts the report to the jobs specified. jobids is a list of restore job IDs
(either comma-separated or blank-separated and surrounded by
quotes).

Restricts the report to requests submitted by the specified users (either
comma-separated or blank-separated and surrounded by quotes). users
must be listed in the passwd file.

The exit codes for rsstatus are the following:

0 = successful completion of the task

1 = one or more parameters to rsstatus are invalid.

2 = an error has occurred which caused rsstatus to fail to
complete all portions of its task.

10/92
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EXAMPLES
Example 1:

rsstatus -d ctapel

reports the status of those posted restore requests that can be satisfied by inserting
a cartridge tape into a cartridge tape drive.

Example 2:
rsstatus -j rest-354a,rest-429b

reports the status of only the two posted restore requests for which job IDs are
specified.

FILES
/etc/bkup/rsstatus.tab — tracks the status of all restore requests from users

SEE ALSO
restore(1M), urestore(1M), ursstatus(1M), dgroup . tab(4), device.tab(4).
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NAME
rumount - cancel queued remote resource request

SYNOPSIS
/etc/rfs/rumount resource. ..

DESCRIPTION
rumount cancels a request for one or more resources that are queued for mount.
The entries for the resources are deleted from /etc/rfs/rmnttab.

FILES
/etc/rfs/rmnttab — pending mount requests

SEE ALSO
mount (1M), rmnttry(1M), rmount (1IM), rumountall(1M), mnttab(4)

DIAGNOSTICS
An exit code of 0 is returned if rumount completes successfully. A 1 is returned if
the resource requested for dequeuing is not in /etc/rfs/rmnttab. A 2 is returned
for bad usage or an error in reading or writing /etc/rfs/rmnttab.

10/92 Page 1



run(1F)

(Form and Menu Language Interpreter Utilities) run (1F)

run - run an executable

run [-s] [-e] [-n] [-t string] program

The run function runs program, using the PATH variable to find it. By default,
when program has completed, the user is prompted (Press ENTER to continue:),
before being returned to FMLI. The argument program is a UNIX system executable
followed by its options (if any).

If -e is specified the user will be prompted before returning to FMLI
only if there is an error condition

If -n is specified the user will never be prompted before returning to
FMLI (useful for programs like vi, in which the user must do some
specific action to exit in the first place).

The -s option means "silent", implying that the screen will not have to
be repainted when program has completed. NOTE: The -s option
should only be used when program does not write to the terminal. In
addition, when -s is used, program cannot be interrupted, even if it
recognizes interrupts.

If -t is specified, string is the name this process will have in the pop-up
menu generated by the frm-1ist command. This feature requires the
executable facesuspend, (currently only available with the FACE pro-
duct), to suspend the UNIX system process and return to the FMLI
application.

Here is a menu that uses run:

menu="Edit special System files"

name="Password file"
action="run -e vi /etc/passwd’

name="Group file"
action="run -e vi /etc/group"

name="My .profile"
action="run -n vi S$HOME/.profile®

NAME
SYNOPSIS
DESCRIPTION

-e

-n

-s

-t string
EXAMPLE
10/92
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NAME

runacct - run daily accounting

SYNOPSIS

/usr/lib/acct/runacct [mmdd [state]]

DESCRIPTION
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runacct is the main daily accounting shell procedure. It is normally initiated via
cron. runacct processes connect, fee, disk, and process accounting files. It also
prepares summary files for prdaily or billing purposes. runacct is distributed
only to source code licensees.

runacct takes care not to damage active accounting files or summary files in the
event of errors. It records its progress by writing descriptive diagnostic messages
into active. When an error is detected, a message is written to /dev/console, mail
[see mail(1)] is sent to root and adm, and runacct terminates. runacct uses a
series of lock files to protect against re-invocation. The files lock and lockl are
used to prevent simultaneous invocation, and lastdate is used to prevent more
than one invocation per day.

runacct breaks its processing into separate, restartable states using statefile to
remember the last state completed. It accomplishes this by writing the state name
into statefile. runacct then looks in statefile to see what it has done and to deter-
mine what to process next. states are executed in the following order:

SETUP Move active accounting files into working files.

WIMPFIX Verify integrity of wtmp file, correcting date changes if necessary.
CONNECT Produce connect session records in tacct .h format.

PROCESS Convert process accounting records into tacct .h format.

MERGE Merge the connect and process accounting records.

FEES Convert output of chargefee into tacct.h format and merge with
connect and process accounting records.

DISK Merge disk accounting records with connect, process, and fee
accounting records.

MERGETACCT
Merge the daily total accounting records in daytacct with the sum-
mary total accounting records in /var/adm/acct/sum/tacct.

CMS Produce command summaries.

USEREXIT  Any installation dependent accounting programs can be included
here.

CLEANUP Clean up temporary files and exit.

To restart runacct after a failure, first check the active file for diagnostics, then fix
any corrupted data files, such as pacct or wtmp. The lock, lockl, and lastdate
files must be removed before runacct can be restarted. The argument mmdd is
necessary if runacct is being restarted, and specifies the month and day for which
runacct will rerun the accounting. The entry point for processing is based on the
contents of statefile; to override this, include the desired state on the command line
to designate where processing should begin.
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EXAMPLES

FILES

To start runacct:
nohup runacct 2> /var/adm/acct/nite/fd2log &

To restart runacct:
nohup runacct 0601 2>> /var/adm/acct/nite/fd2log &

To restart runacct at a specific state:
nohup runacct 0601 MERGE 2>> /var/adm/acct/nite/fd2log &

/var/adm/wtmp
/var/adm/pacctincr
/usr/src/cmd/acct/tacct.h
/usr/src/cmd/acct/ctmp.h
/var/adm/acct/nite/active
/var/adm/acct/nite/daytacct
/var/adm/acct/nite/lock
/var/adm/acct/nite/lockl
/var/adm/acct/nite/lastdate
/var/adm/acct/nite/statefile

SEE ALSO

NOTES

Page 2

acct(IM), acctcms(IM), acctcom(l), acctcon(1M), acctmerg(IM), acctprc(1M),
acctsh(1M), cron(1M), fwtmp(1M), mail(l), acct(2), acct(4), utmp(4).

Normally it is not a good idea to restart runacct in the SETUP state. Run SETUP
manually and restart via:

runacct mmdd WIMPFIX

If runacct failed in the PROCESS state, remove the last ptacct file because it will
not be complete.
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NAME

ruptime - show host status of local machines

SYNOPSIS

ruptime [ -alrtu]

DESCRIPTION

FILES

ruptime gives a status line like uptime for each machine on the local network;
these are formed from packets broadcast by each host on the network once a
minute.

Machines for which no status report has been received for 5 minutes are shown as
being down.

Normally, the listing is sorted by host name, but this order can be changed by
specifying one of the options listed below.

The following options are available:

-a  Count even those users who have been idle for an hour or more.
-1  Sort the display by load average.

-r Reverse the sorting order.

-t Sort the display by up time.

-u  Sort the display by number of users.

/var/spool/rwho/whod. * data files

SEE ALSO

NOTES
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rwho(1), rwhod(1M)

Ruptime shows a remote sytem up only if rwhod(1IM) is running on both the local
machine and the remote machine, and they both are on the same physical network
or if their bridge/router passes rwhod broadcasts between subnets, and if the
remote system has been up long enough to generate its first rwho broadcast.
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NAME
rusers - who's logged in on local machines

SYNOPSIS
rusers [ -ahilu ] host ...

DESCRIPTION
The rusers command produces output similar to who(1), but for remote machines.
The listing is in the order that responses are received, but this order can be changed
by specifying one of the options listed below.

The default is to print out the names of the users logged in. When the -1 flag is
given, additional information is printed for each user, including idle time, when
user logged in, and tty.

A remote host will only respond if it is running the rusersd(1M) daemon, which
may be started up from inetd(1M) or listen(1M).

The following options are available:

-a Give a report for a machine even if no users are logged on.
-h Sort alphabetically by host name.

-1 Sort by idle time.

-1 Give a longer listing in the style of who(1).

-u Sort by number of users.

SEE ALSO
inetd(1M), listen(1M), pmadm(1M), rusersd(1M), sacadm(1M), who(1)
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NAME
rpc.rusersd - network username server

SYNOPSIS
/usr/lib/netsvc/rusers/rpc.rusersd

DESCRIPTION
rusersd is a server that returns a list of users on the host. The rusersd daemon
may be started by inetd(IM) or listen(1M).

SEE ALSO
inetd(1M), listen(1M), pmadm(1M), sacadm(1M)
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NAME
rwall - write to all users over a network

SYNOPSIS
/usr/sbin/rwall hostname . ..

DESCRIPTION
rwall reads a message from standard input until EOF. It then sends this message,
preceded by the line:

Broadcast Message . . .
to all users logged in on the specified host machines.

A machine can only receive such a message if it is running rwalld(1M), which may
be started by inetd(1M) or 1isten(1M).

NOTES
The timeout is fairly short to allow transmission to a large group of machines (some
of which may be down) in a reasonable amount of time. Thus the message may not
get through to a heavily loaded machine.

SEE ALSO
inetd(1M), listen(1M), pmadm(1M), rwalld(1M), sacadm(1M), wall(l)
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NAME
rpc.rwalld - network rwall server

SYNOPSIS
/usr/lib/netsvc/rwall/rpc.rwalld

DESCRIPTION
rwalld is a server that handles rwall(1M) requests. It is implemented by calling
wall(1IM) on all the appropriate network machines. The rwalld daemon may be
started by inetd(1M) or listen(1M).

SEE ALSO
inetd(1M), listen(1M), rwall(1M), wall(1M)
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NAME

rwho - who's logged in on local machines

SYNOPSIS

rwho [ -a ]

DESCRIPTION

The rwho command produces output similar to who(1), but for all machines on your
network. If no report has been received from a machine for 5 minutes, rwho
assumes the machine is down, and does not report users last known to be logged
into that machine.

If a user has not typed to the system for a minute or more, rwho reports this idle
time. If a user has not typed to the system for an hour or more, the user is omitted
from the output of rwho unless the -a flag is given.

The -a option reports all users whether or not they have typed to the system in the
past hour.

FILES

/var/spool/rwho/whod. * information about other machines
SEE ALSO

finger(1), ruptime(l), who(1), rwhod(1M)
NOTES
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Does not work through gateways.
This is unwieldy when the number of machines on the local net is large.

The rwho service daemon, rwhod(1M), must be enabled for this command to return
useful results.

Rwho shows users on a remote machine only if rwhod(1M) is running on both the
local machine and the remote machine and the remote machine has been up long
enough to generate its first rwho broadcast.
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NAME

rwhod, in.rwhod - system status server

SYNOPSIS

in.rwhod

DESCRIPTION
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rwhod is the server which maintains the database used by the rwho(l) and
ruptime(l) programs. Its operation is predicated on the ability to broadcast mes-
sages on a network.

rwhod operates as both a producer and consumer of status information. As a pro-
ducer of information it periodically queries the state of the system and constructs
status messages which are broadcast on a network. As a consumer of information,
it listens for other rwhod servers’ status messages, validating them, then recording
them in a collection of files located in the directory /var/spool/rwho.

The rwho server transmits and receives messages at the port indicated in the rwho
service specification, see services(4). The messages sent and received, are of the
form:

struct outmp {
char out_line[8]; /* tty name */
char out_name[8]; /* user id */

long out_time; /* time on */

}i

struct whod {
char wd_vers;
char wd_type;
char wd_fill[2];
int wd_sendtime;
int wd_recvtime;
char wd_hostname[32];
int wd_loadav([3];
int wd_boottime;
struct whoent {
struct outmp we_utmp;
int we_idle;
} wd_we[1024 / sizeof (struct whoent)];
}i

All fields are converted to network byte order prior to transmission. The load aver-
ages are as calculated by the w(1) program, and represent load averages over the 5,
10, and 15 minute intervals prior to a server’s transmission. The host name
included is that returned by the gethostname(2) system call. The array at the end
of the message contains information about the users logged in to the sending
machine. This information includes the contents of the utmp(4) entry for each non-
idle terminal line and a value indicating the time since a character was last received
on the terminal line.

Messages received by the rwho server are discarded unless they originated at a
rwho server’s port. In addition, if the host’s name, as specified in the message, con-
tains any unprintable ASCII characters, the message is discarded. Valid messages
received by rwhod are placed in files named whod.hostname in the directory
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/var/spool/rwho. These files contain only the most recent message, in the format
described above.

Status messages are generated approximately once every 60 seconds. rwhod per-
forms an nlist(3) on /stand/unix every 10 minutes to guard against the possibil-
ity that this file is not the system image currently operating.

FILES
/var/spool/rwho
SEE ALSO
rwho(1), ruptime(1), w(1), gethostname(3), nlist(3), utmp(4)

NOTES
This service takes up progressively more network bandwidth as the number of
hosts on the local net increases. For large networks, the cost becomes prohibitive.

rwhod should relay status information between networks. People often interpret
the server dying as a machine going down.

For rwho to work properly, the directory /var/spool/rwho must exist on the sys-
tem.
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NAME

sac - service access controller

SYNOPSIS

sac -t sanity_interval

DESCRIPTION
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The Service Access Controller (SAC) is the overseer of the server machine. It is
started when the server machine enters multiuser mode. The SAC performs several
important functions as explained below.

Customizing the SAC environment. When sac is invoked, it first looks for the per-
system configuration script /etc/saf/_sysconfig. sac interprets _sysconfig to
customize its own environment. The modifications made to the SAC environment
by _sysconfig are inherited by all the children of the SAC. This inherited environ-
ment may be modified by the children.

Starting port monitors. After it has interpreted the _sysconfig file, the sac reads its
administrative file /etc/saf/_sactab. _sactab specifies which port monitors are
to be started. For each port monitor to be started, sac forks a child [fork(2)] and
creates a utmp entry with the type field set to LOGIN_PROCESS. Each child then
interprets its per-port monitor configuration script /etc/saf/pmtag/_config, if
the file exists. These modifications to the environment affect the port monitor and
will be inherited by all its children. Finally, the child process execs the port moni-
tor, using the command found in the _sactab entry. (See sa